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Summary
Attached are the Terms and Conditions for access to the Infocentre. 

A member of your organisation must be nominated to deal with the administration of your company details on the Infocentre.  This person will be known as the Member Information Manager.

This agreement must be read, completed and signed by your Member Information Manager.  Please return the last page to membership@gsm.org
Section 1
Guide to connecting to the Infocentre
Follow the steps below to connect to the Infocentre, the GSMA members-only website.

Step 1
Obtain 'Internet Explorer' or 'Firefox' web browser software

If using Internet Explorer check your version.  If the version number is not 6.0 or higher you will need to upgrade.  If using ‘Firefox’and the version number is not 2.0 or higher you will need to upgrade.  Upgrades can be obtained from Microsoft, Mozilla, or from within your own organisation. 

Step 2
Obtain an Internet connection

These are available in 2 main forms:

A dial-up account with an Internet Service Provider.  This account should have the functionality to permit you to browse WWW servers on the Internet.

A Local Area Network (LAN) with an Internet connection that allows you to browse WWW servers on the Internet.

Step 3
Check connectivity to a public Secure Website

Open the URL http://www.verisign.com  in your web browser.  (The FIRST WWW address).  This is an insecure WWW site.  If you are not able to access WWW addresses of this form you do not have Internet access.  Please return to Step 2.

Open the URL https://www.verisign.com in your web browser.  (The SECOND Web address).  This is a secure WWW Site, like the Infocentre.  If you are not able to access this site you have limited connectivity to the Internet but not enough to connect to the Infocentre.  

In this instance please have your technical staff open up https access through port 443 on your corporate firewall to the Internet.

Step 4
The Terms and Conditions

The Terms and Conditions are detailed in Section 2 of this document.  They form the agreement between your company and the GSMA.  By signing section 2 you are confirming that you agree to abide by these Terms and Conditions

Please fill in all areas of Section 3 of this form with the details of your contact person. Your contact person is to become the Member Information Manager (MIM) for your company. This person will have the responsibility for updating your company's information held on the Infocentre and also to add new users from your own organisation, in order for them to access the Infocentre.

Please return Sections 2 and 3, fully completed and signed to membership@gsm.org.

Step 5
Username and Password

If you have correctly fulfilled steps 1 to 4, the Association will be in a position to issue you a username and password.  This information will be sent to the email address you have provided.  We will also send you Infocentre User Guidelines that will detail your abilities and responsibilities as MIM.

Step 6
Log on to the Infocentre

You should log on to the Infocentre to ensure that your connection has been processed correctly.

For technical assistance, email infohelp@gsm.org
Section 2 
TERMS AND CONDITIONS

TERMS AND CONDITIONS of the GSMA regulating access to and use of the Infocentre.

Definitions

In this agreement the following words and expressions shall have the following meaning:

“Association”


shall mean the GSMA. 

“Access(ed)”


shall mean access to the Infocentre via electronic means.

“Connected Employees”
shall mean employees or officers of the Rapporteur who are granted Access by the Contact Person.

“Documentation/Information” 
shall mean all information contained in the Infocentre, including but not limited to Permanent Reference Documents, Member and Rapporteur information, position papers and maps.

“Infocentre”


shall mean a centralised information database or library, 






containing Documentation/Information, managed by the 






Association in Dublin. 

“Infocentre Administrator”

shall mean an employee, officer or agent of the Association who 

has been duly appointed to manage the administration of the Infocentre.

“Rapporteur” 


shall mean a Rapporteur as defined in the Articles 

of Association 

“Member Information Manager”  
shall mean the person named below who is duly authorised by 

the Rapporteur to represent it and act on its behalf for the purposes of this agreement.

“Retrieved ”or “Retrieval” 

shall include Access to Documentation/Information which 

thereafter is received, viewed or stored in any format.

Appointment of the Member Information Manager (MIM).

The Member Information Manager hereby undertakes to act as the official point of contact between the Rapporteur and the Infocentre. The Member Information Manager hereby undertakes the responsibility on behalf of the Rapporteur to ensure that all responsibilities and obligations imposed by the Association with regard to Access and use of the Infocentre are fully complied with. However ultimate responsibility and liability under this agreement will rest with the Rapporteur.

In the event that the Member Information Manager is absent for whatever reason it shall ensure that a replacement is duly authorised to act and shall notify customercare@gsm.org of the name and contact details of the replacement.

In the event that the Member Information Manager ceases to be an employee or officer of the Rapporteur or is not in a position to continue to act as Member Information Manager for whatever reason, it shall be the responsibility of the Rapporteur to immediately notify membership@gsm.org.

Responsibility of the Member Information Manager

Regulate Access to the Infocentre by employees of the Rapporteur.

The Member Information Manager shall be responsible for regulating and controlling Access to the Infocentre by employees of the Rapporteur. Under the terms of this agreement, the Member Information Manager is authorised to only allow Access to the Infocentre to Connected Employees. However the authorisation to allow Access extends only to those employees who need to have Access to the Infocentre to perform their work for the Rapporteur or Association.

The Member Information Manager shall be responsible for ensuring that all Connected Employees are informed of the obligations set out below. The Member Information Manager shall insert and maintain a list of Connected Employees. The list shall contain the name of the person, their position within the company, and their phone and fax number. The Member Information Manager shall keep the list up to date at all times.

Distribution of Documentation /Information Retrieved from the Infocentre.

The Member Information Manager or Connected Employees may from time to time, be requested to distribute to employees of the Rapporteur, certain Documentation/Information Retrieved from the Infocentre. In accordance with the Regulations of the Association certain Documentation may be Restricted. Such Restricted Documentation should in general be only distributed to those employees that need to know for the purposes of their work for the Rapporteur or the Association. 

Duty of Non-Disclosure and Confidentiality. 

All Documentation/Information in the Infocentre is proprietary and confidential unless otherwise stated. Accordingly the Member Information Manager and Connected Employees shall preserve the confidentiality of all such proprietary Documentation/Information and ensure that it is clearly marked “Confidential Information”.

Furthermore, it shall be the responsibility of the Member Information Manager to ensure that all employees of the Rapporteur preserve the confidentiality of all Documentation/Information and that same is kept under secure conditions no less rigorous than those used for confidential information of the Rapporteur, but in any event, taking reasonable precautions for their safe custody and Retrieval.     

The duty of non-disclosure and confidentiality set out above shall not apply to Documentation/Information:

(a)
Which becomes available to the public through no wrongful act of the person retrieving; or


(b)
Which may be published prior to the date hereof; or

(c) Which is received from a third party without restriction or breach of this agreement; or

(d) Which is independently developed by the Rapporteur or employee of the Rapporteur retrieving the Documentation/Information.

Nothing contained in this agreement shall be construed as granting or conferring any rights by license or otherwise in any confidential Documentation/Information which is Retrieved via the Infocentre.

Unauthorised usage of Infocentre

The Association considers that the following shall constitute unauthorised usage of the Infocentre:

(a)  Posting or transmitting any unlawful, threatening, abusive, libellous, defamatory, obscene, pornographic or otherwise objectionable information of any kind, including without limitation any transmissions constituting or encouraging conduct that would constitute a criminal offence, give rise to civil liability or otherwise violate any local, state, national or international law including without limitation competition law, export control laws or laws relating to Intellectual Property;

(b)  Posting or transmitting any information or software that contains a virus or any other harmful component; or

(c)  Posting, publishing, transmitting, reproducing, distributing or in any way exploiting any information  or other material obtained through the Infocentre for commercial purposes other than as expressly provided for by the Association in its Articles of Association, Regulations and ancillary agreements.

The Association shall in no way be held liable for any loss or damage resulting from an unauthorised usage, as described above, of the Infocentre. 

Copyright of the Association.
All Documentation/Information contained in the Infocentre is and remains at all times the property of the GSMA unless otherwise stated. The Documentation/Information are ©GSMA.  All reproduction or transmittal in any form or by any means shall be unlawful unless authorised under the terms of this agreement or the terms of membership of the Association or expressly permitted in writing by the GSMA.

Disclaimer and Limitation of Liability. 

The Association does not make any representation, warranty or undertaking (express or implied) with respect to, and does not accept any responsibility for, (and hereby disclaims liability for), the accuracy or completeness of the Documentation /Information contained in the Infocentre. The Association relies on parties such as Members, Associate Members, Parent Company Members, Rapporteurs, Working Groups, Regional Interest Groups etc. to provide it with updated information and therefore it should not be assumed that the Documentation/Information is necessarily accurate, complete or up-to-date at any given time.  All reasonable security measures have been implemented to preserve the security of the Infocentre but nevertheless Rapporteurs should be aware of a possible risk of interference from third parties.

The Association is not responsible for any loss or damage, direct or indirect, financial or otherwise occasioned by any user of the Infocentre, arising as a result of Access to or reliance on the Documentation/Information in the Infocentre.  

Term and Termination

This agreement shall commence on the date specified below and shall continue in force until any of the following events occurs, whichever is the earlier:

(a) Notice is sent to all Rapporteurs that the Infocentre is no longer in operation for whatever reason.

(b) The Rapporteur is no longer a Rapporteur of the Association for whatever reason.

(c) 
The Rapporteur commits a serious breach of any provisions of this agreement, which in the case of a breach that is capable of being remedied, shall not have been remedied within 30 days of a written request from the Infocentre Administrator to remedy same.   

Upon the occurrence of any of the events described above Access shall be denied to the Rapporteur.

Governing Law and Jurisdiction. 

This agreement shall be governed by and construed in accordance with the laws of the Republic of Ireland. The parties submit to the jurisdiction of the courts of the Republic of Ireland.

Section 2
(to be completed and signed)
I 



, hereby represent and warrant that I have been duly appointed to act as Member Information Manager (as defined above) for and on behalf of



 (the Rapporteur) for the purposes of this agreement.

I have read the Terms and Conditions contained above and agree to be bound by them in full.

Terms and Conditions are hereby accepted this on the

day of

20



Signed by

(Member Information Manager signature)

(Print name of Member Information Manager)

For and on behalf of
(Print Rapporteur (Organisation) name and Country of Operation exactly as they are on Infocentre)

Section 3 
Member Information Manager contact details (please print clearly)

Title (Ms., Mr., etc.):

First Name


Last Name





Job Title: 













Email: 














Office Phone No: 












Mobile Phone No: 












Fax No: 













Please return this page fully completed and signed to membership@gsm.org.
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