	[image: Description: Description: gsma_logo_colour_rgb_sm]
	CR to TS.54 Secured Applications for Mobile

	Document Title 
	Use Cases

	Document number
	[bookmark: _GoBack]CR0002r1

	Source / Name
	Orange, Laurent Coureau

	Date of submission
	<2020, Feb, 06>

	Submit to meeting number
	<TSGSAM#01>

	TS.54 Draft Version
	SG.54 Draft 0

	Affected section number(s)
	1.4, 1.5, Annex A 

	Change Category
	☐Add a new feature
☐Functional modification of feature
☐Correction of existing feature
☐Editorial Modification

	Reason for change(s)
	Propose a first set of definitions and use cases for the Secured Applications for Mobile framework





1. [bookmark: _Toc24045298][bookmark: _Toc31642958]Introduction 
[bookmark: _Toc24045299][bookmark: _Toc31642959]Overview 
[bookmark: _Toc24045300][bookmark: _Toc31642960]Scope
[bookmark: _Toc24045301][bookmark: _Toc31642961]Interactions with Other GSMA Specifications
[bookmark: _Toc24045305][bookmark: _Toc31642962]Abbreviations
	Abbreviation
	Definition

	SAM
	Secured Applications for Mobile
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	Definition
	Meaning

	eUICC
	A removable or non-removable UICC which enables the remote and/or local management of Profiles in a secure way.

NOTE: The term originates from "embedded UICC".

	SAM Application
	An application installed in an SAM domain on a eUICC, outside of any MNO-SD.

	End User
	The person using the Device.

	Device
	User equipment used in conjunction with an eUICC to connect to a mobile network. 

	Device Application
	An application installed in a Device.

	Operator
	A Mobile Network Operator or Mobile Virtual Network Operator; a company providing wireless cellular network services.

	Profile
	A combination of data and applications to be provisioned on an eUICC for the purpose of providing services.

	Telecom Subscription
	Describes the commercial relationship between the End User and the Operator.
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The following section defines use cases for Secured Applications for Mobile Configuration. 
[bookmark: _Toc31642979]Use Case 1 
The End User desires to deploy a banking application within the Device linked with a SAM Application. The bank takes the benefit of the high security and trust provided by the eUICC.
The following steps occur:

The End User browses a Device Application store and locates a banking Device Application, which has a corresponding banking SAM Application.
SAM application is directly embedded inside the device application in the form of a secured script.
During the installation process, a message is displayed to the End User to allow the installation of the banking SAM Application.
After End User authorization, both the banking Device Application and the banking SAM Application are installed in the Device and in the eUICC respectively.
When the End User opens the banking Device Application, the banking SAM Application can be personalised based on information provided by the End User, and secured by an external server.
The End User is able to use the banking Device Application in conjunction with the banking SAM Application.
The End User deletes the banking Device Application, which causes the banking SAM Application to be deleted as well after user validation.
The End User is no longer able to use the banking Device Application and the banking SAM application.
[bookmark: _Toc31642980]Use Case 2 
An End User manages a transport application independently of the lifecycle of their Profiles: 

An End User downloads a Profile as part of a Telecom Subscription.
The End User downloads a transport Device Application, which has an associated transport SAM Application in a similar way to Use Case 1.
Once installed and configured, the End User is able to use the transport Device Application.
The End User subsequently downloads another Profile as part of another Telecom Subscription.
The End User disables the first Profile, then enables the second Profile.
The End User is able to use their transport Device Application, interacting with its corresponding transport SAM Application without problem.
The End User disables all Profiles.
The End User is still able to use the transport Device Application, interacting with its corresponding transport SAM Application without problem.
The End User deletes the two Profiles.
The End User is still able to use their transport Device Application, interacting with its corresponding transport SAM Application without problem.
The End User deletes the transport Device Application, which causes the transport SAM Application to be deleted as well after user validation.
The End User is no longer able to use the transport Device Application and SAM application.
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An End User manages an identity SAM Application without any Profiles installed. 

There are no Profiles installed on the eUICC.
The End User downloads an identity Device Application, which has an associated identity SAM Application in a similar way to Use Case 1.
· After End User validation, both the identity Device Application and the identity SAM Application are installed in the Device and in the eUICC respectively.
Once configured, the End User can use the Device application associated with the identity SAM Application without any profiles installed on the eUICC.
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An End User manages different Device Applications associated with different SAM Applications.

The End User has installed a number of Device Applications. 
Some of the Device Applications have an associated SAM Application.
Whenever the End User is using a particular Device Application, the associated SAM Application can be used, independently of the other SAM Applications associated with other Device Applications.
The End User is able to manage the SAM applications through a specific UI. For instance to delete a SAM application in case of SAM memory lack. In this case the associated Device Application may not work anymore. 
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