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	Term 
	Description

	Privacy by Default
	The practice of taking privacy into account throughout the entire process of building and deploying a system or solution, by which privacy is protected throughout the entire lifecycle of personal data. This includes that: rights of data subjects are strongly respected, collection, processing, period of its storage and accessibility are minimised to that which is necessary.	Comment by David Rogers: New text aligning to Sijing’s Privacy by Design definition

Alternative
The practice during system design and deployment of ensuring that privacy is protected throughout the entire lifecycle of personal data. This includes that: personal data's collection, processing, period of storage and accessibility are minimised to that which is necessary for the identified purpose, and rights of data subjects are strongly respected.



	Privacy by Design
	The concept of taking privacy into account throughout the entire process of building a system or solution, by which privacy is protected throughout the entire lifecycle of personal data and the rights of data subjects are strongly respected. The user preferences and decisions are respected.	Comment by David Rogers: Sijing’s definition as agreed on the call.
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	Secure by Default
	The practice during system design and deployment of ensuring minimal exposure to security risk, by actions such as that only what is necessary to be exposed (either within the system software and hardware or at interfaces) is exposed the minimisation of system and data exposure within software and hardware or across interfaces and ensuring that the system has been built with a ‘Secure by Design’ approach is preconfigured with secure settings.

	Secure by Design
	The concept of building the foundations of software and hardware from the foundation with a secure approach. This includes development practices, the use of secure design patterns, the employment of secure design practices and approaches such as ‘the principle of least privilege’ and, the minimisation of system and data exposure across interfaces system robustness testing and ensuring that no known vulnerabilities are present. It also covers other development practices that benefit the security and ongoing practices such as ensuring that vulnerabilities are appropriately addressed and that the system can maintain security during its lifetime.
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