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Biometric Performance
[bookmark: _Toc81490470]2D facial biometric system performance
Test purpose
To verify that DUT meets the 2D facial biometric performance requirements.
Referenced requirements
	TS47_3.4.1_REQ_001
	An AI Mobile Device SHOULD support a 2D facial biometric system.

	TS47_3.4.1_REQ_004
	An AI Mobile Device supporting 2D facial biometric system SHALL support the biometric KPI requirement TS47_3.4.1_REQ_004.1 for each of the use cases: Device Unlock, Application Login and Payment Authorization.

	TS47_3.4.1_REQ_004.1
	2D Facial FAR <= (0.002)% and FRR <= (3)% simultaneously


Preconditions
As required by FIDO Biometrics Requirements (2020), chapter 5.
· Test Environment (TBD)
· 
2D Facial Test Dataset (TBD)
· Test Subject (TBD)

Initial configuration
As required by FIDO Biometrics Requirements (2020) , chapter 5.
DUT is Switched OFF.
The 2D facial biometric system on DUT is Switched ON for Device Unlock, Application Login and Payment Authorization.
Test subject’s facial enrollment for 2D facial recognition is setup on DUT and enrolled template is stored in DUT.
The front camera of DUT is available.. 
Test procedure

	Step
	Test procedure
	Expected result

	1
	Switch the DUT on and lock the screen.
	The screen is locked.

	2
	FAR and FRR test procedure for Device Unlock refer to FIDO Biometrics Requirements (2020), 5.1.3.
	Mean of FAR and FRR are obtained.

	3
	Check the result. 
	FAR <= (0.002)% and FRR <= (3)% simultaneously. 

	4
	Repeat step 2-3 for the scenario of Application Login and Payment Authorization respectively.
	All the FAR and FRR results meet requirement TS47_3.4.1_REQ_004.1.
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Test purpose
To verify that DUT meets the 3D facial biometric performance requirements.
Referenced requirements
	TS47_3.4.1_REQ_002
	An AI Mobile Device SHOULD support a 3D facial biometric system.

	TS47_3.4.1_REQ_005
	An AI Mobile Device supporting 3D facial biometric system SHALL support the biometric KPI requirement TS47_3.4.1_REQ_005.1 for each of the use cases: Device Unlock, Application Login and Payment Authorization.

	TS47_3.4.1_REQ_005.1
	3D Facial FAR <= (0.001)% and FRR <= (3)% simultaneously.


Preconditions
As required by FIDO Biometrics Requirements (2020), chapter 5.

· Test Environment (TBD)

· 3D Facial Test Dataset (TBD)


· Test Subject (TBD)

Initial configuration
As required by FIDO Biometrics Requirements (2020), chapter 5.DUT is Switched OFF.
The 3D facial biometric system on DUT is Switched ON for Device Unlock, Application Login and Payment Authorization..
Facial Test subject’s facial enrollment for 3D facial recognition is setup on DUT and enrolled template is stored in DUT.
The front camera of DUT is available.
Test procedure
Refer to 6.1.1.5 and the FAR and FRR result SHALL meet requirement TS47_3.4.1_REQ_005.1.
[bookmark: _Toc81490472]Fingerprint biometric system performance
Test purpose
To verify that DUT meets the fingerprint biometric performance requirements.
Referenced requirements
	TS47_3.4.1_REQ_003
	An AI Mobile Device SHOULD support a fingerprint biometric system.

	TS47_3.4.1_REQ_006
	An AI Mobile Device supporting fingerprint biometric system SHALL support the biometric KPI requirement TS47_3.4.1_REQ_006.1 for each of the use cases: Device Unlock, Application Login and Payment Authorization.

	TS47_3.4.1_REQ_006.1
	Fingerprint FAR <= (0.002)% and FRR <= (3)% simultaneously.


Preconditions
As required by FIDO Biometrics Requirements (2020), chapter 5.
· Test Environment (TBD)

· Fingerprint Test Dataset (TBD)


· Test Subject (TBD)
Initial configuration
As required by FIDO Biometrics Requirements (2020), chapter 5.DUT is Switched OFF.
The fingerprint biometric system on DUT is Switched ON for Device Unlock, Application Login and Payment Authorization..
Test subject’s fingerprint enrollment for fingerprint recognition is setup on DUT and enrolled template is stored in DUT.
Test procedure
Refer to 6.1.1.5, change the facial biometric to fingerprint biometric and the FAR and FRR result SHALL meet requirement TS47_3.4.1_REQ_006.1. 
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