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	Item
	Agenda
	Presenter
	Comments
	Doc Number

	1
	Approval of the agenda
	Nicolas Damour
	For Discussion
	TSGIoT36_002

	The proposed agenda was approved, and it was noted that the meeting would be held in full compliance with the GSMA IPR & Anti-Trust policy.

	2
	Approval of previous meeting minutes
	Nicolas Damour
	For Discussion
	TSGIoT36_001

	The previous meeting minutes were presented and approved.

	3
	TS.34 & TS.35 Change requests
	All
	For Approval
	#TSGIoT36_003

	The CR presented was #TSGIoT36_003, provided by Deutsche Telekom.

The group went through the beginning of the document to provide various comments and suggestions, including the following ones:
req 30: comment from QC => change into "if and where specified", to be moved to req 002.1
req 31: comment from QC => change into "if and where specified", to be moved/merged with req 13
combine req 034 into 003, try to avoid suggesting that it is a server-side trigger
35 => there may be some conflict with 3GPP "deep sleeping mode" (reference to be sent by Jim)
35 => not needed because there is already 9.11_REQ_001, also check applicable 3GPP
36 (IPv4v6) => to move into section 5?
req 43 => see req 003

However, there was not enough time to conclude on the document, and it was agreed to have another look at an updated version of this CR at the next meeting.

	4
	Orange Whitepaper on Cybersecurity & Certification for IoT Devices
	All
	For Information
	#TSGIoT36_004
#TSGIoT36_005

	The whitepaper was presented by Marianne Mohali from Orange, together with a presentation explaining the rationale of the document.
It was commented by the group that it was a good document, and that having requirements laid out was a first good step, but that the question remained of how to test and enforce these requirements.
A proposal has then been made to present this document in a wider scope within the 5G IoT Strategy group, possibly by the TSG IoT chairperson or by the Orange delegate in the 5G IoT Strategy Group, so that one can then see how to then engage and work on a PRD and/or engage with GCF.

	5
	Any other business
	All
	For Information
	Verbal

	None.

	6
	Next Call
	Nicolas Damour
	For Information
	Verbal

	TSGIoT#37: Wednesday 15th December 2021, 10:00-11:30 UK time (GMT).



Decision Points
	Decision Number
	Decision

	
	


Actions
	Action Number
	Actions
	Status

	AP36_001
	TSG IoT chairperson or by the Orange delegate in the 5G IoT Strategy Group to present the Orange White Paper to the 5G IoT Strategy Group and discuss what would be the next steps
	Open

	
	
	

	
	
	




Meeting Attendance
	Full Name
	Company

	Olejak, Jens
	DT

	Paul Gosden
	GSMA

	Timothy Evans
	NTT Docomo

	Doug Roberts
	Orange

	MOHALI Marianne
	[bookmark: _GoBack]Orange

	Mungal Dhanda
	Qualcomm

	Jim Wu
	Samsung

	Nicolas Damour
	Sierra Wireless

	Fritz, Kay
	Vodafone

	Rauer, Petra
	Vodafone
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