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TSGNS08 Review 
TS.62 v0.7 CR1013 v03 Adding new TD security requirement-Verizon and China Telecom 
TS.62 v0.7 CR1014 v02 Requirements on Data Privacy Apple and Google
TS.62 v0.7 CR1012 v03 All Sections China Telecom and Verizon
TS.62 v0.7 CR1015 v01 Adding a section of new device requirements-China Telecom
TS.62 v0.7 CR1011 v02 Adding TD clarification and new requirements-China Mobile
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https://www.gsma.com/aboutus/workinggroups/resources/tsgns08-meeting-documents
Note: All document for this meeting have been uploaded to the GSMA Website so that we comply with the US Entity List requirements, as the documents are made publicly available.
 



· GSMA welcomed the group and reminded about everyone that the meeting would be held in full compliance with the GSMA Anti-trust and IPRs policies.

· GSMA presented the TSGNS08 Agenda (TSGNS08_002), which was approved.
DP08_001 TSGNS08_002 TSGNS08 Agenda approved

· GSMA presented the Minutes from the TSGNS07 (TSGNS08_001), which were approved. 
DP08_002 TSGNS08_001 TSGNS07 Meeting Minutes approved.

· Verizon and China Mobile presented the document TS.62 v0.7 CR1013 v03 (TSGNS08_003). 
Verizon stated the OS is the right place to validate and authorize TD. The OS needed to make sure it can authorize APP to use particular TD, and do some basic TD validation. Verizon would like to adjust the wording for the default URSP mapping case.

AT&T had concern about the OS action after the validation.

Qualcomm questioned how the OS know which TD is validated or not, the TD may map to one of the URSP rules or the default rule, what’s the mean for validation. How can the OS know which TD the APP authorize to use. And suggest China telecom and Verizon to provide some background information for better understanding.

China Telecom thought the OS know which TD is applied to the APP, OS can validate and authorize the TD passed by APP.

Apple had the same question with Qualcomm, how the OS know the specific TD is right or not. And had concern about this work item scope, this specification had asked the internal behaviour in device. Apple suggested to remove all the baseline document and start from a new sketch.

Nokia explained the OS validated the value of API exposed to APP, and would be matched to the TD value. Nokia suggested to use the term TD API than TD.  

Google had concern about this CR, who decided which APP was authorized to use, how to implement this requirement, whether the existing architecture of OS can support this requirement. Google suggested this work item needed to take a step back and analyse what will really help the market.

DP08_003 Postpone this CR to next meeting and present more background information.

· Apple presented the document TS.62 v0.7 CR1014 v02 Requirements on Data Privacy (TSGNS08_004). 
Apple stated multiple APP ID list can be used to track user. For some extreme case: one APP ID assigned to one slice, the APP ID can identify user. Apple would like take this CR back and add more information then discuss it again.

Vodafone did not think the APP ID is personal data, the APP ID could not link to particular user.

China Telecom and Verizon agreed with Vodafone.

Nokia supported Vodafone’s point.

Orange suggested we can agree the substantive requirement which part did not have controversial.

China Mobile agreed with Vodafone this CR needed revision and more discussion.

Qualcomm stated the two requirement were very similar, one general requirement was possible for the two requirement and suggest the agreed requirement need to be review by DSG (Device Security Group).

AP08_001: Apple revise this CR, then discuss in next meeting

· China Telecom presented the document TS.62 v0.7 CR1012 v03 All Sections China Telecom and Verizon (TSGNS08_005). 

Qualcomm suggest change TS62_3.1.1_REQ_001 to “If an application decide to use a network slice, it SHALL provide any desired traffic descriptors specified in[4] in its network connection request.”

Nokia suggest change TS62_3.1.1_REQ_001 to “If an application decide to use a network slice, it SHALL provide any desired value to match the traffic descriptors specified in [4] in its network connection request.”

Orange suggested to use SHALL requirement, if the application request to use network slice, it SHALL provide the value to match the traffic.

Vodafone agreed to use SHALL requirement.

Verizon suggest to use SHALL requirement, because this specification focused on 5G, every network connection will map to a network slice. 

Verizon and Qualcomm suggested the sentence “When an application requests for a network connection, it SHALL provide any desired value to match the traffic descriptors specified in [4]”.

China Telecom would like everyone to send email to continue this discussion.

Decision Points:
DP07_001: TSGNS08_002 TSGNS08 Agenda approved
DP07_002: TSGNS08_001 TSGNS07 Meeting Minutes approved
DP07_003: Postpone CR1013 to next meeting and present more background information

Action Points:
AP07_001:  Apple to revise CR1014 for the next meeting
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Change Requests Numbering format:

 CR Name:  TSGAI<XX>_<YYY> TS.62 v04 CR<CR_NUMBER>_v<ZZ> - <CR_NAME> … where:
· <XX> … Meeting Number
· 
· <YYY>… Document number for the meeting
· 
· TS.62 v07 CR is the PRD number and the version number of the clean document, CRs are submitting against

· <CR_NUMBER>… CR number assigned by Paul.
· 
· <ZZ> … CR version. First version will be identified by v01. This number must change every time the CR is changed
· 
· <CR_NAME> … Name of the CR (Section where the change is made and company submitting the change)

Change Requests:

	Change Request Number
	CR Title
	Meeting Document number(s)
	Comments
Approved / Rejected / WIP

	TS.62 v07 CR1010 v01
	Section 2-China Mobile
	TSGNS07_003
	WIP

	
	
	
	

	TS.62 v07 CR1011 v01
	Section 3-China Mobile
	TSGNS07_004
	OLD

	TS.62 v07 CR1011 v02
	Section 3-China Mobile
	TSGNS08_007
	WIP

	
	
	
	

	TS.62 v07 CR1012 v01
	All Sections China Telecom and Verizon
	TSGNS07_006

	OLD

	TS.62 v07 CR1012 v02
	All Sections China Telecom and Verizon
	TSGNS07_010
	OLD

	TS.62 v07 CR1012 v03
	All Sections China Telecom and Verizon
	TSGNS08_008
	WIP

	
	
	
	

	TS.62 v07 CR1013 v01
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS07_007

	OLD

	TS.62 v07 CR1013 v02
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS07_011
	OLD

	TS.62 v07 CR1013 v03
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS08_003
	WIP

	
	
	
	

	TS.62 v07 CR1014 v01
	Requirements on Data Privacy-Apple
	TSGNS07_008

	OLD

	TS.62 v07 CR1014 v02
	Requirements on Data Privacy-Apple and Google
	TSGNS08_003
	WIP

	TS.62 v07 CR1015 v01
	Adding a section of  new device requirements-China Telecom
	TSGNS08_003
	New
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