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TSGNS19 Review 
TSGNS19 Doc 001_Rev0_TSGNS19_001 Minutes for TSGNS18_v0-2
TSGNS19 Doc 003_Rev0_TS-62 v0-7-5 UE Requirements related to network slicing using URSP Specification-mark_v0-2
TSGNS19 Doc 005_Rev0_TS-62 v0-7-4 CR1018 v05 remaining reqs from cr1015 v02-china telecom_v0-2
TSGNS19 Doc 006_Rev0_TS-62 v0-7 CR1019  v02 GenericUErequirements Apple_Google_v0-7
TSGNS19 Doc 007_Rev0_TS-62 v0-7 CR1014 v03 Requirements on Data Privacy-Apple and Google_v0-10
TSGNS19 Doc 008_Rev0_TS-62 v0-7-3 CR1020 v01 Removing requirements that are not yet approved by the group in the draft_v0-5
TSGNS19 Doc 009_Rev0_TS-62 v0-7-3 CR1021 v01 - URSP Rule Matching Logic definition and use Verizon_v0-5
TSGNS19 Doc 010_Rev0_TS-62 v0-7-2 CR1012 v06 All 3-2 and 3-3 Sections China Telecom and Verizon_v0-6
TSGNS19 Doc 011_Rev0_TS-62 v0-7-4 CR1011 v05 Adding TD clarification and new requirements-China Mobile_v0-2

	
The meeting documents can be found on the GSMA Website here:
https://www.gsma.com/aboutus/workinggroups/resources/tsgns19-meeting-documents
Note: All document for this meeting have been uploaded to the GSMA Website so that we comply with the US Entity List requirements, as the documents are made publicly available.
 



· GSMA welcomed the group and reminded about everyone that the meeting would be held in full compliance with the GSMA Anti-trust and IPRs policies.
· GSMA presented the TSGNS19 Agenda (TSGNS19_002), which was approved.
DP19_001 TSGNS19_002 TSGNS19 Agenda approved

· GSMA presented the Minutes from the TSGNS18 (TSGNS19_001), which were approved. 
DP19_002 TSGNS19_001 TSGNS18 Meeting Minutes approved.

· China Telecom presented document TSGNS19 Doc 005_Rev0_TS-62 v0-7-4 CR1018 v05 remaining reqs from cr1015 v02-china telecom_v0-2

Qualcomm had some concern about the version, it was not aligned with the latest version, some text had existed in the latest version, and the title should show the changed mark. Qualcomm suggested to update it based on the latest version. The section number and REQ number also need to be sorted out.
Verizon thought some text is overlap with Orange’s CR 1022.

For TS62_3.3.3_REQ_001 which changed to TS62_3.1.3_REQ_003 , Verizon and Google had some concern, this requirement was so broad, and it was hard to test and verify.
China Telecom postponed this requirement would discuss it offline.

For TS62_3.3.3_REQ_002 which changed to TS62_3.1.3_REQ_004, Google mentioned some APP ID will be used by multiple APPs, such as enterprise setting, the APP ID could be inferred to Traffic Category, multiple APPs can map to it. Because the APP was the combination of OS ID and APP ID, Google prefer the third wording.
China Telecom had concern about the APP ID, which was unique for APP.
Vodafone also had concern about the unique of APP ID, and this requirement was based on this direction.
Nokia had shared the same opinion with China Telecom and Vodafone.
Apple had concern about the intention of this REQ, it was hard to understand the CR without the context. The APP was not responsible to provide certain information.
China Telecom explained this requirement was to make sure the APP ID was provided by the true APP, or the obtained APP ID could be mapped to the true APP, it did not matter how the APP ID was obtained by UE. This text was discussed by email.
Vodafone thought who use the APP ID should be the complete UE, UE Shall identify the APP ID to one single APP. 
Nokia thought it was a new parameter for one APP ID associated to multiple APPs. And Nokia was happy with the third wording.
Verizon  and China Telecom suggested to use term Application descriptor had defined in 3GPP
Google agreed to use this term if it already existed
Verizon suggested to add “defined in 3GPP” after word “Application descriptor” TD component.

After lots of discussion and proposal by Verizon, China Telecom, Google, Apple, Vodafone, Qualcomm, Nokia the group approved the third paragraph and removed the first and second paragraph[image: 图片包含 日程表

描述已自动生成]

DP19_003 the group agreed the text in TS62_3.3.3_REQ_002 which changed to TS62_3.1.3_REQ_004 as following:
When a URSP rule with "Application descriptors" TD component as defined in [2] is being evaluated for applicability, the OS SHALL ensure that the application information being matched against that TD component is associated with the application that requested the network connection. 
Note: Other relevant section needed to be aligned with this wording.

After lots of discussion and proposal by Qualcomm, Verizon, Apple，the text in section 3.1 was approved[image: ]
DP19_004 the group agreed the text in TS62_3.1 as following:
These requirement in this section are applicable to UEs that can realize UE network slicing without specific requirements for OS and modem.

· Apple and Google presented document TSGNS19 Doc 007_Rev0_TS-62 v0-7 CR1014 v03 Requirements on Data Privacy-Apple and Google_v0-10
Verizon did not think APP ID belong to personal data.
Vodafone shared the same opinion with Verizon.
China Mobile agreed with Verizon and Vodafone.
Qualcomm agreed to delete the APP ID.
Qualcomm thought the URSP rule and parameters were already exist in 3GPP, we must be very careful to define privacy requirement.
Orange suggested the privacy part to be reviewed by the security experts, their comments would be very valuable and helpful, after that the group can make sure which privacy part needed to be drafted.
AP19_001 GSMA will contact security experts for comments and invite them to discuss.




Decision Points:
DP19_001 TSGNS19_002 TSGNS19 Agenda approved

DP19_002 TSGNS19_001 TSGNS18 Meeting Minutes approved

DP19_003 the group agreed the text in TS62_3.3.3_REQ_002 which changed to TS62_3.1.3_REQ_004 as following:
When a URSP rule with "Application descriptors" TD component as defined in [2] is being evaluated for applicability, the OS SHALL ensure that the application information being matched against that TD component is associated with the application that requested the network connection. 
Note: Other relevant section needed to be aligned with this wording.

 DP19_004 the group agreed the text in TS62_3.1 as following:
These requirement in this section are applicable to UEs that can realize UE network slicing without specific requirements for OS and modem.

Action Points:

AP19_001 GSMA will contact security experts for comments and invite them to discuss.


Attendees:

	Full Name
	Company

	Roberto Jorge Hernandez Perez
	America Movil

	Teck Yang Lee
	Apple

	NO, JINHONG
	AT&T

	Ron Borsato
	AT&T

	Han Aitong
	China Mobile

	Pinghui Chen
	China Telecom

	Shuzhen Chen
	China Telecom

	Schmitt, Florian Leon
	DT

	Pavan Nuggehalli
	Google

	Paul Gosden
	GSMA

	Gaokun Pang
	Honor

	Masaharu Hattori
	KDDI

	Tetsuya Chiba 
	KDDI

	Yusuke Nakano
	KDDI

	Yousef Abdelmalek
	Meta

	Sung Won
	Nokia

	CARBONELL Julien
	Orange

	ROBERTS Doug
	Orange

	Mungal Dhanda
	Qualcomm

	Jim Wu
	Samsung

	JOSE ANTONIO ORDOÑEZ LUCENA
	Telefonica

	Salman Nomani
	Verizon

	Kay Fritz
	Vodafone

	Petra Rauer
	Vodafone

	SUSANA MARIA SABATER
	Vodafone






Change Requests Numbering format:

 CR Name:  TSGAI<XX>_<YYY> TS.62 v04 CR<CR_NUMBER>_v<ZZ> - <CR_NAME> … where:
· <XX> … Meeting Number
· 
· <YYY>… Document number for the meeting
· 
· TS.62 v07 CR is the PRD number and the version number of the clean document, CRs are submitting against

· <CR_NUMBER>… CR number assigned by Paul.
· 
· <ZZ> … CR version. First version will be identified by v01. This number must change every time the CR is changed
· 
· <CR_NAME> … Name of the CR (Section where the change is made and company submitting the change)

Change Requests:

	Change Request Number
	CR Title
	Meeting Document number(s)
	Comments
Approved / Rejected / WIP

	TS.62 v07 CR1010 v01
	Section 2-China Mobile
	TSGNS07_003
	WIP

	
	
	
	

	TS.62 v07 CR1011 v01
	Section 3-China Mobile
	TSGNS07_004
	

	TS.62 v07 CR1011 v03
	Section 3-China Mobile
	TSGNS08_007
TSGNS09_005
TSGNS10_006
TSGNS11_011
TSGNS12_006
TSGNS13_007
	

	TS.62 v0.7.2 CR1011 v04
	Section 3-China Mobile
	TSGNS14_009
TSGNS15_009
TSGNS17_009
TSGNS18_009
	

	TS.62 v0.7.4 CR1011 v05
	Adding TD clarification and new requirements -China Mobile
	TSGNS19_011
	WIP

	
	
	
	

	TS.62 v07 CR1012 v01
	All Sections China Telecom and Verizon
	TSGNS07_006

	

	TS.62 v07 CR1012 v02
	All Sections China Telecom and Verizon
	TSGNS07_010
	

	TS.62 v07 CR1012 v03
	All Sections China Telecom and Verizon
	TSGNS08_008

	

	TS.62 v07 CR1012 v04
	All Sections China Telecom and Verizon
	TSGNS09_003
TSGNS10_008
TSGNS11_006

	

	TS.62 v07 CR1012 v05
	All Sections China Telecom and Verizon
	TSGNS12_005
TSGNS13_006
	

	TS.62 v0.7.2 CR1012 v06
	All Sections China Telecom and Verizon
	TSGNS14_008
TSGNS15_010
TSGNS17_010
TSGNS18_010
TSGNS19_010
	WIP

	
	
	
	

	TS.62 v07 CR1013 v01
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS07_007

	

	TS.62 v07 CR1013 v02
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS07_011
	

	TS.62 v07 CR1013 v03
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS08_003

	

	TS.62 v07 CR1013 v04
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS09_006
	

	TS.62 v07 CR1013 v05
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS10_007
TSGNS11_010
TSGNS12_010
TSGNS13_011
	

	TS.62 v0.7.2 CR1013 v06
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS14_005
	

	TS.62 v0.7.2 CR1013 v07
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS14_011
	

	TS.62 v0.7.2 CR1013 v08
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS15_004
	

	TS.62 v0.7.2 CR1013 v09
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS15_015
	Approved at TSGNS#15 Meeting
Implemented in TS.62 v0.7.3 > v0.7.4

	
	
	
	

	TS.62 v07 CR1014 v01
	Requirements on Data Privacy-Apple
	TSGNS07_008

	

	TS.62 v07 CR1014 v02
	Requirements on Data Privacy-Apple and Google
	TSGNS08_003
	

	TS.62 v07 CR1014 v03
	Requirements on Data Privacy-Apple and Google
	TSGNS09_008
TSGNS10_009
TSGNS11_007
TSGNS12_007
TSGNS13_008
TSGNS14_010
TSGNS15_011
TSGNS17_011
TSGNS18_011
TSGNS19_007
	WIP

	
	
	
	

	TS.62 v07 CR1015 v01
	Adding a section of  new device requirements-China Telecom
	TSGNS08_003

	

	TS.62 v07 CR1015 v02
	Adding a section of  new device requirements-China Telecom
	TSGNS09_004
TSGNS10_005
	

	TS.62 v07 CR1015 v03
	Adding a section of  new device requirements-China Telecom
	TSGNS10_012
	Approved at TSGNS#10 Implemented in TS.62 v0.7.1 > v0.7.2

	
	
	
	

	TS.62 v07 CR1016 v01
	Section 3.3 OSAppId use indication Verizon
	TSGNS10_010
	

	TS.62 v07 CR1016 v02
	Section 3.3 OSAppId use indication Verizon
	TSGNS11_008
TSGNS12_008
TSGNS13_009
	CR withdrawn (email discussion following TSGNS#13)

	
	
	
	

	TS.62 v07 CR1017 v01
	Section 3.1-2 on the Security of App ID OSAppId Verizon.
	TSGNS11_009
TSGNS12_009
TSGNS13_010
	

	TS.62 v0.7.2 CR1017 v02
	Section 3.1-2 on the Security of App ID OSAppId Verizon.
	TSGNS14_004
TSGNS15_012
	postpone

	
	
	
	

	TS.62 v07 CR1018 v01
	Remaining REQs from CR1015 v02-China Telecom
	TSGNS11_004

	

	TS.62 v07 CR1018 v02
	Remaining REQs from CR1015 v02-China Telecom
	TSGNS12_004
TSGNS13_005
	

	TS.62 v0.7.2 CR1018 v03
	Remaining REQs from CR1015 v02-China Telecom
	TSGNS14_007

	

	TS.62 v0.7.2 CR1018 v04
	Remaining REQs from CR1015 v02-China Telecom
	TSGNS14_014
TSGNS15_006
TSGNS17_006
TSGNS18_006
	WIP

	TS.62 v0.7.4 CR1018 v05
	Remaining REQs from CR1015 v02-China Telecom
	TSGNS19_005
	WIP

	
	
	
	

	TS.62 v07 CR1019 v01
	Generic UE requirements
Apple and Google
	TSGNS12_011
	

	TS.62 v07 CR1019 v02
	Generic UE requirements
Apple and Google
	TSGNS12_012
TSGNS13_004
TSGNS14_006
TSGNS15_007
TSGNS17_007
TSGNS18_007
TSGNS19_006
	WIP

	
	
	
	

	TS.62 v0.7.3 CR1020 v01
	Removing requirements that are not yet approved by the group in the draft-APPLE
	TSGNS15_008
TSGNS17_008
TSGNS18_008
TSGNS19_008
	WIP

	
	
	
	

	TS.62 v0.7.3 CR1021 v01
	URSP Rule Matching Logic definition and use Verizon
	TSGNS15_013
TSGNS17_013
TSGNS18_013
TSGNS19_009
	WIP

	
	
	
	

	TS.62 V0.7.3 CR1022 v01 
	New proposal for API requirements-Orange
	TSGNS17_004
	

	TS.62 V0.7.3 CR1022 v02 
	New proposal for API requirements-Orange
	TSGNS17_013
	

	TS.62 V0.7.3 CR1022 v03 
	New proposal for API requirements-Orange
	TSGNS19_004
	WIP

	
	
	
	

	TS.62 V0.7.3 CR1023 v01 
	Traffic category selection-Orange
	TSGNS17_005
	

	TS.62 V0.7.3 CR1023 v02
	Traffic category selection-Orange
	TSGNS18_005
	

	TS.62 V0.7.3 CR1023 v03
	Traffic category selection-Orange
	TSGNS18_013
	Approved at TSGNS#18 Implemented in TS.62 v0.7.4 > v0.7.5
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