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[bookmark: _Toc101946531][bookmark: _Toc74460299][bookmark: _Toc78379267][bookmark: _Toc327547998][bookmark: _Toc327548198]
Introduction
[bookmark: _Toc78379268]Overview
This document defines the test cases for terminal RCS Universal Profile features. It is applicable to the terminals with RCS function. Terminal RCS testing include field testing, lab testing, performance testing and local special test cases. For this document, most of the test cases are related to field testing, and GCF/PTCRB use them as part of the existing certification program. Therefore, for the field test cases the document will refer to TS.11 Annex D RCS section directly. This document also defines RCS test cases for the industry and provides standardized guidance for RCS lab testing, performance testing and other special test cases that are not covered by GCF & PTCRB. 
[bookmark: _Toc78379269]Scope
[bookmark: _Toc327447333][bookmark: _Toc327548001][bookmark: _Toc327548201]The RCS Universal Profile features are defined by GSMA RCC.71. The main features include: RCS P2P messages, RCS A2P/P2A messages, Enrich call, Green Button voice& IP video and so on. Further expansion of the scope requires further study.
For the current version, the document focuses on RCS A2P/P2A Chatbot message features. This document defines the Chatbot test cases, Chatbot requirements and related field network configuration parameters. 
For the future versions, the RCS P2P messages, Enrich call, Green Button voice& IP video will be added.
[bookmark: _Toc78379270]Definitions
	Term 
	Description

	Chatbot
	An RSC-based service provided to users whose output is presented in a conversational form and which provides some kind of value to the users. Often a piece of software interfacing with one or more users aiming to simulate intelligent human conversation.


[bookmark: _Toc327447334][bookmark: _Toc327548002][bookmark: _Toc327548202][bookmark: _Toc78379271]Abbreviations
	Term
	Description

	CPIM
	Common Profile for Instant Messaging

	CSS
	Cascading Style Sheets

	MSRP
	Message Session Relay Protocol

	MSISDN
	Mobile Subscriber Integrated Services Digital Number, i.e., mobile phone number.

	MaaP
	Message as a Platform, A system that provides a mechanism for Chatbot developers to create and register Chatbots, which can then be exposed to the users connected to the platform through a messaging system.

	MNO
	Mobile Network Operator

	RCS
	Rich Communication Services

	UP
	Universal Profile

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	JSON
	JavaScript Object Notation

	T&C
	Terms and conditions


[bookmark: _Toc327447332][bookmark: _Toc327547999][bookmark: _Toc327548199][bookmark: _Toc67313663][bookmark: _Toc78379272][bookmark: _Toc327548004][bookmark: _Toc327548204]References 
	Ref
	Doc Number
	Title

	[1]
	GSMA RCC.71
	RCS Universal Profile Service Definition Document.

	[2]
	GSMA RCC.07
	Rich Communication Suite -- Advanced Communications Services and Client Specification

	[3]
	GSMA TS.11
	Device Field and Lab Test Guidelines-Annex D RAT INDEPENDENT

	[43]
	GSMA RCC.17
	End to End Test Specification, RCS Universal Profile

	[54]
	GSMA IR.64
	IMS Service Centralization and Continuity Guideline

	[65]
	GSMA NG.114
	IMS Profile for Voice, Video and Messaging over 5GS

	[76]
	GSMA IR.90
	IMS Profile for Voice and SMS RCS Interworking Guidelines

	[87]
	GCF FTP-V3330 Annex B.5
	IMS Specific server/ network information

	[98]
	3GPP TS24.229
	IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)


[bookmark: _Toc78379273]Chatbot Test Cases
Chatbot and MaaP service are new features that were defined in RCS UP2.x and modified gradually in the next few UP releases. It provides message services for industry customers. Message types include text, audio, video, pictures, vCard, geographic location and rich media card messages (Rich Card). The message can also contain suggested actions and suggested replies. Chatbot and MaaP service also support individual users to actively send messages, reply messages and search Chatbot to the industry customers.
[bookmark: _Toc78379274]Capability Discovery towards Chatbot 
	Test topic
	Related test case number

	RCS Capability Discovery towards Chatbot by Tel-Number
	TS.11 58-2.10.1.1

	RCS Capability Discovery towards Chatbot by SIP URI
	TS.11 58-2.10.1.2

	RCS Capability Discovery towards Chatbot by Deeplink-a Link from the Webpage
	TS.11 58-2.10.1.3

	RCS Capability Discovery towards Chatbot by Deeplink-QR Code
	TS.11 58-2.10.1.4

	RCS Capability Discovery towards Chatbot by Deeplink- APP
	TS.11 58-2.10.1.5

	RCS Discovery 1-to-1 Chatbot by Chatbot Short Code in TO field
	TS.11 58-2.10.1.6

	RCS Discovery 1-to-1 Chatbot by Searching a Key Word
	TS.11 58-2.10.1.7

	Finding Several Chatbots
	TS.11 58-2.10.1.8

	RCS Chatbot Searching with a not Matching Keyword
	TS.11 58-2.10.1.9

	RCS Capability Discovery towards Chatbot by Searching a Key Word with Geolocation
	TS.11 58-2.10.1.10


[bookmark: _Toc78379275]Chatbot information
	Test topic
	Related test case number

	Chatbot Information Display
	TS.11 58-2.10.2.1

	RCS Chatbot Verification
	TS.11 58-2.10.2.2

	Chatbot Information Retrieval -Session after Cache-control Max-age has Expired
	TS.11 58-2.10.2.3

	Chatbot Information Retrieval - Cache-control Max-age has not Expired
	TS.11 58-2.10.2.4

	Chatbot Information Retrieval - Session Request from Unknown Chatbot When the Chatbot Information Query Failed
	TS.11 58-2.10.2.5

	Chatbot Information Retrieval - Chatbot Information Query Succeed after Retrying
	TS.11 58-2.10.2.6

	[bookmark: _Toc31730859][bookmark: _Toc9946482][bookmark: _Toc29558626]Chatbot Information Retrieval - Query Fail after Cache-control Max-age has Expired
	TS.11 58-2.10.2.7


[bookmark: _Toc78379276]Chatbot Management
	Test topic
	Related test case number

	Block the Chatbot on DUT
	TS.11 58-2.10.3.1

	Discover the Blocked Chatbot List Set by the Network Side
	TS.11 58-2.10.3.2

	Blocked the Chatbot on the Network side
	TS.11 58-2.10.3.3

	Critical Chatbot Identification and cannot be Blocked
	TS.11 58-2.10.3.4

	Mute Notifications of Individual Chatbot
	TS.11 58-2.10.3.5


[bookmark: _Toc78379277]Chatbot A2P Session
	Test topic
	Related test case number

	A2P Chatbot Session from a Known Chatbot
	TS.11 58-2.10.4.1

	1-to-1 Chatbot Session with a Message with a Suggested Chip List
	TS.11 58-2.10.4.2

	1-to-1 Chatbot Session with Rich Card Message
	TS.11 58-2.10.4.3

	1-to-1 Chatbot Message with Suggested Chip List
	TS.11 58-2.10.4.4

	1-to-1 Chatbot Session Multipart CPIM- File Transfer with Suggested Chip List
	TS.11 58-2.10.5.5

	1-to-1 Chatbot Session Multipart CPIM- Geolocation Push Message with Suggested Chip List
	TS.11 58-2.10.4.6

	1-to-1 Chatbot Session Multipart CPIM- Richcard with Suggested Chip List
	TS.11 58-2.10.4.7

	1-to-1 Chatbot Session Carousel
	TS.11 58-2.10.4.8

	1-to-1 Chatbot Session with Suggested Actions
	TS.11 58-2.10.4.9

	User Privacy Control
	TS.11 58-2.10.4.10

	Chatbot Session CSS Functions- Predefined CSS Template is Referred in Chatbot Info
	TS.11 58-2.10.4.11-1

	Chatbot Session CSS Functions- CSS Template is Included in the Rich Card Message
	TS.11 58-2.10.4.11-2


[bookmark: _Toc78379278]Chatbot P2A Session
	Test topic
	Related test case number

	DUT Sends P2A Session to Chatbot
	TS.11 58-2.10.5.1

	DUT Sends message to Chatbot (Fail)
	TS.11 58-2.10.5.2


[bookmark: _Toc78379279]Anti-Spam
	Test topic
	Related test case number

	A Single Message is Reported as Spam (Optional)
	TS.11 58-2.10.6.1

	A Chatbot is Reported as Spam (Mandatory)
	TS.11 58-2.10.6.2



[bookmark: _Toc78379280]Chatbot Session Management
	Test topic
	Related test case number

	Store and Forward Session Request
	TS.11 58-2.10.7.1

	P2A Message Statues Display- ‘Delivered’ IMDN on DUT
	TS.11 58-2.10.7.2

	P2A Message Statues Display - Chatbot is Unavailable
	TS.11 58-2.10.7.3

	A2P Message Statues Display
	TS.11 58-2.10.7.4

	The Maximum Size of a PostBack Data Element is 1024bytes
	TS.11 58-2.10.7.5

	Maximum A2P Message Size：DUT can Receives a 250KB JSON Payload
	TS.11 58-2.10.7.6

	Select a Conversation to Pin it to the Top of the List
	TS.11 58-2.10.7.7

	Select and Flag Messages as Important
	TS.11 58-2.10.7.8

	Search for a Chat Record
	TS.11 58-2.10.7.9


[bookmark: _Toc78379281]Chatbot Performance Test for Local Scenarios 	Comment by Tom Van Pelt: General remark: All test cases assume that there's a QR scanner in the messaging client to scan messaging specific QR codes. In practice it's probably more likely that a user uses the main camera application (as I would do on a Samsung device for example) or use a dedicated QR code scanner application. In those latter 2 cases, there is no need for both QR codes to be messaging related in the first test case and in the second if the QR code is not Chatbot related, they might be directed to another application (e.g. the browser for an "http://"-URL). It might have to be made more clear which application is expected to provide the QR scanner and whether we should test scenarios where it's not the messaging client providing the QR code scanner.	Comment by cat wang: Yes, agree. We will add “ appy the messaging client scanner to scan the QR codes” within the test step. From our experience in China Unicom: We use the message scanner to scan the QR code, and since different APPs have not get through the interface thus it is hard to scan chatbot QR code and initiate chat with chatbot by another APPs. 
[bookmark: _Toc78379282]RCS Capability Discovery towards Chatbot by Deep Link- More than one QR code	Comment by Tom Van Pelt: Note that even for cases where the QR code scanner is part of the client, the behaviour being tested here has not been defined in the Universal Profile. That behaviour would make sense, but I think that it's such an edge case that I wonder whether it makes sense to test it.	Comment by cat wang: Yes, that is the reason we put these edge test cases within RCS PRD but not TS.11 (GCF won’t apply it and won’t verificate these test cases) the purpose of defining these test cases is to provide industries with useful guidelins from  user senario). 
Description
When searching for a Chatbot by scanning the QR code, there are multiple QR codes within the scan screen. 
Related core specifications
GSMA RCC.71 UP2.5 R15-4-12 and R15-4-15 
Reason for test
It has to be verified that DUT can inform user properly when scanning more than one QR code.
Initial configuration 
1. DUT is RCS Provisioned - Registered (Online)
2. DUT and Chatbot platform are ready to handle capability requests via Options
3. Two Chatbot deep links have been constructed. The deep links are embedded in QR codes:
The deep link of QR code A contains the SIP URI of Chatbot A.
The deep link of QR code B contains the SIP URI of Chatbot B.
Test procedure
	-
	Test procedure
	Expected behaviour

	1
	Two QR codes are displayed or printed close with each other and ensure DUT camera can captured them together. Appy the messaging client scanner to scan the QR codes  DUT scans the QR codes.
	On DUT screen, the DUT should use arrows or other obvious instructions to prompt the user that there are several QR codes, please select one QR code for identification.

	2
	Tap one of the QR code. For example, the QR code A.
	The 1-to-1 chat with Chatbot A can be established on DUT.


[bookmark: _Toc78379283]RCS Capability Discovery towards Chatbot by Deep Link- The QR code is not Chatbot related 	Comment by Tom Van Pelt: As a test case, this only makes sense if it's the messaging client providing the QR code scanner. Otherwise it would all be functionality that's not RCS related, similar to testing whether the browser properly reaches a web page for example
	Comment by cat wang: Agree, We will add “ appy the messaging client scanner to scan the QR codes” within the test step  
Description
Scanning one QR code that is not Chatbot related.
Related core specifications
GSMA RCC.71 UP2.5 R15-4-12 and R15-4-15 
Reason for test
It has to be verified that DUT can inform user properly when scanning one QR code that doesn’t contain the Chatbot SIP URI.
Initial configuration 
1. DUT is RCS Provisioned - Registered (Online)
2. DUT and Chatbot platform are ready to handle capability requests via Options
3. Produce a QR code that is not Chatbot related. : The QR code deep link doesn’t include the service_id parameter or the service_id parameter doesn’t include “botplatform” field.
Test procedure
	-
	Test procedure
	Expected behaviour

	1
	Appy the messaging client scanner to scan the QR code.DUT scans the QR code.
	The DUT should inform the user this is not a Chatbot or display the string parsed by the QR code.


[bookmark: _Toc78379284]RCS Capability Discovery towards Chatbot by Deep Link- the QR code including the parameter of sms-recipient
Description
The deep link of QR includes the sms-recipient parameterfield. When the DUT is RCS offline, the DUT should initiate the regular messaging interface (for example P2P RCS or any type of SMS) SMS chat interface and apply the SMS number as the recipient after scanning the QR code. 	Comment by Tom Van Pelt: It's not a parameter. It's a part of the actual URI. See RFC5724.	Comment by cat wang: I modify that into “field”.	Comment by Tom Van Pelt: There's no specific SMS chat interface. That's probably just the regular messaging interface (i.e. without the RCS business messaging enhancements) used for P2P RCS and any type of SMS. 	Comment by cat wang: Agree and modified into “regular messaging interface (for example P2P RCS or any type of SMS)”
Related core specifications
GSMA RCC.71 UP2.5 R15-4-12 and R15-4-15 
Reason for test
The deep link of QR includes the sms-recipient parameter. It has to be verified that DUT can build an appropriate SMS message service under RCS offline scenario.
Initial configuration 
1.  DUT is RCS Provisioned - unrregistered (Offline for example turn off the data connection).	Comment by Tom Van Pelt: Typo 	Comment by cat wang: Accept and modified
2.  DUT and Chatbot platform are ready to handle capability requests via Options.
3.  Construct one Chatbot deep link including a non-RCS capable short code or telephone number as sms-recipient part and a service_id parameterthe parameter of sms-recipient and embed it in a QR code.	Comment by Tom Van Pelt: More accurately with a non-RCS capable short code or telephone number as sms-recipient part and a service_id parameter	Comment by cat wang: Accept and modified.
Test procedure
	[bookmark: OLE_LINK1]-
	Test procedure
	Expected behaviour

	1
	DUT scans the QR code, which embed the sms-recipient parameter of a Chatbot.
	Since DUT is RCS offline, the DUT should initiate the SMS chat interface  regular messaging interface and apply the that SMS number as the recipient.	Comment by Tom Van Pelt: Similar remark as above

	2
	Turn on the data connection of DUT. 
	DUT is RCS registered. 

	3
	Set the Chatbot information query is failed. (This can be simulated under simulator)
	The  regular messaging interface  SMS chat interface should not be initiated on DUT. DUT should inform user that the Chatbot is not reachable or display the string parsed by the QR code.	Comment by Tom Van Pelt: Again not an SMS-specific chat interface. The client should also notice the failure to the user.	Comment by cat wang: Agree and modified into ”The  regular messaging interface  should not be initiated on DUT. DUT should inform user that the Chatbot is not reachable or display the string parsed by the QR code.” 


[bookmark: _Toc78379285]Requirement for  Chatbots
Below is the rRequirements for unknownstandard  Chatbot that used for test cases referred in section 2. Several standard Chatbots should be prepared since some test cases require for message session with unknow Chatbot. , the number of Chatbot should be more than 10.	Comment by Tom Van Pelt: Should this just be "Chatbots used for test cases referred in section 2". "unknown" sounds a bit odd because obviously the party testing and the one providing the test environment know the Chatbot. It's just the client that's not aware of it. 	Comment by cat wang: Accept and modified.
	No.
	Requirement

	1
	The Chatbot information page shall contain the Profile Information:
· an alphanumeric Service Name (mandatory)
· a non-animated thumbnail picture as the Service Icon
· an alphanumeric Service Description
· a Call-back Phone Number
· a Service Website
· a link to Chatbot-specific Terms & Conditions (mandatory)
· a Service Email Address
· a SMS (long or short code) number
· a Background images
· a Chatbot provider’s name
· an Address (business location)
· Color (Optional)
The category or keyword includes: food, restaurant, shop, park, hospital and so on.

	2
	Verification certificate: Chatbot 1 within test case 58-2.10.2.2 has a valid verification certificate, Chatbot 2 within test case 58-2.10.2.2 doesn’t.

	3
	The Chatbot shall support CSS and the template can be set on Chatbot Platform MaaP by the MNOs. 

	4
	The Cache-Control max-age is ??? minutes

	5
	The Chatbot shall send or reply suggested chip list message when implementing test case 58-2.10.4.2. The suggested chip list includes at least 2 suggested replies and 2 suggested actions.

	6
	The Chatbot shall send or reply Rich Card Message when implementing test case 58-2.10.4.3. The Rich Card media shall cover different medias: Image (not animated), Video, Audio, Map views (based on coordinates). Chatbot shall prepared several media images with different sizes: SHORT_HEIGHT images: 3:1, MEDIUM_HEIGHT images: 1.56:1, TALL_HEIGHT images: 9:10.

	7
	The Chatbot shall send or reply RCS FT Message and suggested chip list message when implementing test case 58-2.10.4.5. The suggested chip list includes at least 2 suggested replies and 2 suggested actions. The file format can be pdf, text, picture, audio, video, vCard.

	 8
	The Chatbot shall send or reply an RCS Geolocation Push Message and suggested chip list message when implementing test case 58-2.10.4.6. The suggested chip list includes at least 2 suggested replies and 2 suggested actions.

	9
	The Chatbot shall send or reply a RichCard message and suggested chip list message when implementing test case 58-2.10.4.7. The suggested chip list includes at least 6 suggested replies and 5 suggested actions.

	10
	The Chatbot shall support carousels when implementing test case 58-2.10.4.8: Chatbot shall firstly send or reply a Carousel of 2 Rich Cards to DUT. The Rich Card No.2 of the Carousel includes suggested replies. Chatbot shall secondly send or reply a Carousel of 12 Rich Cards to DUT. There are 4 suggested replies within each of the Rich Cards.

	11
	The Chatbot shall reply suggested actions when implementing test case 58-2.10.4.9. The suggested actions can trigger the following actions on DUT:
· Open a web URL
· Open a "WebView"
· Initiate a voice call to a defined destination
· Initiate a video call to a defined destination
· Initiate an Enriched Call to a defined destination
· Initiate the recording and sending of a video message or an audio message to a defined destination
· Send a message to a defined destination
· Send and share a geolocation push back to the Chatbot
· Open the user’s default mapping app
· Open the user’s default calendar app to the new event page, with start time, end time, title, and description pre-filled

	12
	The Chatbot can be temporary disabled from receiving messages

	13
	The Chatbot shall reply or send a message with suggested action that includes PostBack data of 1024KB in size.

	14
	The Chatbot shall reply or send a message with a Rich Card Carousel message when implementing test case 58-2.10.7.6. The Carousel should contain at least 10 Rich Cards with the maximum number of suggested Replies and Actions, text, image and each action shall have a PostBack Data of 1024KB length. The total size of the JSON should be 250KB.



Requirement for Critical Chatbot, the number of Chatbot should be more than 3.
	No.
	Requirement

	1
	The critical Chatbot can be discovered by users. The information page of critical Chatbot indicates user that this is a critical Chatbot.


[bookmark: _Toc78379286]FQNW Configuration Parameters
[bookmark: _Toc276626135][bookmark: _Toc54801813][bookmark: _Toc78379287]RCS - Enabling Restrictions ( Approved Listing Whitelisting)	Comment by cat wang: Take reference from GCF FTP-V3330 Annex B.5 	Comment by Paul Gosden: This needs to be changed to be inclusive language:
Approved List?	Comment by cat wang: Agree
	Client  Approved Listing White Listing: Does the RCS Client have to be registered with the auto-configuration server (or any other network element) first to be accepted?	Comment by Paul Gosden: Needs to be changed
If so, please provide a contact person (Name, email address) for activation?
	Yes/No – Please specify


Contact: 


[bookmark: _Toc402427370][bookmark: _Toc276626145][bookmark: _Toc54801814][bookmark: _Toc78379288][bookmark: _Toc276626137]RCS - Regular Internet APN Access Point details	Comment by cat wang: Take reference from GCF FTP-V3330 Annex B.5	Comment by Tom Van Pelt: In practice this is probably the regular internet APN in most cases.	Comment by cat wang: Accept
	RCS APN detail 
	Value 

	APN
	

	USERNAME
	

	PASSWORD
	

	PROXY SERVER ADDRESS
	

	PROXY PORT
	


[bookmark: _Toc78379289]
[bookmark: _Toc54801815][bookmark: _Toc78379290]RCS - Network configuration information	Comment by cat wang: Take reference from GCF FTP-V3330 Annex B.5. Also add some chatbot NW configuration (yellow color)
	Network Timer
	Value 

	Autoconfiguration server available
	Yes/No

	OMA-DM server available
	Yes/NoNot applicable anymore

	Options AS available
	Yes/No

	End-User confirmation AS available
	Yes/No

	Presence AS available
	Yes/No

	OMA-CP server available
	Not applicable anymoreYes/No

	MaaP server available Chatbot Platfom server available	Comment by Tom Van Pelt: Not clear what this and the next one would be because neither MaaP server nor Chatbot server is defined in any of the specifications. Should that be one line Chatbot Platform?	Comment by cat wang: Accept and modified into Chatbot Platform. 
	Yes/No

	Chatbot servers available
	Yes/No


RCS - Network timeouts
	Network Timer
	Value 

	Timeout value for not accepting a file
	Please specify

	Timeout value for not answering Video share session
	Please specify

	Timeout value for not answering Image share session
	Please specify

	Validity delay for complete files	Comment by Tom Van Pelt: Not clear to me what this is and how it differs from the first (i.e. Timeout value for not accepting a file)	Comment by cat wang: Besides,the test cases we defined in TS.11 didn’t requires for file times. These parameters is not device related so can we remove this chapter directly? 
	Please specify

	Validity delay for partial files
	Please specify

	Chatbot Information Cache-Control max-age expire timer 
	Please specify


[bookmark: _Toc78379316]RCS - Server feature support	Comment by cat wang: Take reference from GCF FTP-V3330 Annex B.5. Also add some chatbot NW configuration (yellow color)
	1-to1 Chat
	Yes/No

	Group Chat
	Yes/No

	IM store and forward
	Not applicable anymoreYes/No

	IM store and forward for Group Chat
	Not applicable anymoreYes/No

	FT store and forward in Group Chat
	Not applicable anymoreYes/No

	File Transfer over MSRP
	Not applicable anymoreYes/No

	File Transfer over HTTP
	Yes/No

	File transfer under 2G/EDGE
	Yes/No

	File Transfer Resume
	Yes/No

	In-call Video Share
	Not applicable anymoreYes/No

	In-call Image Share
	Not applicable anymoreYes/No

	Integrated Messaging (Full)  Seamless vs. Integrated messaging	Comment by Tom Van Pelt: This should probably be Seamless vs. Integrated messaging
	Yes/No Seamless/Integrated

	Integrated Messaging (Converge)
	Yes/No

	File Transfer over HTTP (group chat)
	Not applicable anymoreYes/No

	First registration over Wi-Fi
	Yes/No

	IM-notification in Group chat 	Comment by Tom Van Pelt: No idea what this refers to	Comment by cat wang: 问赛男
	Yes/No

	Multi devices /secondary device
	Yes/No

	Network triggered provisioning (Provisioning by SMS push)
	Yes/No

	Video Orientation (indication and alignment ion packetisation mode)
	Not applicable anymoreYes/No

	Enriched Calling 
	Yes/No

	Audio Messaging	Comment by Tom Van Pelt: There has never been a specific setting for this. It's just File Transfer with specific handling on the client.	Comment by cat wang: Agree and remove this sentence.
	Yes/No

	RCS Messaging Alias
	Yes/No

	Seamless messaging
	Yes/No

	RCS UP settings
	Yes/No

	Multi devices messaging	Comment by Tom Van Pelt: Not clear how this differs from "Multi devices" above	Comment by cat wang: Agree to remove this one 
	Yes/No

	Green button promise for Voice Call 	Comment by Tom Van Pelt: This is just IR.92/IR.51/NG.110/NG.114/NG.115 and not RCS specific. So "Not applicable anymore" is likely the most appropriate	Comment by cat wang: Agree to remove since no green button test cases.
	Yes/No

	Green Button promise for IP voice and viceo call 
	Yes/No

	Multi devices voice and video call 	Comment by Tom Van Pelt: This would be NG.110 and not really that relevant in the context of RCS.	Comment by cat wang: Agree to remove since no green button test cases.
	Yes/No

	Chatbot capability discovery by Tel-Number
	Yes/No

	Chatbot capability discovery by Sip-URI
	Yes/No

	Chatbot capability discovery by Deep Link-a Link from the Webpage	Comment by Tom Van Pelt: Any Deep Link (so also the following ones) doesn't depend on network functionality. If I know a Chatbot's service ID (i.e. its SIP URI) and/or short code, I can construct a deep link, QR code, web page link for it. 	Comment by cat wang: Accept and remove it. 
	Yes/No

	Chatbot capability discovery by Deep Link- QR Code
	Yes/No

	Chatbot capability discovery by Deep Link- APP
	Yes/No

	Block the Chatbot on network side 
	Yes/No

	Chatbot spam report 
	Yes/No

	Chatbot spam:B block the Chatbot on Network side 	Comment by Tom Van Pelt: Should this be differentiated between in network and with a list provided to the client	Comment by cat wang: Agree and add ” Network send the Blocked Chatbot List to Client”
	Yes/No

	Network send the Blocked Chatbot List to Client
	Yes/No

	Chatbot session with Rich Card messaging, Suggested Chip List, Multipart CPIM, Carousel, Suggested Actions and CSS function	Comment by Tom Van Pelt: Should this be Chatbot supporting the requirements in section 3?	Comment by cat wang: Agree and remove this.
	Yes/No


[bookmark: _Toc78379320]RCS - Client configuration parameters	Comment by Tom Van Pelt: Question would be what the use of these parameters would be because most would be provided to the client as part of its provisioning and I cannot think of a reason why anyone would have to know things like the conference factory URI or end user confirmation ID to execute a test case. It would be important to know what features are supported by a network and what the time out values would be, but beyond that most are probably irrelevant. It's maybe worthwhile to go through the RCS parameter list (see annex of RCC.71) with that in mind and determine which parameters need to be listed here. I have highlighted in the below some that wouldn't be applicable anymore, but there may be others that should be listed and that have been newly introduced for UP 1.0 or later (or maybe even earlier because the list seems ancient) 	Comment by cat wang: Yes, I proposed some new parameters.   	Comment by cat wang: Take reference from GCF FTP-V3330 Annex B.5. Also add some chatbot NW configuration based on RCC.07 (yellow color) 
	 Parameter
	Description
	Value

	USE PRESENCE
	This parameter allows enabling or disabling the presence related features on the device. If set to 0, presence is disabled, if set to 1, presence is enabled and the parameters pertaining to presence defined in [RCS2-MO] apply.
	Please specify

	IM CONFERENCE FACTORY URI

	This is the parameter containing the URI for the IM server. The parameter is optional and if not configured, means that the MNO is not deploying an IM server. Consequently, features requiring IM server (such as Group Chat) will not be available to those customers.
	Please specify

	IM CAP ALWAYS ON parameter 

	This parameter configures the client to support store and forward when presenting the IM capability status for all the contacts. If set to 1, the IM capability for all RCS-e contacts will be always reported as available. Otherwise (0), the capability will be reported based on the algorithm presented in section 2.7. For example, this can be used by MNOs that are implementing the store and forward functionality for IM
	Please specify

	IM WARN SF parameter 

	In case, IM CAP ALWAYS ON is set to enabled (use of store and forward), a new parameter is used called IM WARN SF for UI purposes only. If the IM WARN SF parameter is set to (1) then, when chatting with contacts which are offline (Store and Forward), the UI must warn the user of the circumstances (by showing a message on the screen for instance). Otherwise (0), there won’t be any difference at UX level between chatting with an online or offline (Store and Forward) user
	Please specify

	IM SESSION START parameter 
	This parameter defines the point in a chat when the receiver sends the 200 OK back to the sender confirming that the MSRP session can be established: 0 (RCS-e default): The 200 OK is sent when the receiver consumes the notification by opening the chat window. 1 (RCS default): The 200 OK is sent when the receiver starts to type a message to be sent back in the chat window. 2: The 200 OK is sent when the receiver presses the button to send a message (that is the message will be buffered in the client until the MSRP session is established). Note: as described in section 3.2, the parameter only affects the behaviour for a 1-to-1 session in case no session between the parties has been established yet.
	Please specify

	FT MAX SIZE 

	This is a file transfer size limit in Kilobyte (KB). If a file is bigger than FT MAX SIZE, the transfer will be cancelled automatically. Please note that if it is set to 0, this limit will not apply.
	Please specify

	FT MAX SIZE INCOMING
	tbc This parameter provides a file transfer size limit in Kilobyte (KB). If a file to be transferred is bigger than FT MAX SIZE, then the client shall not initiate procedures to send the file via the File Transfer sender procedures. The configuration parameter is not applicable for the File Transfer receiver procedures.
If it is set to 0, then no limit shall apply.
	Please specify

	FT WARN SIZE 

	This is a file transfer size limit in KB to warn the user that a file may end up in significant charges. Please note that if it is set to 0, the user will not be warned.
	Please specify

	DEVICE ID  
	This controls the identity provided in the sip.instance parameter during registration (see chapter 2.15). It is only relevant in case the client has access to the device’s IMEI. Then handling will be as follows:
1: a UUID or hashed value of the IMEI is provided
0: the value is set to the device’s IMEI
Please note that if not provided the device should use the IMEI. The value of 0 is thus the default.
	Please specify

	POLLING PERIOD  
	This is the frequency in seconds at which to run periodic capabilities update for all the contacts in the phone’s address book whose capabilities are not available (such as non-RCS-e users) or are expired (see CAPABILITY INFO EXPIRY parameter).
Please note that if set to 0, this periodic update is not/no longer performed.
	Please specify

	CAPABILITY INFO EXPIRY 
	When using the OPTIONS discovery mechanism and with the aim of minimizing the traffic, an expiry time is set in the capability information fetched using SIP OPTIONS. When performing a whole address book capability discovery (i.e. polling), an OPTIONS exchange takes place only if the time since the last capability update took place is greater than this expiration parameter
	Please specify

	PRESENCE DISCOVERY 

	This parameter allows enabling or disabling the usage of capabilities discovery via presence. If set to 0, the usage of discovery via presence is disabled. If set to 1, the usage of discovery via presence is enabled. This parameter will consequently influence the inclusion of the tag associated to presence discovery in OPTIONS exchanges.
	Please specify

	PRESENCE PROFILE(social) 
	This parameter allows enabling or disabling the usage of the social information via presence. If set to 0, the usage of the social information via presence feature is disabled. If set to 1, the social information via presence feature is enabled. This parameter will consequently influence the inclusion of the tag associated to social information via presence in OPTIONS exchanges.
	Please specify

	RCS-E ONLY APN    in case of roaming 
	This is the reference/identifier of the APN configuration which should be used to provide PS connectivity ONLY to RCS-e as described in section 2.10.
	Please specify

	ENABLE RCS-E SWITCH in case of roaming 
	As described in section 2.10, the user shall be able configure to allow or disallow RCS-e and/or internet traffic in the handset settings.
If this parameter is set to 1, the setting is shown permanently. Otherwise it may (MNO decision) only be shown during roaming.
	Please specify

	END USER CONF REQ ID 
	This is identity that is used for sending the end user confirmation requests
	Please specify

	RE-REGISTRATION TIMER 
	Timer indicating the required re-registration period.
	Please specify

	CHAT INACTIVITY TIMER   
	The server will close the IM session once this timer expires.
	Please specify

	FT AUT ACCEPT
	This parameter controls whether the client automatically accepts incoming File Transfer invitations (1) or whether acceptance depends on the user explicitly accepting (0). The parameter is only used if the file to be transferred is smaller than the limit configured in FT WARN SIZE. For files that are larger, the invitation will always require manual acceptance. Automatic accept should only be used in a single device environment or if session forking on the AS is used.
	Please specify

	FT STANDFWD ENABLED 

	This parameter allows enabling (1) or disabling (0) of the Store and Forward feature.
	Please specify

	CONF-FCTY-URI
	This parameter controls the SIP URI for setting up a Group Chat or an extending 1-1 Chat session. Presence of a dummy URI (“sip:foo@bar”) in this parameter implies that the RCS client is not allowed to start a Group Chat.
	Please specify

	MAX_AD-HOC_GROUP_CHAT
	This parameter controls the maximum number of participants allowed in an Ad-hoc Group Chat session. It is optional unless parameter CONF-FCTY-URI is set to a different value than “sip:foo@bar”.
	Please specify

	FT HTTP CS URI
	This parameter configures the URI of the HTTP content server where files will be uploaded by the originated side in case the destination cannot accept within the validity period.This parameter is optional since it is not mandatory for a service provider to have this originating solution based on an HTTP server.
	Please specify

	FT DEFAULT MECH
	This parameter controls which file transfer mechanism (MSRP or HTTP) shall be used if both ends support both mechanisms. It is optional unless parameter FT_HTTP_CS_URI is set.
	Please specify

	CHATBOT DIRECTORY
	This parameter provides the URL from where a list of Chatbots can be retrieved. The URL shall contain the “https” scheme to enforce use of secure connections for the client's Chatbot Directory retrieval requests.
	Please specify

	BOTINFO FQDN ROOT
	This parameter provides the root part of the FQDN to be used by the client to compose the botinfo URL.
	Please specify

	SPECIFIC CHATBOTS LIST
	This parameter provides a URL from which a list of Chatbots requiring specific management can be retrieved.
Default behaviour if not provided: the procedures related to the Chatbots requiring specific management are not applicable
	Please specify

	IDENTITY IN ENRICHED SEARCH
	This parameter determines whether the i query parameter is included in the client to Service Provider Chatbot Directory requests when the user setting to enrich the search is enabled.
0 (default): the i query parameters is included 
1: the i query parameter is not included
	Please specify

	PRIVACY DISABLE
	This parameter determines whether a user is allowed to request anonymization for Chatbot sessions. 
When set to 0, anonymization of Chatbot sessions is enabled (default). When set to 1, anonymization of Chatbot sessions is disabled.
	Please specify

	CHATBOT MSG TECH
	This parameter controls the messaging technology for Chatbot messaging. 
0: the Chatbot Services is disabled
1 (default): the Chatbot Service is enabled with support only for 1-to-1 Chatbot sessions
2: the Chatbot Service is enabled with support for both 1-to-1 Chatbot sessions and 1-to-1 Chatbot Standalone Messages whereby for communication to a Chatbot the message technology selection described in section 3.2.1.2 applies
3: the Chatbot Service is enabled with support only for 1-to-1 Chatbot Standalone Messaging.
	Please specify

	PROVIDE GEOLOC PUSH
	This parameter allows enabling (1) or disabling (0) the Geolocation PUSH service.
	Please specify

	Device Management over PS data off roaming exemption
	This parameter indicates whether client configuration for Chatbots is a cellular data off exempt service when roaming.
The following values are defined:
0: the device management services are not defined as a cellular data off exempted services when roaming.
1: the device management services are defined as a cellular data off exempted services when roaming (default value).
	Please specify

	CHAT AUTH
	This parameter controls the initiation of 1-to-1 Chat sessions. When set to 0, initiation of 1-to-1 Chat sessions is disabled. When set to 1, initiation of 1-to-1 Chat sessions is enabled.
When this parameter is set to 1. GROUP CHAT AUTH parameter shall also be set to 1.
	Please specify

	GROUP CHAT AUTH
	This parameter controls the Group Chat service and receiving 1-to-1 Chat session invitations. If set to 0 the Group Chat service and receiving 1-to-1 chat invitations is disabled. When set to 1 the Group Chat service and receiving 1-to-1 chat invitations is enabled.
If CHAT AUTH is set to 0 (disabled), GROUP CHAT AUTH can be enabled or disabled. If CHAT AUTH is set to 1 (enabled), GROUP CHAT AUTH shall be set to 1.
	Please specify

	STANDALONE MSG AUTH
	This parameter Enables/Disables the Standalone Messaging Service. 
If set to 0 the service is disabled. 
When set to 1 it is enabled.
When set to 2 it is enabled for receiving Standalone Messages but not for sending.
	Please specify

	FT AUTH
	This parameter controls the Service Provider's authorisation of the File Transfer service. The following values are defined:
0: File Transfer is not enabled
1: File Transfer is enabled.
	Please specify

	MAX_AD-HOC_GROUP_SIZE
	Maximum number of Participants allowed for the initiation of a Group Chat. The number includes the initiator of the Group Chat.
	Please specify

	EXPLODER-URI
	SIP URI used as Request URI when sending 1-to-Many Standalone Messages
Default value if not provided: exploder@conf-factory.<home-network-domain-name>
Where <home-network-domain-name> is replaced with the Home Network Domain Name used by the client
	Please specify

	IM SESSION AUTO ACCEPT GROUP CHAT
	This parameter controls whether the client automatically accepts incoming Group Chat session invitations (1, default) or whether acceptance depends on a user action (0) for explicitly accepting the session.
	Please specify

	MAX SIZE IM
	This parameter controls the maximum size in bytes of a text message that a user can enter in a 1-to-1 Chat or Group Chat session.
	Please specify

	MAX SIZE STANDALONE
	This parameter controls the maximum authorised size in bytes of the content payload of a text or multimedia message without transfer encoding.
	Please specify

	STANDALONE SWITCHOVER SIZE
	The value of the configuration parameter indicates the maximum size in bytes for a Pager Mode CPM Standalone Message to switch over from the Pager Mode to the Large Message Mode.
If the configuration parameter is absent, then the default value 1300 shall be used.
	Please specify

	MAX 1 TO MANY RECIPIENTS
	This parameter is applicable when CHAT AUTH or STANDALONE MSG AUTH is set to 1 and it provides the maximum contacts allowed to be included in the distribution list of the 1-to-Many messaging service.
0 (default): the 1-to-Many Messaging service is disabled
1: the client can add unlimited number of recipients
>1: integer value that indicates the maximum total number of recipients that can be included in the distribution list
	Please specify

	1 TO MANY SELECTED TECHNOLOGY
	This parameter is applicable when the RCS Standalone messaging service is disabled (i.e. STANDALONE MSG AUTH is set to 0) and it controls the selected messaging technology for the 1-to-Many messaging service.
0 (default): SMS is selected 
1: RCS 1-to-1 Chat service is selected
	Please specify

	DISPLAY NOTIFICATION SWITCH
	This parameter controls whether sending of Display Notifications is enabled/disabled on the recipient’s client.
0 (default), Enable sending Display Notifications, The user may still disable it using the Display Notification setting
1, Disable sending Display Notifications. The Display Notification setting is not available to the user.
	Please specify

	FT MAX 1 TO MANY RECIPIENTS
	This parameter controls the number of recipients for the one to many sending of a File Transfer.
0 (default): no limitation in the number of recipients
positive integer value: indicates the maximum total number of recipients of a File Transfer.
	Please specify

	ConRef
	Represents a network access point object
	Please specify

	PDP_ContextOperPref
	Indicates an operator’s preference to have a dedicated Packet Data Protocol (PDP) context for SIP signalling.
	Please specify

	P-CSCF_Address
	an FQDN or an IPv4 address to an IPv4 P-CSCF
	Please specify

	Timer_T1
	Defines the SIP timer T1 – the RTT estimate
	Please specify

	Timer_T2
	Defines the SIP timer T2 – the maximum retransmit interval for non-INVITE requests and INVITE responses.
	Please specify

	Timer_T4
	Defines the SIP timer T4 – the maximum duration a message will remain in the network.
	Please specify

	Private_user_identity
	Represents the private user identity
Note: It is recommended to set it to the same value as for the configuration parameter Realm User Name defined in section 2.2.1.2 of [GSMA PRD-RCC.15].
	Please specify

	Public_user_identity
	Represents a public user identity.
	Please specify

	Home_network_domain_name
	Indicates the operator’s home network domain.
	Please specify

	ICSI_List
	Used to allow a reference to a list of IMS communication service identifiers that are supported by a subscriber‘s network for that subscriber.
	Please specify

	LBO_P-CSCF_Address
	Provides a reference to a list of P-CSCFs
	Please specify

	Address (LBO_P-CSCF_Address)
	Defines the FQDN, the IPv4 address or the IPv6 address of a P-CSCF
	Please specify

	AddressType (LBO_P-CSCF_Address)
	Defines the type of address stored in the Address leaf node
	Please specify

	Keep_Alive_Enabled
	Indicates whether the UE sends keep alives
	Please specify

	RCS MESSAGING DATA OFF
	This parameter indicates whether the services Should remain available in case the cellular data switch is switched off (either toggled manually by the user or automatically during roaming). 
When set to 0 the Chat, Standalone Messaging, Geolocation PUSH and Chatbot Communication services are not cellular data off exempt services on cellular networks when cellular data is switched off. 
When set to 1 the Chat, Standalone Messaging, Geolocation PUSH and Chatbot Communication services are cellular data off exempt services on cellular networks when cellular Data is switched off.
When set to 2 the Chat, Standalone Messaging, Geolocation PUSH and Chatbot Communication services are cellular data off exempt services on cellular networks when cellular Data is switched off and the device is attached to the HPLMN.
NOTE:	This configuration parameter when set to 0 or 2 will disable the File Transfer service. An MNO is thus not able to disable chat or standalone messaging but enable File Transfer.
	Please specify

	FILE TRANSFER DATA OFF
	This parameter indicates whether the File Transfer service Should remain available in case the cellular data switch is switched off (either toggled manually by the user or automatically during roaming). 
When set to 0 the File Transfer Service is not a cellular data off exempt service on cellular networks when cellular data is switched off. 
When set to 1 the File Transfer service is a cellular data off exempt service on cellular networks when cellular Data is switched off.
When set to 2 the File Transfer service is a cellular data off exempt service on cellular networks when cellular Data is switched off and the device is attached to the HPLMN.
	Please specify
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