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[bookmark: _Toc54801801]Annex B.5:	IMS Specific server/ network information
	Operator Name
	

	Country
	

	Date
	e.g. 08 September 2017



[bookmark: _Toc532635660]This Annex is a part of the overall GCF Field Trial Qualified Declaration and should be filled in case the GCF operator will support GCF Field Trial testing for IMS specific features  of his/her network.
For the information elements, required in this declaration, that a FTQ/Operator believe are commercially sensitive and should not be made accessible to ‘GCF Manufacturers’ without NDA, those relevant fields can be completed with the abbreviation ‘NDA’. Those applicable elements are marked with a [*] in the tables below. GCF Manufacturers that require such information for the purposes of running a Field Trial, should contact the operator’s Field Trial Officer directly, and Field Trial Officers are obliged to give this information.
This document must be updated and submitted to the GCF webpage at the latest after 12 months and at each change of the network which affects the overall FTQ declaration. This applies to both, information provided openly and under NDA.
The format of this Field Trial Qualified Table shall not be changed and tables shall not be extended when Operators complete this declaration, to ease the compilation of the information for the users of this declaration.
“Track Changes” shall be enabled when a new version of the Field Trial Qualified Declaration is created to ensure the visibility of changes to manufacturers.
Only information provided on basis of this FTQ declaration shall be taken into account for Field Trial (should prevent individual extension of FTQ Information) Where a certain functionality/feature is not supported, then the word ‘NO’ should be entered into the corresponding field.
Summary of most important changes since the recent version of the FTQ declaration (dated dd/mm/yyyy):
·  
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B.5.1	IMS Common
	[bookmark: _Toc276626147]IMS feature
	

	Voice over LTE supported
	Yes/No

	Voice over WiFi supported
	Yes/No

	RCS supported?
	Yes/No

	Which joyn profile is supported? 
Note: Please note all profiles supported by network (e.g. (BB/CPR/UP1.0, UP2.0, UP2.4).
	Please specify



	IMS Server Information
	
	
	

	Server entity
	Information Required for
	Supplier
	SW version*

	IMS Core 
	VxLTE, VxWiFi, RCS
	
	 

	ePDG (Evolved Packet Data Gateway)
	VxWiFi
	
	

	TAS (Telephony Application Server)
	VxLTE, VxWiFi,
	
	

	IM-AS (Instant Messaging - Application Server)
	RCS
	
	 


*SW version information is optional. This does not influence that software release version information has to be taken over into the result sheets of the device declaration. If there is no SW Version given here then “no information available” tag should be added into SW Version fields of the result sheets.

	SIM cards
	

	Are ISIM or USIM cards used for VxLTE/VxWiFi terminals?
	

	How can SIM cards be obtained that are VxLTE enabled?
	

	How can SIM cards be obtained that are VxWiFi enabled?
	

	Is it required to especially subscribe for the RCS service?
If so, how can this be done?
	yes/no
Please specify



[bookmark: _Toc54801803]B.5.2	VxLTE/VxWiFi Common
[bookmark: _Toc54801804]B.5.2.1	VxLTE/VxWiFi - APN configuration
	
	Over LTE
	Over WiFi

	APN used for IMS?
	Please specify /  Not supported
	Please specify /  Not supported

	IPv6 supported?
	Yes/No
	Yes/No

	APN used for SS over Ut / XCAP?
	Please specify /  Not supported
	Please specify /  Not supported

	IPv6 supported?
	Yes/No
	Yes/No

	APN used for EMERGENCY calls?
	Please specify /  Not supported
	Please specify /  Not supported

	IPv6 supported?
	Yes/No
	Yes/No

	APN used for MMS?
	Please specify /  Not supported
	Please specify /  Not supported

	IPv6 supported?
	Yes/No
	Yes/No



[bookmark: _Toc54801805]B.5.2.2	VxLTE/VxWiFi - Features and Protocol
	IMS Infrastructure
	Details

	Main features

	IMS Video Telephony Supported?
	Yes/No

	SMS over IMS supported?
	Yes/No

	Supplementary Services over XCAP/Ut interface supported?
	Yes/No

	Which Supplementary Services (HOLD; CW; CB; CDIV; OIP/OIR; TIP/TIR; CONF; MWI; ECT) are supported?
	Please specify

	What Call Waiting type is supported? (UE-based or Network based)?
	Please specify

	USSD over IMS supported?
	Yes/No

	DTMF supported?
	Yes/No

	P-Early Media Support?
If Yes, please specify in which conditions it will be enabled (announcement numbers; ringtone)
	Yes/No

	Protocol details

	IR.51 Version compliancy (e.g. IR.51v3.0; IR.51v4.0)
	Please specify

	IR.92 Version compliancy (e.g. IR.92v9.0; IR.92v10.0)
	Please specify

	IR.94 Version compliancy (e.g. IR.94v10.0; IR.94v11.0)
	Please specify

	Is TCP or UDP, or both, used for SIP signalling?
	Yes/No

	Addressing using SIP URI supported?
	Yes/No

	Addressing using Tel URI supported?
	Yes/No

	Which conference factory URI is used for conferencing?
	Please specify

	Maximum number of conference participants
	

	Support for CEP (Conference Event Package - RFC4575) and if SUBSCRIBE should be sent in dialog or out of dialog 
	Please specify

	Supported voice codecs (e.g. AMR-WB; AMR-NB; EVS; G.711)
	Please specify

	Supported video codecs (e.g. H.264 CBP Level 1.2.; H.264 CHP Level 3.1; H.265 (HEVC) Main Profile, Main Tier, Level 3.1)
	Please specify

	XCAP/UT usage dependent on IMS Registration?
	Yes/No

	XCAP Root URI in use for the XCAP server?
	Yes/No

	XCAP/Ut Authentication in use (e.g. GBA_U/GBA_ME/GBA_Digest/None)?
	Yes/No
Please specify

	XCAP/Ut port in use in case different from standard HTTP port?
	Yes/No
Please specify

	What is theSupplementary Services configuration in non-IMS network – XCAP/UT or CS?
	Please specify


[bookmark: _Toc482112549]
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B.5.3	VxLTE Specific
[bookmark: _Toc54801807]B.5.3.1	VxLTE – Features and Protocol 
	VxLTE 
	Details

	Main features

	IMS Emergency support 
	Yes/No

	IMS emergency bearer services for UEs in limited service mode?
(ims-EmergencySupport IE presence in SIB 1 – 3GPP TS 36.331)
	Yes/No

	Non-UE detectable emergency number (e.g. 110)
	Please specify

	VxLTE + Carrier Aggregation Support?
	Yes/No

	SR-VCC to 2G supported?
	Yes/No

	SR-VCC to 3G supported?
	Yes/No

	PS to CS SRVCC in alerting phase (g.3gpp.srvcc-alerting) supported?
	Yes/No

	PS to CS SRVCC in pre-alerting phase (g.3gpp.ps2cs-srvccorig-pre-alerting) supported?
	Yes/No

	MSC server assisted mid-call feature (g.3gpp.midcall) supported?
	Yes/No

	VxLTE Roaming supported?
	Yes/No

	XCAP/Ut interface in use while Roaming?
	Yes/No

	VxLTE to VxWifi handover and moving of an established IMS context between LTE and Wifi supported while Roaming?
	Yes/No

	VoLTE Roaming supported by VoLTE enabled prepaid SIM cards?
	Yes/No

	“Geolocation” header field and the PIDF Location object is required in IMS emergency call 
	Yes/No

	Protocol details
	Details

	Which RAN features are supported? (RoHC, TTI Bundling, SPS, CDRX)
	Please specify


[bookmark: _Toc482112551]
[bookmark: _Toc54801808]B.5.3.2	VxLTE – Suggested reference devices
	Device Name
	Supports EVS Codec
(Yes/No)
	Comments

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


[bookmark: _Toc482112550]
[bookmark: _Toc54801809]B.5.4	VxWiFi Specific
[bookmark: _Toc54801810]B.5.4.1	VxWiFi – Features and Protocol 
	VxWiFI
	Details

	Main features

	Preferred network for Voice Calls? Cellular or Wi-Fi?
	Please specify

	Call continuity between Wi-Fi and LTE
	Yes/No

	Call continuity between Wi-Fi and 2G/3G
	Yes/No

	Call continuity during Wi-Fi to Wi-Fi mobility without IP change
	Yes/No

	Call continuity during Wi-Fi to Wi-Fi mobility with IP change
	Yes/No

	IP continuity when moving between Wi-Fi and LTE
	Yes/No

	Location support on VxWiFi
	Yes/No

	VxWiFi call enable in Roaming?
	Yes/No

	Allow_Handover_PDN_connection_WLAN_and_EPS Definition in 24.167, clause 5.78
	Value {0, 1, 2}

	VxWiFi calling enabled in Airplane mode?
	Yes/No

	IMS Emergency support over VoWiFi
	Yes/No

	Protocol details

	ePDG address/FQDN
	Please specify

	ID Type field of IDr payload carrying APN? ID_FQDN or ID_KEY_ID?
	Please specify

	P-CSCF Address assignment via Wi-Fi?
If not, please specify the address
	Yes/No
Please specify

	P_CSCF_IP6_ADDRESS and P_CSCF_IP4_ADDRESS attribute value (standard value 20/21 or custom value)
	Please specify



[bookmark: _Toc482112552][bookmark: _Toc54801811]B.5.4.2	VxWiFi – Suggested reference devices 
	Device Name
	Supports EVS Codec
(Yes/No)
	Comments

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



[bookmark: _Toc54801812]B.5.5	RCS Specific
[bookmark: _Toc276626135][bookmark: _Toc54801813]B.5.5.1	RCS - Enabling Restrictions (Whitelisting)
	Client White Listing: Does the RCS Client have to be registered with the auto-configuration server (or any other network element) first to be accepted?
If so, please provide a contact person (Name, email address) for activation?
	Yes/No – Please specify


Contact: 


[bookmark: _Toc402427370][bookmark: _Toc276626145][bookmark: _Toc276626137][bookmark: _Toc161581954][bookmark: _Toc203878436][bookmark: _Toc312421844]
[bookmark: _Toc54801814]B.5.5.2	RCS - Access Point details
	RCS APN detail
	Value

	APN
	

	USERNAME
	

	PASSWORD
	

	PROXY SERVER ADDRESS
	

	PROXY PORT
	


[bookmark: _Toc402427364][bookmark: _Toc276626139]
[bookmark: _Toc54801815]B.5.5.3	RCS - Network configuration information
	Network Timer
	Value

	Autoconfiguration server available
	Yes/No

	OMA-DM server available
	Yes/No Not applicable anymore, suggest to remove this parameter

	Options AS available
	Yes/No

	End-User confirmation AS available
	Yes/No	Comment by David James Nash/EQA - Certification /EQA/Professional/Samsung Electronics: No test cases for Presence?	Comment by cat wang: Suggest to remove? 

	Presence AS available
	Yes/No

	OMA-CP server available
	Yes/No Not applicable anymore, suggest to remove this parameter

	Chatbot Platfom server available
	Yes/No



[bookmark: _Toc54801816]B.5.5.4	RCS - Network timeouts
	Network Timer
	Value

	Timeout value for not accepting a file
	Please specify

	Timeout value for not answering Video share session
	Please specify

	Timeout value for not answering Image share session
	Please specify

	Validity delay for complete files
	Please specify

	Validity delay for partial files	Comment by David James Nash/EQA - Certification /EQA/Professional/Samsung Electronics: Im not aware of a need for these settings	Comment by cat wang: Agree.
	Please specify





[bookmark: _Toc54801817]B.5.5.5	RCS - Server feature support
	1-to1 Chat
	Yes/No
	UP 1.0 and above

	Group Chat
	Yes/No
	UP 1.0 and above

	IM store and forward
	Yes/No  Not applicable anymore, suggest to remove this parameter
	UP 1.0 and above

	IM store and forward for Group Chat
	Yes/No Not applicable anymore, suggest to remove this parameter
	UP 1.0 and above

	FT store and forward in Group Chat
	Yes/No Not applicable anymore, suggest to remove this parameter
	UP 1.0 and above

	File Transfer over MSRP
	Yes/No
	UP 1.0 and above

	File Transfer over HTTP
	Yes/No
	UP 1.0 and above

	File transfer under 2G/EDGE	Comment by David James Nash/EQA - Certification /EQA/Professional/Samsung Electronics: Info not really needed. A tester can find this out easily	Comment by cat wang: Agree.
	Yes/No
	

	File Transfer Resume
	Yes/No
	UP 1.0 and above

	In-call Video Share
	Yes/No
	UP 1.0 and above

	In-call Image Share
	Yes/No
	UP 1.0 and above

	Integrated Messaging (Full)  Seamless vs. Integrated messaging
	Yes/No Seamless/Integrated
	UP 1.0 and above

	Integrated Messaging (Converge)
	Yes/No
	

	File Transfer over HTTP (group chat)
	Yes/No Not applicable anymore, suggest to remove this parameter
	UP 1.0 and above

	First registration over Wi-Fi
	Yes/No
	UP 1.0 and above

	IM-notification in Group chat 
	Yes/No Not applicable anymore, suggest to remove this parameter
	UP 1.0 and above

	Multi devices /secondary device	Comment by David James Nash/EQA - Certification /EQA/Professional/Samsung Electronics: No tests for multi devices in GCF	Comment by cat wang: Agree.
	Yes/No
	

	Network triggered provisioning (Provisioning by SMS push)
	Yes/No
	UP 1.0 and above

	Video Orientation (indication and alignment ion packetisation mode)
	Yes/No
	UP 1.0 and above

	Enriched Calling 
	Yes/No
	UP 1.0 and above

	Audio Messaging
	Yes/No
	UP 1.0 and above

	RCS Messaging Alias
	Yes/No
	UP 1.0 and above

	Seamless messaging
	Yes/No
	

	RCS UP settings
	Yes/No
	

	Multi devices messaging
	Yes/No
	

	Green button promise for Voice Call 
	Yes/No
	UP 1.0 and above

	Green Button promise for IP voice and viceo call 
	Yes/No
	UP 1.0 and above

	Multi devices voice and video call 
	Yes/No
	

	Chatbot capability discovery by Tel-Number
	Yes/No
	UP 2.0 and above

	Chatbot capability discovery by Sip-URI
	Yes/No
	UP 2.0 and above

	Chatbot capability discovery by Deep Link- QR Code
	Yes/No
	UP 2.0 and above

	Chatbot capability discovery by Deep Link- APP
	Yes/No
	UP 2.0 and above

	Chatbot spam report 
	Yes/No
	UP 2.0 and above

	Chatbot spam: Block the Chatbot on Network side 
	Yes/No
	UP 2.0 and above

	Network send the Blocked Chatbot List to Client
	Yes/No
	UP 2.0 and above


[bookmark: _Toc402427366][bookmark: _Toc276626141][bookmark: _Toc54801818]B.5.5.6	RCS - Client configuration parameters
	 Parameter
	Description
	Value
	RCS UP version

	USE PRESENCE
	This parameter allows enabling or disabling the presence related features on the device. If set to 0, presence is disabled, if set to 1, presence is enabled and the parameters pertaining to presence defined in [RCS2-MO] apply.
	Please specify Not applicable anymore, suggest to remove this parameter
	

	IM CONFERENCE FACTORY URI

		
This is the parameter containing the URI for the IM server. The parameter is optional and if not configured, means that the MNO is not deploying an IM server. Consequently features requiring IM server (such as Group Chat) will not be available to those customers.
	Please specify
	1.0 and above

	IM CAP ALWAYS ON parameter 

	This parameter configures the client to support store and forward when presenting the IM capability status for all the contacts. If set to 1, the IM capability for all RCS-e contacts will be always reported as available. Otherwise (0), the capability will be reported based on the algorithm presented in section 2.7. For example, this can be used by MNOs that are implementing the store and forward functionality for IM
	Please specify Not applicable anymore, suggest to remove this parameter
	

	IM WARN SF parameter 

	In case, IM CAP ALWAYS ON is set to enabled (use of store and forward), a new parameter is used called IM WARN SF for UI purposes only. If the IM WARN SF parameter is set to (1) then, when chatting with contacts which are offline (Store and Forward), the UI must warn the user of the circumstances (by showing a message on the screen for instance). Otherwise (0), there won’t be any difference at UX level between chatting with an online or offline (Store and Forward) user
	Please specify Not applicable anymore, suggest to remove this parameter
	

	IM SESSION START parameter 
	This parameter defines the point in a chat when the receiver sends the 200 OK back to the sender confirming that the MSRP session can be established: 0 (RCS-e default): The 200 OK is sent when the receiver consumes the notification by opening the chat window. 1 (RCS default): The 200 OK is sent when the receiver starts to type a message to be sent back in the chat window. 2: The 200 OK is sent when the receiver presses the button to send a message (that is the message will be buffered in the client until the MSRP session is established). Note: as described in section 3.2, the parameter only affects the behaviour for a 1-to-1 session in case no session between the parties has been established yet.
	Please specify Not applicable anymore, suggest to remove this parameter
	

	FT MAX SIZE 

	This is a file transfer size limit in Kilobyte (KB). If a file is bigger than FT MAX SIZE, the transfer will be cancelled automatically. Please note that if it is set to 0, this limit will not apply.
	Please specify
	1.0 and above

	FT MAX SIZE INCOMING
	tbc This parameter provides a file transfer size limit in Kilobyte (KB). If a file to be transferred is bigger than FT MAX SIZE, then the client shall not initiate procedures to send the file via the File Transfer sender procedures. The configuration parameter is not applicable for the File Transfer receiver procedures.
If it is set to 0, then no limit shall apply.
	Please specify
	1.0 and above

	FT WARN SIZE 

	This is a file transfer size limit in KB to warn the user that a file may end up in significant charges. Please note that if it is set to 0, the user will not be warned.
	Please specify
	1.0 and above

	DEVICE ID  
	This controls the identity provided in the sip.instance parameter during registration (see chapter 2.15). It is only relevant in case the client has access to the device’s IMEI. Then handling will be as follows:
1: a UUID or hashed value of the IMEI is provided
0: the value is set to the device’s IMEI
Please note that if not provided the device should use the IMEI. The value of 0 is thus the default.
	Please specify Not applicable anymore, suggest to remove this parameter
	

	POLLING PERIOD  
	This is the frequency in seconds at which to run a periodic capabilities update for all the contacts in the phone’s address book whose capabilities are not available (such as non-RCS-e users) or are expired (see CAPABILITY INFO EXPIRY parameter).
Please note that if set to 0, this periodic update is not/no longer performed.
	Please specify Not applicable anymore, suggest to remove this parameter
	

	CAPABILITY INFO EXPIRY 
	When using the OPTIONS discovery mechanism and with the aim of minimizing the traffic, an expiry time is set in the capability information fetched using SIP OPTIONS. When performing a whole address book capability discovery (i.e. polling), an OPTIONS exchange takes place only if the time since the last capability update took place is greater than this expiration parameter
	Please specify
	1.0 and above

	PRESENCE DISCOVERY 

	This parameter allows enabling or disabling the usage of capabilities discovery via presence. If set to 0, the usage of discovery via presence is disabled. If set to 1, the usage of discovery via presence is enabled. This parameter will consequently influence the inclusion of the tag associated to presence discovery in OPTIONS exchanges.
	Please specify
	

	PRESENCE PROFILE(social) 
	This parameter allows enabling or disabling the usage of the social information via presence. If set to 0, the usage of the social information via presence feature is disabled. If set to 1, the social information via presence feature is enabled. This parameter will consequently influence the inclusion of the tag associated to social information via presence in OPTIONS exchanges.
	Please specify Not applicable anymore, suggest to remove this parameter
	

	RCS-E ONLY APN    in case of roaming 
	This is the reference/identifier of the APN configuration which should be used to provide PS connectivity ONLY to RCS-e as described in section 2.10.
	Please specify Not applicable anymore, suggest to remove this parameter
	

	ENABLE RCS-E SWITCH in case of roaming 
	As described in section 2.10, the user shall be able configure to allow or disallow RCS-e and/or internet traffic in the handset settings.
If this parameter is set to 1, the setting is shown permanently. Otherwise it may (MNO decision) only be shown during roaming.
	Please specify Not applicable anymore, suggest to remove this parameter
	

	END USER CONF REQ ID 
	This is identity that is used for sending the end user confirmation requests
	Please specify
	1.0 and above

	RE-REGISTRATION TIMER 
	Timer indicating the required re-registration period.
	Please specify
	1.0 and above

	CHAT INACTIVITY TIMER   
	The server will close the IM session once this timer expires.
	Please specify
	1.0 and above

	FT AUT ACCEPT
	This parameter controls whether the client automatically accepts incoming File Transfer invitations (1) or whether acceptance depends on the user explicitly accepting (0). The parameter is only used if the file to be transferred is smaller than the limit configured in FT WARN SIZE. For files that are larger, the invitation will always require manual acceptance. Automatic accept should only be used in a single device environment or if session forking on the AS is used.
	Please specify
	1.0 and above

	FT STANDFWD ENABLED 

	This parameter allows enabling (1) or disabling (0) of the Store and Forward feature.
	Please specify Not applicable anymore, suggest to remove this parameter
	

	CONF-FCTY-URI
	This parameter controls the SIP URI for setting up a Group Chat or an extending 1-1 Chat session. Presence of a dummy URI (“sip:foo@bar”) in this parameter implies that the RCS client is not allowed to start a Group Chat.
	Please specify
	1.0 and above

	MAX_AD-HOC_GROUP_CHAT
	This parameter controls the maximum number of participants allowed in an Ad-hoc Group Chat session. It is optional unless parameter CONF-FCTY-URI is set to a different value than “sip:foo@bar”.
	Please specify
	1.0 and above

	FT HTTP CS URI
	This parameter configures the URI of the HTTP content server where files will be uploaded by the originated side in case the destination cannot accept within the validity period.This parameter is optional since it is not mandatory for a service provider to have this originating solution based on an HTTP server.
	Please specify
	1.0 and above

	FT DEFAULT MECH
	This parameter controls which file transfer mechanism (MSRP or HTTP) shall be used if both ends support both mechanisms. It is optional unless parameter FT_HTTP_CS_URI is set.
	Please specify Not applicable anymore, suggest to remove this parameter
	

	CHATBOT DIRECTORY
	This parameter provides the URL from where a list of Chatbots can be retrieved. The URL shall contain the “https” scheme to enforce use of secure connections for the client's Chatbot Directory retrieval requests.
	Please specify
	2.0 and above

	BOTINFO FQDN ROOT
	This parameter provides the root part of the FQDN to be used by the client to compose the botinfo URL.
	Please specify
	2.0 and above

	SPECIFIC CHATBOTS LIST
	This parameter provides a URL from which a list of Chatbots requiring specific management can be retrieved.
Default behaviour if not provided: the procedures related to the Chatbots requiring specific management are not applicable
	Please specify
	2.0 and above

	IDENTITY IN ENRICHED SEARCH
	This parameter determines whether the i query parameter is included in the client to Service Provider Chatbot Directory requests when the user setting to enrich the search is enabled.
0 (default): the i query parameters is included 
1: the i query parameter is not included
	Please specify
	2.0 and above

	PRIVACY DISABLE
	This parameter determines whether a user is allowed to request anonymization for Chatbot sessions. 
When set to 0, anonymization of Chatbot sessions is enabled (default). When set to 1, anonymization of Chatbot sessions is disabled.
	Please specify
	2.0 and above

	CHATBOT MSG TECH
	This parameter controls the messaging technology for Chatbot messaging. 
0: the Chatbot Services is disabled
1 (default): the Chatbot Service is enabled with support only for 1-to-1 Chatbot sessions
2: the Chatbot Service is enabled with support for both 1-to-1 Chatbot sessions and 1-to-1 Chatbot Standalone Messages whereby for communication to a Chatbot the message technology selection described in section 3.2.1.2 applies
3: the Chatbot Service is enabled with support only for 1-to-1 Chatbot Standalone Messaging.
	Please specify
	2.0 and above

	PROVIDE GEOLOC PUSH
	This parameter allows enabling (1) or disabling (0) the Geolocation PUSH service.
	Please specify
	1.0 and above

	Device Management over PS data off roaming exemption
	This parameter indicates whether client configuration for Chatbots is a cellular data off exempt service when roaming.
The following values are defined:
0: the device management services are not defined as a cellular data off exempted services when roaming.
1: the device management services are defined as a cellular data off exempted services when roaming (default value).
	Please specify
	2.0 and above

	CHAT AUTH*
	This parameter controls the initiation of 1-to-1 Chat sessions. When set to 0, initiation of 1-to-1 Chat sessions is disabled. When set to 1, initiation of 1-to-1 Chat sessions is enabled.
When this parameter is set to 1. GROUP CHAT AUTH parameter shall also be set to 1.
	
	1.0 and above

	GROUP CHAT AUTH*
	This parameter controls the Group Chat service and receiving 1-to-1 Chat session invitations. If set to 0 the Group Chat service and receiving 1-to-1 chat invitations is disabled. When set to 1 the Group Chat service and receiving 1-to-1 chat invitations is enabled.
If CHAT AUTH is set to 0 (disabled), GROUP CHAT AUTH can be enabled or disabled. If CHAT AUTH is set to 1 (enabled), GROUP CHAT AUTH shall be set to 1.
	
	1.0 and above

	STANDALONE MSG AUTH*
	This parameter Enables/Disables the Standalone Messaging Service.
If set to 0 the service is disabled.
When set to 1 it is enabled.
When set to 2 it is enabled for receiving Standalone Messages but not for sending.
	
	1.0 and above

	FT AUTH*
	This parameter controls the Service Provider's authorisation of the File Transfer service. The following values are defined:
0: File Transfer is not enabled
1: File Transfer is enabled.
	
	1.0 and above

	MAX_AD-HOC_GROUP_SIZE*
	Maximum number of Participants allowed for the initiation of a Group Chat. The number includes the initiator of the Group Chat.
	
	1.0 and above

	EXPLODER-URI*
	SIP URI used as Request URI when sending 1-to-Many Standalone Messages
Default value if not provided: exploder@conf-factory.<home-network-domain-name>
Where <home-network-domain-name> is replaced with the Home Network Domain Name used by the client
	
	1.0 and above

	IM SESSION AUTO ACCEPT GROUP CHAT*
	This parameter controls whether the client automatically accepts incoming Group Chat session invitations (1, default) or whether acceptance depends on a user action (0) for explicitly accepting the session.
	
	1.0 and above

	MAX SIZE IM*
	This parameter controls the maximum size in bytes of a text message that a user can enter in a 1-to-1 Chat or Group Chat session.
	
	1.0 and above

	MAX SIZE STANDALONE*
	This parameter controls the maximum authorised size in bytes of the content payload of a text or multimedia message without transfer encoding.
	
	1.0 and above

	STANDALONE SWITCHOVER SIZE*
	The value of the configuration parameter indicates the maximum size in bytes for a Pager Mode CPM Standalone Message to switch over from the Pager Mode to the Large Message Mode.
If the configuration parameter is absent, then the default value 1300 shall be used.
	
	1.0 and above

	MAX 1 TO MANY RECIPIENTS*
	This parameter is applicable when CHAT AUTH or STANDALONE MSG AUTH is set to 1 and it provides the maximum contacts allowed to be included in the distribution list of the 1-to-Many messaging service.
0 (default): the 1-to-Many Messaging service is disabled
1: the client can add unlimited number of recipients
>1: integer value that indicates the maximum total number of recipients that can be included in the distribution list
	
	1.0 and above

	1 TO MANY SELECTED TECHNOLOGY*
	This parameter is applicable when the RCS Standalone messaging service is disabled (i.e. STANDALONE MSG AUTH is set to 0) and it controls the selected messaging technology for the 1-to-Many messaging service.
0 (default): SMS is selected
1: RCS 1-to-1 Chat service is selected
	
	1.0 and above

	DISPLAY NOTIFICATION SWITCH*
	This parameter controls whether sending of Display Notifications is enabled/disabled on the recipient’s client.
0 (default), Enable sending Display Notifications, The user may still disable it using the Display Notification setting
1, Disable sending Display Notifications. The Display Notification setting is not available to the user.
	
	1.0 and above

	FT MAX 1 TO MANY RECIPIENTS*
	This parameter controls the number of recipients for the one to many sending of a File Transfer.
0 (default): no limitation in the number of recipients
positive integer value: indicates the maximum total number of recipients of a File Transfer.
	
	1.0 and above

	ConRef*
	Represents a network access point object
	
	1.0 and above

	PDP_ContextOperPref*
	Indicates an operator’s preference to have a dedicated Packet Data Protocol (PDP) context for SIP signalling.
	
	1.0 and above

	P-CSCF_Address*
	an FQDN or an IPv4 address to an IPv4 P-CSCF
	
	1.0 and above

	Timer_T1*
	Defines the SIP timer T1 – the RTT estimate
	
	1.0 and above

	Timer_T2*
	Defines the SIP timer T2 – the maximum retransmit interval for non-INVITE requests and INVITE responses.
	
	1.0 and above

	Timer_T4*
	Defines the SIP timer T4 – the maximum duration a message will remain in the network.
	
	1.0 and above

	Private_user_identity*
	Represents the private user identity
Note: It is recommended to set it to the same value as for the configuration parameter Realm User Name defined in section 2.2.1.2 of [GSMA PRD-RCC.15].
	
	1.0 and above

	Public_user_identity*
	Represents a public user identity.
	
	1.0 and above

	Home_network_domain_name*
	Indicates the operator’s home network domain.
	
	1.0 and above

	ICSI_List*
	Used to allow a reference to a list of IMS communication service identifiers that are supported by a subscriber‘s network for that subscriber.
	
	1.0 and above

	LBO_P-CSCF_Address*
	Provides a reference to a list of P-CSCFs
	
	1.0 and above

	Address (LBO_P-CSCF_Address) *
	Defines the FQDN, the IPv4 address or the IPv6 address of a P-CSCF
	
	1.0 and above

	AddressType (LBO_P-CSCF_Address) *
	Defines the type of address stored in the Address leaf node
	
	1.0 and above

	
Keep_Alive_Enabled*
	Indicates whether the UE sends keep alives
	
	1.0 and above

	RCS MESSAGING DATA OFF*
	This parameter indicates whether the services Should remain available in case the cellular data switch is switched off (either toggled manually by the user or automatically during roaming).
When set to 0 the Chat, Standalone Messaging, Geolocation PUSH and Chatbot Communication services are not cellular data off exempt services on cellular networks when cellular data is switched off.
When set to 1 the Chat, Standalone Messaging, Geolocation PUSH and Chatbot Communication services are cellular data off exempt services on cellular networks when cellular Data is switched off.
When set to 2 the Chat, Standalone Messaging, Geolocation PUSH and Chatbot Communication services are cellular data off exempt services on cellular networks when cellular Data is switched off and the device is attached to the HPLMN.
NOTE:	This configuration parameter when set to 0 or 2 will disable the File Transfer service. An MNO is thus not able to disable chat or standalone messaging but enable File Transfer.
	
	1.0 and above

	FILE TRANSFER DATA OFF*
	This parameter indicates whether the File Transfer service Should remain available in case the cellular data switch is switched off (either toggled manually by the user or automatically during roaming).
When set to 0 the File Transfer Service is not a cellular data off exempt service on cellular networks when cellular data is switched off.
When set to 1 the File Transfer service is a cellular data off exempt service on cellular networks when cellular Data is switched off.
When set to 2 the File Transfer service is a cellular data off exempt service on cellular networks when cellular Data is switched off and the device is attached to the HPLMN.
	
	1.0 and above
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B.5.5.7	RCS -  Requirement for Chatbots
Below are the requirements for standard Chatbot that used for RCS test cases. The network RCS UP version is UP2.0 or above. Several standard Chatbots should be prepared since some test cases require for message session with unknow Chatbot. 
	No.
	Requirement

	1
	The Chatbot information page shall contain the Profile Information:
· an alphanumeric Service Name (mandatory)
· a non-animated thumbnail picture as the Service Icon
· an alphanumeric Service Description
· a Call-back Phone Number
· a Service Website
· a link to Chatbot-specific Terms & Conditions (mandatory)
· a Service Email Address
· a SMS (long or short code) number
· a Background images
· a Chatbot provider’s name
· an Address (business location)
· Color (Optional)
The category or keyword includes: food, restaurant, shop, park, hospital and so on.

	2
	Verification certificate: Chatbot 1 within test case 58-2.10.2.2 has a valid verification certificate, Chatbot 2 within test case 58-2.10.2.2 doesn’t.

	3
	The Chatbot shall support CSS and the template can be set on Chatbot Platform by the MNOs. 

	4
	The Cache-Control max-age should be set.

	5
	The Chatbot shall send or reply suggested chip list message when implementing test case 58-2.10.4.2. The suggested chip list includes at least 2 suggested replies and 2 suggested actions.

	6
	The Chatbot shall send or reply Rich Card Message when implementing test case 58-2.10.4.3. The Rich Card media shall cover different medias: Image (not animated), Video, Audio, Map views (based on coordinates). Chatbot shall prepared several media images with different sizes: SHORT_HEIGHT images: 3:1, MEDIUM_HEIGHT images: 1.56:1, TALL_HEIGHT images: 9:10.

	7
	The Chatbot shall send or reply RCS FT Message and suggested chip list message when implementing test case 58-2.10.4.5. The suggested chip list includes at least 2 suggested replies and 2 suggested actions. The file format can be pdf, text, picture, audio, video, vCard.

	 8
	The Chatbot shall send or reply an RCS Geolocation Push Message and suggested chip list message when implementing test case 58-2.10.4.6. The suggested chip list includes at least 2 suggested replies and 2 suggested actions.

	9
	The Chatbot shall send or reply a RichCard message and suggested chip list message when implementing test case 58-2.10.4.7. The suggested chip list includes at least 6 suggested replies and 5 suggested actions.

	10
	The Chatbot shall support carousels when implementing test case 58-2.10.4.8: Chatbot shall firstly send or reply a Carousel of 2 Rich Cards to DUT. The Rich Card No.2 of the Carousel includes suggested replies. Chatbot shall secondly send or reply a Carousel of 12 Rich Cards to DUT. There are 4 suggested replies within each of the Rich Cards.

	11
	The Chatbot shall reply suggested actions when implementing test case 58-2.10.4.9. The suggested actions can trigger the following actions on DUT:
· Open a web URL
· Open a "WebView"
· Initiate a voice call to a defined destination
· Initiate a video call to a defined destination
· Initiate an Enriched Call to a defined destination
· Initiate the recording and sending of a video message or an audio message to a defined destination
· Send a message to a defined destination
· Send and share a geolocation push back to the Chatbot
· Open the user’s default mapping app
· Open the user’s default calendar app to the new event page, with start time, end time, title, and description pre-filled

	12
	The Chatbot can be temporary disabled from receiving messages

	13
	The Chatbot shall reply or send a message with suggested action that includes PostBack data of 1024KB in size.

	14
	The Chatbot shall reply or send a message with a Rich Card Carousel message when implementing test case 58-2.10.7.6. The Carousel should contain at least 10 Rich Cards with the maximum number of suggested Replies and Actions, text, image and each action shall have a PostBack Data of 1024KB length. The total size of the JSON should be 250KB.


Requirement for Critical Chatbot.
	No.
	Requirement

	1
	The critical Chatbot can be discovered by users. The information page of critical Chatbot indicates user that this is a critical Chatbot.
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