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A notification message can also be sent by the Entitlement Configuration Server to the device over a cloud-based messaging infrastructure that devices registered with in order to receive network-initiated messages. The device’s application is reached and identified via the notif_token present in the original GET request received by the entitlement configuration server.
The details of the cloud-based messaging technology, including the contained values in the payload,  areis implementation dependent and not covered in this specification. The payload of the notification message is a JSON object value  that should contain a “data” element with at least two key-value pairs: 
"app": the application targeted for re-configuration, with value of either "ap2003",  “ap2004”,  “ap2005” or “ap2006”.
If multiple applications are targeted, the value is a JSON array of strings.
"timestamp": the time of the notification, in ISO 8601 format, of the form YYYY-MM-DDThh:mm:ssTZD, where TZD is time zone designator (Z or +hh:mm or -hh:mm).
An example of the notification payload for VoLTE follows: 
"data": 
  {
     "app": "ap2003",
     "timestamp": "2019-01-29T13:15:31-08:00"
  }
An example of the notification payload for multiple applications follows: 
  "data": 
  {
     "app": ["ap2003", "ap2004", "ap2005"],
     "timestamp": "2019-01-29T13:15:31-08:00"
  }
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