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Summary of the Proposed Document Change(s) or Addition(s):
1. [bookmark: _Toc14160980][bookmark: _Toc14161901][bookmark: _Toc14162031][bookmark: _Toc14160981][bookmark: _Toc14161902][bookmark: _Toc14162032][bookmark: _Toc14160982][bookmark: _Toc14161903][bookmark: _Toc14162033][bookmark: _Toc14160983][bookmark: _Toc14161904][bookmark: _Toc14162034]Clarify that an AI device required to support at least one of the three biometric systems for device unlock, application login and payment authorization.
2.  Remove the spoofing methods and KPIs, which are left to a future release.
Benefits as a Result of the Changes
1. Requires that 1 or more of the biometric functions are implemented in an AI Mobile Device.  
2. Clarifies the requirements – Should certify using one of the labs listed.
3. Regroups KPI requirements according to biometric method to aid reader with identification of what requirements applicable to which biometric system.
4. Ensures one requirement per each requirement number.
Assessment of the Impact
Corrects mistakes and clarifies
Analysis of the Device Hardware Implication
No impact.
Analysis of the Device Software Implications
No impact.
Analysis of the Compliance Test & Interop Implications
No impact.
New Referenced Documents Resulting from Change
No impact.
Attachments
None.



Start of Proposed Document Change(s) or Addition(s)
3.3.1 Biometric Performance Requirements

	TS47_3.3.1_REQ_001
	An AI mobile device SHALL implement and certify one or more of the biometric systems defined by TS47_3.3.1_REQ_001.1, TS47_3.3.1_REQ_001.2 and TS47_3.3.1_REQ_001.3.

	TS47_3.3.1_REQ_001.1
	An AI mobile device SHALL SHOULD support a fingerprint biometric methodsystem.

	TS47_3.3.1_REQ_001.2
	An AI mobile device SHOULD support a 2D facial biometric methodsystem.

	TS47_3.3.1_REQ_001.33
	An AI mobile device SHOULD support a 3D facial biometric methodsystem.

	TS47_3.3.1_REQ_0024
	These biometric key performance indicators (KPIs) for the supported biometric system SHOULD be certified by one or more of the following programs:
[bookmark: _Toc14160979][bookmark: _Toc14161900][bookmark: _Toc14162030]Fast IDentity Online (FIDO) Alliance Biometric Component Certification Program
[bookmark: _Toc14160991][bookmark: _Toc14161912][bookmark: _Toc14162042]Internet Finance Authentication Alliance (IFAA) biometric Certification Program

	TS47_3.3.1_REQ_005
	The AI mobile device SHALL at a minimum support the following biometric KPIs for Device Unlock, Application Login and Payment Authorization Table:

	TS47_3.3.1_REQ_003
	An AI mobile device supporting 2D facial biometric system SHALL support the biometric KPI requirement TS47_3.3.1_REQ_003.1 for each of the use cases: Device Unlock, Application Login and Payment Authorization.

	TS47_3.3.1_REQ_0035.1
	2D Facial FAR: <= [0.002001]% and FARR, <= [53]% simultaneously, using test methods as specified in ISO/IEC 19795.

	TS47_3.3.1_REQ_004
	An AI mobile device supporting 3D facial biometric system SHALL support the biometric KPI requirement TS47_3.3.1_REQ_004.1 for each of the use cases: Device Unlock, Application Login and Payment Authorization.

	TS47_3.3.1_REQ_004.15.2
	3D Facial FAR: <= [0.00001]% and FRAR, <= [35]% simultaneously, using test methods as specified in ISO/IEC 19795.FRR

	TS47_3.3.1_REQ_005
	An AI mobile device supporting fingerprint biometric system SHALL support the biometric KPI requirement TS47_3.3.1_REQ_005.1 for each of the use cases: Device Unlock, Application Login and Payment Authorization.

	TS47_3.3.1_REQ_005.13
	Fingerprint FAR <=: [0.002001]% and FARR, <= [35]% simultaneously, using test methods as specified in ISO/IEC 19795.FRR

	TS47_3.3.1_REQ_005.4
	Iris: [0.00001]% FAR, [5]% FRR

	TS47_3.3.1_REQ_005.5
	FIDO Payment: [0.0001]% FAR, [5]% FRR

	TS47_3.3.1_REQ_005.6
	Spoof Acceptance Rate, 2D Spoofing for facial
2D Spoofing 0.0001, 3D Spoofing 0.0001, Liveness 0.0001

	TS47_3.3.1_REQ_005.7
	Spoof Acceptance Rate, 3D Mask Spoofing for facial
2D Spoofing 0.0001, 3D Spoofing 0.0001, Liveness 0.0001

	TS47_3.3.1_REQ_005.8
	Spoof Acceptance Rate, 3D Mask Spoofing for facial
2D Spoofing 0.0001, 3D Spoofing 0.0001, Liveness 0.0001

	TS47_3.3.1_REQ_005.9
	Spoof Acceptance Rate, 2D Liveness facial
2D Spoofing 0.0001, 3D Spoofing 0.0001, Liveness 0.0001

	TS47_3.3.1_REQ_005.10
	Spoof Acceptance Rate, 3D Liveness facial
2D Spoofing 0.0001, 3D Spoofing 0.0001, Liveness 0.0001

	TS47_3.3.1_REQ_005.11
	Spoof Acceptance Rate, Fingerprint Liveness
2D Spoofing 0.0001, 3D Spoofing 0.0001, Liveness 0.0001
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