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	Comments
	The LPA API SHALL be able to retrieve the EID of the eUICC (e.g. EID can be used to bind the Profile Package with the targeted eUICC).

Update: This version of the original CR is reworked to ensure that best practices on data privacy requirements are met.  
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[bookmark: _Toc504031548][bookmark: _Toc504403390]4.12.5.1 LPA API Functions
	Req no.
	Description

	LPAAPI04
	The LPA API SHALL be able to be used to retrieve information about the Device and eUICC including: 
· EID
· the following eUICC capabilities
· ...
· the following Device capabilities
· ...
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[bookmark: _GoBack]4.12.5.2 LPA API Access Control Requirements

	Req no.
	Description

	LPAAPIACX1
	LPA API command requested by a Device Application SHALL be executed if one of the following set of conditions is filled:
· User consent has been captured for this command 

OR 

· User Access Control has been set by the End User 
· The Profile Access Control has been set for this Device Application. 
Note: if several Profiles are affected by the LPA API command, each Profile Access Control SHALL be set to execute the LPA API command

Such mechanism SHALL be enforced by the Device.

Note: this requirement covers the retrieval of EID in LPAAPI04, e.g. via a getEID call
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