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	Comments
	· RPM, LPA API, and AAC are mandatory for most devices
· Blanket requirements limit the flexibility of a device manufacturer to tailor functionality for specific products to reflect customer and market needs
· In some cases alternative platform-specific implementations already exist
· e.g., LPA API
· Making these features optional does not reduce interoperability
· None of these features were specified in SGP.21/SGP.22 v2
· Interoperability between v2 and v3 is required
· Therefore, SGP.22 v3 already has a flexible framework to handle interactions between system elements that support different feature sets
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4.6	Device Requirements
	Req no.
	Description

	DEV2
	The EID SHALL be accessible by the End User in a defined human readable format and in a defined machine readable format (e.g. OCR, QR Code, etc.) via the Device (e.g. On a Primary Device, printed on the Device itself, displayed on the screen etc.).

	DEVX
	The EID SHOULD be accessible by the End User in a defined machine readable format (e.g. OCR, QR Code, etc.) via the Device (e.g. On a Primary Device, printed on the Device itself, displayed on the screen etc.).


4.12	Local Profile Assistant (LPA)
4.12.3	LPA Requirements
	Req no.
	Description

	LPA3
	A secure mechanism SHALL be implemented between the LUI and the associated display or input applications on the Device.Security between the LUI and the associated display or input applications on the Device SHALL be provided according to current industry best practices.

	LPA4
	Access to the LUI SHALL be protected according to current industry best practices. This SHALL be enforced by the Device OS.


4.17	LPA PRoxy
4.17.3	LPA PRoxy Requirements
	Req no.
	Description

	LPAPR12
	A Device with an LPA in the Device SHOULD support LPA Proxy.
Editor’s Note: to move on the top as LPAPR10.

	[bookmark: LPAPR1]LPAPR1
	If implemented on the Device, theThe LPR SHALL be able to forward APDUs remotely sent from a Profile Content Management Platform or from a Delegated Profile Content Management Platform to any application on the Enabled Profile.
Note: The mechanism cannot address a Disabled Profile
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