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Summary
This LS provides GSMA eSIM Group’s opinion regarding the interoperability of SSP Secondary Platform Bundles (in particular RSP Telecom Bundles) and SSP platforms.
Description
The GSMA eSIM Group has discussed a proposal to include a mandatory requirement about SSP Bundle Interoperability into SGP.51 - Management of SSP Bundles having a Telecom Family Identifier. 
While the conclusion was that this requirement is essential for the SSP ecosystem to function properly, it was yet agreed to not include it into SGP.51 as it would only duplicate an already existing requirement in ETSI TS 103.465. 
Nevertheless, the GSMA eSIM Group would like to point out that interoperability between Secondary Platform Bundles (SPBs) and SSP platforms is a key feature to maintain general applicability and interworking of bundles across the SSP ecosystem. Like classical UICCs are interoperable with any conformant device and eUICC profiles are working on any eUICC, SSP bundles shall generally operate on any SSP. 
If the requirement in ETSI TS 103.465 is not met, a major interoperability aspect will not be given, rendering the SSP ecosystem unmanageable for MNOs and OEMs when a larger portfolio of target SSP devices is envisaged.
The GSMA eSIM Group looks forward to continuing the fruitful cooperation with ETSI TC SCP on the Smart Secure Platform.
Action
ETSI TC SCP is kindly requested to take the above comments into consideration when defining the respective solution.
Next meetings

14 – 18 October 2019			eSIM#4, Cupertino, CA, USA
2 – 6 November 2019			eSIM#5, London, UK
7 – 11 December 2019		eSIM#6, London, UK
Contact
In the case of any questions and/or feedback these can be directed to Gary Waite, GSMA (gwaite@gsma.com).
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