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	Comments
	A number of requirements explicitly prohibit extension, differentiation, and innovation on the device
For example, APIs into the LPA are not permitted. Nonetheless, multiple platforms (e.g., Android, iOS, Windows) provide some form of LPA API in v2
In contrast the SM-DP+ and ES2+ is explicitly defined to be extensible.
A good standard acts as a floor, providing a foundation for innovation and differentiation that drives the technology and the industry forward. By contrast, SGP.21 defines a ceiling that constrains what a device manufacturer can offer.
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4	Remote SIM Provisioning System Architecture
4.2	Interfaces
4.2.3	End User - LUI (ESeu)
	Req no.
	Description

	ESeu1	Comment by Author: Revisit after discussing the LPA API reqs
	The Local Profile Management Operations SHALL SHOULD be executed only over the ESeu interface.


[bookmark: _GoBack]4.12	Local Profile Assistant (LPA)
4.12.3	LPA Requirements
	Req no.
	Description

	LPA1	Comment by Author: Revisit after LPA API discussion
	The LPA SHALL be responsible for instructing the eUICC to perform Local Profile Management Operations as per End User request.

	LPA17c	Comment by Author: Need to discuss RPM optionality
	If RPM is supported, Tthe Local Profile Management Operation ’update Profile’ SHALL be supported and available to the End User. This operation SHALL trigger Event retrieval(s) from the Polling Address (Managing SM-DP+/SM-DS address) stored in the selected Profile to retrieve RPM operations for this specific Profile.
Note: The presentation of Profile management operations to the End User on the LUI is OEM specific. For example, two Profile management operations could be combined within one menu item.

	LPA41	Comment by Author: Action: WG1 to study potential alternatives for this requirement, confer user intent exploration. List the specific operations/risks that should not be done.
	The LPA SHALL only perform operations that are described in this specification. Additional operations MAY be allowed as long as the following principles are met:


	LPA45	Comment by Author: On hold
	When a Profile with Profile Policy Rules is about to be installed, in the case where End User consent is required, the LPA SHALL SHOULD display the consequences of the Profile Policy Rule to the End User in compliance with POL15a and POL15b. The LPA message SHALL SHOULD be formulated in a descriptive and non-discriminatory manner (e.g. for “Non-Delete” Profile Policy Rule: “The Profile that you are about to install cannot be deleted under the terms you have agreed with your service provider. Approve installation YES/NO?”). Authenticated Confirmation SHALL be enforced with the exception listed in LPA17, LPA17a, and LPA17b.

	LPA68	Comment by Author: Revisit after LPA API discussion
	No automation of Local Profile Management Operations SHALL be accessible except in the case described in LPA43. [VOID]

Altern: No automation of Local Profile Management Operations SHALL be accessible except in the case described in LPA43 and in the case where the Profiles belongs to a single Profile Owner.
Altern: No automation of Local Profile Management Operations SHALL be permitted without user knowledge or consent
Altenarvie: the intention was to protect the End User. 

Altern: No fraudulent automation of Local Profile Management Operations SHALL be accessible.
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