

GSM Association	     
Official Document SGP.51 - Management of SSP Bundles having a Telecom Family Identifier
Management of SSP Bundles having a Telecom Family Identifier
0.3
[Publication Date]
[Security Classification]
	[bookmark: _GoBack]
[image: Description: Description: gsma_logo_colour_rgb_sm]
	CR to SGP.51

	Document Title
	SGP.51 - Management of SSP Bundles

	Author, Company
	Infineon Technologies

	Date of submission
	01-07-2019

	Submit to meeting number
	eSIMWG1 #2

	SGP.XX Draft version
	SGP.51

	Reason for change/ Comments
	ETSI SCP has recently extended the support of SSP Bundles to eSSPs. 
This CR reflects the extension by addressing SSPs which are supporting Bundle Management in a general way.




--------------------------------------  START OF CR  --------------------------------------
[…]

Table of Contents
1	Introduction	3
1.1	Overview	3
1.2	Scope	3
1.3	Intended Audience	3
1.4	Terms	4
1.5	Abbreviations	4
1.6	References	4
2	SSP Provisioning System Architecture	5
2.1	iSSP architecture	5
3	Requirements	5
3.1	General	5
3.2	RSP Telecom Bundle	6
3.3	Telecom Bundle	6
3.4	LPA	6
3.5	Interaction with RSP system	7
Annex A	Use Cases	7
A.1 Use Case Methodology	7
A.1.1	Roles	7
A.1.2	Entities	8
A.2	Use Cases	9
A.2.1	Consumer Use Cases	9
A.2.2	IoT Use Cases	12
Annex B	Document Management	14
B.1	Document History	14
B.2	Other Information	15




1 [bookmark: _Toc10766412][bookmark: _Toc327547998][bookmark: _Toc327548198][bookmark: _Toc101946531][bookmark: _Toc74460299]Introduction
1.1 [bookmark: _Toc10766413]Overview
The combination of ETSI’s Integrated Smart Secure Platform (iSSP) bundle management technology with GSMA’s eSIM technology provides a number of benefits to industry stakeholders with regard to connected devices. This document identifies requirements that will allow the management of Profiles as defined for the eSIM ecosystem and Standalone Telecom Bundles according to the iSSP ecosystem in a unified way.
1.2 [bookmark: _Toc10766414][bookmark: _Toc327447333][bookmark: _Toc327548001][bookmark: _Toc327548201]Scope
This document  defines use cases and requirements for the remote provisioning of Profiles and Telecom Bundles onto Devices incorporating iSSP technology according to ETSI TS 103 465 [X] and ETSI TS 103 666-x1 [X], ETSI TS 103 666-2 [X] and ETSI TS 103 666-3 [X] including the ability for:
· an SM-DP and SM-SR according to GSMA SGP.02 [X] to download Operational Profiles, also according to GSMA SGP.02 [X], into the iSSP;
· an SM-DP+ according to GSMA SGP.22 [X] to download eSIM Profiles, also according to GSMA SGP.22 [X], into the iSSP;
· an SPB Manager according to ETSI TS 103.465 [X] to download Telecom Bundles into the iSSP;
· Profiles and Telecom Bundles to be subsequently individually and collectively managed on the iSSP via a user interface.
The document also defines requirements relating to the PKI infrastructure for the management of Telecom Bundles.
The document also defines certification requirements for the iSSP Primary Platform, SPB Loader and SPB Manager.
Finally, the document defines an architecture as far as required for the coexistence and cooperation of the iSSP and the eSIM ecosystem.It is a goal of this specification to provide the basis for global interoperability for provisioning of mobile network access credentials in different deployment scenarios and to ensure a uniform experience for subscribers when managing access to mobile networks.
Editor’s note:  Although this document focuses on iSSP today, as soon as ETSI approves the eSSP requirements, these may be included.
1.3 [bookmark: _Toc10766415]Intended Audience
Technical experts working within Operators, Service Providers, SIM solution providers, Device vendors, standards organisations, network infrastructure vendors, Service Providers and other industry bodies.

1.4 [bookmark: _Toc10766416]Terms
The following terms are used throughout this document:
	Term 
	Description

	Active State
	The Secondary Platform is running.

	Enabled State
	The Secondary Platform Bundle can be activated.

	Disabled State
	The Secondary Platform Bundle cannot be activated.

	Deleted stateState
	The Secondary Platform Bundle and all its data are permanently deleted from the iSSP.*

	eUICC
	A removable or non-removable UICC which enables the remote and/or local management of Profiles in a secure way.
Note: The term originates from “embedded UICC”.

	M2M Telecom Bundle
	A Telecom Bundle that, once installed on an iSSP, is functionally equivalent to an eUICC as described in SGP.01 and SGP.02 containing an M2M eUICC OS.

	Profile 
	A combination of data and applications to be provisioned on an eUICC for the purpose of providing services as defined in SGP.21.
Editor’s note: Need to consider M2M equivalent.

	RSP Telecom Bundle
	A Telecom Bundle that, once installed on an iSSP, is functionally equivalent to an eUICC as described in SGP.21 and SGP.22 containing an RSP eUICC OS.

	SSP
	A Smart Secure Platform as defined in [X].

	SSP Profile
	This can be either a Profile as defined in SGP.21 and SGP.22 or a Standalone Telecom Bundle.

	Standalone Telecom Bundle
	A Telecom Bundle that is functionally equivalent to a traditional UICC.

	Telecom Bundle
	As defined by ETSI TS 103 465. In the context of this specification, either a Standalone Telecom Bundle, an RSP Telecom Bundle, or an M2M Telecom Bundle.

	UICC
	TBD


1.5 [bookmark: _Toc10766417]Abbreviations
	Term 
	Description

	CI
	Certificate Issuer

	ETSI
	European Telecommunciation Standards Institute

	GCF
	Global Certification Forum

	GP
	GlobalPlatform

	GSMA
	GSM Association

	iSSP
	Integrated Smart Secure Platform

	LBA
	Local Bundle Assistant

	LPA
	Local Profile Assistant

	OEM
	Original Equipment Manufacturer

	PTCRB
	TBD

	RSP
	Remote SIM Provisioning

	SIM
	Subscriber Identity Module

	SM-DP+
	Subscription Manager Data Preparation (Plus)

	SPB
	Secondary Platform Bundle

	SPBL
	Secondary Platform Bundle Loader

	SSP
	Smart Secure Platform


1.6 [bookmark: _Toc10766418][bookmark: _Toc327548004][bookmark: _Toc327548204]References
	Ref
	Doc Number
	Title

	[bookmark: _Ref325119390]
	ETSI TS 103 465
	TBD

	[bookmark: _Ref327455043]
	ETSI TS 103 666-x
	TBD

	
	GSMA SGP.21
	TBD

	
	GSMA SGP.22
	TBD

	
	GSMA SGP.01
	TBD

	
	GSMA SGP.02
	TBD


2 [bookmark: _Toc10766419]SSP Provisioning System Architecture
This section contains the functional description of the SSP Provisioning system architecture for the SSP used in the context of this document . The SSP Provisioning system architecture is supported by SSPs of the following classes: iSSP and eSSP Type 2 
2.1 [bookmark: _Toc10766420]iSSP architecture
In the context of using an iSSP, the architecture is as defined in [1].
[image: ]
[bookmark: _Ref432025663]	: iSSP Provisioning System Architecture
3 [bookmark: _Toc10766421]Requirements
3.1 [bookmark: _Toc10766422]General
This section contains the general requirements.

	Req no.
	Description

	GEN1
	the iSSP SHALL conform to ETSI TS xxx [list of ETSI TS specifications to be completed – e.g. TS 103 465, TS 103 666-1, TS 103 666-2 and TS103 666-3] plus any additional requirements in this specification.

	GEN2
	

	
	

	
	

	
	


: General Requirements
3.2 [bookmark: _Toc10766423]RSP Telecom Bundle
This section contains the requirements regarding the management of an RSP Telecom Bundle.

	Req no.
	Description

	RSPB1
	An RSP Telecom Bundle SHALL comply with the requirements for an eUICC described in SGP.21 and SGP.22, with the exceptions explicitly mentioned in this document. 

	RSPB2
	An iSSP SHALL be able to host and manage RSP Telecom Bundles.

	RSPB2X
	There shall be a Telecom Bundle Class to classify a Telecom Bundle as an RSP Telecom Bundle.

	RSPB3
	If Enabled or Active, an RSP Telecom Bundle SHALL be able to download and install a Profile sent from any SM-DP+ subject to technical compatibility.

	RSPBX1
	The metadata of each SSP Profile SHALL be accessible by the LBA regardless of the state of the SSP Profile to allow the End User to manage it along with other SSP Profiles.

	RSPBX2
	The End User SHALL be able to manage any kind of SSP Profile in a common way.


: RSP Telecom Bundle Requirements

[…]
--------------------------------------  END OF CR  --------------------------------------
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