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Annex A [bookmark: _Toc5612751]Configuration Parameters with NNI Impact
	NNI parameter
	UNI parameter
	Recommended NNI handling

	
	
	

	Capability Discovery
	

	Capability Discovery Mechanism
	CAPABILITY DISCOVERY MECHANISM
	Indicates the preferred capability discovery mechanism to be used on the NNI.

	Capability Info Expiry
	CAPABILITY INFO EXPIRY
	Indicates for how long the capabilities for Services that rely on Capability Information only, will be considered valid. This will influence the amount of Capability Discovery requests sent across the NNI.

	Service Availability Info Expiry
	SERVICE AVAILABILITY INFO EXPIRY
	Indicates for how long the availability information for Services that rely on Service Availability Information, will be considered valid. This will influence the amount of Capability Discovery requests sent across the NNI.

	Messaging & File Transfer
	

	Chat enabled
	CHAT AUTH
	This should be covered in the interworking agreements. If a Service Provider disables Chat service for all users, then the Chat service traffic should not be allowed to cross the NNI based on the service identification (see Section 5).

	Group Chat enabled
	GROUP CHAT AUTH
	This should be covered in the interworking agreements. If a Service Provider disables Group Chat service for all users, then the Group Chat service traffic should not be allowed to cross the NNI based on the service identification (see Section 5).

	
	
	

	
	
	

	Standalone message enabled
	STANDALONE MGS AUTH
	This should be covered in the interworking agreements. If a Service Provider disables Standalone Message service for all users, the Standalone Message service should not be allowed to cross the NNI based on the service identification (see Section 5).

	
	
	

	
	
	

	A2P/P2A 1-to-1 Messaging (Session Mode)
	Not available
	This should be covered in the interworking agreements. If a Service Provider does not allow their users to be reached by Chatbots hosted on Chatbot Platforms that are not connected directly to their network, the Chatbot Service should not be allowed to cross the NNI based on the service identification (see Section 5).

	
	
	

	File Transfer Enabled
	FT AUTH
	This should be covered in the interworking agreements. If a Service Provider disables the File Transfer Service for all users, the File Transfer service should not be allowed to cross the NNI based on the service identification (see Section 5).

	
	
	

	Max number of participants in group chat session
	MAX_AD-HOC_GROUP_SIZE
	Any differences in the value between interconnected Service Providers will be honoured at the protocol level since the final decision is with the Controlling Messaging Server.
Such differences might lead to inconsistencies in the user experience and possible failed attempts though. It is therefore recommended that Service Providers with lots of NNI traffic between themselves (e.g., those within the same country) use similar values.

	Participant Information in Group Chat Mechanism
	Not available
	Indicates whether for Group Chats for which the conference focus is provided by the Service Provider's network, the participant information is only provided through a separate SIP SUBSCRIBE dialog or that it can also be provided through MSRP Messages

	Group Session Data Management supported
	Not available
	Indicates whether for Group Chats for which the Conference Focus is provided by the Service Provider's network, the Group Session Data Management procedures are supported.

	1-to-1 IM session inactivity timer [seconds]
	IM SESSION TIMER
	This parameter indicates how long a Service Provider will keep a 1-to-1 Chat session in which there is no traffic active. As the tearing down of the session can be initiated independently from either side, any differences between interconnected Service Providers will be honoured at the protocol level.
Since differences will lead to inconsistencies in the user experience, it is recommended that Service Providers with a lot of NNI traffic between themselves (for example, those within the same country) use similar values.

	Group IM session inactivity timer [seconds]
	Not available
	This parameter indicates how long a Service Provider will keep a hosted Group Chat session in which there is no traffic active. As the tearing down of the session is always initiated from the Controlling Function, any differences between interconnected Service Providers will therefore be honoured at the protocol level.
Since differences will lead to inconsistencies in the user experience, it is recommended that Service Providers with lots of NNI traffic between themselves (e.g. those within the same country) use similar values.

	Content Server (File Transfer)
	FT HTTP CS URI
	Provides the address or FQDN of the Service Provider's Content Server for File Transfer. This address should be reachable across the NNI and if provided as an FQDN, it must be resolvable on the NNI.

	File Transfer Localisation function (optional)
	FT HTTP DL URI
	Provides the address of the Service Provider's File Transfer Localisation Function if one has been deployed. In that case, the requests on the NNI for the retrieval of the files that were shared will originate from that Localisation Function.

	Auto-accept of group chat
	IM SESSION AUTO ACCEPT GROUP CHAT
	Any differences in the value between interconnected Service Providers will be honoured at the protocol level since a final decision is with the invited clients.
Such differences might lead to inconsistencies in the user experience though. It is therefore recommended that Service Providers with lot of NNI traffic between themselves (e.g., those within the same country) use similar values.

	Delivery Assurance Mechanism
	Not Available
	This parameter indicates whether the Delivery Assurance for 1-to-1 Chat is provided through the support of Revocation or through Network Fallback to xMS.

	Message Revocation Enabled on Client
	CHAT REVOKE TIMER
	This parameter indicates if the revocation of messages is enabled on the clients of the Service Provider and will thus indicate whether Revocation requests would be sent across the NNI towards Service Providers that rely on Revocation for the Delivery Assurance Mechanism.

	Expiry of message in deferred Storage Queue
	Not Available
	Indicates for how long a message sent to subscribers of the Service Provider will be held in the deferred Storage queue when it cannot be delivered. This is mainly relevant when the Delivery Assurance Mechanism relies on Revocation.

	File Transfer HTTP retention period
	Not Available
	Indicates for how long a file that was sent using File Transfer via HTTP will be indicated as available for download in the File Transfer via HTTP XML bodies that are sent by the Service Provider over the NNI.
Any differences in the value between interconnected Service Providers will be honoured at the protocol level since a final decision is with the invited clients.
Such differences might lead to inconsistencies in the user experience though. It is therefore recommended that Service Providers with lots of NNI traffic between themselves (for example, those within the same country) use similar values.

	Max MSRP chunk size
	Not available
	The maximum MSRP chunk size supported for MSRP media transport. This will not only avoid the potential MSRP message rejection across networks but also affect the dimensioning of an NNI.  The upper limit for this parameter is 500KB.  To minimize the rechunking over NNI, the Service Providers with a lot of NNI traffic may consider using the same value.

	SIP Content-Compression Enabled
	CONTENT COMPRESS SIZE
	This parameter indicates whether SIP Content-Compression is supported in NNI. .



	Page 2 of 5
image1.jpeg




