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Second change
[bookmark: _Toc163534470][bookmark: _Toc317076611][bookmark: _Ref343240690][bookmark: _Toc343243612][bookmark: _Toc521309610]7.5  IMS
The IPX Network can be used for IMS interworking between IMS networks as depicted in Figure 10 below. Note that User Plane traffic may or may not be sent through the IPX Proxy.
IMS interworking will introduce new protocols (for example, used by peer-to-peer applications in the user plane) which the IP backbone Provider shall not restrict. User-to-User or User-to-Server traffic shall be carried inside GRE tunnel over the Inter-Service Provider IP Backbone. At least the User Plane shall be encapsulated, and it is optional whether or not the Control Plane is encapsulated. For further information on IMS see GSMA PRD IR.65 [20] - IMS Roaming and Interworking Guidelines – and 3GPP TS 23.228 [21]. [image: ]
: IPX Network used for the IMS Interworking
As stated in GSMA PRD IR.65 [20] section 5.7, the inter-connected networks in figure 10 can be, based on Operator deployment preference, either :- 
a converged IMS core network supporting all IMS services, 
a separated IMS core network, with each supporting a sub-set of IMS services networks.  
As described in GSMA PRD IR.95 [35] section 13, when there is a need to inter-connect between such different deployment options, then a suitable interworking capability is required between the IMS cores. Such interworking capability can be provided by the IPX network. 
Furthermore,  Operators can also deploy different mechanisms to realise the RCS Capability Exchange mechanism (i.e. Options versus Presence based) to negotiate the commonly supported service set. If different mechanisms are deployed in inter-connected networks, then there is a  need to provide an interworking function as described in GSMA PRD IR.90 [36] section 4.1.3. Such an interworking function can also be provided by the IPX network.   
More detailed requirements for an IPX Proxy for SIP-based traffic can be found in  Annex B: Proxy requirements.
Third change
[bookmark: _Toc317076622]B.2.1.2  Operational Requirements
[bookmark: _Toc216077484][bookmark: _Toc241985389][bookmark: _Toc280689665][bookmark: _Toc301187362][bookmark: _Toc301189221]The set of Operational Requirements described in this section provide functions that could be hosted either by the Service Provider within their own networked implementation, or could be effectively ‘outsourced’ to the IPX Provider, for the IPX Provider to operate on behalf of the Service Provider. The decision on whether these functions are kept within the Service Provider's network or are operated on their behalf by the IPX Provider will be made bilaterally between an individual Service Provider and their IPX Provider, on a service by service basis.
[bookmark: _Toc216077485][bookmark: _Toc241985390][bookmark: _Toc280689666][bookmark: _Toc301187363][bookmark: _Toc301189222]Where such requirements and functions are operated by the IPX Provider, the IPX Provider shall implement these functions in a way that is ‘transparent’ to other Service Providers.  In this case, transparent implies that a Service Provider B that is connecting to Service Provider A must be unaware at Layer 3, of whether the functions described in this section are implemented within Service Provider A’s network or within their IPX Provider’s network, as identified by requirements defined in GSMA PRD IR.40 [26] and GSMA PRD IR.77 [19].
[bookmark: _Toc216077486][bookmark: _Toc241985391][bookmark: _Toc280689667][bookmark: _Toc301187364][bookmark: _Toc301189223]All requirements described in the remainder of this section shall maintain this concept of transparency in their implementation.
RO1. IPX Proxy shall have DNS and ENUM resolver capability.
RO2. IPX Proxy shall be able to provide transcoding, when needed. 
RO3. IPX Providers can offer support of interworking functionality between different control plane protocols to Service Providers.  If Service Providers require the support of this functionality, it shall be provided transparently as an IPX Proxy function.
RO4. IPX Providers can offer support of interworking functionality between different user plane protocols to Service Providers.  If Service Providers require the support of this functionality, it shall be provided transparently as an IPX Proxy function.
RO5. IPX Proxy shall be able to support 3GPP standards compliant interfaces relevant to interconnect functions for IMS-based services connectivity
RO6. IPX Proxy shall be able to relay traffic between terminals that are located in different networks and use overlapping private IPv4 addresses.
RO7. IPX Proxy shall be able to store routing information, regarding the IP address/port pair used for a particular media stream between two Service Providers.  This information is required to allow the IPX Proxy to open and close pinholes for the media streams associated with a signalling exchange.
RO8. IPX Proxy shall support all transport protocols required for the services to be interconnected using that IPX Proxy. 
RO9. IPX Proxy shall support ENUM resolution.
RO10. IPX Proxy shall support opening pinholes for user plane traffic traversal based on control plane protocol information.
RO11. IPX Proxy shall support closing pinholes used by user plane traffic based on control plane protocol information.
RO12. IPX Proxy may support the ability to provide maximum admission control limits on a per domain basis.
RO13. IPX Proxy shall be able to apply policy-based functionality on a per application and service provider basis.
RO14. IPX Proxy shall be able to support user plane policing based on the data rate.
RO15. IPX Proxy may be able to support an interworkring capability between Service Providers who have opted for different IMS core network deployment options (i.e. converged IMS core network providing all IMS services versus separate IMS core networks, with each providing a sub-set of the overall set of services). This interworking functionality ensures consistency of SIP message routing to the correct IMS core network as well as the correct exchange of service capabilities between Service Provider networks.  
RO14. IPX Proxy may be able to support inter-working of Options based and Presence based RCS Capability Exchange as described in  GSMA PRD IR.90 [36] section 4.1.3.

End of changes
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