

TSGDaSP_2715006_V1_CR_Orange_BatteryLowMode.docx
	Change Request Form

	[image: ]
	Change Request to 
GSMA TS.27 NFC Handset Test Book V15.0 

Fill out the yellow fields below, mark up the changes using revision marks. Un-changed chapters which are not relevant should be removed from the CR. The CR to shall be send to: 
cmadsen@comprion.com AND Anders.F.Olsson@sony.com


	Document Summary 

	Official Document Number,  Document Title and Version Number  
	Change Request to TS.27 Version 15.0

	Official Document Type
	Non-binding Permanent Reference Document

	Change Request Security Classification
	Confidential - Full, Rapporteur, and Associate Members

	Is this a new document or a Major or Minor Change?
	Major Change

	This document is for
	Approval

	Input Editor and Organisation
	Pierre-Yves Marche (Orange)

	Additional Contributors
	Jim Wu (Samsung)

	Supporting Companies
	

	Issuing Group/Project
	TSGDaSP

	Approving Group/Project
	TSGDaSP + TSG

	Change Request Creation Date
	05.09.2019

	What are the reasons for and benefits of creating this new document or Change Request?
	ensure NFC performances in battery low mode
Aiming to propose a solution to AP 81_2
A CR was proposed for v15 but was postponed at that time waiting from NFC Forum answer. NFC Forum has now provided an answer, so we suggest to proceed considering their expertise on the domain

	Which Sections of the document are affected?
	$3.5

	Date / Version
	Comments

	05.09.2019 / V1
	Initial CR

	16.09.2019 / V1
	Review & Comments from Samsung

	
	


[bookmark: RestrictedTable2][bookmark: _Toc351737779][bookmark: _Toc351738191][bookmark: _Toc351931603][bookmark: _Toc351931892][bookmark: _Toc351979254][bookmark: _Toc351979535][bookmark: _Toc351979816][bookmark: _Toc351737780][bookmark: _Toc351738192][bookmark: _Toc351931604][bookmark: _Toc351931893][bookmark: _Toc351979255][bookmark: _Toc351979536][bookmark: _Toc351979817][bookmark: _Toc351737781][bookmark: _Toc351738193][bookmark: _Toc351931605][bookmark: _Toc351931894][bookmark: _Toc351979256][bookmark: _Toc351979537][bookmark: _Toc351979818][bookmark: _Toc351737782][bookmark: _Toc351738194][bookmark: _Toc351931606][bookmark: _Toc351931895][bookmark: _Toc351979257][bookmark: _Toc351979538][bookmark: _Toc351979819][bookmark: _Toc351737785][bookmark: _Toc351738197][bookmark: _Toc351931609][bookmark: _Toc351931898][bookmark: _Toc351979260][bookmark: _Toc351979541][bookmark: _Toc351979822][bookmark: _Toc351737798][bookmark: _Toc351738210][bookmark: _Toc351931622][bookmark: _Toc351931911][bookmark: _Toc351979273][bookmark: _Toc351979554][bookmark: _Toc351979835][bookmark: _Toc298159038][bookmark: _Toc298159262][bookmark: _Toc298160335][bookmark: _Toc298159039][bookmark: _Toc298159263][bookmark: _Toc298160336][bookmark: _Toc351737799][bookmark: _Toc351738211][bookmark: _Toc351931623][bookmark: _Toc351931912][bookmark: _Toc351979274][bookmark: _Toc351979555][bookmark: _Toc351979836][bookmark: _Toc298159041][bookmark: _Toc298159265][bookmark: _Toc298160338][bookmark: _Toc351737881][bookmark: _Toc351738293][bookmark: _Toc351931705][bookmark: _Toc351931994][bookmark: _Toc351979356][bookmark: _Toc351979637][bookmark: _Toc351979918][bookmark: _Toc351737885][bookmark: _Toc351738297][bookmark: _Toc351931709][bookmark: _Toc351931998][bookmark: _Toc351979360][bookmark: _Toc351979641][bookmark: _Toc351979922][bookmark: _Toc351737915][bookmark: _Toc351738327][bookmark: _Toc351931739][bookmark: _Toc351932028][bookmark: _Toc351979390][bookmark: _Toc351979671][bookmark: _Toc351979952][bookmark: _Toc306890882][bookmark: _Toc306890883][bookmark: _Toc351737918][bookmark: _Toc351738330][bookmark: _Toc351931742][bookmark: _Toc351932031][bookmark: _Toc351979393][bookmark: _Toc351979674][bookmark: _Toc351979955][bookmark: _Toc351656167][bookmark: _Toc351656277][bookmark: _Toc351656764][bookmark: _Toc351657667][bookmark: _Toc351737920][bookmark: _Toc351738332][bookmark: _Toc351931744][bookmark: _Toc351932033][bookmark: _Toc351979395][bookmark: _Toc351979676][bookmark: _Toc351979957][bookmark: _Toc351656171][bookmark: _Toc351656281][bookmark: _Toc351656768][bookmark: _Toc351657671][bookmark: _Toc351737924][bookmark: _Toc351738336][bookmark: _Toc351931748][bookmark: _Toc351932037][bookmark: _Toc351979399][bookmark: _Toc351979680][bookmark: _Toc351979961][bookmark: _Toc306890885][bookmark: _Toc351979693][bookmark: _Toc351979974][bookmark: _Toc351980095][bookmark: _Toc400294264][bookmark: _Toc385424109][bookmark: _Toc406759803][bookmark: _Toc417555025][bookmark: _Toc435516222][bookmark: _Toc451441892][bookmark: _Toc468028196][bookmark: _Toc496611611][bookmark: _Toc306872578][bookmark: _Toc306872364][bookmark: _Toc306813111][bookmark: _Toc11765370]

[bookmark: _Toc11765379]2	Test environment
[bookmark: _Toc11765380]2.1	Applicability
The purpose of this section is to confirm whether a test case as defined in the TS.27 is applicable.
For test cases defined in referenced specifications, the corresponding applicability is defined in the referenced specifications. 
The applicability depends on the features supported in the device and/or on the Operating System.
This section consists of 6 tables which are the normative tables: 
Table 2.4, 2.5 and 2.7 are to be completed by device supplier and test house respectively:
	Table 2.4: “Optional features”: This is a template with features (device characteristics) optional for the device to support. This table should be completed by the supplier of the device. The completed template can be input for the compilation of list of applicable test cases from table 2.5.
	Table 2.5: “Applicability Table”: This is a template which can be used to establish the list of applicable test cases depending on the supported features and the Operating System. The table provide a “Support” Column which should be used to state the established applicability complied from the conditional expressions.
	Table 2.7: “Device default configuration”. Additional device information used for the testing.
Table 2.1, 2.2, 2.3 and 2.6 explain the format and content of Table 4 and 5.
	Table 2.1, 2.2 and 2.3: These tables explain the columns, the format and status notifications used in Table 4 and 5.
	Table 2.6: “Conditional Items”: This is a list of conditional (Boolean) expressions to be evaluated by the test house. The expressions are evaluated based on Table 4 Optional Features and used to establish the complete list of applicable test cases for the device to be tested.
The format and usage of applicability definition follow the description within ETSI specifications e.g. ETSI TS 102 694-1 [11], but simplified to only cover the scope of TS.27.
[bookmark: _Toc11765381]2.1.1	Format of the table of optional features
The columns in table of optional features have the following meaning:

	Column
	Meaning 

	Item
	Unique numbering of each optional feature

	Optional Feature
	The name of the optional feature supported or not supported by the device implementation.

	Support
	The support columns are to be filled in by the supplier of the device. The following common notations can be used:
Y	The feature is supported by the device.
N	The feature is not supported by the device.

	Mnemonic
	The mnemonic column contains mnemonic identifiers for each item which is a short name for the optional feature.


Table 2.1: Format of the table of optional features
[bookmark: _Toc11765382]2.1.2	Format of the applicability table
The format of the Applicability table is defined in the table below.
The columns in Table 2.5 have the following meaning:
	Column
	Meaning 

	Test case
	The “Test case” column gives a unique reference to the test case.

	Test Case Title
	The “Test Case Title” column gives the title of the test case.

	TS.26 Versions
	If blank it is applicable for all versions of TS.26 referenced by the current version of TS.27, otherwise it will be marked with the applicable versions.

	Test case applicability
	The “Test case applicability” column indicates which test cases are applicable per given Device Operating System. Several different status notifications can be used in this column. They are defined in the table in section 2.1.3.


Table 2.2: Format of the applicability table
The Applicability Table does not include test cases in the status FFS. The FFS test cases are only included in the complete list of test cases in Annex D.1.
[bookmark: _Toc11765383]2.1.3	Status and Notations of the Applicability Table
The “Device Operating System” columns show the status of the entries as follows:
The following notations are used for the status column:
	Status
	Description

	M
	Mandatory – the test case is mandatory for a device implementation using the given Operating System.
If the test case refers to an external specification, there might be several additional test cases required. This means the specific applicability of each underlying test cases has to be evaluated according to the applicability within the external specification. For example if an “M” is stated in the TS.27, it does not necessarily mean that all the underlying test cases are applicable.

	FFS
	See section 2.2.4

	N/A
	Not Applicable – the test case is not applicable for a device using the given Operating System, i.e. the test is not required.
N/A is considered as a permanent “Not Applicable” test case compared to TNR, see below.

	TNR
	Test Not Ready – the test case is not available in this version of TS.27 for a device using the given Operating System. This means in a future version of TS.27, the test case is expected to be updated to support the specific Operating System or a new test case will be defined.

	Ci
	Conditional – the requirement on the capability (“M”, “O” or “N/A”) depends on the support of other optional or conditional items. “i” is an integer identifying a unique conditional status expression which is defined immediately following the table. For nested conditional expressions, the syntax "IF ... THEN (IF ... THEN ... ELSE...) ELSE … " is to be used to avoid ambiguities.


Table 2.3: Status and Notations
[bookmark: _Toc11765384]2.1.4	Table of optional features
The supplier of the implementation shall state the support of possible options in Table 4. See clause Error! Reference source not found. for the format of Table 4. Items indicated as O_XYZ (for example, O_SCWS) refer to features supported by the device.
	Item
	Optional Feature
	Support
	Mnemonic (short name for the optional feature)

	2
	Support of LTE/IMS
	
	O_LTE/IMS

	3
	Support of LTE with fallback to 2G/3G
	
	O_LTE/2G-3G

	4
	Support of read/write NFC Tag at distance > 1,0cm and ≤ 2,0cm
	
	O_TAG_DISTANCE 2CM

	5
	Support of read/write NFC Tag at distance > 2,0cm and ≤ 3,0cm, see note 5
	
	O_TAG_DISTANCE_3CM

	6
	Support of read/write NFC Tag at distance > 3,0cm and ≤ 4,0cm, see note 4
	
	O_TAG_DISTANCE_4CM

	10
	Support of Multiple APN
	
	O_MULTI_APN

	11
	Terminal executes User confirmation phase before sending PDP context activation request
	
	O_User_Confirm_Before_PDP_Context_Request

	12
	Support of Multiple Active CEEs model  in Battery Operational Mode
	
	O_MULTI_CEE_ON

	15
	The NFC status is persistent across DUT power off and power on
	
	O_NFC _PERSISTENCE

	20
	Terminal supports Short Message Service (SMS) MT over CS (see note 8 and 10)
	
	pc_SMS_CS_MT

	21
	Terminal supports Short Message Service (SMS) MO over CS (see note 9 and 10)
	
	pc_SMS_CS_MO

	22
	Terminal supports Short Message Service (SMS) MT over PS (see note 8 and 10)
	
	pc_SMS_PS_MT

	23
	Terminal supports Short Message Service (SMS) MO over PS (see note 9 and 10)
	
	pc_SMS_PS_MO

	24
	Preferred buffer size supported by the terminal for Open Channel command is greater than 0 byte and less than 65535 bytes
	
	O_BUFFER_SIZE

	33
	DUT contains eSE (see note 16)
	
	O_eSE

	35
	Support of REQ_167.1
	
	O_REQ_167.1

	36
	DUT implements Android versions from 10 (10 is included)
	
	O_FROM_ANDROID_10

	Note 1: In order to reflect current industry implementation, test cases with read/write distance > 1cm are optional for this version 
Note 4: If option O_TAG_DISTANCE_4CM is supported, then O_TAG_DISTANCE_2CM and O_TAG_DISTANCE_3CM must be supported.
Note 5: If option O_TAG_DISTANCE_3CM is supported, then O_TAG_DISTANCE_2CM must be supported
Note 8: IF pc_SMS_PS_MT is supported, then pc_SMS_CS_MT is optional, ELSE pc_SMS_CS_MT is mandatory
Note 9: IF pc_SMS_PS_MO is supported, then pc_SMS_CS_MO is optional, ELSE pc_SMS_CS_MO is mandatory
Note 10: The options pc_SMS_CS_MT, pc_SMS_CS_MO, pc_SMS_PS_MT and pc_SMS_PS_MO are related to the test cases in Chapter 12.3.3.9.
Note 16: Devices containing eSE shall be configured according to Annex F.
The Notes 2, 3, 6, 7, and 11-15 are VOID.


Table 2.4: Optional Features
Note: Items 1, 7-9, 13-14, 16-19, 25-32 and 34 are VOID.
[bookmark: _Toc11765385]2.1.5	Applicability Table
The table below specifies the applicability of each test case to the device under test. See clause 2.1.2 for the format of Table.

	Test Case
	Test Case Title
	TS.26 versions
	Test Case Applicability

	
	
	
	Android
	Others

	3.3.3.2
	NFC Forum Type 2 Tag – Read NFC Tag 
	
	M
	FFS

	3.3.3.3
	NFC Forum Type 3 Tag – Read NFC Tag 
	
	M
	FFS

	3.3.3.4
	NFC Forum Type 4 Tag – Read NFC Tag 
	
	M
	FFS

	3.3.3.6
	NFC Forum Type 2 Tag – Write NFC Tag 
	
	M
	FFS

	3.3.3.7
	NFC Forum Type 3 Tag – Write NFC Tag 
	
	M
	FFS

	3.3.3.8
	NFC Forum Type 4 Tag – Write NFC Tag 
	
	M
	FFS

	3.3.3.10.1
	Distance for NFC Type 2 Tag reading
Test Sequence No 1: Distance for NFC Type 2 Tag Reading – 0,0cm
	
	M
	FFS

	3.3.3.10.2
	Distance for NFC Type 2 Tag reading
Test Sequence No 2: Distance for NFC Type 2 Tag Reading – 0,5cm
	
	M
	FFS

	3.3.3.10.3
	Distance for NFC Type 2 Tag reading
Test Sequence No 3: Distance for NFC Type 2 Tag reading – 1,0cm
	
	M
	FFS

	3.3.3.10.4
	Distance for NFC Type 2 Tag reading
Test Sequence No 4: Distance for NFC Type 2 Tag Reading – 2,0cm
	
	C015
	FFS

	3.3.3.10.5
	Distance for NFC Type 2 Tag reading
Test Sequence No 5: Distance for NFC Type 2 Tag Reading – 3,0cm
	
	C016
	FFS

	3.3.3.10.6
	Distance for NFC Type 2 Tag reading
Test Sequence No 6: Distance for NFC Type 2 Tag Reading – 4,0cm
	
	C017
	FFS

	3.3.3.11.1
	Distance for NFC Type 3 Tag reading
Test Sequence No 1: Distance for NFC Type 3 Tag Reading – 0,0cm
	
	M
	FFS

	3.3.3.11.2
	Distance for NFC Type 3 Tag reading
Test Sequence No 2: Distance for NFC Type 3 Tag Reading – 0,5cm
	
	M
	FFS

	3.3.3.11.3
	Distance for NFC Type 3 Tag reading
Test Sequence No 3: Distance for NFC Type 3 Tag reading – 1,0cm
	
	M
	FFS

	3.3.3.11.4
	Distance for NFC Type 3 Tag reading
Test Sequence No 4: Distance for NFC Type 3 Tag Reading – 2,0cm
	
	C015
	FFS

	3.3.3.11.5
	Distance for NFC Type 3 Tag reading
Test Sequence No 5: Distance for NFC Type 3 Tag Reading – 3,0cm
	
	C016
	FFS

	3.3.3.11.6
	Distance for NFC Type 3 Tag reading
Test Sequence No 6: Distance for NFC Type 3 Tag Reading – 4,0cm
	
	C017
	FFS

	3.3.3.12.1
	Distance for NFC Type 4A Tag reading
Test Sequence No 1: Distance for NFC Type 4 TagA Reading – 0,0cm
	
	M
	FFS

	3.3.3.12.2
	Distance for NFC Type 4A Tag reading
Test Sequence No 2: Distance for NFC Type 4 TagA Reading – 0,5cm
	
	M
	FFS

	3.3.3.12.3
	Distance for NFC Type 4A Tag reading
Test Sequence No 3: Distance for NFC Type 4 TagA reading – 1,0cm
	
	M
	FFS

	3.3.3.12.4
	Distance for NFC Type 4A Tag reading
Test Sequence No 4: Distance for NFC Type 4 TagA Reading – 2,0cm
	
	C015
	FFS

	3.3.3.12.5
	Distance for NFC Type 4A Tag reading
Test Sequence No 5: Distance for NFC Type 4 TagA Reading – 3,0cm
	
	C016
	FFS

	3.3.3.12.6
	Distance for NFC Type 4A Tag reading
Test Sequence No 6: Distance for NFC Type 4 TagA Reading – 4,0cm
	
	C017
	FFS

	3.3.3.13.1
	Distance for NFC Type 4B Tag reading
Test Sequence No 1: Distance for NFC Type 4 TagB Reading – 0,0cm
	
	M
	FFS

	3.3.3.13.2
	Distance for NFC Type 4B Tag reading
Test Sequence No 2: Distance for NFC Type 4 TagB Reading – 0,5cm
	
	M
	FFS

	3.3.3.13.3
	Distance for NFC Type 4B Tag reading
Test Sequence No 3: Distance for NFC Type 4 TagB reading – 1,0cm
	
	M
	FFS

	3.3.3.13.4
	Distance for NFC Type 4B Tag reading
Test Sequence No 4: Distance for NFC Type 4 TagB Reading – 2,0cm
	
	C015
	FFS

	3.3.3.13.5
	Distance for NFC Type 4B Tag reading
Test Sequence No 5: Distance for NFC Type 4 TagB Reading – 3,0cm
	
	C016
	FFS

	3.3.3.13.6
	Distance for NFC Type 4B Tag reading
Test Sequence No 5: Distance for NFC Type 4 TagB Reading – 4,0cm
	
	C017
	FFS

	3.3.3.15
	NFC Type 2 Tag reading performance 
	
	M
	FFS

	3.3.3.16
	NFC Type 3 Tag reading performance 
	
	M
	FFS

	3.3.3.17
	NFC Type 4A Tag reading performance 
	
	M
	FFS

	3.3.3.18
	NFC Type 4B Tag reading performance 
	
	M
	FFS

	3.3.3.19
	NFC Tag handling during an active data transfer.
	
	M
	FFS

	3.3.3.24.2
	NFC Forum Type 2 Tag Operations Test Cases
	
	M
	FFS

	3.3.3.24.3
	NFC Forum Type 3 Tag Operations Test Cases
	
	M
	FFS

	3.3.3.24.4
	NFC Forum Type 4 Tag Operations Test Cases
	
	M
	FFS

	3.3.3.25
	NFC Forum Test Cases for Analog (all valid versions)
	
	M
	FFS

	3.3.3.27
	NFC Forum Test Cases for Analog 2.0 only
	
	M
	FFS

	3.3.3.28
	Extended Length APDU handling
	
	M
	FFS

	3.4.3.1.1
	Card Emulation enabled as soon as NFC hardware is on
Test Sequence No.1
	
	M
	FFS

	3.4.3.1.2
	Card Emulation enabled as soon as NFC hardware is on
Test sequence No 2
	
	C014
	FFS

	3.4.3.1.3
	Card emulation in device on but in screen locked
	
	M
	FFS

	3.4.3.1.4
	Card emulation in device on but screen off
	
	M
	FFS

	3.4.3.2
	NFC during Standby time
	
	M
	FFS

	3.4.3.3.4
	Verify that device is able to perform Card Emulation Mode A, Card Emulation Mode B and CLT A transaction in Battery Low modes
Test sequence No 4: Card Emulation Mode Type A in Battery Low Mode
	
	M
	FFS

	3.4.3.3.5
	Verify that device is able to perform Card Emulation Mode A, Card Emulation Mode B and CLT A transaction in Battery Low modes
Test sequence No 5: Card Emulation Mode Type B in Battery Low Mode
	
	M
	FFS

	3.4.3.4
	Distance for card emulation
	
	M
	FFS

	3.4.3.10
	Distance for card emulation in Battery Power-low Mode (0cm)
	
	M
	FFS

	3.4.3.11
	Distance for card emulation in Battery Power-low Mode (0.5cm)
	
	M
	FFS

	3.4.3.12
	Distance for card emulation in Battery Power-low Mode (1cm)
	
	M
	FFS

	3.4.3.13
	Distance for card emulation in Battery Power-low Mode (1.5cm)
	
	M
	FFS

	3.4.3.14
	Distance for card emulation in Battery Power-low Mode (2cm)
	
	M
	FFS

	3.4.3.15
	Distance for card emulation in Battery Power- operational Mode (0cm)
	
	M
	FFS

	3.4.3.16
	Distance for card emulation in Battery Power- operational Mode (0.5cm)
	
	M
	FFS

	3.4.3.17
	Distance for card emulation in Battery Power- operational Mode (1cm)
	
	M
	FFS

	3.4.3.18
	Distance for card emulation in Battery Power- operational Mode (1.5cm)
	
	M
	FFS

	3.4.3.19
	Distance for card emulation in Battery Power- operational Mode (2cm)
	
	M
	FFS

	3.4.3.20.1
	Card emulation with switched off device (0cm)
	
	M
	FFS

	3.4.3.20.2
	Card emulation with switched off device (0.5cm)
	
	M
	FFS

	3.4.3.20.3
	Card emulation with switched off device (1cm)
	
	M
	FFS

	3.4.3.20.4
	Card emulation with switched off device (1.5cm)
	
	M
	FFS

	3.4.3.20.5
	Card emulation with switched off device (2cm)
	
	M
	FFS

	3.4.3.21
	Extended Length APDU handling
	
	M
	FFS

	3.5.3.1
	SWP Compliance testing
	
	M
	FFS

	3.5.3.2
	HCI Compliance testing
	
	M
	FFS

	3.5.3.3
	SWP Stress test
	
	M
	FFS

	3.5.3.4
	Switch mode
	
	M
	FFS

	3.5.3.5
	RF Analog Protocol compliance in battery operational mode
	
	M
	FFS

	3.5.3.7
	RF Digital Protocol compliance
	
	M
	FFS

	3.5.3.x
	RF Analog Protocol compliance in battery low mode
	
	M
	FFS

	5.3.1.1
	GP SE Access Control – Test Sequence 1
	
	M
	FFS

	5.3.1.2
	GP SE Access Control – Test Sequence 2
	
	M
	FFS

	5.3.1.3
	GP SE Access Control – Test Sequence 3
	
	M
	FFS

	5.3.1.4
	GP SE Access Control – Test Sequence 4
	
	M
	FFS

	5.3.1.8
	GP SE Access Control – Test Sequence 8
	
	M
	FFS

	5.3.1.9
	GP SE Access Control – Test Sequence 9
	
	M
	FFS

	5.3.2
	GP SE Access Control - Refresh tag 
	
	M
	FFS

	5.3.3
	GP SE Access Control – ADF_PKCS#15 and DF PKCS#15
	
	M
	FFS

	5.3.4
	GP SE Access Control – PKCS#15 selection via EF_DIR
	
	M
	FFS

	5.3.5
	GP SE Access Control – Configuration limits
	
	M
	FFS

	5.3.6
	GP SE Access Control – No access
	
	M
	FFS

	5.4
	GP SE Access Control – GP Test Plan
See Note 1 at the end of the table.
	
	M
	FFS

	6.3.1
	GlobalPlatform OMAPI 
	See Annex B.1
	M
	FFS

	6.3.7
	GlobalPlatform OMAPI for eSE 
	See Annex B.1
	C028
	FFS

	7.3.7.1
	Multiple CE Environments Test Sequence No 1: Default route UICC, contactless session with unregistered AID
	
	C018
	FFS

	7.3.7.2
	Multiple CE Environments Test Sequence No 2: Default route HCE, contactless session with unregistered AID
	
	C018
	FFS

	7.3.7.3
	Multiple CE Environments Test Sequence No 3: Default route UICC, off-host AID
	
	C018
	FFS

	7.3.7.4
	Multiple CE Environments Test Sequence No 4: Default route HCE, off-host AID
	
	C018
	FFS

	7.3.7.5
	Multiple CE Environments Test Sequence No 5: Default route UICC, AID conflict, off-host service selected
	
	C018
	FFS

	7.3.7.6
	Multiple CE Environments Test Sequence No 6: Default route HCE, AID conflict, off-host service selected
	
	C018
	FFS

	7.3.7.7
	Multiple CE Environments Test Sequence No 7: Default route UICC, off-host service selected in Tap&Pay
	
	C018
	FFS

	7.3.7.8
	Multiple CE Environments Test Sequence No 8: Default route HCE, off-host service selected in Tap&Pay
	
	C018
	FFS

	7.3.7.9
	Multiple CE Environments Test Sequence No 9: Default route UICC, HCE service selected in Tap&Pay
	
	C018
	FFS

	7.3.7.10
	Multiple CE Environments Test Sequence No 10: Default route HCE, HCE service selected in Tap&Pay
	
	C018
	FFS

	7.3.8.2
	Active Card Emulation in Multiple CE Environments / Card Emulation Sequence No 2: REQ_065 for NFCA
	
	C018
	FFS

	7.3.8.3
	Active Card Emulation in Multiple CE Environments / Card Emulation Sequence No 3: REQ_118.2 for NFCA
	
	C018
	FFS

	7.3.8.4
	Active Card Emulation in Multiple CE Environments / Card Emulation Sequence No 4: REQ_118.2 for NFCB
	
	C018
	FFS

	7.3.8.5
	Active Card Emulation in Multiple CE Environments / Card Emulation Sequence No 5: REQ_118.1 and REQ_162.1 for NFCA
	
	C018
	FFS

	7.3.8.6
	Active Card Emulation in Multiple CE Environments / Card Emulation Sequence No 6: REQ_065 for NFCB
	
	C018
	FFS

	7.3.8.9
	Active Card Emulation in Multiple CE Environments / Card Emulation Sequence No 9: REQ_118.2 and REQ_162.1 for NFCA
	
	C018
	FFS

	7.3.8.10
	Active Card Emulation in Multiple CE Environments / Card Emulation Sequence No 10: REQ_118.2 and REQ_162.1 for NFCB
	
	C018
	FFS

	7.3.8.11
	Active Card Emulation in Multiple CE Environments / Card Emulation Sequence No 11: REQ_177 for NFCA
	
	C018
	FFS

	7.3.9
	Size of the CLF AID Routing table
	
	M
	FFS

	8.3.1
	EVT_TRANSACTION
	
	M
	FFS

	8.3.3
	Intent management
	
	M
	FFS

	8.3.5
	Triggering on HCI event EVT_CARD_DEACTIVATED
	
	M
	FFS

	8.3.6
	Triggering on HCI event EVT_FIELD_OFF
	
	M
	FFS

	11.3.1.1
	OPEN CHANNEL
Test Sequence 1: (OPEN CHANNEL – Default APN Always-ON – Multiple APN supported – with different APN)
	
	C008
	FFS

	11.3.1.2
	OPEN CHANNEL
11.3.1.2 Test Sequence 2: (OPEN CHANNEL – Default APN Always-ON – Only Single APN supported – with different APN)
	
	C009
	FFS

	11.3.1.3
	OPEN CHANNEL
Test Sequence 3: (OPEN CHANNEL – Default APN Always-ON – APN empty)
	
	M
	FFS

	11.3.1.4
	OPEN CHANNEL
Test Sequence No 4: (OPEN CHANNEL – Default APN Always-ON – APN empty- Default Bearer Type used)
	
	M
	FFS

	11.3.2.1
	CLOSE CHANNEL
Test Sequence 1: (CLOSE CHANNEL – Default APN Always-ON – Multiple APN supported – with different APN- SUCCESSFUL)
	
	C008
	FFS

	11.3.2.2
	CLOSE CHANNEL
Test Sequence 2: (CLOSE CHANNEL – Default APN Always-ON – Only Single APN supported – with different APN- SUCCESSFUL)
	
	C009
	FFS

	11.3.2.3
	CLOSE CHANNEL
Test Sequence 3: (CLOSE CHANNEL – Default APN Always-ON – APN empty- SUCCESSFUL)
	
	M
	FFS

	11.3.2.4
	CLOSE CHANNEL
Test Sequence No 4: (CLOSE CHANNEL – Default APN Always-ON – APN empty- SUCCESSFUL- Default Bearer Type Used)
	
	M
	FFS

	11.3.3.1
	RECEIVE DATA
Test Sequence 1: (RECEIVE DATA – Default APN Always-ON – Multiple APN supported – with different APN)
	
	C008
	FFS

	11.3.3.2
	RECEIVE DATA
Test Sequence 2: (RECEIVE DATA – Default APN Always-ON – Only Single APN supported – with different APN)
	
	C009
	FFS

	11.3.3.3
	RECEIVE DATA
Test Sequence 3: (RECEIVE DATA – Default APN Always-ON – APN empty)
	
	M
	FFS

	11.3.3.4
	RECEIVE DATA
Test Sequence 4: (RECEIVE DATA –Default APN Always-ON – APN empty-Default Bearer Type used)
	
	M
	FFS

	11.3.4.1
	SEND DATA
Test Sequence 1: (SEND DATA – Default APN Always-ON – Multiple APN supported –with different APN- BUFFER FULLY USED)
	
	C008
	FFS

	11.3.4.2
	SEND DATA
Test Sequence 2: (SEND DATA – Default APN Always-ON – Only Single APN supported – with different APN- BUFFER FULLY USED)
	
	C009
	FFS

	11.3.4.3
	SEND DATA
Test Sequence 3: (SEND DATA – Default APN Always-ON – APN empty- BUFFER FULLY USED)
	
	M
	FFS

	11.3.4.4
	SEND DATA
Test Sequence 4: (SEND DATA – Default APN Always-ON – APN empty- BUFFER FULLY USED- Default Bearer Type used)
	
	M
	FFS

	12.3.3.1
	Remote management in BIP 
	
	M
	FFS

	12.3.3.2.1
	OPEN CHANNEL
Test Sequence No 1: (OPEN CHANNEL, No APN, immediate link establishment, Default Bearer for requested transport layer, No local address, no alpha identifier)
	
	M
	FFS

	12.3.3.2.2
	OPEN CHANNEL
Test sequence No 2: (OPEN CHANNEL, with APN, immediate link establishment, Default Bearer for requested transport layer, no alpha identifier)
	
	M
	FFS

	12.3.3.2.3
	OPEN CHANNEL 
Test Sequence No 3: (OPEN CHANNEL, with alpha identifier, immediate link establishment, Default Bearer for requested transport layer)
	
	M
	FFS

	12.3.3.2.4
	OPEN CHANNEL	
Test Sequence No 4: (OPEN CHANNEL, with null alpha identifier, immediate link establishment, Default Bearer for requested transport layer)
	
	M
	FFS

	12.3.3.2.5
	OPEN CHANNEL
Test Sequence No 5: (OPEN CHANNEL, command performed with modifications (buffer size), immediate link establishment, Default Bearer for requested transport layer)
	
	C020
	FFS

	12.3.3.2.6
	OPEN CHANNEL
Test Sequence No 6A: (OPEN CHANNEL, user rejection, immediate link establishment, Default Bearer for requested transport layer, open command with alpha identifier,)
	
	C010
	FFS

	12.3.3.2.7
	OPEN CHANNEL
Test Sequence No 6B: (OPEN CHANNEL, User rejection, immediate link establishment, Default Bearer for requested transport layer, open command with alpha identifier)
	
	C011
	FFS

	12.3.3.3
	CLOSE CHANNEL
	
	M
	FFS

	12.3.3.4
	RECEIVE DATA 
	
	M
	FFS

	12.3.3.5
	SEND DATA
	
	M
	FFS

	12.3.3.6
	GET CHANNEL STATUS 
	
	M
	FFS

	12.3.3.7
	Data available event 
	
	M
	FFS

	12.3.3.8
	Channel Status event	 
	
	M
	FFS

	12.3.3.9.1
	SMS-PP Data Download
Test Sequence No 1: (SMS-PP – followed by Open channel – Send/Receive data)
	
	M
	FFS

	12.3.3.9.2
	SMS-PP Data Download
Test Sequence No 2: (SMS-PP – Send SM – followed by Open channel – Send/Receive data)
	
	M
	FFS

	12.3.3.9.3
	SMS-PP Data Download
Test Sequence No 3: (SMS-PP – Send SM – followed by Open channel – Send/Receive data with timer management)
	
	M
	FFS

	12.3.3.9.5
	Test Sequence No 4: (SMS-PP - Open channel - Send/Receive data - Send SM with More Time)
	
	M
	FFS

	12.3.3.9.6
	Test Sequence No 5: (SMS-PP - Open channel - Send/Receive data - Send SM without More Time)
	
	M
	FFS

	12.3.3.10
	Concurrent BIP channels
	
	M
	FFS

	12.3.3.11
	Contents of the TERMINAL PROFILE
	
	M
	FFS

	12.3.3.12.1
	OPEN CHANNEL – Terminal connected to Wi-Fi
Test Sequence No 1: (OPEN CHANNEL, Terminal connected to Wi-Fi-APN empty-Default Bearer Type used)
	
	M
	FFS

	12.3.3.12.2
	OPEN CHANNEL – Terminal connected to Wi-Fi
Test Sequence No 2: (OPEN CHANNEL, Terminal connected to Wi-Fi-APN empty-GPRS Bearer Type used)
	
	M
	FFS

	12.3.3.13.1
	CLOSE CHANNEL – Terminal connected to Wi-Fi
Test Sequence No 1: (CLOSE CHANNEL, Terminal connected to Wi-Fi-APN empty-Default Bearer Type used)
	
	M
	FFS

	12.3.3.13.2
	CLOSE CHANNEL – Terminal connected to Wi-Fi
Test Sequence No 2: (CLOSE CHANNEL, Terminal connected to Wi-Fi-APN empty-GPRS Bearer Type used) 
	
	M
	FFS

	12.3.3.14
	RECEIVE DATA – Terminal connected to Wi-Fi
Test Sequence No 1: (RECEIVE DATA, Terminal connected to Wi-Fi-APN empty-Default Bearer Type used)
	
	M
	FFS

	12.3.3.15
	SEND DATA – Terminal connected to Wi-Fi
Test Sequence No 1: (SEND DATA, Terminal connected to Wi-Fi-APN empty-Default Bearer Type used)
	
	M
	FFS

	12.4.3.1
	Contactless transaction during BIP session
	
	M
	FFS

	12.4.3.2.1
	Receiving and accepting a voice call during BIP CAT-TP data transfer
	
	M
	FFS

	12.4.3.2.3
	Voice Call made from the device during BIP CAT-TP session
	
	M
	FFS

	12.4.3.2.5
	BIP CAT-TP data transfer during a Voice Call is established 
	
	M
	FFS

	12.4.3.3.1
	Test Sequence No 1: OTA data Loading without PoR requested by OTA server
	
	M
	FFS

	12.4.3.3.2
	Test Sequence No 2: OTA data Loading with PoR requested by OTA server
	
	M
	FFS

	12.4.3.3.5
	Test Sequence No 5: OTA data Loading with PoR requested by OTA server only on error
	
	M
	FFS

	12.4.3.4
	Secure Element Access during BIP session
	
	M
	FFS

	12.4.3.5
	SMS and Internet Connection during OTA data Loading 
	
	M
	FFS

	13.3.1
	Secure Element Access API in Radio Off State
	
	M
	FFS

	13.3.2
	Enabled / Disabled states
	
	M
	FFS

	13.3.3
	Modem and UICC over APDU exchange
	
	M
	FFS

	13.3.4
	Modem retrieves the response data to the SELECT command
	
	M
	FFS

	13.3.5
	Modem supports 19 logical channels
	
	M
	FFS

	13.3.6.1
	Get Response APDU segmented from UICC (Case2 Command)
	
	M
	FFS

	13.3.6.2
	Get Response APDU segmented from UICC (Case4 Command)
	
	M
	FFS

	13.3.6.3
	Long APDU answer from UICC (Case2 Command)
	
	M
	FFS

	13.3.6.4
	Long APDU command + answer from UICC (Case4 Command)
	
	M
	FFS

	13.3.7
	Terminal Capability TAG 82
	
	M
	FFS

	13.3.8
	Reselect previously non-existing applet
	
	M
	FFS

	13.3.9
	Retrieve CIN and IIN from eSE ISD by mobile application
	
	C028
	FFS

	15.4.3.2
	GlobalPlatform OMAPI & GP access Control just after device boot
	
	M
	N/A

	15.4.3.4.2
	Usage of identical SE Names across device components (without using GSMA APIs)
	
	C018
	N/A

	15.7.3.6.2
	AID Conflict Resolution mechanism - Test Sequence No 2
	
	C018
	N/A

	15.7.3.7.2
	Test Sequence No 2: Application disabled and re-enabled
	
	C018
	N/A

	15.7.3.7.3
	Test Sequence No 3: Application uninstalled (without using GSMA API)
	
	C018
	N/A

	15.7.3.8.2
	Routing update when Application is updated / upgraded in Multiple CEE model – Test Sequence No 2
	
	C018
	N/A

	15.7.3.8.3 
	Routing update when Application is updated / upgraded in Multiple CEE model - Test Sequence No 3
	
	C018
	N/A

	15.7.3.9.5
	NFC Controller routing table – Test Sequence No 5
	
	C031
	N/A

	15.7.3.9.6
	NFC Controller routing table – Test Sequence No 6
	
	C031
	N/A

	15.7.3.10.1
	Tap&Pay menu – routing of APDUs for payment services – Test Sequence No 1
	
	C018
	N/A

	15.7.3.10.2
	Tap&Pay menu – routing of APDUs for payment services – Test Sequence No 2
	
	C018
	N/A

	15.7.3.10.3
	Tap&Pay menu – routing of APDUs for payment services – Test Sequence No 3
	
	C018
	N/A

	15.7.3.11.1
	Dynamic & Automatic switch of AID default route – Test Sequence No 1
	
	C018
	N/A

	15.7.3.11.3
	Dynamic & Automatic switch of AID default route – Test Sequence No 3
	
	C031
	N/A

	15.7.3.12.1
	Routing in Multiple CEE model without using GSMA API – Test Sequence No 1
	
	C018
	N/A

	15.7.3.12.2
	Routing in Multiple CEE model without using GSMA API – Test Sequence No 2
	
	C018
	N/A

	15.7.3.12.3
	Routing in Multiple CEE model without using GSMA API – Test Sequence No 3
	
	C018
	N/A

	15.7.3.12.4
	Routing in Multiple CEE model without using GSMA API – Test Sequence No 4
	
	C018
	N/A

	15.7.3.12.5
	Routing in Multiple CEE model without using GSMA API – Test Sequence No 5
	
	C018
	N/A

	15.7.3.12.6
	Routing in Multiple CEE model without using GSMA API – Test Sequence No 6
	
	C018
	N/A

	15.7.3.12.7
	Routing in Multiple CEE model without using GSMA API – Test Sequence No 7
	
	C018
	N/A

	15.7.3.12.8
	Routing in Multiple CEE model without using GSMA API – Test Sequence No 8
	
	C018
	N/A

	15.7.3.12.9
	Routing in Multiple CEE model without using GSMA API – Test Sequence No 9
	
	C018
	N/A

	15.7.3.12.10
	Routing in Multiple CEE model without using GSMA API – Test Sequence No 10
	
	C018
	N/A

	15.7.3.13
	Routing in Multiple CEE model with eSE
	
	C027
	N/A

	15.7.3.14
	Routing in Multiple CEE model with eSE in Battery Low Mode
	
	C027
	N/A

	15.7.3.15
	nonAID based services registration and conflict management
	
	C033
	N/A

	15.8.3.3.1
	FEATURE_NFC_OFF_HOST_CARD_EMULATION_UICC
	15.0 onwards
	C032
	

	15.9.3.1
	Permissions
	
	M
	N/A

	15.9.3.2
	APDU Logs
	
	M
	N/A


Table 2.5: Applicability of tests

	Conditional item
	Condition

	C008
	IF (O_MULTI_APN) THEN M ELSE N/A

	C009
	IF (NOT_O_MULTI_APN) THEN M ELSE N/A

	C010
	IF (O_User_Confirm_Before_PDP_Context_Request) THEN M ELSE N/A

	C011
	IF NOT (O_User_Confirm_Before_PDP_Context_Request) THEN M ELSE N/A

	C014
	IF (O_NFC _PERSISTENCE) THEN M ELSE N/A

	C015
	IF (O_TAG_DISTANCE_2CM) THEN M ELSE N/A

	C016
	IF (O_TAG_DISTANCE_3CM) THEN M ELSE N/A

	C017
	IF (O_TAG_DISTANCE_4CM) THEN M ELSE N/A

	C018
	IF (O_MULTI_CEE_ON) THEN M ELSE N/A

	C020
	IF (O_BUFFER_SIZE) THEN M ELSE N/A

	C027
	IF (O_MULTI_CEE_ON AND O_eSE) THEN M ELSE N/A

	C028
	IF (O_eSE) THEN M ELSE N/A

	C031
	IF (O_MULTI_CEE_ON AND NOT O_REQ_167.1) THEN M ELSE N/A 

	C032
	IF (O_FROM_ANDROID_10) THEN M ELSE N/A

	C033
	IF (O_MULTI_CEE_ON AND O_eSE AND NOT O_FROM_ANDROID_10) THEN M ELSE N/A


Table 2.6: Conditional items referenced by Table 2.5
Note: Conditional Items 1-7,12-13, 19, 21-26 and 29-30 are VOID.
[bookmark: _Toc11765386]2.1.6	Information to be provided by the Vendor
The Vendor shall provide information with respect to Device default configuration.
	Item
	Description
	Value
	Status

	1
	Preferred buffer size supported by the terminal for Open Channel command
	
	C

	2
	The value of the Issuer Identification Number of the eSE as personalized in the ISD
	
	C

	3
	The value of the Card Image Number of the eSE as personalized in the ISD
	
	C

	Note: Conditional values shall be provided if the corresponding option is supported in Table 4: Options


Table 2.7: Device default configuration
[bookmark: _Toc11765393]2.3	Tests with measurement and physical settings
Part of this testing refers to measurement or physical positions:
	Transaction duration measurement
	Power consumption measurement
	Distance between the DUT and a NFC tag or a contactless reader (reader and target are centred to each other).
For test cases relative to these characteristics, all relevant information to allow identifying the severity of detected issues must be added in the test report. 
[bookmark: _Toc11765409]3	NFC Features
[bookmark: _Toc11765410]3.1	General overview
This chapter addresses the NFC features covering the contactless interfaces between the device and NFC Tag and Reader respectively as well as the interface between NFC controller and UICC (SWP/HCI).
The test cases are grouped in three sub sections covering respectively NFC Read/Write Mode section, Card Emulation Mode testing and NFC core functions including the SWP/HCI testing.
[bookmark: _Toc11765411]3.2	Conformance requirements
The Requirements tested are referenced in each test case.
[bookmark: _Toc11765420]3.5	Core and Common features
[bookmark: _Toc11765421]3.5.1	General overview
This section addresses the requirements for the core NFC controller and for the common functions between Reader/Writer and Card emulation mode. This also includes the SWP/HCI and RF protocol compliance.
[bookmark: _Toc11765422]3.5.2	Conformance requirements
The Requirements tested are referenced in each test case.
[bookmark: _Toc11765423]3.5.3	Test Cases
3.5.3.1	SWP Compliance testing
Test Purpose
To ensure the device conforms to Single Wire Protocol specification 
Referenced requirement
	TS26_NFC_REQ_006
	TS26_NFC_REQ_008
	TS26_NFC_REQ_009.1
	TS26_NFC_REQ_010
	TS26_NFC_REQ_011
	TS26_NFC_REQ_014
	TS26_NFC_REQ_015
Method of Test
Related Specs/Docs: ETSI TS 102.613 |9]
Test Procedure
The DUT shall pass all applicable test cases referenced in Table B.4.2 and Table B.4.3.
3.5.3.2	HCI Compliance testing
Test Purpose
To ensure the device conforms to Host Controller Interface specification 
Referenced requirement
	TS26_NFC_REQ_007
Related Specs/Docs: ETSI TS 102 622 [10]
Test Procedure
The DUT shall pass all applicable test cases referenced in Table B.5.2 and Table B.5.3.
3.5.3.3	SWP Stress test
Test Purpose
To ensure the DUT manages 100 transactions consecutively
Referenced requirement
	TS26_NFC_REQ_006
Initial Conditions
	The DUT is powered on
	HCI initialization has been performed successfully.
	NFC is enabled on the DUT
	Card Emulation is enabled in the DUT
	ReferenceApplication.cap managing the reference transaction with AID_REF selectable into the reference UICC.
	APDU Application to send APDUs according to the reference transaction.
3.5.3.3.1	Test Sequence No 1
Initial Conditions
None
	Step
	Direction
	Sequence
	Expected Result

	1
	User  DUT
	While the field is off, place the DUT in the area where the field will be powered on.
	None

	2
	User  PCD
	Power on the field
	None

	3
	PCD  DUT
DUT  UICC
	Execute the reference transaction in loop mode (100 loops)
	The reference transaction is performed correctly 100 times consecutively.



3.5.3.4	Switch mode
Test Purpose
To ensure the DUT is able to automatically and continuously switch between card emulation mode and reader emulation mode.
Referenced requirement
	TS26_NFC_REQ_041
Initial Conditions
	The DUT is on
	HCI initialization has been correctly performed
	UICC application with AID01 selectable
	A Type 2 Tag with the RTD “Text” content
	The Tag and the reader are separated by at least 50cm
	The NFC is enabled
3.5.3.4.1	Test Sequence No 1
Initial Conditions
Backlight is on. DUT not locked.
	Step
	Direction
	Sequence
	Expected Result

	1
	
	Place the DUT in front of the Tag to read
	Tag reading ok

	2
	
	Set the DUT in front of the contactless reader then send a SELECT_BY_DF_name AID01
	APDU application receives Status word 90 00

	3
	
	Place the DUT in front of the Tag to read
	Tag reading ok

	4
	
	Set the DUT in front of the contactless reader then send a SELECT_BY_DF_name AID01
	APDU application receives Status word 90 00

	5
	
	Place the DUT in front of the Tag to read
	Tag reading ok

	6
	
	Set the DUT in front of the contactless reader then send a SELECT_BY_DF_name AID01
	APDU application receives Status word 90 00

	7
	
	Place the DUT in front of the Tag to read
	Tag reading ok

	8
	
	Set the DUT in front of the contactless reader then send a SELECT_BY_DF_name AID01
	APDU application receives Status word 90 00

	9
	
	Place the DUT in front of the Tag to read
	Tag reading ok

	10
	
	Set the DUT in front of the contactless reader then send a SELECT_BY_DF_name AID01
	APDU application receives Status word 90 00


3.5.3.5	RF Analog Protocol compliance in battery operational mode
Test Purpose
To ensure that a mobile device is compliant with NFCForum-TS-Analog [19] specifications for card and reader emulation modes.
Referenced requirement
	TS26_NFC_REQ_025
	TS26_NFC_REQ_033
Related Specs/Docs: NFC Forum-TS-Analog [19]
Test Procedure
The DUT shall pass all the test cases referenced in Table B.9.5 and Table B.9.6.
3.5.3.6	VOID
3.5.3.7	RF Digital Protocol compliance
Test Purpose
To ensure that a mobile device is compliant with NFCForum-TS-Digital Protocol [19] and NFCForum TS Activity [19] specifications for card and reader emulation modes.
Referenced requirement
	TS26_NFC_REQ_025
	TS26_NFC_REQ_033
Related Specs/Docs: NFC Forum-TS-Digital Protocol [19]; NFC Forum Activity [19] 
Test Procedure.
The RF Digital Protocol compliance is tested by the test cases referenced in Annex B.9.3.

3.5.3.x	RF Analog Protocol compliance in battery low mode
Test Purpose
To ensure that a mobile device is compliant with NFCForum-TS-Analog [19] specifications in “Listen mode” (card emulation modes) in order to guarantee interoperability with public transport NFC readers as defined in CEN TS16794-1 edition 2
Referenced requirement
· TS26_NFC_REQ_021
· TS26_NFC_REQ_025
· TS26_NFC_REQ_027
Related Specs/Docs: NFC Forum-TS-Analog [19]
Test Procedure
The DUT shall pass all the test cases from table B.9.7 (Listen mode test cases) with DUT in battery low mode.

[bookmark: _Toc11765424]4	VOID



[bookmark: _Toc11765547]Annex B	Reference to other test plan
The GSMA NFC Handset Test Book refers to test specification developed by other organisations (EMVCo, ETSI, 3GPP, GlobalPlatform and NFC Forum). These organisations defined their own requirements for test benches, test applicability and pass criteria’s.
[bookmark: _Toc11765556]B.9	NFC Forum Tag Operation, Analog and Digital Testing
[bookmark: _Toc11765557]B.9.1	Tag Operation
Reference test Specification: The test book refers to “NFC Forum Test Cases for Type 2 Tag Operation” specification.
The following table indicates which test cases are included in the current version of the Test Book:
	TS.27 Numbering
	NFC Forum
	Test case description

	3.3.3.24.2.3.5.2.1
	3.5.2.1
	NDEF Read from Version 1.2 Type 2 tag [TC_T2T_NDA_BV_1]

	3.3.3.24.2.3.5.2.2
	3.5.2.2
	NDEF Read from Version 2.0 Type 2 tag [TC_T2T_NDA_BV_2]

	3.3.3.24.2.3.5.4.1
	3.5.4.1
	NDEF Detection and Read from Type 2 tag (x = 0 to 2) [TC_T2T_NDA_BV_3_x]

	3.3.3.24.2.3.5.4.2
	3.5.4.2
	NDEF Write on INITIALIZED Type 2 tag (x = 0 to 2) [TC_T2T_NDA_BV_4_x]

	3.3.3.24.2.3.5.4.3
	3.5.4.3
	NDEF Write on READ-ONLY Type 2 tag [TC_T2T_NDA_BV_5]

	3.3.3.24.2.3.5.4.4
	3.5.4.4
	Transitions from READ/WRITE to READ-ONLY (x = 0 to 2) [TC_T2T_NDA_BV_6_x]


Table B.9.2: NFC Forum Test Cases for Type 2 Tag Operation
Reference test Specification: The test book refers to “NFC Forum Test Cases for Type 3 Tag Operation”.
The following table indicates which test cases are included in the current version of the Test Book:
	TS.27 Numbering
	NFC Forum
	Test case description

	3.3.3.24.3.3.1.1.1
	3.1.1.1
	Manufacture Parameter (PMm) and Maximum Timing [TC_T3T_MEM_BV_1]

	3.3.3.24.3.3.3.1.1
	3.3.1.1
	Frame Structure and Communication Protocol [TC_T3T_FTH_BV_1]

	3.3.3.24.3.3.4.1.1
	3.4.1.1
	Update Command and Check Command [TC_T3T_CSE_BV_1]

	3.3.3.24.3.3.4.2.1
	3.4.2.1
	Block List Format [TC_T3T_CSE_BV_2]

	3.3.3.24.3.3.5.1.1
	3.5.1.1
	NDEF Management data RWFlag [TC_T3T_NDA_BV_1]

	3.3.3.24.3.3.5.2.1
	3.5.2.1
	Versioning (x=0 to 2) [TC_T3T_NDA_BV_2_x]

	3.3.3.24.3.3.5.3.1
	3.5.3.1
	NDEF Detection and Read Sequence (x=0 or 1) [TC_T3T_NDA_BV_3_x]

	3.3.3.24.3.3.5.3.2
	3.5.3.2
	NDEF Write Sequence [TC_T3T_NDA_BV_4]


Table B.9.3: NFC Forum Test Cases for Type 3 Tag Operation

Reference test Specification: The test book refers to “NFC Forum Test Cases for Type 4 Tag”.The following table indicates which test cases are included in the current version of the Test Book:
	TS.27 Numbering
	NFC Forum
	Test case description

	3.3.3.24.4.3.5.2.1
	3.5.2.1
	NDEF Read from Version 2.2 Type 4 Tag [TC_T4T_NDA_BV_1]

	3.3.3.24.4.3.5.2.2
	3.5.2.2
	NDEF Read from Version 3.0 Type 4 Tag [TC_T4T_NDA_BV_2]

	3.3.3.24.4.3.5.4.1
	3.5.4.1
	NDEF Detection and Read from Type 4 Tag [TC_T4T_NDA_BV_3]

	3.3.3.24.4.3.5.4.2
	3.5.4.2
	NDEF Write on INITIALISED Type 4 Tag [TC_T4T_NDA_BV_4]

	3.3.3.24.4.3.5.4.3
	3.5.4.3
	NDEF Write on READ-ONLY Type 4 Tag [TC_T4T_NDA_BV_5]


Table B.9.4: NFC Forum Test Cases for Type 4 Tag Operation
[bookmark: _Toc11765558]B.9.2	Analog Tests
This Annex refers to test cases from any version including “NFC Forum Test Cases for Analog” [46].
B.9.2.1	NFC Forum Test Cases for Analog (all valid versions) 
The following table lists the test cases relevant for all referenced versions of NFC Forum Analog test specifications. 
	TS.27 Numbering
	NFC Forum
	Test case description

	3.3.3.25.9.1.1.1
	9.1.1.1
	Power Reception Test for NFC-A at Minimum Conditions

	3.3.3.25.9.1.1.2
	9.1.1.2
	Power Reception Test for NFC-A at Nominal Conditions

	3.3.3.25.9.1.1.3
	9.1.1.3
	Power Reception Test for NFC-A at Maximum Conditions

	3.3.3.25.9.1.1.4
	9.1.1.4
	Power Reception Test for NFC-B at Minimum Conditions

	3.3.3.25.9.1.1.5
	9.1.1.5
	Power Reception Test for NFC-B at Nominal Conditions

	3.3.3.25.9.1.1.6
	9.1.1.6
	Power Reception Test for NFC-B at Maximum Conditions

	3.3.3.25.9.1.1.7
	9.1.1.7
	Power Reception Test for NFC-F at Minimum Conditions

	3.3.3.25.9.1.1.8
	9.1.1.8
	Power Reception Test for NFC-F at Nominal Conditions

	3.3.3.25.9.1.1.9
	9.1.1.9
	Power Reception Test for NFC-F at Maximum Conditions

	3.3.3.25.9.1.1.11
	9.1.1.11
	Carrier Frequency Test

	3.3.3.25.9.1.2.1
	9.1.2.1
	Modulation Polling Device to Listening Device at Limit Conditions – NFC-A

	3.3.3.25.9.1.2.2
	9.1.2.2
	Modulation Polling Device to Listening Device at Limit Conditions – NFC-B

	3.3.3.25.9.1.2.3
	9.1.2.3
	Modulation Polling Device to Listening Device at Limit Conditions – NFC-F

	3.3.3.25.9.1.3.4
	9.1.3.4
	Subcarrier Modulation – NFC-A

	3.3.3.25.9.1.3.5
	9.1.3.5
	Subcarrier Modulation – NFC-B

	3.3.3.25.9.2.1.2
	9.2.1.2
	Maximum Power Emission Measurement

	3.3.3.25.9.2.1.3
	9.2.1.3
	Carrier Frequency Measurement

	3.3.3.25.9.2.1.5
	9.2.1.5
	Threshold Level Test

	3.3.3.25.9.2.2.1
	9.2.2.1
	Modulation Polling Device to Listening Device – NFC-A

	3.3.3.25.9.2.2.2
	9.2.2.2
	Modulation Polling Device to Listening Device – NFC-B

	3.3.3.25.9.2.2.3
	9.2.2.3
	Modulation Polling Device to Listening Device – NFC-F


Table B.9.5: NFC Forum Test Cases for Analog (all valid versions)
B.9.2.2	VOID 
B.9.2.3	NFC Forum Test Cases for Analog V2.0 only  
The following table lists the test cases specific for NFC Forum Analog V2.0.

	TS.27 Numbering
	NFC Forum
	Test case description

	3.3.3.27.9.1.1.10
	9.1.1.10
	Loading Effect Measurement 

	3.3.3.27.9.1.1.12
	9.1.1.12
	Power On and Off Test for NFC-A

	3.3.3.27.9.1.1.13
	9.1.1.13
	Power On and Off Test for NFC-B

	3.3.3.27.9.1.1.14
	9.1.1.14
	Power On and Off Test for NFC-F 

	3.3.3.27.9.1.3.1
	9.1.3.1
	Load Modulation Amplitude for NFC-A 

	3.3.3.27.9.1.3.2
	9.1.3.2
	Load Modulation Amplitude for NFC-B 

	3.3.3.27.9.1.3.3
	9.1.3.3
	Load Modulation Amplitude for NFC-F

	3.3.3.27.9.2.1.1
	9.2.1.1
	Minimum Power Emission Measurement

	3.3.3.27.9.2.1.4
	9.2.1.4
	Reset Characteristics Measurement

	3.3.3.27.9.2.3.1
	9.2.3.1
	Load Modulation Reception Test for NFC-A

	3.3.3.27.9.2.3.2
	9.2.3.2
	Load Modulation Reception Test for NFC-B 

	3.3.3.27.9.2.3.3
	9.2.3.3
	Load Modulation Reception Test for NFC-F


Table B.9.6: NFC Forum Test Cases for Analog V2.0 only

B.9.2.4	NFC Forum Analog Test case with device in Battery Low Mode

The following table lists the relevant tests of  NFC Forum Analog test specifications to be executed with a device in Battery Low Mode in order to guarantee interoperability with public transport NFC readers as defined in CEN TS16794-1 edition 2 [x]
	TS.27 Numbering
	NFC Forum
	Test case description

	3.5.3.x.9.1.2.1
	9.1.2.1
	Modulation Polling Device to Listening Device at Limit Conditions – NFC-A

	3.5.3.x.9.1.2.2
	9.1.2.2
	Modulation Polling Device to Listening Device at Limit Conditions – NFC-B

	3.5.3.x.9.1.2.3
	9.1.2.3
	Modulation Polling Device to Listening Device at Limit Conditions – NFC-F

	3.3.3.x.9.1.3.1
	9.1.3.1
	Load Modulation Amplitude for NFC-A 

	3.3.3.x.9.1.3.2
	9.1.3.2
	Load Modulation Amplitude for NFC-B 

	3.3.3.x.9.1.3.3
	9.1.3.3
	Load Modulation Amplitude for NFC-F 


Table B.9.7: NFC Forum AnalogTest case to be performed with the DUT in Battery Low Mode

[bookmark: _Toc11765559]B.9.3	Digital Tests
The device manufacturers shall prove the correct implementation of NFC Forum Digital and Activity specification. This proof can be provided by confirming
a)	that the DUT uses a CLF with NFC Forum Certification Release [19] and complies to the related rules for integrating a certified platform into the DUT.
Or
b)	that the tests according to NFC Forum-TS-Digital Protocol- [19] and NFC Forum-TS-Activity [19] have been successfully performed by the device manufacturer.
Starting 1st January 2019 option a) SHALL be completed.


[bookmark: _Toc11765560]B.10	ETSI TS 102 221 UICC-Terminal interface
Reference test Specification: ETSI TS 102 230-1 [41]
The following test cases are applicable:
1)	Test cases verified by GCF WI 263 are listed in the table below. These test cases are validated by GCF.
	Index
	TC Title

	9.1.1
	TERMINAL CAPABILITY – Additional interfaces support


Table B.10.1: List of applicable test cases from GCF WI 263
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