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Approved the TSGVVEC#12 meeting minutes.

Discussed the POST method proposal and format of the associated POST body:
· Agreed that POST method should be optional for Device Client, in order to be backward compatible with existing implementation

· Entitlement Configuration Server (ECS) shall be able to handle both GET and POST requests if it complies to the TS.43 specification with the new POST requirements

· What was covered from the Device Client perspective:

· If POST is supported, Client always sends POST configuration requests

· If ECS does not support POST, 
· ECS returns 405 “Method not Allowed”
· Device client re-issues request using GET method
· Else
· ECS processes POST request

· Else, Client does not support POST and uses GET method for config requests

· If ECS requires POST instead of GET,
· ECS returns 405 “Method not allowed”
· Else
· ECS processes GET request

· Other option: create a mechanism for the ECS to inform a device client as to which method it should use in configuration requests, for example by using some type of “capability exchange” or within a response HTTP header

· This would not work with legacy device clients which would not understand the exchange (no backward compatibility)
 
· The following table presents the proposed POST/GET processing:
	
	
	ECS supports POST
	ECS does not support POST

	Client supports POST
	Use Case 1
· Client sends POST
· ECS accepts POST
	Use Case 2
· Client sends POST
· ECS responds with HTTP 405
· Client sends GET

	Client does not support POST
	Use Case 3
· Client sends GET
· ECS responds with HTTP 405
· Client error
	Use Case 4
· Client sends GET
· ECS accepts GET



· You can see that the problem will be Use Case 3, where the client only supports GET and ECS requires POST. The client is likely to raise an error due to the unexpected response.

· The content of the POST should be a JSON value, for example:

 POST /path  HTTP/1.1
Content-Type: application/json

{
     “terminal_id” : “013787006099944”,
	“token” : “es7w1erXjh%2FEC%2FP8BV44SBmVipg”,
	“terminal_vendor” : “TVENDOR”,
	“terminal_model” : “TMODEL”,
	“terminal_sw_version” : “TSWVERS”,
	“app” : “ap2006” ,
	“operation” : “CheckEligibility”,
	“companion_terminal_id” : “9811268700609994”,
	“vers” : “1”
}
· Also discussed: if the app and operation parameters can be kept in POST query string, for “routing” purposes. Feedback was that it was not needed to locate the correct resource server, and processing of the POST body can do the trick.

· Next step : receive additional feedback from TSGVVEC delegates on the options and create a CR with the details

Went over TS.43 CR1004 on the definition of the callback functions for the VoWiFi entitlement use case

· Two JS Callback functions for VoWiFi are described: entitlementChanged() and dismissFlow()

· The CR was accepted and will be integrated in next TS.43 version

Discussed the Companion ODSA use case and new requested updates:

· Modifications to the ODSA Architecture figure in Section 6.1 to use more formal terms from TMF (from Orange)

· Addition of a companion_terminal_device_type parameter (from Orange)

· To be integrated in next TS.43 version

Covered next steps on TS.43 approval with Paul Gosden:

· Proposal is to provide a new TS.43 v3.3 version, on top of current v3.2, to be reviewed in next meeting (2nd week of October)

· It should contain CR1004, POST enhancements, small updated on Companion ODSA

· From there, TS.43 v4.0 will be created to provide a clean break from the v3.x series of documents

· TS.43 v4.0 will be used for the official approval process by TSG, initiated in early November


Next meeting for TSGVVEC: TSGVVEC#14 - Thursday October 9.
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