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High-Level Requirements
Edge Enabling Requirments
Network Capability Exposure requirements	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Section 2.3 is for "High-Level Security Requirements". this should be changed to 2.4, as that's the next available number	Comment by  : I wanted to insert that before the security requirements, i.e. changing High-Level Security Requirements to 2.4 as this would give a more logical order in my mind
High-Level requirements
The following requirements apply for the OP related to the exposure of network capabilities:


1. The OP shall allow the operator to expose network capabilities within the Operator or Partner network on which applications consuming such capabilities can be deployed. 
2. The OP architecture shall allow an application provider to consume network capabilities for his application; the capabilities are those of the network domains of the IP flows  between the Application Clients and the corresponding Application Instances associated to that application providers, potentially including different network domains, such as	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I propose to keep only "The OP architecture shall allow an application provider to consume network capabilities ." it is not only to improve the user experience, it can be used for other things and we don't want to limit ourselves to experience improvement only. I would add the rest as a Note	Comment by  : OK. The only other driver i could think of is cost reduction. Do you see more? Anyway i removed the user experience part as suggested.
1. RAN
2. Core Network
3. Transport Network (including Intra-cloudlet network and Inter-cloudlet network)
4. Non-3GPP Access networks
3. The OP needs to handle the situation that specific capabilities are not available for all network domains between the respective Application Clients and the corresponding Application Instances at any time and in any Partner network. 

Capability Management requirements

General principles

An OP shall be able to access network capabilities exposed by an operator network and use those capabilities either for optimizing its OP-specific services or expose those to the application developer.

The OP shall allow for the consumption of the network capabilities by the application client and the application instance as applicable. 

The OP shall allow an application to request network capabilities
· for any data session established between any application client and instance.
NOTE: This may be done as part of the application onboarding process, e.g. by means of the application manifest.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): this is an example, should be a Note, and not part of the requirement
this applies to all examples in this CRs	Comment by  : OK, changed
· for specific data sessions between a subset of application clients and/or a subset of application instances.
NOTE: This could be the scenario e.g. requesting a QoS profile only for a specific set of premium users 	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): same as comment above, examples should not be part of the requirement but a Note	Comment by  : OK changed
· for a specific time period of data sessions between application client and application instance.
Note: This could be a scenario e.g. increase the QoS profile for a video analytic application only while specific event occur

The OP shall support the exposure of three categories of network capabilities:
· Control capabilities: these are network capabilities that allow to control certain behaviour or characteristics of the network, e.g. applying a QoS profile to a session or Traffic Influence)
· Event-based capabilities: these are typically subscription based network services allowing to send messages to the application upon specific network related events, e.g. UE reachability
· Transactional information capabilities: these are capabilities allowing to obtain information from the network in a request-response pattern

Control Capabilities

The OP shall be able to expose control capabilities to the Application provider. Those capabilities may be exposed by matching a declared intent expressed by the application provider to specific capabilities. 	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): example can't be part of the requirement. I propose to reword it to"The OP shall expose control capabilities." 
example has already been provided in the section above.	Comment by  : OK

NOTE : Any control capability includes a specific set of Service Level Indicators (SLIs) which are used to exchange information about specific levels of a network capability between the operator network, partner networks, the respective OPs and the application. An example of SLIs is the QoS profile as defined in Table 6.  	Comment by Tom van Pelt: Does not come to a formal requirement. Should that be "shall include" in the first sentence?	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I think this should be a Note to the requirement above. or it can be reworded as:" Control capabilities shall include a specific set of SLIs. SLIs are used to exchange.........."	Comment by  : OK

Event-based capabilities

The OP shall be able to subscribe to network events. The information elements obtained may be used for other use within the OP, e.g. the orchestration of application instances, or exposed to the application provider. 

For those events exposed to the application provider, the OP shall provide a generic event subscription mechanism. 	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I propose to reword it to: "The OP shall provide a generic event subscription mechanism for the application provider." 
the rest of the sentence is not really needed. 	Comment by  : OK

Transactional capabilities

The OP shall allow the use of transactional capabilities for purposes within the OP itself, or expose through appropriate APIs to the application developer. 

Mobility Requirements

Bearer Change Requirements
The OP shall track the network bearers within the different network domains and ensure that capabilities are being maintained. E.g. if a session between an application client and a UPF over a 5G is exposing network capabilities to the OP via the NEF and this session is transferred to 4G, the OP shall manage the same capability over the SCEF if available. 

Roaming Requirements	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): This sounds more like "Federation requirements". 	Comment by  : yes, the chapter title is in analogy to 2.2.7.1
The OP shall support the exposure of network capabilities outside the home operators footprint (i.e. roaming). 

NOTE: For clarity, availability of a network capability in a visited network is only possible by federation between networks. Roaming on a non-federated operators network does not allow for exposing the visited networks capabilities. 	Comment by Tom van Pelt: Probably this should be a note.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I agree, this should be a note	Comment by  : OK

Access to the network capabilities in the visited network shall be subject to authorization by the home OP and the visited OP. 
High-Level Security Requirements
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