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******* Second Change********
[bookmark: _Toc75969834]2.2.7 Mobility Requirements
Mobile subscribers accessing the edge resources can move to different locations within or outside their home operator's footprint, and they can do so while using the service. In all these cases, the subscribers may expect applications that depend on application functionality deployed on edge resources to provide an experience similar to what they are used to (i.e. when not mobile). The following sections detail the requirements to enable that.
The following connectivity models have been specified in  3GPP TS 23.548 V17.1.0 [Ref 25] ]to enable Edge Computing in 5G networks:
Distributed Anchor Point
Session Breakout
Multiple PDU Sessions
Each of these connectivity models may be used to optimize the user plane data routing towards the Edge cloud. During UE mobility between networks of different operators, the requested level of QoS shall be provided with connectivity to the appropriate Edge Applications instance(s) irrespectively of the connectivity models and session continuity modes. Mapping a QoS model to network implementation as well as the methods for Edge Application server discovery shall be the responsibility of each operator OP and operator deployments may differ but should be compatible with 3GPP specifications.
[image: ]
Figure 1 5GC Connectivity Models for Edge Computing, REF 3GPP TS 23.548 V17.1.0
When Distributed Anchor Point is used all applications connect to the closest anchor point, this method is device independent, including 4G devices. However, it also means that all sessions with the same DNN and S-NSSAI are directed to the distributed UPF, not only edge traffic.
Session Breakout works for all 5G terminals with 5G coverage, however it is not supported in 4G. 
Multiple PDU sessions are supported in the 4 and 5G networks from 3GPP Rel-15 onwards and the UE support is gaining momentum. URSP rules are sent to the UE when connecting to 5G so that traffic flows for edge applications can be separated from other traffic and routed to a local UPF/Edge DN.
The network shall support at least distributed anchor connectivity model. It is recommended to consider multiple PDU sessions as soon as commercially viable.
The following requirements apply for all three connectivity models listed above	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Can we rephrase this to " The following requirements apply for all three connectivity models listed above:"
it is similar to what is used in the whole document OPG.02
·  OP should be able to influence the URSP rules sent to the UE.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Is it possible to have "Multiple PDU Sessions" with 1 PDU over NSSAI1 and 1 PDU over NSSA2? Or all PDUs always have to belong to the same NSSAI?
If the former, DNN may be a better option. 	Comment by Bart van Kaathoven: Deleted since there was no decision	Comment by Bart van Kaathoven: 	Comment by Tom van Pelt: Can probably be just the OP in this case. It may be a coordination between visited and home OP for example.	Comment by Bart van Kaathoven: That would be less precise. Home network of the subscriber provides the URSP rules to the UE, 3GPP is still working on the inter network communication for this.	Comment by Tom van Pelt: Less precise indeed, but that is because these should be high level requirements and shouldn't assume the technical solution yet. Next to that the visited OP would be able to influence indirectly through the Home OP if the EWBI provides the necessary support. 	Comment by Bart van Kaathoven: OK, I removed Home	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Do we want to consider interworking with EPS? If yes, maybe we can reuse/recommmend which SSC should/shouldn't be used based on Annex E in 23.548.	Comment by Bart van Kaathoven: Fixed
	Comment by Bart van Kaathoven: 	Comment by Bart van Kaathoven: 	Comment by Bart van Kaathoven: 	Comment by Bart van Kaathoven: 
NOTE: When interworking with EPS some limitations exist such as described in Annex E of 3GPP TS 23.548 REF[25]	Comment by Bart van Kaathoven: Can also be included in the bottom as a note for the main bullet
· It is recommend that all SSC modes are supported by OP, networks and terminals.	Comment by Bart van Kaathoven: Should be moved to session mobility CR
· OP shall be able to control UPF reselection in its own network via existing methods (Influence on traffic routing) to influence options for application distribution
· The network can notify OP in case of UPF reselection. NEF API is available and needs to be subscribed to for every session of interest.
The following requirements apply for Multiple PDU sessions connectivity model 	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Can we rephrase this to "The following requirements apply for Multiple PDU sessions connectivity model:"	Comment by Bart van Kaathoven: No problem, changed
· Home OP shall be able to influence the URSP rules sent to the UE 	Comment by Tom van Pelt: The wording here remains different from the one in the generic connectivity models list. Probably that one is more appropriate with a requirement like this one having to be included in the requirements for the SBI-NR in section 5.	Comment by Bart van Kaathoven: Additional requirement to 5.1.4.2	Comment by Tom van Pelt: Thanks. That solves it.
· The Multiple PDU sessions connectivity model allows for flexible (and dynamic) mapping of Application traffic to PDU sessions. Without URSP support to control and update the application to PDU session mapping this flexibility will be unmanageable.
· 

2.2.7.1 Roaming Requirements

The OP shall support subscribers accessing the service from outside their home operator's footprint (i.e. roaming subscribers). For those scenarios, the following applies:
Roaming subscribers shall be able to access applications deployed on edge resources within the visited network with the specified Characteristics.
Note 1:	This requires local breakout (LBO) of the subscriber's Protocol Data Unit (PDU)/Packet Data Network (PDN) connection to a User Plane Function(UPF)/PDN Gateway (PGW) in the visited network.
Note 2: To allow LBO for the subscribers, the agreements between operators need to be in place. Part of the information shared between the operators is the DNN/NSSAI used for LBO. 	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): CSP is not used in OPG.02 v1.0. The document uses "operator", I suggest we change "CSP" to "operators".
Maybe we can simply it and say" To allow LBO for the subscribers, the agreements between operators need to be in place."
we don't need to specify what types of agreements, as this is not in the scope of this document	Comment by Bart van Kaathoven: Yes, that is a good change
	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): The agreements don't have any information regarding these points. we need to add all the requirements into the PRD and then the relevant GSMA groups will work on the way how it can be incorporated into the roaming agreement template.
Access of roaming subscribers to edge applications in the visited network shall be subject to authorisation by the subscriber's Home OP and the Visited OP.
An Application Provider shall be able to indicate whether their application is available to inbound/outbound roaming subscribers and, if so, in which networks.
Note:	Availability of the applications a subscriber wishes to access is currently assumed to be covered by the federation between networks. Roaming on a non-federated operator's network is not in scope.
If an OP is not available in the visited network or the OP managing the resources in that network is unavailable to the subscriber (e.g. the required federation or LBO roaming agreements are missing), the subscriber shall still be routed to the most favourable location. This would be the location in the network closest to the user where the application is available and authorised. Because the visited network cannot provide the application, the subscriber shall be routed to the edge application in the subscriber's home network, i.e. the next most favourable location.
An Application Provider shall be able to indicate whether their application can support access by subscribers connected to visited networks, given that such access may result in significant increases in latency.
 
	Comment by Tom van Pelt: This is not really a requirement on the OP that the architecture or the SDO realisation could fulfil. This is probably more like a note.	Comment by Bart van Kaathoven: Agree and moved to note 2

Note 1:	As indicated in section 1.2, a seamless handover from home or visited network to another visited network is not in the scope of the current version of this document.
Note 2: Agreements on which DNN/N-SSAI to use for local breakout need to be in place

[bookmark: _Toc437780036][bookmark: _Toc51656806][bookmark: _Toc74460304]******* Third Change ********
3.3.6.4 UE Provisioning of URSP rules

In order to correctly provision the UE with URSP rules the serving network deployment and configuration need to be considered. The home network defines the URSP rules, visited OP needs to direct the visited network to connect the application to the correct DNN/N-SSAI. Operators need to exchange information to map applications to the right DNN/N-SSAI to populate the URSP rules that map application to the right DNN/N-SSAI, please refer to the 3GPP TS 23.503 REF[26] specification for more information.The OP may facilitate the exchange of relevant deployment and configuration information between the serving and home networks in order to influence the construction of the URSP rules to be provided to the UE. This can apply to all connectivity models. 	Comment by Tom van Pelt: Shouldn't this be in section 3.3.6.4 below? It seems quite detailed for a high level requirements section.	Comment by Bart van Kaathoven: done	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Do the operators need to exchange information about URSP rules? and which information is needed except DNN? Maybe we can add a requirement with the details	Comment by Bart van Kaathoven: Added an external reference
******* Fourth Change ********
5.1.4.2.2	General Requirements
15.	An OP's SBI-NR may be able to initiate a device trigger to a UC for performing application-specific actions (e.g. starting communication with the OP's SBI-NR).
16. An OP’s SBI-NR shall be able to influence the URSP rules sent to the UE to provide the mapping of applications to the DNN/N-SSAI applicable to the serving network. 
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