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======= Start of Change No. 01 (Definitions) ========	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I assume this is section 1.4 of the PRD and all the text below is a new text. is it correct?	Comment by Gunjal, Deepak: That is correct. I have fixed this part in R4 version with original text from PRD phase-2 copied and new changes highlighted


	Service Continuity
	The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change

	Session Continuity
	The continuity of a PDU Session. For PDU Session of IPv4 or IPv6 or IPv4v6 type "session continuity" implies that the IP address is preserved for the lifetime of the PDU Session




======= End of Change No. 01 (Definitions) ========
======= Start of Change No. 02 (1.2 Scope) ========
1.2	Scope
This document intends to guide the entire industry ecosystem; operators, vendors, OEMs, and service providers to define a common solution for exposing network capabilities and edge compute resources. The document provides an end-to-end definition of the Operator Platform for support in edge computing environments. The scope of this document covers requirements and architecture specifications that would guide the industry ecosystem into creating a common solution for exposing network capabilities and edge compute resources. The document intends to span an end-to-end view of the Operator Platform in edge computing environments. The ecosystem includes operators, vendors, OEMs, and service providers.
This document covers the following areas:
•	Operator Platform requirements
o	Focus on Edge Computing: The PRD should define edge computing exposure and network services integration for the Application Providers, whether within enterprises or independent third parties, to enable a simple and universal way of interacting with edge computing platforms. 
o	Open to new services: The PRD definition should allow the platform's evolution to expose additional services in the future, such as IP Communications and networking slicing, among others.
•	Architecture, functions and roles
o	Reference architecture for enabling edge computing: Definition of modular architecture suitable for implementation at the network edge.
o	Reference interfaces: Definition of interconnection for the end-to-end service, between service providers to end-users, network elements and federated platforms. This document focuses on Northbound, Southbound, East/West (i.e. Operator Platform Federation), and User to Network interfaces as a first approach.
o	Mobility: Network and terminal integration should allow service continuity against end-user mobility in the home and visited networks.
•	Standardisation and Open Source communities
o	Gap evaluation in the standards: This document analyses gaps in current networking and edge computing standards and identifies SDOs that are appropriate to complete the OP architecture via detailed specifications, protocols and Application Programming Interfaces (API).
o	The Detailed specification of architecture and interface specifications will be defined by SDOs or Open Source communities, using the baseline in this document.
The GSMA shall review progress to ensure that the end-to-end system is defined consistently across these organisations.
•	Evolution from legacy
o	Fit with established ecosystems: The OP defines the Mobile Operator staging of a broader cloud ecosystem. To meet tight market timing and minimise heavy lifting, it must fit into existing structures and staging, enabling Application Providers to spin their existing capabilities into the Mobile Edge space. Therefore, wherever possible, the OP reuses existing and established structures and processes.
This version of the document focuses on the use of the Operator Platform to provide services to devices attached to their home network. However, it also includes high-level requirements beyond this scenario because they may influence future architecture choices.

Future versions of this document may cover, for example, the following areas in greater depth:
•	The detailed impact of service access by devices that are attached to networks other than their home network (e.g. roaming, Wi-Fi, etc.) on the various interfaces and functions of the OP,
•	Access to edge resources in the visited network when no federation exists between that network's OP and the Home OP of a subscriber,
•	Seamless service continuity when users move to a different network (see sections 2.2.7.3 and 5.2.2.3.6),
•	Low latency interaction between applications in different networks in a standardised manner (see section 3.3.10),
•	Exposure of operator network capabilities beyond edge resources (e.g. Network as a Service features offering improved QoS on network access),
•	The handling of non-SIM devices,
•	Inclusion of further capabilities to allow providing a complete Platform as a Service offering,
•	The management in a federation of legal constraints that restrict an application's distribution to specific regions (see section 3.3),
•	Detailed requirements on the Capability Exposure Role (see section 5.2.1),
•	Detailed requirements on the User Client (see sections 3.5.5.2 and 5.2.4),
•	A more detailed alignment with NG.126 [9] on the information elements that can be used on the different interfaces and in the OP's data model for the Edge Application and the Resource/Node,
•	Data Sharing capability, i.e. Data is 'open' for use by multiple application providers (see section B.8),
•	The sharing of an Application Server between different operators (see section B.8).
•	Application service and session continuity scenario involving mobility from one operator network to other operator’s network and between 3GPP access to non-3GPP access.
•	The edge interconnection network and interface with OP which can be used by OP for edge applications relocations and application state synchronization across the cloudlets 
•	The QoS management and mapping when UE moves between 5G and 4G, between 5G and non-3GPP networks 
•	The 5G SSC mode interworking when UE moves between 5G and 4G and between 5G and non-3GPP networks 
======= End of Change No. 02 (Definitions) ========
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======= Start of Change No. XXX 03 (5.2.2.4 Seamless Application Service and Session Continuity) ========	Comment by Gunjal, Deepak: Section number 5.2.2.4 is currently assigned to “Service availability on Visited Networks”. I propose to assign the 5.2.2.4 to session continuity as it is in continuation to mobility section at 5.2.2.3
5.2.2.4 Seamless Application Service and Session Continuity	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Can you fix the numbering, please?	Comment by Gunjal, Deepak: Updated the expected section numbers
5.2.2.4.1 General principles for application session continuity
A mobile user actively engaged with an edge application instance hosted in edge cloud during its movement from one place to other may not always get the desired quality of experience due to various factors like poor radio connectivity, network congestion, etc. 
The quality of experience from the application perspective is affected by some of the aspects which depends on factors e.g., uninterrupted transport level session continuity (e.g., TCP session). For some category of the applications (e.g., video streaming) the client and server applications may still be able to maintain the seamless user experience despite the interruption in connectivity via building specific application domain specific algorithms. For others e.g., gaming applications such interruptions may affect the user experience significantly.
The OP shall be able to provide a consistent user experience during the mobility of the user deviceOP shall enable the edge applications to provide a consistent user experience to end consumer as possible even during the mobility of the user device.    	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I propose rewording this requirement to:
The OP shall be able to provide a consistent user experience during the mobility of the user device. 	Comment by Gunjal, Deepak: OK. Will update in the R4 version
As general principles, following are key guidelines requirements to provide application service and session continuity in OP defined architectural model: 	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): "requirements" is better than "guidelines". we use "shall", so they are requirements	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): is it only session or it is also service continuity?	Comment by Gunjal, Deepak: It is both service and session continuity
OP will shall rely upon the 5G core network capabilities for supporting service and session continuity in mobile networks to deliver the application session continuity services	Comment by Tom van Pelt: shall?	Comment by Gunjal, Deepak: Changed to shall	Comment by Tom van Pelt: probably better "core network capabilities" because from the below it isn't just 5G.	Comment by Gunjal, Deepak: This is correct. Updated
OP, based on the network capabilities for supporting application session continuity shall expose abstract session continuity models towards the application provider over NBI interface i.e. “IP Preservation”, “Break-Before-Make” and “Make-Before-Break”	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): what are session continuity models?	Comment by Gunjal, Deepak: The abstract models also described later e.g. IP Preservation, break-before-make, make-before-break
OP shall interact with the mobile network via the 3GPP provided standard services over SBI-NR interfaces to work in synchronism with the 5G core network procedures to support application session continuity. 
When required, OP shall inform UCs over UNI interface about the prior indication of device IP address change events, post notification of device IP address change event and also the post relocation the new location of  the application instances. 	Comment by Tom van Pelt: Not clear what this is specifically. The device would probably know about it's own IP Address changes, but may need to know the new app instance when that happens.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I agree with Tom, the device will know it's new IP address immediately. Maybe we can reword the requirement to:
"The OP shall inform the UC if the application instance changes."	Comment by Gunjal, Deepak: This is about SSC mode 2 and 3 where the network can inform OP about the User Plane reselection process states as two separate events i.e. when the process starts and when finally device is handed over and process completed. The intent here is to also inform UC at the start of the network process in case it want to do any application specific task in preparation for the actual handover. Once the handover is completed then the UC shall be provided with new endpoint as well. 
I have slightly reworded the statement. Let me know if that clarifies

5.2.2.4.2 Access technologies support for application session continuity
The service and session continuity in mobile network is considerable depends upon the type of the radio network i.e., 4G, 5G, Wi-Fi etc. and the support for session continuity defined for these networks by standards like 3GPP and if the operators has deployed such services for end users.
User devices depending upon the access hardware and software capabilities from different vendors may attach to mobile networks as per the access policies configured for the subscription and network capabilities deployed and operated by the mobile service providers. 
The device may perform network attachment to available radio network in the device location which could be broadly segregated into 3GPP or non-3GPP (trusted or untrusted) access technologies. Communication Service Provider can configure the preference for selection of access technologies to user device as part of the SIM configuration. The network to which a device is currently attached would also determine the level of support available for session continuity in that network what an application can expect.
The 3GPP specifications starting from release 15, have introduced requirements and support for service and session continuity in 5G System architecture. Service and session continuity modes as introduced by 3GPP have been explained in “2.2.7.3  Requirements for Application Session Continuity”.	Comment by Tom van Pelt: Is this paragraph needed? It just seems descriptive and would come in a section on detailed requirements for the SRM.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I agree, it can be removed	Comment by Gunjal, Deepak: OK. Will remove this para.
Handovers and associated session continuity procedures may be triggered by the mobility of user devices within the mobile network coverage areaA 5G capable user devices due to its mobility in the mobile network coverage area may trigger mobile network to start handovers and session continuity procedures. These procedures or capabilities are defined for devices attached to mobile network using 3GPP 5G radio technologies. For other non-3GPP access technologies the session and service continuity capabilities are still to be evolved. In the current version of the OP PRD, the below table describes the service and session continuity which OP will be supporting,	Comment by Tom van Pelt: A rather odd way of describing it. Would it be "Handovers and associated session continuity procedures may be triggered by the mobility of user devices within the mobile network coverage area"?	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I propose to remove this part. it is not the scope of this prd to explain how the HOs in 3gpp network work.	Comment by Gunjal, Deepak: Accepted, Rephrasing as suggested.	Comment by Gunjal, Deepak: The intent is only to provide an indication to the readers that device mobility events in network would require OP to act on behalf of applications for hanling session continuity procedures. If that looks more from PRD perspective I can remove it.  	Comment by Tom van Pelt: Do we need to cover requirements for those evolutions to ensure that they will meet what OP use cases need even if they can obviously not be supported by the OP right now?	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I propose to reword this part to:
The Table X below describes the service and session continuity that the OP shall support. For non-3GPP access technologies, the session and service continuity capabilities continue to evolve and are not supported.	Comment by Gunjal, Deepak: Should we mention this as FFS?	Comment by Tom van Pelt: A table caption should be provided.	Comment by Gunjal, Deepak: Will update the caption in the R4 version with original text as well
		Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): if we are talking about application SSC, it shouldn't matter whether the UE is on 4G/5G, the same app should be able to serve both networks. or do we expect to have have one app for 4G and one for 5G?	Comment by Gunjal, Deepak: Yes, the application SSC should not be concerned if UE is in 4G or 5G but only thing is that 3GPP shall specify how these SSC modes which have been specified for 5G access apply to a UE having an HO to 4G. It is not clearly explained but this is something which we would want for OP and not only for 4G but also for other non-3GPP accesses too. 
	Support in Home NW 
	Support in Visited NW 

	5G to/from 5G
	Y
	Y

	5G to/from 4G	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): what is application service and session continuity?

what you described in the change 1 has nothing to do with the application but the UE itself.	Comment by Bart van Kaathoven: How can it be that it is not supported in a visited network? I don’t understand the logic	Comment by Gunjal, Deepak: As I later added this requirement based on the feedback from group I wanted to explore the visited core network capabilities. It looks that core network may provide some support for visited user sessions in inter RAT handovers. Need to understand more but for now making it as a supported service
	Comment by Gunjal, Deepak: The OP service and session continuity as described are based on the core network capabilities. If network can provide the IP transport session continuity, it may or may not still keep the expected level of QoS as required by applications. In those case both application providers and applications would need to determine how to handle such situations at application level. The reference to UE is made because the network procedures will apply to UE subscriptions and which in turn would apply to applicable SSC modes and to UC apps on the user device

Let me know if that does not answer your query.
	Y	Comment by Gunjal, Deepak [2]: It is an important requirement to support

	Y

	5G to/from non-3GPP trusted access
	N
	N

	5G to/from non-3GPP untrusted access
	N
	N


 Table X: Description	
Note: For the above scenarios where application service and session continuity are supported by OP, the scenario involving mobility from one operator network to other operator’s network is for future studies 	Comment by Tom van Pelt: This may need a bullet in the list in section 1.2 so that we have it on our backlog and can include it in the prioritisation for the next phase.	Comment by Gunjal, Deepak: Yes, I will add this item in section 1.2

5.2.2.4.3 Network and OP responsibilities for application session continuity
Assuming a user actively engaged with an edge application starts moving in a PLMN operated by home operator which may result into network procedures to reselect a network attachment point for the user device to maintain an already agreed QoS. 
As described in “2.2.7.3	Requirements for Application Session Continuity”, the mobile core network may activate SSC mode (starting with 3GPP Release 15 for 5G Standalone Architecture(SA)) specific procedures based on user subscription and network policies defined by the operator.
Due to the SSC mode procedures execution in core network following events may happen which requires external entities like OP to take application specific actions to maintain end to end application session continuity including functions e.g., application session context relocation to target edge cloud,
1) For SSC mode 1, which could be named as “IP preservation mode”, in which the network may assign a different attachment point but keeping the IP address for the UE unchanged. 
· Mobile network may assign SSC mode 1 to a PDU session considering factions e.g., user subscription information, operator configured local policy, an indication from authorised Application Functions, AF, e.g., OP if a PDU session involving access to edge application cannot be relocated (app relocation indication) and address should be preserved
· OP should provide success or failure of application relocation between source and target edge cloud as an indication to mobile network via SBI-NR interface(NEF APIs) following 3GPP defined procedures	Comment by Tom van Pelt: Seems somewhat odd because application relocation seems an SBI-CR function rather than SBI-NR. Probably something different is meant.	Comment by Gunjal, Deepak: It is correct that application relocation will involve SBI-CR but at same time core network expects Application Functions to provide an indication to the network that application related aspects like state relocation has been done and network can complete the User Plane selection function. So once the OP process has been completed on SBI-CR, it will also need to provide an indication to network over SBI-NR
· It may be possible in this situation that mobile core network may not be able to provide the desired QoS as needed by the application (as defined in application manifest).
· In such cases OP should have access to information related to network attachment point change (User Plane reconfiguration) event and the QoS that network is able to provide for the UE PDU session
· OP should provide capabilities to application providers to assign application policies to enable OP to take desired actions as appropriate for the application in the event of QoS degradation e.g., terminating application instance if QoS not met, transport reset (e.g., PDU session modification) 	Comment by Tom van Pelt: This does not really fit into a section provided detailed requirements for the SRM.	Comment by Gunjal, Deepak: This should be moved to NBI interface in section “5.1.1.3 Management Profile”
· An UC application may have to adapt its behaviour according to the QoS that the network can deliver end-to-end. In case if the requested QoS cannot be maintained by the mobile network during mobility period, then based on QoS change notifications from NEF, OP can timely notify QoS change events to UCs over UNI interface. Using such notifications UC applications can gracefully adapt its behaviour e.g., switching to lower frame rate in case of video streaming. Also, OP may provide edge applications to subscribe for these kinds of events to take appropriate actions to provide consistent quality of experience to its users
· OP shall also publish over NBI the monitoring information for change in QoS for the application sessions 
2)   For SSC mode 2, which could be named as “Break before make mode”, in which the network may decide to change the existing user plane and assign aan optimum user plane in the new location of the UE which would cause the IP address for the UE to change. It may be possible for mobile network to provide the desired QoS as needed by the application but not able to preserve the session continuity 	Comment by Tom van Pelt: Doesn't read right. "without preserving the session continuity"?	Comment by Gunjal, Deepak: For SSC mode 2, the IP transport session will break the mode 2 handling will result into break-before-make scenario and a new User Plane will allocate the IP address to UE. In such cases a short disruption would happen and both UC and edge application need to handle these events and provide service level continuity rather than session level continuity. For e.g. buffering and playing from ongoing chunk of video in old session while moving to new chunk of video from new location over different session but part of same app level service 
· In such cases OP should have access to information related to user plane change preparation event in the mobile network for the UE PDU session via subscription to user plane change events over SBI-NR interface
· OP can use these events to notify the user clients to be prepared for a possible connectivity break over UNI interface. OP may also provide subscription services (SBI-NRNBI ) to edge applications to provide these events to enable UCs and edge applications for to preparing prepare for possible application session context relocation	Comment by Tom van Pelt: should this be optional?	Comment by Gunjal, Deepak: OP inline to 3GPP defined network capabilities should be able to provide such capabilities for edge apps similar to what NEF can provide to application functions. An OP implementation may provide support for service and session continuity based on the network capabilities but then not all applications would need that. So such capabilities shall be part of the OP if it supports the application session continuity procedures	Comment by Tom van Pelt: If providing to edge applications, it's NBI.	Comment by Gunjal, Deepak: This is correct. Will update in R4
· OP on receiving network event on SBI-NR interface for possible session connectivity interruption for an application session, shall perform the application session state/context relocation function to minimize the connectivity disruption time. OP may use the following information to select an adequate target edge cloud which can host the new application instance. 	Comment by Tom van Pelt: application session/context relocation may be more appropriate terminology. The actual instance may be serving other users and would normally not be relocated.	Comment by Gunjal, Deepak: Agreed. Will change in R4
· Application provider criteria (3.5.1.4  Application Manifest)
· Application data privacy policies
· Operator defined policies e.g., cost functions associated with edge clouds
· Location information of UE received from SBI-NR interface
· Edge sites and available resources at location received from SBI-NR interface for UE
· Application session continuity mode of the UE PDU session
· Based on the above listed criterion OP shall attempt to select an edge site where new application instance can be launched or can be assigned to an existing instance of the application on the selected edge site in new location.	Comment by Tom van Pelt: Related to the above comment, unless assuming an instance per user, it may be an existing instance to which the user is assigned.	Comment by Tom van Pelt: That would also affect subsequent bullets	Comment by Gunjal, Deepak: Agreed. Will make the correction to cater to existing instance which a user can be assigned
· OP shall launch the application instance at the selected edge site in the new location of the UE and as per the network configuration shall also generate the traffic steering rules to route the application traffic from UC PDU session to new edge cloud location where the application instance is created. If an instance of the application already available, in that case OP may use the instance information to generate the traffic steering rules for the UC PDU session in the selected edge site.
· OP shall interact with the cloudlet over SBI-CR interface to perform the application session/context relocation functions and record the status of such procedures
· OP shall provide an indication to core network via SBI-NR interface via NEF for about the completion status of network application session state/context relocation procedures (as per 3GPP NEF specified procedures)
· On receiving UE user plane change indication over SBI-NR interface, OP shall provide the traffic steering rules for the application traffic to mobile core network over SBI-NR interface to steer the UC traffic towards the new application instance 
· OP shall provide the application instance communication end points to UC over UNI interface
Note: It is important to note that the OP’s interaction with mobile core network will require to happen within 3GPP specified time constraints (currently these limits are not specified) and OP implementation needs to ensure that any of the OP functions e.g., the target edge selection and session context relocation process must comply with those time constraints.It is worthwhile to note that 3GPP specifications does not imposes any dependencies for the external AF functions e.g., target edge selection, application session context replication etc. with the events like AF acknowledgement towards the mobile core network for completion of PDU session handover procedures in the  network would need to act timely towards the network following any constraints specified in 3GPP specifications.   	Comment by Gunjal, Deepak: 8Feb: No explicit tying up OP interactions with 5GC over SBI-NR to the internal tasks like session relocations, edge selection etc.
Alternative statement : It is important to note that 3GPP specifications does not put any kind of time constraints for external Application Functions(AF) to react or respond to the core network notifications in time bound manner for acknowledging the application readiness for session/context relocation. Considering these aspects, any OP implementation shall follow the behaviour as described in 3GPP specifications and treat the acknowledgements towards the core network independent of any specific OP proedures e.g. session/context relocation, application instantiation etc.   
Note: It is important to note that due to user mobility in mobile networks events like user plane change may result in change of the device IP address as managed by the core network procedures. Similarly, events outside mobile network e.g., edge application relocation to target edge cloud would also result in change of application endpoints i.e., IP address as managed by external systems like OP. Any implementation of OP which supports application service and session continuity, will need to consider such aspects from both the applications and user client perspectives. 
3) For SSC mode 3, which is similar tolike SSC mode 2, could be named as “Make before break mode”, in which the network may assign a different user plane to UE due to mobility of the UE and which would cause the IP address for the UE to change at later point of time but in the meantime UC application traffic can still reach the previous application instance over the existing connection. 	Comment by Tom van Pelt: Probably needs to be qualified as "over the existing connection" because it may well be that also in the other cases UC traffic can be routed to that previous instance, e.g. over the interfaces used to relocate the session	Comment by Gunjal, Deepak: Agreed. Making the correction in R4
· It may be possible for mobile network to provide the desired QoS as needed by the application and more time for OP to create new edge applications in target edge cloud and synchronize any application states for stateful applications. OP shall have the mechanisms to minimize the time period in which simultaneous sessions with old and new application instances remain active to optimize the network and compute resources.	Comment by Tom van Pelt: But not an indefinite amount either (or so I assume). 	Comment by Gunjal, Deepak: I agree that it will not be indefinite though 3GPP has not stated clearly on what are timing requirements are. In any case OP shall be in compliance to any such requirements
· OP on completing all the application relocations tasks, shall indicate mobile network over SBI-NR interface to reclaim the network resources for previous session and start steering the UC traffic towards the new instance.
	SSC Modes
	Key Characteristics
	Capability Name
	Network Capability Description
	Key Mobility Events Handling in OP 

	1
	UE IP Preserved
	IP Preservation
	Preserve UE IP agnostic to user location change in active sessions 
	· Subscribe to UE Mobility  events over SBI-NR
· Monitor application session QoS
· Enforce App provider policies and operator defined policies

	2
	UE IP Not Preserved
	Break-Before-Make
	PDU session modification with a new PDU Session Anchor(PSA) and IP connectivity disruption 
	· Subscribe to UE mobility events over SBI-NR
· Coordinate OP activities e.g., app session relocation in synchronism with mobile network
· Enforce App provider policies and operator defined policies
· Notify session continuity events to NBI and UNI interface
· Assist edge apps to prepare for and handle short disruption in session continuity via service APIs

	3
	UE IP Not Preserved, Concurrent Sessions 
	Make-Before-Break
	PDU session modification with a new PDU Session Anchor(PSA) and with a simultaneous connectivity with previous session anchor 
	· Subscribe to UE mobility events over SBI-NR
· Indication of simultaneous connectivity temporarily maintained for the source and target PSA based on app criteria
· Coordinate OP activities e.g., app session relocation in synchronism with mobile network
· Enforce App provider policies and operator defined policies
· Notify session continuity events to NBI and UNI interface
· Assist edge apps to prepare for and handle concurrent sessions with edge app instances via service APIs


Table 1 Summary of OP, Applications and 5G Core role to support application session continuity
Note: It should be possible for OP to influence 5G mobile core network User plane (e.g., UPF) (re)selection function as defined by 3GPP to request network to allocate OP specified User plane for the device requiring edge services.	Comment by Tom van Pelt: This seems a requirement on SBI-NR. That's not really appropriate in a section providing detailed requirements for SRM.	Comment by Gunjal, Deepak: Agreed. Will move this to the section 5.1.4.2.2
Note: It should also be possible for edge applications to communicate with the external applications over internet which an application provider might use to coordinate or synchronize edge application states. OP, in such cases will need to provide the capabilities like controlled access to internet for edge applications and managing and automating the functions e.g., application traffic routing and QoS control etc.  
Note: As a possible approach an app developer can also choose to deploy application instances statically and can either use OP provided network services to replicate application state information or can use another application hosted outside of OP for this purpose. OP would need to provide services for edge applications to receive events e.g., UC IP address change event.
Note: It is expected that to support application session continuity in 5G mobile networks, MNO would need to support features like UL CL” (Uplink Classifier) or IPv6 multi-homing as defined by 3GPP for User Plane Function (UPF)  
5.2.2.4.4 5G Core Network managed informational elements required by OP
To support application session continuity for edge applications, OP shall provide the support for various procedures as defined by 3GPP for an external application function (AF). OP in the role of AF would need to manage network events and notifications over SBI-NR interface (NEF APIs) and orchestrate edge applications in target edge clouds and synchronize associated application states to provide application session continuity.
OP will need access to network location information associated with the UEs typically managed by the mobile network. Network location information will enable OP to correlate network events with edge deployment topology and perform functions like target edge cloud selection, generating traffic steering rules, applying data privacy rules for information protection etc. 
Some of the UEs network location information as listed below which 5G mobile core network uses to track the UEs in the mobile network coverage area can should also be used by OP for managing edge clouds deployment topology are mentioned below (not an exhaustive list), 
· Cell-IDs
· Tracking Area Codes(TACs)
· Registration Area (RA)	Comment by Tom van Pelt: Not clear what these bullets are. There doesn't seem to be an introductory sentence.	Comment by Gunjal, Deepak: Added more description. These bullets point to network location identifiers and deployment topology to associate UEs location with the cloudlet locations and to generate any traffic routing and filtering rules for applications in the corresponding cloudlets. NEF APIs also requires these information for communication with the external AFs for expressing location for UEs and User Plane for local traffic breakout
· Geo Location (Lat/Long)
· Data Network Access Identifiers (DNAIs)
· Data Network Name (DNN)
· Single – Network Slice Selection Assistance Information (S-NSSAI)
Using the above network topology information associated to the cloudlets, OP should be able to correlate the current location of the UEs  received over SBI-NR (NEF API Notifications e.g., event monitoring, User Plane change events etc.) with the cloudlets in those locations to select adequate cloudlet for the edge applications.
In addition, OP would also need access to various QoS profiles or policies which an operator can offer to applications hosted on edge clouds. MNO, offering the edge cloud services may need to plan for the different QoS profiles it wants to offer in various edge locations and accordingly deploy the required network resources and configure the policy and charging functions (PCF) with the resource information The QoS profiles references can be configured by operator to OP via management plane and can be associated with the edge clouds. OP may use such information for determining the adequate edge cloud for application deployment following application provider criteria which also provides the network QoS requirement for the application. 	Comment by Tom van Pelt: Shouldn't this be in the topic B CR?	Comment by Gunjal, Deepak: It might possibly be needed for this CR and topic B as well. Need to check with topic B if that is a better place for this paragraph.
As the application session continuity may also requires a dynamic determination of edge cloud in the new location of UE, OP will need to consider QoS availability information in the target edge cloud.
Note: The information mentioned above is indicative in nature and has been taken from 3GPP specifications from the NEF APIs as a possible approach to relate network resources with edge clouds located outside of the core network.5.2.2.4.5 5G NEF services for supporting application session continuity (Home Network)
5.2.2.4.5 5G Core Network Application Session Continuity Enabler Services 
Native support for enabling edge computing in 3GPP based networks is specified starting with the release 15 of the 3GPP specifications. 3GPP has introduced the various network capabilities requirements for supporting application session continuity and have been discussed in previous sections.
As per the 3GPP standards, there are various service APIs (network capabilities) which exposes via important network capabilities to external application functions, i.e., AF, via Network Exposure Function (NEF). These capabilities can be used to support application session continuity in OP. OP will require to perform close coordination with 5G core network procedures using the different services exposed by NEF. 	Comment by Tom van Pelt: should "via" be here? It seems a very strange concept with it APIs (network capabilities) which expose via network capabilities	Comment by Gunjal, Deepak: This needs to be removed and incorrectly mentioned here.
Some of the key services (or network capabilities), as specified in 3GPP standard, which can be used to support session continuity are,	Comment by Tom van Pelt: This doesn't seem to lead to requirements and describes SBI-NR in the section on SRM.	Comment by Gunjal, Deepak: Agreed. I propose to keep this section as “Annex F” as it can help users to understand the application mobility aspects and enabling network capabilities which can be used in OP implementations
· Event Reporting: Provides support for event exposure
· [bookmark: _Hlk93270739]NEF Service : Nnef_EventExposure
· Allows for configuring the specific events, the event detection, and the event reporting to the requested parties
· To support monitoring features in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN
· Events may include e.g., loss of connectivity, Location reporting, Roaming status, etc.
· AS session with QoS: Requests the network to provide a specific QoS for an AS session
· NEF Service : Nnef_AFsessionWithQoS
· Description of the application flows, QoS reference, a period of time or a traffic volume for the requested QoS can be included in the request to NEF
· QoS reference points to pre-defined QoS profiles which have been configured by the operator in the core network and which can be used by external AF to request specified QoS for application sessions
· OP may also infer from QoS status notification from NEF if requested QoS by app provider are not being met. In that case user plane relocation (Traffic Influence APIs) may be initiated by OP via NEF APIs(SBI-NR) to request 5G Core to initiate user plane reselection process and it may possibly result in triggering of session mobility event in mobile network followed by OP	Comment by Gunjal, Deepak: This specific case pertains to OP determined application session mobility via subscribing to QoS notification events from the network over SBI-NR interface
· OP shall keep a resource catalogue of QoS profiles which are provisioned by the operator to be offered to the applications. These QoS profiles shall also be used while selecting a target edge cloud for application relocation purposes considering the QoS criterions specified by the application provider during application onboarding	Comment by Tom van Pelt: Seems again related to topic B CRs.	Comment by Gunjal, Deepak: Need to check with the topic B but in my opinion this is also required to provide the session continuity when UE moves to new location and applications expects a minimum QoS. So OP will also need to assess while selecting cloudlets what QoS can be provided by the cloudlets in the given locations and if they can meet the application demand
· The end-to-end QoS for edge application is expected to be known by the app providers. They should be able to select the QoS profiles offered by OP which can be used for providing a good quality of experience (QoE) to the users of the applications. At same time the end users consuming the edge applications would have a subscription plan with the home MNO which would define the QoS entitlement what they may expect from the network. 
· OP may require access to the QoS information of the UE PDU sessions involving communication with edge applications. Such an information can be used by the service resource manager (SRM) to determine if the PDU session can be provided with the QoS what the edge application requires. If the required application QoS exceeds the users subscribed QoS then OP may use such information to take appropriate actions considering both the operator defined policies and application provider defined policies e.g., to continue with existing session even during session relocations or terminate the applications and generate corresponding event notifications over NBI and UNI interfaces
· Traffic Influence: Provide the ability to influence traffic routing
· NEF Service: Nnef_TrafficInfluence
· Request to NEF may include parameters e.g. 
· the IP address of the UE if available, GPSI, DNN, traffic filtering information, a list of DNAI(s), N6 traffic routing information 
· Indication of application relocation possibility, AF acknowledgment to be expected, Early and/or late notifications about UP path management events
· OP, in role of an AF, may requests to influence UPF (re)selection and allow routing user traffic to a local access to a Data Network. Based on location events and UE location attributes received from 5G core network (via NEF), OP may also discover if  the received UE location is served by a specific gateway(UPF) deployed for providing edge services. 
· OP may enable mobile network operator to define edge cloud deployment topologies via management plane and the information e.g., DNAIs, DNN and UE identifier can be used by OP to request 5G core network to initiate gateway reselection for the UE which may have entered that location, and which may also trigger application relocation functionality in the OP
· External functions like OP shall provide the various parameters as indicated above based on the internal network topology information which could be configured by the operator via the management plane and the routing information generated internally during applications instances creation on an edge cloud following the network infrastructure configuration for the edge cloud and/or information which may have been collected from the UNI interface e.g., GPSI etc. 
· Chargeable party: Requests to become the chargeable party for a data session for a UE
· NEF Service : Nnef_ChargeableParty
· External entities like OP in the role of an AF can initiate request towards 5G core network via NEF containing parameter e.g., UE address, description of the application flows, Sponsor Information, Sponsoring Status, etc.
· OP may become the sponsor for the edge application traffic and would monitor and collect information e.g., throughput, QoS, data volume etc. to generate information towards the SBI-CHF interface for billing purposes
· Such information can be used by OP to arrive at an average QoS offered for an application session which may have experienced multiple session relocations across edge clouds due to device mobility and the QoS for the application session at different edge clouds might not have always been the same  

5.2.2.4.6  Edge Applications Role In Session Continuity Process 	Comment by Gunjal, Deepak: 8Feb: Possible involvement of the Applications during session relocation process.
As UE mobility may trigger the mobile network to initiate the User Plane (UP) change process, it may also result into triggering of synchronized operation of application relocation process for edge applications by the OP.
While OP prepares for the possible application relocation process based on the network events received over SBI-NR interface for a PDU session, the edge application may also require access to some of the information for performing application specific functions to support relocations. Some of the information that can be exposed by OP to edge application can be 
· Target Edge Location information,
· New IP address of the UEs in case of User Plane reselection 
· Application communication endpoint (IP, Port, Proto) on target edge node
OP may expose these capabilities to edge applications via service APIs (e.g., CAMARA Project APIs). The service APIs are generic in nature to hide the mobile network level complexities from application providers perspective and may internally consume OP system APIs (SBI-NR APIs). OP shall be responsible to expose these capabilities only to authorized applications and shall also provide the authorization frameworks for this purpose. 	Comment by Tom van Pelt: This seems a more generic concept than just session continuity, but as it doesn't lead to requirements it can maybe be left out.	Comment by Gunjal, Deepak: I would then suggest to move it to some other places as group members discussed to capture the CAMARA context if needed for this CR. I propose to keep this as part of new Annex G
5.2.2.4.7  Application Session Continuity Support For Roaming Users
OP shall support the application session continuity for roaming users when they roam into the locations which are served by the Partner OPa partner (visited OP) of home OP for those users.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): propose to change it just to " served by the Partner OP.
Partner OP is clearly defined in section 1.4	Comment by Gunjal, Deepak: OK. Accepted
To provide session continuity services for roaming users, the visited OP shall provide the following information to home OP over EWBI interface,	Comment by Tom van Pelt: Does the Home OP have to know this? Can the visited OP not manage the relocation of the inbound roaming subscriber itself? It's not clear what added value involvement of the Home OP would provide
· Supported Session Continuity Modes
· LBO Capability	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): what is this LBO capability?	Comment by Gunjal, Deepak: Local Break Out (LBO) refers to capability for providing local breakout of the visited users traffic in roaming scenario in foreign network
· Supported Service APIs (e.g., CAMARA APIs) 
· Relocation events
· App relocations Denied by OP
· App relocation execution failures and causes 

5.2.2.4.6  3GPP specifications for application session continuity	Comment by Tom van Pelt: Doesn't seem to contain requirements. Isn't this just mapping information to be covered in section 6 of the PRD if not covered already?	Comment by Gunjal, Deepak: I agree it does not contain requirements. Can be removed
The various 5G network capabilities as defined by 3GPP starting from release 15 of the specifications specifies the service and session continuity models and roles and responsibilities for the 5G network and external application Functions (AF). 
These network capabilities for external entities like OP (in AF role for the SBI-NR functions) are exposed via Network Exposure Function (NEF) which exposes various network capabilities via the well-defined REST APIs over its northbound interface i.e., T8 reference point.
· NEF Capabilities for 3GPP Release 17 
· Stage-2: 3GPP TS 23.501, TS 23.502  
· Stage-3: 3GPP TS 29.522 (NEF Northbound APIs)
The various network capabilities and the NEF APIs as described in above releases of the specification to support application service and session continuity in mobile network are referenced in this document. These capabilities are also linked with the OP role in supporting end-to-end session continuity aspects for edge applications when deployed in the resources managed by the OP in distributed edge clouds. For the current version of the PRD the above referenced releases of the specifications are to be considered for supporting session continuity in OP architecture.  
======= End of Change No.  03 Seamless Application Service Continuity========

=== Start of Change No.  04 (New Sequence Diagram and new section 4.8 )========
4.8 OP interactions with 5G Core network for Application Service and Session Continuity
The figure below provides a logical view of the various network interfaces, entities, and sequence of events on various interfaces which would require a coordinated effort to enable application session continuity for edge application in conjunction with mobile network.
The sequence diagrams for application service and session continuity below assumes the following pre-requisites,	Comment by Gunjal, Deepak: 8Feb: Pre-requisites for the figures and breaking down events as in before and after User Plane change due to mobility.

· OP provides services in Zone-1 and Zone-2 and cloudlet “EC Platform Site #1” belongs to Zone-1 and “EC Platform Site #2” belongs to Zone-2
· OP has been configured with the network topology information and network routing infrastructure information for dynamically generating the application traffic filtering and routing rules for SBI-NR interface
The step-1 below provides the high-level information flow on OP role to subscribe for the future mobility events for the UEs and step-2 provides the possible tasks which OP may perform for supporting application service and session continuity. The flows assume that the 5G Core, based on the UE subscription data and MNO configured policies selects the SSC mode 2 “Break-Before-Make” for the UE PDU Session when its location changes due to mobility.

· Step-1: OP Preparation Phase For Future Mobility Events from Mobile Network	Comment by Tom van Pelt: This seem to be separate flows with the first one being a normal application deployment and a probably separate as well normal edge discovery process	Comment by Gunjal, Deepak: This is correct. Step-1 is to highlight OP interaction to receive mobility events from the network so that in future it can act on network triggers to initiate session continuity procedures
[image: ]
[bookmark: _Ref71115247]: OP SBI-NR Subscription flow

Note: Network layout is for the illustration purpose only for demonstrating the role of various entities to support application session continuity in relation to OP.
As shown in the above figure following are the details of the various steps marked in numbers to demonstrate the role and objectives of various interfaces,
1. Application provider provides the application manifest with app provider criterions indicating the session continuity requirement e.g., “Break-Before-Make” and QoS etc. and the zones where application can be deployed e.g., Zone-1 and Zone-2	Comment by Tom van Pelt: Do we want to expose the possibility to select SSC mode to the app provider?	Comment by Gunjal, Deepak: I think it is more of making app provider aware of key network connectivity events affecting application behaviors. Instead of exposing SSC mode directly, OP can provide abstract capabilities e.g., Break-Before-Make, to indicate a developer if their applications can sustain short disruption then OP can consider taking actions like session state migration to provide agreed QoS for the application for user whom may be assigned SSC mode 2.
2. OP uses the information from application provider and orchestrate the application on “EC Platform Site #1” in Zone-1 which provides the sufficient resources as required by the application
3. When a mobile user attached to the network launches the client application which  invokes the smart edge discovery API over UNI, OP returns the application communication end points from Zone-1 for the indicated application instance
4. OP also subscribe to 5G core network via SBI-NR interface for receiving mobility events for this UE and requests the QoS for the application session as per the information mentioned in the app provider criterions. OP also provide the application traffic steering rules using SBI-NR APIs for mobile network to route the edge traffic to the “EC Platform Site #1”
5. User client (UC) on the device can now connect with the workload on EC Platform Site #1 using the communication endpoints returned in step #3 via the User Plane Function (UPF1)
· Step-2: OP Execution Phase For User Plane Change Event
[image: ] 
: OP Application Relocation flow

1. As user device moves it changes the current location to Zone-2 from earlier location Zone-1 and it causes, mobile network to assign a new User Plane in the current location of the user to maintain the agreed level of session QoS
2. As OP has subscribed to mobility events (via Traffic Influence Service APIs), NEF informs the OP about the User Plane (UP Path) change event via NEF APIs. 5G Core based on SSC mode can preserve the UE IP address or may assign another network attachment point without preserving the IP address as described in detail in earlier sections (5.2.2.4.3 Network and OP responsibilities for application session continuity). In the above figure the SSC Mode 2 is assumed which network has selected for this session	Comment by Tom van Pelt: should refer to those sections by number. In the target document they may be separated by quite a lot of other content.	Comment by Gunjal, Deepak: Referenced 5.2.2.4.3 Network and OP responsibilities for application session continuity
3. Acting on early notification from network of the possible change in User Plane for the UE for ongoing PDU session, OP performs the new edge selection i.e., “EC Platform Site #2” in Zone-2 which is deployed to provide OP services in current location of the UE, creating new application instance or selecting an existing instance of the application on selected edge, synchronizing application states (e.g., using edge interconnection network), generating application traffic steering rules for user plane being allocated etc. Application session state synchronization may also involve application involvement by subscribing and consuming NBI APIs and if needed, synchronizing session states between source and target edge application instances. The tasks mentioned are indicative in nature,  and would depend on how an OP implementation is designed 	Comment by Tom van Pelt: The OP may have to instantiate a new instance if there is none or the current one(s) are at capacity. That depends on instantiation policy though.	Comment by Gunjal, Deepak: I assume “a new instance” mean edge application instance? Let me know if the understanding is incorrect. I am updating based on application instance	Comment by Tom van Pelt: Is it not informing the app provider to synchronise states? The OP itself would be unaware of the application state and can thus not do that synchronisation.	Comment by Gunjal, Deepak: Does that mean to provide edge applications capability to automatically perform the synchronization via NBI? Or a reference to manual intervention by app provider to synchronize?

I assume the former one to have apps consuming NBI services to subscribe to required mobility events and performing any such tasks automatically. Please let me know if that is the case or it need to be discussed. 
I will be updating text with automated synchornization by edge app using NBI services.
Note: As described earlier too, for the purpose of OP interactions with 5G Core over SBI-BR, any of the activities as described above are not necessarily dependent on the amount of time in which OP needs to acknowledge mobile network to complete the User Plane change procedures. OP implementations may use e.g., predictive analytics to estimate the possible future locations for the UE based on the location events received and may prepare early for the application relocation management tasks which are outside of the OP PRD  
4. OP acknowledges the 5G core network to complete the User Plane change process (UPF-4) and also provides the traffic filtering and routing rules for the new application instance on Zone-2. 5G Core instructs the UE to completes the handover to new User Plane for data communications
5. OP informs the UC of the new end points of the applications to continue the ongoing application session with new application instance	Comment by Tom van Pelt: The new endpoint might only be available after the application state has been transferred. Until that time the UE might have to continue using the old instance or they could be assigned immediately to the new one which could proxy requests to the original one. Not sure what is best.	Comment by Gunjal, Deepak: To some extent it would depend on UC connectivity to application instances and also between source and destination instances. In case core network assign SSC mode 2 for a PDU session then UC may not have access to app instance on source edge. But for SSC mode 3, session should remain accessible to UC with app instances both on previous and new edge. From OP perspective it should be able to inform the events of interests to applications and facilite them to coordinate any application level functions between source and destination app instances. 
Note: The flows do not provide the coverage of other mobility events e.g., early notification from SBI-NR for User Plane change event which could also be notified to UC over UNI to enable UC apps to prepare for any application-level relocation tasks
6. UE keep continuing the session with new application instance on “EC Platform Site #2” in Zone-2 i.e., the new location of the UE, using new endpoints received in step #5 via UPF2  
Note: The edge interconnection network and interface with OP is for future studies but can be used by OP or edge applications for application state management across the edge clouds 
=== End of Change No. 05 (New Sequence Diagram and new section 4.8 )========
 
=== Start of Change No. 06 (5.1.1.2.1 Interfaces – Existing section)========
Support for session continuity in OP external interfaces
To support application session continuity for edge applications in OP architecture, the previous sections describe in detail about the expected functionality w.r.t. OP roles and interfaces along with the key information elements and capabilities which a mobile network can expose for this purpose. This section contains the expected functionalities expected in various OP interfaces for supporting application session continuity.	Comment by Gunjal, Deepak: Additional text proposed for section 5.1.1.2.1
5.1.1.2.2   Application Provider Criteria

· Application QoS policies specifying actions to be taken if request QoS cannot be provided by OP
· Application session continuity requirements indicating edge applications capabilities to support app relocations across cloudlets
=== End of Change No. 06 (5.1.1.2.1 Interfaces – Existing section)========

=== Start of Change No. 07 (5.1.1.3 Management Profile – Existing section)========
5.1.1.3 Management Profile
· OP shall allow a developer to subscribe for application Relocation relocation Notificationsevent notifications
· OP shall allow a developer to subscribe for applications QoS Change change Notificationsnotifications
· OP shall allow a developer to subscribe forSubscription for QoS, Application application relocationlocation change event notifications
=== End of Change No. 07 (5.1.1.3 Management Profile – Existing section)========

General Requirements (OP integration to 5G Core/4G Core via Exposure Functions	Comment by Tom van Pelt: Not clear what this is as it's between start and end of the change.	Comment by Gunjal, Deepak: This has been removed as these points are already covered in Phase-2 requirements. Will be removed in R4 version of the CR
· Subscription for location event monitoring
· Application session quality (QoS) subscription
· Observed QoS notifications
· Traffic steering 
· Gateway (re)selection
· User plane change notifications
· Charging information notifications 
=== Start of Change No. 08 (5.1.6.2.5 Service Provisioning – Existing section)========
5.1.6.2.5 Service Provisioning
1. OP shall be able to inform the QoS change notifications to application clients
2. OP shall be able to inform the Edge App Relocation events to application clients notification
3. OP shall inform the application clients of new communication endpoints of the relocated edge application instance
4. Application client may provide the observed QoS reports to OP over UNI
=== End of Change No. 08 (5.1.6.2.5 Service Provisioning – Existing section)========

======= Start of Change No.  09 (Common Data Model)========
3.4 Common Data Model	Comment by Gunjal, Deepak: CR004 – Added “Edge Network and QoS Topology” Block
CR004 – Update “Edge Application Profile”
[image: ]
======= End of Change No.  (Common Data Model)========

3.4.2 Edge Application
	Data type
	Description
	Interface Applicability

	Edge Application ID	Comment by Tom van Pelt: I assume that it's not the intention to delete existing lines? Some of those seem relevant still.	Comment by Gunjal, Deepak: No, it is not the intention to delete any existing lines. 
I will be providing the R4 version with original text and the newly added rows to remove any confusion
	The ID of the Edge Application running on the edge node
	East/West/North

	Edge Application IP address(es)
	The IP address(es) of the Edge Application running on the edge node
	East/West/North

	Edge Application status
	The status of the Edge Application running on the edge node
	East/West/North

	Edge Application Traffic Flow Rules	Comment by Gunjal, Deepak: Row inserted as part of CR004 for app session continuity in Table 4.
	The traffic flow rules describing application traffic characteristics (e.g.e.g., IP, Port, Protocol etc.) for filtering and routing of traffic to cloudlets 
	South-NR



===== End of Change XXX (Row Addition in “Table 4 Edge Application Profile”) ==== 

===== Start of Change XXX ==== (New section 3.4.10 proposed) 
3.4.10  Cloudlet Network and QoS Topology
Cloudlets hosting compute resources for edge applications are interconnected with the mobile network and based on location and infrastructure capabilities could provide different level of QoS. OP would need to manage information as described in below table to provide requested QoS for application via SBI-NR interface in conjunction with a cloudlet. 
	Data type
	Description
	Interface Applicability

	Edge Network Location Information
	It may include location information referred within NEF/SCEF APIs e.g., CellIDs, Tracking Area Code(TAC), Registration Area(RA) etc. 
	South-NR

	Edge Local Data Network IDs
	Data Network Access Identifiers (DNAIs) representing networking and routing information associated with cloudlets
	South-NR

	Edge QoS Profile IDs
	Identifiers of pre-configured QoS profiles (e.g.e.g., Latency, Packet loss, Bandwidth etc.) which a mobile network can provide to a cloudlet
	South-NR


Table 14 Cloudlet Network and QoS Topology
===== End of Change  09 ==== (New section 3.4.10 proposed) 
===== Start of Change 10 (Existing section 5.2.2.4 Service Availability on visited networks”) ==== 
5.2.2.4.2 Requirements
6. Visited OP shall be able to provide the supported application service and session continuity capabilities to the partner operators over EWBI for roaming users of the partner OPs
7. Visited OP should be able to expose the network capabilities service APIs to applications deployed by the partners application providers in visited OP cloudlets	Comment by Tom van Pelt: Doesn't seem related to roaming at all other than the "visited OP" terminology	Comment by Gunjal, Deepak: The intent of this requirement is to provide Partner OP capabilities information over NBI to enable Application Providers to figure out if the partner OP provides the app session continuity services if needed by his/her applications
8. Visited OP shall be able to provide the application mobility relocation information to partners OP over EWBI    
===== End of Change 10 ==== (Existing section 5.2.2.4 Service Availability on visited networks”) 
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