

GSM Association	Non-confidential
Template
	Change Request Form

	[image: ]
	 Architecture requirements for Analytics exposures

	Document Summary 

	Official Document Number,  Document Title and Version Number  
	Operator Platform Technical Requirements
	Official Document Type
	Official Document
	Change Request Security Classification
	Non-confidential
	Is this a new document or a Major or Minor Change?
	Major Update
	Will this Change Request result in a Major or Minor version update?
	Major Version
	This document is for
	Approval
	Input Editor and Organisation
	Thomas Vits (MobiledgeX)

	Additional Contributors
	Christoph Goertz (MobiledgeX)

	Issuing Group/Project
	OPG
	Approving Group/Project
	OPG
	Change Request Creation Date
	16/01/2022
	What are the reasons for and benefits of creating this new document or Change Request?
	Layout out the architectural requirements for the exposure of network capabilities beyond edge resources.


© GSMA © 2022. The GSM Association (“Association”) makes no representation, warranty or undertaking (express or implied) with respect to and does not accept any responsibility for, and disclaims liability for the accuracy or completeness or timeliness of the information contained in this document. The information contained in this document may be subject to change without prior notice. This document has been classified according to the GSMA Document Confidentiality Policy. GSMA meetings are conducted in full compliance with the GSMA Antitrust Policy. 

	Page 2 of 5
1. 
1.2        Scope
This document intends to guide the entire industry ecosystem; operators, vendors, OEMs, and service providers to define a common solution for exposing network capabilities and edge compute resources. The document provides an end-to-end definition of the Operator Platform for support in edge computing environments. The scope of this document covers requirements and architecture specifications that would guide the industry ecosystem into creating a common solution for exposing network capabilities and edge compute resources. The document intends to span an end-to-end view of the Operator Platform in edge computing environments. The ecosystem includes operators, vendors, OEMs, and service providers.
This document covers the following areas:
· Operator Platform requirements
· Focus on Edge Computing: The PRD should define edge computing exposure and network services integration for the Application Providers, whether within enterprises or independent third parties, to enable a simple and universal way of interacting with edge computing platforms. 
· Open to new services: The PRD definition should allow the platform's evolution to expose additional services in the future, such as IP Communications and networking slicing, among others.
· Architecture, functions and roles
· Reference architecture for enabling edge computing: Definition of modular architecture suitable for implementation at the network edge.
· Reference interfaces: Definition of interconnection for the end-to-end service, between service providers to end-users, network elements and federated platforms. This document focuses on Northbound, Southbound, East/West (i.e. Operator Platform Federation), and User to Network interfaces as a first approach.
· Mobility: Network and terminal integration should allow service continuity against end-user mobility in the home and visited networks.
· Standardisation and Open Source communities
· Gap evaluation in the standards: This document analyses gaps in current networking and edge computing standards and identifies SDOs that are appropriate to complete the OP architecture via detailed specifications, protocols and Application Programming Interfaces (API).
· The Detailed specification of architecture and interface specifications will be defined by SDOs or Open Source communities, using the baseline in this document.
The GSMA shall review progress to ensure that the end-to-end system is defined consistently across these organisations.
· Evolution from legacy
· Fit with established ecosystems: The OP defines the Mobile Operator staging of a broader cloud ecosystem. To meet tight market timing and minimise heavy lifting, it must fit into existing structures and staging, enabling Application Providers to spin their existing capabilities into the Mobile Edge space. Therefore, wherever possible, the OP reuses existing and established structures and processes.
This version of the document focuses on the use of the Operator Platform to provide services to devices attached to their home network. However, it also includes high-level requirements beyond this scenario because they may influence future architecture choices.
Future versions of this document may cover, for example, the following areas in greater depth:
· The detailed impact of service access by devices that are attached to networks other than their home network (e.g. roaming, Wi-Fi, etc.) on the various interfaces and functions of the OP,
· Access to edge resources in the visited network when no federation exists between that network's OP and the Home OP of a subscriber,
· Seamless service continuity when users move to a different network (see sections 2.2.7.3 and 5.2.2.3.6),
· Low latency interaction between applications in different networks in a standardised manner (see section 3.3.10),
· Exposure of operator network capabilities beyond edge resources (e.g. Network as a Service features offering improved QoS on network access),
· The handling of non-SIM devices,
· Inclusion of further capabilities to allow providing a complete Platform as a Service offering,
· The management in a federation of legal constraints that restrict an application's distribution to specific regions (see section 3.3),
· Detailed requirements on the Capability Exposure Role (see section 5.2.1),
· Detailed requirements on the User Client (see sections 3.5.5.2 and 5.2.4),
· A more detailed alignment with NG.126 [9] on the information elements that can be used on the different interfaces and in the OP's data model for the Edge Application and the Resource/Node,
· Data Sharing capability, i.e. Data is 'open' for use by multiple application providers (see section B.8),
· The sharing of an Application Server between different operators (see section B.8).
· Offering network capabilities independent of edge
[bookmark: _Ref66812799]
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High-Level Requirements
Edge Enabling Requirments
High-Level Security Requirements
Network Capability Exposure requirements	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Section 2.3 is for "High-Level Security Requirements". this should be changed to 2.4, as that's the next available number	Comment by  : I wanted to insert that before the security requirements, i.e. changing High-Level Security Requirements to 2.4 as this would give a more logical order in my mind	Comment by thomas.vits.external: Consensus: Not change order, remain Security Requirements 2.3	Comment by  : Done, added this chapter as 2.4
High-Level requirements
The following requirements apply for the OP related to the exposure of network capabilities:


1. The OP shall allow the operator to expose network capabilities within the Operator or Partner network on which applications consuming such capabilities can be deployed. 	Comment by Tom van Pelt: This is not a defined term	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): we can use "Partner's network" as "Partner" is a defined term	Comment by Tom van Pelt: Possibly, but I am not sure that was the intention of the requirement. It seems quite odd to go into the Partner case which is EWBI, for the first high level requirement	Comment by  : Actually it was a copy&paste error and is meant to be „Operator OR Partner network“ using the same terminology as 2.2.1	Comment by Tom van Pelt: Should it be strictly required that there is an application instance to use those network capabilities or can they be offered more independently of compute capabilities? And if they are linked to each other, should consumption be from the instance (as implied by the statement) or by more centrally provided application logic.

As an editorial aside: the sentence wording is a bit odd (e.g. applications are not deployed on a network, but on some resource within a network) and somewhat circular (the operator can expose capabilities within the operator).	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I think it is easier to have only the first part of the requirement "The OP shall allow the operator to expose network capabilities within the Operator Partner network." and remove the rest.	Comment by  : To the first point : there needs to be an application instance, otherwise you wouldn’t need the OP construct but could just directly sell the APIs, no?
Regarding the language, the second part limits the exposure to those network which fulfill the application requirments. (That wasn’t clear before the OR was added). Hope it’s more clear now, if not please let me know.	Comment by Tom van Pelt: The intention is that the OP is the platform through which those APIs are offered and sold in a federated manner. So there shouldn't be a dependency on edge to offer those capabilities through the OP. Let's leave as is for now though because changing the first high level requirement would likely have impact on many other things and there's no time left to do a proper review. A bullet for section 1.2 "Offering network capabilities independent of edge" might make sense though.	Comment by Christoph.Goertz.MobiledgeX: done - item is added in section 1.2
2. The OP architecture shall allow an application provider to consume network capabilities in order to create an improved user experience for his application; the capabilities are those of the network domains inof the IP flows  the path between the Application Clients and the corresponding Application Instances associated to that application providers, potentially including different network domains, such as	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I propose to keep only "The OP architecture shall allow an application provider to consume network capabilities ." it is not only to improve the user experience, it can be used for other things and we don't want to limit ourselves to experience improvement only. I would add the rest as a Note	Comment by  : OK. The only other driver i could think of is cost reduction. Do you see more? Anyway i removed the user experience part as suggested.	Comment by Tom van Pelt: a similar remark on the linking of edge compute and network capabilities. Even with such a link, we should probably qualify what "the instance" would be (probably "that is used by the Application Client" or something similar) because an Application Provider will likely have more than one instance.	Comment by  : tried to clarify what is meant
1. RAN
2. Core Network
3. Transport Network (including Intra-Edge-DCCCloudlet network and Inter-CCloudletEdge-DC network)
4. Non-3GPP Access networks
3. The OP needs to handle the situation that specific capabilities are not or differently available for all networks or network domains between the respective Application Clients and the corresponding Application Instances at any time and in any federated network. 

Capability Management requirements

General principles

An OP shall be able to access network capabilities exposed by an operator network and use those capabilities either for optimizing its OP-specific services or expose those to the application developer.

The OP shall allow for the consumption of the network capabilities by the application client and the application instance as applicable. 

The OP shall allow an application to request network capabilities
· for any data session established between any application client and instance.
NOTE:; Tthis may be done as part of the application onboarding process, e.g. by means of the application manifest.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): this is an example, should be a Note, and not part of the requirement
this applies to all examples in this CRs	Comment by  : OK, changed
· for specific data sessions between a subset of application clients and/or a subset of application instances.
NOTE: This could be the scenario,  ee.g. requesting a QoS profile  for a specific set of premium users 	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): same as comment above, examples should not be part of the requirement but a Note	Comment by  : OK changed
· for a specific time period of data sessions between application client and application instance.
Note: This could be a scenario, e.g. increase the QoS profile for a video analytic application only while specific event occur

The OP shall support the exposure of three categories of network capabilities:
· Control capabilities: these are network capabilities that allow to control certain behaviour or characteristics of the network, e.g. applying a QoS profile to a session or Traffic Influence)
· Event-based capabilities: these are typically subscription based network services allowing to send messages to the application upon specific network related events, e.g. UE reachability
· Transactional information capabilities: these are capabilities allowing to obtain information from the network in a request-response pattern

Control Capabilities

The OP shall be able to expose control capabilities such as QoS to the Application provider. Those capabilities may be exposed by matching a declared intent expressed by the application provider to specific capabilities. 	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): example can't be part of the requirement. I propose to reword it to"The OP shall expose control capabilities." 
example has already been provided in the section above.	Comment by  : OK	Comment by Tom van Pelt: Probably better "shall be able to expose" rather than putting a direct requirement on deployments to actually do that.	Comment by  : OK, thanks

NOTE : Any control capability includes a specific set of Service Level Indicators (SLIs) which are used to exchange information about specific levels of a network capability between the operator network, partner networks, the respective OPs and the application. An example of SLIs is the QoS profile as defined in Table 6.  	Comment by Tom van Pelt: Does not come to a formal requirement. Should that be "shall include" in the first sentence?	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I think this should be a Note to the requirement above. or it can be reworded as:" Control capabilities shall include a specific set of SLIs. SLIs are used to exchange.........."	Comment by  : OK

Event-based capabilities

The OP shall be able to subscribe to network events. The information elements obtained may be used for other use within the OP, e.g. the orchestration of application instances, or exposed to the application provider. 

For those events exposed to the application provider, tThe OP shall provide a generic event subscription mechanism. for the application provider through which specific networks are being delivered.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I propose to reword it to: "The OP shall provide a generic event subscription mechanism for the application provider." 
the rest of the sentence is not really needed. 	Comment by  : OK	Comment by Tom van Pelt: delivering networks? That seems odd terminology.

Transactional capabilities

The OP shall allow the use of transactional capabilities for purposes within the OP itself, or expose through appropriate APIs to the application developer. 

Mobility Requirements

Bearer Change Requirements
The OP shall track the network bearers within the different network domains and match the exposed network capabilities where possibleensure that capabilities are being maintained. E.g. if a session between an application client and a UPF over a 5G is exposing network capabilities to the OP via the NEF and this session is transferred to 4G, the OP shall manage the same capability over the SCEF if available. 	Comment by Tom van Pelt: should "matching" be replaced by something that is more explicit on what is meant? E.g. "ensure that capabilities are maintained also after handovers"	Comment by thomas.vits.external: add clarification which capabilities need to be maintained

Roaming Requirements	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): This sounds more like "Federation requirements". 	Comment by  : yes, the chapter title is in analogy to 2.2.7.1
The OP shall support the exposure of network capabilities to the federated partner Ops.

NOTE: For clarity, availability of a network capability in a visited network is only possible by federation between networks. Roaming on a non-federated operators network does not allow for exposing the visited networks capabilities. 	Comment by Tom van Pelt: Probably this should be a note.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): I agree, this should be a note	Comment by  : OK

Access to the network capabilities in the visited network shall be subject to authorization by the home OP and the visited OP. 
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