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· GSMA welcomed the group and reminded about everyone that the meeting would be held in full compliance with the GSMA Anti-trust and IPRs policies.
· GSMA presented the TSGNS09 Agenda (TSGNS09_002), which was approved.
DP09_001 TSGNS09_002 TSGNS09 Agenda approved

· GSMA presented the Minutes from the TSGNS08 (TSGNS09_001), which were approved. 
DP09_002 TSGNS09_001 TSGNS08 Meeting Minutes approved.

· GSMA presented the LS from ENSWI about traffic categories. It was only for NS group to take into consideration.

Qualcomm thought there would be no direct impact on the current work in NS. 

China Telecom though the traffic category is one kind of the traffic descriptor, and the LS from ENSWI would not affect the work in NS group. They suggested to wait for the conclusion from 3GPP SA2 then update our work accordingly.

Nokia confirmed the developed in 3GPP SA2, the traffic category was being considered to be part of traffic descriptor.

Vodafone stated the traffic category is assumed to be mapped to traffic descriptor, it was something that only affected the network, and suggested the ENSWI should contribute a proposal in NS group for further consideration.

GSMA closed the LS and it was agreed to keep an eye on the work going on in 3GPP.

DP09_003 LS from ENSIW was closed

· Verizon and China Telecom presented the Requirement No.1 and No.2 in document TS.62 v0.7 CR1013 v03 (TSGNS09_006). 
Verizon stated the spirit was to prevent the abuse of network slicing by an APP which did not have permission to use. 
There are two assumption: APP needed to be approved jointly by OS and network slice provider. OS vendor determines whether an application can be approved (per the approval process) to use the TD value and then to access the network slice that it intends to access. Because the traffic category was still discussed in 3GPP, suggested to keep the two terms and remove the assumption. 
Although it was difficult and challenged, we may find a way to implement this in future. Verizon suggested to work offline with Apple and Google and all delegates to discuss requirement No.2.

Vodafone agreed with the spirit of the requirement, but had concern about the assumption, as this may limit the alternative solution in network. Suggested Verizon to reword the text.

Nokia agreed with Vodafone and also had concern about the assumption, as well as concern about how to implement this requirement.

Google agreed with Vodafone and Nokia, that it was not implementable, and it would be difficult for OS venders to impose it along with the burden to determine the network slicing.

Apple also had concern about the two assumptions. The interaction between network slice provider and OS vender was not implementable.They also had concern about the user permission, the OS had to ask permission from the user and the user would not understand what the APP had asked for. It was not possible to explain the network slice for all end users .

Qualcomm had concern about requirement 2, every time the APP will need to checked if it is permited to use the network slice. It would very complex and challenging to do this in practice.

Orange though requirement NO.2 was ambiguous.

China Telecom suggested to keep the first requirement, the second requirement needed rewording.
 
· Verizon and China Telecom presented the Requirement No.4 in document TS.62 v0.7 CR1013 v03 (TSGNS09_006). 
Verizon explained the reason for the requirement as there was some restriction in the context of transferring APP ID to appropriate place.
Verizon explained the APP was authorized by network slice provider or the application server, the application provided some evidence of that authorization to the UE or OS based on token or some validation received from the server.. 

AT&T had concern about the meaning of allow in the requirement.
It was another layer to control the URSP, we did not need the third party server to confirm it.

Apple had concern about the intention of this requirement, and though the requirement No.4 was exclusive with requirement No.3. Apple also had a question about how to ensure the information was not copied from somebody or another APP. It was not necessary to add the complex action in OS level and suggested to add it as the APP requirement.

China Telecom explained that 3GPP also had PDU session authorization and PDU session second authorization and authentication. They had referenced this mechanism to ensure the TD value cannot be used by other APP.

Qualcomm were confused with requirement No.4 how was the APP information configured. There needed to be a standard way to configure such information..

Samsung suggested the wording needed to be improved, the word “allow” was not very clear, it could be replaced with permit or support. There was no example of the expression in the standards. The example could be changed to a note.

Decision Points:
DP09_001 TSGNS09_002 TSGNS09 Agenda approved
DP09_002 TSGNS09_001 TSGNS08 Meeting Minutes approved
DP09_003 LS from ENSIW was closed
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Change Requests:

	Change Request Number
	CR Title
	Meeting Document number(s)
	Comments
Approved / Rejected / WIP

	TS.62 v07 CR1010 v01
	Section 2-China Mobile
	TSGNS07_003
	WIP

	
	
	
	

	TS.62 v07 CR1011 v01
	Section 3-China Mobile
	TSGNS07_004
	OLD

	TS.62 v07 CR1011 v02
	Section 3-China Mobile
	TSGNS08_007
TSGNS08_005
	WIP

	
	
	
	

	TS.62 v07 CR1012 v01
	All Sections China Telecom and Verizon
	TSGNS07_006

	OLD

	TS.62 v07 CR1012 v02
	All Sections China Telecom and Verizon
	TSGNS07_010
	OLD

	TS.62 v07 CR1012 v03
	All Sections China Telecom and Verizon
	TSGNS08_008

	OLD

	TS.62 v07 CR1012 v04
	All Sections China Telecom and Verizon
	TSGNS09_003
	Update

	
	
	
	

	TS.62 v07 CR1013 v01
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS07_007

	OLD

	TS.62 v07 CR1013 v02
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS07_011
	OLD

	TS.62 v07 CR1013 v03
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS08_003
TSGNS09_006
	OLD

	TS.62 v07 CR1013 v04
	Adding new TD security requirement-Verizon and China Telecom
	TSGNS09_009
	WIP Reviewed at the TGSNS09 meeting

	
	
	
	

	TS.62 v07 CR1014 v01
	Requirements on Data Privacy-Apple
	TSGNS07_008

	OLD

	TS.62 v07 CR1014 v02
	Requirements on Data Privacy-Apple and Google
	TSGNS08_003
	OLD

	TS.62 v07 CR1014 v03
	Requirements on Data Privacy-Apple and Google
	TSGNS09_008
	WIP

	
	
	
	

	TS.62 v07 CR1015 v01
	Adding a section of  new device requirements-China Telecom
	TSGNS08_003

	OLD

	TS.62 v07 CR1015 v02
	Adding a section of  new device requirements-China Telecom
	TSGNS09_004
	Update
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