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1. [bookmark: _Ref73431879][bookmark: _Toc100853745]External fora conclusions and collaboration model
A consistent set of standards is required to realize Operator Platform (OP) services supporting federation among operators. These standards must be well-supported by Standards Development Organizations (SDOs) and cover the requirements identified and documented in this current 
The GSMA OPG also recognizes that Open Source communities (OSCs) exist with API specifications and software blueprints that may approach the OP requirements. The GSMA OPG believes that, for operators to develop a federated edge computing platform such as the OP, requirements must be enforceable in contracts by a published set of standards.
To this end, the GSMA OPG proposes selecting ETSI ISG MEC and 3GPP to provide a standard reference for an edge service end to end definition.
We note that 3GPP EDGEAPP architecture and ETSI ISG MEC architecture could complement each other in a way that is acceptable to GSMA OPG. Figure 1 shows the relationship between 3GPP EDGE APP and ETSI MEC as is defined in 3GPP TS 23.558 Annex C [17]:

 
Figure 1 [bookmark: _Ref105667520]: Relationship between ETSI ISG-MEC and 3GPP EDGEAPP architectures [17] (Source: Informative Annex C in 3GPP TS 23.558)
Both EAS and MEC Application are application servers and can provide similar application-specific functionalities. EAS utilizes the services of the EES, whereas MEC Application utilizes the services provided by the MEC platform as specified in ETSI GS MEC 003[18]. The EAS and MEC Application can be collocated in an implementation.
ETSI ISG MEC specifies handling application-specific management for MEC Apps, while 3GPP SA5 provides application-specific management aspects concerning the 3GPP EDGEAPP architecture. OPG encourages collaboration between 3GPP and ETSI for harmonising the application management.
Applied to the OP interfaces, the following mappings and gaps exist by selecting ETSI ISG MEC and 3GPP. Additional OSC implementation could be adopted as and where needed and contributed based on gaps and needs of OPG requirements.
UNI: Device communication interface needs to be part of the 3GPP architecture and relates to how devices connect to the network.
SBI-NR: Relationship from the edge platform to the core network, as defined by 3GPP. 
SBI-CHF: Currently only standardized for charging engine/function/system on 3GPP and related interfaces to connect to other elements. 
SBI-CR: Although it shall remain open to multiple architectures (as indicated in section 3.5.2.1.2) and considering the current industry solutions, the ETSI ISG NFV architecture is used as a reference for cloudlet functionality, because of its current alignment with 3GPP, but also because of the similarity of Edge Computing and Network Function Virtualisation.
E/WBI: Already in the scope of ETSI ISG MEC with a close relationship with applications deployment and developers. 3GPP SA6 provides some details on this aspect but will need to provide the details for the network-related use cases, such as roaming.
NBI: No single SDO covers a complete interface NBI as required by OPG to handle the application provider relationship. Since this is an area where Application Providers and OSCs are very active, we propose a parallel task to align them with the selected SDOs and provide convergence. ETSI ISG MEC and 3GPP both handle the application side interactions required to host NBI and shall align the capabilities exposure. OPG proposes for ETSI ISG MEC to host the NBI standard.
Note: 	Management plane functionalities will be covered and aligned with proper standard and industry groups in a later phase.
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[bookmark: _Toc54104679][bookmark: _Toc54267791][bookmark: _Toc100853746]Mapping of Requirements to External Fora
[bookmark: _Toc100853747]ETSI
[bookmark: _Toc100853753]3GPP 

[bookmark: _Toc100853754]3GPP SA6 EDGEAPP
3GPP defines a core network-compatible architecture for the edge, including the relationship with UEs and the edge network configuration in TS 23.558 [17].
Edge Enabler Server (EES) and Edge Configuration Server (ECS) are introduced as key elements for communicating with the device Edge Enabler Clients (EEC) and the core network elements, including provisioning the edge service and enabling application management (instantiation, session mobility). The Edge Application Server (EAS) discovery may be performed through an interaction between EEC and EES, extended with the UE location. The interaction with the network includes policy requests to Policy Control Function (PCF)/Policy and Charging Rules Function (PCRF), application traffic configuration APIs, and service APIs exposed by SCEF/NEF.
NOTE:	The EEC(s) may be provisioned with the ECS address(es) information also by the Session Management Function (SMF) at PDU Session establishment or modification via Non-Access Stratum (NAS) signalling. The SMF may derive the ECS address(es) information based on local configuration, the UE's location, or UE subscription information.
EES (and ECS) map to the Capability Exposure, Service Resource Manager and Federation Manager as defined on OP, except for cloud resource management.

[image: Diagram, timeline
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Is EDGE3 really NBI? Shouldn’t NBI be towards app developer (and not server)?
Figure 2 [bookmark: _Ref73447723]: OP to 3GPP EDGEAPP mapping [17]
Note:	EDGE-3 is shown as NBI-3GPP because it covers the OP NBI Network Event Support, but it does not cover the complete OP NBI scope.
[bookmark: _Toc100853755]3GPP EDGEAPP Interfaces
3GPP SA6 defines the EDGE-1 and EDGE-4 interfaces for the device clients to communicate with the edge platform, as defined for the UNI.
3GPP SA6 defines the EDGE-2 and EDGE-8 interfaces for the interactions from the edge platform to the network, with functionalities related to SBI-NR. 3GPP SA5 also defines more details on the cloudlet management aspects corresponding to SBI-CR.
3GPP SA6 defines the EDGE-3 interface for the cloudlets to communicate with the edge platform, as defined for the NBI Network Event Support.
3GPP SA6 defines the EDGE-9 interface for the Operator Platforms to communicate with each other, as defined for E/WBI.
3GPP SA5 defines the Nchf interface for charging related to SBI-CHF.
3GPP SA3 defines the security details of all the EDGEAPP interfaces.
[bookmark: _Toc100853756]3GPP Exposure Interfaces 
3GPP SA2 defines the interfaces N33 and T8 for 5G and 4G, respectively, enabling the following APIs that may map with the SBI-NR:
3GPP TrafficInfluence NEF API [4].
3GPP ReportingNetworkStatus NEF API [4] and SCEF API [5].
3GPP Monitoring NEF API [4] or SCEF API [5].
3GPP AsSessionWithQoS NEF API [4] or SCEF API [5].
3GPP ChargeableParty NEF API [4] or SCEF API [5].
3GPP DeviceTriggering NEF API [4] or SCEF API [5].
3GPP ServiceParameter NEF API [4].
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