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1 Introduction

1.1 Overview

This document provides a technical description of the GSMA’s ‘Remote Provisioning
Architecture for Embedded UICC’ [1].

1.2 Scope
This specification provides a technical description of:

e The eUICC Architecture
e The interfaces used within the Remote Provisioning Architecture and
e The security functions used within the Remote Provisioning Architecture

1.3 Document Purpose

The aim of this document is to define a technical solution for the remote provisioning and
management of the Embedded UICC (eUICC) in machine-to-machine Devices which are not
easily reachable. The adoption of this technical solution will provide the basis for ensuring
global interoperability between potentially different Operator deployment scenarios, different
makes of network equipment (for example SM-DP, SM-SR) and different makes of eUICC
platforms.

1.4 Intended Audience

Technical experts working within Operators, SIM solution providers, machine to machine
Device vendors, standards organisations, network infrastructure vendors, Service Providers
and other industry bodies.

1.5 Definition of Terms

Term Description

Physical entity (person, company or organisation) that can
assume a Role in the functional architecture. It is possible for an

Actor . . .

Actor to assume multiple Roles in the same functional

architecture.

This term refers to a link of an application, an Executable Load
Associated (with) / File or a security domain to (another) security domain, which
Association provides senvices to the former as defined in GlobalPlatform

Card Specification [6] section 7.2.

An identifier for a specific GlobalPlatform card and that may be

used by a Card Management System to uniquely identify a card
within its card base.

Card Image Number / Card
Identification Number (CIN)

A periodically (or exigently) issued list, digitally signed by a CA,
of identified Certificates that have been revoked prior to their
Certificate Revocation List expiration dates. The list generally indicates the CRL issuer’s
name, the date of issue, the date of the next scheduled CRL

issue, the revoked Certificates’ serial numbers, and the specific
times and reasons for revocation.
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A set of data (for example SMSC address) required by the
Connectivity Parameters eUICC to open a communication channel (for example SMS,
HTTPS) on a dedicated network.

A paying party, in particular a legally responsible juridical person

Customer or entity.

Equipment into which an Embedded UICC and a communication

Device module are inserted during assembly. Examples include Utility
meter, car and camera.

The state of a Profile where all files and applications (for
Disabled (Profile) example NAA) present in the Profile are not selectable over the
eUICC-Terminal interface.

Client side on eUICC in charge of initiating the queries to the

DNS Resolver Client DNS server.

Senver-side component in charge of providing the IP address(s)

DNS Resolver Server of the target sener to the DNS Resolver Client

An internet protocol for translating domain names (or

Domain Name System hostnames) into IP addresses.

A UICC which is not easily accessible or replaceable, is not
Embedded UICC intended to be removed or replaced in the Device, and enables
the secure changing of Profiles.

An Operational Profile with a Profile Attribute allocated,
indicating that this Profile is an Emergency Profile.

An Emergency Profile complies with regulatory requirements
and only provides the capability to make Emergency Calls and

receive calls from an Emergency centre (e.g. Public Safety
Answering Point)

Emergency Profile

This is an attribute allocated to a Profile which, when set,

Emergency Profile Attribute identifies the Emergency Profile.

The state of a Profile when its files and/or applications (for

Enabled (Profile) example, NAA) are selectable over the UICC-Terminal interface.

An on-card container of one or more application's executable

Executable Load File code as defined in GlobalPlatform Card Specification [6].

The on-card executable code of a single application present
Executable Module within an Executable Load File as defined in GlobalPlatform
Card Specification [6].

A certificate issued by the EUM for a specific, individual, eUICC.

UICC Certificat - s ifi ' i
e ertiicate This certificate can be verified using the EUM Certificate.

Supplier of the eUICCs and resident software (for example

eUICC Manufacturer firmware and operating system).

Mechanism to correct existing features on an eUICC by the

eUICC OS Update original OS Manufacturer when the eUICC is in the field.

A certificate issued to a GSMA accredited EUM which can be
EUM Certificate used to verify eUICC Certificates.

This certificate can be erified using the Root Certificate.
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Fall-Back Attribute

This is an attribute of a Profile which, when set, identifies the
Profile to be enabled by the Fall-Back Mechanism or by the
execution of the Disable Profile function on another Profile. Only
one Profile on the eUICC can have the Fall-Back attribute set at
atime.

Fall-Back Mechanism

eUICC-based mechanism which enables the Profile with Fall-
Back Attribute set when the Enabled Profile loses network
connectivity

Integrated Circuit Card ID

Unique number to identify a Profile in an eUICC.

Note: the ICCID throughout this specification is used to identify
the Profile.

International Mobile
Subscriber Identity

Unique identifier owned and issued by Mobile Network
Operators as defined in ETSI TS 123 003 [31].

Issuer Identification Number
(IIN)

An identifier for a specific issuer that may be used by an off-card

entity to associate the card with a specific Card Management
System.

Issuer Security Domain

A security domain on the UICC as defined by GlobalPlatform
Card Specification [6].

Local Disable

A function of the interface between a Device and an eUICC that
provides the capability for a Device to locally disable the
Emergency Profile or the Test Profile on the eUICC without
involvement of an SM-SR and/or SM-DP.

Local Enable

A function of the interface between a Device and an eUICC that
provides the capability for a Device to locally enable the
Emergency Profile or the Test Profile on the eUICC without
involvement of an SM-SR and/or SM-DP.

M2M Senvice Provider (M2M
SP)

A Senice Provider relying on an Operator providing the Profiles
on the eUICC.

Mobile Network Operator

An entity providing access capability and communication
senvices to its Customers through a mobile network
infrastructure.

MNO-SD

Security domain part of the Profile, owned by the Operator,
providing the Secured Channel to the Operator's OTA Platform.

It is used to manage the content of a Profile once the Profile is
enabled.

Network Access Application

An application residing on a UICC which provides authorisation
to access a network for example a USIM application.

Operator

A Mobile Network Operator or Mobile Virtual Network Operator;
a company providing wireless cellular network senices.

Operator Notification
Configuration (ONC)

Operator request to configure Operator specific status change
notifications for Profiles owned by this Operator.

Orphaned Profile

A Profile whose Policy Rules have become unmanageable, for
example due to the termination of the Customer’s contract with
the Operator.

OTA Keys

The credentials included in the Profile, used in conjunction with
OTA Platforms.

V4.1
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OTA Platform

An Operator platform for remote management of UICCs and the
content of Enabled Operator Profiles on eUICCs.

PIX

Proprietary application Identifier eXtension, the value of which is
part of the AID.

Platform Management

A set of functions related to the enabling, disabling and deletion
of a Profile on and the transport of Profile Management
functions to an eUICC. Platform Management actions are
protected by Platform Management Credentials shared between
the SM-SR and the ISD-R. Platform Management does not
affect the content of a Profile.

Profile Component

A Profile Component is an element of the Profile and may be
one of the following:

An element of the file system like an MF, EF or DF
An Application, including NAA and Security Domain
POL1

MNO-SD.

Connectivity Parameters.

Platform Management
Credentials

Data required within an eUICC so that a secured communication
can be set up between an external entity and the eUICC in order

to enable, disable and delete Profiles on the eUICC and to
transport Profile Management functions.

Policy

Principles reflected in a set of rules that governs the behaviour

of eUICC and/or entities involved in the remote management of
the eUICC.

Policy Rule

Defines the atomic action of a Policy and the conditions under
which it is executed.

Profile

Combination of a file structure, data and applications to be
provisioned onto, or present on, an eUICC and which allows,
when enabled, the access to a specific mobile network
infrastructure.

Profile Lifecycle
Management

Execution of certain Platform Management commands by the
M2M SP on a Profile, based on prior Profile Lifecycle
Management Authorisation from the Operator owning the
Profile.

Profile Lifecycle
Management Authorisation
(PLMA)

Authorisation given by an Operator to an M2M SP to permit
Profile Lifecycle Management. Such authorisations are
managed by the SM-SR.

Profile Management

A set of functions related to the downloading, installation and
content update of a Profile in a dedicated ISD-P on the eUICC.

Download and installation are protected by Profile Management
Credentials shared between the SM-DP and the ISD-P.

Profile Management

Data required within an eUICC so that a Profile downloaded
from an external entity can be decrypted and installed on the

Credential
redentials UICC.
Profile T Operator specific defined type of Profile. This is equivalent to the
rotiie Type "ProfileType" as described in 5.1.1.2.4 of this specification.
Page 13 of 456
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Registered Application Provider IDentifier, the value of which is

RID part of the AID.
Roles Roles are representing a logical grouping of functions.
Root Certificate Self-signed certificate of the Cl, used to authenticate certificates

issued to other entities.

Script Chaining

Indication that a command script is split over several secured
messages. Script Chaining indicators will specify when to keep
and restore the command context at the boundary of secure
channels that transport the different parts of the command script

Security Domain Image
Number (SDIN)

Identification number used by an Application Management
System to uniquely identify an instance of a Security Domain on
a card as specified in GlobalPlatform Card Specification [6].

Security Domain Provider
Identification Number (SIN)

Identification number used by an off-card entity to associate the
Security Domain with a specific Card Management System, as
specified in GlobalPlatform Card Specification [6].

It is an lIN, typically contains the ISO 7812 [19] defined
identification of the Security Domain provider.

Subscriber

An entity (associated with one or more users) thatis engaged in
a Subscription with a Telecommunication Senvice Provider. The
Subscriber is allowed to subscribe and unsubscribe to senices,
to register a user or a list of users authorised to use those

senices, and also to set the limits relative to the use that
associated users make of those senvices.

Subscription

Describes the commercial relationship between the Subscriber
and the Telecommunication Service Provider.

Subscription Address

A unigue network address, such as MSISDN, IMSI or SIP-URI,

of a mobile Subscription within a mobile network. It is used to
route messages, for example SMS, to the eUICC.

Subscription Manager Data
Preparation

Role that prepares the Profiles to be securely provisioned on the
eUICC and manages the secure download and installation of
these Profiles onto the eUICC.

Subscription Manager
Secure Routing

Role that securely performs functions of Platform Management
commands and the transport of Profile Management commands.

Telecommunication Senice
Provider

An entity that provides Subscriptions to Subscribers either as
part of an Operator or as a party with a wholesale agreement
with an Operator. The Telecommunication Senice Provider
could also be the Operator.

Test Profile

A combination of data and applications to be provisioned on an
eUICC to provide connectivity to test equipment for the purpose
of testing the Device and the eUICC. A Test Profile does not
allow access to an ITU-E.212 [16] network.

1.6 Abbreviations

Abbreviation

AID

Description

Application Identifier

V4.1
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AES Advanced Encryption Standard
CASD Controlling Authority Security Domain
CBC Cipher BlockChaining
cC Cryptographic Checksum
CERT.DP.ECDSA Certificate of the SM-DP for its ECDSA key
CERT.SR.ECDSA Certificate of the SM-SR for its ECDSA key
CERT.ECASD.ECKA Certificate of the ECASD for its ECKA key
Cl Certificate Issuer
CIN Card Image Number / Card Identification Number
CMAC Cipher-based Message Authentication Code
CRL Certificates Revocation List
ECASD eUICC Controlling Authority Security Domain
ECDSA Elliptic Curve cryptography Digital Signature Algorithm
ECKA Elliptic Curve cryptography Key Agreement algorithm
DAP Data Authentication Pattern
DGl Data Grouping Identifier
DNS Domain Name System
DR Derivation Random
EUM eUICC Manufacturer
EID eUICC-ID
EIS eUICC Information Set
ETSI European Telecommunications Standards Institute
ePK.DP.ECKA ephemeral Public Key of the SM-DP used for ECKA
ePK.SR.ECKA ephemeral Public Key of the SM-SR used for ECKA
eSK.DP.ECKA ephemeral Private Key of the SM-DP used for ECKA
eSK.SR.ECKA ephemeral Private Key of the SM-SR used for ECKA
euiCC Embedded UICC
FQDN Fully Qualified Domain Name
GP GlobalPlatform
GSMA GSM Association
ICCID Integrated Circuit Card ID
IIN Issuer Identification Number
IMS IP Multimedia Subsystem
IMSI International Mobile Subscriber Identity
ISD Issuer Security Domain
ISD-P Issuer Security Domain Profile
ISD-R Issuer Security Domain Root
ISO International Standards Organisation
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ITU International Telecommunications Union

LTE Long Term Ewolution

LV Length Value

M2M SP Machine to Machine Senice Provider

MEP Message Exchange Pattern

MNO Mobile Network Operator

MO Mobile Originated

MOC Mandatory, Optional or Conditional

MT Mobile Terminated

NAA Network Access Application

ONC Operator Notification Configuration

OTA Ower The Air

PIX Proprietary application Identifier extension

PK_ CLLECDSA SPiLél:]I;ct:ulfs;/ of the Cl in the ECASD for verifying certificate
PK_DP.ECDSA Public Key of the SM-DP, part of the CERT.DP.ECDSA, for

verifying its signatures

PK.ECASD.ECKA

Public Key of the ECASD used for ECKA

Public Key of the SM-SR part of the CERT.SR.ECDSA, for

PK.SR.ECDSA verifying its signatures
PLMA Profile Lifecycle Management Authorisation
POL1 Policy Rules within the Profile
POL2 Policy Rules associated to a Profile and stored in the relevant
EIS at the SM-SR

PoR Proof of Receipt
PPK-ENC Profile Protection Key for message encryption/decryption
PPK-MAC Profile Protection Key for command MAC generation/verification
PPK-RMAC Profile Protection Key for response MAC generation/verification
SCP Secure Channel Protocol
SD Security Domain
SDIN Security Domain Image Number
ShS Shared Secret
SIN Security Domain Provider Identification Number
SK.DP.ECDSA Private Key of the of SM-DP for creating signatures
SK.ECASD.ECKA Private Key of the ECASD used for ECKA
SK.SR.ECDSA Private Key of the SM-SR for creating signatures
SK.CI.LECDSA Private key of the ClI for signing certificates
SM Subscription Manager
SM-DP Subscription Manager Data Preparation
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SM-SR Subscription Manager Secure Routing
SOA Senice-oriented Architecture

SOAP Simple Object Access Protocol

TAR Toolkit Application Reference

TLS Transport Layer Security

TLV Tag Length Value

URI Uniform Resource Identifier

URL Uniform Resource locator

UsiM Universal Subscriber Identity Module
XML Extensible Markup Language

w3C World Wide Web Consortium
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[2] | ETSITS 101220 application providers; Release 9

mart Cards; Card Application Toolkit ; Release

3 ETSITS 102 223 S Cards; Card Application Toolkit (CAT) ; Rel 9
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SOAPMessageSecurity.pdf
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Key words for use in RFCs to Indicate Requirement Leels, S.

[60] | RFC 2119 Bradner
http://www.ietf.org/rfc/rfc2119.txt

FS.04 - Security Accreditation Scheme for UICC Production —

[61] | FS.04

Standard V8
62] | Fs.08 Eﬂi .r:)a89; rS_esctl;rri]tcyi/ ;ﬁg%editation Scheme for Subscription
[63] | SGP.05 SGP.05 - Embedded UICC Protection Profile v1.1
[64] | SGP.16 M2M Compliance Process v1.0
(65 | REC 3087 Internationalized Resource Identifiers (IRIs). January

2005. http://wwww.ietf.org/rfc/rfc3987.txt

Java Card Classic Platform Specification

[66] | Java Card https://www.oracle.com/java/technologies/javacard-specs-
downloads.html

Security architecture and procedures for 5G system (Release
15)

[68] | 3GPP TS 31.130 (U)SIM API for Java™ Card (Release 15)

[67] | 3GPP TS 33.501

1.8 Conventions

The key words "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", and "MAY" in this
document SHALL be interpreted as described in RFC 2119 [60].

2 General Parts of the Technical Specification

This section contains a technical description and architecture of the Remote Provisioning
System for the Embedded UICC. It SHALL be compliant with the Remote Provisioning
Architecture for Embedded UICC [1]. In addition, the statements in this section define the
basic characteristics that need to be taken into account when realising this specification.

2.1 General Architecture

This section further specifies the Roles and interfaces associated with the Remote
Provisioning and Management of the eUICC, building on GSMA Remote Provisioning
Architecture for Embedded UICC [1].
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Figure 1: eUICC Remote Provisioning System

The above figure provides the complete description of the eUICC Remote Provisioning and
Management system.

The ES5, ES6, ES8 and ESx interfaces are described in section 4.
The ES1, ES2, ES3, ES4 and ES7 interfaces are described in section 5.

NOTE: Functions of the ES2 interface related to Profile ordering and master delete
are considered out of the scope of this specification as these functions may
be based upon pre-existing Operator processes.

NOTE: The interface between the SM-DP and EUM and the related function for
Profile Creation is out of the scope of this specification as this function is
based upon proprietary mechanisms.

NOTE: The ES6 interface is based on the RAM and RFM mechanisms described in
ETSITS 102 225[4]and ETSI TS 102 226 [5].

NOTE: As defined in GSMA Remote Provisioning Architecture for Embedded UICC
[1], the Initiator Role is assumed to be played by the Operator and functions
related to this Role are specified in the ES4 interface.
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NOTE: ESx and its related operations for Emergency and Test Profiles (Local
Enabling and Local Disabling), as well as the support of the Emergency
Profile and Test Profile, are optional features.

2.2 eUICC Architecture

This section focuses on the eUICC architecture which widely leverages current
telecommunication standards, as well as GlobalPlatform standards that are especially well
adapted to establish Role separation and data isolation. In particular, each entity will have a
dedicated Security Domain with different privileges and configuration.

2.2.1 Security Domains

The eUICC architecture comprises the following Security Domains for the purpose of
Platform and Profile Management:

e TheISD-R is the representative of the off-card entity SM-SR

e The ECASD is the representative of the off-card entity ClI

e An ISD-P is the representative of an off-card entity SM-DP. An eUICC can contain
more than one ISD-P

LY

C
< N
,)\ >
Q

Profile Profile

Figure 2: Security Domain Architecture Overview

An ISD, as specified in GlobalPlatform Card Specification [6], does not exist in the
architecture of the eUICC.

2211 ISD-R
There SHALL be only one ISD-R on an eUICC.

The ISD-R SHALL be installed and first personalized by the EUM during eUICC
manufacturing. The ISD-R SHALL be Associated with itself.

After eUICC manufacturing, the ISD-R SHALL be in life-cycle state PERSONALIZED as
defined in GlobalPlatform Card Specification [6], section 5.3. The LOCKED state SHALL
NOT be supported by the ISD-R.

The ISD-R privileges SHALL be granted accordingto AnnexC.
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The ISD-R SHALL only be able to perform Platform Management functions on ISD-Ps.

2212 ECASD
There SHALL be only one ECASD on an eUICC.

The ECASD SHALL be installed and personalized by the EUM during the eUICC
manufacturing. The ECASD SHALL be Associated with the ISD-R.

After eUICC manufacturing, the ECASD SHALL be in life-cycle state PERSONALIZED as
defined in GlobalPlatform Card Specification [6], section 5.3.

The ECASD is involved in the following functions:

o SM-DP key set establishment for Profile Download and Installation
e SM-SR key set establishment for SM-SR Change

The ECASD SHALL be personalized by the EUM during eUICC manufacturing with:

e PK.CLECDSA

e SK.ECASD.ECKA

e CERT.ECASD.ECKA for eUICC Authentication and key establishment
e EID

The ECASD SHALL comply with the requirements defined for the CASD in GlobalPlatform
Card Specification UICC configuration [7] except:

e AIDs and TAR SHALL be allocated as defined in section 2.2.3
e Support of SCP 02 is not required
e Onlythe ISD-R and ISD-Ps SHALL be able to use the ECASD services

2213 ISD-P
An ISD-P hosts a unique Profile.

Only one ISD-P SHALL be enabled on an eUICC at any pointin time.

An ISD-P SHALL be installed by the ISD-R and then personalized by its related SM-DP (see
section 3.1.1). At least one ISD-P with a Profile SHALL be installed and first personalized by
the EUM during eUICC manufacturing to allow future eUICC connectivity.

The ISD-P SHALL be able to receive and process a Profile Package, wrapped in an SCP0O3t
Secure Channel, as specified in section 4.1.3.3.

The eUICC SHALL support the SIMalliance: eUICC Profile Package - Interoperable Format
Technical Specification [53] with the major version being 2 and the version being at least
2.3.1. The eUICC MAY in addition support higher major versions. The EUM SHALL indicate
in the EIS the versions supported by the eUICC, as specified in section 5.1.1.2.10.
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No component outside the ISD-P SHALL have visibility or access to any Profile component
with the exception of the ISD-R, which SHALL have read access to POL1 and to the
Connectivity Parameters as defined in section 4.1.3.4.

A Profile Component SHALL NOT have any visibility of, or access to, components outside its
ISD-P. An ISD-P SHALL NOT have any visibility of, or access to, any other ISD-P.

It SHALL be possible to allocate the same AID within different Profiles. A Profile Component
SHALL NOT use the reserved ISD-R, ISD-P and ECASD AIDs.

It SHALL be possible to allocate the same TAR within distinct Profiles. A Profile Component
SHALL NOT use the reserved ISD-R, ISD-P and ECASD TARs.

An ISD-P SHALL remain associated to the ISD-R during all its life time in order for the ISD-R
to be able to perform the Platform Management functions:

e |ISD-P Creation: the Association between the ISD-R and an ISD-P SHALL be created
at that time

e ISD-P Deletion and Master Delete

¢ Profile Enabling and Disabling

e Fall-Back Attribute setting

e Transport function: The Association SHALL allow SCP03/SCP03t establishment
between the SM-DP and the ISD-P.

ISD-P SHALL follow the life-cycle illustrated in the Figure 3, based on the Security Domain
life-cycle defined in GlobalPlatform Card Specification [6], section 5.3.

1 (ISD-P creation)

1
SELECTABLE ~ |—>delete

2 (key establishment) l

1
PER?ONALIZ.ED ——> delete
(Profile creation)

2 (successful profile download)l

!

1
DISABLED —>delete

Transitions triggered by: T
1-15D-R - . iy
2 - The ISD-P itself —_— A
3-Fall-back mechanism e,

ENABLED
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Figure 3: ISD-P Life-Cycle State Transitions

After execution of the procedure described in section 3.1.1, the ISD-P SHALL be in
SELECTABLE state. After execution of the procedure described in section 3.1.2, the ISD-P
SHALL be in PERSONALIZED state.

NOTE: The INSTALLED state for security domains defined in GlobalPlatform Card
Specification [6] is skipped by the command for ISD-P creation defined in
section4.1.1.1.

After execution of the procedure described in section 3.1.3 or 3.4, the ISD-P SHALL be in
the DISABLED state. The ISD-P can also transition to the DISABLED state as the result of
the enabling of another ISD-P as described in section 3.2, or the activation of the Fall-Back
Mechanism.

After execution of the procedure described in section 3.2, the ISD-P SHALL be in the
ENABLED state. The ISD-P can also transition to the ENABLED state as the result of the
activation of the Fall-Back Mechanism.

Deletion removes the ISD-P with its Profile from the eUICC.
The LOCKED state SHALL NOT be supported by an ISD-P.

For coding the states, table 11-5 of GlobalPlatform Card Specification [6] is modified as
follows:

b8 b7 |o6 [b5 b4 [03 b2 |p1 |Meaning
olo|loloflo]|o]| 1] 1](NSTALLED)

000 0]0]1 1 1 | SELECTABLE

PERSONALIZED (Profile
creation)

ojojoj1]1]1 1 1 | DISABLED
ojoj1y11]1]1 1 1 | ENABLED

Table 1: ISD-P Coding States

These states can be mapped to the architectural states defined in GSMA Remote
Provisioning Architecture [1] as shown below:

State (asdefined in [1]) State (asdefined above)

(INSTALLED)

Created SELECTABLE
PERSONALIZED

Disabled DISABLED

Enabled ENABLED

Deleted No explicit mapping; ISD-P no
longer exists on the eUICC
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Table 2: ISD-P State Mapping

ISD-P privileges SHALL be granted according to AnnexC.

All Profile Components, in particular the MNO-SD, SHALL remain linked to the ISD-P in
order to enable the following:

e Profile Download and Installation: the Profile Components, which are affiliated with
the ISD-P, are created at that time

o |ISD-P Deletion and Master Delete: the Profile Components SHALL be deleted at that
time

¢ Profile Enabling and Disabling: Enable and Disable access to all the Profile
Components

e Update of POL1

e Provide read access to POL1 when required for Platform Management functions.

The Application privileges (defined in GlobalPlatform Card Specification [6]) assignedto a
Profile Component SHALL apply according to AnnexC.

All Profile Components created by the ISD-P SHALL always remain affiliated with the ISD-P.
In particular it is not possible to change the affiliation of any Profile Component.

When an ISD-P is notin enabled state, the eUICC SHALL ensure that:

e Remote management of any Profile Component is not possible via the ES6 interface;

e The file systemwithin the Profile cannot be selected by the Device or any application
on the eUICC,;

e The applications (including NAAs and Security Domains) within the Profile cannot be
selected, triggered or deleted.

2.2.2 ldentification of eUICC: EID

The EID is the eUICC identifier used in the context of Remote Provisioning and Management
of the eUICC.

The EID SHALL be stored within the ECASD and can be retrieved by the Device at any time
using the standard GlobalPlatform GET DATA command by targeting the ECASD as
specified in GlobalPlatform Card Specification [6] as follows:

e Selectthe ECASD using the SELECT command with the AID value defined in section
2.2.3

e Senda ‘GET DATA’' command to the ECASD with the data object tag '5A' to retrieve
the EID

The EID SHALL have the following structure:

e The EID SHALL always be 32 digits long
e The EID SHALL always be built of

V4.1 Page 26 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

A Major Industry Identifier digit of 8 (1t digit), as defined in ISO/IEC 7812 [19].
An additional digit of 9 specifying telecommunications, as defined in ISO/IEC
7812[19],

o An additional three digits for country code (3™ to 5t digits).

» If the country code is one digit long, its value SHALL be prefixed by
two digits of 0,

= If the country code is two digits long, its value SHALL be prefixed by
one digit of 0.

o An additional three digits for issuer identifier (6™ to 8t digits)

» [f the issuer identifier is one digit long, its value SHALL be prefixed by
two digits of O,

» |f the issuer identifier is two digits long, its value SHALL be prefixed by
one digit of 0.

o An additional ten digits for issuer specific information (9t to 18% digits), of
which the first five digits (9t to 13t") contain version information about the
platform and OS, to be specified by the issuer and the last five digits (14t to
18th) contain additional issuer information,

o An additional twelve digits for the individual identification number (19% to 30t
digits),

o Alasttwo digits (31stto 32" digits) containing check digits calculated over all
32 digits as specified below.

e The country code and issuer identifier SHALL be assigned as specified in ITUE.118
[21]
e The two check digits are calculated as follows:

o 1. Replace the two check digits by two digits of O,

o 2. Using the resulting 32 digits as a decimal integer, compute the remainder
of that number on division by 97,

o 3. Subtract the remainder from 98, and use the decimal result for the two
check digits,

» If the resultis one digit long, its value SHALL be prefixed by one digit
of 0.
e When stored as a byte string, the first digit SHALL be put into the highest four bits of
the first byte

Annex J provides a description of howthe verification of an EID is performed.

2.2.3 Identification of Security Domains: AID and TAR

The ISD-P AID, the ISD-R AID and the ECASD AID SHALL followthe structure specified in
ETSITS 101 220 [2], with a RID and a PIX. The ISD-P AID, the ISD-R AID and the ECASD
AID SHALL be 16 bytes long including the TAR.

The RID of the Executable Load File, the Executable Module and the Application of the ISD -
R, the ISD-P and the ECASD SHALL be set to "AO00000559' (as defined in ISO/IEC 7816 -
5:2004).
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The ISD-R application SHALL be installed by the EUM during eUICC manufacturing. The
ISD-R Executable Load File AID and the ISD-R Executable Module AID can be freely
selected by the EUM.

The ISD-R application AID SHALL be ‘A0 00 00 05591010 FF FF FF FF 89 00 00 01 00"
as defined into Annex H.

The ECASD application SHALL be installed by the EUM during eUICC manufacturing. The
ECASD Executable Load File AID and the ECASD Executable Module AID can be freely
selected by the EUM.

The ECASD application AID SHALL be ‘A0 00 0005 591010 FF FF FF FF 89 00 00 02 00"
as defined into Annex H.

The ISD-P application SHALL be installed by SM-SR during the first step of the “Profile
Download and Installation” procedure in section 3.1.

The ISD-P Executable Load File AID SHALL be ‘A0 000005 591010 FF FF FF FF 89 00
00 0D 00' as defined into Annex H.

The ISD-P Executable Module AID SHALL be ‘A0 00 0005591010 FF FF FF FF 89 00 00
OE 00' as defined into Annex H.

The ISD-P application AID SHALL be coded according to AnnexH. The SM-SR SHALL
allocate the ISD-P application AID in the range defined in Annex H.

NOTE: The choice of having the ISD-P AID allocated by the SM-SR is to avoid
conflicts with other ISD-P AIDs used by already installed ISD-Ps; the SM-DP
cannot have such visibility.

The MNO-SD application AID and TAR(S) can be freely allocated by the Operator during
Profile definition.

2.2.4 Profile Structure

The Profile structure, composed of a set of Profile Components, is specified by, and under
the full control of, the Operator. The full Profile structure SHALL be contained in a unique
ISD-P.

The Profile structure SHALL contain a Profile Component, called MNO-SD, which performs
an identical Role as the ISD for a UICC (see GlobalPlatform Card Specification [6]). This
MNO-SD is the representative of the Operator owning the Profile, meaning it contains the
Operator’s OTA Key sets.
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[AM]
ISD-P
-SM-DP_Keyset_scp03
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-MNO_Keyset_scp80
-MNO_Keyset_scp81 (opt.)
-MNO other keysets (opt.)

FileSystem

N

il

Application
- J

———> GP association link

Figure 4: Profile Structure Overview
The Profile in the Figure 4 provides an example of a Profile structure.
The Profile structure SHALL include:

e The MNO-SD

e At leastone NAA

e POL1, evenifnotused

e Thefile system

e Connectivity Parameters of the Profile

The Profile structure MAY contain:

e Several Applications (as defined in GlobalPlatform Card Specification [6]) in addition
to the MNO-SD

e One CASD (as defined in GlobalPlatform Card Specification UICC Configuration [7])

The privileges that can be allocated to the MNO-SD and to applications SHALL comply with
Annex C.

It SHALL be possible for the Operator to establish secure channels between the Operator
OTA Platform and security domains of the Profile as specified in ETSITS 102 225 [4] and
ETSITS 102 226 [5].
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2.2.5 Secure Channel on Interfaces

2.2.51 Secure Channel on ES5 (SM-SR-UICC)

The ES5 functions are addressed to the eUICC through a secure channel established
between the SM-SR and the ISD-R. The eUICC SHALL support SCP80 and may support
SCP81 (defined in ETSI 102 225 [4] and ETSI 102 226 [5]). See also section 2.4.

To enable SCP80, the ISD-R SHALL be personalized before issuance by the EUM with at
least one key set, with a Key Version Number between ‘01’ to ‘OF’ following GlobalPlatform
Card Specification UICC Configuration [7].

To enable SCP81, the ISD-R SHALL be personalized with at least one key set, with a Key
Version Number between ‘40’ to ‘4F’ following GlobalPlatform Secure Element Configuration
[34].

The key length and algorithm SHALL comply with section 2.3.3.

The key sets SHALL be loaded in the ISD-R, and provided to SM-SR, in the EIS, through
ES1

ESS function 0

- Keyset_scp80
- Keyset_scp81 (opt.)

- Keyset_scp80
- Keyset_scp81 (opt.)

L J L
Off-card eulCcC

Figure 5: Secure Channel Between SM-SR and ISD-R

2.25.2 Secure Channel on ES8 (SM-DP - eUICC)

The ES8 functions are addressed to the eUICC through a secure channel established
between the SM-DP and its ISD-P. The eUICC SHALL support SCP03 for ES8 (as defined
in GlobalPlatform Card Specification Amendment D [10], as well as the variant SCP0O3t
defined in this specification (see section 4.1.3.3).

NOTE: SCPO03 is the only secure channel defined by GlobalPlatform that complies
with requirements of the section 2.3.3.

To enable SCP0O3 and SCPO03t, the ISD-P SHALL be personalized with at least one key set,
with a Key Version number between ‘30’ to ‘3F’ (see GlobalPlatform Secure Element
Configuration [34]).

The secure channel configuration, key length and algorithm to be used SHALL comply with
section 2.5.

The first SCP03 key set is loaded into the ISD-P by its SM-DP as described in the procedure
“Key Establishment with Scenario#3-Mutual Authentication”, section 3.1.2.

V4.1 Page 30 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

ES8 function SCP03/SCPO3t

SM-DP
SCP80 or SCP81
1
= il

- Keyset_scp03 - Keyset_scp80
- Keyset_scp81 (opt.)

- Keyset_scp80 - Keyset_scp03

- Keyset_scp81 (opt.)

[ ] [ ]
Off-card eUlcC

Figure 6: Secure Channel Between SM-DP and ISD-P

2.2.5.3 Secure Channel on ES6 (Operator-eUICC)

The ES6 functions are addressed to the eUICC through a secure channel (as definedin
ETSITS 102 225 [4] and ETSI TS 102 226 [5]) established between the Operator and the
MNO-SD (as defined in section 2.2.3).

NOTE: The Operator can also communicate with any other SSD (of the Profile)
belonging to the Operator. The Figure 7 only illustrates the secure channel
with the MNO-SD.

The initial OTA Key sets are part of the Profile and are loaded by the SM-DP during the
“Profile Download and Installation”, see section 3.1, or loaded by the EUM before eUICC
issuance.

______________

MNO ES6 function SCP80 or SCP81

i ’ -Keyset_scp80

-Keyset_scp81 (opt.)
-other keysets (opt.)

-Keyset_scp80
-Keyset_scp81 (opt.) e
-other keysets (opt.) | | |

Off-card eulCcC

Figure 7: Secure Channel Between Operator and MNO-SD

2.2.6 eUICCOS Update

An eUICC should support a secure mechanismto allowthe eUICC OS Update when the
eUICC is in the field. Such mechanism allows the eUICC Manufacturer to correct errors in
existing features on the eUICC. When an eUICC OS Update mechanismis supported, it
SHALL be declared in the EIS through OSUpdateSupported in the AdditionalProperties field.

The process and mechanisms are EUM implementation specific and therefore out of scope
of this specification.

In case an eUICC OS Update happens, the EUM SHALL ensure that:

e theresulting eUICC SHALL maintain, at least, the same level of security and
functional compliance than the previous eUICC.

e The EIS additional property updatedPlatformVersion is updated to reflect the change
of Operating System version
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After an update of the EIS, the SM-SR SHOULD take implementation-dependent actions to
also update the EIS field “remainingMemory”.

2.2.7 Java Card™ Support

The eUICC MAY support Java Card™. If Java Card™ is supported, the eUICC SHALL
support at least version 3.0.4 of the Java Card Classic Platform Specification [66].

2.3 Security Overview

This section provides an overview of the overall ecosystem security features.

The expectation of this architecture is to provide a solution offering a security level at least
equivalent to the security reached by the current UICC and its management systems.

The security requirements have to be applied to the different Actors and Roles (Customer,
Operator, SM-DP, SM-SR, CI, eUICC and eUICC Manufacturer). Each Role is considered as
elements which can belong to a security realm and has to fulfil the appropriate certification
compliance criteria (see section 2.9).

In addition to the intrinsic security of each security realm, the data exchanged between these
entities has to be protected. Any communication between two security realms of the eUICC
ecosystem SHALL be origin authenticated, as well as integrity-Protected and, unless
otherwise specified in detailed sections of this specification, confidentiality protected.

For all the procedures described in this specification the security realms are mutually
authenticated and they have negotiated a minimal-acceptable common cryptographic suite
for further communication.

For the eUICC interfaces, the Platform Management commands (ES5) and the OTA
Platform commands (ES6) SHALL be protected by eithera SCP80 or SCP81 secure
channel with security level defined in section 2.4. The Profile Management commands (ES8)
SHALL be at least protected by a SCP03 security level as detailed in section 2.5.

Off-card entities SHALL implement access control mechanisms for all function execution and
data access requests. This access SHALL be authorised and any access SHALL be traced
as defined in the GSMA certification schemes.

2.3.1 Certificate Issuer Role

The Certificate Issuer (CI) Role issues the certificates for the eUICC Remote Provisioning
System and acts as a trusted third party for the purpose of mutual authentication of the entities
of the system. The ClI provides:

e A self-signed Root Certificate used to verify certificates issued and signed by the CI

o A public key (PK.CI.LECDSA), part of that Root Certificate, used on the eUICC to
verify certificates issued by the ClI

e A certificate (CERT.DP.ECDSA, signed by the CI) to authenticate the SM-DP. This
certificate is used in the “Load and Install Profile” procedure

o A certificate (CERT.SR.ECDSA, signed by the CI) to authenticate the SM-SR. This
certificate is used in the “SM-SR change” procedure
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o A certificate, signed by the CI, to authenticate the EUM. This certificate is used in the
"Download and Install Profile" and in the “SM-SR change” procedures.

e A Certificate Revocation List (CRL), issued periodically or on event, as specified in
the GSMA eUICC PKI Certificate Policy SGP.14 [56]. This CRL lists identifiers of the
certificates issued by the Clthat have been revoked before their expiration date.

2.3.2 Certification Chains

The Certificate Issuer Role issues certificates for Embedded UICC remote provisioning system
entitiesand acts as a trusted root for the purpose of authentication of the entities of the system.

The following certificates SHALL be signed and issued by the CI, according to the policies
specified in SGP.14 [56]:

e Self-signed Root Certificate
e EUM Certificates

e SM-SR Certificates

e SM-DP Certificates

The EUM, SM-SR, and SM-DP certificates, SHALL be requested to the CI, following the
procedures, and using the CSR formats, defined in SGP.14 [56].

The Self-signed Root certificate, and the EUM certificates, SHALL follow the format specified
by SGP.14 [56], based on X.509, including in particular exte nsions SubjectAltName and
SubjectKeyldentifier.

The SM-SR, SM-DP, and eUICC certificates, SHALL follow the format specified by this
document, in sections 4.1.1 and 4.1.3, based on Global Platform Amendment E [11]

The following certificates SHALL be signed and issued by the EUM:

e eUICC Certificates
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Figure 8: Certificate Chains

The certificate operational period and key pair usage period of all certificates SHALL be set to
the time limits defined in SGP.14 [56] section 8.2.

2.3.21 Management of certificates on eUICC
The following certificates SHALL be checked by the eUICC:

e the SM-SR Certificate
e the SM-DP Certificate

The following certificate and key SHALL be stored in the eUICC:

e the eUICC Certificate
e the public key allowing to verify SM-SR and SM-DP certificates

The eUICC Certificate is part of the EIS (eUICC Information Set) which is stored in the SM-
SR and/or at EUM level. This certificate contains:

e The PK.ECASD.ECKA used for EIGamal Elliptic Curves key agreement as definedin
GlobalPlatform Card Specification Amendment E [11]

e TheEID

e The technical reference of the product, which allows the Common Criteria (CC)
certification report to be identified by Common Criteria certification body (for example
BSI, ANSSI).
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2.3.2.2 Identification of parent certificates

It is recognized that the CA-ID field (tag 42) in a GlobalPlatform certificate is usually filled
with the identifier of the organization that issues the certificate. In case this organization has
more than one key pair that can be used to sign issued certificates, this tag alone is not
sufficient to distinguish which parent key pair was used.

In the context of this specification, an additional identifier of the parent key pair SHALL
therefore be provided in the parent certificate as an extension SubjectKeyldentifier, (as
described in RFC 5280 [57]).

This identifier SHALL be referenced in the child certificates as an extension Authority Key
Identifier (as described in RFC 5280 [57]) in the EUM certificate, or as a tag C9 Authority
Key Identifier within the discretionary data field (tag 73) for eUICC, SM-SR, and SM-DP
certificates.

When the Authority Key Identifier extension or tag is present, its value SHALL match the
value of the Subject Key Identifier extension of the parent certificate.

2.3.23 Certificate revocation management

The EUM Certificate, SM-DP Certificate, and SM-SR Certificate, can be revoked by the Cl for
a number of reasons, described in SGP.14 [56], and following procedures describedin the
same document for the triggering and evaluation of the revocation request, and for the
information of relying parties after revocation.

The Operator SHOULD consider the revocation status of the EUM Certificate before
downloading their Profile on an eUICC whose EIS and ECASD Certificate was signed by the
EUM private key.

The Operator SHOULD consider the revocation status of the Certificate of the SM-DP and
SM-SR which manage the Operator’s Profiles.
NOTE: This can be achieved by retrieving regularly the most up-to-date CRL issued

by the CI, and check if any Certificate of their EUM, SM-DP SM-SR supplier
is listed. From this point the Operator can inspect the reason for revocation.

As a general recommendation, the Operator SHOULD NOT download a Profile on an eUICC
whose EUM Certificate was revoked. And the Operator SHOULD avoid to manage its Profiles
via an SM-DP or an SM-SR whose certificate has been revoked.

However, based on the revocation information, the Operator can make an informed decision
as to whether it can continue to rely on the eUICC, SM-SR, SM-DP, at the Operator’s own
risk, as stipulated in SGP.14 [56]. The SM-DP and SM-SR SHALL obey the Operator’s
informed decision:

e When an Operator requeststhe SM-DP to download a Profile on an eUICC, the SM-
DP SHALL NOT refuse to download the Profile for the sole reason that the EUM
certificate has been revoked.

e When an Operator requests a Profile Management or Platform Management
operation, the SM-DP SHALL NOT refuse to performthe operation for the sole reason
that the SM-SR Certificate has been revoked.

e When receiving an EIS via ES1 or ES7, the SM-SR SHALL NOT refuse to register the
eUICC for the sole reason that the EUM Certificate has been revoked.
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e When an Operator requests a Profile Management or Platform Management
operation, the SM-SR SHALL NOT refuse to performthe operation for the sole reason
that the EUM Certificate has been revoked.

e When an M2M SP requests a Profile Lifecycle Management operation, the SM-SR
SHALL NOT refuse to perform the operation for the sole reason that the EUM
Certificate has been revoked.

e Whenan Operator requests a Profile Management or Platform Management operation
via the SM-DP, the SM-SR SHALL NOT refuse to performthe operation for the sole
reason that the EUM Certificate has been revoked.

e When transferring an eUICC to another SM-SR2 via SM-SR Change, the SM-SR1
SHALL NOT refuse to perform the operation for the sole reason that the SM-SR2
Certificate has been revoked.

NOTE The above ensures thatthe eUICC doesn’t need to manage the revocation
status of the SM-DP certificate or the SM-SR certificate that it receives.

2.3.3 General Consideration on Algorithm and Key Length

Following the recommendations of several security agencies (for example NIST: SP 800-57
Part 1: Recommendation for Key Management [36], which was last revised in 2012; BSI: TR-
02102: Kryptographische Verfahren: Empfehlungen und Schliissellangen [37], which was
updated in 2013. For an overview see also http://www.keylength.com/en/2/), the following
table provides an overview of the key lengths and hashing methods that SHALL be applied

in the context of this specification to ensure a good level of security up to the horizon 2030:

Algorithm Minimum Key Length

Symmetric (AES) 128 bits, block size of 128 bits
Asymmetric (RSA) 3072 bits

Elliptic curve 256 bits

Hashing for Digital signatures and hash-only SHA-256

applications

Hashing for HMAC, Key Derivation Functions and SHA-256

Random Number Generation

Table 3: Algorithm and Key Length
2.4 OTA Communication on ES5 (SM-SR-eUICC)

2.4.1 General OTA Requirements

In the eUICC Remote Provisioning and Management systemthe OTA communication is
exclusively handled by the SM-SR. The SM-SR can use SMS, CAT_TP and HTTPS for
remote OTA communication with the eUICC.

e The eUICC SHALL support SMS and either CAT_TP or HTTPS or both.
e Device requirements are stated in Annex G.
e The SM-SR SHALL support SMS, HTTPS and CAT_TP.
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e In HTTPS case, the SM-SR and eUICC MAY support DNS resolution to resolve the
IP address of the SM-SR

e For LTE network deployments the system SHALL support SMS as defined in GSMA
PRD IR.92 [38].

e The SM-SR is free to select the most relevant protocol according to the eUICC and
Device capabilities and the platform or Profile Management operation to execute.

e The eUICC SHALL supportthe RAM and RFM as defined in ETSI TS 102 226 [5], in
particular Expanded Remote Application data format and Script Chaining.

2.4.2 \Void

24.3 SMS
The usage of the SMS protocol may be relevant in several situations:

e SMS for HTTPS session triggering, as definedin ETSITS 102 226 [5], and also in
OMA-Smart Card Web Server [14] (section “Remote Administration Request sent
using a MT-SMS”)

e SMS for CAT_TP session triggering as defined in ETSITS 102 226 [5].

¢ When a command to be sent to the eUICC can fitinto a few SMS; such a solution can
be more efficiently handled via SMS, as compared to HTTPS.

The eUICC SHALL support the sending of secure packetover SMS as defined in 3GPP TS
31.115[13]

The eUICC SHALL support RAM over SMS as defined in ETSITS 102 226 [5].
The eUICC SHALL comply with 3GPP TS 31.111 [27] and 3GPP TS 31.116 [28].

Except for the notification described in section 3.15.1, concerning the security level, the SMS
(MT or MO) SHALL make use of a CC with a length of 64 bits using AES CMAC mode,
ciphering using AES in CBC mode and counter value higher (SPI11="16’). Minimum key
lengths are defined in section 2.3.3.

e Procedures for the PoR SHALL follow ETSI TS 102 225 [4] and 3GPP TS 31.115
[13] with the following precisions: in the case that an incoming SMS for the ISD-R
does not meet this security level, it must be rejected by the eUICC and no PoR
SHALL be sent back

e When the eUICC cannot authenticate the SM-SR, it SHALL NOT send any PoR and
discard the command packet with no further action being taken.

SPI2 SHALL be set to:

e ‘00: no PoR (this value SHALL only be used for the notification described in section
3.15.1 and optionally for the SMS for HT TPS session triggering described in section
2.4.3.1),

e orto‘39: PoR with CC and encryption.
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When a PoR is returned, the SMS SHALL make use of a CC with a length of 64 bits using
AES CMAC mode, ciphering using AES in CBC mode and SHALL be sent using SMS-
SUBMIT mode. Minimum key lengths are defined in section 2.3.3.

The SM-SR SHALL verify that the counter value of the PoR is the same as the counter value
sent in the command packet.

All these security requirements SHALL apply also for the SCP80 secured packets
exchanged during a CAT_TP session.

2.4.31 SMS for HTTPS Session Triggering

The SM-SR SHALL make use of a special SMS for triggering the opening of an HTTPS
session to the eUICC.

This SMS SHALL be addressed to the ISD-R. The necessary TAR information SHALL be
included in the EIS. The SMS SHALL comply with the format described in GlobalPlatform
Card Specification Amendment B [8], section “Administration session triggering parameters”.

The SM-SR MAY choose to request a PoR or not for this special SMS, and set the SPI2 byte
of the SMS accordingly.

NOTE: Normally the SM-SR will close the session. However, if needed, the eUICC
MAY close the session.

2432 SMSfor CAT_TP Session Triggering
The SM-SR SHALL make use of a special SMS for triggering the opening of a CAT_TP
session to the eUICC.

This SMS SHALL be addressed to the ISD-R. The necessary TAR information SHALL be
included in the EIS. The SMS SHALL comply with the format described in:

e ETSITS 102 226 [5], using the parameter “Request for BIP channel opening” and
“Request for CAT_TP link establish”. These parameters and the corresponding “Data
for BIP channel opening”and “Data for CAT_TP link establishment” are separatedin
two different commands sent in the same push SMS.

NOTE: Normally the SM-SR will close the session. However, if needed, the eUICC
MAY close the session.

2.4.3.3 Command Format in SMS

The commands sent to the eUICC within a secure script in SMS SHALL be formatted as an
expanded remote command structure as defined in ETSITS 102 226 [5]. As a consequence,
the eUICC SHALL provide the answer as an expanded remote response structure.

244 HTTPS
If HTTPS is used, the following sections SHALL apply.
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2.4.41 PSK-TLS

24411 Cipher Suites

The eUICC SHALL support the TransportLayer Security (TLS) protocol v1.2 [15] and
SHALL support at least one of the following Pre-Shared Key Cipher suites as defined in RFC
5487 [17]:

e TLS _PSK _WITH AES 128 GCM_SHA256
e TLS_PSK WITH AES 128 CBC_SHA256

The Pre-Shared Keys SHALL have an entropy of at least 128 bits.

The eUICC ISD-R SHALL be configured with " = ‘04’ to indicate only TLS 1.2 supported as
defined in GlobalPlatform Amd B [8].

The SM-SR SHALL select a cipher suite of the same or higher security compared to the two
listed above.

2.4.41.2 PSK-ID Value for TLS Handshake

The PSK-ID specified in this section defines a format suited for PSK random keys. However,
a SM-SR MAY use a dedicated PSK-ID format in particular to be able to manage PSK derived
from master key. In this case the derivation algorithm used SHALL be robust and follow the
NIST recommendation SP800-56C [55], the derived Pre-Shared Keys SHALL have an entropy
of at least 128 bits.

As specified in RFC 4279 [16], the PSK Identity SHALL be first converted to a character
string, and then sent encoded in octets using UTF-8 [18] by the eUICC.

In the context of this specification, the PSK Identity before conversion is a sequence of
Tag/Length/Value (TLV) objects in hexadecimal string representation.

NOTE: As the PSK Identity is expected to be as short as possible, all lengths are
coded in one byte. BER-TLV coding is unnecessary in this case.
_ Length
Description Value
(bytes)
Tag for identifying PSK-ID format | 1 ‘80°
Length 1 ‘01
Identification of the PSK-ID 1 Expected value is ‘02’ indicating a full qualified
format. format for random PSK.
Tag for indicator of EID 1 ‘81’
Length of EID 1 “10°
EID value 16 The EID value. The value SHALL be coded in
hexadecimal string representation.
Tag for security domain AID 1 ‘4F’
Length of security domain AID 1 “10°
Security domain AID value 16 The AID value of the ISD-R. The value SHALL
be coded in hexadecimal string representation.
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Tag for key identifier 1 ‘82’

Length 1 ‘01

Key identifier 1 The key identifier value. The value SHALL be
coded in hexadecimal representation.

Tag for Key version 1 ‘83’

Length 1 ‘01

Key version 1 The key version value. The value SHALL be

coded in hexadecimal representation. Key

version number range reserved for SCP81 is '40'
to '4F".

Table 4: PSK-ID Format
Example of PSK-ID before conversion to an UTF-8 string:

‘8001028110010203040506070809010203040506074F10000102030405060708090A0BOC
ODOEOF820101830140’

24413 Other restrictions on TLS session management

In addition to restrictions to the TLS protocol specified in GP Amendment B [8], the ISD-R
and SM-SR SHALL NOT support TLS Session resumption (RFC 4507 or RFC 5077) nor
several parallel TLS sessions.

2442 HTTP POST Requestof ISD-R

The POST requestis used by the ISD-R to fetch remote APDU strings and to transmit
response strings. The ISD-R SHALL strictly follow GlobalPlatform Card Specification
Amendment B [8] for the format of the POST request. The content of the HTTP POST
header field X-Admin-From SHALL be filled with the “Agent Id” information standardised in
GlobalPlatform Card Specification Amendment B [8], section “Administration Session
Triggering Parameters” (the format of this field is not standardised).

“Agent Id” information SHALL include two parts:

¢ the eUICC identifier (EID)
¢ the identifier of the Security Domain representing the Admin Agent function

Each part is built using the following format:
//<part-id>/<part-id-type>/<part-id-value>

Where:
- <part-1id> is thetagthatspecifies whichpartis defined: “se-id” or “aa-id”
- <part-id-type> specifies thetype of theidentifier thatis provided: “eid” or “aid”

- <part-id-value> providestheidentifier valueitself.

Format of the “X-Admin-From” field:
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//se-1d/eid/<EID>;//aa-id/aid/<RID ISD-R AID>/<PIX ISD-R AID>
Note that this representation of AID in the format /aid/<RID>/<PIX> is already used in
GlobalPlatform for other purposes than the “Agent Id”.

Example of Agent Id field:

“/Ise-id/eid/89001012012341234012345678901224;//aa-
id/aid/A000000559/1010FFFF8900000100”
The eUICC SHALL use the Chunked mode [Transfer-Encoding: chunked CRLF] for the

POST request message.

The SM-SR SHALL use Chunked mode [Transfer-Encoding: chunked CRLF] for the POST
response.

First request sent by the ISD-R:

POST <initial uri> HTTP/1.1 CRLF

Host: <SM-SR ip> CRLF

X-Admin-Protocol: globalplatform-remote-admin/1.0 CRLF
X-Admin-From://se-id/eid/<value>;//aa-id/aid/ <RID ISDR-AID >/<PIXISDR-AID> CRLF
CRLF

Return of a command response (no error case) sentby the ISD-R:

POST <uri contained in the previous POST response> HTTP/1.1 CRLF

Host: <SM-SR ip> CRLF

X-Admin-Protocol: globalplatform-remote-admin/1.0 CRLF
X-Admin-From://se-id/eid/<value>;//aa-id/aid/ <RID ISDR-AID value>/<PIX ISDR-AID> CRLF
Content-Type: application/vnd.globalplatform.card-content-mgt-response;version=1.0 CRLF
Transfer-Encoding: chunked CRLF

X-Admin-Script-Status: ok CRLF

CRLF

[response-string]

2443 HTTP POST Response of SM-SR

The POST response is used by the SM-SR to transmit the next remote APDU format string
to the ISD-R and possibly to provide the next URI that must be used to request the following
admin command.

The POST response SHALL strictly followthe GlobalPlatform Card Specification
Amendment B [8].

POST response sent by the SM-SR containing commands that SHALL be executed by the
ISD-R:
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HTTP/1.1200 CRLF

X-Admin-Protocol: globalplatform-remote-admin/1.0 CRLF

Content-Type: application/vnd.globalplatform.card-content-mgt;version=1.0 CRLF
X-Admin-Next-URI: <uri of the next POST> CRLF

CRLF

[Command script]

POST response sent by the SM-SR containing commands that SHALL be executed by the
ISD-P:

HTTP/1.1200 CRLF

X-Admin-Protocol: globalplatform-remote-admin/1.0 CRLF

Content-Type: application/vnd.globalplatform.card-content-mgt;version=1.0 CRLF
X-Admin-Next-URI: <uri of the next POST> CRLF
X-Admin-Targeted-Application://aid/<rid>/<pix> (of the ISD-P-AID) CRLF

CRLF

[Command script]

Intermediate POST response sent by the SM-SR containing no command to execute but
instructing to not close the HTTP session: the eUICC SHALL accordingly send a POST on
the next URI provided, with no response body.

HTTP/1.1204 CRLF
X-Admin-Protocol: globalplatform-remote-admin/1.0 CRLF
X-Admin-Next-URI: <uri of the next POST> CRLF

CRLF

Last POST response sent by the SM-SR with nothing to do, communication SHALL be
closed:

HTTP/1.1204 CRLF
X-Admin-Protocol: globalplatform-remote-admin/1.0 CRLF
CRLF

2444 Command Formatin HTTP Message

The commands sent to the eUICC within a secure script in HTTP messages SHALL be
formatted in an expanded remote command structure with indefinite length coding as defined
in ETSI TS 102 226 [5]. As a consequence, the eUICC will provide the answer as an
expanded remote response structure with indefinite length coding.
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2445 Sequence forHTTPS Session Triggering

Except if specified differently for a specific procedure, an HTTPS session with the eUICC is
always triggered by the SM-SR by sending a MT-SMS as defined in section 2.4.3.1.

SM-SR L ISD-R ISD-P !

(1) MT-SMS[<HTTP session triggering command>] spg,

Failed
- —— — ————————— — = ~| (2) Check SCP80 security

a) Conditional: DNS resolution to retrieve IP address of SM-SR

< [3b] PSK-TLS handshake >

POST <initial uri> HTTP/1.1 CRLF
Host: <SM-SR ip> CRLF (4)
X-Admin-Protocol: globalplatform-remote-admin/1.0 CRLF
X-Admin-From://se-id/eid/<value>;//aa-id/aid/ <RID ISDR-AID value>/<PIX
ISDR-AID> CRLF

Figure 9: Sequence for HTTPS Session Triggering

)

A

(1) The SM-SR sends a MT-SMS to the ISD-R for HTTPS session triggering as defined in
section 2.4.3.1.

(2) The ISD-R checks the security of the MT-SMS. The figure assumes the security is ok as
defined in [13], otherwise section 2.4.3.1 applies.

(3) Opening of TLS socket
a) If supported and if correctly configured by SM-SR and eUICC, the ISD-R MAY
request a DNS resolution to retrieve the IP Address of the SM-SR. See section
245
b) The PSK-TLS handshake is performed as definedin [16] and [17]. The figure
assumes the security is ok. In case of a temporary or fixable error, the SM-SR
SHALL retry or fix the error.

(4) The first POST request is sent to the SM-SR as defined in section 2.4.4.2.
Then the SM-SR can continue with the procedure to execute.

2.45 DNS Resolution
DNS resolution is an optional feature that is triggered only when:

e The eUICC includes a DNS resolver Client configured to initiate the DNS queries to
server

e The SM-SR relies upon a DNS Resolver Server able to provide the IP address
associated to the domain name sent by the client query.
e The eUICC determines that it has to resolve the IP address of the SM-SR server

2.4.51 Criteria to determine whether DNS resolution is needed
If:

e the eUICC is requested to open an HTTPS session and
e the eUICC supports DNS resolution and
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e the ISD-R has no IP address configured in the Connection Parameters of its
Administration Session Triggering Parameters nor in the Administration Session
Triggering SMS that may have triggered the session (as defined by Global Platform
Amendment B [8]) and

e theISD-R has a FQDN, and IP addresses of DNS servers, configured in DNS
parameters as defined in section 4.1.1.10 and

¢ the ISD-R has not already resolved the FQDNto an IP address, or has resolved it but
has reasons to consider the resolved value is stale

then the eUICC SHALL perform a DNS resolution as described in the procedure 2.4.5.3 to
retrieve the IP address(es) of the SM-SR server.

The eUICC MAY also support other heuristics to determine that DNS resolution is needed
and to which DNS servers to send the DNS queries. For example it MAY obtain the IP
addresses of DNS servers from the device as specified in ETSITS 102 223 release 12.

2452 DNS protocol features
The DNS resolver of SM-SR and eUICC SHALL:

e Be compliantto RFC 1035 and RFC 3596 defining the Domain Name System and
protocol

e Support Query type A (IPv4) and AAAA (IPv6)

e Use UDP protocol

e Support only Recursive mode: the DNS resolver Server SHALL recursively resolve
the given FQDN query, meaning that the answer SHALL contain all the available IP
addresses

e Send shortresponses: any response returned by DNS Server must fit in one UDP
packet

2453 Procedure flowfor DNS resolution
The sequence flowin the Figure 10 describesthe basic exchange for DNS resolution

SM-SR / DNS Device eUlCC

]
|(1) DNS resolution is requested |

(2) OPEN CHANNEL UDP (parameters)

TR=0K

[
v

DNS resolution
sequencemay be

B performed several
times

(3) DNS guery

I (4) Process DNS resolution I

(5) DNS response

1_

Figure 10: Sequence for Basic DNSresolution

(1) The eUICC determinesthat DNS resolution of SM-SR IP addressis needed (as per section
2.45.1)
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(2) if the device supports providing DNS IP addresses, the eUICC MAY obtain one or more
IP addresses from the device; otherwise the eUICC SHALL use the IP addresses
configured in the DNS parameters of the ISD-R’'s SMSR addressing parameters (as
defined in section 4.1.1.10)

The eUICC opens an UDP channel to the DNS server

(3) The eUICC sends the DNS Query to the DNS Resolver Server

(4) The DNS Resolver Server of SM-SR processes this query, and retrieves the IP
address(es) of the SM-SR server

(5) The DNS Resolver Server ofthe SM-SR send the DNS response including allthe resolved
IP addresses of the SM-SR server
NOTE: The eUICC MAY implement proprietary mechanisms to leverage more than

one IP addresses of DNS server, and more than one IP addresses of SM-
SR server, such as retry procedures, load balancing procedures. The
technical solution of these mechanisms is out of scope.

2.5 Communication on ES8 (SM-DP - eUICC)
The ES8 interface is between the SM-DP and its ISD-P and goes through the SM-SR.

The ES8 is realised by a SCP03 or SCP03t secure channel that is tunnelled through the
secure channel between the SM-DP and the SM-SR (ES3) and on through into the SCP80
or SCP81 secure channel between the SM-SR and the ISD-R (ES5). It is then provided by
the ISD-R to the ISD-P. Thisis shown in the Figure 6.

The eUICC SHALL support the Secure Channel Protocol 03 (SCP03) as definedin
GlobalPlatform Card Specification Amendment D [10], as well as the variant SCP03t defined
in this specification (see section 4.1.3.3), with:

e AES in CBC mode with key length of 128 bits, referred as AES-128

e Use of C-MAC, C-DECRYPTION R-MAC and R-ENCRYPTION for SCP03 (set in
reference control parameter P1 of the EXTERNAL AUTHENTICATE command) and
for SCPO3t.

o Use of mode i='70’, meaning use of pseudo-random card challenge, R-MAC and R-
ENCRYPTION support

As aresultthe SM-DP and its ISD-P are mutually authenticated, all commands sent from the
SM-DP to the ISD-P are signed and encrypted, and all responses sent by the ISD-P to the
SM-DP are also signed and encrypted.

2.6 SM-DP to SM-SR Link Establishment (ES3)

The link between the SM-DP and the SM-SR (ES3) may have to be established during a
procedure. Forthe “Profile Download and Installation” procedure, the Operator may ask to
the SM-DP to contact an SM-SR that may be unknown to the SM-DP. The SM-DP will have
to establish a connection with this new SM-SR.

It is assumed in this specification that:
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e The Operator, requesting an action of an SM-DP through the ES2 interface, is able to
provide the identification of the SM-SR in charge of the management of the eUICC
targeted by the function.

e The SM-DP, based on the SM-SR identification provided throughthe ES2 interface, is
able to retrieve the SM-SR address.

e The SM-DP, based on the SM-SR identification and address, is able to establish a
new link to the identified SM-SR during any procedure requiring this step.

The procedure describing howthe SM-DP establishes a link to the SM-SR (for example:
business agreement or technical solution) is not covered by this specification.

2.7 OTA Platform Communication on ES6 (Operator-eUICC)

The ES6 is the interface between the Operator OTA Platform and a Profile inside an eUICC
(see also section 2.2.5.3) through a secure channel as defined in ETSITS 102 225 [4] and
ETSITS 102 226 [5]. This interface is the same as the one used with UICCs.

This specification recommends that OTA Platform communication on ES6 makes use of at
least a minimum security settings defined for ES5 in section 2.4.

2.8 Communication on ES1 (EUM - SM-SR)

ES1 is the interface between the EUM and the first SM-SR that will manage the eUICC, to
send to the SM-SR the EIS describing the eUICC or to update the EIS. The EIS contains the
ISD-R keysets that SM-SR will use to secure the ES5 communication as described in
section 2.4. Those keysets SHALL be protected by a mechanism agreed by the two parties.
The agreement SHALL cover at least the following features. The default value specified
SHALL be supported to ensure that an agreement can be reached:

e Ciphering algorithm: by default, AES transport key of size 128 bits (as per section
2.3.3)

o Key sizes (of transported keys), at least as per section 2.3.3

e Padding: no padding if then length of the key being ciphered is already aligned with
the AES block size, otherwise PKCS#7

e Cipher mode: ECB

2.9 Compliance

The elements of the ecosystem (SM-DP, SM-SR and eUICC) SHALL be certified according
to section 5 of the GSMA Remote Provisioning Architecture for Embedded UICC [1]. SM-SR,
SM-DP and eUICC SHALL be compliant with SGP.16 [64].

3 Detailed Procedure Specifications

This section contains the detailed specifications of the procedures that realise the Remote
Provisioning and Management system for the eUICC.

The order of sending or reception of the responses of the functions and notifications defined
across this procedures section MAY differ fromit in the real implementations.
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3.1 Profile Download and Installation
The Profile Download and Installation procedure is sub-divided into four main steps:

1. ISD-P creation on the eUICC
2. Personalization ofthe ISD-P with a first key set, called the key establishment procedure
3. Download and installation of the Profile onto the eUICC
4. Optional: Enabling of the newly installed Profile.
Optionally the SM-SR MAY send a command ES5.UpdateSMSRAddressingParameters to update the

list of TP-DestinationAddress and define a specific TP-DA for this newly loaded Profile. The command
can be sent anytime after step 1 (ISD-P creation) but before step 4 (enabling of the Profile).

3.1.1 ISD-P Creation

The next figure describes the call flow for the first step which is the ISD-P creation. The
procedure illustrates the usage of RAM over HTTP as an example of the transport protocol,
assuming that the sequence will be followed by a key establishment procedure and the full
download of the Profile.

NOTE: CAT_TP could be used as transport protocol and would have an equivalent
procedure.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 160
hide footbox

participant “Operator” as OP #FFFFFF
participant “SM-DP” as DP #FFFFFF
participant “SM-SR” as SR #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
participant “ISD-P” as ISDP #FFFFFF
endbox

OP->>DP: (1) downloadProfile(srid, eid, iccid, final state, profileType)
DP->SR: (2) getEIS(eid)

Rnote over SR #FFFFF
(3) Retrieve EIS
Endrnote

SR-->DP: Failed
DP-->>0P:

SR-->DP: (4) Return EIS
Rnote over DP #FFFFFF

(5) Check eUICC eligibility
Endrnote

DP-->>0P: Failed

DP->>SR: (6) createISDP(eid, iccid, mno-id,..)

Rnote over SR #FFFFFF
(7) Check initial conditions

Endrnote
SR-->>DP: Failed
DP-->>0P:

Hnote over SR, ISDR #COCOCO
HTTPS session opening
Endhnote

SR->>ISDR: (9)

note over SR, ISDR

**HTTP/1.1 200 CRLE**

Headers

CRLF

<Body with ES5.createISD-P function>
End note

ISDR->ISDP: (10) New
ISDR->>SR: (11)

note over SR, ISDR
**POST /<next-uri> HTTP/1.1 CRLE**

Headers

X-Admin-Script-Status: <script-status> CRLF
CRLF

<Body with ES5.createISD-P response>

End note

Rnote over SR #FFFFFF
(12) EIS update
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Endrnote

SR->>DP: (13) create ISDP function response
@enduml
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<Body with ES5. createlSD-F function=

| (10) Mew

(11
_—

POST /enext-uriz HTTP/.1 CRLF
Headers
K-Admin-Script-Status: <script-status> CRLF
CELF
<Body with ES5S.createlSD-F responses
I

I

(12) EIS update

(13) create ISDP function |
response |

i
|
|
1
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
1
|
|
|
|
|
|
|
|
1
|
|
|
|
|
|
|
|
[
[
|

eUICC
Operator SM-DP SM-SR | || 1ISD-R ISD-P
I I I I I
! (1) downloadProfile(srid, ! ! ! !
i 2id, iccid, final state, i i i i
| profileType) - | | |
] ] tElS d ] ] ]
| G g > | |
: : (3) Retrieve EIS | 1 :
| | _ Failed | | |
I r'( I I I
:h( (4) Return EIS
(5) Check eUICC eligihility| | | |
Failed | | | |
 (B) createlSDP(eid, iccid, I :
\mno-id, ..} — | |
| |7) Check initial conditions | |
_ Failed : : :
<H'I'I'F’S session upening> |
] |:9:| ] :
HTTP/1.1 200 CRLF !
Headers I
CRLF |

Y S .

Figure 11: ISD-P creation

Start Conditions:
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The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) The Operator owning the Profile to download SHALL call the “ES2.DownloadProfile”
function with its relevant input data (the Operator has to provide the SM-SR identification
and address). By providing the required final state, the Operator MAY ask the SM-DP to
enable the newly downloaded Profile at the end of the procedure. Else, by default, the
Profile will be in the DISABLED state.

(2) The SM-DP on reception of this request SHALL call the “ES3.GetEIS” function with its
relevant input data.

(3) The SM-SR SHALL retrieve the EIS of the eUICC based on the EID. At this stage the SM-
SR MAY return an error indicating that the eUICC is unknown in its system. The error
SHALL be finally returned to the Operator and the procedure SHALL end.

(4) The SM-SR SHALL return the EIS of the eUICC.
a. In case the EIS indicates an ISD-P in state 'Created' with the 'smdp-id'

associating it to the calling SM-DP, the SM-DP SHALL delete this Profile,
whether it has the same or a different ICCID, as described in section 3.1.5
before attempting to install a new Profile.

(5) The SM-DP SHALL check the eligibility of the eUICC against the characteristics of the
Profile to be downloaded. Although the exact checks performed by the SM-DP are out of
scope for this specification, some examples might include:

a. Is the target Profile compatible with and validated against this type of eUICC?
(including the fact that the SM-DP is able to generate the Profile for this type
of eUICC).

b. Is there enough memory? In case of uncertainty of the information contained
within the EIS, the SM-DP could request an online audit.

c. Is the eUICC certified? In case of a non-certified eUICC, the SM-DP MAY
stop the procedure.

The SM-DP SHALL verify the ECASD certificate, which was received as part of the EIS,
using the EUM Certificate and the CI's Root Certificate and SHALL extract
PK.ECASD.ECKA fromthe ECASD certificate.

If any of these conditions is not satisfied or if the certificate verification fails, the SM-DP
SHALL return a response indicating a failure.

(6) The SM-DP SHALL call the “ES3.CreatelSDP” function with its relevant input data.

(7) The SM-SR SHALL verify that the SM-DP request is acceptable (the verifications that the
SM-SR SHALL perform are described in the section 5.4.3).

If any of the conditions to be verified are not satisfied, the SM-SR SHALL return aresponse
indicating a failure, and the procedure SHALL stop.

Otherwise the SM-SR, SHALL create a new Profile entry for the EIS having a state “In-
Creation”. The Profile with this state SHALL NOT appear in the EIS returned on
ES3.GetEIS and ES4.GetEIS

V4.1 Page 51 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

(8) If there is no existing HTTPS session with the eUICC, the SM-SR SHALL trigger the
HTTPS session as defined in section 2.4.4.5.

(9) The SM-SR SHALL returnthe HTTP POST response containing the “ES5.CreatelSDP”
with its relevant input data. The X-Admin-Targeted-Application parameter SHALL be
omitted as the command is targeting the ISD-R.

(10) The ISD-R SHALL create the ISD-P. In case of an error, the ISD-R SHALL return the
error within the next POST request to the SM-SR. The SM-SR SHALL delete the new
Profile entry having the state “In-Creation” from the EIS. The error SHALL be finally
returned to the SM-DP and the procedure MAY end depending on the error.

(11) The eUICC SHALL return the “ES5.CreatelSDP” function execution response within
the POST request to the SM-SR.

(12) Assuming a successful ISD-P creation, the SM-SR SHALL update the state of the
Profile in the EIS to “Created®.

(13) The SM-SR SHALL return to the SM-DP the “ES3.CreatelSDP” function execution
response.

(13a)In case the SM-SR does not receive a function execution response fromthe eUICC
(e.g. due to a disrupted connection), the SM-SR SHALL trigger ES5.DeletelSDP
function on the targeted ISD-P and update the EIS by removing the new Profile entry
with status "In Creation" fromthe EIS accordingly.

In this sample procedure, it is assumed that the SM-DP has indicated “more to do” in the
“ES5.CreatelSDP” call. In case the SM-DP did not indicate “more to do”, the SM-SR MAY
end the HTTPS session.

3.1.2 Key Establishment with Scenario#3-Mutual Authentication

The next figure describes the second step in the Profile Download and Installation
procedure.

This sequence defines a new scenario called “Scenario#3-Mutual Authentication”. This
sequence uses Scenario#3 based on ECKA EG (EIGamal) scheme as defined in
GlobalPlatform Card Specification Amendment E [11] complemented by an SM-DP
authentication step.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 160

hide footbox

participant “Operator” as OP #FFFFFF
participant “SM-DP” as DP #FFFFFF
participant “SM-SR” as SR #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
participant “ISD-P” as ISDP #FFFFFF
participant ECASD #FFFFEF

endbox

DP->>SR: (1) sendData (eid, sd-aid, ES8.EstablishISDPKeySet (CERT.DP.ECDSA))
Rnote over SR
(2) Check initial
conditions
End rnote

SR-->>DP: Failed
DP-->>0P:

Hnote over SR, ISDR #COCOCO
(2a) Conditional:

HTTPS Session opening
Endhnote

SR->>ISDR: (3)
note over SR, ISDR
**HTTP/1.1 200 CRLE**

CRLF
<Body with ES8.EstablishISDPKeySet (CERT.DP.ECDSA) >
End note

ISDR->ISDP: (3a) CERT.DP.ECDSA

rnote over ISDP

(3b) Verifies that it is
an SM-DP certificate

End rnote

ISDP->ECASD: (4) CERT.DP.ECDSA

Rnote over ECASD
5) verifies CERT.DP.ECDSA
using PK.CI.ECDSA.
Continue if successful:
- extracts PK.DP.ECDSA
from CERT.DP.ECDSA.
- generates RC
End rnote
ECASD-->ISDP: (6) RC or error
ISDP-->ISDR: (7)

ISDR->>SR:
note over SR, ISDR
**POST /<next-uri> HTTP/1.1 CRLE**

**X-Admin-Script-Status:** <script-status> CRLF
CRLF
<Body with ES8.EstablishISDPKeySet response: RC or error>
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End note
SR->>DP: (8) sendData response with ES8.EstablishISDPKeySet response: RC or error

Hnote over OP, ISDP #COCOCO
(8a) Conditional: Error manageent, see 3.1.4
Endhnote

rnote right of OP

(9) Generates (eSK.DP.ECKA, ePK.DP.ECKA)
Signs RC and ePK.DP.ECKA with SK.DP.ECDSA

End rnote

DP->>SR: (10) sendData( eid, sd-aid, ES8.keyEstablishISDPKeySet (ePK.DP.ECKA,
signature))

SR->>ISDR: (11)

Note over SR

**HTTP/1.1 200 CRLE**

CRLF
<Body with ES8.EstablishISDPKeySet (ePK.DP.ECKA, RC, signature)>
End note

ISDR->ISDP: (12) ePK.DP.ECKA, signature
ISDP->ECASD
rnote over ECASD
13) verifies signature
using PK.DP.ECDSA.
Continue if successful:
- calculates ShS from
ePK.DP.ECKA and
SK.ECASD.ECKA.
End rnote

ECASD-->ISDP: (14) ShS or error

rnote over ISDP

(15) (Opt.) Generates DR

Derives keyset from ShS (and DR)
Calculates receipt.

End rnote

ISDP-->ISDR: (16) Receipt (Opt. DR) or error

ISDR->>SR: (17)
Note over SR, ISDR
**POST** /<next-uri> **HTTP/1.1** CRLF

**X-Admin-Script-Status:** <script-status> CRLF

CRLF

<Body with ES8.EstablishISDPKeySet response: Receipt (Opt. DR) or error>
End note

SR->>DP: (18) sendData response with ES8.keyEstablishISDPKeySet response: Receipt
(Opt. DR) or error

hnote over OP, ISDP #COCOCO
(18a) Conditional: Error management see 3.1.4
end hnote

rnote right of OP
(19) Calculates ShS from eSK.DP.ECKA
and PK.ECASD.ECKA.
Derives keyset from ShS (and DR)
Verifies receipt
End rnote
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Figure 12: Key Establishment, Scenario #3

Start Conditions:

As a pre-condition, the ISD-P SHALL be created as defined in section 3.1.1, the
eUICC/ECASD SHALL support the scenario#3-Mutual Authentication and SHALL be
provisioned with the SK.ECASD.ECKA, PK.CI.LECDSA.

Procedure:

(1) The SM-DP SHALL call the “ES3.SendData” function specifying the targeted eUICC, the
ISD-R, and the data containing the “ES8.EstablishISDPKeySet” function with the
certificate identifying the SM-DP. The certificate SHALL be issued by the SM-DP
Certificate Issuer.

(2) The SM-SR SHALL verify that the SM-DP request is acceptable (the verifications that the
SM-SR SHALL perform are described in the section 5.4.4).

If any of the conditions to be verified are not satisfied, the SM-SR SHALL return a
response indicating a failure, and the procedure SHALL stop.

(2a) The SM-SR SHALL trigger the HTTPS session with the ISD-R if not already
opened as defined in section 2.4.4.5.

(3) The SM-SR SHALL return the HTTP POST response with a body containing the

“ES8.EstablishISDPKeySet” function as provided by the SM-DP in (1). The X-Admin-
Targeted-Application parameter SHALL be omitted as the command is targeting the ISD-
R

(3a) ThelSD-R SHALL forwardthe contentofthe STORE DATA command contained
in the HTTP response to the ISD-P.
(8b) The ISD-P SHALL verify that it is an SM-DP certificate.

(4) The ISD-P SHALL forward the CERT.DP.ECDSA to the ECASD for verification.

(5) ECASD SHALL verify the provided CERT.DP.ECDSA with the PK.CL.ECDSA; ff

CERT.DP.ECDSA is valid, ECASD SHALL extract and store the PK.DP.ECDSA and
generate a random challenge (RC). The length of the Random Challenge SHALL 16 or 32

(6) The Random Challenge (or error if any) SHALL be returned to the ISD-P which forwards
it to the ISD-R.

(7) The ISD-R SHALL return the execution response (RC or error) within a newHTTP POST
request addressed to the SM-SR.

(8) The SM-SR SHALL return the content of the received HTTP POST (RC or error) to the
SM-DP.

(8a) In case of failure during the key establishment procedure, error management
procedure describes in section 3.1.4 SHALL be executed and the procedure
SHALL stop.

(9) The SM-DP SHALL generate an ephemeral key pair (related to the targeted ICCID), called

ePK.DP.ECKA and eSK.DP.ECKA. The SM-DP signs the received Random
Challenge(RC) and the generated ePK.DP.ECKA with the SK.DP.ECDSA.

(10) The SM-DP SHALL call the “ES3.SendData” function specifying the targeted eUICC,
the ISD-R and the data containing the “ES8.EstablishISDPKeySet” function with the

V4.1 Page 56 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

ePK.DP.ECKA and the previously computed signature on Random Challenge (RC) and
ePK.DP.ECKA using SK.DP.ECDSA.

(11) The SM-SR SHALL return the HTTP POST response with a body containing the
“ES8.EstablishISDPKeySet” function as provided by the SM-DP in (10). The X-Admin-
Targeted-Application parameter SHALL be omitted as the command is targeting the ISD-
R.

(12) The ISD-P SHALL forward the content of the STORE DATA command, containing the
ePK.DP.ECKA and signature to the ISD-P, which SHALL forward them to the ECASD for
verification.

(13) The ECASD SHALL verify the signature using the previously stored PK.DP.ECDSA. I
the signature is not verified, an error SHALL be returned. Else the ECASD SHALL
calculate the ShS using the ePK.DP.ECKA and the SK.ECASD.ECKA.

(14) The ShSoran error SHALL be returned to the ISD-P.

(15) The ISD-P:
e MAY optionally compute a Derivation Random (DR, if requested by the SM-DP in
the function call).
e Derives the key set from ShS (and optionally DR).
e Calculates the receipt to be returned to SM-DP.
e In case of error at this step, the length of the returned receipt SHALL be 0.

(16) The ISD-P SHALL return the calculated receipt (and optionally the DR) or the error to
the ISD-R.

(17) The ISD-R SHALL return the execution response to the ISD-P (receipt (opt. DR) or
error) within a new HTTP POST request addressed to the SM-SR.

(18) The SM-SR SHALL return the content of the received HTTP POST (receipt (opt. DR)
or error) to the SM-DP.

(18a) In case offailure during the Key Establishment procedure, the errormanagement
procedure described in section 3.1.4 SHALL be executed and the procedure
SHALL stop.

(19) The SM-DP symmetrically SHALL:
e Calculate the ShS using the eSK.DP.ECKA and the PK.ECASD.ECKA,
e Derive the key set from ShS (and optionally DR), and
e Verify the receipt received in the response to ensure that key set derivation is
consistent with what has been performed by the ISD-P.

The eUICC SHALL support key establishment with and without the DR. The SM-DP decides
which option to use.

BSI TR-03111 [49] contains recommendations and requirements on the generation and
validation of ephemeral keys. In addition, NIST SP 800-56A [50] provides requirements on
the destruction of ephemeral keys and otherintermediate secret data after their use.

3.1.3 Download and Installation of the Profile

This section describes the third part of the procedure for the Profile Download and
Installation step. The procedure illustrates the usage of RAM over HTTP as an example of
the transport protocol.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 160
hide footbox

participant “M2M SP” as M2MSP #FFFFFF
participant “Operator” as OP #FFFFFF
participant “SM-DP” as DP #FFFFFF
participant “SM-SR” as SR #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
participant “ISD-P” as ISDP #FFFFFF
endbox

DP->SR: (1) sendData(eid, isd-p-aid, [<datal>]<sub>scp03t</sub>, moreTodo)
Rnote over SR #FFFFF
(2) Check initial
conditions
Endrnote

Hnote over SR, ISDR #COCOCO
(2b) Conditional: HTTPS
session opening

End hnote

SR->>ISDR: (3)
note over SR, ISDR
**HTTP/1.1 200 CRLF**

**¥X-Admin-Targeted-Application: **//aid/<rid>/<pix> (of ISD-P-AID)CRLF
CRLF

<Body with [<datal>]<sub>scp03t</sub> >

End note

ISDR->ISDP: (4)
rnote over ISDP
(5) Unwrap
SCP03t security
End rnote

rnote over ISDP
(6) Process
Profile data
End rnote

ISDP-->ISDR: (6a)
ISDR->>SR: (7)

Note left of ISDP
**POST** /<next-uri> **HTTP/1.l1** CRLF

**X-Admin-Script-Status:** <script-status> CRLF

CRLF
<Body with [datal execution response] <sub>scp03t</sub> >
End note
SR->>DP: (8) SendData response + [datal execution response]<sub>scp03t</sub>

Hnote over DP, ISDP #COCOCO
(9) Optional: new data sending
End hnote

Hnote over OP, ISDP #COCOCO
(9a) Conditional: Error management see 3.1.4
End hnote

V4.1 Page 58 of 456




GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

DP->SR: (10) profileDownloadCompleted(eid, iccid, subdAddress, POL2)
rnote over SR

(11) Update

EIS

End rnote

SR-->DP

Hnote over SR, ISDP #COCOCO

(12) Optional: : Enable Profile see 3.3
End hnote
DP->>0P: (13) Profile download &installation success

SR-=>>M2MSP: (14) Cond: HandleProfileDownloadedNotification (eid, iccid, enabled)

@enduml
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Figure 13: Download and Installation of the Profile
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Start Conditions:

As a pre-condition, the ISD-P SHALL be created and personalized as defined in section
3.1.1 and section 3.1.2.

Procedure:

(1) The SM-DP SHALL call the “ES3.SendData” function specifying the targeted eUICC, the
ISD-P, and providing the Profile data to download as input data. The Profile data has to
be given as specified in section 4.1.3.1 and 5.4.4.

(2) The SM-SR SHALL verify that the SM-DP request is acceptable (the verifications that the
SM-SR SHALL perform are described in section 5.4.4).

(2a) Depending on the error, the procedure MAY stop and a global failure message SHALL
be returned to the Operator.

(2b) The SM-SR SHALL trigger the HTTPS session opening with the ISD-R if not already
opened, as defined in section 2.4.4.5.

(3) The SM-SR SHALL return the HTTP POST response containing the secure data as
provided by the SM-DP. The X-Admin-Targeted-Application field SHALL contain the ISD-
P-AID.

(4) The ISD-R SHALL forward the received secure data to the ISD-P identified by the X-
Admin-Targeted-Applicationfield.

(5) The ISD-P SHALL process the security of the received data. The figure illustrates a
success case; in case of security failure the error SHALL be returned within the next POST
request to the SM-SR and finally returned to the SM-DP; and the procedure MAY end
depending on the error.

(6) The ISD-P SHALL process the received command TLV(S).
(6a) The ISD-P SHALL return the response to the command TLV(s) to the ISD-R.

(7) The ISD-R SHALL return the ISD-P’s response within the next POST request to the SM-
SR.

(8) The SM-SR SHALL return to the SM-DP the execution status of the “ES3.SendData”
function.

(9) Optionally the SM-DP MAY call the same “ES3.SendData” function again if the download
and installation of the Profile requires several steps. This optional step MAY be repeated
as many times as required.

(9a) In case of failure during the Download and Installation procedure, the SM-DP SHALL
execute the error management procedure described in section 3.1.4. If this error
management procedure fails to delete the ISD-P because the POL1 of the Profile
prevented the deletion, the SM-DP shall consider that the profile installation succeeded
on the eUICC, and SHALL continue at step 10 below. Otherwise the SM-DP SHALL
return the result as specified in section 3.1.4 and the procedure SHALL stop.

(10) When Profile download is completed the SM-DP SHALL call the
“ES3.ProfileDownload Completed” function. This basically indicates to the SM-SR that
the Profile is downloaded and installed. The SM-DP MAY take the opportunity to define a
POL2 on the Profile. The Operator SHALL be able to specify the POL2 content even if it
is empty.

As requested by the Operator, after Profile installation the SCP03 key set of the ISD-P
MAY:
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i. Be retained by the SM-DP. In this case the Operator can instruct the SM-DP to
hand over or delete the key set at a later point in time;

ii. Be handed over to the Operator. The keys MAY be replaced by the Operator;

iii. Be deleted fromthe eUICC by the SM-DP (using the GlobalPlatform DELETE
command).

(11) The SM-SR SHALL update the EIS reflecting that the Profile is in “DISABLED” state,
and POL2 if present.

(12) If the Operator has initially requested the Profile to be enabled, the SM-DP SHALL
request the SM-SR to enable the newly installed Profile following the procedure in section
3.3 with the following modifications:

e The procedure SHALL start with step (1)

For the Normal Case, described in section 3.3.1 the following modification SHALL
apply:

e The SM-DP SHALL NOT perform step 17

Forthe Failure Case, describedin section 3.3.2 the following modification SHALL apply:
e The SM-DP SHALL NOT perform step (14)

NOTE When a M2M SP has a PLMA set to receive “Profile Download
Notifications”, as described in section 5.7.1, it has to be considered that the
M2M SP may receive the information of a successful Profile download,
based on a natification sent by the SM-SR, earlier than the Operator who
has initiated the Profile Download. The Operator does not receive the result
of a Profile download until the Profile Enable procedure, as describedin
section 3.3, has been executed. The result of Profile Download, including
the result of Profile Enabling, is sent as described by step (13) of this
procedure.

(13) The SM-DP SHALL return the response to the “ES2.DownloadProfile” function call to
the Operator. In case the Profile has been downloaded successfully but the optional step
12 failed or expired before completion of the Profile enabling, the function execution
response SHALL include the execution status “Executed-WithWarning” indicating that the
Profile has been downloaded.

(14) If the profile has been successfully downloaded and installed, the SM-SR SHALL send
the “ES4.HandleProfileDownloadedNotification” to a M2M SP, if authorised by the
Operator owning the Profile, and SHALL indicate if the profile has been enabled as
described in the optional step 12.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
the Operator owning the Profile, the SM-SR SHALL send this notification to this other
Operator by calling the “ES4.HandleProfileDownloadedNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
the Operator owning the Profile, the SM-SR SHALL send this notification to the SM-DP
associated to this other Operator by calling the
“ES3.HandleProfileDownloadedNotification”.
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Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfileDownloadedNotification”.

At the end of this procedure, if the Profile has been enabled, the Operator owning of the
Profile is able to perform any remote management operation to the Profile using its own
Remote Administration Server.

3.1.4 Error Management Sub-Routine

The next figure describes the flowfor error management. This procedure is called when an
error occurs during the key-establishment procedure or during the steps 1 to 11 of the Profile
Download and Installation procedure (before the optional enabling of the Profile). The
procedure illustrates the usage of RAM over HT TP as an example of the transport protocol.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 160
hide footbox

participant “Operator” as OP #FFFFFF
participant “SM-DP” as DP #FFFFFF
participant “SM-SR” as SR #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
participant “ISD-P” as ISDP #FFFFFF
participant ECASD #FFFFEF

endbox

DP->>SR: (1) In case of failure, deleteISDP(iccid) function

Hnote over SR, ISDR #COCOCO
(la) Conditional:

HTTPS session

opening

end hnote

SR->>ISDR: (2)
Note left of ISDP
**HTTP/1.1 200** CRLF

CRLF
<Body with ES5.DeleteProfile (isd-p-aid) >
End note

Rnote over ISDR #FFFFFF
(3) Enforce POL1
Endrnote

Alt Unless POLl rejects deletion
Rnote over ISDR: (4) Delete ISD-P
End

ISDR->>SR: (5)
Note left of ISDP
**POST** /<next-uri> **HTTP/1.1** CRLF

**X-Admin-Script-Status:** <script-status> CRLF
CRLF

<Body with ES5.DeleteProfile response >
End note

SR->>DP: (6) ISD-P deletion result

Alt Deletion failed due to POL1

Hnote over OP, SR #COCOCO

(7a) Complete Download and Installation
procedure, see 3.1.3

End hnote

Else Otherwise
DP->>0P: (7) Download failed
End

@end uml
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elICC
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_ (7) Download failed | | |
Figure 14. Error Management Sub-Routine
Procedure:

(1) In case of failure during the key establishment procedure or the Download Profile
procedure, the SM-DP SHALL call the “ES3.DeletelSDP” function with its relevant input
data.
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(1a) The SM-SR SHALL trigger the HTTP session with the ISD-R if not already opened as
defined in section 2.4.4.5.

(2) The SM-SR SHALL return the HTTP POST response with a body containing the
“ES5.DeleteProfile” function with the ICCID. The X-Admin-Targeted-Application
parameter SHALL be omitted as the command is targeting the ISD-R.

(3) If the Profile is already completely installed, the ISD-R SHALL enforce POLL1. If POL1
prevents the deletion of the target Profile, the ISD-R SHALL skip step 4.

(4) The ISD-R SHALL delete the targeted ISD-P.

(5) The ISD-R SHALL return the execution response to the ISD-P deletion
“ES5.DeleteProfile” within a new HTTP POST request addressed to the SM-SR.

(6) The SM-SR SHALL forward the status of the “ES3.DeletelSDP”"to the SM-DP.

(7) If the deletion of the ISD-P was successful, the response message indicating the failure of
the download SHALL be returned to the Operator. In case of a timeout of the
“ES5.DeleteProfile”, the status of the download SHALL be reported as ‘Expired’.

a. If the deletion of the ISD-P was prevented by POL1, the SM-DP shall consider
thatthe profile download and installation succeeded onthe eUICC, and SHALL
continue the procedure 3.1.3.

NOTE: In case the deletion of the ISD-P fails or expires (e.g. because the eUICC is
out of coverage), or in case the SM-DP does not receive confirmation of the
deletion (e.g. because sending the result (5) failed), the SM-DP will get a
chance to delete the ISD-P and the potentially incomplete profile at the
beginning of a subsequent Profile Download on the same eUICC, as
described in section 3.1.5.

3.1.5 ISD-P Cleanup Sub-Routine

The next figure describes the alternate flowthat an SM-DP SHALL follow to delete an ISD-P
that it formerly failed to delete.

NOTE 1. The case where a Cleanup fails due to POL1 is not covered here.

NOTE 2: The case where a Profile with the same ICCID was incompletely
downloaded to a different eUICC is not covered here.
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participant “SM-DP” as DP #FFFFFF
participant “SM-SR” as SR #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
participant “ISD-P” as ISDP #FFFFFF
endbox

OP->>DP: (1) downloadProfile(srid, eid, iccid, final state, profileType)
DP->SR: (2) getEIS(eid)

Rnote over SR #FFFFF
(3) Retrieve EIS
Endrnote

SR-->DP: (4) Return EIS

Alt [If the SM-DP detects an ISD-P that it created and still in an incomplete
state]

DP->>SR: (5alt) DeleteProfile(eid, iccid)

Rnote over SR #FFFFF

(6alt) Check initial conditions

Endrnote

SR-->>DP: Failed

SR->>ISDR: (7alt) MT-SMS [ES5.DELETE command]SCP80

Rnote over ISDR #FFFFFF
(8alt) Delete ISD-P
Endrnote

ISDR-->>SR: (9alt) MO-SMS [ES5.DELETE command response] SCP80
Rnote over SR #FFFFFF

(10alt) Update EIS

Endrnote

SR-->>DP: (llalt) Profile deletion result

End

Rnote over DP #FFFFFF

(5) Check eUICC eligibility
Endrnote

DP-->>0P: Failed

DP->>SR: (6) createISDP(eid, iccid, mno-id,..)

@enduml
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! ! ' (Jalt) MO-SMS ! !
I I i [ES5.DELETE command I
| | \_ response]SCP80 | |
| | |(10alt) Updats EIS | |
] ] I ] ]
I i (11alt) Profile deletion I I I
| :f result | | |
i [ i i i
| I I I I
: (5) Check eUICC eligibilty | : : :
_ Failed I I I I
: | (B) createlSDP(eid, iccid, : :

Figure 315-A: ISD-P cleanup at the beginning of a subsequent profile download

Procedure:
(1) 2) (3) (4) See section 3.1.1.

(5alt) As per the EIS, or by comparing the EIS with its own records, the SM-DP determines
that an ISD-P associated to this SM-DP is in an incomplete state (the profile download
procedure did not complete nominally). The SM-DP SHALL then send a request
“ES3.DeletelSDP” to the SM-SR to delete the incomplete ISD-P.
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(6alt) The SM-SR SHALL verify if the SM-DP request is acceptable (the verifications that the
SM-SR SHALL perform are described in section5.4.9). If any of the conditions to be
verified are not satisfied, the SM-SR SHALL return a response indicating a failure, and
the procedure SHALL end.

(7alt) The SM-SR SHALL send an MT-SMS containing the “ES5.DELETE” command with
its relevant input data (see section 4.1.1.4) to the ISD-R. The SM-SR SHALL request
a PoR to get the execution status of the “ES5.DELETE” command.

(8alt) The ISD-R SHALL delete the targeted ISD-P and the contained Profile.

(9alt) The ISD-R SHALL return the MO-SMS to the SM-SR containing the execution status
of the “ES5.DELETE” command.

(10alt)in case of successful execution, the SM-SR SHALL update the EIS to reflect the
newly deleted Profile.

(11alt) The SM-SR SHALL return the response to the “ES3.DeletelSDP” function to the SM-
DP.

(5)(6)... The SM-DP and SM-SR SHALL resume the procedure described in section 3.1.1

3.2 Profile Enabling

The Profile Enabling procedure between the Operator and the SM-SR is used to enable a
Profile previously downloaded and installed on an eUICC (see GSMA Remote Provisioning
Architecture for Embedded UICC [1] section 3.5.5). The procedure is initiated by the
Operator owning the Profile to be enabled. The procedure illustrates the usage of SMS as a
possible transport protocol between SM-SR and eUICC, but can also be performed using
other transport protocols.

3.2.1 Normal Case

The sequence flowin the Figure 15 describesthe normal case where the target Profile can
successfully be enabled.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 450
skinparam ParticipantPadding 50
skinparam sequenceArrowThickness 1

hide footbox

participant “M2M SP” as M2MSP #FFFFEF
participant “Operator2” as OP2 #FFFFFF
participant “Operatorl” as OPl #FFFFFF
participant “SM-SR” as SR #FFFFFF
participant “Device” as DEV #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
endbox

OP1->>SR: (1) EnableProfile(eid, iccid)

Rnote over SR #FFFFF

(2) Check initial conditions

Endrnote

SR-->>0P1: Failed

SR->>ISDR: (3) MT-SMS [ES5.STORE DATA command]SCP80

Rnote over ISDR #FFFFFF

(4) Enforce POLL

Endrnote

ISDR-->>SR: MO-SMS [ES5.STORE DATA command Failed response] SCP80
SR-->>0P1: Failed

Rnote over ISDR #FFFFFF

(5) Enable ISD-P

Endrnote

ISDR-->>SR: (6) MO-SMS [ES5.STORE DATA command response] SCP80
SR-->>0P1: (6a) Failed

ISDR-->>DEV: (7) REFRESH, (UICC reset)

Rnote over DEV, ISDR #FFFFFF

(8) Network attachment with the enabled profile

Endrnote

[ 11

Hnote right of SR #FFFFFF

(9) Notification procedure over SMS

Endhnote

[ 11

Rnote over SR #FFFFFF

(10) Check POL2

Endrnote

SR->>ISDR: (11) Cond.: MT-SMS [ES5.DELETE command] SCP80
Rnote over ISDR #FFFFFF

(l1la) Enforce POL1

Endrnote

ISDR-->>SR: MO-SMS [ES5.DELETE command FAILED response] SCP80
SR-->>0P1: Failed

Rnote over ISDR #FFFFFF

(11b) Delete disabled ISD-P

and contained profile

Endrnote

ISDR-->>SR: (1llc) MO-SMS [ES5.DELETE command response]SCP80
Rnote over SR #FFFFFF

(12) Update EIS

Endrnote

SR-->>0P1: (13) Profile enabling result

SR->>0P2: (14) HandleProfileDisabledNotification (eid, iccid2)
SR->>M2MSP: (15) HandleProfileEnabledNotification (eid, iccid)
SR->>M2MSP: (16) HandleProfileDisabledNotification (eid, iccid2)

@enduml
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ellCC

1 (1) EnableProfile(sid, iccid) _ !

M2M SP Operator2 Operatart SM-5R I1SD-R
T T T T T T

(2) Check initial conditions

| Failed

| (3) MT-8MS [ES5. STORE DATA command]SCP80

(4) Enforce POLT

! | MO-SMS [ES5.STORE DATA command Failed resgonse]SCPB0 |
i Failed | |

(5) Enable 1SD-P

| (B) MO-SMS [ES5 STORE, DATA command responge]SCPE0

\_ (Ba) Failed

| (7) REFRESH, (UICC [aset)

| (8) Metwork attachment with the enabled profile
T T

5@ Maotification procedure over SMS >"
T

(10) Check POL2

/(1) Cond.c MT-SMS |ES5.DELETE command]SCP8

(11a) Enforce POL1
T

. MO-SMS [ES5.DELETE cimmand FAILED responsie] SCPE0
1 Failed

(1) Delete disabled ISD-P
and contained profile

| (11¢) MO-SMS [ESE DELETE command response]$CP80

(12) Update EIS

| (13) Profile enabling result |

| (14) HandlsProfilsDisabledNotification(sid, iccid2)

| [15) HandleProfleEnablsdhotfication (sid, iccid)

| [16) HandleProfieDisabledNotification (sid, iccid2)

Figure 15: Profile Enabling, Success Case

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) Operatorl, of the target Profile SHALL call the “ES4.EnableProfile” function with its
relevant input data.

(2) The SM-SR SHALL verify that the Operatorl request is acceptable (the verifications that
the SM-SR SHALL perform are described in the section 5.5.5), and in particular evaluates
POL2 of the currently Enabled Profile. If any of the conditions to be verified are not
satisfied, the SM-SR SHALL return a response indicating the failure, and the procedure
SHALL end.

(3) The SM-SR SHALL send an MT-SMS containing the “ES5.STORE DATA” command for
Profile enabling with its relevant input data (see section 4.1.1.2) to the ISD-R. The SM-SR
SHALL request a PoR to get the execution status of the “ES5.STORE DATA” command.

(4) The ISD-R SHALL enforce POL1 of the currently Enabled Prdfile. If POL1 rejects enabling
of the target Profile, the ISD-R SHALL return directly the MO-SMS containing the response
indicating a failure, and the procedure SHALL end.
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(5) If POL1 allows, the ISD-R SHALL disable the currently enabled ISD-P and enable the
targeted ISD-P.

NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicated in3GPP TS 31.102 [52], such a change requires special
caution and should always be accompanied by a REFRESH command to
avoid inconsistent information being read by the terminal. So while the
targeted ISD-P is marked as enabled in this step, it MAY actually become
effective after the terminal executes the REFRESH command.

(6) The ISD-R SHALL returnthe MO-SMS containing the execution status of the “ES5.STORE
DATA” command to the SM-SR.

(6a) If the response to the “ES5.STORE DATA” command indicates a failure, the SM-SR
SHALL return aresponse indicating the failure to Operatorl, and the procedure SHALL
end.

(7) The ISD-R SHALL send a REFRESH proactive command in UICC reset mode to the
Device. This will trigger the execution of a network attach procedure.
NOTE: In case of any error after this step, indicating that the currently Enabled
Profile cannot provide connectivity, the ISD-R SHALL re-enable the
previously Enabled Profile as described in section 3.2.2.

(8) The eUICC and the Device SHALL performa network attach procedure with the newly
Enabled Profile.

(9) The eUICC SHALL perform the notification procedure as described in section 4.1.1.11.
During this procedure, if the ISD-R doesn’t succeed in sending the SMS notification (after
having exhausted all possible retries), or doesn’t receive the SM-SR notification
confirmation, this SHALL be considered as a fatal error, and the previous note SHALL
apply. On reception of the SM-SR notification confirmation command, if POL1 of the now
Disabled Profile contains the rule “Profile deletion is mandatory when it is disabled”, and
this Profile does not have the Fall-Back Attribute set, the ISD-R SHALL delete the disabled
ISD-P and the contained Profile. The eUICC SHALL send the response to the notification
confirmation indicating whether the disabled ISD-P has been deleted or not.

(9a) If the previously Enabled Profile (now Disabled) has the Fall-Back Attribute, and its
POL1 contains the rule “Profile deletion is mandatory when its state is changed to
disabled”, this rule SHALL be ignored accordingto Sections 2.4 and 3.6.3.2 in GSMA
Remote Provisioning Architecture for the Embedded UICC [1], and the procedure
SHALL continue at step 10.

(10) On reception of the “ES5.HandleNotificationConfirmation” response, and if this
response indicates that the Disabled Profile has not been deleted, the SM-SR SHALL
evaluate POL?2 of the Disabled Profile. If POL2 of the Disabled Profile contains the rule
“Profile deletion is mandatory when it is disabled”, the SM-SR SHALL perform step (11),
else it SHALL jump to step (12).

(11) The SM-SR SHALL send an MT-SMS containing the “ES5.DELETE” command with
its relevant input data (see section 4.1.1.4) to the ISD-R, targeting the Disabled Profile.
The SM-SR SHALL request a PoR to get the execution status of the “ES5.DELETE”
command.

(11a) TheISD-R SHALL enforce POL1 of the target Profile. If POL1 rejects the deletion of
the target Profile, the ISD-R SHALL return the MO-SMS containing the response
indicating the corresponding failure, and the procedure SHALL end.
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(11b) If POL1 allows its deletion, the ISD-R SHALL delete the targeted ISD-P and the
contained Profile.

(11c) TheISD-R SHALL return the MO-SMS to the SM-SR containing the execution status
of the “ES5.DELETE” command.

(12) According to the executed sequence and the eUICC responses, the SM-SR SHALL
update the EIS to reflect that:
e The target Profile has been enabled

e The previously Enabled Profile has been disabled or deleted.

NOTE: POL1 and POL2 MAY have different content. As a consequence, both the
eUICC and the SM-SR have to ensure the ISD-P deletion based on their
respective Policy.

(13) The SM-SR SHALL return the response to the “ES4.EnableProfile” function to
Operatorl, indicating thatthe Profile has been enabled.

(14) Unless Operator2 has setan ONC (Operator Notifications Configuration) to not receive
those notifications, the SM-SR SHALL send the
“ES4.HandleProfileDisabledNotification” or “ES4.HandleProfileDeletedNotification”
(if deletion was triggered by the evaluation of POL1 and POL?2) to Operator2, the owner of
the Profile that was enabled at the beginning of the procedure. In case Operator2 has no
direct connection with the SM-SR (SM-SR SHALL be able to detect such a situation based
on its own database), the SM-SR SHALL send this notification to the SM-DP authorised
by Operator2 by calling the “ES3.HandleProfileDisabledNotification” or the
“ES3.HandleProfileDeleted Notification”. The SM-SR can retrieve the SM-DP identity
based on the EIS content. Then the SM-DP, on reception of this notification, SHALL
forward it to Operator2 by calling the “ES2.HandleProfileDisabled Notification” or the
“ES2.HandleProfileDeleted Notification”.

(15) The SM-SR SHALL sendthe "ES4.HandleProfileEnabledNotification"toa M2M SP,
if authorised by Operatorl the owner of the Profile that was Disabled at the beginning of
the procedure.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operatorl, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleProfileEnabledNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operatorl, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileEnabledNotification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfileEnabledNotification”.

(16) The SM-SR SHALL send the "ES4.HandleProfileDisabledNotification" or
"ES4.HandleProfileDeletedNotification" (if deletion was triggered by the evaluation of
POL1 and POL2) to a M2M SP, if authorised by Operator2 the owner of the Profile that
was Enabled at the beginning of the procedure.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operator2, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleProfileDisabledNotification” or “ES4.HandleProfileDeletedNotification”

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this other

V4.1 Page 73 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

Operator by calling the “ES3.HandleProfileDisabledNotification”  or
“ES3.HandleProfileDeleted Notification”.
Then the SM-DP, on reception of this notification, SHALL forward it to the Operator,

acting as the M2M SP, by calling the “ES2.HandleProfileDisabled Notification” or
“ES2.HandleProfileDeleted Notification”

NOTE: This M2M SP might be the same M2M SP as for Operatorl or any other
M2M SP.
NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.4.

3.2.2 Connectivity Failure Case

The sequence flowin the Figure 16 describesthe case where the target Profile cannot
provide connectivity after it is enabled, and when roll-back to the previously Enabled Profile
occurs.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 450
skinparam ParticipantPadding 50
skinparam sequenceArrowThickness 1

hide footbox

participant “Operatorl” as OPl #FFFFFF
participant “SM-SR” as SR #FFFFFF
participant “Device” as DEV #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
endbox

OP1->>SR: (1) EnableProfile(eid, iccid)
Rnote over SR #FFFFF
(2) Check initial conditions
Endrnote
SR-->>0P1: Failed
SR->>ISDR: (3) MT-SMS [ES5.STORE DATA command]SCP80
Rnote over ISDR #FFFFFF
(4) Enforce POL1
Endrnote
ISDR-->>SR: MO-SMS [ES5.STORE DATA command Failed response] SCP80
SR-->>0P1: Failed
Rnote over ISDR #FFFEFFF
(5) Enable ISD-P
Endrnote
ISDR-->>SR: (6) MO-SMS [ES5.STORE DATA command response] SCP80
SR-->>0P1: (6a) Failed
ISDR-->>DEV: (7) REFRESH, (UICC reset)
Rnote over DEV, ISDR #FFFFFF
(8) Network attachment with the enabled profile **fails**
OR
Notification procedure **fails**
Endrnote
[ 11
Hnote over ISDR #FFFFFF
(9) Enable previous ISD-P
Endhnote
ISDR-->>DEV: (10) REFRESH, (UICC reset)
Rnote over DEV, ISDR #FFFFFF
(11) Network attachment with the enabled profile
Endrnote
[ 1]
Hnote right of SR #FFFFFF

(12) Notification procedure over SMS
Endhnote

[ 1]
SR-->>0P1: (13) Profile enabling failure
@enduml
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Operatar1 SM-SR Device ISD-R

' (1) EnableProfile(eid, iccid) _ |

! |(2) Check initial conditions | | .

E Failad E X X
(3) MT-SMS [ES5.STORE DATA command]SCPS0
E : : (4) Enforce POL1
| MO-SMS [ES5.STORE DATA command Failed resgonse]SCPB0 |
| Failed ! : :
(5) Enable 1SDF
E E (B) MO-SMS [ESS.STOF{EE DATA command responge]SCPE0 E
(5a) Failed |

| | | [7) REFRESH, (UICC feset) |

X ! (8) Netwaork attachment with the enabled profile fails
] 1 OR
| i Motification procedure fails

(9) Enahble previous I1SD-P

(10) REFRESH, (UIC( reset) !

| {11) Netwark attachment with the enabled profile

(12} Motification procedure over SMS >

' _ (13) Profile enahling failure ! ! !

Figure 16: Profile Enabling failure, with roll-back

Start Conditions:
The start conditions are identical to section 3.2.1.

Procedure:
Steps (1), (2), (3), (4), (5),(6), (6a) and (7) are also identical to section 3.2.1.
(8) A network attach failure occurs indicating that the Enabled Profile cannot provide

connectivity, or the eUICC doesn’t succeed to send the SMS notification (after having
exhausted all possible retries), or doesn’t receive the SM-SR notification confirmation.

(9) The ISD-R SHALL enable the Profile that was previously enabled before the reception of
the command, to re-establish connectivity.
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NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicated in 3GPP TS 31.102 [52], such a change requires
special caution and should always be accompanied by a REFRESH
command to avoid inconsistent information being read by the terminal. So
while the targeted ISD-P is marked as enabled in this step, it MAY actually
become effective only after the terminal executes the REFRESH command.

(10) The ISD-R sends a REFRESH proactive command in UICC reset mode to the Device.
This will trigger the execution of a new network attach procedure.

(11) TheeUICC and the Device SHALL perform a new network attach procedure with the
Profile Enabled before the start of the procedure.

(12) TheeUICC SHALL performthe notification procedure as described in section 4.1.1.11.
On reception of the SMS naotification, the SM-SR is informed that the target Profile has not
been enabled.

(13) Finally, the SM-SR SHALL return the response to the “ES4.EnableProfile” function to
Operator1; indicating a failure, the target Profile didn’'t succeed to provide the connectivity.
3.3 Profile Enabling Via SM-DP

The Profile Enabling procedure between the Operator and the SM-DP is used to enable a
Profile previously downloaded and installed on an eUICC (see GSMA Remote Provisioning
Architecture for Embedded UICC [1] section 3.5.5). The procedure is initiated by the
Operator owning the Profile to be enabled. The procedure illustrates the usage of SMS as a
possible transport protocol between SM-SR and eUICC, but can be also performed using
other transport protocols.

This procedure is similar to the procedure “Enable Profile” described in section 3.2.

3.3.1 Normal Case

The sequence flowin the 0 describes the normal case where the targeted Profile can
successfully be enabled.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 450
skinparam ParticipantPadding 50
skinparam sequenceArrowThickness 1

hide footbox

participant “M2M SP” as M2MSP #FFFFEF
participant “Operator2” as OP2 #FFFFFF
participant “Operatorl” as OPl #FFFFFF
participant “SM-DP” as DP #FFFFFF
participant “SM-SR” as SR #FFFFFF
participant “Device” as DEV #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
endbox

OP1->>DP: (0) Cond.: EnableProfile(eid, smsr-id, iccid)
DP->>SR: (1) EnableProfile(eid, iccid)

Rnote over SR #FFFFF

(2) Check initial conditions

Endrnote

SR-->>DP: Failed

DP-->>0P1: Failed

SR->>ISDR: (3) MT-SMS [ES5.STORE DATA command]SCP80
Rnote over ISDR #FFFEFFF

(4) Enforce POL1

Endrnote

ISDR-->>SR: MO-SMS [ES5.STORE DATA command Failed response] SCP80
SR-->>DP: Failed

DP-->>0P1: Failed

Rnote over ISDR #FFFFFF

(5) Enable ISD-P

Endrnote

ISDR-->>SR: (6) MO-SMS [ES5.STORE DATA command response] SCP80
SR-->>DP: (6a) Failed

DP-->>0P1: Failed

ISDR-->>DEV: (7) REFRESH, (UICC reset)

Rnote over DEV, ISDR #FFFFFF

(8) Network attachment with the enabled profile

Endrnote

[ 11

Hnote right of SR #FFFFFF

(9) Notification procedure over SMS
Endhnote

[ 1]

Rnote over SR #FFFFFF

(10) Check POL2

Endrnote

SR->>ISDR: (11) Cond.: MT-SMS [ESS5.DELETE command] SCP80
Rnote over ISDR #FFFFFF

(1la) Enforce POL1

Endrnote

ISDR-->>SR: MO-SMS [ES5.DELETE command FAILED response] SCP80
SR-->>DP: Failed

DP-->>0P1: Failed

Rnote over ISDR #FFFFFF

(11lb) Delete disabled ISD-P

and contained profile

Endrnote

ISDR-->>SR: (1llc) MO-SMS [ES5.DELETE command response]SCP80
Rnote over SR #FFFFFF

(12) Update EIS

Endrnote

SR-->>DP: (13) Profile enabling result
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| SR->>0P2: (14) HandleProfileDisabledNotification(eid, iccid2) |
SR-=>>M2MSP: (15) HandleProfileEnabledNotification (eid, iccid)

SR->>M2MSP: (16) HandleProfileDisabledNotification (eid, iccid?2)
DP-->>0P1: (17) Cond.: Profile enabling result

@enduml
L L
eUICC
M2M-SP Operator2 Operator1 SM-DP SM-SR ISD-R
1 | | (0) Cond.: EnableProfile(eid, smsr-id, iccid) _ | | |
1 (1) EnableProfile(eid, iccid) _!
—_— T
(2) Check initial conditions
.. Failed
| (3) MT-SMS [ESS5.STORE DATA command]SCPS0
' | (4) Enforce POL1
1 MO-SMS [ES5.STORE DATA command Failed resglonse]SCF80 |
| Failed j
|_ Failed
(5) Enable 1SD-P
|, 6) MO-SMS [ES5.STORE; DATA command responge]SCP80
i i< T
e Bafaled
| Failed i
= i
| _ (7) REFRESH, (UICC feset)
[ (B) Netwark attachment with the enabled profile
T T
18 HNotification procedure over SMS
T
(10) Check POL2 |
1 (11) Cond.. MT-SMS [ES5.DELETE P8 '
1 i (11a) Enforce POL1
| MO-SMS [ES5.DELETE chmmand FAILED responsg]SCP80 |
| Failed
(11b) Delete disabled ISD-P
and contained profile
1 (11c) MO-SMS [ES5 DELETE command response]$CPE0
(12) Update EIS
i 7
i i :{,,U,,3,)f,',”,ﬂ‘?,,E[‘EE“I‘E,!EE‘J,‘!,,J:
| (14) HandleProfileDisabledNatification(eid, iccid2)
!_ (15) HandleProfileEnabledMotffication (eid, iceid)
' (16) HandleProfileDisabledNofification (eid, iceid2)
| {17) Cond.: Profile enabling result

Figure 17: Profile Enabling, Success Case

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(0) Operatorl, the owner of the target Profile, SHALL call the “ES2.EnableProfile” function
with its relevant input data, see section 5.3.5, in particular the identification of the SM-SR
in charge of the management of the target eUICC. If the Profile Enabling procedure has
been requested during a Profile Download (see section 3.1.3), this step is not applicable.

(1) The SM-DP SHALL forward the request to the SM-SR provided by the Operator and
SHALL call the function “ES3.EnabledProfile”. During this step the SM-DP may have to
establish a link to the SM-SR (see section 2.6).

Steps (2) to (12) are the same as in the procedure “Profile Enabling” described in section
3.2.1.
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(13) The SM-SR SHALL return the response to the “ES3.EnableProfile” function to the
SM-DP, indicating that the Profile has been enabled.

(14) Unless Operator2 has set an ONC to not receive those notifications, the SM-SR
SHALL send the “‘ES4.HandleProfileDisabledNotification” or
“ES4.HandleProfileDeletedNotification” (if deletion was triggered by the evaluation of
POL1 and POL2) to Operator2, the owner of the Profile that was enabled at the beginning
of the procedure. In case Operator2 hasno direct connection with the SM-SR, the SM-SR
SHALL apply the same process as described in point (14) of section 3.2.1.

(15) The SM-SR SHALL sendthe "ES4.HandleProfileEnabledNotification"toa M2M SP,
if authorised by Operatorl the owner of the Profile that was disabled at the beginning of
the procedure.

(16) The SM-SR SHALL send the "ES4.HandleProfileDisabledNotification" or
"ES4.HandleProfileDeletedNotification" (if deletion was triggered by the evaluation of
POL1 and POL2) to a M2M SP, if authorised by Operator2 the owner of the Profile that
was enabled at the beginning of the procedure.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operatorl, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleProfileEnabledNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operatorl, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileEnabledNotification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfileEnabledNotification”.

NOTE: This M2M SP might be the same M2M SP as for Operatorl or any other
M2M SP.

(17) Finally, the SM-DP SHALL return the response to the “ES2.EnableProfile” function
call to Operatorl. If the Profile Enabling procedure has been requested during a Profile
Download (see section 3.1.3), thenthe SM-DP SHALL NOT execute this step.

3.3.2 Connectivity Failure Case

The sequence flowin the Figure 18 describesthe case where the targeted Profile cannot
provide connectivity afteritis enabled, and when roll-back to the previously Enabled Profile
occurs.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 450
skinparam ParticipantPadding 50
skinparam sequenceArrowThickness 1

hide footbox

participant “Operatorl” as OPl #FFFFFF
participant “SM-DP” as DP #FFFFFF
participant “SM-SR” as SR #FFFFFF
participant “Device” as DEV #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
endbox

OP1->>DP: (0) Cond.: EnableProfile(eid, smsr-id, diccid)
DP->>SR: (1) EnableProfile(eid, iccid)
Rnote over SR #FFFFF
(2) Check initial conditions
Endrnote
SR-->>DP: Failed
DP-->>0P1: Failed
SR->>ISDR: (3) MT-SMS [ES5.STORE DATA command]SCP80
Rnote over ISDR #FFFFFF
(4) Enforce POL1
Endrnote
ISDR-->>SR: MO-SMS [ES5.STORE DATA command Failed response] SCP80
SR-->>DP: Failed
DP-->>0P1: Failed
Rnote over ISDR #FFFFFF
(5) Enable ISD-P
Endrnote
ISDR-->>SR: (6) MO-SMS [ES5.STORE DATA command response] SCP80
SR-->>DP: (6a) Failed
DP-->>0P1: Failed
ISDR-->>DEV: (7) REFRESH, (UICC reset)
Rnote over DEV, ISDR #FFFFFF
(8) Network attachment with the enabled profile **fails**
OR
Notification procedure **fails**
Endrnote
[ 1]
Hnote over ISDR #FFFFFF
(9) Enable previous ISD-P
Endhnote
ISDR-->>DEV: (10) REFRESH, (UICC reset)
Rnote over DEV, ISDR #FFFFFF
(11) Network attachment with the enabled profile
Endrnote
[ 1]
Hnote right of SR #FFFFFF
(12) Notification procedure over SMS
Endhnote
[ 1]
SR-->>DP: (13) Profile enabling failure
DP-->>0P1: (14) Cond.: Profile enabling failure
@enduml
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Figure 18: Profile Enabling, With Roll-Back

Start Conditions:
The start conditions are the same as in section 3.3.1.

Procedure:

Steps (0) and (1) are the same as in section 3.3.1. If the Profile Enabling procedure has
been requested during a Profile Download (see section 3.1.3), the step (0) is not applicable.

Steps (2) to (12) are the same as in procedure “Connectivity failure case” as described in
section 3.2.2.

(13) The SM-SR SHALL return the response to the “ES3.EnableProfile” function to the
SM-DP, indicating a failure, the target Profile didn’t succeed to provide the connectivity.

(14) Finally, the SM-DP SHALL return the response to the “ES2.EnableProfile” function to
Operator1, indicating a failure, the target Profile didn't succeed to provide the connectivity.
If the Profile Enabling procedure has been requested during a Profile Download (see
section 3.1.3), then the SM-DP SHALL NOT execute this step.
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NOTE: In case the previously Enabled Profile can also not provide connectivity, the
eUICC SHALL activate the Fall-Back Mechanism.

3.4 Profile Disabling

The Profile Disabling procedure is initiated by the Operator owning the Profile to be disabled.
The procedureillustrated using SMS as a possible transport protocol between the SM-SR
and the eUICC, but can be also performed using other transport protocols.

The sequence flowin the 0 describes the case where the targeted Profile can successfully
be disabled.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 450
skinparam ParticipantPadding 50
skinparam sequenceArrowThickness 1

hide footbox

participant “M2M SP” as M2MSP #FFFFEF
participant “Operator2” as OP2 #FFFFFF
participant “Operatorl” as OPl #FFFFFF
participant “SM-SR” as SR #FFFFFF
participant “Device” as DEV #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
endbox

OP1->>SR: (1) DisableProfile(eid, iccid)

Rnote over SR #FFFFF

(2) Check initial conditions

Endrnote

SR-->>0P1: Failed

SR->>ISDR: (3) MT-SMS [ES5.STORE DATA command]SCP80

Rnote over ISDR #FFFFFF

(4) Enforce POLL

Endrnote

ISDR-->>SR: MO-SMS [ES5.STORE DATA command Failed response] SCP80
SR-->>0P1: Failed

Rnote over ISDR #FFFFFF

(5) Disable ISD-P

Endrnote

ISDR-->>SR: (6) MO-SMS [ES5.STORE DATA command response] SCP80
SR-->>0P1: (6a) Failed

ISDR-->>DEV: (7) REFRESH, (UICC reset)

Rnote over DEV, ISDR #FFFFFF

(8) Network attachment using profile with Fall-Back Attribute
Endrnote

[ 11

Hnote right of SR #FFFFFF

(9) Notification procedure over SMS

Endhnote

[ 11

Rnote over SR #FFFFFF

(10) Check POL2

Endrnote

SR->>ISDR: (11) Cond.: MT-SMS [ES5.DELETE command] SCP80
Rnote over ISDR #FFFFFF

(l1la) Enforce POL1

Endrnote

ISDR-->>SR: MO-SMS [ES5.DELETE command FAILED response] SCP80
SR-->>0P1: Failed

Rnote over ISDR #FFFFFF

(11b) Delete disabled ISD-P

and contained profile

Endrnote

ISDR-->>SR: (1llc) MO-SMS [ES5.DELETE command response]SCP80
Rnote over SR #FFFFFF

(12) Update EIS

Endrnote

SR-->>0P1: (13) Profile disabling result

SR->>0P2: (14) HandleProfileEnabledNotification (eid, iccid2)
SR->>M2MSP: (15) HandleProfileDisabledNotification (eid, iccid)
SR->>M2MSP: (16) HandleProfileEnabledNotification (eid, iccid2)

@enduml
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Figure 19: Profile Disabling

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) Operatorl, the owner of the target Profile SHALL call the “ES4.DisableProfile” function
with its relevant input data.

(2) The SM-SR SHALL verify that the Operatorl request is acceptable (the verifications that
the SM-SR SHALL perform are described in the section 5.5.6, and in particular checks
that Profile is enabled and Profile disabling is allowed in POL2. If any of the conditions to
be verified are not satisfied, the SM-SR SHALL return a response indicating the failure,
and the procedure SHALL end.

(3) The SM-SR SHALL send an MT-SMS containing the “ES5.STORE DATA” command for
Profile disabling with its relevant input data (see section 4.1.1.3) to the ISD-R. The SM-SR
SHALL request a PoR to get the execution status of the “ES5.STORE DATA” command.

(4) The ISD-R SHALL enforce POL1 of the currently Enabled Profile. In case POL1 rejects
disabling, the ISD-R SHALL return PoR containing the response indicating a failure, and
the procedure SHALL end.
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(5) TheISD-R SHALL disable the targeted ISD-P and the contained Profile and SHALL enable
the Profile with the Fall-Back Attribute set.

NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicated in 3GPP TS 31.102 [52], such a change requires
special caution and should always be accompanied by a REFRESH
command to avoid inconsistent information being read by the terminal. So
while the targeted ISD-P is marked as enabled in this step, it MAY actually
become effective only after the terminal executes the REFRESH command.

(6) The ISD-R SHALL returnthe MO-SMS containing the execution status of the “ES5.STORE
DATA” command to the SM-SR.

(6a) If theresponsetothe “ES5.STORE DATA” command indicates afailure, the SM-
SR SHALL return a response indicating the failure to Operatorl, and the
procedure SHALL end.

(7) The ISD-R sends a REFRESH proactive command in UICC reset mode to the Device.
This will trigger the execution of a network attach procedure.

NOTE: In case of any error after this step indicating thatthe current Enabled Profile
cannot provide connectivity, the ISD-R SHALL re-enable the previously
Enabled Profile as described in section 3.2.2.

(8) The eUICC and the Device SHALL perform a new network attach procedure with the
Profile with the Fall-Back Attribute set.

(9) The eUICC SHALL perform the notification procedure as described in section 4.1.1.11.
During this procedure, if ISD-R doesn’t succeed to send the SMS notification, or doesnt
receive the SM-SR notification confirmation, this SHALL be considered as an error, and
the previous note SHALL apply.

On reception of the SM-SR notification confirmation command, if POL1 of the Disabled
Profile contains the rule “Profile deletion is mandatory when it is disabled”, the ISD-R
SHALL delete the disabled ISD-P and the contained Profile. The eUICC SHALL send the
response to the notification confirmation indicating whether the disabled ISD-P has been
deleted or not.

(10) On reception of the ES5.HandleNotificationConfirmation response, and if the
ES5.HandleNotificationConfirmation response indicates that the Disabled Profile has
not been deleted, the SM-SR SHALL evaluate POL2 of the Disabled Profile. If POL2 of
the Disabled Profile contains the rule “Profile deletion is mandatory when it is disabled”,
the SM-SR SHALL performstep (11), else it SHALL jump to step (12).

(11) The SM-SR SHALL send an MT-SMS containing the “ES5.DELETE” command with
its relevant input data (see section 4.1.1.4) to the ISD-R, targeting the Disabled Profile.
The SM-SR SHALL request a PoR to get the execution status of the “ES5.DELETE”
command.

(11a) The ISD-R SHALL enforce POL1 of the target Profile. If POL1 rejects the deletion of
the target Profile, the ISD-R SHALL return the MO-SMS containing the response
indicating the corresponding failure, and the procedure SHALL end.

(11b) It POL1 allows its deletion, the ISD-R SHALL delete the targeted ISD-P and the
contained Profile.

(11c) TheISD-R SHALL return the MO-SMS to the SM-SR containing the execution status
of the “ES5.DELETE” command.
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(12) According to the executed sequence and the eUICC responses, the SM-SR SHALL
update the EIS to reflect that:
e The Profile having the Fall-Back Attribute has been enabled

e The previously Enabled Profile has been disabled or deleted.

NOTE: POL1 and POL2 MAY have different content. As a consequence, both the
eUICC and the SM-SR have to ensure the ISD-P deletion based on their
respective Policy.

(13) The SM-SR SHALL return the response to the “ES4.DisableProfile” function to
Operatorl, indicating that the Profile has been disabled. In case the Profile has also been
deleted because of POL1 or POL2, the function execution response SHALL include an
execution status “Executed-WithWarning”indicating thatthe Profile has also been deleted.

(14) Unless Operator2 has set an ONC to not receive those notifications, the SM-SR
SHALL send the “ES4.HandleProfileEnabledNotification” to Operator2, the owner of
Profile with Fall-Back Attribute set that is now enabled. In case Operator2 has no direct
connection with the SM-SR (SM-SR SHALL be able to detect such situation based on its
own database), the SM-SR SHALL send this notification to the SM-DP authorised by
Operator2 by calling the “ES3.HandleProfileEnabledNotification”. The SM-SR can
retrieve the SM-DP identity based on the EIS content. Then the SM-DP, on reception of
this  notification, SHALL forward it to Operator2 by calling the
“ES2.HandleProfileEnabled Notification”.

(15) The SM-SR SHALL send the "ES4.HandleProfileDisabledNotification" to a M2M
SP, if authorised by Operatorl the owner of the Profile that was enabled at the beginning

of the procedure.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operatorl, the SM-SR SHALL send this notification to this other Operator by calling the
“‘ES4.HandleProfileDisabledNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operatorl, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileDisabled Notification”.
Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfileDisabledNotification”

(16) The SM-SR SHALL sendthe "ES4.HandleProfileEnabledNotification"toa M2M SP,

if authorised by Operator2 the owner of Profile with Fall-Back Attribute set that is now
enabled.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised
by Operator2, the SM-SR SHALL send this notification to this other Operator by calling
the “ES4.HandleProfileEnabledNotification”.

If the M2M SP is another Operator connected throughits SM-DP and it is authorised
by Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this
other Operator by calling the “ES3.HandleProfileEnabled Notification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator,

acting as the M2M SP, by calling the “ES2.HandleProfileEnabledNotification”.

NOTE: This M2M SP might be the same M2M SP as for Operatorl or any other
M2M SP.

NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.4.
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3.5 Profile Disabling Via SM-DP

The Profile Disabling procedure is initiated by the Operator owning the Profile to be disabled
through the SM-DP. The procedure illustrated using SMS as a possible transport protocol
between SM-SR and eUICC, but can be also performed using other transport protocols.

This procedure is similar to the procedure “Disable Profile” described in section 3.4.

The sequence flowin the Figure 20 describesthe case where the targeted Profile can
successfully be disabled.
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skinparam ArrowColor Black
skinparam maxmessagesize 450
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skinparam sequenceArrowThickness 1

hide footbox

participant “M2M SP” as M2MSP #FFFFEF
participant “Operator2” as OP2 #FFFFFF
participant “Operatorl” as OPl #FFFFFF
participant “SM-DP” as DP #FFFFFF
participant “SM-SR” as SR #FFFFFF
participant “Device” as DEV #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
endbox

OP1->>DP: (0) DisableProfile (eid, smsr-id, iccid)

DP->>SR: (1) DisableProfile(eid, iccid)

Rnote over SR #FFFFF

(2) Check initial conditions

Endrnote

SR-->>DP: Failed

DP-->>0P1: Failed

SR->>ISDR: (3) MT-SMS [ES5.STORE DATA command]SCP80

Rnote over ISDR #FFFEFFF

(4) Enforce POL1

Endrnote

ISDR-->>SR: MO-SMS [ES5.STORE DATA command Failed response] SCP80
SR-->>DP: Failed

DP-->>0P1: Failed

Rnote over ISDR #FFFFFF

(5) Disable ISD-P

Endrnote

ISDR-->>SR: (6) MO-SMS [ES5.STORE DATA command response] SCP80
SR-->>DP: (6a) Failed

DP-->>0P1: Failed

ISDR-->>DEV: (7) REFRESH, (UICC reset)

Rnote over DEV, ISDR #FFFFFF

(8) Network attachment using profile with Fall-Back attribute
Endrnote

[ 11

Hnote right of SR #FFFFFF

(9) Notification procedure over SMS
Endhnote

[ 1]

Rnote over SR #FFFFFF

(10) Check POL2

Endrnote

SR->>ISDR: (11) Cond.: MT-SMS [ESS5.DELETE command] SCP80
Rnote over ISDR #FFFFFF

(1la) Enforce POL1

Endrnote

ISDR-->>SR: MO-SMS [ES5.DELETE command FAILED response] SCP80
SR-->>DP: Failed

DP-->>0P1: Failed

Rnote over ISDR #FFFFFF

(11lb) Delete disabled ISD-P

and contained profile

Endrnote

ISDR-->>SR: (1llc) MO-SMS [ES5.DELETE command response]SCP80
Rnote over SR #FFFFFF

(12) Update EIS

Endrnote

SR-->>DP: (13) Profile disabling result
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EDP——>>OP1: (17) Profile disabling result
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Figure 20: Profile Disabling Via SM-DP

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(0) Operatorl, the owner of the target Profile, SHALL call the “ES2.DisableProfile” function
with its relevant input data, see section 5.3.6, in particular the identification of the SM-SR
in charge of the management of the target eUICC.

(1) The SM-DP SHALL forward the request to the SM-SR identified by the Operator and
SHALL call the “ES3.DisableProfile” function with its relevant input data.

Steps (2) to (12) are the same as in the procedure “Profile Disabling” described in section 3.4.

(13) The SM-SR SHALL return the response to the “ES3.DisableProfile” function to the
SM-DP, indicating that the Profile has been disabled. In case the Profile has also been
deleted because of POL1 or POL2, the function execution response SHALL include an
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execution status “Executed-With Warning” indicating that the Profile has also been
deleted.

(14) Unless Operator2 has set an ONC to not receive those natifications, the SM-SR
SHALL sendthe “ES4.HandleProfileEnabledNotification” to Operator2, the owner of the
Profile with Fall-Back Attribute set that is nowenabled.

(15) The SM-SR SHALL send the "ES4.HandleProfileDisabledNotification" to a M2M
SP, if authorised by Operatorl the owner of the Profile that was enabled at the beginning
of the procedure.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operatorl, the SM-SR SHALL send this notification to this other Operator by calling the
“‘ES4.HandleProfileDisabledNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operatorl, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileDisabledNotification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfileDisabledNotification”

(16) The SM-SR SHALL sendthe "ES4.HandleProfileEnabledNotification"toa M2M SP,
if authorised by Operator2 the owner of Profile with Fall-Back Attribute set that is now
enabled.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operator2, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleProfileEnabledNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileEnabled Notification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfileEnabledNotification”.

NOTE: This M2M SP might be the same M2M SP as for Operatorl or any other
M2M SP.

(17) Finally, the SM-DP SHALL return the response to the “ES2.DisableProfile” function
call to Operatorl.

NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.4.

3.6 Profile and ISD-P Deletion

The Profile and ISD-P deletion procedure between the Operator and the SM-SR is used to
delete the target ISD-P with its Profile on the eUICC (see GSMA Remote Provisioning
Architecture for Embedded UICC [1] section 3.5.4). The procedure is initiated by the
Operator owning the Profile to be deleted. The procedure illustrates the usage of SMS as a
possible transport protocol between SM-SR and eUICC, but can be also performed using
other transport protocols.
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Figure 21: Profile and ISD-P Deletion

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) The Operator owning the target Profile SHALL call the “ES4.DeleteProfile” function with
its relevant input data.

(2) The SM-SR SHALL verify that the Operator request is acceptable (the verifications that
the SM-SR SHALL perform are described in the section 5.4.7), and in particular SHALL
evaluate POL2 of the target Profile. If any of the conditions to be verified are not satisfied,
the SM-SR SHALL returnaresponse indicating the failure, and the proce dure SHALL end.

(3) The SM-SR SHALL check the state of the target Profile. If the target Profile is enabled and
if POL2 of the target Profile allows it to be disabled, then the SM-SR SHALL execute the
“ES4.DisableProfile” function to first disable the target Profile (and thus enable the Profile
having the Fall-Back Attribute). In case of error, aresponseindicatingthe failure is returned
to the Operator, and the procedure SHALL end.

NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicated in 3GPP TS 31.102 [52], such a change requires
special caution and should always be accompanied by a REFRESH
command to avoid inconsistent information being read by the terminal. So
while the targeted ISD-P is marked as enabled in this step, it MAY actually
become effective only after the terminal executes the REFRESH command.

(4) The SM-SR SHALL send an MT-SMS containing the “ES5.DELETE” command with its

relevant input data (see section 4.1.1.4) to the ISD-R. The SM-SR SHALL request a PoR
to get the execution status of the “ES5.DELETE” command.
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(5) The ISD-R, SHALL enforce POL1. If POL1 rejects deletion of the target Profile, the ISD-R
SHALL return directly the MO-SMS containing the response indicating a failure, and the
procedure SHALL end.

(6) If POL1 allows, the ISD-R SHALL delete the targeted ISD-P and the contained Profile.

(7) The ISD-R SHALL return the MO-SMS containing the execution status of the
“ES5.DELETE” command to the SM-SR.

(8) In case of successful execution, the SM-SR SHALL update the EIS to reflect the newly
deleted Profile.

(9) Finally, the SM-SR SHALL return the response to the “ES4.DeleteProfile” function to the
caller Operator.

(10) The SM-SR SHALL send the "ES4.HandleProfileDeletedNotification"to a M2M SP,
if authorised by the Operator who owns the Profile, indicating that the profile has been
deleted.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
the Operator owning the Profile, the SM-SR SHALL send this notification to this other
Operator by calling the “ES4.HandleProfileDeleted Notification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
the Operator owning the Profile, the SM-SR SHALL send this notification to the SM-DP
associated to this other Operator by calling the “ES3.HandleProfileDeleted Notification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfileDeletedNotification”

NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.4.

3.7 Profile and ISD-P Deletion Via SM-DP

The Profile and ISD-P deletion procedure is used between the Operator and the SM-DP to
delete the target ISD-P with its Profile on the eUICC (see GSMA Remote Provisioning
Architecture for Embedded UICC [1] section 3.5.4). The procedure is initiated by the
Operator owning the target Profile and is actually performed by the SM-SR in charge of the
eUICC management. The procedureillustrates the usage of SMS as a possible transport
protocol between SM-SR and eUICC, but can be also performed using other transport
protocols.
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Figure 22: Profile and ISD-P Deletion via SM-DP

Start Conditions:
The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) The Operator owning the Profile which is to be deleted SHALL call the “ES2.DeleteProfile”
function with its relevant input data (we assume that the Operator knows the identification
and the address of the SM-SR, as the Operator has a Profile on the eUICC managed by
this SM-SR). The identification and address of the SM-SR in charge of the management
of the eUICC SHALL be provided at that time to the SM-DP.

(2) The SM-DP SHALL forward the Operator request to the relevant SM-SR.

(3) The SM-SR SHALL verify if the SM-DP requestis acceptable (the verifications that the
SM-SR SHALL perform are describedin section 5.4.9), and, in particular, SHALL evaluate
POL2 of the target Profile. If any of the conditions to be verified are not satisfied, the SM-
SR SHALL return a response indicating a failure, and the procedure SHALL end.

(4) The SM-SR SHALL check the state of the target Profile. If the target Profile is enabled and
if POL2 of the target Profile allows it to be disabled, then the SM-SR SHALL execute the
“ES4.DisableProfile” function to first disable the target Profile (and thus enable the Profile
having the Fall-Back Attribute). In case of error, a response indicating the failure SHALL
be returnedto the SM-DP, who forwardsit to the Operator, and the procedure SHALL end.

NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicatedin 3GPP TS 31.102 [52], such achange requires special
caution and should always be accompanied by a REFRESH command to
avoid inconsistent information being read by the terminal. So while the
targeted ISD-P is marked as enabled in this step, it MAY actually become
effective only after the terminal executes the REFRESH command.
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(5) The SM-SR SHALL send an MT-SMS containing the “ES5.DELETE” command with its
relevant input data (see section 4.1.1.4) to the ISD-R. The SM-SR SHALL request a PoR
to get the execution status of the “ES5.DELETE” command.

(6) The ISD-R SHALL enforce POLL. If POL1 rejects the deletion of the target Profile, the
ISD-R SHALL returnthe MO-SMS containing the response indicating a failure, and the
procedure SHALL end.

(7) If POL1 allows its deletion, the ISD-R SHALL delete the targeted ISD-P and the contained
Profile.

(8) The ISD-R SHALL return the MO-SMS to the SM-SR containing the execution status of
the “ES5.DELETE” command.

(9) In case of successful execution, the SM-SR SHALL update the EIS to reflect the newly
deleted Profile.

(10) The SM-SR SHALL return the response to the “ES3.DeletelSDP” function to the SM-
DP.

(11) The SM-SR SHALL send the "ES4.HandleProfileDeletedNotification"to a M2M SP,

if authorised by the Operator owning the Profile, indicating that the profile has been
deleted.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by

the Operator owning the Profile, the SM-SR SHALL send this notification to this other
Operator by calling the “ES4.HandleProfileDeletedNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
the Operator owning the Profile, the SM-SR SHALL send this notification to the SM-DP
associated to this other Operator by calling the “ES3.HandleProfileDeleted Notification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfileDeletedNotification”

(12) Finally, the SM-DP SHALL forward the received response to the Operator.

NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.4.

3.8 SM-SR Change

The SM-SR Change procedure is used between the Initiator Operator (see GSMA Remote
Provisioning Architecture for Embedded UICC [1] section 2.3.1) and the SM-SRs to change
the SM-SR for the target eUICC (see GSMA Remote Provisioning Architecture for
Embedded UICC [1] section 3.5.11) from SM-SR1 to SM-SR2.

This sequence uses the same key establishment mechanism as section 3.1.2.
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Figure 23: SM-SR Change
NOTEZ1L: The same ISD-R is used by both SM-SRs.

NOTE2: The actions to performin relationship to the Operator before the SM-SR
change are out of scope of this specification.

NOTES3: The settings of the secure connections between the Operators and the SM-
SRs are out of scope of this specification.

NOTE4: The interaction between Cland SM-SR2 is out of the scope of this
procedure.

NOTES: Profile Lifecycle Management Authorisations (PLMA, see chapter 3.20 for
further details), on SM-SR1 SHALL NOT be taken into account during the
change procedure to SM-SR2. If necessary, the operator SHALL perform
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the procedures defined in 3.20.1 or 3.20.2 to configure PLMAs on the SM-
SR2.

NOTES®: In this procedure, the Initiator should be the Operatorl asitis the one
requesting the transfer from SM-SR1 to SM-SR2.

Start Conditions:
a) The EID of the eUICC is known to the Initiator Operator.
a) The two OIDs of the SM-SR1 and SM-SR2 are known to the Initiator Operator.
b) The ISD-R is personalised with the keys of SM-SR1.
c) The change of SM-SRis allowed.
d) SM-SR2 has a certificate signed by the Certificate Issuer (CI).
e) The public key of the Cl is stored in the ECASD.

Procedure:

(1) The Initiator Operator SHALL call the “ES4.PrepareSMSRChange” function addressing
the new SM-SR with the EID as input data.

(2) SM-SR2 SHALL verify that it is prepared to manage this eUICC. A failure at this step will
stop the procedure and the error information SHALL be returned to the Initiator Operator.

(3) SM-SR2 SHALL return a response indicating a success.

(4) The Initiator Operator SHALL call the SM-SR1 “ES4.SMSRChange” function with its
relevant input. SM-SR1 SHALL verify that there is no pending action for the eUICC. SM-
SR1 SHALL also reject any new management requests for the target eUICC as long as
the procedure is on-going. In case of pending action(s), SM-SR1 SHALL stop the SM-SR
Change procedure and indicate that other actions are pending..

(5) SM-SR1 SHALL call the SM-SR2 “ES7.HandoverEUICC” function with its relevant input
data.

(6) SM-SR2 SHALL verify that:

e It has the capabilities to manage this eUICC.

e The ECASD certificate is valid, using the EUM Certificate and the CI's Root
Certificate. The ECASD certificate is part of the EIS and is provided in the
HandoverEUICC function. SM-SR2 SHALL extract PK.ECASD.ECKA fromthe
ECASD certificate.

(7) SM-SR2 SHALL call the “ES7.AuthenticateSMSR” function specifying the targeted
eUICC and providing the certificate identifying SM-SR2, CERT.SR.ECDSA.

a. In case SM-SR1 does not receive call 7 before the expiration of the Validity
Period specified by the Initiator Operator at step 4, SM-SR1 SHALL send an
error (‘Execution Status’ indicating ‘Failed’) to the Operator.

(8) SM-SR1 SHALL call the “ES5.EstablishISDRKeySet” function with CERT.SR.ECDSA as
input data to authenticate SM-SR2.

(8a) The ISD-R SHALL verify thatitis an SM-SR certificate.
(9) The ISD-R SHALL forward the CERT.SR.ECDSA to ECASD.

(10) The ECASD SHALL:
e Verify CERT.SR.ECDSA using PK.CI.ECDSA;

e Extract and store PK.SR.ECDSA from CERT.SR.ECDSA;
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e Generate a Random Challenge(RC). The length of the Random Challenge SHALL be
16 or 32.

(11) The ECASD SHALL return the Random Challenge (RC) to the ISD-R.

(12) The ISD-R SHALL return a response indicating a success with the generated Random
Challenge RC.

(13) SM-SR1 r SHALL forward the Random Challenge to SM-SR2.

b. In case of failure or expiration in steps 8 to 13, the SM-SR2 SHALL abort the
procedure and returnan error in ES7.HandoverEuicc response. The SM-SR1
SHALL abort the procedure too and propagate the error to the Initiator
Operator.

(14) SM-SR2 SHALL generate anephemeralkey pair (eSK.SR.ECKA, ePK.SR.ECKA) and
sign the received Random Challenge (RC) and ePK.SR.ECKA with SK.SR.ECDSA.

(15) SM-SR2 SHALL call the “ES7.CreateAdditionalKeyset” function specifying the
targeted eUICC and providing the ePK.SR.ECKA and the previously generated signature.

c. In case the Validity Period specified by SM-SR2 does not fit within the time
remaining out of the Validity Period specified by the Initiator Operator in step 4,
the SM-SR1 SHALL return an error to SM-SR2 indicating that the Validity

Period is refused.SM-SR2 MAY then retry call 15 with an acceptable Validity
Period

d. In case SM-SR1 does not receive an acceptable call 15 before the expiration
of the Validity Period specified by the Initiator Operator at step 4, SM-SR1
SHALL send an error (‘Execution Status’ indicating ‘Failed’) to the Operator.

(16) SM-SR1 SHALL call the “ES5.EstablishISDRKeySet” function with ePK.SR.ECKA
and the signature as input data to request generation of an additional key set KS2.

(17) The ISD-R SHALL forward ePK.SR.ECKA and the signature to ECASD

(18) The ECASD SHALL:
e Verify the signature using PK.SR.ECDSA. If unsuccessful an error SHALL be
returned; else

e Calculate ShS from ePK.SR.ECKA and SK.ECASD.ECKA.
(19) The ECASD SHALL return the ShSto the ISD-R
(20) The ISD-R SHALL:
e Optional: generates DR;
e Derive key set from ShS (and, if generated, DR);
e Calculate receipt.
(21) The ISD-R SHALL return a response indicating a success with the calculated receipt
and optionally the DR.

(22) SM-SR1 receives and SHALL forward the response to SM-SR2.

NOTE: By checking the consistency of the Validity Period at step 15b, SM-SR1
ensures that its own Validity Period does not expire before step 22.

(23) SM-SR2 SHALL:
e Calculate the ShS from eSK.SR.ECKA and PK.ECASD.ECKA,

e Derive key set KS2 from ShS (and optional DR), and
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e Verify the receipt.

e If the verification of the receipt fails, SM-SR2 SHALL send an error to SM-SR1
and SM-SR1 SHALL forward the error to the Initiator Operator.

e If for any reason the procedure fails or expires on SM-SR2 before starting step 24,
SM-SR2 SHALL delete the EIS from its database and send an errorto SM-SR1,
and SM-SR1 SHALL forward the error to the Initiator Operator.

(24) SM-SR2 SHALL open a secure channel (section 2.2.5.1) using the newly created key
set KS2.

(25) SM-SR2 SHALL call the “ES5.FinaliselSDRhandover” to delete the keys of SM-SR1.

(26) Optionally, SM-SR2 MAY send other commands to update the ISD-R configuration
(see NOTE below)

e Personalise other key sets to have the capability to use other secure channels
using the PUT KEY command as specified in GlobalPlatform Card Specification
v.2.2.1[6]

¢ Update the HTTPS parameters of the admin agent in the ISD-R, as specified in
GlobalPlatform Card Specification Amendment B [8]

e Update the DNS parameters if this feature is supported by the eUICC and SM-
SR2

e Erase the DNS parameters if this feature is not supported by SM-SR2.

¢ Update the SM-SR addressing parameters of the ISD-R using the function ES5.

¢ UpdateSMSRAddressingParameters defined in section 4.1.1.10 This update is
necessary before the eUICC sends a profile change notification, so SM-SR2
SHALL performthis update before sending any enable or disable profile
command, and it SHOULD perform this update as soon as possible (to cover the
activation of the Fall-Back Mechanism).

NOTE: SM-SR2 SHOULD perform steps 25 and 26 in a single command script. SM-
SR2 MAY provide the corresponding commands in any order.

(27) The ISD-R SHALL return the result of the keys deletion (and the result of optional
operations that have been sent at step 26) to SM-SR2.

(28) SM-SR2 SHALL update the EIS to reflect that it now manages the eUICC.

(29) SM-SR2 SHALL return to SM-SR1 that it has successfully registered the eUICC.
e. If SM-SR2 has not received the result of the keys deletion at step 26, or if any

of the optional operations failed or expired, SM-SR2 SHALL still return to SM-
SR1 that it has registered the eUICC, but SHALL indicate a warning (status
"Executed-WithWarning").

(30) SM-SR1 SHALL remove the EIS for the target eUICC, even if SM-SR2 indicated a
warning at step 29-a.

(31) SM-SR1 SHALL return the result of the SM-SR change function to the Initiator
Operator.
f. If SM-SR2 returned awarning atstep 29, SM-SR1 SHALL also return awarning

to the Operator
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(32) SM-SR2 SHALL call the “ES4.HandleSMSRChangeNotification” function, with its
relevant input data, to notify the Operators owning the Profiles on the eUICC. In case an
Operator has no direct connection with SM-SR2 (SM-SR2 SHALL be able to detect such
situation based on its own database), SM-SR2 SHALL send this notification to the SM-DP
authorised by such an Operator by calling the “ES3.HandleSMSRChangeNotification”
function. SM-SR2 can retrieve the SM-DP identity based onthe EIS content. Thenthe SM-
DP, on reception of this notification, SHALL forward it to the Operator by calling the
“ES2.HandleSMSRChangeNotification”.

The eUICC SHALL support key establishment with and without the DR. The SM-SR decides
which option to use.

BSI TR-03111 [49] contains recommendations and requirements on the generation and
validation of ephemeral keys. In addition, NIST SP 800-56A [50] provides requirements on
the destruction of ephemeral keys and other intermediate secret data after their use.

End Conditions:
b) The ISD-R is personalised with only the key set of SM-SR2
f) The eUICC is registered within SM-SR2
g) The EIS and EID reside within SM-SR2
h) SM-SR1 is no longer related to the eUICC and its EIS record has been erased
i) The Operator(s) owning the Profile(s) are aware of the change
J) The Initiator Operator is aware of the SM-SR change

Whatever the result and timing of these optional operations, successful completion of the
ISD-R key establishment (steps 5 to 23 above), proven by successful verification of the
receipt, ensures SM-SR2 is now able to manage the eUICC.

As soon as SM-SR2 has verified the receipt (step23 above), the management of the eUICC
is ensured by the new SM-SR2. From this point, SM-SR2 SHALL only return a status
“Executed-Success” or “Executed-WithWarning”, and SM-SR1 SHALL forward this status to
the Initiator Operator and SHALL remove the EIS fromits database, so that the Initiator
Operator knows with no ambiguity which SM-SR is now managing the eUICC.

In case the deletion of SM-SR1 keys fails or does not complete (which only SM-SR2 knows),
SM-SR2 is still responsible for the management of the eUICC.

In case the procedure expires on SM-SR1 side after step 22, even before the procedure
completes or expires on SM-SR2, SM-SR1 SHALL informthe Initiator Operator. The
Operator MAY then retry the procedure from step 1 or from step 4.

When retrying the procedure, if SM-SR2 had indeed completed step (23) on its side during
the first attempt:

e SM-SR2 SHALL skip the steps (7) to (23)

e SM-SR2 SHALL perform steps (24) to (28) (if not already done during the first
attempt)

e SM-SR2 SHALL return the response (29) with an indication that the eUICC is already
managed
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The SM-SR1 SHALL then delete the EIS, and return the response (31) indicating a
Success_WithWarning to the Initiator.

3.9 eUICC Registration at SM-SR: Register a New EIS

This procedure is used by the EUM to register an EIS representing an eUICC at the SM-SR.
The EIS is required by the SM-SR to perform Platform Management functions and enable
Profile Management functions on the eUICC.

EUM SM-SR

(1) registerElS(eis)

e Failed-——| (2) Check EIS

| (3) Store EIS |

Figure 24: EIS Registration at SM-SR

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

It is assumed that the EUM has been given the SM-SR identity and address by the entity
that has ordered the eUICC.

Procedure:

(1) The EUM that has manufactured the eUICC SHALL call the “ES1.RegisterEIS” function
with the EIS data. The EIS SHALL include the data accordingto AnnexE. The EIS SHALL
be signed by the EUM.

(2) The SM-SR SHALL verify that the EUM request is acceptable (the verifications that the
SM-SR SHALL perform are described in the section5.2.1). If any of the conditions to be
verified is not satisfied, the SM-SR SHALL return aresponse indicating the failure, and the
procedure SHALL end.

(3) The SM-SR SHALL store the newEIS in its database.

(4) The SM-SR SHALL return the successful response to the “ES1.RegisterEIS” function to
the caller EUM.

3.10 Master Delete Procedure

This procedure deletes an Orphaned Profile regardless of the Profile’s Policy Rules. The
procedure illustrates the usage of SMS as a possible transport protocol between SM-SR and
eUICC, but can be also performed using other transport protocols.

V4.1 Page 103 of 456



GSM Association

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

Non-confidential

@startuml
skinparam
skinparam
skinparam
skinparam
skinparam

monochrome true
ArrowColor Black
maxmessagesize 400
ParticipantPadding 50
sequenceArrowThickness 1

hide footbox

participant
participant
participant
participant
“eyuICC”
participant
participant

box

endbox
INI->>SR:

“Initiator”
“SM-SR” as
“SM-DP” as
“Operator”
#FFFEFFF

“ISD-R” as
“ISD-P” as

as INI #FFFFFF
SR #FFFFFF

DP #FFFFFF

as OP #FFFFFF

ISDR #FFFFFF
ISDP #FFFFFF

(1) Request for Master Delete\n(eid, iccid)

Rnote over SR #FFFFF

(2) Check
Endrnote

SR-->>INTI:

L1
SR->>DP:

initial conditions

Failed

(3) Request for Master Delete Authorisation

group Authorisation

Hnote over DP,

OP #FFFFF

Requests authorisation
(out of scope)

Endhnote

Rnote over DP

#FFFFF

(4) Check if the request is

authorised and authenticated

Endrnote

end

DP-->>3R: Refuse

SR-->>INI: Refuse

DP->>SR: (5) Master Delete Authorisation response\n (Delete Token)
SR->>ISDR: (6) MT-SMS [ES5.MasterDelete command] (Delete Token)
Rnote over ISDR #FFFFF

(7) Check conditions

Endrnote

ISDR-->>SR: Failed

SR-->>INI:
Rnote over ISLDR,

(8) ISD-P
and ISD-R
Endrnote

ISDR-->>SR: (9)

Failed

ISDP #FFFFF

verifies the Token

deletes ISD-P and contained profile

MO-SMS [ES5.MasterDelete command response]

Rnote over SR #FFFFFF

(10) Update EIS
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Figure 25: Master Delete

Start Conditions:
The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1], plus:

c) The target Profile has been verified not to be the Profile which has the Fall-
Back Attribute set.

Procedure:

(1) The Initiator SHALL send a Master Delete request to the SM-SR containing at least ICCID
and EID (the function used in this step is not covered in this specification).

(2) The SM-SR SHALL verify that the request is acceptable (at least the preconditions are
satisfied). If any of the verifications fails, the SM-SR SHALL return a response indicating
the failure, and the procedure SHALL end.

(3) SM-SR SHALL send a request for Master Delete authorisation to the SM-DP, which is
associated with the target Profile (the function used in this step is not covered in this
specification).

(4) SM-DP SHALL verify that the request is authenticated and authorised.
The SM-DP also requests authorisation from the Operator owner of the target Profile.

NOTE: The definition of this interface is out of the scope of this document.

If the verification of the request from the SM-SR fails, or if the Operator does not give its
authorisation, the SM-DP SHALL return that the deletion of target Profile is not allowed,
and the procedure SHALL end.
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(5) If deletion of the Profile is allowed, a delete token as defined in section 4.1.1.6, SHALL be
returned to the SM-SR.

(6) The SM-SR SHALL send an MT-SMS containing the “ES5.MasterDelete” command with
its relevant input data (see section 4.1.1.6) to the ISD-R. The SM-SR SHALL request a
PoR to get the execution status of the “ES5.M aster Delete” command.

(7) TheISD-R SHALL execute the function as describedinsection 4.1.1.6. In case of an error,
a response indicating the failure SHALL be returned (step 9) to the SM-SR and the
procedure SHALL end.

(8) The ISD-P SHALL verify the token and if successful, the ISD-R SHALL delete the targeted
ISD-P and the contained Profile.

(9) The ISD-R SHALL return the MO-SMS containing the execution status of the
“ES5.MasterDelete” command to the SM-SR.

(10) In case of successful execution, the SM-SR SHALL update the EIS to reflect the
deleted Profile.

(11) Finally, the SM-SR SHALL return the response to the Master Delete request to the
Initiator (the function used in this step is not covered in this specification).

NOTE 1. The MT SMS and MO-SMS SHALL be secured according to section 2.4.
NOTE 2: Thetoken SHALL be usable only once.

3.11 POLZ2 Update Via SM-DP
This procedure is used by the Operator to update POL2 via the SM-DP.
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Figure 26: POL2 Update Via SM-DP

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) The Operator owner of the target Profile SHALL call the “ES2.UpdatePolicyRules”
function with its relevant input data, as described in section 5.3.3, in particular the
identification of the SM-SR in charge of the management of the target eUICC.

(2) The SM-DP SHALL forward the request to the SM-SR identified by the Operator and
SHALL call the “ES3.UpdatePolicyRules” function with its relevant input data, as
described in section 5.4.6

(3) The SM-SR SHALL update the POL2 of the targeted eUICC’s EIS.

(4) The SM-SR SHALL return the execution status of the “ES3.UpdatePolicyRules” to the
SM-DP.

(5) The SM-SR SHALL send the "ES4.HandleProfilePOL2Updated Notification" to a M2M
SP, if authorised by Operator owning the Profile, indicating the updated POL2 rules
according to chapter 5.1.1.2.2.
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If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
the Operator owning the Profile, the SM-SR SHALL send this notification to this other
Operator by calling the “ES4.HandleProfilePOL2UpdatedNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
the Operator owning the Profile, the SM-SR SHALL send this notification to the SM-DP
associated to this other Operator by calling the
“ES3.HandleProfilePOL2UpdatedNotification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfilePOL2Updated Notification”

(6) Finally, the SM-DP SHALL return the execution status of the “ES2.UpdatePolicyRules”
command to the Operator.

3.12 POL1Update by Operator

This procedure allows the Update of POL1 by the Operator via the ES6 interface. For
updating the POL1, the Operator SHALL use its OTA Keys hosted in the MNO-SD.

The procedure illustrates the usage of SMS as a possible transport protocol between the
Operator and eUICC, but can be also performed using other transport protocols.
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Figure 27: POL1 Update Via Operator

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) The Operator owning the target Profile SHALL send a MT-SMS containing the
“ES6.UpdatePOL1byMNQO” function with its relevant input data (as described in section
4.1.2.1).

(2) The MNO-SD receives this request and SHALL transfer it to the ISD-P with POL1 as input
data.

(3) The ISD-P SHALL process POL1 update of the target profile.

(4) The ISD-P SHALL return the execution status of the “ES6.UpdatePOL1byMNO” to MNO-
SD.

(5) Finally, the MNO-SD SHALL return the MO-SMS containing the execution status of the
“ES6.UpdatePOL1byMNO” command to the Operator.

NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.7.

NOTEZ2: If the ISD-P and its target profile has the Fall-Back Attribute set, POL1 with
“Profile deletion is mandatory when it is disabled” set in this profile, then this
POLL1 rule will be ignored according to Sections 2.4 and 3.6.3.2in GSMA
Remote Provisioning Architecture for the Embedded UICC [1].

3.13 Connectivity Parameters Update by Operator

This procedure allows the update of the Connectivity Parameters by the Operator on the
ES6 interface.

The procedure illustrates the usage of SMS as a possible transport protocol between the
Operator and eUICC, but can be also performed using other transport protocols.
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Figure 28: Connectivity Parameters Update by Operator

Start condition:

The Operator wants to update the Connectivity Parameters in their Profile

Procedure:

(1) The Operator owning the targetProfile SHALL send a MT -SMS containing the Connectivity
Parameters to the MNO-SD.

(2) The MNO-SD SHALL transfer the Connectivity Parameters to the ISD-P.

(3) The ISD-P SHALL update the Connectivity Parameters.

(4) The ISD-P SHALL return the execution status to the MNO-SD.

(5) The MNO-SD SHALL send the MO-SMS containing the execution status to the Operator.

NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.7.
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3.14 Connectivity Parameters Update Using SCP03

This procedure allows the update of the Connectivity Parameters using SCP03by the SM-DP
on the ES8 interface.

The procedure illustrates the usage of SMS as a possible transport protocol between the SM-
SR and eUICC, where ISD-R is in charge of encapsulating the data in SCP80,. Other transport
protocols such as HTTPS or CAT-TP can be used.
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Figure 29: Connectivity Parameters Update Using SCP03

The start conditions are described in [1].

(1) The Operator, or the SM-DP, on behalf of the Operator owning the target Profile, SHALL
send a request containing “ES3.UpdateConnectivityParameters” function with its
relevant input data (as described in section 5.4.6). The <data> parameter SHALL contain
an SCPO03 script as defined in section 4.1.3.2 including the command
“ES8.UpdateConnectivityParametersSCP03”
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(2) The SM-SR SHALL send a ciphered MT-SMS using SCP80 containing the ciphered data
provided by the SM-DP, to the ISD-P TAR according to section 2.5.

(3) The ISD-R SHALL transfer the <data> to the ISD-P.
(4) The ISD-P SHALL update the Connectivity Parameters.

(5) The ISD-P SHALL return the execution status of the
“ES8.UpdateConnectivityParametersSCP03” to ISD-R.

(6) The ISD-R SHALL send the ciphered MO-SMS containing the execution status of the
“ES8.UpdateConnectivityParametersSCP03” command to the SM-SR. This execution
statusis sent from the ISD-P TAR and the ISD-R SHALL apply the security through the
SCP80 to this MO-SMS.

(7) Finally, the SM-SR  SHALL return the execution status of the
“ES3.UpdateConnectivityParameters” command to the SM-DP.

NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.2.5

3.15 Default Notification Procedure

This section provides a default notification procedure from the eUICC to the SM-SR. This
default notification carries information about the eUICC and the Device.

This notification is initiated by the eUICC in some conditions:

e First network attachment of the Device: this indicates to the SM-SR in charge of
managing of the eUICC that the eUICC has been deployed on the field. The
notification of “First network attachment” happens only once in the eUICC’s lifetime. It
is triggered when the eUICC is network attached the very first time. Nevertheless,
note that this notification will be retried until the effective reception by the SM-SR,
including further network attachments if not succeeded during the first network
attachment session.

o After an explicit new Profile Enabling request: this indicates to the SM-SR which is
the Profile which is currently enabled. This notification happens right after the network
attachment:

e With the newly Enabled Profile in case of successful attachment
¢ Orwith the previously Enabled Profile or with the Profile having the Fall-Back
Attribute, after the attachment with the requested Profile has failed.

e After activation of the Fall-Back Mechanism: this indicates to the SM-SR that the
Profile with the Fall-Back Attribute has been enabled. This notification happens right
after the network attachment.

The notification may happen eitheron SMS, CAT_TP or HTTPS. The content of the notification
message is the same whatever protocol is used. The eUICC is free to select the most relevant
protocol according to the Device’s capabilities.

The notification has to be confirmed by the SM-SR. The confirmation will depend on the
protocol used for notification.

On reception of the SM-SR natification confirmation, the eUICC may perform any operation
as specified in one of the procedures including the notification sequence (like for instance
deletion of an ISD-P after its disabling, see section 3.6). After the eUICC has performed the
follow-up activities, the eUICC SHALL respond to the SM-SR notification confirmation
function, including the identification of the operation performed if any.
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3.15.1 Notification Using SMS

Thisfigure describes the notification sequence over SMS. It is applicable either for first “power
on” of the Device, or the enabling of a Profile (after explicit request or Fall-Back Mechanism).

SM-SR Device eUICC
Network attachment (1) Detect:
Event First “Power on”

-Change of enabled profile

getting the TR=0 or a
max retry attempt

Sequence is retried
Terminal response success| | number reached until getting
ITR=0 Confirmation or a
max retry attempt

:l (2a)Wait for number reached
Confirmation

(2) Send MO-SMS [ SCP80-CP[data] ] }Sequence is retried until

(3) Process notification

(4) Send MT-SMS [ SCP80-CP[ [ES5.NotificationCpnfirmation command] ] ]

:l (5) Unwrap SCP80

:l (6) Process Confirmation
(7) Send MO-SMS [ SCP80-CP[ES5.NotificatiorfConfirmation response] ]

Figure 30: Sequence Flow of Notification Over SMS

(1) At the end of the start-up sequence, the eUICC detects a first “power on” or a situation
where the Enabled Profile has changed compared to the previous eUICC reset.

(2) The eUICC sends an MO-SMS envelop. The SMS contains a secure SCP 80 Command
Packet (MO-SMS SHALL be formatted as defined in section 2.4.3 with security set to
cryptographic checksum and no ciphering, the counter value of the Command Packet
SHALL be set to ‘0000000000’ and SPI set to “No counter available”) using the SCP80
keys of the ISD-R, and containing the notification data structure described in section
4.1.1.11. The secured data SHALL be coded as described in section 4.1.1.11.

NOTE: This deviates from the typical secured packets generation defined in ETSITS
102 225 [4].

The eUICC SHALL use the network information of the Enabled Profile, and the
addressing information configured for this profile in ISD-R. If there is no addressing
information configured for this profile in ISD-R, the global addressing information
configured in ISD-R SHALL be used.

NOTE: This allows using an internal address (network specific number) for the
connection of the SM-SR Platform to the SMSC.

The eUICC SHALL retry sending until getting a successfulresponse ofthe Device (‘0X).
Note, that the eUICC SHALL implement a mechanism to avoid attempting an infinite
number of retries. Finally the eUICC SHALL use another protocol in case of final failure
for sending the notification using SMS.
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(2a) The eUICC SHALL wait for the SM-SR confirmation. If no confirmation is received by
the eUICC after a certain amount of time (dependent on the configuration), eUICC
SHALL restart from step (2) (with the same sequence number).

(3) The SM-SR processes the natification.

(4) The SM-SR sends an MT-SMS containing the “ES5. Handle NotificationConfirmation”

command defined in section 4.1.1.12 in a SCP80 command packet. This MT-SMS SHALL
target the entity on the eUICC that has sent the notification.

(5) The ISD-R un-wraps the SCP80 security layer

(6) The eUICC processes the natification confirmation data; this may include follow-up
activities as required by the procedure where this sequence is used.

(7) The eUICC SHALL return the MO-SMS containing the response of the
“ES5.HandleNotificationConfirmation” command. The MO-SMS SHALL be secured
according to section 2.4.3. The eUICC SHALL retry sending until getting a successful
response of the Device (‘0X). Note, that the eUICC SHALL implement a mechanism to
avoid attempting an infinite number of retries.

3.15.2 Notification Using HTTPS

This figure describes the notification sequence over HTTPS. It is applicable either for first
“‘power on” of the Device, or the enabling of a Profile (after explicit request or Fall-Back
Mechanism).
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Figure 31: Sequence Flow of Notification Over HTTPS

(1) At the end of the start-up sequence, the eUICC detects a first “power on” or a situation
where the Enabled Profile has changed compared to the last eUICC reset.

(2) If DNS resolution is supported and correctly configured on the eUICC, the ISD-R MAY
request a DNS resolution first to retrieve the IP Address(es) of the SM-SR, as defined in
section 2.4.5.

(3) The eUICC opensa BIP channelwith the relevant parameters to address the SM-SR. This
includes having access to the Network Access Name, User Login and User Password of
the Enabled Profile.

(4) The ISD-R of the eUICC negotiates the PSK-TLS handshake with the SM-SR. The TLS

session SHALL be opened as defined in section 2.4.3. The ISD-R SHALL apply the retry
Policy as defined in GlobalPlatform Card Specification Amendment B [8].

(5) The eUICC sendsthe firstHTTP POST. The notification contains the SM-SR URL with the

special query parameter “?msg” containing the data for eUICC notification defined in
section 4.1.1.11. The data of the notification SHALL be coded as hexadecimal string (see
section 5.1.1.1) with no spaces.

a. The ISD-R SHALL apply the retry Policy as defined in GlobalPlatform Card
Specification Amendment B [8].
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(6) The SM-SR processes the notification

(7) The SM-SR SHALL return an HTTP response with a body containing the “ES5.

HandleNotificationConfirmation” command acknowledging the reception of the
notification.

(8) The eUICC processes the notification confirmation; this may include follow-up activities as
required by the procedure where this sequence is used.

(9) The eUICC SHALL return the execution response of the “ESb5.
HandleNotificationConfirmation” command within a new HTTP POST request
addressed to the SM-SR.

(10) The SM-SR SHALL return an HTTP response “204 No content”.

3.16 Fall-Back Activation Procedure

The Fall-Back Mechanism SHALL be activated in case of loss of network connectivity by the
current Enabled Profile. The eUICC SHALL disable the current Enabled Profile and enable
the Profile with Fall-Back Attribute set.

If the current enabled Profile is the Emergency Profile or the Test Profile, the eUICC SHALL
NOT activate the Fall-Back Mechanism, until the Local Disable command is called.
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Figure 32: Fall-Back Activation Procedure

Start Conditions:
The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1]

The profile with Fall-Back Attribute set has already been installed and is in disabled state.

Procedure:

(1) The Fall-Back Mechanismiis triggered in accordance with the Start Conditions.

(2) lgnoring POL1 of the Enabled Profile, the ISD-R SHALL disable the currently Enabled
Profile and SHALL enable the Profile with the Fall-Back Attribute set.

(3) The ISD-R SHALL request the Device to perform the toolkit REFRESH command in UICC
Reset mode. This will trigger the execution of the network attach procedure.

(4) The eUICC and the Device SHALL perform a new network attach procedure.

(5) The eUICC SHALL perform the notification procedure as described in section 4.1.1.11.
The ISD-R SHALL ensure that all supported Default Notification mechanism will be used
to inform SM-SR about the activation of the Fall-Back Mechanism. After having exhausted
all possible retries to inform the SM-SR, the eUICC SHALL stay in this state and continue
trying to notify the SM-SR. On reception of the natification, the SM-SR is informed that the
Fall-Back Mechanism was triggered and the last Enabled Profile has been disabled.

a. If the previously Enabled Profile contains the rule "Profile deletion is mandatory
when its state is changed to disabled”, the eUICC SHALL NOT automatically

delete this Profile.

(6) The SM-SR SHALL update the EIS to reflect that:
e The Profile having the Fall-Back Attribute set has been enabled
e The previously Enabled Profile has been disabled

(7) Unless Operatorl has set an ONC to not receive those notifications, the SM-SR SHALL
sendthe “ES4.HandleProfileEnabledNotification” to Operator2, the owner of Profile with
the Fall-Back Attribute setthatis nowenabled. In case Operator2 has no direct connection
with the SM-SR (SM-SR SHALL be able to detect such situation based on its own
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database), the SM-SR SHALL send this notification to the SM-DP that acts on behalf of
Operator2 by calling the “ES3.HandleProfileEnabledNotification”. The SM-SR can
retrieve the SM-DP identity based on the EIS content. Then the SM-DP, on reception of
this  notification, SHALL forward it to Operator2 by calling the
“ES2.HandleProfileEnabledNotification”.

(8) Unless Operatorl has set an ONC to not receive those notifications, thehe SM-SR SHALL
sendthe “ES4.HandleProfileDisabledNotification” to Operator1, the owner of the Profile
that was enabled at the beginning of the procedure. In case Operatorl has no direct
connection with the SM-SR (SM-SR SHALL be able to detect such a situation based on
its own database), the SM-SR SHALL send this notification to the SM-DP that acts on
behalf of Operator1 by calling the “ES3.HandleProfileDisabledNotification”. The SM-SR
can retrieve the SM-DP identity based on the EIS content. Then the SM-DP, on reception
of this notification, SHALL forward it to Operatorl by calling the
“ES2.HandleProfileDisabledNotification”.

(9) The SM-SR SHALL send the "ES4.HandleProfileEnabledNotification" to an M2M SP, if
authorised by Operator2 who owns the Profile with Fall-Back Attribute set that is now
enabled.

If the M2M SP is another Operator directly connected to the SM-SR and itis

authorised by Operator2, the SM-SR SHALL send this notification to this other
Operator by calling the “ES4.HandleProfileEnabledNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised
by Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this
other Operator by calling the “ES3.HandleProfileEnabledNotification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator,
acting as the M2M SP, by calling the “ES2.HandleProfileEnabledNotification”.

(10) The SM-SR SHALL send the "ES4.HandleProfileDisabledNotification" to an M2M
SP, if authorised by Operatorl who owns the Profile that was enabled at the beginning of
the procedure.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised
by Operatorl, the SM-SR SHALL send this natification to this other Operator by calling
the “ES4.HandleProfileDisabledNotification”.

If the M2M SP is another Operator connected throughits SM-DP and it is authorised by
Operatorl, the SM-SR SHALL send this notification to the SM-DP associated to this
other Operator by calling the “ES3.HandleProfileDisabled Notification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator,
acting as the M2M SP, by calling the “ES2.HandleProfileDisabled Notification”.

NOTE: This M2M SP might be the same M2M SP as for Operatorl or any other
M2M SP.

If the previously Enabled Profile has the POL1 rule “disable not allowed” or “Profile deletion
is mandatory when its state is changed to disabled” set, then:

e the eUICC SHALL only switch back to this Profile
e The eUICC SHALL prevent the execution of the function “Set Fall-Back Attribute”
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e it SHALL only be possible to delete this Profile by the Master Delete function.

NOTE: A mechanism MAY permit to request to the eUICC to switch back to the
previously enabled profile once the network connectivity has been restored.
In this case, after network attachment to the previously Enabled profile
succeeds, the eUICC SHALL perform the notification procedure as
described in section 4.1.1.11. The ISD-R SHALL ensure that all supported
Default Notification mechanism will be used to inform SM-SR that the
previously enabled profile has been enabled again. After having exhausted
all possible retries to informthe SM-SR, the eUICC SHALL continue trying to
notify the SM-SR. On reception of the notification, the SM-SR is informed
that the Fall-Back Mechanism s cancelled, and SHALL update the EIS to
reflect the new Enabled and Disabled profiles.

The technical solution of the cancellation of the Fall-Back Mechanism mentioned above is
out of scope.

3.17 Profile Enabling via M2M SP

The Profile Enabling procedure between the M2M SP and the SM-SR is used to enable a
Profile previously downloaded and installed on an eUICC (see GSMA Remote Provisioning
Architecture for Embedded UICC [1] section 3.5.16). The procedure is initiated by the M2M
SP, based on prior authorisation of the Operator owning the Profile to be enabled, as defined
in section 3.20. The procedure illustrates the usage of SMS as a possible transport protocol
between SM-SR and eUICC, but can also be performed using other transport protocols.

3.17.1 Normal Case

The sequence flowin the figure below describes the normal case where the target Profile
can successfully be enabled.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 450
skinparam ParticipantPadding 50
skinparam sequenceArrowThickness 1

hide footbox

participant “M2M SP” as M2MSP #FFFFEF
participant “Operator2” as OP2 #FFFFFF
participant “Operatorl” as OPl #FFFFFF
participant “SM-SR” as SR #FFFFFF
participant “Device” as DEV #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
endbox

M2MSP->>SR: (1) EnableProfile(eid, iccid)

Rnote over SR #FFFFF

(2) Check initial conditions

Endrnote

SR-->> M2MSP: Failed

SR->>ISDR: (3) MT-SMS [ES5.STORE DATA command]SCP80

Rnote over ISDR #FFFFFF

(4) Enforce POLL

Endrnote

ISDR-->>SR: MO-SMS [ES5.STORE DATA command Failed response] SCP80
SR-->> M2MSP: Failed

Rnote over ISDR #FFFFFF

(5) Enable ISD-P

Endrnote

ISDR-->>SR: (6) MO-SMS [ES5.STORE DATA command response] SCP80
SR-->> M2MSP: (6a) Failed

ISDR-->>DEV: (7) REFRESH, (UICC reset)

Rnote over DEV, ISDR #FFFFFF

(8) Network attachment with the enabled profile

Endrnote

[ 11

Hnote right of SR #FFFFFF

(9) Notification procedure over SMS

Endhnote

[ 11

Rnote over SR #FFFFFF

(10) Check POL2

Endrnote

SR->>ISDR: (11) Cond.: MT-SMS [ES5.DELETE command] SCP80
Rnote over ISDR #FFFFFF

(l1la) Enforce POL1

Endrnote

ISDR-->>SR: MO-SMS [ES5.DELETE command FAILED response] SCP80
SR-->>M2MSP: Failed

Rnote over ISDR #FFFFFF

(11b) Delete disabled ISD-P

and contained profile

Endrnote

ISDR-->>SR: (1llc) MO-SMS [ES5.DELETE command response]SCP80
Rnote over SR #FFFFFF

(12) Update EIS

Endrnote

SR-->>M2MSP: (13) Profile enabling result

SR->>0P1: (14) Cond: HandleProfileEnabledNotification (eid, iccid)
SR->>0P2: (15) Cond: HandleProfileDisabledNotification(eid2, iccid2)
SR->>M2MSP: (16) Cond: HandleProfileDisabledNotification(eid2, iccid2)

@enduml
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Figure 33: Profile Enabling via M2M SP, Success Case

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To enable the targeted Profile of Operatorl the M2M SP SHALL call the
“ES4.EnableProfile” function with its relevant input data.

(2) The SM-SR SHALL verify that the M2M SP requestis acceptable (the verifications that the
SM-SR SHALL perform are described in the section 5.5.5), and in particular checks that
the M2M SP has the authorisation to enable the targeted profile, and evaluates POL2 of
the currently Enabled Profile. If any of the conditions to be verified are not satisfied, the
SM-SR SHALL return a response indicating the failure, and the procedure SHALL end.

(3) The SM-SR SHALL send an MT-SMS containing the “ES5.STORE DATA” command for
Profile enabling with its relevant input data (see section 4.1.1.2) to the ISD-R. The SM-SR
SHALL request a PoR to get the execution status of the “ES5.STORE DATA” command.

(4) The ISD-R SHALL enforce POL1 of the currently Enabled Profile. If POL1 rejects enabling
of the target Profile, the ISD-R SHALL return directly the MO-SMS containing the response
indicating a failure, and the procedure SHALL end.

(5) If POL1 allows, the ISD-R SHALL disable the currently enabled ISD-P and enable the
targeted ISD-P.
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NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicated in 3GPP TS 31.102 [52], such a change requires
special caution and should always be accompanied by a REFRESH
command to avoid inconsistent information being read by the terminal. So
while the targeted ISD-P is marked as enabled in this step, it MAY actually
become effective after the terminal executes the REFRESH command.

(6) The ISD-R SHALL returnthe MO-SMS containing the execution status of the “ES5.STORE
DATA” command to the SM-SR.

(6a) If the response to the “ES5.STORE DATA” command indicates a failure, the SM-SR
SHALL return a response indicating the failure to M2M SP, and the procedure SHALL
end.

(7) The ISD-R SHALL send a REFRESH proactive command in UICC reset mode to the
Device. This will trigger the execution of a network attach procedure.
NOTE: In case of any error after this step, indicating that the currently Enabled
Profile cannot provide connectivity, the ISD-R SHALL re-enable the
previously Enabled Profile as described in section 3.2.2.

(8) The eUICC and the Device SHALL performa network attach procedure with the newly
Enabled Profile.

(9) The eUICC SHALL perform the notification procedure as described in section 4.1.1.11.
During this procedure, if the ISD-R doesn’t succeed in sending the SMS notification (after
having exhausted all possible retries), or doesn’t receive the SM-SR notification
confirmation, this SHALL be considered as a fatal error, and the previous note SHALL
apply. On reception of the SM-SR notification confirmation command, if POL1 of the now
Disabled Profile contains the rule “Profile deletion is mandatory when it is disabled”, and
this Profile does not have the Fall-Back Attribute set, the ISD-R SHALL delete the disabled
ISD-P and the contained Profile. The eUICC SHALL send the response to the notification
confirmation indicating whether the disabled ISD-P has been deleted or not.

(9a) If the previously Enabled Profile (now Disabled) has the Fall-Back Attribute, and its
POL1 contains the rule “Profile deletion is mandatory when its state is changed to
disabled”, this rule SHALL be ignored accordingto Sections 2.4 and 3.6.3.2 in GSMA
Remote Provisioning Architecture for the Embedded UICC [1], and the procedure
SHALL continue at step 10.

(10) On reception of the “ES5.HandleNotificationConfirmation” response, and if this
response indicates that the Disabled Profile has not been deleted, the SM-SR SHALL
evaluate POL2 of the Disabled Profile. If POL2 of the Disabled Profile contains the rule
“Profile deletion is mandatory when it is disabled”, the SM-SR SHALL perform step (11),
else it SHALL jump to step (12).

(11) The SM-SR SHALL send an MT-SMS containing the “ES5.DELETE” command with
its relevant input data (see section 4.1.1.4) to the ISD-R, targeting the Disabled Profile.
The SM-SR SHALL request a PoR to get the execution status of the “ES5.DELETE”
command.

(11a) The ISD-R SHALL enforce POL1 of the target Profile. If POL1 rejects the deletion of
the target Profile, the ISD-R SHALL return the MO-SMS containing the response
indicating the corresponding failure, and the procedure SHALL end.

(11b) If POL1 allows its deletion, the ISD-R SHALL delete the targeted ISD-P and the
contained Profile.

V4.1 Page 123 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

(11c) TheISD-R SHALL return the MO-SMS to the SM-SR containing the execution status
of the “ES5.DELETE” command.

(12) According to the executed sequence and the eUICC responses, the SM-SR SHALL
update the EIS to reflect that:
e The target Profile has been enabled

e The previously Enabled Profile has been disabled or deleted.

NOTE: POL1 and POL2 MAY have different content. As a consequence, both the
eUICC and the SM-SR have to ensure the ISD-P deletion based on their
respective Policy.

(13) The SM-SR SHALL return the response to the “ES4.EnableProfile” function to the
M2M SP, indicating that the Profile has been enabled.

(14) Unless Operatorl has set an ONC to not receive those notifications, the SM-SR
SHALL sendthe “ES4.HandleProfileEnabledNotification” to Operator1, the owner of the
Profile that was disabled at the beginning of the procedure. In case Operatorl has no
directconnectionwith the SM-SR (SM-SR SHALL be able to detect such a situation based
on its own database), the SM-SR SHALL send this notification to the SM-DP authorised
by Operator1 by calling the “ES3.HandleProfileEnabledNotification”. The SM-SR can
retrieve the SM-DP identity based on the EIS content. Then the SM-DP, on reception of
this  notification, SHALL forward it to Operatorl by calling the
“‘ES2.HandleProfileEnabled Notification”.

(15) Unless Operatorl has set an ONC to not receive those notifications, the SM-SR
SHALL send the “ES4.HandleProfileDisabledNotification” or
“ES4.HandleProfileDeletedNotification” (if deletion was triggered by the evaluation of
POL1 and POL2) to Operator2, the owner of the Profile that was enabled at the beginning
of the procedure. In case Operator2 has no direct connection with the SM-SR (SM-SR
SHALL be able to detect such a situation based on its own database), the SM-SR SHALL
send this notification to the SM-DP authorised by Operator2 by calling the
“ES3.HandleProfileDisabledNotification” or the
“ES3.HandleProfileDeleted Notification”. The SM-SR can retrieve the SM-DP identity
based on the EIS content. Then the SM-DP, on reception of this notification, SHALL
forward it to Operator2 by calling the “ES2.HandleProfileDisabled Notification” or the
“ES2.HandleProfileDeleted Notification”.

(16) The SM-SR SHALL send the “ES4.HandleProfileDisabledNotification” or
“ES4.HandleProfileDeletedNotification” (if deletion was triggered by the evaluation of
POL1 and POL2) to a M2M SP, if authorised by Operator2 the owner of the Profile that
was enabled at the beginning of the procedure.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operator2, the SM-SR SHALL send this notification to this other Operator by calling the
“‘ES4.HandleProfileDisabledNotification” or “ES4.HandleProfileDeletedNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileDisabledNotification” or
“ES3.HandleProfileDeleted Notification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfileDisabledNotification” or
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“ES2.HandleProfileDeleted Notification”.

NOTE: This M2M SP might be the same M2M SP as for Operatorl or any other
M2M SP.

NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.4.

V4.1 Page 125 of 456



GSM Assaociation Non-confidential
Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

3.17.2 Connectivity Failure Case

The sequence flowin the figure below describes the case where the target Profile cannot
provide connectivity after it is enabled, and when roll-back to the previously Enabled Profile
occurs.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 450
skinparam ParticipantPadding 50
skinparam sequenceArrowThickness 1

hide footbox

participant “M2M SP” as M2MSP #FFFFEF
participant “Operator” as OPl #FFFFFF
participant “SM-SR” as SR #FFFFFF
participant “Device” as DEV #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
endbox

M2MSP->>SR: (1) EnableProfile(eid, iccid)
Rnote over SR #FFFFF
(2) Check initial conditions
Endrnote
SR-->>M2MSP: Failed
SR->>ISDR: (3) MT-SMS [ES5.STORE DATA command]SCP80
Rnote over ISDR #FFFFFF
(4) Enforce POL1
Endrnote
ISDR-->>SR: MO-SMS [ES5.STORE DATA command Failed response] SCP80
SR-->>M2MSP: Failed
Rnote over ISDR #FFFFFF
(5) Enable ISD-P
Endrnote
ISDR-->>SR: (6) MO-SMS [ES5.STORE DATA command response] SCP80
SR-->>M2MSP: (6a) Failed
ISDR-->>DEV: (7) REFRESH, (UICC reset)
Rnote over DEV, ISDR #FFFFFF
(8) Network attachment with the enabled profile **fails**
OR
Notification procedure **fails**
Endrnote
[
Hnote over ISDR #FFFFFF
(9) Enable previous ISD-P
Endhnote
ISDR-->>DEV: (10) REFRESH, (UICC reset)
Rnote over DEV, ISDR #FFFFFF
(11) Network attachment with the enabled profile
Endrnote
[ 1]
Hnote right of SR #FFFFFF
(12) Notification procedure over SMS
Endhnote
[ 1]
SR-->>M2MSP: (13) Profile enabling failure
@enduml
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eUICC
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E Failed
! E (3) MT-SMS [ESE.STORE DEATA command]SCPE0
: (4) Enforce POL1
! | MO-SMS [ES5.STORE DATA command Failed resjonse]SCPE0 i
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E () MO-SMS [ESS.STOREE DATA command responge]SCP80 I
E (Ba) Failed !
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(8) Metwork attachment with the enabled profile fails
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Meatification procedure fails
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' (10) REFRESH, (UIC( reset)

(11) Network attachment with the enabled profile

i (12) Matification procedure over SMS >:

' _ (13) Profile enabling failure !

Figure 34: Profile Enabling via M2M SP, Failure Case with roll-back

Start Conditions:
The start conditions are identical to section 3.17.1

Procedure:
Steps (1), (2), (3), (4), (5),(6), (6a) and (7) are also identical to section 3.17.1.

(8) A network attach failure occurs indicating that the Enabled Profile cannot provide
connectivity, or the eUICC doesn’t succeed to send the SMS naotification (after having
exhausted all possible retries), or doesn’t receive the SM-SR notification confirmation.

(9) The ISD-R SHALL enable the Profile that was previously enabled before the reception of
the command, to re-establish connectivity.

NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicated in 3GPP TS 31.102 [52], such a change requires
special caution and should always be accompanied by a REFRESH
command to avoid inconsistent information being read by the terminal. So
while the targeted ISD-P is marked as enabled in this step, it MAY actually
become effective only after the terminal executes the REFRESH command.
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(10) The ISD-R sends a REFRESH proactive command in UICC reset mode to the Device.
This will trigger the execution of a new network attach procedure.

(11) The eUICC and the Device SHALL performa new network attach procedure with the
Profile Enabled before the start of the procedure.

(12) TheeUICC SHALL performthe notification procedure as described in section4.1.1.11.
On reception of the SMS notification, the SM-SR is informed that the target Profile has not
been enabled.

(13) Finally, the SM-SR SHALL return the response to the “ES4.EnableProfile” function to
the M2M SP; indicating a failure, the target Profile didn’t succeed to provide the
connectivity.

3.18 Profile Disabling via M2M SP

The Profile Disabling procedure between the M2M SP and the SM-SR is used to disable a
Profile previously downloaded and installed on an eUICC (see GSMA Remote Provisioning
Architecture for Embedded UICC [1] section 3.5.17). The procedure is initiated by the M2M
SP, based on prior authorisation of the Operator owning the Profile to be disabled, as
defined in section 3.20. The procedure illustrates the usage of SMS as a possible transport
protocol between SM-SR and eUICC, but can also be performed using other transport
protocols.

The sequence flowin the figure below describes the normal case where the target Profile
can successfully be disabled.
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@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 450
skinparam ParticipantPadding 50
skinparam sequenceArrowThickness 1

hide footbox

participant “M2M SP” as M2MSP #FFFFEF
participant “Operator2” as OP2 #FFFFFF
participant “Operatorl” as OPl #FFFFFF
participant “SM-SR” as SR #FFFFFF
participant “Device” as DEV #FFFFFF
box “eUICC” #FFFFFF

participant “ISD-R” as ISDR #FFFFFF
endbox

M2MSP->>SR: (1) DisableProfile(eid, iccid)

Rnote over SR #FFFFF

(2) Check initial conditions

Endrnote

SR-->>M2MSP: Failed

SR->>ISDR: (3) MT-SMS [ES5.STORE DATA command]SCP80

Rnote over ISDR #FFFFFF

(4) Enforce POLL

Endrnote

ISDR-->>SR: MO-SMS [ES5.STORE DATA command Failed response] SCP80
SR-->>M2MSP: Failed

Rnote over ISDR #FFFFFF

(5) Disable ISD-P

Endrnote

ISDR-->>SR: (6) MO-SMS [ES5.STORE DATA command response] SCP80
SR-->>M2MSP: (6a) Failed

ISDR-->>DEV: (7) REFRESH, (UICC reset)

Rnote over DEV, ISDR #FFFFFF

(8) Network attachment using profile with Fall-Back attribute
Endrnote

[ 11

Hnote right of SR #FFFFFF

(9) Notification procedure over SMS

Endhnote

[ 11

Rnote over SR #FFFFFF

(10) Check POL2

Endrnote

SR->>ISDR: (11) Cond.: MT-SMS [ESS5.DELETE command] SCP80
Rnote over ISDR #FFFFFF

(l1la) Enforce POL1

Endrnote

ISDR-->>SR: MO-SMS [ES5.DELETE command FAILED response] SCP80
SR—-—->>M2MSP: Failed

Rnote over ISDR #FFFFFF

(11b) Delete disabled ISD-P

and contained profile

Endrnote

ISDR-->>SR: (1llc) MO-SMS [ES5.DELETE command response]SCP80
Rnote over SR #FFFFFF

(12) Update EIS

Endrnote

SR-->>M2MSP: (13) Profile disabling result

SR->>0P1: (14) Cond: HandleProfileDisabledNotification(eid, iccid)
SR->>0P2: (15) Cond: HandleProfileEnabledNotification (eid, iccid?2)
SR->>M2MSP: (16) Cond: HandleProfileEnabledNotification (eid, iccid2)
@enduml
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elICC

WM2M SP Operator2 Operatart SM-SR ISO-R
T T T T T T

1 (1) DisableProfile(eid, iceid) |

(2) Check initial conditions

| Failed

| (3) MT-SMS [ES5.STORE DIATA command|SCP80

(4) Enforce POL1

| MO-SMS [ESS.STORE DATA command Failed resgonse]SCPB0 |

' Failed

5) Disable ISD-P
| (6) MO-SMS [ES5.STORE DATA command responge|SCPE0 |

| _ (Ba) Failed

. (7) REFRESH, (UICC feset)

‘ (B) Network attachment using profile with Fall-Back attribute
T T

3 (9) Motification procedure over SMS
T

(10) Check POL2 ‘
(1) Cond.: MT-SMS [ES5. DELETE command]SCP8

(11a) Enforce POL1
T

L. MO-SMS [ES5.DELETE chmmand FAILED response]SCP80

1 Failed

(11b) Delete disabled ISD-P
and contained profile

| (11c) MO-SMS [ES5.DELETE command response]3CPB0

(12) Update EIS
7

1 (13) Profile disabling result |

! (14) Cond: HandleProfileDisabledMotification(eid, iccid) !

| (15) Gond: HandieProfileEnabledNatification(zid, iccid2)

| (18) Cond: HandlePrafileEnabledNatifcation(eid, iccid2)

Figure 35: Profile Disabling via M2M SP

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To disable the targeted Profile of Operatorl the M2M SP SHALL call the
“ES4.Disable .Profile” function with its relevant input data.

(2) The SM-SR SHALL verifythat the M2M SP request is acceptable (the verifications that the
SM-SR SHALL perform are described in the section 5.5.6, and in particular checks that
the targeted Profile is enabled, that the M2M SP has the authorisation to disable the
targeted profile, and that Profile disabling is allowed in POL2. If any of the conditions to be
verified are not satisfied, the SM-SR SHALL return a response indicating the failure, and
the procedure SHALL end.

(3) The SM-SR SHALL send an MT-SMS containing the “ES5.STORE DATA” command for
Profile disabling with its relevant input data (see section 4.1.1.3) to the ISD-R. The SM-SR
SHALL request a PoR to get the execution status of the “ES5.STORE DATA” command.

(4) The ISD-R SHALL enforce POL1 of the currently Enabled Profile. In case POL1 rejects
disabling, the ISD-R SHALL return PoR containing the response indicating a failure, and
the procedure SHALL end.
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(5) TheISD-R SHALL disable the targeted ISD-P and the contained Profile and SHALL enable
the Profile with the Fall-Back Attribute set.

NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicated in 3GPP TS 31.102 [52], such a change requires
special caution and should always be accompanied by a REFRESH
command to avoid inconsistent information being read by the terminal. So
while the targeted ISD-P is marked as enabled in this step, it MAY actually
become effective only after the terminal executes the REFRESH command.

(6) The ISD-R SHALL returnthe MO-SMS containing the execution status of the “ES5.STORE
DATA” command to the SM-SR.

(6a) If the response to the “ES5.STORE DATA” command indicates a failure, the SM-SR
SHALL return a response indicating the failure to M2M SP, and the procedure SHALL
end.

(7) The ISD-R sends a REFRESH proactive command in UICC reset mode to the Device.
This will trigger the execution of a network attach procedure.

NOTE: In case of any error after this step indicating thatthe current Enabled Profile
cannot provide connectivity, the ISD-R SHALL re-enable the previously
Enabled Profile as described in section 3.2.2.

(8) The eUICC and the Device SHALL perform a new network attach procedure with the
Profile with the Fall-Back Attribute set.

(9) The eUICC SHALL perform the natification procedure as described in section 4.1.1.11.
During this procedure, if ISD-R doesn’t succeed to send the SMS notification, or doesnt
receive the SM-SR notification confirmation, this SHALL be considered as an error, and
the previous note SHALL apply.

On reception of the SM-SR naotification confirmation command, if POL1 of the Disabled
Profile contains the rule “Profile deletion is mandatory when it is disabled”, the ISD-R
SHALL delete the disabled ISD-P and the contained Profile. The eUICC SHALL send
the response to the notification confirmation indicating whether the disabled ISD-P has
been deleted or not.

(10) On reception of the ES5.HandleNotificationConfirmation response, and if the
ES5.HandleNotificationConfirmation response indicates that the Disabled Profile has
not been deleted, the SM-SR SHALL evaluate POL2 of the Disabled Profile. If POL2 of
the Disabled Profile contains the rule “Profile deletion is mandatory when it is disabled”,
the SM-SR SHALL perform step (11), else it SHALL jump to step (12).

(11) The SM-SR SHALL send an MT-SMS containing the “ES5.DELETE” command with

its relevant input data (see section 4.1.1.4) to the ISD-R, targeting the Disabled Profile.
The SM-SR SHALL request a PoR to get the execution status of the “ES5.DELETE”
command.

(11a) TheISD-R SHALL enforce POL1 of the target Profile. If POL1 rejects the deletion of
the target Profile, the ISD-R SHALL return the MO-SMS containing the response
indicating the corresponding failure, and the procedure SHALL end.

(11b) If POL1 allows its deletion, the ISD-R SHALL delete the targeted ISD-P and the
contained Profile.
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(11c) TheISD-R SHALL return the MO-SMS to the SM-SR containing the execution status
of the “ES5.DELETE” command.

(12) According to the executed sequence and the eUICC responses, the SM-SR SHALL
update the EIS to reflect that:
e The Profile having the fall-back attribute has been enabled

e The previously Enabled Profile has been disabled or deleted.

NOTE: POL1 and POL2 MAY have different content. As a consequence, both the
eUICC and the SM-SR have to ensure the ISD-P deletion based on their
respective Policy.

(13) The SM-SR SHALL return the response to the “ES4.DisableProfile” function to M2M
SP, indicating that the Profile has been disabled. In case the Profile has also been deleted
because of POL1 or POL2, the function execution response SHALL include an execution
status “Executed-WithWarning” indicating that the Profile has also been deleted.

(14) Unless Operatorl has set an ONC to not receive those notifications, the SM-SR
SHALL send the “ES4.HandleProfileDisabledNotification” to Operatorl, the owner of the
Profile that was enabled at the beginning of the procedure. In case the Profile has also
been deleted because of POL1 or POL2, the function execution response SHALL include
an execution status “Executed-WithWarning” indicating that the Profile has also been
deleted. In case Operatorl has no direct connection with the SM-SR (SM-SR SHALL be
able to detect such a situation based on its own database), the SM-SR SHALL send this
notification to the SM-DP authorised by Operatorl by calling the
“ES3.HandleProfileEnabledNotification”. The SM-SR can retrieve the SM-DP identity
based on the EIS content. Then the SM-DP, on reception of this notification, SHALL
forward it to Operatorl by calling the “ES2.HandleProfileEnabledNotification”.

(15) Unless Operator2 has set an ONC to not receive those notifications, the SM-SR
SHALL send the “ES4.HandleProfileEnabledNotification” to Operator2, the owner of
Profile with Fall-Back Attribute set that is now enabled. In case Operator2 has no direct
connection with the SM-SR (SM-SR SHALL be able to detect such situation based on its
own database), the SM-SR SHALL send this notification to the SM-DP authorised by
Operator2 by calling the “ES3.HandleProfileEnabledNotification”. The SM-SR can
retrieve the SM-DP identity based on the EIS content. Then the SM-DP, on reception of
this  notification, SHALL forward it to Operator2 by calling the
“‘ES2.HandleProfileEnabledNotification”.

(16) The SM-SR SHALL also send the “ES4.HandleProfileEnabledNotification” to a
M2M SP, if authorised by Operator2 the owner of Profile with Fall-Back Attribute set that
is now enabled.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operator2, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleProfileEnabledNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileEnabled Notification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfileEnabledNotification”.
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NOTE: This M2M SP might be the same M2M SP as for Operatorl or any other
M2M SP.

NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.4.
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3.19 Profile and ISD-P Deletion via M2M SP

The Profile and ISD-P deletion procedure between the M2M SP and the SM-SR is used to
delete the target ISD-P with its Profile on the eUICC (see GSMA Remote Provisioning
Architecture for Embedded UICC [1] section 3.5.18). The procedure s initiated by the M2M
SP, based on prior authorisation of the Operator owning the Profile to be deleted, as defined
in section 3.20. The procedure illustrates the usage of SMS as a possible transport protocol
between SM-SR and eUICC, but can be also performed using other transport protocols.

The sequence flowin the figure below describes the normal case where the target Profile
can successfully be deleted.
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Figure 36: Profile and ISD-P Deletion via M2M SP

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To delete the targeted Profile of the Operator the M2M SP SHALL call the
“ES4.DeleteProfile” function with its relevant input data.

(2) The SM-SR SHALL verify that the M2M SP requestis acceptable (the verifications that the
SM-SR SHALL perform are described in the section 5.4.7), and in particular checks that
the M2M SP has the authorisation to enable the targeted profile, and evaluates POL2 of
the target Profile. If any of the conditions to be verified are not satisfied, the SM-SR SHALL
return a response indicating the failure, and the procedure SHALL end.

(3) The SM-SR SHALL check the state of the target Profile. If the target Profile is enabled and
if POL2 of the target Profile allows it to be disabled, then the SM-SR SHALL execute the
“ES4.DisableProfile” functionto first disable the targetProfile (and thus enable the Profile
having the Fall-Back Attribute). In case of error, aresponseindicatingthe failure is returned
to the M2M SP, and the procedure SHALL end.

NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicated in 3GPP TS 31.102 [52], such a change requires
special caution and should always be accompanied by a REFRESH
command to avoid inconsistent information being read by the terminal. So
while the targeted ISD-P is marked as enabled in this step, it MAY actually
become effective only after the terminal executes the REFRESH command.

(4) The SM-SR SHALL send an MT-SMS containing the “ES5.delete” command with its
relevant input data (see section 4.1.1.4) to the ISD-R. The SM-SR SHALL request a PoR
to get the execution status of the “ES5.delete” command.

(5) The ISD-R, SHALL enforce POL1. If POL1 rejects deletion of the target Profile, the ISD-R
SHALL return directly the MO-SMS containing the response indicating a failure, and the
procedure SHALL end.

(6) If POL1 allows, the ISD-R SHALL delete the targeted ISD-P and the contained Profile.

(7) The ISD-R SHALL return the MO-SMS containing the execution status of the
“ES5.DELETE” command to the SM-SR.

(8) In case of successful execution, the SM-SR SHALL update the EIS to reflect the newly
deleted Profile.

(9) The SM-SR SHALL return the response to the “ES4.DeleteProfile” function to the M2M
SP, indicating that the Profile has been deleted.

(10) Unless the Operator has set an ONC to not receive those notifications, the SM-SR
SHALL send the “ES4.Handle ProfileDeletedNotification” to the Operator, the owner of
the Profile. In case the Operator has no direct connection with the SM-SR (SM-SR SHALL
be able to detect such a situation based on its own database), the SM-SR SHALL send
this notification to the SM-DP authorised by the Operator by calling the
“ES3.HandleProfileDeletedNotification”. The SM-SR can retrieve the SM-DP identity
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based on the EIS content. Then the SM-DP, on reception of this notification, SHALL
forward it to the Operator by calling the “ES2.HandleProfileDeletedNotification”.

NOTE: The MT-SMS and MO-SMS SHALL be secured according to section 2.4.

3.20 Profile Lifecycle Management Authorisation (PLMA)

The Profile Lifecycle Management Authorisation (PLMA) mechanisms described in this
section allows the Operator and owner of Profiles to grant authorisations to an M2M SP to
performcertain operations, or receive certain notifications, relatedto a set of Profiles, identified
by a Profile Type. A list of available operations and notification for the M2M SP can be found
in section 5.1.1.2.14.

The Operator can manage the PLMA for its own Profiles through a dedicated Operator/ SM-
SR interface, as described in section 5.7 or through its Operator / SM-DP interface as
described in sections 5.3.13 and 5.3.14.

A “PLMA” is a combination of identifiers and authorised actions:

- ldentifiers: List of identifiers to identify the Operator, M2M SP and Profile Type; see
section 5.1.1.2.14 for details

- Authorised actions: List of operations and notifications; see section 5.1.1.2.14 for
details

NOTE: It should be considered that the role of a M2M SP can also be played by a
partner Operator or affiliate from the Operator, who is responsible to provide
Profile Lifecycle Management Authorisations to its own profile(s).

3.20.1 Set Profile Lifecycle Management Authorisation

The Set Profile Lifecycle Management Authorisation (PLMA) procedure between the
Operator and the SM-SR is used to authorise the M2M SP for the profile lifecycle
management of the Operator owned Profile installed on an eUICC, and to authorise the
reception of notifications when the status of the authorised Profile on the eUICC has
changed (see GSMA Remote Provisioning Architecture for Embedded UICC [1] section
3.5.15.1). The PLMA contains the authorised operations and notifications and will be
provided as input parameters by the Operator owning the Profile to the SM-SR, see section
5.1.1.2.14.

NOTES:

- The management of POL2 cannot be authorised to a M2M SP

- Ifno PLMA is configured in the SM-SR for a given set of identifiers, then no
authorisations SHALL be granted to any other function caller apart from the Operator
who is owning the targeted Profiles.

The sequence flowin the figure below describes the procedure.
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Figure 37. Set PLMA

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To seta PLMA for a M2M SP, an Operator SHALL call the “ES4A.SetPLMA” function with
its relevant input parameters, see section 5.7.1, and the list of authorised operations and
notifications, see section 5.1.1.2.14.

(2) The SM-SR SHALL verify that the Operator request is acceptable (the verifications that
the SM-SR SHALL perform are described in the section 5.7.1, and in particular checks
that the function caller is the Operator owning the targeted Profile Type. If any of the
conditions to be verified are not satisfied, the SM-SR SHALL return a response indicating
the failure, and the procedure SHALL end.
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(3) The SM-SR creates and stores the PLMA based on the input parameters provided in the
function call by the Operator. In case a PLMA already exists for the set of identifiers
provided as input parameters, the PLMA is overwritten with new authorisations and the
SM-SR SHALL indicate a success but with warning.

It SHALL be possible to set a PLMA for a given Profile Type even if this Profile Type is not
referenced in an EIS in the SM-SR. In that case, the PLMA referencing this Profile Type
SHALL become applicable as soon as the Profile Type reference is added to any EIS and
the SM-SR SHALL indicate a success and optionally with warning.

(4) The SM-SR SHALL returnthe response to the “ES4A.SetPLMA” function to the Operator,
indicating that the PLMA have been set.

(5) The SM-SR SHALL send the “ES4.HandlePLMAChanged Notification” to the M2M SP
indicating the identifiers and the applied authorisations of the “ES4A.SetPLMA” function.

If the M2M SP is another Operator connected through its SM-DP, the SM-SR SHALL send
this notification to the SM-DP associated to this other Operator by calling the
“ES3.HandlePLMAChangedNotification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandlePLMAChangedNotification”

Once the PLMA is set in the SM-SR, the M2M SP is able to call authorised Profile Lifecycle
Management functions and to receive authorised notifications on Profile status changes for
the Profiles addressed by this PLMA via the SM-SR. When the M2M SP is an Operator, it is
also able to call authorised Profile Lifecycle Management functions and to receive authorised
notifications on Profile status changes for the Profiles addressed by this PLMA via its SM-
DP. The list of authorised operations and notifications can be found in Table 511214-B: List
of Operation Eligible to PLMA.

3.20.2 Set Profile Lifecycle Management Authorisation rules via SM-DP

The Set Profile Lifecycle Management Authorisation procedure between the Operator and
the SM-SR is done through the SM-DP (see GSMA Remote Provisioning Architecture for
Embedded UICC [1] section 3.5.15.1). The procedure is initiated by the Operator owning the
targeted Profile Type andis similar to the procedure “Set Profile Lifecycle Management
Authorisation rules” described in section 3.20.1.

The sequence flowin the figure below describes the procedure.
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Figure 38: Set PLMAvia SM-DP

Start Conditions:
The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) Toset a PLMA for a M2M SP, an Operator SHALL call the “ES2.SetPLMA” function with
its relevant input parameters, see section and the list of authorised operations and
notifications
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(2) The SM-DP SHALL forward the request to the SM-SR identified by the Operator and
SHALL call the “ES3.SetPLMA” function with its relevant input data.

() The SM-SR SHALL verify that the Operator request is acceptable (the verifications that
the SM-SR SHALL perform are described in the section 5.4.16), and in particular checks
that the function calling SM-DP is belonging to the Operator owning the targeted Profile
Type. If any of the conditions to be verified are not satisfied, the SM-SR SHALL return a
response indicating the failure, and the procedure SHALL end.

(4) The SM-SR creates and stores the PLMA based on the input parameters provided in the
function call by the Operator. In case a PLMA already exists for the set of identifiers
provided as input parameters, the PLMA is overwritten with new authorisations and the
SM-SR SHALL indicate a success but with warning.

It SHALL be possible to set a PLMA for a given Profile Type even if this Profile Type is not
referenced in an EIS in the SM-SR. In that case, the PLMA referencing this Profile Type
SHALL become applicable as soon as the Profile Type reference is added to any EIS and
the SM-SR SHALL indicate a success and optionally with warning.

(5) The SM-SR SHALL return the response to the “ES3.SetPLMA” function to the SM-DP,
indicating that the PLMA have been set.

(6) The SM-SR SHALL send the “ES4.HandlePLMAChanged Notification” to the M2M SP
indicating the identifiers and the applied authorisations of the “ES2.SetPLMA” function.
If the M2M SP is another Operator directly connected to the SM-SR and it is authorised

by the Operator owning the Profile, the SM-SR SHALL send this notification to this other
Operator by calling the “ES4.HandlePLMAChangedNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
the Operator owning the Profile, the SM-SR SHALL send this notification to the SM-DP
associated to this other Operator by calling the
“ES3.HandlePLMAChangedNotification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator,
acting as the M2M SP, by calling the “ES2.HandlePLMAChangedNotification”.

(7) Finally, the SM-DP SHALL return the response to the “ES2.SetPLMA” function call to the
Operator.

Once the PLMA is set in the SM-SR, the M2M SP is able to call authorised Profile Lifecycle
Management functions and to receive authorised notifications on Profile status changes for
the Profiles addressed by this PLMA via the SM-SR. When the M2M SP is an Operator, itis
also able to call authorised Profile Lifecycle Management functions and to receive authorised
notifications on Profile status changes for the Profiles addressed by this PLMA via its SM-
DP. The list of authorised operations and notifications can be found in Table 511214-B: List
of Operation Eligible to PLMA.

3.20.3 Retrieve Profile Lifecycle Management Authorisation by Operator

The Retrieve PLMA procedure between the Operator andthe SM-SR is used to retrieve the
list of PLMA granted by the Operatorto a M2M SP or the PLMA granted by the Operator for
a Profile Type or the PLMA for a dedicated Operator owned single Profile, (see GSMA
Remote Provisioning Architecture for Embedded UICC [1] section 3.5.15.2). The result of the
function call provides back the granted PLMA(s) based on the provided input parameters.
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The sequence flowin the figure below describes the procedure.
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Figure 39: Retrieve PLMADby Operator

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To retrieve the PLMA(s) an Operator SHALL call the “ES4A.GetPLMA” or the
“ES4.GetPLMA” function with its relevant input parameters, see section 5.7.2and 5.5.17.

(2) The SM-SR SHALL verify that the Operator request is acceptable (the verifications that
the SM-SR SHALL perform are described in the section 5.7.2). If any of the conditions to
be verified are not satisfied, the SM-SR SHALL return a response indicating the failure,
and the procedure SHALL end.

NOTE If the function caller is an Operator that is not the owner of the targeted

Profile or Profile Type, the call may still be valid, but in this case the calling
Operator is merely acting as an M2M SP, similar to the procedure described
in section 3.20.5. The checks the SM-SR shall perform in this case are
described in section 5.5.17.
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(3) The SM-SR retrieves the PLMA(s) matching with the identifiers set as input parameters by
the Operator. In case no PLMA exists for the provided identifier, the SM-SR SHALL return
an empty result.

(4) The SM-SR SHALL return the response to the “ES4.GetPLMA” function call to the
Operator.

3.20.4 Retrieve Profile Lifecycle Management Authorisation by Operator via
SM-DP

The Retrieve Profile Lifecycle Management Authorisation procedure between the Operator
and the SM-SR is done through the SM-DP (see GSMA Remote Provisioning Architecture
for Embedded UICC [1] section 3.5.15.2). The procedure is initiated by the Operator is
similar to the procedure “Set Profile Lifecycle Management Authorisation Rules” described in
section 3.20.3. The result of the function call provides back the granted PLMA (s) based on
the provided input parameters

The sequence flowin the figure below describes the procedure.
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Figure 40: Retrieve PLMADby Operator via SM-DP

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To retrieve the PLMA(s) an Operator SHALL call the “ES2.GetPLMA” function of its SM-
DP with its relevant input parameters, see section 5.3.14.

V4.1 Page 145 of 456




GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

(2) The SM-DP SHALL forward the request to the SM-SR identified by the Operator and
SHALL call the “ES3.GetPLMA” function with its relevant input data.

(3) The SM-SR SHALL verify that the Operator request is acceptable (the verifications that
the SM-SR SHALL perform are described in the section 5.4.17). If any of the conditions to
be verified are not satisfied, the SM-SR SHALL return a response indicating the failure,
and the procedure SHALL end.

NOTE If the SM-DP has sent the request on behalf of an Operator that is not the

owner of the targeted Profile or Profile Type, the call may still be valid, butin
this case this Operator is merely acting as an M2M SP. The checks the SM-
SR shall perform are described in section 5.4.17.

(4) The SM-SR retrieves the PLMA(s) matching with the identifiers set as input parameters by
the Operator. In case no PLMA exists for provided identifier, the SM-SR SHALL return an
empty result.

(5) The SM-SR SHALL return the response to the “ES3.RetrivePLMA” function to the SM-
DP.

(6) Finally, the SM-DP SHALL return the response to the “ES2.GetPLMA” function call to the
Operator.

3.20.5 Retrieve Profile Lifecycle Management Authorisation by M2M SP

The Retrieve PLMA procedure between the M2M SP and the SM-SR is used to retrieve the
list of PLMA granted by an Operatorto a M2M SP or the PLMA granted by an Operator for a
Profile Type or the PLMA for a dedicated Operator owned single Profile (see GSMA Remote
Provisioning Architecture for Embedded UICC [1] section 3.5.15.2). The result of the function
call provides back the granted PLMA (s) based on the provided input parameters.

The sequence flowin the figure below describes the procedure.
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Figure 41: Retrieve PLMA by M2M SP

Start Conditions:
The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To retrieve the PLMA(s) the M2M SP SHALL call the “ES4.GetPLMA” function with its
relevant input parameters, see section 5.5.17.

(2) The SM-SR SHALL verify that the M2M SP requestis acceptable (the verifications that the
SM-SR SHALL perform are described in the section 5.5.17. If a Profile Type or a single
Profile is indicated in the input parameters, the SM-SR SHALL check that the M2M SP is
authorised for the targeted Profile Type or single Profile. If any of the conditions to be
verified are not satisfied, the SM-SR SHALL return a response indicating the failure, and
the procedure SHALL end.

(3) The SM-SR retrievesthe PLMA(S) for the requesting M2M SP matching with the identifiers
set as input parameters by the M2M SP. In case no PLMA(s) exists for the provided
identifier, the SM-SR SHALL return an empty result.
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(4) The SM-SR SHALL return the response to the “ES4.GetPLMA” function call to the M2M
SP.

3.21 Operator Notifications Configuration (ONC)

The Operator Notifications Configuration (ONC) mechanisms described in this section allows
the Operator and owner of Profiles to define which notifications it would like to receive or not
for a dedicated set of its Profiles, whenever the status of its Profiles has changed; whatever
the origin of the status change is.

The support of this functionality by the SM-SR is optional:

o If the SM-SR supports this functionality, the SM-SR SHALL implement it as specified
in this section and its subsections, and following the specification of the related
functions SetONC and GetONC of the off-card interfaces.

¢ If the SM-SR does not support this functionality, the SM-SR SHALL NOT accept calls
to setONC, and the SM-SR SHALL send the notifications to the Operator owning a
Profile as specified in the procedures of sections 3.2 to 3.19, considering that the
Operator has not set an ONC.

The Operator can manage the Operator Notifications Configurationfor its own Profiles through
a dedicated Operator / SM-SR interface, as described in section5.7.3and 5.7.4 or through its
Operator / SM-DP interface as describedin section 5.3.18and 5.3.19.

An ONC is a combination of identifiers and discarded notifications:

- Identifiers: List of identifiers to identify the Operator and Profile Type; see section
5.1.1.2.15 for details

- Discarded notifications: List of notifications which SHALL NOT be sent to the
Operator; see section 5.1.1.2.15 for details

3.21.1 Set Operator Notifications Configuration

The Set Operator Notification Configuration procedure between the Operator and the SM-SR
is used to configure Profile status change notifications received by the Operator for its
Profiles; whatever the origin of the status change is. The procedure provides to the SM-SR a
Profile Type and a list of notifications to indicate which notifications SHALL be send to the
Operator in case of any Profile status change of the targeted Profile Type.

NOTE: If no Operator Notification Configuration has yet been set in the SM-SR for a
given Profile Type, then the Operator will receive all notifications for status
changes for its own Profiles, associated with this Profile Type.

The sequence flowin the figure below describes the procedure.
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Figure 3211-A: Set Operator Notification Configuration

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To set its own Operator Notification Configuration, an Operator SHALL call the
“ES4A.SetONC” function with its relevant input parameters, in particular the targeted
Profile Type and the list of notifications, see in detail section 5.7.3.

(2) The SM-SR SHALL verify that the Operator request is acceptable (the verifications that
the SM-SR SHALL performare described in the section 5.7.3). If any of the conditions to
be verified are not satisfied, the SM-SR SHALL return a response indicating the failure,
and the procedure SHALL end.

(3) The SM-SR creates and store the Operator Notification Configurations based on the input
parameters provided in the function call by the Operator. In case a configuration already
exists for the Operator and the targeted Profile Type, the configuration is overwritten with
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the new configuration provided as input parameters and the SM-SR SHALL indicate a
success but with warning.

It SHALL be possible to set the Operator Notification Configurations for a given Profile
Type even if this Profile Type is not referenced in an EIS in the SM-SR. In that case, the
Operator Notification Configuration referencing this Profile Type SHALL become
applicable as soon as the Profile Type reference is added to any EIS and the SM-SR
SHALL indicate a success and optionally with warning.

(4) The SM-SR SHALL return the response to the “ES4A.SetONC” function to the Operator,
indicating that the Notification Configuration has been set.

3.21.2 Set Operator Notifications Configuration via SM-DP

The Set Operator Notification Configuration procedure between the Operator and the SM-SR
is done through the SM-DP (see GSMA Remote Provisioning Architecture for Embedded
UICC [1] section 3.5.15.1). The procedure is initiated by the Operator owning the targeted
Profile Type and is similar to the procedure “Set Operator Notification Configuration”
described in section 3.21.1.

The sequence flowin the figure below describes the procedure.
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Figure 42: Set Operator Notification Configuration via SM-DP

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To set its own Operator Notification Configuration, an Operator SHALL call the
“ES2.SetONC?” function of its SM-DP with its relevant input parameters, in particular the
targeted Profile Type andthe list of notifications, see in detail section 5.3.18.
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(2) The SM-DP SHALL forward the request to the SM-SR identified by the Operator and
SHALL call the “ES3.SetONC” function with its relevant input data.

(3) The SM-SR SHALL verify that the Operator request is acceptable (the verifications that
the SM-SR SHALL perform are described in the section 5.3.18). If any of the conditions to
be verified are not satisfied, the SM-SR SHALL return a response indicating the failure,
and the procedure SHALL end.

(4) The SM-SR creates and store the Operator Notification Configurations based on the input
parameters provided in the function call by the Operator. In case a configuration already
exists for the Operator and the targeted Profile Type, the configuration is overwritten with
the new configuration provided as input parameters and the SM-SR SHALL indicate a
success but with warning.

It SHALL be possible to set the Operator Notification Configurations for a given

Profile Type even if this Profile Type is not referencedin an EIS in the SM-SR. In
that case, the Operator Notification Configuration referencing this Profile Type
SHALL become applicable as soon as the Profile Type referenceis added to any
EIS and the SM-SR SHALL indicate a success and optionally with warning.

(5) The SM-SR SHALL return the response to the “ES3.SetONC” function to the SM-DP,
indicating that the Notification Configuration has been set.

(6) Finally, the SM-DP SHALL return the response to the “ES2.SetONC” function call to the
Operator.

3.21.3 Retrieve Operator Notifications Configuration

The Retrieve Operator Notification Configuration procedure between the Operator and the
SM-SR is used to retrieve the list of notifications an Operator would like not to receive for a
dedicated Operator owned Profile Type (see GSMA Remote Provisioning Architecture for
Embedded UICC [1] section 3.5.15). The result of the function call provides back the
discarded notifications based on the provided input parameters.

NOTE: If no Operator Notification Configuration has yet been set in the SM-SR for a
given Profile Type, then the output data of this function will return an empty
result, as all notifications will be sent for Profiles assigned with this Profile
Type, see also section 5.7.4 for details.

The sequence flowin the figure below describes the procedure.
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Figure 43: Retrieve Operator Notification Configuration

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To retrieve the Operator Notifications Configuration list, an Operator SHALL call the
“ES4A.GetONC” function with its relevant input parameters, see section 5.7.4.

(2) The SM-SR SHALL verify that the Operator request is acceptable (the verifications that
the SM-SR SHALL perform are described in the section 5.7.4), and in particular checks
that the function caller is the Operator owning the targeted Profile Type. If any of the
conditions to be verified are not satisfied, the SM-SR SHALL return a response indicating
the failure, and the procedure SHALL end.

(3) The SM-SR retrieves the list of Operator Notifications Configuration matching with the

identifiers setas input parameters by the Operator. In case no ONC exists for the provided
identifier, the SM-SR SHALL return an empty result.
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(4) The SM-SR SHALL return the response to the “ES4.GetONC” function call to the
Operator, indicating the list of notifications for the targeted profile.

3.214 Retrieve Operator Notifications Configuration via SM-DP

The Retrieve Operator Notification Configuration procedure between the Operator and the
SM-SR is done through the SM-DP (see GSMA Remote Provisioning Architecture for
Embedded UICC [1] section 3.5.15.1). The procedure is initiated by the Operator owning the
targeted Profile Type andis similar to the procedure “Retrieve Operator Notification
Configuration” described in section 3.21.1. The result of the function call provides back the
discarded notifications based on the provided input parameters.

NOTE: If no Operator Notification Configuration has yet been set in the SM-SR for a
given Profile Type, then the output data of this function will return an empty
result, as all notifications will be sent for Profiles assigned with this Profile
Type, see also section 5.7.4 for details.

The sequence flowin the figure below describes the procedure.
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Figure 44: Retrieve Operator Notification Configuration via SM-DP

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) To retrieve the Operator Notifications Configuration list, an Operator SHALL call the
“ES2.GetONC” function of its SM-DP with its relevant input parameters, see section
5.3.19.

(2) The SM-DP SHALL forward the request to the SM-SR identified by the Operator and
SHALL call the “ES3.GetONC?” function with its relevant input data.
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(3) The SM-SR SHALL verify that the Operator request is acceptable (the verifications that
the SM-SR SHALL perform are described in the section 5.4.22), and in particular checks
that the function calling SM-DP is belonging to the Operator owning the targeted Profile
Type. If any of the conditions to be verified are not satisfied, the SM-SR SHALL return a
response indicating the failure, and the procedure SHALL end.

(4) The SM-SR retrieves Operator Notifications Configuration list matching with the identifiers

set as input parameters by the Operator. In case ho ONC exists for the provided identifier,
the SM-SR SHALL return an empty result.

(5) The SM-SR SHALL return the response to the “ES3.GetONC” function to the SM-DP,
indicating the list of notifications for the targeted profile.

(6) Finally, the SM-DP SHALL return the response to the “ES2.GetONC” function call to the
Operator.
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3.22 Local Enable for Test Profile
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Figure 322: Local Enable of Test Profile

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) The Device SHALL call the “ESx.LocalEnableTestProfile” function.

(2) The eUICC SHALL verify that the Test Profile exists (including Flag and NAA keys as
described in EUICC23 in SGP.01 [1]). If any of the conditions to be verified are not
satisfied, the eUICC SHALL return a response indicating the failure, and the procedure
SHALL end.

(3) The eUICC SHALL verify that the current enabled Profile is NOT the Emergency Profile.
If the condition to be verified is not satisfied, the eUICC SHALL return aresponse indicating
the failure, and the procedure SHALL end.

(4) The eUICC SHALL verify that the currently enabled Profile is NOT the Test Profile. If the
condition to be verified is not satisfied, the eUICC SHALL return a response indicating that
the Test Profile is already Enabled, and the procedure SHALL end.
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(5) The eUICC SHALL NOT enforce POL1 of the currently Enabled Profile, and SHALL
disable the currently enabled Profile, and enable the Test Profile.

NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicatedin 3GPP TS 31.102 [52], such achange requires special
caution and should always be accompanied by a REFRESH command to
avoid inconsistent information being read by the terminal. So while the Profile
is marked as enabled in this step, it MAY actually become effective after the
terminal executes the REFRESH command.

(6) The eUICC SHALL return the execution status of the “ESx. LocalEnableTestProfile”
command to the Device.

(7) The eUICC SHALL send a REFRESH proactive command in UICC reset mode to the
Device. This will trigger the execution of a network attach procedure.

(8) The Device SHALL perform a network attach procedure with the newly enabled Profile.

NOTE: Whether the Test Profile provides connectivity to a test network or not, the
eUICC will not attempt to enable automatically the previously Enabled Profile.
This is in contrast to the remote enable procedures (for example in section
3.2.2).
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3.23 Local Disable for Test Profile
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Figure 323: Local Disable of Test Profile

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) The Device SHALL call the “ESx.LocalDisableTestProfile” function.

(2) The eUICC SHALL verify that the currently Enabled Profile is the Test Profile (including

Flag and NAA keys as described in EUICC23 in SGP.01[1]). If any of the conditions to be
verified are not satisfied, the eUICC SHALL return a response indicating that the currently
Enabled Profile is not the Test Profile, and the procedure SHALL end.

(3) The eUICC SHALL disable the Test Profile and enable the previously enabled Profile.

(4) The eUICC SHALL return the execution status of the “ESx.LocalDisableTestProfile”
command to the Device.

(5) The eUICC SHALL send a REFRESH proactive command in UICC reset mode to the
Device. This will trigger the execution of a network attach procedure.

NOTE: In case of any error after this step, indicating that the currently Enabled
Profile cannot provide connectivity, the eUICC will trigger the Fall-Back
Mechanism and will ensure that the previously enabled Profile is the Profile
that was enabled before the Local Enable.

(6) The eUICC and the Device SHALL performa network attach procedure with the newly
Enabled Profile.

Dependent on the configuration of the eUICC, the eUICC MAY send a Notification about the
Profile change after Test Profile disabling to the SM-SR.

3.24 POL2 Update
This procedure is used by the Operator to update POL2 via the SM-SR.

V4.1 Page 161 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

i@startuml

iskinparam monochrome true

iskinparam ArrowColor Black

E skinparam maxmessagesize 400

i skinparam ParticipantPadding 50

iskinparam sequenceArrowThickness 1

ihide footbox

iparticipant “M2M SP” as M2MSP #FFFFFF
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! OP->>SR: (1) UpdatePolicyRules (POL2)
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! (2) Update POL2

iEndrnote

ESR——>>OP: (3) UpdatePolicyRules Result

; SR->>M2MSP: (4) Cond: HandleProfilePOL2UpdatedNotification (eid, iccid, POL2)
! @enduml
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(4) Cond: HandleProfilePOLZUpdatedNotification (eid, iccid, POL2) |

Figure 324: POL2 Update

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) The Operator owner of the target Profile SHALL call the “ES4.UpdatePolicyRules”
function with its relevant input data, as described in section 5.3.3.

(2) The SM-SR SHALL update the POL2 of the targeted eUICC'’s EIS.

(3) The SM-SR SHALL return the execution status of the “ES4.UpdatePolicyRules” to the
Operator.

(4) The SM-SR SHALL send the “ES4.HandleProfilePOL2UpdatedNotification” to a M2M
SP, if authorised by the Operator owning the Profile, indicating the updated POL2 rules
according to chapter 5.1.1.2.2.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
the Operator owning the Profile, the SM-SR SHALL send this notification to this other
Operator by calling the “ES4.HandleProfilePOL2UpdatedNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
the Operator owning the Profile, the SM-SR SHALL send this notification to the SM-DP
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associated to this other Operator by calling the
“ES3.HandleProfilePOL2UpdatedNotification”.

Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the “ES2.HandleProfilePOL2Updated Notification”

3.25 Emergency Profile Attribute Management

This procedure specifies setting the Emergency Profile Attribute for a Profile when no other
Profile has the Emergency Profile Attribute set (case 1), or, a change regarding the Profile that
has the Emergency Profile Attribute set(case 2). For case 2, the Operator1 owning the Profie
that currently has the Emergency Profile Attribute set and the Operator2 that wants to set the
Emergency Profile Attribute on its own Profile SHALL have an agreement. This agreement is
materialized by the Operatorl setting a PLMA where it MAY grant Operator2 the authorisation
to unset the Emergency Profile Attribute on this Operatorl Profile.

NOTE Thereisno operation that explicitly unsets the Emergency Profile Attribute on a Profile.
The Emergency Profile Attribute is only unset as a consequence of setting the Emergency
Profile Attribute on another Profile.

For case 1 the procedure belowapplies:
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Participant “Operator 1\n<size:10>(owning Profile A)</size>"” as OPl #FFFFFF
Participant “Operator 2\n<size:10>(owning Profile B)</size>"” as OP2 #FFFFFF
Participant “SM-DP” as DP #FFFFFF

Participant “SM-SR” as SR #FFFFFF

Participant “eUICC” as EUICC #FFFFFF

Alt [via SM-SR]
OP2->SR: [l.a] ES4.SetEmergencyProfileAttribute (EID, ICCID) \non Profile B Request

Else [via SM-DP]
OP2->DP: [l1.b] ES2.SetEmergencyProfileAttribute (EID, SMSR-ID, ICCID)\non Profile B
Request

Rnote over DP #FFFFEF
Identify SM-SR
Endrnote

DP<->SR: Mutual Authentication

DP->SR: [l.c] ES3.SetEmergencyProfileAttribute(EID, ICCID) \non Profile B Request
end

SR->EUICC: [2] ES5.SetEmergencyProfileAttribute (ISD-P AID)\non Profile B

Rnote over EUICC #FFFFFF

[3a] Verify if Profile B has not set Fall-Back Attribute
Endrnote

EUICC-->SR: [3.a] Send STORE DATA response indicating an error

Rnote over EUICC #FFFFFF
[3b] Set Emergency Profile Attribute on Profile B
Endrnote

EUICC->SR: [4] SetEmergencyProfileAttribute response

Rnote over SR #FFFFFF
[5] EIS Update(AdditionalProperty)
Endrnote

Alt [via SM-SR]

SR->0P2: 6.a] ES4.HandleEmergencyProfileAttributeSetNotification\non Profile B
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SR->0P1

Else [via SM-DP]
SR->DP: [6.b] ES3.SetEmergencyProfileAttribute(EID, ICCID) \non Profile B Request

DP->0P2: [6.c] ES2.HandleEmergencyProfileAttributeSetNotification\non Profile B
Request

end

Opt [If if requested by Operator 2]

SR->SP: [7] HandleEmergencyProfileAttributeSetNotification of Profile B
end

@enduml
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Figure 325-A: Emergency Profile Attribute Management (case 1: first Emergency
Profile)

Start Conditions (case 1):
a. No Profile with Emergency Profile Attribute set exists.
b. Profile B, targeted to have the Emergency Profile Attribute set is presenton the eUICC
and disabled
c. Profile B does not have the Fall-Back Attribute set.

Procedure (case 1):

(1) The Operator2 owning Profile B requests setting of the Emergency Profile Attribute on
Profle B to the SM-SR, either directly (1.a) by caling the
“‘ES4.SetEmergencyProfileAttribute” function with the relevant input parameters or
throughits SM-DP (1.b) by calling the “ES2.Se tEmergencyProfile Attribute” functionwith
the relevant input parameters and the SM-DP forwarding the request to the SM-SR (1¢)
by calling the “ES3.SetEmergencyProfileAttribute” function with the relevant input
parameters.

(2) The SM-SR, by calling the “ES5.SetEmergencyProfileAttribute” function, requests the
eUICC to set the Emergency Profile Attribute to the Profile B.

(3) The eUICC SHALL verify that Profile B does not have the Fall-Back Attribute set (3a) and
SHALL then set the Emergency Profile Attribute to Profile B (3b).
a. If the conditions (3a) is not true, the eUICC SHALL abort the procedure and
SHALL send an error response to the SM-SR as detailed in the
“ES5.SetEmergencyProfileAttribute” function.

(4) The eUICC SHALL send the “ES5.SetEmergencyProfileAttribute” response to the SM-
SR

(5) The SM-SR SHALL update the EIS accordingly by adding the information that the
Emergency Profile has been set on Profile B in the AdditionalProperty field.

(6) Based on ONC, the SM-SR SHALL notify to all Operators, having a Profile on this eUICC,
either directly (6a) by calling the
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“ES4.HandleEmergencyProfile AttributeSetNotification”, or via the SM-DP (6b) by
calling the “ES3.HandleEmergencyProfile AttributeSetNotification” and the SM-DP
SHALL forward the notification (6¢€) by calling the
“‘ES2.HandleEmergencyProfile AttributeSetNotification”, that a Profile now has the
Emergency Profile Attribute set. This notification MAY include the Profile ID.

(7) The SM-SR SHALL notify the M2M SP by calling the

“ES4.HandleEmergencyProfile AttributeSetNotification”, that the Profile B has the
Emergency Profile Attribute set, if requested by the Operator2 during Platform Lifecycle
Management Authorisation registrations (see section 3.20).

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operator2, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleEmergencyProfileAttributeSetNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this
other Operator by calling the “ES3.HandleEmergencyProfileAttributeSetNotification”.
Then the SM-DP, on reception of this notification, SHALL forward it to the Operator,
acting as the M2M SP, by calling the
“ES2.HandleEmergencyProfileAttributeSetNotification”.

End Conditions (case 1):
The Profile B has the Emergency Profile Attribute set.

For case 2the procedure belowapplies
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Participant “SM-SR” as SR #FFFFFF
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Alt [via SM-SR]
OP2->SR: [l.a] ES4.SetEmergencyProfileAttribute (EID, ICCID)\non Profile B Request

Else [via SM-DP]
OP2->DP: [l1.b] ES2.SetEmergencyProfileAttribute (EID, SMSR-ID, ICCID)\non Profile B
Request

Rnote over DP #FFFFEF
Identify SM-SR
Endrnote

DP<->SR: Mutual Authentication

DP->SR: [l.c] ES3.SetEmergencyProfileAttribute(EID, ICCID) \non Profile B Request
end

Rnote over SR #FFFFFF

[2] Check PLMA for SetmergencyProfileAttribute for Operator 2

Endrnote

SR-->0P2: [2.a] Send error response with authorisation conflict
SR->EUICC: [3] ES5.SetEmergencyProfileAttribute (ISD-P AID)\non Profile B

Rnote over EUICC #FFFFFF

[4a] Verify if Profile B has not set Fall-Back Attribute
Endrnote

EUICC-->SR: [4.a] send STORE DATA error response

Rnote over EUICC #FFFFFF

[4b] Unset Emergency Profile Attribute on Profile A

by Setting Emergency Profile Attribute on Profile B

Endrnote

EUICC->SR: [5] SetEmergencyProfileAttribute response

Rnote over SR #FFFFFF

[6] EIS Update(AdditionalProperty)

Endrnote

SR->0OP1l: [7] ES4.HandleEmergencyProfileAttributeUnsetNotification\non Profile A
Alt [via SM-SR]

SR->0P2: [8.a] ES4.HandleEmergencyProfileAttributeSetNotification\non Profile B
SR->0P1

Else [via SM-DP]

SR->DP: [8.b] ES3.HandleEmergencyProfileAttributeSetNotification\non Profile B

DP->0P2: [8.c] ES2.HandleEmergencyProfileAttributeSetNotification\non Profile B

end
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{Opt [If if requested by Operator 1]

SR->SP: [9] HandleEmergencyProfileAttributeUnsetNotification of Profile A
End

Opt [If if requested by Operator 2]
SR->SP: [10] HandleEmergencyProfileAttributeSetNotification of Profile B
end

@enduml
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Figure 325-B: Emergency Profile Attribute Management (case 2: change of Emergency
Profile)

Start Conditions (case 2):
a. Profile A with Emergency Profile Attribute set.
b. Profile B, targeted to have the Emergency Profile Attribute set, present on the eUICC.
c. Profile A owner Operatorl has configured a PLMA authorising Operator2 to unset the
Emergency Profile Attribute on Profile A.

Procedure (case 2):

(1) The Operator2 owning Profile B requests setting of the Emergency Profile Attribute on
Profle B to the SM-SR, either directly (1.a) by |caling the
“ES4.SetEmergencyProfileAttribute” function with the relevant input parameters or
throughits SM-DP (1.b) by calling the “ES2.SetEmergencyProfileAttribute” functionwith
the relevant input parameters and the SM-DP forwarding the request to the SM-SR (1¢)
by calling the “ES3.SetEmergencyProfileAttribute” function with the relevant input
parameters.

(2) The SM-SR checks if Operator2 has PLMA configured to unset the Emergency Profile
Attribute from the Operatorl owning the Profile that currently has the Emergency Profile
Attribute set.
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a. If thereis a conflictwith the authorisation, the SM-SR aborts the procedure and
informs the Operator 2.

(3) The SM-SR, by calling the “ES5.SetEmergencyProfileAttribute” function, requests the
eUICC to set the Emergency Profile Attribute to the Profile B.

(4) The eUICC verifies that Profile B does not have the Fall-Back Attribute set (4a) and
performs the operation (4b). This will remove the Emergency profile Attribute from Profile
A.
b. If the conditions (4a) is not true, the eUICC aborts the procedure and return an
error to the SM-SR as detailed in the “ES5.SetEmergencyProfileAttribute”
function.

(5) The eUICC SHALL send the “ES5.SetEmergencyProfileAttribute” response to the SM-
SR.

(6) The SM-SR updates the EIS accordingly by adding the information that the Emergency
Profile has been set on Profile B in the AdditionalProperty field.

(7) Based on ONC, the SM-SR notifies Operatorl, whose Profile has the Emergency Profile
Attribute Unset, by calling the
"ES4.Handle EmergencyProfileAttributeUnsetNotification " that its Profile now has the
Emergency Profile Attribute unset.

(8) Based on ONC, the SM-SR notifies all Operators, having a Profile on this eUICC either
directly (8a) by calling the “ES4.HandleEmergencyProfileAttributeSetNotification”, or

via the SM-DP (8b) by calling the
“ES3.HandleEmergencyProfileAttributeSetNotification” and the SM-DP SHALL
forward the notification (8c) by calling the

“ES2.HandleEmergencyProfileAttributeSetNotification”, that a Profile now has the
Emergency Profile Attribute set. This notification MAY include the Profile ID.

(9) The SM-SR SHALL notify the M2M SP that the Profile A has the Emergency Profile
Attribute unset by calling the
“ES4.HandleEmergencyProfileAttributeUnsetNotification”, if requested by the
Operatorl during Platform Lifecycle Management Authorisation registrations (see 3.5 .xx).

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by

Operatorl, the SM-SR SHALL send this notification to this other Operator by calling the
“‘ES4. HandleEmergencyProfileAttributeUnsetNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operatorl, the SM-SR SHALL send this notification to the SM-DP associated to this
other Operator by calling the “ES3.
HandleEmergencyProfileAttributeUnsetNotification”. Thenthe SM-DP, on reception
of this notification, SHALL forward it to the Operator, acting as the M2M SP, by calling
the “ES2. Handle EmergencyProfileAttributeUnsetNotification”.

(10) The SM-SR SHALL notify the M2M SP that the Profile B has the Emergency Profile
Attribute set by calling the “ES4.HandleEmergencyProfile AttributeSetNotification”, if
requested by the Operator2 during Platform Lifecycle Management Authorisation
registrations (see 3.5.xx).

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operator2, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleEmergencyProfileAttributeSetNotification”.
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If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleEmergencyProfileAttributeSetNotification”. Then
the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting as
the M2M SP, by calling the “ES2.HandleEmergencyProfileAttributeSetNotification”.

End Conditions (case 2):

The Profile A has the Emergency Profile Attribute unset. The Profile B has the Emergency
Profile Attribute set.

3.26 Emergency Profile Attribute Management viathe M2M SP

Operators may also authorise an M2M SP to change which Profile has the Emergency Profile
Attribute set.

This procedure specifies setting the Emergency Profile Attribute for a Profile when no other
Profile has the Emergency Profile Attribute set (case 1), or, a change regarding the Profile that
has the Emergency Profile Attribute set (case 2).

For case 1 the Operator2 that agrees to have the Emergency Profile Attribute set on its own
Profile need to have an agreement with the M2M SP. This agreement is materialized by the
Operator2 setting PLMAs where Operator2 MAY grant the M2M SP the authorisation to set
the Emergency Profile Attribute on its respective Profile.

For case 2.the Operatorl owning the Profile that currently has the Emergency Profile Attribute
set and the Operator2 thatagree to have the Emergency Profile Attribute set on its own Profile
needto have an agreementwith the M2M SP. This agreementis materialized by the Operator2
and Operatorl setting PLMAs where Operator2 MAY grant the M2M SP the authorisation to
set the Emergency Profile Attribute on its respective Profile and where Operatorl MAY grant
the M2M SP the authorisation to un-set the Emergency Profile Attribute on its respective
Profile

NOTE There is no operation that explicitly unsets the Emergency Profile Attribute on
a Profile. The Emergency Profile Attribute is only unset as a consequence of
setting the Emergency Profile Attribute on another Profile.

For case 1 the procedure below applies:
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Figure 326-A: Emergency Profile Attribute Management by M2M SP (case 1: first
Emergency Profile)
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Start Conditions:

a. Profile B, targeted to have the Emergency Profile Attribute set, present on the eUICC.
b. Profile B owner Operator2 has configured a PLMA authorising the M2M SP to set the
Emergency Profile Attribute.

Procedure:

(1) The M2M SP requests setting of the Emergency Profile Attribute on Profile B to the SM-
SR by calling the “ES4.SetEmergencyProfile Attribute” function with the relevant input
parameters.

(2) The SM-SR checks if a PLMA from Operator2 that authorises the M2M SP to set the
Emergency Profile Attribute on Profile B is configured
a. If thereis a conflictwith the authorisation, the SM-SR aborts the procedure and
informs the M2M SP.

(3) The SM-SR, by calling the “ES5.SetEmergencyProfileAttribute” function, requests the
eUICC to set the Emergency Profile Attribute to the Profile B.

(4) The eUICC verifies that Profile B does not have the Fall-Back Attribute set (4a) and then
sets the Emergency Profile Attribute to the Profile B (4b).
b. If the conditions (4a) is not true, the eUICC aborts the procedure and sends an
error to the SM-SR as detailed in the “ES5.SetEmergencyProfileAttribute”
function.

(5) The eUICC SHALL send the “ES5.SetEmergencyProfileAttribute” response to the SM-
SR.

(6) The SM-SR updates the EIS accordingly by adding the information that the Emergency
Profile has been set on Profile B in the AdditionalProperty field.

(7) Based on ONC, the SM-SR notify all Operators, having a Profile on this eUICC, by calling
the “ES4.HandleEmergencyProfileAttributeSetNotification” that a Profile now has the
Emergency Profile Attribute set. This notification MAY include the Profile ID.

(8) The SM-SR notifies the M2M SP by calling the
“ES4.HandleEmergencyProfile AttributeSetNotification” that the Emergency Profile
Attribute is now set for Profile B.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operator, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleEmergencyProfileAttributeSetNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleEmergencyProfileAttributeSetNotification”. Then
the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting as
the M2M SP, by calling the “ES2.HandleEmergencyProfileAttributeSetNotification”

End Conditions:
The Profile B has the Emergency Profile Attribute set.

For case 2 the procedure below applies:
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Rnote over SR #FFFFFF
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Endrnote

SR-->SP: [3.a] Send response indicating authorisation conflict

SR->EUICC: [4] ES5.SetEmergencyProfileAttribute (ISD-P AID)\non Profile B

Rnote over EUICC #FFFFFF

[5a] Verify if Profile B has not set Fall-Back Attribute
Endrnote

EUICC-->SR: [5.a] send error response

Rnote over EUICC #FFFFFF
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Endrnote

EUICC->SR: [6] SetEmergencyProfileAttribute response

Rnote over SR #FFFFFF
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Endrnote

SR->0P1l: [8] ES4.HandleEmergencyProfileAttributeUnsetNotification\non Profile A
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Else [via SM-DP]

SR->DP: [9.b] ES3.HandleEmergencyProfileAttributeSetNotification\non Profile B
DP->0P2: [9.c] ES2.HandleEmergencyProfileAttributeSetNotification\non Profile B
end

Opt [If if requested by Operator 1]

SR->SP: [10] HandleEmergencyProfileAttributeUnsetNotification of Profile A

End

Opt [If if requested by Operator 2]

SR->SP: [11] HandleEmergencyProfileAttributeSetNotification of Profile B
end
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Figure 326-B: Emergency Profile Attribute Management by M2M SP (case 2: change of
Emergency Profile)

Start Conditions:
a. Profile A with Emergency Profile Attribute set.
b. Profile B, targeted to have the Emergency Profile Attribute set, present on the eUICC.
c. Profile A owner Operatorl has configured a PLMA authorising the M2M SP to unset
the Emergency Profile Attribute.
d. Profile B owner Operator2 has configured a PLMA authorising the M2M SP to set the
Emergency Profile Attribute.

Procedure:

(1) The M2M SP requests setting of the Emergency Profile Attribute on Profile B to the SM-
SR by calling the “ES4.Se tEmergencyProfileAttribute” function with the relevant input
parameters.

(2) The SM-SR checks if a PLMA from Operator2 that authorises the M2M SP to set the
Emergency Profile Attribute on Profile B is configured.

a. If thereis a conflictwith the authorisation, the SM-SR aborts the procedure and
informs the M2M SP.

(3) The SM-SR checks if a PLMA from Operatorl that authorises the M2M SP to unset the
Emergency Profile Attribute on Profile A is configured.

b. If thereis a conflictwith the authorisation, the SM-SR aborts the procedure and
informs the M2M SP.

(4) The SM-SR, by calling the “ES5.SetEmergencyProfileAttribute” function, requests the
eUICC to set the Emergency Profile Attribute to the Profile B.
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(5) The eUICC verifies that Profile B does not have the Fall-Back Attribute set (5a) and then
sets the Emergency Profile Attribute to the Profile B (5b). Thiswill remove the Emergency
Profile Attribute from Profile A.

c. If the conditions (5a) is not true, the eUICC aborts the procedure and returns
an error to the SM-SR.

(6) The eUICC SHALL send the “ES5.SetEmergencyProfileAttribute” response to the SM-
SR.

(7) The SM-SR updates the EIS accordingly by adding the information that the Emergency
Profile has been set on Profile B in the AdditionalProperty field.

(8) Based on ONC, the SM-SR notifies Operatorl, whose Profile has the Emergency Profile
Attribute Unset, by calling the
“‘ES4.HandleEmergencyProfileAttributeUnsetNotification” that its Profile now has the
Emergency Profile Attribute unset.

(9) Based on ONC, the SM-SR notifies all Operators, having a Profile on thiseUICC, by calling
the “ES4.HandleEmergencyProfile AttributeSetNotification” that a Profile nowhas the
Emergency Profile Attribute set. This notification MAY include the Profile ID.

(10) The SM-SR notifies the M2M SP by calling the
"ES4.HandleEmergencyProfileAttributeUnsetNotification"that the Emergency Profile
Attribute is now unset for Profile A.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operatorl, the SM-SR SHALL send this notification to this other Operator by calling the
"ES4.HandleEmergencyProfileAttributeUnsetNotification .

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operatorl, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the "ES3.HandleEmergencyProfileAttributeUnsetNotification".
Then the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting
as the M2M SP, by calling the
"ES2.HandleEmergencyProfileAttributeUnsetNotification”

(11) The SM-SR notifies the M2M SP by calling the
“ES4.HandleEmergencyProfile AttributeSetNotification” that the Emergency Profile
Attribute is now set for Profile B.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operator2, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleEmergencyProfileAttributeSetNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleEmergencyProfileAttributeSetNotification”. Then
the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting as
the M2M SP, by calling the “ES2.HandleEmergencyProfileAttributeSetNotification”

End Conditions:
The Profile A has the Emergency Profile Attribute unset. The Profile B has the Emergency
Profile Attribute set.

3.27 Fall-Back Attribute Management

This procedure contains the steps needed to change the Fall-Back Attribute from one Profile
to another.
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The Operatorl needs to grant PLMA for Operator2 in order to authorise to set the Fall-Back
Attribute in Operatorl owned Profile, as a consequence, Operator2 owned Profile has the Fall-
Back Attribute un-set (see GSMA Remote Provisioning Architecture for Embedded UICC [1]
section 3.5.19).

NOTE There is no operation that explicitly un-sets the Fall-Back Attribute on a Profile. The
Fall-Back Attribute is only un-set as the consequence of setting the Fall-Back Attribute on
another Profile.

The sequence flow below describes the procedure.
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Participant “eUICC” as EUICC #FFFFFF
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Rnote over SR #FFFFFF
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SR->EUICC: [3] ES5.SetFallBackAttribute on Profile B request

Rnote over EUICC #FFFFFF

[4] Unset Fall-Back Attribute on Profile A
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EUICC->SR: [5] ES5.SetFallBackAttribute response (euiccResponseData)

Rnote over SR #FFFFFF

[6] Update EIS
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SR->0P2: [7] ES4.SetFallBackAttribute response
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Figure 327: Fall Back Attribute Management Procedure
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Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for Embedded

UICC [1].

Procedure:

(1) The Operator2 owning Profile B call “ES4.SetFallBackAttribute” function, providing the
eid and the iccid of the targeted Profile, in orderto set the Fall-Back Attribute to its Profile.

(2) The SM-SR checks if Operatorl has configured a PLMA authorising Operator2 to unset
the Fall-Back Attribute on Profile A.

a. If thereis a conflict with the authorisation, the SM-SR aborts the procedure
and informs the Operator 2.

(3) The SM-SR, by calling “ES5.SetFallBackAttribute” function (see section 4.11.7),
requests the eUICC to set the Fall-Back Attribute to the Profile B.

(4) The eUICC performs the operation. This will remove the Fall-Back Attribute from Profile A.

(5) The eUICC sends the “ES5.SetFallBackAttribute” response to the SM-SR by providing
the euiccResponseData.

(6) According to the execution status provided by the eUICC, the SM-SR SHALL update the
EIS to reflect that the Fall-Back Attribute is now set for Profile B.

(7) The SM-SR SHALL send the “ES4.SetFallBackAttribute” response to the Operator2.

(8) Unless Operatorl has set an ONC to not receive those notifications, the SM-SR SHALL
call the “ES4.HandleProfileFallBackAttributeUnsetNotification” to notify the un-setting
of the Fall-Back Attribute to the Operatorl. In case Operatorl has no direct connection
with the SM-SR, the SM-SR SHALL send this notification to the SM-DP authorised by
Operator1 by calling the “ES3.HandleProfileFallBackAttributeUnsetNotification ”. Then
the SM-DP, on reception of this notification, SHALL forward it to Operatorl by calling the
“‘ES2.HandleProfileFallBackAttributeUnsetNotification”.

(9) Unless Operator2 has set an ONC to not receive those notifications, the SM-SR sends the
response back to Operator2

(10) The SM-SR SHALL send the
"ES4.HandleProfileFallBackAttributeUnsetNotification"to an M2M SP, if authorised by
Operatorl owning the Profile A.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operatorl, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleProfileFallBackAttributeUnsetNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operatorl, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileFallBackAttributeUnsetNotification”. Then
the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting as
the M2M SP, by calling the “ES2.HandleProfileFallBack AttributeUnsetNotification”.

(11) The SM-SR SHALL send the "ES4.HandleProfileFallBackAttribute SetNotification"
to an M2M SP, if authorised by Operator2 owning the Profile B.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operator2, the SM-SR SHALL send this notification to this other Operator by calling the
“‘ES4.HandleProfileFallBackAttributeSetNotification”.

V4.1 Page 178 of 456



GSM Assaociation Non-confidential
Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileFallBackAttributeSetNotification”. Then the
SM-DP, on reception of this notification, SHALL forward it to the Operator, acting as the
M2M SP, by calling the “ES2.HandleProfileFallBackAttributeSetNotification”.

End Conditions:
The Profile B has the Fall-Back Attribute set. The Profile A has the Fall-Back Attribute un-
set.

3.28 Fall-Back Attribute Management via SM-DP

This procedure contains the steps needed to change the Fall-Back Attribute from one Profile
to another via SM-DP (see GSMA Remote Provisioning Architecture for Embedded UICC [1]
section 3.5.19).
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Figure 328: Fall-Back Attribute Management via SM-DP

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for Embedded

UICC [1].

Procedure:

(1) The Operator2 owning Profile B calls “ES2.SetFallBackAttribute” function providing the
smsr-id of the SM-SR which will manage the operation and the eid and iccid of the targeted
Profile.

(2) The SM-DP identifies the SM-SR.

(3) The SM-DP calls “ES3.SetFallBackAttribute” function providing the eid and the iccid of
the targeted Profile.

(4) The SM-SR checks if Operatorl has configured a PLMA authorising Operator2 to unset
the Fall-Back Attribute on Profile A.

a. Ifthereis a conflict with the authorisation, the SM-SR aborts the procedure
and informs the SM-DP.
b. The SM-DP informs the Operator2 accordingly

(5) The SM-SR, by calling “ES5.SetFallBackAttribute” function (see section 4.11.7),
requests the eUICC to set the Fall-Back Attribute to the Profile B.

(6) The eUICC performs the operation. This will remove the Fall-Back Attribute from Profile A.

(7) The eUICC sends the “ES5.SetFallBackAttribute” response to the SM-SR by providing
the euiccResponseData.

(8) According to the execution status provided by the eUICC, the SM-SR SHALL update the
EIS to reflect that the Fall-Back Attribute is now set for Profile B.

(9) The SM-SR SHALL send the “ES3.SetFallBackAttibute” response to the SM-DP.

(10) The SM-DP SHALL send the “ES2.SetFallBackAttibute” response to the Operator2,
informing that the Profile B has the Fall-Back Attribute set.
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(11) Unless Operatorl has set an ONC to not receive those notifications, the SM-SR
SHALL call the “ES4.HandleProfileFallBackAttributeUnsetNotification” function to
notify the Fall-Back Attribute un-setting in Profile A to the Operatorl. In case Operatorl
has no direct connection with the SM-SR, the SM-SR SHALL send this notification to the
SM-DP authorised by Operatorl by calling the
“ES3.HandleProfileFallBackAttributeUnsetNotification”. Then the SM-DP, on
reception of this notification, SHALL forward it to Operatorl by calling the
ES2.HandleProfileFallBackAttributeUnsetNotification.

(12) The SM-SR SHALL send the
“ES4.HandleProfileFallBackAttributeUnsetNotification”to an M2M SP, if authorised by
Operatorl owning the Profile A.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operatorl, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleProfileFallBackAttributeUnsetNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operatorl, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileFallBackAttributeUnsetNotification”. Then
the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting as
the M2M SP, by calling the “ES2.HandleProfileFallBackAttributeUnsetNotification”.

(13) Unless Operator2 has set an ONC to not receive those notifications, the SM-SR
SHALL call the “ES4.HandleProfileFallBackAttributeSetNotification” function to notify
the Fall-Back Attribute un-setting in Profile B to the Operatorl. In case Operatorl has no
direct connection with the SM-SR, the SM-SR SHALL send this notification to the SM-DP
authorised by Operator2 by calling the
“ES3.HandleProfileFallBackAttributeSetNotification”. Then the SM-DP, on reception
of this notification, SHALL forward it to Operator2 by calling the
ES2.HandleProfileFallBackAttributeSetNotification.

(14) The SM-SR SHALL send the "ES4.HandleProfileFallBackAttribute SetNotification”
to an M2M SP, if authorised by Operator2 owning the Profile B.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by

Operator2, the SM-SR SHALL send this notification to this other Operator by calling the
“‘ES4.HandleProfileFallBackAttributeSetNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileFallBack AttributeSetNotification”. Then the
SM-DP, on reception of this notification, SHALL forward it to the Operator, acting as the
M2M SP, by calling the “ES2.HandleProfileFallBackAttributeSetNotification”.

End Conditions:
The Profile B has the Fall-Back Attribute set. The Profile A has the Fall-Back Attribute unset.

3.29 Fall-Back Attribute Management via M2M SP

Operators may also authorise an M2M SP to change the Fall-Back Attribute from one Profile
to another. This procedure contains the steps needed to execute such an operation.

The Operatorl SHALL authorise the M2M SP the un-setting of the Fall-Back Attribute on its
Profile. Operator2 SHALL authorise the M2M SP the setting of the Fall-Back Attribute on its
Profile. Such authorisations are granted via PLMA (see GSMA Remote Provisioning
Architecture for Embedded UICC [1] section 3.5.20).
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Figure 329: Fall-Back Attribute ManagementviaM2M SP

Start Conditions:
The start conditions are described in GSMA Remote Provisioning Architecture for Embedded

UICC [1].

Procedure:

(1) The M2M SP calls the “ES4.SetFallBackAttribute” on Profile B to the SM-SR, by
providing the eid and iccid of the targeted Profile.

(2) The SM-SR checks if a PLMA from Operator2 authorises the M2M SP to set the Fall-Back
Attribute on Profile B

a. If thereis a conflict with the authorisation, the SM-SR aborts the procedure
and informs the M2M SP.

(3) The SM-SR checks if a PLMA from Operatorl authorises the M2M SP to unset the Fall-
Back Attribute on Profile A.

b. If thereis a conflict with the authorisation, the SM-SR aborts the procedure
and informs the M2M SP.

(4) The SM-SR, by calling “ES5.SetFallBackAttribute” function, requeststhe eUICC to set
the Fall-Back Attribute to the Profile B.

(5) The eUICC Sets the Fall-Back Attribute on the Profile B. This will remove the Fall-Back
Attribute from Profile A.

(6) The eUICC sends the “ES5.SetFallBackAttribute” response to the SM-SR by providing
the euiccResponseData.

(7) The SM-SR update the EIS accordingly.
(8) The SM-SR SHALL send the “ES4.SetFallBackAttribute” response to the M2M SP.

(9) Unless Operatorl has set an ONC to not receive those notifications, the SM-SR SHALL
send the “ES4.HandleProfileFallBackAttributeUnsetNotification” to inform the
Operatorl that the Profile A now has the Fall-Back Attribute unset. In case Operatorl has
no direct connection with the SM-SR, the SM-SR SHALL send this notification to the SM-
DP authorised by Operatorl by calling the
“ES3.HandleProfileFallBackAttributeUnsetNotification”. Then the SM-DP, on
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reception of this notification, SHALL forward it to Operatorl by calling the
“ES2.HandleProfileFallBackAttributeUnsetNotification”.

(10) i configured by the Operatorl, the SM-SR SHALL call the
“ES4.HandleProfileFallIBackAttributeUnsetNotification” to inform the M2M SP.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operatorl, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleProfileFallBackAttributeUnsetNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operatorl, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileFallBackAttributeUnsetNotification”. Then
the SM-DP, on reception of this notification, SHALL forward it to the Operator, acting as
the M2M SP, by calling the “ES2.HandleProfileFallBackAttributeUnsetNotification”.

(11) Unless Operator2 has set an ONC to not receive those notifications, the SM-SR
SHALL send the “ES4.HandleProfileFallBackAttributeSetNotification” to inform the
Operator2 thatthe Profile B now has the Fall-Back Attribute set. In case Operator2 has no
direct connection with the SM-SR, the SM-SR SHALL send this notification to the SM-DP
authorised by Operator2 by calling the
“ES3.HandleProfileFallBackAttribute SetNotification”. Then the SM-DP, on reception
of this notification, SHALL forward it to Operator2 by calling the
“ES2.HandleProfileFallBackAttribute SetNotification”.

(12) K configured by the Operator2, the SM-SR SHALL call the
“ES4.HandleProfileFallBackAttributeSetNotification” to inform the M2M SP.

If the M2M SP is another Operator directly connected to the SM-SR and it is authorised by
Operator2, the SM-SR SHALL send this notification to this other Operator by calling the
“ES4.HandleProfileFallBackAttributeSetNotification”.

If the M2M SP is another Operator connected through its SM-DP and it is authorised by
Operator2, the SM-SR SHALL send this notification to the SM-DP associated to this other
Operator by calling the “ES3.HandleProfileFallBack AttributeSetNotification”. Then the
SM-DP, on reception of this notification, SHALL forward it to the Operator, acting as the
M2M SP, by calling the “ES2.HandleProfileFallBackAttributeSetNotification”.

End Conditions:
The Profile B has the Fall-Back Attribute set. The Profile A has the Fall-Back Attribute unset.
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3.30 Local Enable for Emergency Profile

@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 450
skinparam ParticipantPadding 120
skinparam sequenceArrowThickness 1

hide footbox

participant “Device” as DEV #FFFFFF
participant “eUICC” as eUICC #FFFFFF

DEV->>eUICC : (1) ESx.LocalEnableEmergencyProfile
Rnote over eUICC #FFFFF
(2) Verify that the Emergency Profile exists
Endrnote
eUICC-->>DEV : Error
Rnote over eUICC #FFFFF
(3) Verify that the currently Enabled Profile
is NOT the Emergency Profile
Endrnote
eUICC-->>DEV : Error

group Profile switch

Rnote over eUICC #FFFFF

(4) Enable Emergency Profile

Endrnote

eUICC-->>DEV : (5) Success

[ 1]

eUICC->>DEV: (6) REFRESH, (UICC reset)
[ 1]

Rnote over DEV, eUICC #FFFFFF

(7) Network attachment with the Emergency Profile
Endrnote

end

@enduml
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Device elICC

i (1) ESx.LocalEnableEmergencyProfile i

|r;2) Yerify that the Emergency Profile exists
¥

i Error |
E (3) Werify that the currently Enabled Profile
| is MOT the Emergency Profile
. Error :
Profile switch  / !
|(4]| Enable Emergency Profile
(5) Success

() REFRESH, (UICC reset)

(¥) Metwork attachment with the Emergency Profile

Figure 330: Local Enable of Emergency Profile

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) The Device SHALL call the “ESx.LocalEnableEmergencyProfile” function.

(2) The eUICC SHALL verify that the Emergency Profile (Profile with the Emergency

Profile Attribute set) exists on this eUICC. If the condition to be verified is not satisfied,
the eUICC SHALL return a response indicating the failure, and the procedure SHALL
end.

(3) The eUICC SHALL verify that the current Enabled Profile is NOT already the
Emergency Profile. If the condition to be verified is not satisfied, the eUICC SHALL
return a response indicating that the Emergency Profile is already Enabled, and the
procedure SHALL end.

(4) The eUICC SHALL NOT enforce POL1 of the currently Enabled Profile, and SHALL
disable the currently Enabled Profile and enable the Emergency Profile.

NOTE: Profile change includes a change of the IMSI that is used to attach to the
network. As indicated in 3GPP TS 31.102 [52], such a change requires
special caution and should always be accompanied by a REFRESH
command to avoid inconsistent information being read by the terminal. So
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V4.1

while the Profile is marked as enabled in this step, it MAY actually become
effective after the terminal executes the REFRESH command.

(5) The eUICC SHALL return the successful execution status of the “ESx.
LocalEnableEmergencyProfile” command to the Device.

(6) The eUICC SHALL send a REFRESH proactive command in UICC reset mode to the
Device. This will trigger the execution of a network attach procedure.

(7) The Device SHALL performa network attach procedurewith the newly enabled Profile.

NOTE: Whether the Emergency Profile provides connectivity to a test network or
not, the eUICC will not attempt to enable automatically the previously
Enabled Profile. This is in contrast to the remote enable procedures (for
example in section 3.2.2).
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3.31 Local Disable for Emergency Profile

@startuml

skinparam monochrome true
skinparam ArrowColor Black
skinparam maxmessagesize 450
skinparam ParticipantPadding 100
skinparam sequenceArrowThickness 1

hide footbox

participant “Device” as DEV #FFFFFF
participant “eUICC” as ISDR #FFFFFF

DEV->>ISDR : (1) ESx.LocalDisableEmergencyProfile

Rnote over ISDR #FFFFF

(2) Verify that the currently Enabled profile
is the Emergency Profile

Endrnote

ISDR-->>DEV : Error

group Profile switch

Rnote over ISDR #FFFFF

(3) Disable Emergency Profile and
enable previously Enabled Profile

Endrnote

ISDR-->>DEV : (4) Sucess

[ 1]

ISDR->>DEV: (5) REFRESH, (UICC reset)

[ 1]

Rnote over DEV, ISDR #FFFFFF

(6) Network attachment with the Enabled Profile

Endrnote

End

@enduml

Device elIcC

(1) ESx. LocalDisakleEmergencyProfile !

(2} Werify that the currently Enahled profile
is the Emergency Profile

Error

Profile switch ./

(3) Disahle Emergency Profile and
enable previously Enabled Profile

(d) Sucess

(5) REFRESH, (UICC reset)

8 A AT T

(6) Metwork attachment with the Enabled Profile
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Figure 331: Local Disable of Emergency Profile

Start Conditions:

The start conditions are described in GSMA Remote Provisioning Architecture for the
Embedded UICC [1].

Procedure:

(1) The Device SHALL call the “ESx.LocalDisableEmergencyProfile” function.

(2) The eUICC SHALL verify that the currently Enabled Profile is the Emergency Profile
(Emergency Profile attribute set). If the condition to be verified is not satisfied, the
eUICC SHALL return a response indicating that the Emergency Profile is not Enabled,
and the procedure SHALL end.

(3) The eUICC SHALL NOT enforce POL1 of the Enabled Emergency Profile, and SHALL
disable the Emergency Profile and enable the previously Enabled Profile.

NOTE: The previously Enabled Profile is the Profile that was Enabled, before the
Emergency Profile was enabled by the “ESx.LocalEnableEmergencyProfile”
command.

(4) The eUCC SHALL return the successful execution status of the
“ESx.LocalDisableEmergencyProfile” command to the Device.

(5) The eUICC SHALL send a REFRESH proactive command in UICC reset mode to the
Device. This will trigger the execution of a network attach procedure.

(6) The eUICC and the Device SHALL perform a network attach procedure with the newly
Enabled Profile.
Dependent on the configuration of the eUICC, the eUICC MAY send a Notification about the
Profile change after Emergency Profile disabling to the SM-SR.

4 eUICCInterface Descriptions

This section contains the technical descriptions of those interfaces within the Remote
Provisioning and Management system involving the eUICC directly, including the following:

e ES5, interface between the SM-SR and the eUICC.
e ESG6, interface between the Operator and the eUICC
e [ESB8, interface between the SM-DP and the eUICC.
e ESx, interface between the Device and the eUICC.

The following table presents the normative list of all the functions that are defined in this
section.

Request-response functions:

Function
Interface Function group Functions
rovider entit

Platform Management | CreatelSDP ISD-R
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EnableProfile

DisableProfile

DeleteProfile

eUICCCapabilityAudit

MasterDelete

SetFallbackAttribute

SetEmergencyProfileAttribute

EstablishISDRKeySet

eUICC Management FinaliseISDRhandover

UpdateSMSRAddressingParameters

UpdatePOL1byMNO
ES6 Profile Management MNO-SD

UpdateConnectivityParametersByMNO

DownloadAndinstallation

ESS Profile Management EstablishISDPKeySet ISD-P

UpdateConnectivityParameters SCP03

LocalEnableEmergencyProfile

LocalDisableEmergencyProfile

ESx Local Management

LocalEnableTestProfile

LocalDisableTestProfile

Table 5:: Request Response Functions
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Notification handler functions:

Function

Interface Function group Notification handler functions

provider Role

HandleDefaultNotification
ES5 Platform Management SM-SR
HandleNotificationConfirmation

Table 6: Notification Handler Functions

4.1 Functions Description

NOTE: If any command, such as Profile Enabling, Profile Disabling, and Profile
Download and Installation does not complete successfully, the eUICC
SHALL maintain the state it was in before it received the command.

4.1.1 ES5 (SM-SR—-eUICC) Interface Description

4111 ISD-P Creation
Function name: CreatelSDP

Related Procedures: ISD-P creation

Function group: Platform Management

Function Provider entity: ISD-R

Description: This function creates an ISD-P on the eUICC.
Parameters:

e ISD-P-AID
e Cumulative Granted Non Volatile Memory for the ISD-P (optional)
Prerequisite:

e The SM-SR has assigned an ISD-P-AID.
Command Description:

INSTALL COMMAND
The command is an Install command as defined in GlobalPlatform Card Specification [6].

The following tables describe the installation command and the specific parameters within
the data field:

Code Value Meaning

CLA ‘80" See GlobalPlatform Card Specification section 11.1

INS ‘E6’ INSTALL

P1 ‘oc See GlobalPlatform Card Specification [6] section 11.5.2.1
P2 ‘00’ See GlobalPlatform Card Specification [6] section 11.5.2.2
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Code Value Meaning
Lc “xx’ Data Field Length

Data XXXX...” See GlobalPlatform Card Specification [6] section 11.5.2.3
Le ‘00’

Table 7: INSTALL Command Message

Reference Control Parameter P1

|b8|b7|b6|b5|b4|b3|b2|bl|Meaning

0| 0|0 ]|]O |2 ]0 [0 |O |Formakeselectable

0 0|0 |0 ]|JO |1 |0 |O |Forlnstall
Table 8: INSTALL Reference Control Parameter P1

Reference Control Parameter P2 — ISD-P State Coding

P2 is set to ‘00’; according to GlobalPlatform Card Specification [6] section 11.5, this means
no information provided.

Data Field
| Name | Length Value Description | MOC
Length of Executable Load File AID| "1’ ‘05’-10° M
Executable Load File AID ‘05— 10" | 'xxxx’ M
Length of Executable Module AID | ‘1’ ‘05'- 10’ M
Executable Module AID ‘05— 10" | xxxx’ M
Length of Application AID 1’ ‘05"- 10’ M
Application AID (ISD-P-AID) ‘05" — 10" | xxxx’ M
Length of Privileges 1’ ‘01’- 03’ M
Privileges “1’or ‘3’ See [6] section 11.1.2 M
Length of Install Parametersfield '2-'n’ M
Install Parametersfield ‘0-n’ See [6] section 11.5.237 [ M
Length of Install Token 1’ 00 M
Table 9: INSTALL Command Data Field
Privileges

Privileges granted to the ISD-P, as specified in AnnexC, SHALL be at least:

e Security Domain
e Trusted Path
e Authorized Management

Install Parameters

| Tag Length| Value Description MOC
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‘CY’ 4’ Application Specific Parameters: see GlobalPlatform Card Specification [6] section M
n 11.5.3.2.
Tag ‘ Length Value Description
'81' | 2 Secure Channel Protocol Identifier and Implementation Option“” M@
occurrences)
‘EF’ “1-n’ System Specific Parameters O

Value Description

‘83" | 2’ or'4’ | Cumulative Granted Non Volatile Memory (0]

Table 10: INSTALL Parameters
Data Returned
None
Response Message
Data Field Returned in the Response Message:

A single byte of'00' SHALL be returned indicating that no additional datais present, as defined
in the GlobalPlatform Card Specification [6] section11.5.3.1.

Processing State returned in the Response Message:

See GlobalPlatform Card Specification [6] section 11.5.3.2.

41.1.2 Profile Enabling
Function name: EnableProfile

Related Procedures: Profile Enabling

Function group: Platform Management

Function Provider entity: ISD-R

Description: This function is used to enable a Profile on the eUICC.

The function makes the target Profile enabled, and disables implicitly the currently Enabled
Profile.

Parameters:

e ISD-P-AID

Prerequisites:

e SM-SR has checked that POL2 of both the currently Enabled Profile and the target
Profile allow this action.
e The target Profile SHALL NOT be the Test Profile
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Function Flow

Upon reception of the Profile Enabling command, the eUICC SHALL.:

o Verify that the target Profile is in the disabled state

o Verify that POLL1 of the currently Enabled Profile allows its disabling

o Verify that the target Profile is not the Test Profile

¢ If any of these verifications fail, terminate the command with an error status word

e If the current profile has been enabled by the activation of the Fall-Back Mechanism
then

¢ [f the target Profile is not the previously Enabled profile and the POL1 of the
previously enabled profile does not allowits own disabling, or contains the rule
“Profile deletion is mandatory when its state is changed to disabled”, terminate the
command with an error status word

¢ Disable the currently Enabled Profile and Enable the target Profile
e Sendthe REFRESH command in “UICC Reset” mode to the Device according to
ETSITS 102 223 [3]

NOTE: The eUICC SHALL send the command response (over SMS PoR or HTTP
POST or CAT-TP SDU) before issuing the proactive command REFRESH.
So itis possible but not required thatthe eUICC send the REFRESH
command immediately. However the eUICC SHALL issue the REFRESH
command within a time interval of 10 STATUS events after receiving the
enable command.

e Send notification.

Command Description:

STORE DATA COMMAND

This command is a STORE DATA command, as described in GlobalPlatform Card
Specification [6].

| Code Value | Meaning

CLA ‘80’

INS ‘E2’ STORE DATA

P1 ‘88’ Reference Control Parameter P1 0

P2 ‘00’ BlockNumber (Not used for Enable command)
Lc XX Length of data field

Data XX Application Data and MAC (if present)

Le Not present

Table 11: STORE DATA COMMAND Message
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Parameter P1is coded according to the following table:

b8 b7|b6‘b5‘b4 b3‘b2 bl  Meaning
1 |- |- |- |- |- [- |- [Lastblock

o110 [- |- |- |- |- No general encryption information or non-encrypted data

0o |1 |- - |- DGI format of the command data field

X | X | X |RFU

Table 12: STORE DATA Reference Control Parameter P1

Data Field Sent in the Command Message

Value Description

Enable Profile

Tag Length ‘ Value Description

ISD-P-AID
Table 13: Enable Attribute Data Field

Response Message
Data Field Returned in the Response Message:

The data field of the response message SHALL NOT be present.

Processing State returned in the Response Message:

See GlobalPlatform Card Specification [6] section 11.11.3.2.

Specific Processing State returned in response Message:
'69 85’: Profile is not in the Disabled state, or Profile is the Test Profile.

'69 E1’: POL1 of the currently Enabled Profile or of the previously enabled profile prevents
this action.

41.1.3 Profile Disabling
Function name: DisableProfile

Related Procedures: Profile Disabling
Function group: Platform Management
Function Provider entity: ISD-R

Description: This function is used to disable a Profile on the eUICC.
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This function makes the target Profile Disabled, and implicitly enables the Profile which has
the Fall-Back Attribute set.

Parameters:

e ISD-P-AID of the currently Enabled Profile
Prerequisites:

e SM-SR has checked that POL2 allows this action
o Thetarget Profile SHALL NOT be the Test Profile
Function flow

Upon reception of the Profile Disabling command, the eUICC SHALL.:
o Verify that the target Profile is in Enabled state
e Verify that POL1 of the currently Enabled Profile allows its disabling
o Verify that the target Profile is not the Test Profile
e Verify that the target Profile is not the Profile with Fall-Back Attribute set
e If any of these verifications fail, terminate the command with an error status word.
o Disable the target Profile and enable the Profile with the Fall-Back Attribute set
e Sendthe REFRESH command in “UICC Reset” mode to the Device according to
ETSITS 102 223 [3].

Note: The same note about deferred REFRESH as for enable command applies
as well to disable: The eUICC SHALL issue the REFRESH command within
atime interval of 10 STATUS events after receiving the disable command.

Command Description:

STORE DATA COMMAND

This command is a STORE DATA command, as described in GlobalPlatform Card
Specification [6].

Code Value Meaning

CLA | ‘80’

INS ‘E2’ STORE DATA

P1 ‘88" Reference control parameter P1

P2 ‘00’ BlockNumber (Not used for Enable command)
Lc XX’ Length of data field

Data | ‘xx’ Application Data and MAC (if present)

Le Not present

Table 14: STORE DATA Command Message

Reference Control Parameter P1
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iiﬂﬂﬂlﬂ b2 bl Meaning
1 - - - - - - - Last block
0 0 - - - - - No general encryption information or non-encrypted data
0 1 - - - DGI format of the command data field
X X X RFU

Table 15: STORE DATA Reference Control Parameter P1

Data Field Sent in the Command Message

Value Description MOC
'3A04' Var Disable Profile
Tag ‘ Length Value Description MOC

5-16 ISD-P-AID

Table 16: Disable Attribute Data Field

Response Message
Data Field Returned in the Response Message:

The data field of the response message SHALL NOT be present.

Processing State returned in the Response Message:

See GlobalPlatform Card Specification [6] section 11.11.3.2.

Specific Processing State returned in response Message:

'69 85’: Profile is not in the Enabled state or Profile has the Fall-Back Attribute set or Profile
is the Test Profile.

'69 E1’: POL1 of the Profile prevents disabling.

4114 Profile Deletion
Function name: DeleteProfile

Related Procedures: Profile and ISD-P deletion, Profile and ISD-P deletion via SM-DP
Function group: Platform Management

Function Provider entity: ISD-R

Description: This function is used to delete a Profile from the eUICC.

This function deletes the ISD-P and its associated Profile.
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Parameters:

e |SD-P-AID
Prerequisites:

e SM-SR SHALL check that POL2 allows this action
e The target Profile SHALL NOT be the Profile with the Fall-Back Attribute set
e The target Profile SHALL NOT be the Test Profile

Function flow

Upon reception of the DELETE command, the eUICC SHALL:

e If the Profile is in Disabled state:

o Verify that POL1 of the target Profile allows its deletion. This includes, if the target
Profile has been Disabled by the activation of the Fall-Back Mechanism described
in section 3.16, verify that POL1 of the target Profile allows Disabling.

o Verify that the target Profile is not the Profile with Fall-Back Attribute set

o Verify that the target Profile is not the Test Profile

o Verify that the target Profile is not in the Enabled state

e If any of these verifications fail, terminate the command with an error status word
e Delete the ISD-P with its Profile.

NOTE: An incomplete Profile (i.e. the ISD-P is still in state SELECTABLE or
PERSONALIZED) can always be deleted.

Command Description:

DELETE COMMAND

This function is realised through the GlobalPlatform DELETE command as defined in
GlobalPlatform Card Specification Amendment C [9].

Command Message

The DELETE command message SHALL be coded according to the following table:

Code Value Meaning

CLA | '80'-'8F','CO'-'CF or'EQ'-'EF' | See section 11.1.4 of GlobalPlatform Card Specification [6]
INS 'E4’ DELETE

P1 '00° Reference control parameter P1

P2 '40' Reference control parameter P2

Lc X' Length of data field

Data | 'xxxx...' TLV coded objects(and MAC if present)

Le '00'

Table 17: DELETE Command Message

Reference Control Parameter P1
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b2 bl Meaning

0 - - - - - - - Last (or only) command

X | x |x | x | x [ x |x |RrRrU
Table 18: DELETE Reference Control Parameter P1

Reference Control Parameter P2

Meaning

0 1 — - | - - |- - Delete aroot security domainand all associated Applications

- | = X X |1 X X 1 X X RFU

Table 19: DELETE Command Reference Control Parameter P2

Data Field Sent in the Command Message

The data field of the DELETE command message SHALL contain the TLV coded name(s) of
the object to be deleted.

| Tag Length Value Description MOC
4F | 5-16 ISD-P-AID M
Table 20: DELETE [card content] Command Data Field

Response Message

Data Field Returned in the Response Message:

A single byte of '00' SHALL be returned indicating that no additional data is present.
Processing State Returned in the Response Message:

As defined in GlobalPlatform Card Specification [6] section 11.2.3.2.

Specific Processing State returned in response Message:

‘69 85’: Profile is in Enabled State or Profile has the Fall-Back Attribute or Profile is the Test
Profile.

'69 E1’: POL1 of the Profile prevents deletion (including the case where the Profile has been
Disabled by the activation of the Fall-Back Mechanism, and its POL1 prevents disabling).

41.1.5 eUICC Capability Audit
Function name: eUICCCapabilityAudit

Related Procedures: -

NOTE: This function is not present in any procedure, however, it MAY be used and
requested at any point of time by the Profile owner or SM-SR.

Function group: Platform Management
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Function Provider entity: ISD-R

Description: This function is used to query the status of the eUICC.

Parameters:

It may be used to ensure the data within the SM-SR’s EIS database is up to date. This
function uses two commands which SHALL be implemented as an extension of the
GlobalPlatform functions GET DATA and GET STATUS.

GET DATA
This function can return:

¢ Number of installed ISD-P and available not allocated memory
e ECASD Certificate

GET STATUS
This function can return:

e FEach ISD-P-AID
e State of the ISD-Ps / Profiles

Prerequisites:

e None

Commands Description:

GET DATA

The GET DATA command is coded according to the following table:

Code | Value Meaning

CLA |80’ See GlobalPlatform Card Specification section 11.1.4.1

INS | ‘cA’ GET DATA

P1 XX’ See below
P2 ‘XX’ See below
Lc ‘xx’ Not present if no command data, otherwise length of data field

Data | ‘xxxx..” | Not present, or command data

Le ‘00’

Table 21: GET DATA Command Message

Parameter P1 and P2
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The P1 and P2 parameters define the tag of the data object to be read.

Tag ‘FF 21’: Extended Card Resources Information available for Card Content Management,
as defined in ETSI TS 102 226 [5].

Tag ‘BF 30’: Forwarded CASD Data mechanism as defined in GlobalPlatform Card
Specification Amendment C [9].

This mechanism allows to retrieves ECASD data through the ISD-R.
Data field

If the P1 and P2 parameters are set to ‘BF 30’, the data field SHALL include one (and only
one) of the following requests:

e ECASD recognition data: ‘56C 01 66’

e ECASD Certificate Store (containing ECASD Public Key Certificates): ‘6C 02 7F 21’
Response Message

If certificate data is requested, the certificate SHALL be returned TLV-coded as follows:

Name Length Value Description MOC
Forwarded CASD Datatag |2 ‘BF 30’ C
Length of the response 1,20r3|'00'-"7F,0r'8180'-'81 FF or'820100'-'82 FF FF' Cc
Certificate store tag 2 7F 21" M
Length of the certificate | 1,2 or 3 '00'-'7F,0r'8180'-'81 FF or'8201 00'-'82 FF FF'| ¢
Certificate data n XXXX..." M

Table 22: GET DATA Command Data Field

Certificate Data

The following table describes the certificate datawhich will be returned by the eUICC
Capability Audit command.

Length Value Description

"TF21' Var. Certificate

Tag Length Value Description

'93' 1-16 Certificate Serial Number M

'42' 1-16 CA Identifier (value part of the DER-TLV M
encoding of the EUM OID e.g. bytess
2B06010401...forOID=1.3.6.1.4.1....).

'5F20' 16 Subject Identifier (EID

'95' 2 Key Usage M
‘0080’: Key Agreement
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'5F25' 4 Effective Date (YYYYMMDD, BCD format) M
'5F24' 4 Expiration Date (YYYYMMDD, BCD format) M
‘45’ 1-16 ECASD Image Number (ISDN) M
'73' Var. Discretionary Data: M
Tag Length  Value Description
'‘co’ var euUiCC Supplier
Identifier
'C1 var eUICC Product Line
Identifier
‘c2' var eUICC Extended GSMA
SAS Accreditation Serial
Number
‘cY 20 Authority key identifier
(value of the Subject
Key Ildentifier extendon
of the EUM certificate)
Other TLVSMAY be present
'"TF49' Var. Public Key M
'B5F37' Var. Signature (to be computed as described in M
GlobalPlatform Card Specification Amendment
E [11] and the signature SHALL include all the
field starting from tag'93' to tag '7F49')

Table 23: eUICC Certificate DataFields

Public Key Data Object

The public key data object contains an elliptic curves (EC) public key and the corresponding
domain parameters.

| Tag Length Value Description

'"TFA9' Var. Public Key Data Object

Tag Length Value Description

'‘BO" Var Publickey—Q
'FO’ ‘01’ Key Parameter Reference M
‘00”: NIST P-256

‘03’ brainpoolP256r1
‘40’: FRP256V1 [51]

Table 24: Public Key Data Object Data Field

An ECASD SHALL have at least one set of elliptic curve parameters preloaded (see
GlobalPlatform Card Specification Amendment E [11]) as defined in the table above.

GET STATUS

The GET STATUS command is coded according to the following table:
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Code ‘ Value Meaning

CLA |80° See GlobalPlatform Card Specification [6] section 11.1.4.1
INS ‘F2’ GET STATUS

P1 ‘40° See GlobalPlatform Card Specification [6] section 11.4.2.1.
P2 XX’ See GlobalPlatform Card Specification [6] section 11.4.2..2.
Lc XX’ Length of the data field

Data | ‘4F xx...” | See GlobalPlatform Card Specification [6] section 11.4.2.3.
Le ‘00’

Table 25: GET STATUS Command Message
Parameter P1
The following value will be used for P1:
‘40’ — Applications and Supplementary Security Domains only
Parameter P2

The parameter P2 controls the number of consecutive GET STATUS commands.

b8|b7 b6‘b5|b4‘b3|b2‘bl‘ Meaning

X X X X X X - - RFU

Response Data Structure according to table 11-36 of
GlobalPlatform Card Specification [6].

0 Getfirst orall occurrence(s)

1 Get next occurrence(s)

Table 26: GET STATUS Command Reference Control Parameter P2

Data field sent in the Command Message

The GET STATUS command message data field SHALL contain at least one TLV coded
search qualifier: the AID (tag ‘4F’). It SHALL be possible to search for all the occurrences
that match the selection criteria according to the reference control parameter P1 using a
search criteria of ‘4F 00'.

The search is limited to the ISD-P instances.

The following other search criteria SHALL be supported: Life Cycle State (tag ‘9F70’) and
ISD-P Attributes (tag ‘563’).

The tag list (tag ‘5C’) indicates to the UICC how to construct the response data for each
eUICC entity matching the search criteria.

The data field is structured as follows:

Tag | Length | Value Description MOC

‘4F 0-16 Application AID M
XX’ OF ‘XXXX' 0-n Other search criteria (@)
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Tag | Length | Value Description MOC

‘5C’ 1-n Taglist M
Table 27: GET STATUS Command Data Field

Response Message
Data Field Returned in the Response Message:

The tag list (tag ‘5C’) identifies the extended information for ISD-P. The coding of the
response message is defined as followed:

| Tag Length

Name MOC
€9 | Variable
Tag | Length | INETE] MOC
'‘4F' 5-16 AID M
'9F70'| 1 Life Cycle State C
'53' 1 ISD-P Properties(see Table 29) C
‘8F’ 2or4 | Cumulative Granted Non-Volatile Memory asdefined in GlobalPlatform Specificaton | C
v2.2 amendmentC [9]
‘91’ 2or4 [ Cumulative Remaining Non-Volatile Memory as defined in GlobalPlatom | C
Specification v2.2amendment C [9]

Table 28: GET STATUS Command Data Field Return

If an ISD-P that matches the search criteria was installed without Cumulative Granted
Memory option, the related tags ‘8F’ and ‘91’ SHALL be absent in the response, evenif they
were requested in the tag list of the command.

b6‘b5|b4‘b3|b2‘bl‘ Meaning
RFU

X
x
X
x
x

Fall-Back Attribute not set
Fall-Back Attribute set

Emergency Profile Attribute set

0
1
X | Emergency Profile Attribute not set
0
X

X [P |O |O (X

Test Profile Flag not set

- |- |- |- |- |1 |0 [0 |[TestProfile Flag set
Table 29: ISD-P Properties

ISD-P State Coding
The life cycle of the ISD-P is coded as define in section 2.2.1.3.
Processing State returned in the Response Message:

As defined in GlobalPlatform Card Specification [6] section 11.3.3.2.
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4.1.1.6 Master Delete
Function name: MasterDelete

Related Procedures: Master Delete Procedure
Function group: Platform Management
Function Provider entity: ISD-R

Description: This function deletes a target Profile on the targeteUICC regardless of POL1
rules. This function SHALL use the ISD-P token verification key(AES key with key version
number 70’ and key identifier ‘01’) in order to authenticate the source of the command.

Parameter:

e ISD-P-AID
o Delete Token, calculated as defined in GlobalPlatform Card Specification Amendment
D [10], provided by the SM-DP
Prerequisites:

e Thetarget Profile SHALL NOT be the Profile which has the Fall-Back Attribute set.
e The target Profile SHALL be in the Disabled state.
Function flow

Upon reception of the Master Delete command, the eUICC SHALL.:

e Verify that the target Profile is in the Disabled state

o Verify that the target Profile is not the Profile with Fall-Back Attribute set

e Verify the Token (actually performed by the ISD-P). This includes verifying the
signature of the Token, and verifying that the values of tags 42, 45, and 5F20 in the
Token match the corresponding values in the ISD-P.

e If any of these verifications fail, terminate the command with an error status word.

o Delete the ISD-P with its Profile, regardless of POLL1.

As token protection is only used by this command, this token SHALL be processed by the ISD-
P even though the ISD-P does not have the token verification privilege. No receipt SHALL be
generated by the command.

The eUICC SHALL support setting the value of tags 42, 45, and 5F20 by a STORE DATA
command defined in GlobalPlatform Card Specification [6]. If the value of tag 5F20 is not set
by the SM-DP, the default value SHALL be the value of the RID of ISD-P defined in section
2.2.3.

NOTEZ1L: This deviates from the typical handling of tokens by SDs.

NOTE 2: The SM-DP MAY set the values of tags 42, 45 and 5F20 during profile
download.

Command Description:
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This function is realised through the GlobalPlatform DELETE command as defined in
GlobalPlatform Card Specification Amendment C [9].

Command Message
DELETE COMMAND

The DELETE command message SHALL be coded according to the following table:

Code Value Meaning ‘
CLA ‘80’— ‘8F’,‘CO’ — ‘CF’ or ‘EQ’— ‘EF’ | See section 11.1.4 of GlobalPlatform Card Specification [6]
INS ‘E4’ DELETE

P1 ‘00’ Reference control parameter P1

P2 ‘40’ Reference control parameter P2

Lc XX’ Length of data field

Data | ‘xxxx...’ TLV coded objects(and MAC if present)

Le ‘00’

Table 30: DELETE Command Message

Reference Control Parameter P1

b2 bl Meaning

0 - - - - - - - Last (or only) command

- X X X X X X X RFU

Table 31: DELETE Reference Control Parameter P1

Reference Control Parameter P2

0 1 - | - - | - - — Delete a root security domainand all associated Applications

— - X X X X X X RFU

Table 32: DELETE Command Reference Control Parameter P2

The Delete [card content] Data Field SHALL contain the following parameters:

ISD-P-AID to be deleted

‘B6’ Var. Control Reference Template for Digital Signature M

Tag Length Value Description

‘4 1n :geDr_lltjlflcatlon Number of the M
‘45’ 1-n Image Number of the ISD-P M
‘5F20° 1-n Application Provideridentifier M
‘93’ 1-n Token identifiernumber M
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Value Description

‘OF’ 1-n Delete Token M

Table 33: DELETE [card content] Command Data Field
Response Message
Data Field Returned in the Response Message:
A single byte of ‘00’ SHALL be returned indicating thatno additional data is present.
Processing State Returned in the Response Message:
As defined in GlobalPlatform Card Specification [6] section11.2.3.2.
Specific Processing State returned in response Message:

'69 85’: Profile is not in the Disabled state or Profile has the Fall-Back Attribute set.

4117 Set Fall-Back Attribute
Function name: SetFallbackAttribute

Related Procedures: -

Function group: Platform Management

Function Provider entity: ISD-R

Description: This function sets the Fall-Back Attribute for one Profile on the target eUICC.
Parameters:

e |ISD-P-AID
Prerequisites:

e The Profile to be assigned the Fall-Back Attribute must have Provisioning capability.
Function flow

Upon reception of the STORE DATA command, the eUICC SHALL.:

e Setthe Fall-Back Attribute for the target Profile
¢ Remove the Fall-Back Attribute from the Profile that has the attribute currently
assigned

Setting of the Fall-Back Attribute is done via ISD-R.

If the currently Enabled profile is the Profile with the Fall-Back Attribute set, and has been
Enabled by the activation of the Fall-Back Mechanism, and the previously Enabled Profile
has either of the POL1 rules “Disable not allowed” or “Profile deletion is mandatory when its
state is changed to Disabled” set, then the eUICC SHALL prevent the execution of the
function “Set Fall-Back Attribute”.
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Command Description:

STORE DATA Command

This function is realised through the GlobalPlatform STORE DATA command as defined in
GlobalPlatform Card Specification [6].

Command Message

The STORE DATA command message SHALL be coded according to the following table:

Code Value Meaning

CLA |'80'—‘8F’,'CO’— ‘CF’ or ‘E0’— ‘EF’ [ See section 11.1.4 of GlobalPlatform Card Specification [6]
INS ‘E2’ STORE DATA

P1 ‘88’ Reference control parameter P1

P2 ‘00’ Blocknumber

Lc XX’ Length of data field

Data | ‘xxxxx...’ Application dataand MAC (if present)

Le Not present

Table 34: STORE DATA Command Message

Reference Control Parameter P1

Meaning

1 - - - - - - - Last block

0 0 - - - - - No general encryption information or non-encrypted data

0 1 - - - DGI format of the command data field

X | X | x | RFU
Table 35: STORE DATA Reference Control Parameter P1

Data Field Sent in the Command Message

Value Description | MOC

Set Fall-BackAttibute

‘3A05’ Var

Tag | Length Value Description

ISD-P-AID

Table 36: Set Fall-Back Attribute Data Field

Response Message

Data Field Returned in the Response Message:

The data field of the response message SHALL NOT be present.

Processing State Returned in the Response Message:

As defined in GlobalPlatform Card Specification [6] section 11.11.3.2, with the following

addition:
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'69 E1’: POL1 of the Profile Disabled by the activation of the Fall-Back Mechanism prevents
this action.

41.1.8 ISD-RKey Set Establishment
Function name: EstablishiISDRKeySet

Related Procedures: SM-SR Change
Function group: eUICC Management
Function Provider entity: ISD-R

Description: This function is used to perform mutual authentication between the new SM-
SR and the eUICC and to establish a shared secret key set between the new SM-SR and
the ISD-R.

This function is based on Scenario 3 as defined in “GlobalPlatform Card Specification
Amendment E [11]. Scenario 3 is modified by adding the additional step of authentication of
the new SM-SR to the eUICC.

Adding this step to Scenario 3 requires an additional STORE DATA command to precede
the command defined for Scenario 3. This new command provides the eUICC with the
certificate of the new SM-SR and retrieves a random challenge from the eUICC. This
random challenge then has to be signed by the new SM-SR and sent to the eUICC in the
second command to prove to the eUICC that the new SM-SR is in possession of the private
key related to the certificate presented. The sequence is picturedin Figure 23 of section 3.8.

Parameters:

e Ephemeral public key of the new SM-SR
e Certificate for the new SM-SR
Prerequisites:

e The ECASD certificate was provided to and verified by the new SM-SR
e The new SM-SR has generated an ephemeral key pair
e The new SM-SR has a signature fromthe CI.

Command Description:

This function is realised through GlobalPlatform STORE DATA commands as defined in
GlobalPlatform Card Specification [6].

First STORE DATA command
Command Message

The STORE DATA command message SHALL be coded according to the following table:

Code Value Meaning

CLA |'80'—'8F’,'CO’— ‘CF’ or ‘E0’— ‘EF’ | See section 11.1.4 of GlobalPlatform Card Specification [6]

INS | ‘'E2 STORE DATA

P1 ‘09’ Reference control parameter P1
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Code Value

P2 ‘00’

Meaning

Blocknumber

Length of data field

Application dataand MAC (if present)

Table 37: STORE DATA Command Message

Reference Control Parameter P1

| b8 b7 b6 b5 |ba|b3|b2 b1 Meaning

o |- - - -

More blocks

- 0 0 - -

No general encryption informationor non-encrypted data

- |- |- fo |1

DGI format of the command data field

1

Case 4 command asdefinedin Global Platform AmendmentA [54]

X

X -

RFU

Table 38: STORE DATA Reference Control Parameter P1

Data Field Sent in the Command Message

‘3A01" | Var

| Tag
‘TF21’

Var.

Length | Value Description

Value Description

Cettificate of off-card entity

MOC

MOC

| cerificate | w__

Certificate

| Length |

Value Description
‘93’ 1-16 Certificate Serial Number M
‘42’ 1-16 CA lIdentifier M
‘5F20’ 1-16 Subject Identifier M
‘95’ 1 Key Usage, Signature Verification M
‘5F25 4 Effective Date (YYYYMMDD, BCD format) O
‘5F24° 4 Expiration Date (YYYYMMDD, BCD format) M
73 3-127 Discretionary Data M
Tag Length Value Description
'c8' 1 ‘02’, denoting an SM-
SR certificate
‘CY’ 20 Authority key
identifier (value of the
Subject Key Identifier
extension of the Root
certificate)
other TLVSMAY be present
‘TF49’ Var. Public Key — detailssee tablesbelow M
‘5F37’ Var. Signature M

Table 39: DataFields for Send SM-SR Certificate for ISD-R Key Establishment
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The following TLV-encoded data are signed off-card with SK.C.ECDSA to generate the
content of tag ‘5F 37’ (signature), as described in GlobalPlatform Card Specification
Amendment E [11]:

| Tag Length  Value Description \Y[e]e3

‘93’ 1-16 Certificate Serial Number M
‘42’ 1-16 CA ldentifier M
‘5F20’ | 1-16 Subject Identifier M
‘95’ 1 Key Usage, Signature Verification M
‘5F25' | 4 Effective Date (YYYYMMDD, BCD format) — if present C
‘5F24’ | 4 Expiration Date (YYYYMMDD, BCD format) M
‘73’ 3-127 Discretionary Data M
‘7TF49’ | Var. Public Key M

Table 40: Data Signed to Generate the SM-SR Certificate
Key format is defined in section 4.1.1.5.
Response Message
Data Field Returned in the Response Message:

The STORE DATA response SHALL contain the following data:

|Tag Length |DataEIement
'85' | Variable | Random Challenge

Table 41: Response Datafor Send SM-SR Certificate

Processing State Returned in the Response Message:
As defined in GlobalPlatform Card Specification [6] section11.11.3.2.
Second STORE DATA commandCommand Message

The STORE DATA command message SHALL be coded according to the following table:

| Code |Va|ue | Meaning

CLA |'80'-'8F','CO'-'CF' or 'EQ'- 'EF'| See section 11.1.4 of GlobalPlatform Card Specification [6]
INS | 'E2' STORE DATA

P1 '89' Reference control parameter P1

P2 ‘01" Blocknumber

Lc XX’ Length of data field

Data | 'xxxxx..." Application dataand MAC (if present)

Le ‘00’

Table 42: STORE DATA Command Message

Reference Control Parameter P1
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| bs_b7.

1

b6 b5 | b4 | b3 | b2 bl Meaning

- - - - Last block

- 0 0 - - - - - No general encryption informationor non-encrypted data

- - - 0 1 - - - DGI format of the command data field

- - - - - - - 1 Case 4 command asdefinedin Global Platform AmendmentA [54]

- - - - Ix Ix |- | rru
Table 43: STORE DATA Reference Control Parameter P1

Data Field Sent in the Command Message

| Length

Value Description
'3A02' Var Key Establishment
Tag Length | Value Description MOC
‘A6’ Var CRT tag (KAT) -
‘ Tag Length  Value Description MOC
'90' 2 Scenario identifier ‘03’ (see GlobalPlatiorm M
Card Specification Amendment E: Security
Upgrade for Card Content Management [11]
section 4.8.1)
Scenario Parameters‘0X’ (See Table45)
'95' ‘01" Key Usage Qualifier M
'5C' (1 secure channel base key) or
10 3 secure channel keys)
(see GlobalPlatform Card Specification [6]
Table 11-17)
'96' ‘01’ Key Access according to GlobalPlatform Card O
Specification [6] Table11-18
'80° ‘01’ Key Type according to GlobalPlatform Card M
Specification [6] Table11-16
‘81" ‘01" Key Length (in bytes) M
'82' ‘01’ Key Identifier="00"-'7F' M
‘83" ‘01’ Key Version Number="01"-'7F' M
'91' '00', '02, | Initialvalue of sequence counter M
‘03’, '05'
or'08'
'45' 1-n Security DomainImage Number (SDIN)
‘84" 1-n HostID (SHALL only be present if scenario
parameterb3isset)
'"7TFA9' Var ePK.SR.ECKA M
'5F37' Var. Signature M

Table 44: Data Field for Key Establishment

b5 |b4 |b3 b2 b1 |Description

- — - - - — — 1 Do not delete existing keys
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(as defined in GlobalPlatform Card
Specification Amendment E: Security
Upgrade for Card Content
Management [11] section 4.8.1)

In the context of the ISD-R keyset
establishment process, this option
SHALL alw ays be used by the SM-
SR (see NOTE 1).

Include DR in key derivation process

(as defined in GlobalPlatform Card
Specification Amendment E: Security
Upgrade for Card Content
Management [11] section 4.8.1)

Include Host and Card ID in key
derivation process

(as defined in GlobalPlatform Card
Specification Amendment E: Security
Upgrade for Card Content
Management [11] section 4.8.1)

Certificate Verification precedes Key
Establishment

X X X X -

RFU

Table 45: Scenario Parameters

NOTE 1. Deletion of other keysets, belonging to the former SM-SR, can be realized
by the new SM-SR using the dedicated command “FinaliselSDRhandover”
defined in section 4.1.1.9, only after it has received confirmation of the
proper completion of ISD-R keyset establishment.

In case the scenario parameter specifies usage of HostID+CardID (bit b3=1), then the SM-
SR and the eUICC SHALL use the SIN-LV and SDIN-LV of ISD-R, in lieu of the IIN-LV and

CIN-LV of the card; this deviates from GP Amendment E [11].

The SM-SR knows the SIN and SDIN of ISD-R as per the EIS.

The following TLV-encoded data are signed off-card with SK.SR. ECDSA to generate the
content of DGI'5F37' (signature), as described in GlobalPlatform Card Specification
Amendment E [11]:

| Length |Value Description

Key set Establishment

‘ Tag Length ‘

V4.1

Tag

Value Description

CRT tag (KAT)

Value Description
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| DGl | Length |Va|ue Description | MOC

'90" 2 Scenario identifier ‘03" (see M
GlobalPlatform Card Specification
Amendment E: Security Upgrade for
Card Content Management [11]

section 4.8.1)
Scenario Parameters‘0X’ (See Table
45)
'95' ‘o1 Key Usage Qualifier M

'5C' (1 secure channel base key) or

'10' (8 secure channel keys)
(see GlobalPlatform Card
Specification [6] Table11-17)

'96' '01" Key Access according to C
GlobalPlatform Card Specification [6]
Table 11-18-if present

‘80" ‘01" Key Type according to M
GlobalPlatform Card Specification [6]
Table 11-16
‘81" ‘01" Key Length (in bytes) M
'82' '01' Key Identifier="00"-'7F' M
'83' '01' Key Version Number="'01"-'7F' M
'91" '00', '02', '05' | Initial value of sequence counter M
or'08'
'45' 1-n Security Domain Image Number C
(SDIN) — if present
'84' 1-n HostID (SHALL only be present if C
scenario parameterb3isset)
'"7TFA9" | Var ePK.SR.ECKA
'0085' Var Random Challenge

Table 46: Data Signed to Generate the Signature
Response Message
Data Field Returned in the Response Message:

The STORE DATA response SHALL contain the following data:

Tag Length Data Element MOC

85’ | Variable | DR C

‘86’ | Variable | receipt M

Table 47: Response Datafor Scenario #3
Processing State Returned in the Response Message:
As defined in GlobalPlatform Card Specification [6]

4119 Finalisation of the ISD-R Handover
Function name: FinaliselISDRhandover

Related Procedures: SM-SR Change
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Function group: eUICC Management

Function Provider entity: ISD-R

Description: This function deletes all keys in the ISD-R except for the key ranges indicated
by the command parameter(s). ltis intended as a simple clean-up mechanism for the new
SM-SR after takeover to get rid of all keys of the previous SM-SR in the ISD-R.

Parameters:

e Key Ranges of keys not to be deleted.
Prerequisites:

e None.
Command Description:

DELETE COMMAND

This function is realised through a GlobalPlatform DELETE command as defined in
GlobalPlatform Card Specification [6] with proprietary parameters. This command is sent to
the ISD-R.

The DELETE command SHALL have the following parameters:

Code | Value Meanin

CLA | ‘80’ See GlobalPlatform Card Specification [6] section 11.1.4.1

INS ‘E4’ DELETE

P1 ‘00’ See GlobalPlatform Card Specification [6] section 11.2.2.1

p2 ‘00’ See GlobalPlatform Card Specification [6] section 11.2.2.2

Lc XX’ Length of data field

Data | xxxx..”| TLV coded objects: Delete [card content] Data Field (See below)

Le ‘00’

Table 48: DELETE Command Message

The Delete [card content] Data Field SHALL contain one or two instances of following TLV:

Tag | Length Value Description MOC
Range of keys NOT to be deleted.

The 3 bytesare coded as follows:
‘F2" |3 byte 1: Key Version Number of the key range M
byte 2: Key Identifier of first key of the key range
byte 3: Key Identifier of last key of the key range

Table 49: Delete [card content] Command Data Field

NOTE: Two TLVs allow for one SCP80 and one SCP81 key set to “survive” key
clean-up.
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Example:

‘F20306 0103 F2034301 02’ will delete all keys except those with Key Version Number —
Key identifier: ‘06’ —‘01’, ‘06’ —‘02’, ‘06’ —‘03’, ‘43’ — ‘01’ and ‘43’ - ‘02’

Function flow

Upon reception of the DELETE command, the eUICC SHALL.:

e Checkthat all keys of the key set(s) used for setting up the current secure channel
are among the keys not to be deleted. For SCP81, this also includes the key set used
for the push SM. If that check fails, the command is terminated without deleting any
key.

o Delete all keys except those in the key ranges indicated in the command parameters.

Response Message

Data Field Returned in the Response Message:

The data field of the response message SHALL contain a single byte of ‘00’.

Processing State returned in the Response Message:

See GlobalPlatform Card Specification [6] section 11.2.3.2.

Specific Processing State returned in response Message:

'69 85’: Key(s) of key set used for the current secure channel is/are among the keys to be
deleted.

4.1.1.10 SM-SR Addressing Parameters Update
Function name: UpdateSMSRAddressingParameters

Related Procedures: SM-SR Change, Profile Download and Installation
Function group: eUICC Management

Function Provider entity: ISD-R

Description:

This function MAY be used by the new SM-SR to update SM-SR addressing parameters on
the eUICC after an SM-SR Change procedure.

This function MAY be used by the SM-SR during Profile Download and Installation
procedure to add a specific TP-DA for a newly downloaded Profile.

This function MAY be used by the SM-SR outside of the Profile Download and Installation or
SM-SR Change procedure in case some parameters have changed.

This function has the following parameter:
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e ISD-R AID
e SM-SR addressing Parameters

NOTE: The SM-SR addressing parameters for HTTPS can be updated by the
function defined in GlobalPlatform Card Specification Amendment B [8],
leveraging in particular the tag A5 to update only the relevant sub-TLVs, so
they are not described here.

Prerequisites

- None
Function flow

Upon reception of the SM-SR addressing Parameters update command, the eUICC SHALL:
Update the SM-SR addressing Parameters of the ISD-R
Commands

This command is a STORE DATA command, as described in GlobalPlatform Card
Specification [6] section 11.11.2.

| Code Value | Meaning
CLA ‘80
INS ‘E2’ STORE DATA
P1 ‘88’ Reference Control Parameter P1 0
P2 ‘00’ BlockNumber (Not used for Enable
Lc XX Length of data field
Data ‘XX Application Data and MAC (if present)
Le Not present

Table 50: STORE DATA Command Message

Parameter P1is coded according to the following table:

bg b7 |b6 b5 | b4 b3 b2 bl Meaning

1 |- |- 1- |- [- |- |- |Lastblock

0 [0 [- [- [- [- [- [Nogeneralencryptioninformationornon-encrypteddata

o [1 [- - |- DGI format of the command data field

X | X | X |RFU

Table 51: STORE DATA Reference Control Parameter P1

Data Field Sent in the Command Message
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DGI Length  Value Description ‘MOC

'3A07 | Var M
n SMS parameters C
'‘Ad' | n BIP parametersfor CAT_TP C
‘A5’ | n DNS parameters C

Table 52: SMSR Addressing Parameters Update

The SM-SR MAY use each of the Tag 'A3', 'A4' and 'A5'to create or update the complete set
of addressing parameters for the corresponding protocol as defined in the tables below.

The SM-SR MAY use Tag ‘A5’ with a length of zero to erase the DNS parameters.

SMS parameters value Description coding

Tag Length Value Description ‘ MOC
81" | 2-12 SM-SR Platform Destination Address* M
‘A2’ | var Profile-specific SM-SR Platform destination Addresses [@)
Tag Length
'81' | 3 ISD-P identifier: digits15 to 20 of M
PIX of ISD-P
‘82" | 2-12 Profile-specific SM-SR Platform M
Destination Address*

Thisstructure can contain asmany TLVswith tag ‘A2’ asthere are ISD-Ps.

The SM-SRisresponsible to overwrite thislist asit sees fitwhen a newISD-P is
created orafteran SM-SR change. When an ISD-P isdeleted, the eUICC SHALL
remove the corresponding'A2' TLV.

Table 53: SMS Addressing Parameters Coding

*SM-SR Platform Destination Address is coded as specified for the TP-Destination-Address
in 3GPP TS 23.040 [39].

BIP open channel parameters for CAT_TP link
Description

UICC/terminal interface transport level *

Data Destination Addresscomprehension TLV *

Table 54: BIP Open Channel Parameters for CAT_TP Link

*As defined in ETSI TS 102 226 [5] in the section “Data for CAT_TP link establishment” and
“Data for BIP channel opening”.
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**As defined in ETSITS 102 223 [3].
The CR bit of the tags SHALL be set to zero.

DNS parameters

| Length | Value Description
[ M|

SM-SR FQDN
1-n Full Qualmed Domain Name of the SM-SR thatwill be used in the DNS query.

Thisparameteriscoded in ASCII

‘A2’ | 0-n DNS servers List M
List of couple IP/portsallowingto reach DNS servers

Tag Length
‘3E'or ‘BE’ 1-n IP address coded asan “Other Address’ as M
specified by ETSI TS 102 223(3]
'82' 2 Port number (integer) M
A3 0-n Proprietary parameters ¢

Additional parametersthat MAY be supported by the eUICC implementation

Thisstructure can contain more thanone TLVswith tag ‘A2’ to provide more thanone IP/port couples.

Ifthe SM-SRuses Tag ‘A5’ with a length of zero thenneither of the fieldsabove are required to be present.

Table 55: DNS Parameters

The values of the profile-specific connectivity parameters, used by the eUICC to open the
BIP channel to communicate with the DNS Resolver Server, are those defined in the HTTPS
Connectivity Parameters of the currently Enabled ISD-P defined in Table 95.

If the SM-SR does not support a DNS Resolver Server, then it SHALL set the IP address in
the HTTPS Connectivity Parameters of the ISD-R as defined in GlobalPlatform Card
Specification Amendment B [8].

Response Message

Data Field Returned in the Response Message:

The data field of the response message SHALL NOT be present.
Processing State returned in the Response Message:

See GlobalPlatform Card Specification [6] section 11.11.2.

4.1.1.11 Handle Default Notification
Function name: HandleDefaultNotification

Related Procedures: Profile Enabling, Profile Enabling via SM-DP, Profile Disabling, Fall-
Back Activation Procedure
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Function group: eUICC Management

Function Provider entity: ISD-R

Description: This function provides a default notification from the eUICC to the SM-SR.

Parameters:
e EID
e |SD-P AID

¢ Mobile Equipment Identification (for example MEID, IMEI)
¢ Notification Sequence number
¢ Notification type

Prerequisites:

The eUICC has received a notification of network attachment.

Note: There is no single method implemented by all devices to notify the eUICC of
network attachment. The eUICC MAY rely on various heuristics to determine that
network attachment is effective. As a worst-case safeguard, the eUICC SHALL
attempt to send profile change notifications within a time interval of 10 STATUS
events after card reset.

Notification Message

The eUICC notification is composed of a single BER-TLV tag including several
COMPREHENSION-TLV data objects; the COMPREHENSION-TLV format is defined in
ETSITS 102 223 [3].

Description Length Value \Y[e]e
bytes

eUICC naotification tag 1 ‘E1’. To avoid conflictswith the valuesdefinedin ETSI TS M
101 220 [2], atag from the proprietary classis used.

Length (A+B+C+D+E+F) lor2 BER-TLV codinglength M
EID A See below M
Notificationtype B See below M
Notification sequence C See below M
number

ISD-P- AID D See ETSITS 102 223[3], clause 8.60 M
IMEI E See ETSITS 102 223[3], clause 8.20

MEID F See ETSITS 102 223[3], clause 8.81 C

Table 56: Data Format for Notification

IMEI and MEID are optional. In case the eUICC encounters any issue while getting the
Mobile Equipment Identification of the Device, no value is provided. If both IMEI and MEID
are retrieved, only one could be sentto limit overall message length.

COMPREHENSION-TLV for EID
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| Byte(s) Description Length

1 EID tag, ‘4C'. 1
2 Length (X) of the EID (SHALL NOT exceed 16 bytes) 1
3to X+2 EID value, asdefined in section2.2.2. X

Table 57: COMPREHENSION-TLV for EID

COMPREHENSION-TLV for Notification type

| Byte(s) Description Length

1 Notificationtype tag, ‘4D’. 1
2 Length=‘01’ 1
3 Notification type 1

Table 58: COMPREHENSION-TLV for Notification type
Notification type:
Coding:

e ‘01’: eUICC declaration — First network attachment

e ‘02’: Profile change succeeded

e ‘03’: Profile change failed and Roll-back

e ‘04’: Void

o ‘05’: Profile change after activation of the Fall-Back Mechanism
e ‘06’: Profile change after Emergency Profile disabling

e ‘07’: Profile change after Test Profile disabling

e ‘08'to ‘FF:RFU

NOTE: In case the Notification type is ‘05’, the SM-SR can inspect the ISD-P AID
present in the notification message to determine whether it indicates the
ISD-P AID of the Profile with the Fall-Back Attribute (denoting that this profile
has been enabled after the previously enabled profile has lost connectivity)
or another ISD-P AID (denoting that the previously enabled profile hasbeen
enabled again after the network connectivity has been restored).

COMPREHENSION-TLV for Notification sequencenumber

| Byte(s) Description Length

1 Notification sequence numbertag, ‘4E’. 1
2 Length="02’ 1
3to4 Notification sequence numbervalue 2

Table 59: COMPREHENSION-TLV for Notification Sequence Number

The notification sequence number identifies the notification message, and allows the SM-SR
to distinguish a new notification from a retry. In case of a retry, the eUICC SHALL use the
same notification sequence number. When a Notification Confirmation has been successfuly
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received by the SM-SR, the eUICC SHALL increment the sequence number for the next
notification.

NOTE: Depending on the eUICC implementation, the notification MAY also contain
additional TLVs using EUM-specific tags.

An SM-SR is not required to record or process such specific tags, and can simply ignore
them

In any case, the size of the complete notification SHALL fit into one SMS-MO if the
notification is sent by SMS, and SHALL NOT exceed the size of 240 bytes if sent by HTTP
or CAT-TP.

Secured data structure for eUICC notification over SCP80

The secured data containing the eUICC notification is the COMPREHENSION-TLV
structure specified above, with no added layer of Expanded format.
This deviates from the requirement described in section 2.4.3.3.

Default Notification Protocol Priority

A protocol priority order for default notification MAY be defined for every Profile during profile
installation or download, and updated using the functions definedin 4.1.2.2 and 4.1.3.4. This
protocol priority order specifies which protocols to use, and in which order, among SMS,
HTTPS and CAT_TP.

If not defined for a Profile, the default priority order is set as follow:

Priorit | Protocol
y
1 SMS
2 HTTPS
3 CAT_TP

Table 60: Default Notification Protocol Priority

4.1.1.12 Notification Confirmation
Function name: HandleNotificationConfirmation

Related Procedures: Handle Default Notification
Function group: eUICC Management
Function Provider entity: ISD-R

Description: This function confirms the notification and triggers potential follow-up activities
required by POL1.

Parameters:

¢ Notification Sequence number
Prerequisites:
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e The SM-SR has received a notification from the eUICC.
Function flow

Upon reception of the STORE DATA command, the eUICC SHALL:

o Disable the retry mechanism for the notification

e Performthe follow-up activities required by POL1 upon the activity that triggered the
original notification

e Return the result of any such activity in the response data

Command Description:

STORE DATA Command

This function is realised through the GlobalPlatform STORE DATA command as defined in
GlobalPlatform Card Specification [6].

Command Message

The STORE DATA command message SHALL be coded according to the following table:

Code Value Meaning

CLA |'80'—'8F’,'CO’— ‘CF’ or ‘E0’— ‘EF’ | See section 11.1.4 of Global Platform Card Specification [6]
INS ‘E2’ STORE DATA

pP1 ‘89’ Reference control parameter P1

P2 ‘00’ Blocknumber

Lc XX’ Length of data field

Data | xxxxx...’ Application dataand MAC (if present)

Le ‘00’

Table 61: STORE DATA Command Message

Reference Control Parameter P1

b8 b7 b6 b5 b4 |b3|b2 bl Meaning

1 - - - - - - - Last block

0 0 - - - - - No general encryption information or non-encrypted data

0 1 - - - DGI format of the command data field

1 Case 4 command

X X - RFU

Table 62: STORE DATA Reference Control Parameter P1

Data Field Sent in the Command Message

Value Description | MOC

Notification Confirmation -
Length Value Description

Notification Sequence number

‘3A08’ | Var
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Table 63: Notification Confirmation Data Field
Response Message
Data Field Returned in the Response Message:

The data field of the response message SHALL contain the data structure below.

¢ Not be present, if no follow-up activities had to be performed, or
e Contain the data structure below if follow-up activities were performed.

Value Description MOC

List of Deleted ISD-Ps

MOC

‘80’ Var

Length Value Description

Tag

AID of ISD-P

Table 64: Notification Confirmation Response DataField

NOTE: In the current version, the response will carry only one AID. However, the
structure is defined in a generic way so that results of other follow-up
activities can be added when required.

NOTE: If no follow-up activity has been performed at all, the data field SHALL
contain tag 80 followed by a length of zero, and no value.

Processing State Returned in the Response Message:

As defined in GlobalPlatform Card Specification [6] section11.11.3.2.

4.1.1.13 Set Emergency Profile Attribute
Function name: SetEmergencyProfileAttribute

Related Procedures: -
Function group: Platform Management
Function Provider entity: ISD-R

Description: This optional function sets the Emergency Profile Attribute for one Profile on
the target eUICC.

Parameters:

e |SD-P-AID
Prerequisites:

e Thetarget profile SHALL NOT be enabled.
e The target Profile SHALL NOT have the Fall-Back Attribute set.

Function flow

Upon reception of the STORE DATA command, the eUICC SHALL:
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o Verify that the target Profile has not the Fall-Back Attribute set.
e Setthe Emergency Profile Attribute for the target Profile

¢ Remove the Emergency Profile Attribute from the Profile that has the attribute
currently set.

Command Description:

STORE DATA Command

This function is realised through the GlobalPlatftorm STORE DATA command as defined in
GlobalPlatform Card Specification [6].

Command Message

The STORE DATA command message SHALL be coded according to the following table:

Code Value Meaning

CLA |80’ ‘8F’,‘CO’— ‘CF’ or ‘E0’— ‘EF’ | See section 11.1.4 of GlobalPlatform Card Specification [6]
INS ‘E2’ STORE DATA

P1 ‘88’ Reference control parameter P1

P2 ‘00’ Blocknumber

Lc XX’ Length of data field

Data | ‘xxxxx...’ Application dataand MAC (if present)

Le Not present

Table 41113-A: STORE DATA Command Message

Reference Control Parameter P1

b7 b6 b5 b4 |b3|b2 bl Meaning

Last block

0 0 - - - - - No general encryption information or non-encrypted data

0 1 - - - DGI format of the command data field

X X X RFU

Table 41113-B: STORE DATA Reference Control Parameter P1

Data Field Sent in the Command Message

Value Description | MOC

‘3A09’ Var Set Emergency Profile Attribute

Tag Length Value Description MOC

ISD-P-AID

Table 41113-C: Set Emergency Profile Attribute Data Field

Response Message
Data Field Returned in the Response Message:

The data field of the response message SHALL NOT be present.

V4.1 Page 226 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

Processing State Returned in the Response Message:

As defined in GlobalPlatform Card Specification [6] section11.11.3.2.

4.1.2 ESG6 (Operator-eUICC) Interface Description

4.1.21 Policy Rules Update by Operator
Function name: UpdatePOL1byMNO

Related Procedures: Poll Update by Operator

Function group: Profile Management

Function Provider entity: MNO-SD

Description: This function is used to update POL1 on the eUICC.
This function has the following parameter:

e POL1
Prerequisites

e The Profile is enabled
Function flow

Upon reception of the POL1 update command, the eUICC SHALL.:

e Update POL1 of the ISD-P containing the targeted MNO-SD.
Commands

INSTALL [for personalization] command

This function consists of an INSTALL [for personalization] command followed by a STORE
DATA command, as described in GlobalPlatform Card Specification [6].

According to GlobalPlatform Card Specification [6], INSTALL [for personalization] command
can only be used on applications Associated with a Security Domain. As an exception from
this rule, the eUICC SHALL allow the MNO-SD to receive this command sequence with data
destined to the ISD-P.

INSTALL [for personalization] command:

|Code| Value ‘ Meaning

CLA | ‘80’ See GlobalPlatform Card Specification section 11.1
INS | ‘E€’ INSTALL
P1 20’ See GlobalPlatform Card Specification [6] section 11.5.2.1

P2 ‘00’ See GlobalPlatform Card Specification [6] section 11.5.2.2

Lc XX’ Data Field Length
Data | ‘xxxx..."”| See GlobalPlatform Card Specification [6] section 11.5.2.3
Le ‘00
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Table 65: INSTALL [for Personalization] Command Message

Reference Control Parameter P1

b8|b7|b6|b5|b4|b3|b2|bl|Meaning

OlO0f1 [0 |0 [0 [0 [O [Forpersonalization

Table 66: INSTALL [for Personalization] Reference Control Parameter P1

Reference Control Parameter P2 — ISD-P State Coding

P2 is set to ‘00’: according to GlobalPlatform Card Specification [6] section 11.5, this means
no information is provided.

DataField

| Name | Length | Value | MOC
Length of data 1’ ‘00’ M
Length of data 1’ ‘00’ M
Length of Application AID 1’ ‘05'—"10'( M
Application AID (Reserved value for Profile’sISD-P)| ‘05— 10| ‘xxxx’ M
Length of data 1’ ‘00’ M
Length of data 1’ ‘00’ M
Length of data 1’ ‘00’ M

Table 67: INSTALL Command Data Field

The reserved value for Profile’s ISD-P indicates that the Security Domain targeted by the
INSTALL [for personalization] command is the ISD-P of the Profile containing the MNO-SD.

NOTE: This mechanism avoids the Operator having to know and keep track of the
ISD-P AID assigned by the SM-SR.

Response Message
Data Field Returned in the Response Message:

A single byte of '00' SHALL be returned indicating that no additional data is present, as defined
in the GlobalPlatform Card Specification [6] section 11.5.3.1.

Processing State returned in the Response Message:
See GlobalPlatform Card Specification [6] section 11.5.3.2.
Specific Processing State returned in response Message:

None
STORE DATA command:

This command is a STORE DATA command, as described in GlobalPlatform Card
Specification [6].
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[ Code Value | Meaning
CLA S0
INS ‘E2’ STORE DATA
P1 ‘88’ Reference Control Parameter P1 0
P2 ‘00’ BlockNumber (Not used for Enable
Le XX Length of data field
Data XX Application Data and MAC (if present)
Le Not present

Table 68: STORE DATA Command Message

Parameter P1is coded according to the following table:

|b8| b7 | b6 b5 b4 |b3 b2 |bl Meaning
1 - |- |- |- |- |- |- |Lastblock
- |0 |0 |- |- |- |- |- [|Nogeneral encryptioninformationornon-encrypteddata
- |- |- 10 [1]- [- |- |DGIformatofthecommanddata field
- - - - X [x | x |RFU

Table 69: STORE DATA Reference Control Parameter P1

Data Field Sent in the Command Message

Value Description | MOC

3106
Tag Length | Value Description |
New POL1
Table 70: POL1 Update DataField
POL1 coding
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Meaning

0 0 0 No POL1
rule active

0 - 1 Disabling of
thisProfile
not allowed

0 1 - Deletion of
thisProfile
not allowed

1 0 0 Profile
deletionis
mandatory
when its
stateis
changed to
disabled

X X X Other
combinations
are forbidden

X X X X X - - - RFU

Table 71: POL1 Coding
Response Message
Data Field Returned in the Response Message:

The data field of the response message SHALL NOT be present.
Processing State returned in the Response Message:

See GlobalPlatform Card Specification [6] section 11.11.3.2

4.1.2.2 Connectivity Parameters Update by Operator
Function name: UpdateConnectivityParametersByMNO

Related Procedures: Connectivity Parameters Update by Operator

Function group: Profile Management

Function Provider entity: MNO-SD

Description: This function is used to update Connectivity Parameters on the eUICC.
This function has the following parameter:

e Connectivity Parameters
Prerequisites

e The Profile is enabled
Function flow

Upon reception of the Connectivity Parameters update command, the eUICC SHALL:

e Update the Connectivity Parameters of the ISD-P containing the targeted MNO-SD.
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Commands

This function consists of an INSTALL [for personalization] command followed by a STORE
DATA command, as described in GlobalPlatform Card Specification [6].

According to GlobalPlatform Card Specification [6], INSTALL [for personalization] command
can only be used on applications Associated with a Security Domain. As an exception from
this rule, the eUICC SHALL allow the MNO-SD to receive this command sequence with data
destined to the ISD-P.

INSTALL [for personalization] command:
As defined in section 4.1.2.1.
STORE DATA command:

As defined in section 4.1.3.4.
4.1.3 ESS8 (SM-DP-eUICC) Interface Description

4.1.31 ISD-P Key Set Establishment
Function name: EstablishiISDPKeySet

Related Procedures: Key Establishment
Function group: Profile Management
Function Provider entity: ISD-P

Description: This function is used to perform mutual authentication between the SM-DP and
the eUICC and to establish a shared secret key set between the SM-DP and the ISD-P.

This function is based on Scenario 3 as defined in GlobalPlatform Card Specification
Amendment E [11]. Scenario 3 is modified by adding the additional step of authentication of
the SM-DP to the eUICC.

Adding this step to Scenario 3 requires an additional STORE DATA command to precede
the command defined for Scenario 3. This new command provides the eUICC with the
certificate of the SM-DP and retrieves a random challenge from the eUICC. This random
challenge then has to be signed by the SM-DP and sent to the eUICC in the second
command to prove to the eUICC that the SM-DP is in possession of the private key related
to the certificate presented. The sequence is picturedin Figure 12 of section 3.1.2.

NOTE: A complementary scenario based on RSAis FFS.

NOTE: Although the Function Provider entity is denoted as being the ISD-P, the
APDUs that transport this function are executed by the ISD-R. The ISD-R
will forward the appropriate content to the ISD-P

Parameters:

e ISD-P AID
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e Ephemeral public key of the SM-DP
e Certificate for the SM-DP
Prerequisites:

The ECASD certificate was provided to and verified by the SM-DP
e SM-DP has generated an ephemeral key pair
e SM-DP has a signature fromthe ClI
e ISD-P was created

Command Description:

This function is realized through GlobalPlatform INSTALL [for personalization] and STORE
DATA commands as defined in GlobalPlatform Card Specification [6].

INSTALL [for personalization] command

Command Message

Code Value Meaning

CLA |80’ See GlobalPlatform Card Specification section11.1
INS | ‘E6’ INSTALL
P1 20’ See GlobalPlatform Card Specification [8] section 11.5.2.1

p2 ‘00’ See GlobalPlatform Card Specification [8] section 11.5.2.2

Lc XX Data Field Length

Data | xxxx...” | See GlobalPlatform Card Specification [8] section 11.5.2.3.6

Le ‘00’

Table 72: INSTALL [for Personalization] Command Message

Reference Control Parameter P1

o5 IﬂlmlﬁLlﬁlﬂlﬁ veaning

0|1 For personalization

Table 73: INSTALL [for personalization] Reference Control Parameter P1
Reference Control Parameter P2 — ISD-P State Coding

P2 is set to ‘00’: according to GlobalPlatform Card Specification [8] section 11.5, this means
no information is provided.

Data Field
Name Length Value MOC
Length of data 1’ ‘00’ M
Length of data 1’ ‘00’ M
Length of ApplicationAID| ‘1’ ‘05 -10'(M
Application AID of ISD-P | '05 - 10" | ‘xxxx’ M
Length of data 1’ ‘00’ M
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Name Length Value MOC
Length of data 1’ ‘00’ M
Length of data 1’ ‘00’ M

Table 74: INSTALL Command Data Field
Response Message
Data Field Returned in the Response Message:

A single byte of '00' SHALL be returned indicating that no additional data is present as defined
in the GlobalPlatform [6] section 11.5.3.1.

Processing State returned in the Response Message:
See GlobalPlatform Card Specification [8] section 11.5.3.2.
Specific Processing State returned in response Message:
None

First STORE DATA command

Command Message

The STORE DATA command message SHALL be coded according to the following table:

Code Value Meaning

CLA |‘80’—‘8F,‘CO’— ‘CF’ or ‘E0’— ‘EF’ | See section 11.1.4 of GlobalPlatform Card Specification [6]
INS ‘E2’ STORE DATA

P1 ‘09’ Reference control parameter P1

P2 ‘00’ Blocknumber

Lc XX’ Length of data field

Data | xxxxx...’ Application dataand MAC (if present)

Le ‘00’

Table 75: STORE DATA Command Message

Reference Control Parameter P1

|b8 b7 b6 b5 |ba|b3|b2 bl Meaning

0o |- - - - - - - More blocks

0 0 - - - - - No general encryption information or non-encrypted data

0 1 - - - DGI format of the command data field

1 Case 4 command asdefinedin GlobalPlatform AmendmentA [54]

X X - RFU

Table 76: STORE DATA Reference Control Parameter P

Data Field Sent in the Command Message

| DGl Length | Value Description MOC
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‘3A01" | Var Certificate of off-card entity

Length
‘7TF21’ | Var.

Value Description MOC

Certificate

Tag ‘ Length Value Description MOC

‘93’ 1-16 Certificate Serial Number
‘42’ 1-16 CA Identifier M
‘5F20’ 1-16 Subject ldentifier M
‘95’ 1 Key Usage, Signature Verification M
‘5F25’ 4 Effective Date (YYYYMMDD, BCD o
format)
‘5F24° 4 Expiration Date (YYYYMMDD, BCD M
format)
‘73 3-127 Discretionary Data M
Tag Length Value
Description
'c8' 1 ‘01’, denoting
an SM-DP
certificate
‘C9 20 Authority key
identifier
(value of the
Subject Key
Identifier
extension of
the Root
certificate)

other TLVSMAY be present

‘TF49’ Var. Public Key — detailssee tablesbelow

‘5F37’ Var. Signature
Table 77: Data Fields for Send SM-DP Certificate for ISD-P Key Establishment

The following TLV-encoded data are signed off-card with SK.Cl. ECDSA to generate the
content of tag ‘5F37’ (signature), as described in GlobalPlatform Card Specification
Amendment E [11]:

| Tag Length  Value Description MOC

‘93’ 1-16 Certificate Serial Number M
‘42’ 1-16 CA ldentifier M
‘5F20’ | 1-16 Subject Identifier M
‘95’ 1 Key Usage, Signature Verification M
‘5F25' | 4 Effective Date (YYYYMMDD, BCD format) — if present C
‘5F24’ | 4 Expiration Date (YYYYMMDD, BCD format) M
73 3-127 Discretionary Data M
‘TF49’ | Var. Public Key M

Table 78: Data Signed to Generate the SM-DP Certificate

Key format is defined in section 4.1.1.5.
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Response Message
Data Field Returned in the Response Message:

The STORE DATA response SHALL contain the following data:

Tag Length Data Element

'85' | Variable | Random Challenge

Table 79: Response Datafor Send SM-DP Certificate
Processing State Returned in the Response Message:
As defined in GlobalPlatform Card Specification [6] section 11.11.3.2.[6]
Second STORE DATA command

Command Message

The STORE DATA command message SHALL be coded according to the following table:

| Code | Value | Meaning

CLA |'80'-'8F','CO'-'CF or 'EQ'- 'EF'| See section 11.1.4 of GlobalPlatform Card Specification [6]
INS | 'E2' STORE DATA

P1 '89' Reference control parameter P1

P2 ‘01" Blocknumber

Lc X' Length of data field

Data | 'xxxxx..." Application dataand MAC (if present)

Le ‘00’

Table 80: STORE DATA Command Message

Reference Control Parameter P1
| b8 b7 b6 b5 |ba|b3|b2 b1 Meaning

1 - - - - - - - Last block

0 0 - - - - - No general encryption informationor non-encrypted data

0 1 - - - DGI format of the command data field

- - - - 1 Case 4 command asdefinedin Global Platform AmendmentA [54]

- - X X - RFU

Table 81: STORE DATA Reference Control Parameter

Data Field Sent in the Command Message

Length

DGI Value Description
302 | var
Tag Length | Value Description
'A6' Var CRT tag (KAT)
Tag Length Value Description
V4.1

MOC

MOC
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| DGl | Length Value Description MOC

'90' 2 Scenario identifier ‘03’ (see GlobalPlatfom M
Card Specification Amendment E: Security
Upgrade for Card Content Management [11]
section 4.8.1)

Scenario Parameters‘0X’ (See Table 83)

'95' ‘01" Key Usage Qualifier M
'5C' (1 secure channel base key) or
10 3 secure channel keys)
(see GlobalPlatform Card Specification [6]
Table 11-17)
'96' ‘01" Key Access according to GlobalPlatform Card (0]
Specification [[6] Table11-18
'80' ‘01’ Key Type according to GlobalPlatform Card M
Specification [6] Table11-16
‘81" ‘01’ Key Length (in bytes) M
‘82" ‘01’ Key Identifier="'00"-'7F' M
'83' ‘01’ Key Version Number="01"-'7F' M
'91' '00', '02, | Initial value of sequence counter M
‘05" or
08’
'45' 1-n Security DomainImage Number (SDIN)
‘84" 1-n HostID (SHALL only be present if scenario

parameterb3isset)

'"TF49' Var ePK.DP.ECKA

'5F37' Var. Signature
Table 82: Send SM-DP Certificate Data Field

The following TLV-encoded data are signed off-card with SK.DP. ECDSA to generate the
content of DGI'5F37' (signature), as described in GlobalPlatform Card Specification
Amendment E [11]:

Description

0 0 0 0 - X X X As defined in GlobalPlatform Card Specification
Amendment E: Security Upgrade for Card
Content Management [11]section 4.8.1

- - - - 1 - - - Certificate Verification precedesKey
Establishment

Table 83: Scenario Parameters

In case the scenario parameter specifies usage of HostID+CardID (bit b3=1), then the SM-
DP and the eUICC SHALL use the SIN-LV and SDIN-LV of ISD-R, in lieu of the IIN-LV and
CIN-LV of the card; this deviates from GP Amendment E [11], and ISD-P has no SIN/SDIN
yet.

The SM-DP can know the SIN and SDIN of ISD-R by inspecting the EIS retrieved on ES3.
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Value Description

MOC
'3A02" | Var Key set Establishment
Tag Length ‘ Value Description ‘ MOC
'‘A6' | Var CRT tag (KAT)
Tag Length ‘ Value Description ‘ MOC
'90" 2 Scenario identifier ‘03’ (see M
GlobalPlatform Cad
Specificaion Amendment E:
Security Upgrade for Card
Content Management [11]
section 4.8.1)
Scenario Parameters‘0X’ (See
Table 83)
'95' ‘01" Key Usage Qualifier M
'5C' (1 secure channel base
key) or
'10' (3 secure channel keys)
(see GlobalPlatform Card
Specification [6] Table11-17)
'96' ‘01" Key Access according to C
GlobalPlatform Card
Specification [6] Table 11-18 —
if present
'80" ‘01" Key Type according to M
GlobalPlatform Cad
Specification [6] Table11-16
'81' '01' Key Length (in bytes) M
'82' '01' Key Identifier="00"-'7F' M
‘83" ‘01" Key Version Number = '01" - M
7E
91" '00','02','05'0or'08' | Initial value of sequence M
counter
'45' 1-n Security Domain  Image C
Number (SDIN) — if present
'84' 1-n HostID (SHALL only be C
present if scenario parameter
b3 is set)
'7TF49' | Var ePK.DP.ECKA M
'0085' Var Random Challenge M

Table 84: Data Signed to Generate the Signature

Response Message

Data Field Returned in the Response Message:

The STORE DATA response SHALL contain the following data:

V4.1

Variable

DR

Tag ‘ Length ‘ Value Description‘ MOC

‘85

C

‘86"

Variable

Receipt

M

Table 85: Response Datafor Scenario #3
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Processing State Returned in the Response Message:

As defined in GlobalPlatform Card Specification [6] section11.11.3.2.
41.3.2 Command coding for SCP03

All ES8 functions in subsequent sections require securing the commands by SCP03.

NOTE: The profile package itself is protected by SCP03t as defined in the next
section.

Opening an SCPO3 secure channel requires the following two commands:
INITIALIZE UPDATE

| Code | Value Description

CLA See to GlobalPlatform Card Section7.1.1
Specification AmendmentD [10]

INS See to GlobalPlatform Card INITIALIZE UPDATE
Specification AmendmentD [10]

P1 XX indicatesthe version of the target ISD-

P key set used
P2 XX’ indicatesthe key identifier of the target
ISD-P
Lc ‘08’ Length of the host challenge
Data XX...XX’ For Host Challenge see

GlobalPlatform Card Specification
Amendment D [10] for computation of
the hostchallenge

Le 00’
Table 86: Initialize Update Command

EXTERNAL AUTHENTICATE
| Code | Value | Description
CLA See GlobalPlatform Card Specification Section 7.1.2.
Amendment D [10]
INS See GlobalPlatform Card Specification EXTERNAL AUTHENTICATE
Amendment D [10]
P1 33’ indicates the security level and SHALL
be set to request C-DECRYPTION, R-
DECRIPTION, R-MAC and C-MAC (se
to GlobalPlatform Card Specification
Amendment D [10])
P2 ‘00’
Lc 10’ Length of the host cryptogram and
MAC
Data XX...XX’ Host cryptogram and MAC (see to
GlobalPlatform Card Specification
Amendment D [10] for computation of
host cryptogram and MAC)
Le Not Present

Table 87: External Authenticate Command
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These two commands SHALL be following by any ES8 command as defined in subsequent
sections depending on the procedureto be performed.

Those ES8 commands and their responses are modified by encrypting the data part and
adding a MAC as defined in GlobalPlatform Card Specification Amendment D [10].

4.1.3.3 Download and Installation of a Profile

Function name: DownloadAndInstallation

Related Procedures: Profile Download and Installation
Function group: Profile Management

Function Provider entity: ISD-P

Description: This function is used to load a Profile into an ISD-P on the eUICC. The ISD-P
must be already created and also already personalized. The Profile created by the SM-DP
must be compatible with the targeted eUICC.

NOTE: The ISD-P identification is provided within the ES5 transport protocol.

The Profile SHALL be protected by SCP03t. The Profile SHALL include in particular:
e The setting of POL1, if defined by Operator

e The setting of connectivity parameters (see section 4.1.3.4)
e The setting of ISD-P state from ‘CREATED’ to ‘DISABLED’ when installation is

finished.
Parameters:
e Profile

Prerequisites:

e ISD-P must be created
o |ISD-P must be PERSONALIZED (as defined in GlobalPlatform Card Specification[6])

e Connection is secured via SCP03t
Check Figure 13 for further details.

Description of the SCP03t security protocol:

This section defines a secure channel protocol based on GlobalPlatform's SCP03 usable for
TLV structures, named SCPO03t hereafter.

Tag values are defined so that they can be used without conflict within the expanded remote
management format which is used to transport datainside SCP80 or SCP81 of ES5.

As no SWs are used, errors are indicated by a special response tag with tag number +'80'
(resulting in a 2 byte tag).

The data transported in the command TLVs specified below SHALL consist of the Profile
Package specified in [53]; the response TLVs SHALL transport Profile Element (PE)
responses as provided by the Profile Package processing specifiedin SiMalliance: eUICC
Profile Package - Interoperable Format Technical Specification [53].
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NOTE The SM-DP MAY support a former version v2.x of the SIMalliance: eUICC
Profile Package - Interoperable Format Technical Specification, to download
a profile onto an eUICC complying with a former version of this specification.

The SM-DP can inspect the EIS of the target eUICC to determine which
versions of SIMalliance eUICC Profile Package [53] are supported by the
target eUICC.

The Profile Package consists of a sequence of PE TLVs. However, SCP03t does not take
that PE structure into account, but treats the whole Profile Package as one block of
transparent data. That block of data is split into segments of a maximum size of 1024 bytes
(including the tag and length field). The eUICC SHALL support profile command data
segments of at least up to this size.

The options allowed in SCPO03 are limited as follows in SCPO3t:

e Response security is always the same as command security (if no error).
e BEGINEND R-MAC SESSION is not supported.
e Only one option is defined: MAC + encryption.

The following sections describe the changes required to move from SCP03 to SCP03t.
Everything else is inherited from SCPO03.

As the security mechanisms are exactly the same as SCP03, the SCP03 key sets are used
for SCPO3t.

Secure channelinitiation uses 2 TLVs equivalent to the INITIALIZE UPDATE and the
EXTERNAL AUTHENTICATE APDUSs.

Thereafter, the command and response TLVs are protected in the same way as SCP03
APDUSs, using either:

e the SCPO3t sessions keys resulting from the secure channel initiation
e orrandom keys which replaces session keys.

Each command TLV triggers one response TLV. Aresponse MAY be empty or carry
response data from the application layer.

In case the eUICC indicates a fatal error in a response TLV, it MAY stop sending
subsequent response TLVs.

Secure Channel Initiation: INITIALIZE UPDATE command TLV

The following data SHALL be encapsulated in a TLV with tag '84'":

Name ‘ Length Presence ‘

Key version number 1 byte Mandatory
Key identifier 1 byte Mandatory

(and value must be
‘00’, consistently with
SCP03)
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Name ‘ Length Presence ‘

Host challenge 8 bytes Mandatory

Table 88: Initialize Update Command TLV

The data field of the response TLV SHALL contain the concatenation without delimiters of
the following data elements, encapsulated in a TLV with tag '84".

| Name | Length Presence

Key diversification data| 10 bytes Mandatory
Keyinformation 3 bytes Mandatory
Card challenge 8 bytes Mandatory
Card cryptogram 8 bytes Mandatory
Sequence Counter 3 bytes Mandatory

Table 89: Response TLV Data Elements
In case of an error, tag '9F44' is used (see NOTE 1 below). The following values are defined:

e '0l1": errorinlength or structure of command data
e '03":referenced data notfound

NOTE 1. aneUICC MAY also detect the error in length or structure of command data
at the transport layer (expanded remote command format), and return a bad
format TLV as defined in ETSI TS 102 226 [5] instead of the SCP03t-specific
error tag.

Secure Channel Initiation: EXTERNAL AUTHENTICATE command TLV

The following data SHALL be encapsulated in a TLV with tag '85':

Name Length Presence

Security level 1 byte Mandatory
Host cryptogram 8 bytes Mandatory
MAC 8 bytes Mandatory

Table 90: External Authenticate Command TLV

The security level SHALL be setto '33": "C DECRYPTION, R ENCRYPTION, C MAC, and R
MAC".

The MAC SHALL be computed based on the values presentin the TLV, as follows:
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=L+ LMAC="11

MAC chaining value (16 bytes ‘00’) ‘85" | Lcc | Security | Host cryptogram
level

f

C-MAC calculation as defined in section
§6.2.4 of GP Amendment D

S-MAC

‘85" | Lcc | Security | Host cryptogram C-MAC
level

Figure 45: C-MAC Computation for External Authenticate Command TLV

If the message is accepted, a Response TLV with tag '85' and length zero SHALL be
returned.

This TLV does not return an R-MAC.

In case of an error, tag '9F45' is used (see NOTE 1 above). The following values are
defined:

e '01": errorinlength or structure of command data
e '02": security error

Command TLV C-MAC and C-DECRYPTION Generation and Verification

For encapsulating encrypted profile command data in a SCPO3t TLV, tag '86' is used.
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Lce = L + length of padding + L MAC

‘ Command Data field - plain text - length L ‘

Command Data field - plain text | '80' | (00..00) i
ICV —» AES-CBC ¢— S-ENC

A

MAC chaining value
(16 bytes)

'86'

Lce

Ciphered Command Data field (length Lcc - 8)

Y

C-MAC calculation as
defined in section 6.2.4

-<+— S-MAC

‘86"

Lcc

Ciphered Command Data field

C-MAC

Figure 46: TLV Command Data Field Encryption

Response R-MAC and R-ENCRYPTION Generation and Verification

For encapsulating encrypted profile response datain a SCP03t TLV, tag '86' is used.

If there is no response data field, the length is ‘00’, and no R-MAC SHALL be generated, so
the response TLV SHALL be '86 00'.In case of an error, tag '9F46' is used (see NOTE 1

above), and no R-MAC nor R-ENCRYPTION SHALL be generated. The response datafield
contains only one byte, the following values are defined:

e 'Ol1": errorinlength or structure of command data

e '02": security error
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‘ Response Data field - plain text - length L ‘

‘ Response Data field - plain text | '80' | (00..00) i
ICV —» AES-CBC 4— S-ENC
Lce = L + length of padding + L MAC
\
MAC chaining value ot . )
(16 bytes) 86 Lcc Ciphered Response Data field (length Lcc - 8)

R-MAC calculation as
defined in section 6.2.4 | S-RMAC

86" Lee Ciphered Response Data field R-MAC

Figure 47: TLV Response Data Field Encryption

Profile protection:

Profile protection SHALL performed using either:
e Session keys (S-ENC, S-MAC, S-RMAC) resulting from the key agreement with
eUICC (INITIALIZE UPDATE and EXTERNAL AUTHENTICATE).
o Orrandom keys per Profile (denoted PPK-ENC, PPK-MAC, PPK-RMAC in this
document), generated by the SM-DP.

Command 85

Command 84 (generates S-ENC, Command 86

S-MAC, but they (S-ENC, S-MAC)
are not used yet)

} } }

Response 84 Response 85 Response 86
(S-ENC, S-RMAC)

Figure 4133-A: Key usage for the protection of the SCP03t command and
responses when using initial session keys
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Command 85

Command 84 (generates S-ENC Command 87 Command 86

S-MAC, but they (S-ENC, S-MAC) (PPK-ENC, PPK-MAC)
are not used yet)

} } } }

Response 84 Response 85 Response 87 Response 86
(PPK-ENC, PPK-RMAC)

FIJUTE #133-B. Keyusage Tor e protecton oT INe SCPU3Tcommana anda
responses when using random keys

If random key mode is selected by the SM-DP, the initial MAC chaining value to be used for
the first segment of the profile protection is provided together with the random keys and the
encryption counter for ICV calculation is reset to its initial state (i.e. the value on 16 bytes s
'00...01"). Otherwise the MAC chaining method SHALL be applied (i.e. the MAC chaining value
of the previous command TLV SHALL be used).

PPK-ENC, PPK-MAC and PPK-RMAC SHALL have the same length as S-ENC, S-MAC, S-
RMAC.

It is the SM-DP choice whether to use this random keyset (PPK-ENC, PPK-MAC and PPK-
RMAC). This mode allows performing Profile Protection in advance without having any eUICC
knowledge. It may help to provide a better SM-DP scalability. The eUICC SHALL be able to
support both modes.

Session keys and, if used, the random keys SHALL only be used in the Profile download
process. They SHALL be deleted on the eUICC at the latest at the end of the process.

In case of failure during the first attempt to download a Profile, the PPK-RMAC SHALL NOT
be reused again. The SM-DP SHALL regenerate a new PPK-RMAC for every retry.

Replace session key command TLV

This command is used, during the download of a Protected Profile, to replace the SCP0O3t
session keys (S-ENC, S-MAC and S-RMAC) by a new set of session keys (typically the PPK-
ENC, PPK-MAC and PPK-RMAC) protecting the command and response TLVs. Note that all
keys (S-ENC, S-MAC and S-RMAC) have to be replaced. This command doesn't allow to
replace only a part of the session keys. The response SHALL be encrypted by PPK-ENC and
MAC-ed by PPK-RMAC, where PPK-RMAC SHALL be different for each download attempt of
the same Profile.

The following data SHALL be encapsulated in a BER-TLV with tag '87":

80 |16 Initial MAC chaining M
value

81 |16-32 PPK-ENC

82 16-32 PPK-MAC

83 [16-32 PPK-RMAC M

Table 4133-C: Replace Session Key Command TLV
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When using random keys for profile protection, the Replace session key command SHALL be
sent directly before the SCP03t command TLVs containing the protected profile package (tag
86).

When using session keys for profile protection, the Replace session key command SHALL
NOT be present.

On reception of this command the eUICC SHALL.:
o Verify that the new keys are of same length as the old keys. If not the eUICC SHALL
return an error ('01'), and the loading of the Profile SHALL be aborted.

¢ Replace the current session keys with the new set of keys.

Once the command is successfully executed, the eUICC SHALL use this new set of keys for
decryption and MAC verification of subsequent SCP03t blocks of data, and encryption and
MACIing of responses. The key type of the new set of keys is the same as the session keys
they replace.

If the command message is accepted, a Response TLV with tag ‘87" and length zero SHALL
be returned. This TLV does not returnan R-MAC.

In case of an error, tag '9F47' is used (see NOTE 1 above). The following values are
defined:

e '01": errorinlength or structure of command data
o '02': security error

41.34 Connectivity Parameters Update using SCP03
Function name: UpdateConnectivityParameters SCP03

Related Procedures: Connectivity Parameters Update using SCP03

Function group: eUICC Management

Function Provider entity: ISD-P

Description: This function is used to update Connectivity Parameters on the eUICC.
This function has the following parameter:

e ISD-P AID
e Connectivity Parameters

Prerequisites

e None
Function flow

Upon reception of the Connectivity Parameters update command, the eUICC SHALL:

e Update the Connectivity Parameters of the targeted ISD-P
Commands

STORE DATA Command
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This command is a STORE DATA command, as described in GlobalPlatform Card
Specification [6] section 11.11.3.2.

| Code Value | Meaning

CLA ‘80’

INS ‘E2’ STORE DATA

P1 ‘88’ Reference Control Parameter P1 0
P2 ‘00’ BlockNumber (Not used for Enable
Lc XX Length of data field

Data XX Application Data and MAC (if present)
Le Not present

Table 91: STORE DATA Command Message

Parameter P1is coded accordingto the following table:

[og L7 [ 6 L5 | o4 3] 2 |2 | weaning

Last block

0[O0 |- |- |- |- |- | Nogeneralencryptioninformationornon-encrypteddata

0|1 |- |- |- | DGIformatofthe commanddata field

X | X [ X | RFU

Table 92: STORE DATA Reference Control Parameter P1

Data Field Sent in the Command Message

Value Description | MOC

Connectivity Parameters

'3A07' Var

Tag Length Value Description MOC
‘A0 n Connectivity parametersfor SMS protocol
‘Al n Connectivity parametersfor HT TP protocol
‘A2 n Connectivity parametersfor CAT_TP protocol

Table 93: Connectivity Parameters Data Field

The order of protocol connectivity parameters TLVs in the DGI define the protocol priority
order to send notifications definedin section 4.1.1.11. If several TLVs are provided for the
same protocol, the eUICC SHALL use the first TLV for this protocol, and ignore the extra

TLVs for the same protocol.

NOTE 1: Void

NOTE 2:  Multiple occurrences of each Connectivity Parameters TLV are possible, if
they are sent by an off-card entity following a former version of this
document.

SMS parameters coding
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| Tag | Length Value Description | MOC‘
06* | Variable| SMSC Address* M

81 1 P1D** (©]

82 1 DCS** )

Table 94: Coding of Connectivity Parameters for SMS Protocol

* COMPREHENSION-TLV as defined in ETSI TS 102 223 [3], with the CR bit of the tags set
to zero.

** Coding on one byte as specified in 3GPP TS 23.040 [39]
If no PID TLV is present, the eUICC SHALL use a default value of PID=00.
If no DCS TLV is present, the eUICC SHALL use a default value of DCS=04.

HTTP and CAT_TP parameters coding

| Description

Bearer description*

Network Access Name (NAN) *

User Login*

User Password*

Table 95: Coding of Connectivity Parameters for HTTP and CAT_TP Protocols

* Comprehension TLVs as definedin ETSITS 102 223 [3]. The CR bit of the tags SHALL be
set to zero.

Response Message

Data Field Returned in the Response Message:

The data field of the response message SHALL NOT be present.
Processing State returned in the Response Message:

See GlobalPlatform Card Specification [6] section 11.11.3.2.

4.1.4 ESx (Device - eUICC) Interface Description
The eUICC MAY support the Local Enable and Disable command for the Emergency Profile.

The eUICC MAY support the Local Enable and Disable command for the Test Profile.

4.1.41 Local Enable for Emergency Profile
Function name: LocalEnableEmergencyProfile

Function group: Local Management

Function Provider entity: eUICC
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Description: This function is used by the Device to locally enable the Emergency Profile.
The eUICC SHALL NOT send notifications to the SM-SR. The Emergency Profile SHOULD
remain enabled even after a restart of the Device. It is up to the Device to disable the
Emergency Profile.

Prerequisites:

e A Profile with the Emergency Profile Attribute set exists on the eUICC.
e The Profile with the Emergency Profile Attribute set is not already enabled.

Command Description:

The Local Enable and Local Disable of a Profile with the Emergency Profile Attribute set is
realised by using the ENVELOPE command with a dedicated Tag.

Data Field of ENVELOPE

| Tag Length Value Description MOC
‘E4’ 1 00: Local Enable of Emergency Profile M
01: Local Disable of Emergency Profile
02: Local Enable of Test Profile

03: Local Disable of Test Profile
04-FF: RFU

Table 4141: Data Field for Envelope containing Local Enable and Local Disable

Data Field Returned in the Response Message:

The structure of the response datais defined below:

—-— ASN1START

ResultCode ::= [0] INTEGER({
success (0),
errorProfileRef (8), -- Emergency/Test Profile does not exists
errorAlreadyEnabled (9), -- Emergency/Test Profile is already enabled
errorAlreadyDisabled (10), —-- Emergency/Test Profile is already disabled
errorForbidden (12), -- Transition is forbidden for the Test Profile

undefinedError (127)

—-— ASNISTOP

The following table defines the error codes that are permitted for each command:

Response

Command
| ®) © @ @2
LocalEnableEmergencyProfile X X X
LocalDisableEmergencyProfile X X
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Response
Command
© 10 (12)
LocalEnableTestProfile X X X X
LocalDisableTestProfile X X

Table 4141: Error codes allowed for each Local command

NOTE In order to support a legacy implementation for the Device, the eUICC MAY
support implementation specific commands to trigger the Local Enable and
the Local Disable of the Emergency Profile.

41.42 Local Disable for Emergency Profile
Function name: LocalDisableEmergencyProfile

Function group: Local Management
Function Provider entity: eUICC

Description: This function is used by the Device to locally disable the Emergency Profile
and enable the previously enabled Profile. In case the Local Disable fails, the Fall-Back
Mechanism SHALL be activated. The Fall-Back Mechanism SHALL consider that its
previously enabled Profile is the Profile that was enabled before the Local Enable of the
Emergency Profile. After disabling the Emergency Profile the eUICC MAY send a
notification to the SM-SR (see 4.1.1.11)

Prerequisites:

¢ A Profile with the Emergency Profile Attribute set exists on the eUICC
e The Profile with the Emergency Profile Attribute set is enabled

Command and Response Description:

See4.1.4.1

4.1.4.3 Local Enable for Te st Profile
Function name: LocalEnableTestProfile

Function group: Local Management
Function Provider entity: eUICC

Description: This function is used by the Device to locally enable the TestProfile. The
eUICC SHALL NOT send notifications to the SM-SR. The Test Profile SHOULD remain
enabled even after a restart of the Device. It is up to the Device to disable the Test Profile.

Prerequisites:

e A Test Profile exists on the eUICC.
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e The Test Profile is not already enabled.
e The Emergency Profile is not currently enabled.

Command and Response Description:

See4.1.4.1

4144 Local Disable for Test Profile
Function name: LocalDisableTestProfile

Function group: Local Management
Function Provider entity: eUICC

Description: This function is used by the Device to locally disable the Test Profile and
enable the previously enabled Profile. In case the Local Disable fails, the Fall-Back
Mechanism SHALL be activated. The Fall-Back Mechanism SHALL consider that its
previously enabled Profile is the Profile that was enabled before the Local Enable of the Test
Profile. After disabling the Test Profile the eUICC MAY send a notification to the SM-SR
(see 4.1.1.11).Prerequisites:

e A Test Profile exists on the eUICC
e The Test Profile is enabled

Command and Response Description:

See4.1.4.1

5 Off-Card Interface Descriptions

This section provides the description of the interfaces and functions within the Remote
Provisioning and Management system outside the eUICC, including the following:

e ESI, interface between the two entities fulfilling the Role EUM and the Role SM-SR.

o ES2, interface between the two entities fulfilling the Role Operator and the Role SM-
DP.

e ES3, interface between the two entities fulfilling the Role SM-DP and the Role SM-
SR.

e ES4, interface between the two entities fulfilling the Role Operator and the Role SM-
SR, also used between the two entities fulfilling the Role M2M SP and the Role SM-
SR.

e ES4A, interface between the two entities fulfilling the Role Operator and the Role SM-
SR, for the specific purpose of configuring M2M SP authorisations and Operator
notifications

e ES7, interface between the two entities fulfilling the Role SM-SR and the Role SM-
SR.
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The functions in this section are grouped into function groups. Each function groupis
provided by a unigue Role and corresponds to an autonomous and consistent functionality.

When a function group is implemented by a Role, all the functions associated to this function
group SHALL be implemented by that Role. In other words, function groups cannot be
partially implemented,; if a special function is requested, then all the functions of the
corresponding function group SHALL be implemented.

The following table presents the normative list of all the functions that are defined in this
section.

Request-response functions:

Function

Interface Function group Functions

provider Role

RegisterEIlS
ES1 eUICC Management SM-SR
UpdateEISAdditionalPropertiesRequest

GetEIS

AuditEIS

DownloadProfile
SetFallBackAttribute
SetEmergencyProfileAttribute
Profile Management UpdatePolicyRules SM-DP
UpdateSubscriptionAddress
ES2 GetONC

SetONC

GetPLMA

SetPLMA

EnableProfile
Platform Management DisableProfile SM-DP

DeleteProfile

GetEIS

AuditEIS

CreatelSDP

SendData
ProfileDownloadCompleted
SetFallBackAttribute
SetEmergencyProfileAttribute
ES3 SM-SR
Profile Management UpdatePolicyRules
UpdateSubscriptionAddress
UpdateConnectivityParameters
GetONC

SetONC

GetPLMA

SetPLMA
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EnableProfile
Platform Management DisableProfile SM-SR
DeletelSDP

GetEIS

SetFallBackAttribute
SetEmergencyProfileAttribute
UpdatePolicyRules

Profile Management o SM-SR
UpdateSubscriptionAddress
AuditEIS

GetPLMA

ES4

EnableProfile
Platform Management DisableProfile SM-SR

DeleteProfile

PrepareSMSRChange
eUICC Management SM-SR
SMSRchange

GetONC
SetONC
Profile Management SM-SR
GetPLMA

SetPLMA

ES4A

CreateAdditionalKeySet
ES7 eUICC Management HandoverEUICC SM-SR
Authenticate SMSR

Table 96: Request-Response Functions

Notification handler functions:

Function
Interfa Function

e group Notification handler functions rancleries

pient

HandleProfileDisabledNotification
Platform

Managem | HandleProfileEnabledNotification Operator

ent
HandleProfileDeletedNotification

HandleEmergencyProfileAttributeSetNotification
HandleEmergencyProfileAttributeUnsetNotification

. HandleProfileDownloadedNotification
ES2 Profile

Managem | HandlePLMAChangedNotification Operator
ent

HandlePolicyRulesUpdatedNotification
HandleProfileFallBackAttributeSetNotification

HandleProfileFallBackAttributeUnsetNotification

euiCcC HandleSMSRChangeNotification
Managem Operator

ent
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HandleProfileDisabledNotification
Platform
Managem | HandleProfileEnabledNotification SM-DP
ent
HandleProfileDeletedNotification
HandleEmergencyProfileAttributeSetNotification
HandleEmergencyProfileAttributeUnsetNotificationHandleProfileDow
ES3 . nloadedNotification
Profile
e . SM-DP (see
Managem | HandlePLMAChangedNotification
ent NOTE)
HandlePolicyRulesUpdatedNotification
HandleProfileFallBackAttributeSetNotification
HandleProfileFallBackAttributeUnsetNotification
eUICC
Managem | HandleSMSRChangeNotification SM-DP
ent
HandleProfileDisabledNotification
Platform [ HandleProfileEnabledNotification Operator or
Managem M2M SP (see
ent HandleProfileDeletedNotification NOTE below)
HandleEmergencyProfileAttributeSetNotification
ES4 HandleEmergencyProfileAttributeUnsetNotification
Profil HandleProfileDownloadedNotification
Mrgnlae em | HandlePLMACh dNotifi ti M2M SP (See
wa g andle angedNotification NOTE below)
HandlePolicyRulesUpdatedNotification
HandleProfileFallBackAttributeSetNotification
HandleProfileFallBackAttributeUnsetNotification
eUICC
Managem | HandleSMSRChangeNotification Operator
ent
Table 97: Notification Handler Functions
NOTE: the sending of notification to the M2M SP is conditional to authorisation of

the M2M SP by the Operator owner of the Profile

5.1 Function Commonalities

Each functions represents an entry points that is provided by a Role (function provider), and
that can be called by other Roles (function requester).

5.1.1 Common Data Types

The functions provided in this section deal with management of eUICC and Profile, so that
the common data defined in this section need to be used in most of the functions.

5111 Simple Types

Type name

Hexadecimal String

Description

String of even length composed of charactersbetween‘0’to 9’
and ‘A’to ‘F’ or‘a’ to 'f’.

Type definition

AID

The AID (Application IDentifier) of an Executable Load File, an
Executable Module, a security domain, oran Application.

Hexadecimal string representationof 5 to 16
bytes.
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Any date and time used within any interface of thisspecification | String format asspecified by W3C:
YYYY-MM-DDThh:mm:ssTZD
Where
YYYY = four-digit year
MM = two-digit month (01=Jan, etc.)
DATETIME DD = two-digit day of month (01-31)
hh = two digits of hour (00 -23)
mm = two digits of minute (00 - 59)
ss = two digits of second (00 - 59)
TZD =time zone designator (Z, +hh:mm or
-hh:mm)
Ex: 2001-12-17T09:30:47Z
The EID type isfor representing an eUICC-ID. An eUICC-ID is
EID primarily used in the “Embedded UICC Remote Provisioning Hexadecimal stri
and Management System” to identify an eUICC. See section exadecimalstring
2.2.2 forEID description.
The ICCID type isforrepresenting an ICCID (Integrated Circuit | String representation of up to 20 decimal
Card IDentifier). The ICCID is primarily used to identify a | digits, non-swapped.
ICCID Profile.
) ) ) ) Ex: 8947010008, 8947010000123456784.
ICCID is defined according to ITU-T recommendation E.118
[21], with the derivation that up to 20 digitsare allowed. 89470100001234567846
The KCV standsfor"Key CheckValue". It providesthe materal
KCV forreceiving entity to ensure thatit usesthe same key value as | Hexadecimal string
the sending entity. See Annex F for detail of KCV computation.
MSISDN The Mobile Station ISDN (Integrated ServicesDigital NetworR | String representation of up to 15 decimal
Number digits, asdefined in [22]
: : : : String representation of up to 15 decimal
e ) Sptemationa Meble Subscriber dentiy) sed 1 | g includng MGG (@ digis and NN @
' or 3digits), asdefinedin ITUE.212 [12]
String representation of an OID, i.e. of
OoID An Object IDentifier integers separated with dots (for example:
'1.2','3.4.5")
TAR The TAR (Toolkit Application Reference) of a security domain | String - Hexadecimal string representation of
or an Application. exactly 3 bytes
String representation of three integers
The Version type is for indicating a version of any entity used | separated with dots(forexample: 1.15.3’).
VERSION within thisspecification. A versionisdefined by its major, minor
and revision number
Table 98: Simple Types
5.1.1.2 Complex TypesSUBSCRIPTION ADDRESS

The SUBSCRIPTION-ADDRESS type is defined by:

| Data name ‘

msisdn

Description

The MSISDN of the Subscription associated to this Profile.

MSISDN| 1 C

Type No. MOC

imsi

The IMSI of the Subscription associated to thisProfile.

IMSI 1 C

Table 99: Subscription Address

Either the MSISDN, the IMSI, or both, SHALL be present.

NOTE:

V4.1

Additional address types could be added depending of the deployment
mode (for example: SIP-URI).
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5.1.1.2.2 POL2-RULE
The POL2-RULE type is defined by the following data structure:

| Data name Description Type No. MOC

Identifiesthe subject on whichthe rule hasto be applied.
subject In the current version of this release, the possible subject s restricted to | ENUmeration{fPROFILE}| 1 | M
“PROFILE”.
Enumeration{fENABLE,
action Identifiesthe action/function on whichthe rule hasto be applied. DISABLE, 1 M
DELETE}
Enumeration{
qualification | Indicatesthe final result of the rulethat hasto be applied. Not allowed, 1 M
Auto-delete}

Table 100: POL2 Rule

The Policy Rules defined in GSMA ‘Remote Provisioning Architecture for Embedded UICC’
[1] are translated as follows:

1. “Disabling of this Profile not allowed”
Subject="PROFILE”, action="DISABLE”, qualification="Not allowed”

2. “Deletion of this Profile not allowed”
Subject="PROFILE”, action="DELETE”, qualification="Not allowed”

3. “Profile deletion is mandatory when it is disabled”
Subject="PROFILE”, action="DISABLE”, qualification="Auto-delete”

Any other combination SHALL be treated as not valid regarding this specification release.

5.1.1.2.3 POL2
The POL2 type is defined by the following data structure:

Data name‘ Description

Rules List of Policy Rulesdefinedfora given Profile. | POL2-RULE| 1..N

Table 101: POL2 Type
An empty POL2 SHALL be represented as a POL2 data structure having no rules inside

5.1.1.2.4 PROFILEINFO
The PROFILE INFO type is defined by:

Data name Description Type No.

iccid Identification of the Profile. ICCID 1

The ISD-P-AID of the ISD-P containing the Profile. Thisisthe AID that has
isd-p-aid been allocated at ISD-P creationtime by the SM-SR. The TAR of the ISD- AID 1
Pisincluded inthe ISD-P-AID. See section2.2.1.3.
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Identification of the Operator owner of the Profile.
id Once this information is associated to the Profile, it remains unchanged oID 1
mno-i during the Profile’slife-time.
fallbackAttribute Boolean valueto indicate the Profile having the Fall-BackAttribute set. Boolean 1
SUBSCRIP
subscriptionAddress The addressofthe Subscription associated to thisProfile. TION- 1
ADDRESS
Enumeratio
The current state of the ISD-P containing the Profile as per defined in n{
sat GSMA Remote Provisioning Architecture for Embedded UICC [1]. The [ Created, 1
ate ‘Deleted’ state is not defined asa possible state; a ‘Deleted’ ISD-P will
simply not appearinthe list of eUICC Profiles. Enabled,
Disabled}
Identification of the SM-DP that has initially downloaded and installed the
Profile, or through which the Operator owning the profile MAY perfom
) platform management. Thisvalue can be empty in case the Profile has
smdp-id been loaded during issuance of the eUICC, else the value ismandatory. OID 1
Once this information is associated to the Profile, it remains unchanged
during the Profile’slife-time.
] Indicates an Operator specific type of Profile generated by the SM-DP or .
ProfileType personalised on the eUICC at point of manufacturing (for example 3G_16K) String 1
Indicatesthe amount of cumulative nonvolatile Memory granted to the ISD-
P to contain the Profile. Note that the allocated memory is different fom
the real required memory space for Profile installation; most of the time the
allocated memory will be greater than the strict required memory space
value.
allocatedMemory This information_is provided in case of using the cumulative granted Integer 1
memory mechanism.
The value isexpressed in bytes.
For compatibility with earlier versions of this specification, a value of 0
SHALL denote that no cumulative granted memory was specified during
the installation of the ISD-P containing the Profile.
Indicates the amount of memory free within Profile allocated space. This
information is provided in case of using the cumulative granted memory
mechanism.
freeMemory Integer 1
The value isexpressed in bytes.
pol2 Containsthe POL2 rulesdefined for this Profile. POL2 1
Table 102: Profile Info
NOTE: the presence of each data element is specified in Annex E, according to the

function in which the PROFILE INFO is transmitted.

5.1.1.2.5 KEY-COMPONENT
The KEY-COMPONENT type is defined by:

Description

Definition of the key type coding. This definesthe algorithm associated

with the key, coded on 1 byte. Meaning of the byte value follows Hexadecimal string
type GlobalPlatform Card Specifications [6], section 11.1.8. representation ofexactly 1 | 1 M
byte

i.e.'88'AES (16, 24, or 32 long keys)
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The valueasa binary data. Thisdata SHALL be encrypted with a transport

value key agreed between the provider and the requester. Hexadecimalstring 1 M
Table 103: Key Component

5.1.1.2.6 KEY

The KEY type is defined by:

| Data name Description Type | No. MOC
index The Key index as an integer value between 0 and 127 (as defined in int r 1 M

GlobalPlatform Card Specifications) ege

kev The Key CheckValue of the key KCV 1 M

A simple key is defined using only one Key Component, butitisalo | KEY-

KeyComponents possible to define keyswith multiple key components(like RSA keys) COMPONENT LN M

Table 104: Key Type

NOTE: A key may be:

o asymmetric key. In this case the key will be composed of a single key
component. The key value being the same in SM-SR and eUICC SD.

o anasymmetric key. In this case, the key will be most probably be
composed of multiple key components. The key value in SM-SR being the
counter part of the key value in the eUICC (i.e.: the public key at the SM-
SR and the private key in the eUICC or vice-versa)

5.1.1.2.7 CERTIFICATE
The CERTIFICATE type is defined by:

Data
name

Description Type No. MOC

Indicatesthe index of the private key, beingthe private counterpart of the certificate.
index Index is an integer value between 0 and 127 (as defined in GlobalPlatform Card Integer 1 M
Specifications)

ca-id Identifier of the CA that hasissued (and signed) the certificate. This SHALL match oID 1 M
the CA Identifierincluded inthe certificate itself.
value Value of the certificate. The certificate SHALL be coded accordingto GlobalPlatform | Hexadecimal 1 M

Card Specification UICC Configuration [7],section 9.2.1 string

Table 105: Certificate Type

5.1.1.2.8 KEYSET
The KEY SET type is defined by:

Description

The version of the key set (as an integer value). The verdon
value of a key set SHALL be unique within SD definition. | Integer 1 M
Possible valuesare from 1to 127.

version
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Example: ‘48’ standsfora SCPO03 version ‘30’
Enumeration{
Generally key set usage (SCP03...) can be fully deduced from
tvoe the key set version. If version information should not be used, | SCP03, SCP80, SCP81], 1 o
yp thiselement SHALL be present to indicate the real usage of | TokenGeneration,
thiskey set. ReceiptVerification, CA}
t The counter value linked to the key set. This element is Int 1 o
entr optional: value'0' asto be considered if missing. nteger
keys List of keys containedin the key set KEY 1..128| C(1)
- A certificate (asdefined in GlobalPlatform context) asa counter
certificates part of a secret key loaded ina key set. CERTIFICATE 1..128| C(1)
Table 106: KeySet Type
NOTE: A key set provisioned at SM-SR level may be composed of a set of keys or

certificates.

A key set SHALL include at least one key or certificate. But for a given index, it MAY exist
only one key or one certificate.

5.1.1.2.9 SECURITY-DOMAIN
The SECURITY-DOMAIN type is defined by:

Data L
name Description Type No. MOC
aid The AID of the security domain AID 1 M
The list of TARs allocated to security domain, asan SD MAY have several
tars TARs. Ifthislistis empty, the implicit TAR isdefined by the byte 13, 14, 15 TAR 1.N 0

of the AID.

The security domain Provider ldentification Number as defined in
sin GlobalPlatform Card Specification [6]. The owner of the security domain | Hexadecimal string 1 M
endorsing the Role defined inthe ‘role’ data

sdin The security domain Identification Number as defined in GlobalPlatfom

A Hexadecimal strin 1 M
Card Specification [6] 9

e . ; numeration{ISD-R,
role Identification of the Role of the security domain. ECASD} 1 M

keysets [ The list of key sets definedwithin the security domain KEYSET 1.127| M

Table 107: Security Domain Type

5.1.1.2.10 EUICC-CAPABILITIES
The EUICC-CAPABILITIES type allows listing the capabilities supported by the eUICC.

The EUICC-CAPABILITIES type is defined by:

Data name Description Type No. MOC
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CAT_TP-
Support

If CAT_TP accordingto ETSITS102 127 [25] issupported by the eUICC. Boolean| 1

CAT_TP-
Version

SHALL containthe highest supported release number of ETSI TS 102 127 (defining
CAT_TP)thatisimplemented by the eUICC.

Conditionalto th rt of the CAT_TP.
onditionalto the supporto e _ Version | 1

In case of support, the supported version SHALL be atleast the minimum version
mandated by the present specification.

HTTP-Support

If RAM over HTTP according to GlobalPlatform Card Specification Amendment B | Boolean| 1
[8] is supported by the eUICC.

HTTP-Version

SHALL contain the highest supported release number of GlobalPlatiorm
Amendment B (defining RAM over HT TP) thatisimplemented by the eUICC.

Conditional to the support of the HTTP. .
PP Version |1

In case of support, the supported version SHALL be atleast the minimum version
mandated by the present specification.

secure-packet-
version

SHALL containthe highest supported release numberof ETSITS 102 225 (defining
secure packet)thatisimplementedby the eUICC.

The support of thisfeature as defined in ETSI TS 102 225 isnot optional. The | Version | 1
supported version SHALL be at least the minimum version mandated by the present
specification.

Remote-
provisioning-
version

SHALL contain the highest supported release number of thisspecification SGP.02
that is implemented by the eUICC. The support of this feature is obviously not
optional.

As a consequence, the eUICC SHALL be compliant will all relevant specifications
referenced in thisspecification.

Note 1: If the document version has less than three digits, one or more extra “.0”
SHALL be appended to obtaina value that conformsto the type “Version” defined
in Table 98. For example a value of “3.1.0” denotes that the eUICC is compliant
with version 3.1 of SGP.02

Version | 1

Note 2: For backwards-compatibility reasons, if an EIS containsa value “1.1.0” for
thisfield, the off-card entity SHALL assume thatthe eUICC iscom pliant with verson
3.0 0f SGP.02 oreatrlier.

Note:

Table 108: eUICC Capabilities Type

Additional eUICC capabilities MAY be indicated in the EIS’s
AdditionalProperties (cf section A.3.5). This specification defines the
following combinations of key:values, but other capabilities MAY be
supported by EUMs:

Key ‘ Value

“gsma.ESIM.DNSResolverClientSupport” | “true” or “false”

(an absent key/value pairhaving the defaultmeaning of “false”)

MOC‘

“gsma.ESIM.OSUpdateSupported” “true” or “false”

(an absent key/value pairhaving the defaultmeaning of “false”)

“gsma.ESIM.updatedPlatformVersion” an EUM specific string identifying the version of the OS after the update
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“gsma.ESIM.JavaCardVersionSupported” | Thisfield SHALL be presentif the eUICC is compliant with version4.1or [ C
later.

If the eUICC supports Java Card ™ [66], the value SHALL be a string
formatted as type VERSION, indicating the version of Java Card
supported.

If the eUICC does not support Java Card™ [66], the value SHALL be the
string “none”.

Note 1: thisfield may be presentifthe eUICC is compliant with an eafier
version.

Note 2: See section 2.2.7 forthe requirement onthe minimal version.

Note 3: this field is new in version 4.1 of this specification, so servers
compliant with former versionsmay notinterpretit; however, the previous
versions already mandate the SM-SR to carry the information e.g. in
GetEIS orin ES7.HandoverEUICC.

“gsma.ESIM.ProfilePackageVersions’ This field indicates the list of major versions including the associated | M
highest minorversion number of the SIMalliance eUICC Profile Paclage:
Interoperable Format Technical Specification [53] supported by the eUICC.

The list shall be providedin a single string, where each version isa string
formatted astype VERSION, and the differentversions, if more than one,
are separated by a semi-colon.

“gsma.ESIM.UICCCapability” Thisfield indicates the UICC Capabilities supported by thiseUICC. The | M
SM-DP MAY use those fieldsto select ortailorthe proper Profile Package
to install on thiseUICC.

The value of thisfield SHALL be the hexadecimal representation of the

value part of the DER encoded UICCCapability dataobject defined
infigure 511210-A (i.e., withouttag and length fields).

Table 109: AdditionalProperties denoting additional e UICC capabilities

The UICC Capabilities to be indicated in the EIS in this version of the specification are
defined as follows:
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—-— ASN1START
—-- Definition of UICCCapability
UICCCapability ::= BIT STRING {
/* Sequence is derived from ServicesList[] defined in SIMalliance PEDefinitions*/
contactlessSupport(0), -- Contactless (SWP, HCI and associated APIs)
usimSupport (1), -— USIM as defined by 3GPP
isimSupport (2), —-—- ISIM as defined by 3GPP
csimSupport (3), —-—- CSIM as defined by 3GPP2
akaMilenage (4), -— Milenage as AKA algorithm
akaCave (5), —-- CAVE as authentication algorithm
akaTuakl28(0), —-- TUAK as AKA algorithm with 128 bit key length
akaTuak256(7), -—- TUAK as AKA algorithm with 256 bit key length
rful (8), —-- reserved for further algorithms
rfu2(9), —-- reserved for further algorithms
gbaAuthenUsim (10), —-—- GBA authentication in the context of USIM
gbaAuthenISim(11), -—- GBA authentication in the context of ISIM
mbmsAuthenUsim(12), -—- MBMS authentication in the context of USIM
eapClient (13), -- EAP client
javacard (14), —-- Javacard support
multos(15), —-—- Multos support
multipleUsimSupport (16), -- Multiple USIM applications are supported within the
same Profile
multipleIsimSupport (17), -- Multiple ISIM applications are supported within the
same Profile

multipleCsimSupport (18), -- Multiple CSIM applications are supported within
the same Profile

berTlvFileSupport (19), -- BER TLV files

dfLinkSupport (20) , —-- Linked Directory Files

catTp(21), -- Support of CAT TP

getIdentity (22), —-— Support of the GET IDENTITY command as defined in

ETSI TS 102 221 [6]
profile-a-x25519 (23), -— Support of ECIES Profile A as defined in 3GPP TS

33.501 [XX]
profile-b-p256(24), -- Support of ECIES Profile B as defined in 3GPP TS

33.501 [XX]
suciCalculatorApi (25) —-- Support of the associated API for SUCI derivation as

defined in 3GPP 31.130 [YY]

}
Figure 511210-A: Definition of UICCCapability

Future versions of this specification may add more bits to UICCCapability. The SM-SR
SHALL transparently handle additional bits. The SM-DP SHALL ignore unknown additional
bits.

5.1.1.2.11 AUDIT TRAIL RECORD

The AUDIT-TRAIL RECORD type contains the description of a Platform or a Profile
Management operation performed by SM-SR or a notification received by SM-SR from the
given eUICC.

The AUDIT-TRAIL-RECORD type is defined by:

Data name Description

V4.1 Page 262 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

EID The EID type is for representing an eUICC-ID. An eUICC-ID is primaiily | EID
used in the “Embedded UICC Remote Provisioning and Subscription
Management System” to identify an eUICC. See section 2.2.2 for EID
description.
SMSRid SMSRid defined SM-SR storing giveneUICC OID
operationDate Date and time oflogged operation DATETIME

operationType

Notification Type asdefined in section 4.1.1.11 or Command Type as
defined below.

Hexadecimal
String

requesterld Identification of the entity that has requested the operation to be | OID
a performed on the eUICC
For commandtype Function Execution Statusasdefined in section 5.15 | £yacutionStat
status is stored us
The ISD-P-AID of the ISD-P containing the Profile. Not present in cae
ISD-P-AID the operation type does not concern a specific ISD-P AID (example: AID

EstablishISDRkeyset)

The ICCID of the Profile.

ICCID Not presentin case the operation type doesnot concern a specific ISD- String 1

P AID (example: EstablishISDRkeyset)

See ETSITS 102 223[3], clause 8.20 Hexadecimal

IMEI String 1
MEID See ETSITS 102 223[3], clause 8.81 gter?r?;ecimal 1
Table 110: Audit Trail Record Type
NOTE: Requester Id OID is empty in case of notification.

5.1.1.2.12 Command Type
Command type coding:

e ‘0100’: CreatelSDP

e ‘0200’: EnableProfile

e ‘0300’: DisableProfile

e ‘0400’: DeleteProfile

e ‘0500’: eUICCCapabilityAudit

e ‘0600’: MasterDelete

e ‘0700’: SetFallbackAttribute

e ‘0800’: EstablishISDRkeyset

e ‘0900’:FinaliselSDRhandover

e ‘0OA00’: SetEmergencyProfileAttribute
e ‘OB00’to ‘FFO0’RFU

NOTE: 1st byte is reserved for Notification Type as defined in section 4.1.1.11
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511213 EIS
The EIS type is for representing eUICC Information Set.

Data name Description

eid Identification of the eUICC. EID 1
See section 5.1.1.1 fortype description.

This information is initially provided by the EUM at
registration time, and remains unchanged during all the
eUICC’s lifetime.

eum-id Identification of the eUICC Manufacturer (i.e. Card Vendor) | OID 1
that hasmanufactured theeUICC.

This information is initially provided by the EUM at
registration time, and remains unchanged during all the
eUICC's lifetime.

The ‘eum-id indication, jointly with the ‘platformType’ and
‘version, may especially be useful forthe SM-DP to perform
the Profile generationand packaging.

productionDate The date/time where the eUICC hasbeen manufacturedby | DATETIME 1
the card vendor.

This information is initially provided by the EUM at
registration time, and remains unchanged during all the
eUICC's lifetime.

platformType Indication of the eUICC platform/OS type. String 1

This information is initially provided by the EUM at
registration time, and remains unchanged during all the
eUICC’s lifetime.

The content of thisfield isnot enforced by this specification;
the EUM can use any convenient string value.

platformVersion Indication of the version of the eUICC platform/OStype. VERSION 1

This information is initially provided by the EUM at
registration time, and remains unchanged during all the
eUICC's lifetime.

remainingMemory Indicatesthe current total available memory (whateverthe | Integer 1
underlying technology, flash or eeprom) for Profile
download andinstallation.

Thisvalue MAY be either:-

e avalue cachedbythe SM-SRbased on theinitial
total memory and memory required by all Profiles
currently loadedon the eUICC.

e avalue retrieved from theeUICC
The value isexpressed in Bytes.

This information is initially provided by the EUM at
registration time, but may change accordingto the eUICC

usage.
Availablememoryforprofil | Indicates the free memory (whatever the underlying | Integer 1
es technology, flash, eeprom) without any Profile, availablefor

Profile(s) loading andinstallation.

Thisvalue isinitially provided by the EUM at the registration
time. Itis calculated when the ISD-R and the ECASD are
created, instantiated and personalized.

Thisvalue isinformative. The SM-SR cannotknow how this
value evolvesduring the card life cycle when a patch ora
filter is applied or when the ECASD or the ISD-R
configuration is modified. The SM-SR SHALL return the
value that it received initially via ES1.registerEIS or via
ES7.HandoverEUICC.
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lastAuditDate

Some information part of the EIS can be refreshed by
requesting directly the information tothe eUICC to have the
list of information that can be retrieved. This indicates the
last date where such operation has been performed, and
so indicatingthe freshnessof the information stored at SM-
SR level.

Thisinformation isoptional. If not present, itmeansthat no
audit hasbeen performed on the eUICC.

DATE

smsr-id

Identification of the SM-SR currently in charge of eUICC
management.

Thisinformation may change during the eUICC’slifetime.

OID

isd-p-loadfile-aid

AID of the Executable Load Fileto be used forinstantiation
ofan ISD-P.

This information is initially provided by the EUM at
registration time, and remains unchanged during all the
eUICC's lifetime.

AID

isd-p-module-aid

AID of the Executable Module to be used forinstantiation of
an ISD-P.

This information is initially provided by the EUM at
registration time, and remains unchanged during all the
eUICC’s lifetime.

AID

profiles

List of Profilescurrently installed on the eUICC.

This information is initially provided by the EUM at
registration time, and may change during the eUICC’s
lifetime.

PROFILE INFO

ISD-R

Containsthe informationrelated to the ISD-R

SECURITY-DOMAIN

ECASD

Containsthe informationrelated to the ECASD

Althoughthe type of thisdataisSECURITY-DOMAIN, some
restrictions apply in order to ensure the consistency of the
signature when thisstructure is stored or reconstructed:

e Thedata SHALL contain onesingle Tar element,
with the TAR value for the ECASD specified in
Annex H.

e Ifthereismore than one Keyset or Certificate per
ECASD, they SHALL be ordered according to:

o The Keyset 'version' if there is more
than one Keyset

o  The Cettificate 'index' if there ismore
than one Certificate per Keyset

SECURITY-DOMAIN

Containsthe capabilitiessupported by the eUICC.

eUICC-Capabilities This information is initially provided by the EUM at CE:X:‘—S::B-ILITIES
registration time.

audit trail History of all the platform and Profile Management | AUDIT-TRAIL-
operationsoreUICC notificationsrelatedto the eUICC RECORD

signatureAlgorithm

Indicatesthe signature algorithm used by the EUM to sign
the relevant part of the EIS. See Annex E to have details of
the data that SHALL be included in the signature.

The algorithm naming follows RFC 4051 [24]

Enumeration{

rsa-sha256, rsa-
sha384,

rsa-sha512,

ecdsa-sha256,
ecdsa-sha384,
ecdsa-sha512

}
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Signature Signature value of the EUM. See Annex E to have details | Byte[] 1
of the data includedin the computation of the signature

AdditionalProperty Optional additional information. Seetable 111-B See Annex A.TODO 0..N
Table 111: EIS Type

NOTE: NOTE: the presence of each data element is specified in AnnexE,
according to the function in which the EIS is transmitted.

NOTE: The ISD-P(s) are not represented in the EIS as a pure SECURITY-DOMAIN
data type; ISD-P information is directly included in the Profile representation
without distinction as the SM-SR doesn’t have access to ISD-P credentials.

NOTE: All values defined as Integer SHALL be encoded in decimal.

For extensibility purpose, additional information MAY be carried in the EIS. These
information SHALL be specified as AdditionalProperties as specified in section Error! R
eference source not found.. This specification defines the following combinations of
key:values, but other combinations MAY be supported by EUMs:

Key | Value

“gsma.ESIM.ES1 transportKey” A string agreed between requester and provider, allowing to identify the
transport key used to cipherkey components

“gsma.ESIM.ES1.SCP80.KeySize” Length of keysin SCP80 keysets of ISD-R”

“gsma.ESIM.ES1.SCP81.KeySize” Length of keysin SCP81 keysets of ISD-R”

“gsma.ESIM.EmergencyProfileAttribute. AID"| ISD-P-AID of the Profile with the Emergency Profile Attribute Set, if any. If this
value isempty ormissing, no Profile on thiseUICC hasthe Emergency Profile
Attribute set.

“gsma.ESIM.TestProfile AID” ISD-P-AID of the Test Profile, if any. If thisvalue isempty or missing, no Test
Profile ispresent on thiseUICC.

Table 111-2: Common Additional Properties

5.1.1.214 PLMA
The PLMA type is defined by:

Data name | Description | Type | No. MOC

mno-id Identification of the Operator owner of the Profilesconcerned by thisPLMA. oIb 1 M

See section 5.1.1.1 fortype description.

profileType Identification of the Profile Type of the Profilesconcermedby thisPLMA.

This is an arbitrary String that is meaningful only in the context of a given
Operator (mno-id). String| 1 M

An empty profileType string meansall Profile owned by the Operator identfied
by mno-id, and havingan empty Profile Type orno Profile Typein the EIS.

Identification of the M2M SP that will issue requests to the SM-SR to perfom
m2m-sp-id authorised operations, orthat will receive authorised notifications. oID 1 M

See section 5.1.1.1 fortype description.
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See sections 5.7.1.1 and 5.7.1.2 for the specification of how the SM-SR can
identify therequesterwhen itreceivesES4 and ES3 requests

A list of operation names that identify either requests that the M2M SP will be
authorised to send to the SM-SR, or notificationsthat the M2M SPis authorised
to receive from the SM-SR, related to the profilesmatching the other criteria in
thisrequest.

Any operation notin thislistisnot or no longerauthorised for Profilesmatching
authorisedOperations| the other criteria in this PLMA! in this case the M2M SP isnot authorieed to | String| 0...N| M
execute the request, or to receive the notification, identified by the operation
name.

An empty list means no operation is allowed, and can be used to remove all
authorisations, for Profilesmatching the other criteria in this PLMA

See belowthe possible valuesof thisString

Table 511214-A: PLMA Type

Each String in the authorisedOperations list SHALL be a distinct operation name among

table 511214-B below.

| Operation name

Meaning of the corresponding authorisation

GetEIS

The M2M SP is authorised to view any Profile that matches the other
criteriain the PLMAin the EIS it could getviaES3 orES4

AuditEIS

The M2M SP is authorised to audit via ES3 or ES4 any Profile that
matchesthe othercriteria inthe PLMA

EnableProfile

The M2M SP is authorised to request EnableProfile via ES3 or ES4 on
any Profile that matchesthe othercriteriain the PLMA

DisableProfile

The M2M SP is authorised to request DisableProfile via ES3 or ES4 on
any Profile that matchesthe othercriteriain the PLMA

DeleteProfile

The M2M SP isauthorised to request deletion via ES3 or ES4 on any
Profile that matchesthe other criteriain the PLMA

setEmergencyProfileAttribute

The M2M SP is authorised to request setting the Emergency Profile
Attribute via ES3 or ES4 on any Profile that matchesthe other criteria in
the PLMA

unsetEmergency ProfileAttribute

The Operator or M2M SP is authorised to unset the Emergency Profile
Attribute on any Profilethatmatchesthe other criteria in the PLMA, asthe
result of requesting to setit on another Profile

SetFallBackAttribute

The M2M SP isauthorised to request setting the Fall-Back Attribute via
ES3 or ES4 on any Profile that match the other criteriainthe PLMA

UnsetFallBackAttribute

The Operatoror M2M SP isauthorised to unset the Fall-BackAttribute on
any Profile that match the other criteria in the PLMA, as the result of
requesting to setit on another Profile

UpdateSubscriptionAddress

The M2M SP is authorised to request UpdateSubscriptionAddress via
ES3 or ES4 on any Profile that match the other criteria inthe PLMA

HandleProfileEnabledNotification

The M2M SP isauthorised to receive notification viaES3 or ES4 that any
Profile that matchesthe othercriteriain the PLMA hasbeen Enabled

HandleProfile DisabledNotification

The M2M SP isauthorised to receive notification viaES3 or ES4 that any
Profile that matchesthe other criteriain the PLMA hasbeen Disabled

HandleProfile DeletedNotification

The M2M SP isauthorised to receive notification viaES3 or ES4 that any
Profile that matchesthe other criteriain the PLMA hasbeen deleted

HandleProfileDownloadedNoatification

The M2M SP isauthorised to receive notification viaES3 or ES4 that any
Profile that matchesthe other criteriain the PLMA hasbeen downloaded

HandleProfilePolicyRulesUpdatedNotification

The M2M SP isauthorised to receive notificationvia ES3 or ES4 that the
POL2 has been updated on any Profile thatmatchesthe other criteria in
the PLMA
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The M2M SPisauthorised to receive notificationsvia ES3 or ES4 that any
HandleEmergencyProfileAttribute SetNotification | Profile that matchesthe other criteriain the PLMA hashad itsEmergency
Profile Attribute set.

The M2M SPisauthorised to receive notificationsvia ES3 or ES4 that any
HandleEmergencyProfileAttribute UnsetNotification | Profile that matchesthe other criteriain the PLMA hashad its Emergency
Profile Attribute unset.

The M2M SPisauthorised to receive notificationsvia ES3 or ES4 that any
HandleProfileFallBackAttribute SetNotification Profile that matches the other criteria in the PLMA has had its Fall -Back
Attribute set.

The M2M SPisauthorised to receive notificationsvia ES3 or ES4 that any
HandleProfileFallBackAttributeUnsetNotification | Profile that matches the other criteria in the PLMA has had its Fall-Back
Attribute unset.

Table 511214-B: List of Operation Eligible to PLMA

NOTE: There is no explicit operation UnsetEmergencyProfileAttribute and
UnsetFallBackAttribute; the Emergency Profile Attribute or Fall-Back
Attribute are only unset as the result of setting it on another Profile.

5.1.1.2.15 ONC
The ONC type is defined by:

Data name Description | Type | No. MOC

mno-id Identification of the Operator owner of the Profilesconcerned by thisONC. oIb 1 M
See section 5.1.1.1 fortype description.

profileType Identification of the Profile Type of the Profilesconcerned by thisONC.
Thisis an arbitrary String that is meaningful only in the context of a given
Operator (mno-id). String| 1 M
An empty profileType string meansall Profilesforthismno-id which have no
Profile Typesetin the EIS.

A list of notificaionsnamesthat identify which notifications SHALL NOT be snt
from the SM-SR to the Profile owning Operator, related to the Profiles
associated with the Profile Type, providedin thisrequest.

Any notification namesin thislistisnot orno longerrequested by the Operator
owning the Profile, related to the Profiles associated with the Profile Type,
provided in thisrequest.

An empty list meansthat all notificationsare requested by the Operator owning
the Profile, related to the Profilesassociated with the Profile Type, provided in
thisrequest. It can be used to remove all previously configured ONC for this
discardedNotifications| Profile Type. String| 0...N| M

See table 511215-B below forthe format of this String.

If no Operator Notification Configuration has yet been set in the SM-SR for a
given Profile Type, thenthe Operator SHALL receive all natificationsfor status
changesforitsown Profiles, associated with thisProfile Type, see also section
3.21 fordetails.

Table 511215-A: ONC Type

Each String in the discardedNotification list SHALL be a distinct notification name among
table 511215-B below.
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Notification name Meaning of the corresponding configuration

The Operator owning the Profile receivesno notificationsvia ES3 or ES4

HandleProfileDisabledNotification when a Profile, associated with the Profile Type in the ONC, wasdisabled.

The Operator owning the Profile receivesno notificationsvia ES3 or ES4

HandleProfileEnabledNotfication when a Profile, associated with the Profile Typein the ONC, wasenabled.

The Operator owning the Profile receivesno notificationsvia ES3 or ES4

HandleProfileDeletedNotification when a Profile, associated with the Profile Typein the ONC, wasdeleted.

o The Operator owning the Profile receivesno notificationsvia ES3 or ES4
HandleSMSRChangeNotification when the SM-SR, managing an eUICC, has changed and the eUICC is
hosting a Profile which isassociated with the Profile Type in the ONC.

) ) ) ) The Operator owning the Profile receivesno notificationsvia ES3 or ES4
HandleEmergencyProfileAttribute SetNotification | when the Emergency Profile Attribute was set on a Profile, associated with
the Profile Type in the ONC.

] ] | The Operator owning the Profile receivesno notificationsvia ES3 or ES4
HandleEmergencyProfile Attribute UnsetNotification [ when the Emergency Profile Attribute wasunset on a Profile, associated
with the Profile Type inthe ONC

The Operator owning the Profile receivesno notificationsvia ES3 or ES4
HandleProfileFallBackAttribute SetNotification when the Fall-Back Attribute was set on a Profile, associated with the
Profile Typein the ONC.

The Operator owning the Profile receivesno notificationsvia ES3 or ES4
HandleProfileFallBackAttribute UnsetNotification | when the Fall-BackAttribute was unset on a Profile, associated with the
Profile Typein the ONC

Table 511215-B: List of Notifications Requested by ONC

5.1.2 Request-Response Function

A request-response function functionally corresponds to the case where a requestor Role
sends a request message to a replier Role which receives and processes the request,
ultimately returning a message in response. A function may take input data and may provide
output data. A function may also deliver no output data.

Role A
(function requester)

Request (input data) Response ([output data])

Role B

(function provider)

Figure 48: Functions as a Request-Response Data Exchange

At function definition level nothing is said about if the functionis synchronous or
asynchronous.

5.1.21 Validity Period

When a function is called, the function provider takes the responsibility to execute all the
individual execution steps that are required to complete the function. Such processing may
require some time to complete, but the function caller might want this processing duration to
not exceed a specific amount of time called the "function validity period"”, as detailed in the
following use cases:
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e The function processing might no longer be valuable if it ends after the validity period.
For example, a function is only valuable if it is executed within a minute. If more than
a minute has elapsed, then itis no longer required to continue the function execution.

e Processing might not want to wait for an external event that might not occur before a
very long time or an event that might even never occur at all. For example, it is
possible when performing an OTA dialog that the Device is unreachable (switched
off, lost...), or that an acknowledgement message coming from the Device is lost on
the network (for example the loss of a POR coming from an eUICC). If so, it might not
be acceptable to wait several days or weeks for the Device to be switched on again,
or even to wait forever for an acknowledgement message that will never come.

e It is desirable that the function provider system is not overloaded with requests that
will be pending for a long period. The function caller would like to be notified as soon
as possible that the function cannot be processed within a specific amount of time,
and may then implement a calling side retry Policy.

By providing a validity period, the function caller indicates a specific amount of time to the
function provider to process the function. As a consequence, during this validity period, the
function caller SHALL NOT issue the same request again as it might generate duplicate
execution steps within the function provider system.

After the end of the validity period, the function provider SHALL no longer continue with new
execution steps. It is only mandated to tell the function caller that the function processing
has expired. It is then the caller responsibility to either:

e Request the same function again,
e Orsimply abandon the overall process into which the function was called.

Input data "
T Description Type No. MOC
Function
Requester Identification of the function requester. String 1 M
Identifier
Identification of the function call.
Thisidentifierenablesto manage function call retry policies.
When requesting for the execution of a function, the function caller SHALL provide a
unique Function Call Identifier. Uniquenessisto be ensured in itsown perimeter.
In case the function caller wantsto retry the same function, then it SHALL perform the
. same function call, providing the same Function Call Identifier.
Function Call String 1 c
Identifier On function provider side, when receiving this retry attempt, if a call to a function if
performed with an Function Call Identifier of a function already in process in its system,
then the function provider SHALL refuse the new call
If the function provider doesnot want to implementany retry Policy, then it mightignore
thisfield.
The Function Call identifier is only mandatory for request-response functions. It SHALL
NOT be present for notification functions.
Thisfield definesthe length of the period (provided asa number of seconds) during
which the requestis valid. The period startsat the time the function call wasreceived by
the function providerand endsa number of secondslater. During thisperiod of time, the
Validity function provider hasthe responsibility to execute the function.
Period Integer| 1 o
The function provider, on reception of the function call, MAY:
e Acceptthe function call: inthat case the function provider acceptsthe provided
validity period
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. Rejectthe function call:if the function providerimmediately considersthat the
validity period isinvalid (for example too long or too short) or cannot fulfil the
requirements (i.e. cannot start the sequence of operations so that all of the
operationsare completedwithinthe validity period), it SHALL NOT processthe
function and SHALL immediately return a Function Execution Status output
parameter with a Status field set to 'Failed'and a Subject code and Reasn
code of the Status Code Data field set to 'Validity Period not accepted.
The function provider SHALL also indicate to the function caller an acceptable
amount of time into which the request could be fulfilled, by setting the
Acceptable Validity Periodfieldin the output header.

The Validity Period is only present (but optional) for request-response functions. If not
specified, the function caller doesn’t require any specific validity period. Nevertheless the
function providerisfree to apply any internal rule to restrict the validity period (it could be
the case to ensure that a function request will never stay stacked in the system). In that
case the function provider SHALL indicate to the function caller the applied validity period
value in the Acceptable Validity Periodfieldin the output header.

The Validity Period SHALLNOT be present for notification functions.

Table 112: Validity Period Functions Identifier

5.1.2.2 Exceptions

During the processing of a function, an unexpected behaviour may happen. This event,
called an exception in this specification, may cause the function to be ended before the
functional work to be completed (the exception is then considered as an error), or may let
the functional work continue, but under specific conditions (the exception is then called a
warning).

This is the function provider’s responsibility to give information on any exception
encountered during the processing of a function; however the behaviour of the function caller
when receiving this exception may depend on its own context (for example stop its current
processing, or perform a retry attempt, or try a workaround processing, etc.)

5.1.3 Notification Handler function

In some cases, functions are considered as notifications as they functionally correspond to
events sent from one Role to another. If so, the Role that generates the notification is called
the notification source or the notifier, and the Role that receives the notification is called the
notification destination or the notification recipient or notification handler.

Role A

(notification source)

Notification (data)

Role B
(notification recipient)

Figure 49: Notification as One Way Events

By definition, no validity period is applied for a notification, and no data can be returned back
by the notification recipient to the notification source.
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Similarly, no exception is expected in the context of a notification.

5.1.4 Functions Input Header

Non-confidential

All functions (request-response and notification handler) SHALL include the following he ader
as part of the input data:

Input data
name

Function
Requester
Identifier

Description

Identification of the function requester.

No. | MOC

Type

String 1 M

Function Call
Identifier

Identification of the function call.
Thisidentifierenablesto manage function callretry policies.

When requesting for the execution of a function, the function caller SHALL provide a
unique Function Call Identifier. Uniquenessisto be ensured in itsown perimeter.

In case the function callerwantsto retry the same function, then it SHALL perfom the
same function call, providing the same Function Call Identifier.

On function provider side, when receiving this retry attempt, if a call to a function if
performed with an Function Call Identifier of a function already in processin its system,
then the function provider SHALL refuse the new call

If the function provider doesnot want to implement any retry Policy, thenit might ignore
thisfield.

The Function Callidentifierisonly mandatory forrequest-response functions. It SHALL
NOT be present for notification functions.

String 1 C

Validity
Period

Thisfield definesthe length of the period (provided asa number of seconds) during
which the requestisvalid. The period startsat the time the function call wasreceived by
the function providerand endsa number of secondslater. During thisperiod of time, the
function provider hasthe responsibility to execute the function.

The function provider, on reception of the function call, MAY:

e Accept the function call: in that case the function provider accepts the
provided validity period

e Rejectthe function call: if the function providerimmediately considersthat the
validity periodisinvalid (forexample too long ortoo short) or cannot fulfil the
requirements (i.e. cannot start the sequence of operations so that all of the
operations are completed within the validity period), it SHALL NOT process
the function and SHALL immediately return a Function Execution Status
output parameter with a Statusfield set to 'Failed' and a Subject code and
Reason code of the Status Code Data field set to 'Validity Period not
accepted'.

The function provider SHALL also indicate to the function caller an acceptable
amount of time into which the request could be fulfilled, by setting the
Acceptable Validity Periodfieldin the output header.

The Validity Period is only present (but optional) for request-response functions. If not
specified, the function caller doesn’t require any specific validity period. Nevertheless
the function providerisfree to apply any internal rule to restrict the validity period (it could
be the case to ensure that a function request will never stay stacked in the system). In
that case the function provider SHALL indicate to the function caller the applied validity
period valuein the Acceptable Validity Period field inthe output header.

The Validity Period SHALLNOT be present for notification functions.

Integer| 1 O
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Table 113: Functions Input Headers

Additionally to this common header, each function may define its own set of additional input
data.

5.1.5 Functions Output Header

All functions (request-response) SHALL include the following header as part of the output
data. Notifications don't have any output data.

Output data name ‘ Description

The start time and date of the real processing of the
function by the function provider (and not the time and date DATETIME 1 (0]

Processing Start of reception of the request).

P . The function processing end time and date. DATETIME 1 (0]
rocessing End

In case the validity period provided asinput parameter is
not acceptable,thenthe function provider SHALL retuman
acceptable value to the function caller (see section 5.1.4)
asa number of seconds.

Acceptable Validity . . Integer 1 C
Period In case the function call has been rejected because of a

non acceptable validity period the function caller might
then call againthe same functionwith a validity period that
is more convenient (but that MAY however differ from the
exact value of the Acceptable Validity Period field sent in
response to the previousfunction call).

Indicates whether the processing has been completed
correctly ornot.

. . If required, provides information to give details on the | ExecutionStatu
Function Execution . 1 M
Status processing result (status code, status code reason, status s
message...).

The Execution Statustype isdescribed below.

Table 114: Functions Output Headers

Where an Execution Status is:

Data

T Description Type No. MOC

Itindicateswhetherthe processing hasbeen completed correctly or not.

Value 'Executed-Success meansthat the function hasbeen processed correctly. Enumeration
Application output data MAY optionally be part of the function response. {Esxecuted—
uccess,
Value 'Executed-WithWarning' meansthat the function has been processed
correctly, but that warnings have been generated during this execution. Executed- 1 M
Status | Application output data MAY optionally be part of the function response in order | WithWaming,

to provide detailson the warnings. Failed

Value 'Failed' meansthat the function execution hasencountered errorsduring
its processing. The StatusCode Data outputstructure SHALL give the reason of
error in the processing (values depend on the function and MAY be
implementation dependant).

Expired}
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Value 'Expired' meansthat the validity period of the request has expired before
the completion of the function processing. The Status Code Data output structure
MAY give the reason of expiration of the function.

It providesthe reason of the Status.
Status
code

data The StatusCode Data type isdescribed below.

Present only if the Statusis'Execute-WithWarning', 'Failed', or 'Expired'. Statuscodedata | 1 O

Table 115: Execution Status

Where a Status code data is:

Data name Description
. Represents the system elementconcerned by the exception. A

Subject code normative list of subjectsisgivenin section 5.1.6.1 OID 1 M

Reason code Represents _the rgason_of the exception. A normative lig of oID 1 M
reasonsisgivenin section 5.1.6.2
The identifier of the subject or any identification data of the
subject that caused the exception (for example ICCID of the

Subject identifier Profile when the Subjectisa "Profile"). String 1 0
The possible values of the Subject Identifier depend on the
function.

Message It prow_desa textual and huma}n_readable explanatlon of the String 1 o
exception. The Message value isimplementation dependant

Table 116:; Status Code

5.1.6 Status Code

Status codes are used in a function call to indicate that an exception occurred during the
processing of the function.

The “status code” is part of the Function output header (as defined in section 5.5.5). In this
specification, the status codes are representing any exception from a simple warning to an
error.

e When an error is raised (function output header status is ‘Failed’), it means that the
expected functional behaviour has not been completed.

e When awarning is raised (function output header status is ‘Executed -WithWaming”),
it means that the expected functional behaviour has been completed, but under
specific conditions that SHOULD be pointed out by the function provider.

Both Subject code and Reason code fields of the Status code data of the function output
header are represented by an OID (Object IDentifier). These identifiers refer to a list of pre -
defined elements and reasons (see below for details).

5.1.6.1 Subject Code

The Subject code represents, from the function provider perspective, the entity on which the
exception occurred. The subject code can either be its own system (for example: an internal
error), a part of the system (for example: eUICC, Profile ...) or even the function caller itself
(for example: Identification issue).
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GlobalPlatform System, Messaging Specification for Management of Mobile-NFC Services
[23] already defines some subject codes that are organised as a tree representation. This
specification proposes to reuse the category “1. Generic” as defined in [23].

The subjects codes linked with the “Remote Provisioning Architecture for Embedded UICC”,
are regrouped under a dedicated category, which has the identifier value “8. eUICC Remote
Provisioning” to avoid any conflict with the categories already defined in [23].

The possible values for the Subject code used in the context of this specification are defined
as follow:

1. Generic
1.1. Function Requester
1.2.  Function Provider
1.2.1. Validity Period
1.3. Protocol
1.3.1. Protocol Format
1.3.2. Protocol Version
1.4. External Resource
1.5 Extension Resource
1.6 Function
8. eUICC Remote Provisioning
8.1eUICC
8.1.1EID
8.2 Profile
8.2.1 Profile ICCID
8.2.2POL1
8.2.3POL2
8.2.4 Void
8.2.5 Profile Type
8.2.6 Subscription Address
8.2.7 PLMA
8.2.8 ONC
8.3ISD-P
8.3.1ISD-P-AID
8.4 ISD-R
8.5 ECASD
8.5.1 Certification Request

8.5.2 Embedded UICC Certificate Authority
8.6 EIS
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8.7 SM-SR

8.7.1 SM-SR certificate
8.8 SM-DP
8.9 M2M SP

8.10 Operator

5.1.6.2 Reason Code

The Reason code represents, from the function provider perspective, the reason why the
exception occurred.

As for Subject Code, GlobalPlatform System, Messaging Specification for Management of
Mobile-NFC Services [23] already defines some reason codes that are organised as a tree
representation. This specification proposesto reuse the following categories coming from
[23]:

1. Accesserror

Format error

Conditions of use not satisfied

Processing error

Transport error

. Security error

The possible values for the Reason code are defined as follow:

SEYIESE AR

1. Access Error

1.1.  Unknown (ldentification or Authentication)

1.2.  Not Allowed (Authorisation)
2. Format Error

2.1. Invalid

2.2. Mandatory Element Missing

2.3. Conditional Element Missing
3. Conditions of Use Not Satisfied

3.1.  Unsupported

3.2. Maximum Size Exceeded

3.3. Alreadyin Use (Uniqueness)

3.4. Invalid Destination

3.5. Invalid Transition

3.6. Related Objects Exists

3.7. Unavailable

3.8. Refused

3.9 Unknown
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4. Processing Error
4.1. Function Already in Progress
4.2. Execution Error
4.3. Stopped on Warning
4.4. Busy
4.5. Operation Already Processed
4.6. Not Present/ Missing
4.7. Generation Not Possible
4.8. Insufficient Memory
4.9. Unassigned

5. Transport Error
5.1. Inaccessible
5.2.  Timeout
5.3. Timeto Live Expired
54 Delivered With No Response
5.5 Connection Lost

6. Security Error
6.1. Verification Failed
6.2. Decipher Failed
6.3. Certificate Expired

5.1.6.3  Status Code Example
Identification issue example:

State: The function requester tries to access a function, but its credentials are not known to
the function provider

Function processing: The function provider raises an internal exception, as the function
requester couldn’t be identified

Returned Status Code:

e Subject code: 1.1 — Function requester
e Reasoncode: 1.1 — Unknown
Platform Management issue:

State: The function requester tries to create a new ISD-P, but with an ICCID already in used
for another Profile

Function processing: The function provider raises an internal exception, as thereis a
conflicting AID.

Returned Status Code:
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e Subject code: 8.2.1 — Profile ICCID
e Reason code: 3.3 —Already in use

5.1.64 Common Function Status Code
The following table provides the normative list of status codesthat may be raised by any
function defined in this specification. These statuses SHALL be implemented.

In addition each function MAY raise additional specific status codes. In that case, it is
defined explicitly in the function description.

As an implementer’s choice, it is also possible that a function MAY return additional status
codes not described in this specification. The function caller SHALL be ready to handle such
situation.

Common status code when ‘Function execution status’ is ‘failed’

Subj ect . Reason o
Subject Reason Description
code code
Function Unlmqun . . . . .
1.1 1.1 (Identification or | The function callerisunknown to the function provider.
requester o
Authentication)
1.1 Function 1.2 Not R allowed The function callerisnot allowedto use thisfunction.
requester (authorisation)
1.2 Function 4.2 Execution error Internal processing error (thisstatuscode SHALL be returned only
) provider ) when no more accurate statuscode can be returned)
1.2 Function 4.4 Busy Busy: not possible to process the function forthe moment
provider
Validity The requested validity period is not accepted by the function
121 period 3.8 Attt provider.
An input parameter of the function isinvalid (wrong format, not
16 E . 21 Invalid acceptable value...). The contextual message conveyed with the
’ unction ’ nvall status code data SHALL indicate the name of the concemed
parameter.
A mandatory input parameter of the function is missing. The
1.6 Function 2.2 mg&atow Element contextual message conveyed with the status code data SHALL
g o
indicate the name of the concerned parameter.
" A conditional input parameter of the function is missing. The
1.6 Function 2.3 &anltlonal Element contextual message conveyed with the status code data SHALL
issing o
indicate the name of the concerned parameter.

Table 117: Function Execution Status ‘Failed’ Codes

Common status code when ‘Function execution status’ is ‘Expired’

Subject Reason

Subject Reason Description
code Code

The function execution request has expired (end of validity period has been

16 Function 53 ;E\',r:e o reached). Thismay be because the serverhad no time to execute the function or
: ’ expired because the function was requesting a remote communication with the eUICC

which was not present on the networkduring all the validity period.

Table 118: Function Exe cution Status ‘Expired’ Codes
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5.2 ES1 (EUM - SM-SR) Interface Description

5.2.1 Register EIS

Function name: RegisterEIS

Related Procedures: eUICC registration at SM-SR: register a new EIS
Function group: eUICC Management

Function Provider: SM-SR

Description:

This function allows an eUICC Manufacturer (EUM) to register an eUICC represented by its
eUICC Information Set (EIS) within an identified SM-SR information database.

The EIS contains the complete set of data that is applicable for the SM-SR to manage the
lifecycle of this eUICC. This data set is split in two different parts:

o A fixed signed part containing the identification of the eUICC
e Avariable part containing the keys for the Platform Management plus the list of the
different Profile loaded with the identified eUICC

The ISD-R key components SHALL be ciphered using methods agreed in section 2.8.

The metadata describing the ciphering MAY be transported as AdditionalProperties in the
EIS, or MAY be agreed out of band.

This function may return:

¢ A ‘Function execution status’ with ‘Executed-Success’ indicating that the registration
function has been successfully executed on the SM-SR as requested by the function
caller.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table below.

Additional input data:

Input data name Description Type [No. MOC

Thisisthe eUICC Information Set of the eUICC.
EIS See section 5.1.1.2 for type description. | EIS |1-N| M
The list of EIS data fieldsthat SHALL be includedisdefined in Annex E.

Table 119: Register EIS Additional Input Data

Specific status codes

REEE] ‘ Description
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Indicatesthat the EIS identified by thisEID, isalready register withinthe EIS

Related Object| database ofthe SM-SR
8.1.1 |EID 3.6 Exists

8.6 EIS During the verification of the EISsignature, an error occurred.
6.1 Verification failed

During the consistency review of the EIS data, an error was found (for

8.6 EIS example free memory isbiggerthan fullmemory)

2.1 Invalid

Table 120: Register EIS Specific Status Codes

5.2.2 Update EIS AdditionalProperties
Function name: UpdateEISAdditionalProperties

Related Procedures: -

Function group: eUICC Management
Function Provider: SM-SR
Description:

This function allows an eUICC Manufacturer (EUM) to update the AdditionalProperties field
within the EIS in an identified SM-SR information database. The only field that is updated is
“‘gsma.ESIM.updatedPlatformVersion”, the others remain unchanged.

The AdditionalProperties field is defined in Table 109.
This function may return:

¢ A ‘Function execution status’ with ‘Executed-Success’ indicating that the update
function has been successfully executed on the SM-SR as requested by the function
caller.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table below.

Additional input data:

Input data name Description Type No. MOC

Identification of the targeted e UICC.
eid EID 1 M

See section 5.1.1.1 fortype description.

AdditionalProperties | Thisisthe EIS field asdescribed in section5.1.1.2.10. AdditionalProperties 1 M

Table 522-A: Update AdditionalProperties Additional Input Data

Specific status codes
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Subject Reason

Subject Reason |Description
code code

Indicatesthat the EID isunknown to the function provider
8.1.1 |EID 1.1 Unknown

1.6 Function 2.1 Invalid Indicatesthatitisnot allowed to update an additional property in theinput data

Table 522-B: Update AdditionalProperties Specific Status Codes

5.3 ES2 (Operator — SM-DP) Interface Description

5.3.1 Getting eUICC Information
Function name: GetEIS

Related Procedures: Profile Download and Installation
Function group: Profile Management
Function Provider: SM-DP

Description: This function allows the Operator to retrieve up to date the EIS information. The
SM-DP SHALL forward the function request to the SM-SR “ES3.GetEIS” as definedin
section 5.4.1.

Additional input data:

Input data name Description |Type | No. | MOC

Identification of the targeted eUICC to be audited.
eid EID| 1 M
See section 5.1.1.1 fortype description.

smsr-id Identification of the SM-SR currently in charge of eUICC management.| OID | 1 M

Thisinformation may change during the eUICC'’slifetime.

Table 121: Get EIS Additional Input Data

Additional output data:

Output data name Description Type No.| MOC

e relevanteU nformation Setofthe eU

eis See section 5.1.1.1 fortype description. EIS 1] M
The list of EIS data fieldsthat SHALL beincludedisdefined in Annex E.

Table 122: Get EIS Additional Output Data
Specific status codes

In addition to those returned by ES3.GetEIS, this function may return:

Subject Reason
Subject Reason Description

code code
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Indicatesthat the SM-SR, identified by thissmsr-id, is unknown to or whose

8.7 SM-SR | 3.9 Unknown
address cannot be solved by the SM-DP

Table 123: Get EIS Specific Status Codes

5.3.2 Download a Profile

Function name: DownloadProfile

Related Procedures: Profile Download and Installation
Function group: Profile Management

Function Provider: SM-DP

Description: This function allows the Operator to request that the SM-DP downloads a
Profile, identified by its ICCID, via the SM-SR identified by the Operator on the targeteUICC,
the eUICC being identified by its EID.

Function flow

Upon reception of the function request, the SM-DP SHALL perform the following minimum
set of verifications:

e The SM-DP SHALL verify itis responsible for downloading and installation of the
Profile
The SM-DP MAY provide additional verifications.

In case one of these conditions is not satisfied, the SM-DP SHALL refuse the function
request and return a ‘Function execution status’ indicating ‘Failed’ with the relevant status
code (see table below).

The SM-DP SHALL perform/execute the function according to the Profile Download and
Installation procedure described in section 3.1.

This function may return:

e A ‘Function execution status’ with ‘Executed- Success’ indicating that the function has
been successfully executed by the function provider as requested by the function
caller.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4 indicating that the Profile has not been downloaded before the expiration of
the specified Validity Period.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table below, indicating that
the Profile has not been downloaded.

¢ A ‘Function execution status’ indicating ‘Executed_WithWarming’ indicating that the
Profile has been downloaded successfully, but the optional Enable has failed or
expired. In this case, the Status Code and if available, the eUICCResponseData are
the ones reported by ES3.EnableProfile.
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Additional input data:

Input data name Description Type No. MOC

Identification of the targeteUICC.

eid EID 1 M
See section 5.1.1.1 fortype description.

smsr-id Identification of the SM-SR currently in charge of eUICC management. oID 1 M

Thisinformation may change during the eUICC'slifetime.

profileType | Identification of the Profile type to download and installin the eUICC. String 1 C

e Identification of the Profileto download andinstall.
iccid ICCID 1 C

See section 5.1.1.1 fortype description.

enableProfile | Indicatesifthe Profile SHALL be enabled after downloadingand installation. | BOOLEAN | 1 M

Table 124: Download Profile Additional Input Data

NOTE: Operator can either provide ICCID or the Profile type. In case the Profile
type is provided, the SM-DP is free to select one of the Profiles that matches
the Profile type.
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Additional output data:

Output data name Description Type No. MOC

iccid Indicatesthe Profile ICCID that hasbeen downloaded andinstalled icco| 1 c

) Containsthe detailed error retumed by the eUICC in case the function execution | Hex
euiccResponseData | failed on eUICC. The response data isdefined in ES5depending of the requesed | 1 0
function. binary

Table 125: Download Profile Additional Output Data

Specific status codes

In addition to the Status Codes returned by ES3.EnableProfile, this function can return:

Subject Reason
Subject Reason Description

Code code

Indi hat th | i ifi hisEID, i h
811 EID 3.9 Unknown ndicatesthat the eUICC, identified by this , isunknown to the
SM-SR.

Profile Indicatesthat the Profile, identified by thisiccidisunknown to the
8.2.1 1cCID 3.9 Unknown SM-DP.
8.2.1 Profile 12 Not Allowed Indicatesthat the function callerisnot allowed to performthis
o ICCID ' (Authorisation) function on the target Profile.
Profile Indicatesthat the Profiletype identified by thisprofileType is
8.2.5 3.9 Unkn
Type niown unknown to the SM-DP.
825 Profile 12 Not Allowed Indicatesthat the function callerisnot allowed to performthis
o Type ' (Authorisation) function on the Profile Type.
Indicatesthatthe SM-SR, identified by thissmsr-id, is unknown to or
8.7 SM-SR 3.9 Unknown whose address cannot be resolved by the SM-SR

Table 126: Download Profile Specific Status Codes

5.3.3 Updating the Policy Rules of a Profile

Function name: UpdatePolicyRules
Related Procedures: -

Function group: Profile Management
Function Provider: SM-DP

Description: This function allows the Operator to update POL2 of a Profile, identified by its
ICCID, and installed on an eUICC identified by its EID.

The SM-DP SHALL forward this function request to the identified SM-SR by calling the
ES3.UpdatePolicyRules function as defined in section 5.4.6.

Additional input data:
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Input data name Description Type | No. | MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profile
iccid ICCID| 1 M
See section 5.1.1.1 fortype description.

smsr-id . ] OID 1 M
Identification of the SM-SR currently in charge of eUICC management.

Thisinformationmay change during the eUICC’slifetime.

List of POL2 rulesassociated with the identified Profile.
pol2 POL2| 1 M
See section 5.1.1.2 fortype description.

Table 127: Update Policy Rules Additional Input Data
Additional output data:
None
Specific status codes

In addition to those returned by ES3.UpdatePolicyRules, this function may return:

Subject

; Reaso _
Subject Description

code

Indicatesthat the SM-SR, identified by this smsr-id, is unknown to or whose
address cannot be solved by the SM-DP

Table 128: Update Policy Specific Status Codes

8.7 SM-SR 3.9 Unknown

5.3.4 Updating eUICC Information
Function name: UpdateSubscriptionAddress

Related Procedures: Profile Download and Installation, Profile Enabling, Profile Enabling
via SM-DP

Function group: Profile Management
Function Provider: SM-DP

Description: This function enables the caller to update the Subscription Address for a Profile
in the eUICC Information Set (EIS) of a particular eUICC identified by the EID and ICCID.
The Subscription Addressis the identifier, such as MSISDN and/or IMSI, through which the
eUICC is accessible from the SM-SR via the mobile network when the Profile is in Enabled
state. The function replaces the content of the Subscription Address. For consistency within
the system, it is the responsibility of the caller to ensure that all data is provided. The SM-
DP SHALL forward the function request to the SM-SR “ES3.UpdateSubscriptionAddress”
as defined in section 5.4.7.

Additional input data:
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Input data name Description

Identification of the targeted eUICC to be updated.
eid EID 1 M
See section 5.1.1.1 fortype description.
Identification of the targetProfile.

iccid ) o ICCID 1 M
See section 5.1.1.1 fortype description.

newSubscriptionAddress| The new Subscription Address Subscription 1] wm
Address
smsr-id Identification of the SM-SR currently in charge of eUICC oID 1 M

management.

Thisinformation may change during the eUICC’slifetime.

Table 129: Update Subscription Address Additional Input Data
This function has no additional output data.
Specific status codes

In addition to those returned by ES3.UpdateSubscriptionAddress, this function may return:

Subject Reason
Subject Reason Description

code code

Indicatesthat the SM-SR, identified by thissmsr-id, is unknown to or whose

T M-SR | 3. kn
8 SM-SR | 3.9 Unknown address cannot be resolved by the SM-DP

Table 130: Update Subscription Address Specific Status Codes

5.3.5 Profile Enabling

Function name: EnableProfile

Related Procedures: Profile Enabling via SM-DP
Function group: Platform Management
Function Provider: SM-DP

Description:

This function allows the Operator owner of the Profile to request a SM-DP to enable a Profile
in a specified eUICC, eUICC being identified by its EID.

The SM-DP receiving this request SHALL process it according to the “Profile Enabling via
SM-DP” procedure described in the section 3.3 of this specification.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Profile has
been enabled on the eUICC.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4
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A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

Additional input data:

Input data name Description Type No. MOC

eid Identification of the targeted eUICC. EID 1 M

See section 5.1.1.1 fortype description.

smsr-id Identification of the SM-SR currently in charge of eUICC management. oD 1 M

Thisinformation may change during the eUICC’slifetime.

Identification of the Profileto enable.
iccid ICCID| 1 M
See section 5.1.1.1 fortype description.

Table 131: Enable Profile Additional Input Data
Additional output data:

e None

Specific status codes

Subject ) Reason e
Subject Reason Description
code code

811 | ED 3.9 Unknown ISrlglcatesthatthe eUICC, identified by thisEID, is unknown to the SM-
Indicates that the profile change procedure couldn’t complete after
8.2 Profile 51 Inaccessible enabling the target profile, and the profile change was rolled-back on
the eUICC,
8.2.1 Profile 39 Unknown Indicatesthat the Profileidentified by thisICCID is unknown to the SM-
ICCID SR.
Profil Indicatesthat the Profileidentified by thisICCID isknown to the SM-SR
8.2.1 ICrgIIDe 3.4 Invalid destination | but installed on another eUICC than the one identified by the function
caller.
Profile . - . )
8.2.1 IcCID 3.5 Invalid Transition Indicatesthat the Profile wasalready Enabled
82.1 Profile 1.2 Not Allowed | Indicatesthatthe functioncallerisnot allowed to perform thisfunction
o ICCID ) (Authorisation) on the target Profile.
8.2.2 [ POL1 3.8 Refused The POL1 of the impacted Profilesdoesn’t allow thisoperation.
8.2.3 [ POL2 3.8 Refused The POL2 of the impacted Profilesdoesn’t allow thisoperation.
8.4 ISD-R 4.2 Execution error Error during execution of the enabling command on the eUICC.
Indicates that the SM-SR, identified by this smsr-id, is unknown to or
8.7 SM-SR 3.9 Unknown whose address cannot be resolved by the function provider.

Table 132: Enable Profile Specific Status Codes

5.3.6 Profile Disabling
Function name: DisableProfile
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Related Procedures: Profile Disabling via SM-DP
Function group: Platform Management
Function Provider: SM-DP

Description: This function allows the Operator owner of the Profile to request an SM-DP to
disable the Profile in a specified eUICC; eUICC being identified by its EID.

The SM-DP receiving this request SHALL process it according to Profile Disabling via SM-
DP procedure described in section 3.5 of this specification.

This function may return:

¢ A ‘Function execution status’ with ‘Executed-Success’ indicating that the Profile has
been disabled on the eUICC.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’, with a status code as
defined in section 5.4.9, indicating that the Profile has been disabled on the eUICC,
and deleted after application of a POL1 or POL2 rule.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.4.9 or a specific status code as defined in the table here after

Additional input data:

Input data name Description | Type | No. | MOC

) Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

smsr-id Identification of the SM-SR currently in charge of eUICC management. [ OID 1 M

Thisinformation may change during the eUICC’slifetime.

Identification of the Profileto disable.
iccid ICCID| 1 M
See section 5.1.1.1 fortype description.

Table 133: Disable Profile Additional Input Data

Additional output data:
None

Specific status codes

Subject Reason

Subject Reason Description
code code

Indicatesthat the SM-SR, identified by thissmsr-id, is unknown to or whose address

8.7 SM-SR 3.9 Unknown cannot be solved by the SM-SR

Table 134: Disable Profile Specific Status Codes
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5.3.7 Delete a Profile
Function name: DeleteProfile

Related Procedures: Profile and ISD-P Deletion
Function group: Platform Management
Function Provider: SM-DP

Description: This function allows the Operator to request deletion of the target ISD -P with
the Profile to the SM-DP; eUICC being identified by its EID. The SM-DP SHALL forward the
function request to the SM-SR “ES3.DeletelSDP” as defined in section 5.4.10.

Additional input data:

Input data name Description | Type |N0. MOC

Identification of the targeted eUICC.
Eid EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profileto disable.

iccid ICCID| 1 M
See section 5.1.1.1 fortype description.

smsr-id Identification of the SM-SR currently in charge of eUICC management. oD 1 M

Thisinformation may change during the eUICC’slifetime.

Table 135: Delete Profile Additional Input Data
Additional output data:

None

Specific status codes

In addition to those returned by ES3.DeletelSDP, this function may return:

Subject Reason
Subject Reason Description

code code

Indicatesthat the SM-SR, identified by thissmsr-id, is unknown to or whose

8.7 SM-SR | 3.9 Unknown
address cannot be resolved by the SM-DP

Table 136: Delete Profile Specific Status Codes

5.3.8 Notify a Profile is Disabled
Function name: HandleProfileDisabledNotification

Related Procedures: Profile Download and Installation, Profile Enabling via SM-DP, Profile
Enabling, Fall-Back Activation Procedure, Profile Enabling via M2MSP, Profile Disabling via
M2MSP
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Function group: Platform Management
Notification handler/recipient: Operator
Description:

This function SHALL be called to notify that the Profile identified by its ICCID has been
disabled on the eUICC identified by its EID. It is assumed that the ICCID is enough for the
SM-DP to retrieve the Operator to notify. This notification also conveys the date and time
specifying when the operation has done.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description ‘ Type No. [ MOC

Identification of the targeted eUICC.
eid EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profilethat hasbeen disabled.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 137: Handle Profile Disabled Notification Additional Input Data
5.3.9 Notify a Profile Enabling
Function name: HandleProfileEnabledNotification

Related Procedures: Profile Disabling and Profile Disabling via SM-DP, Profile Download
and Installation, Fall-Back Activation Procedure, Profile Enabling via M2MSP, Profile
Disabling via M2MSP

Function group: Platform Management
Notification handler/recipient: Operator
Description:

This function SHALL be called to notify that the Profile identified by its ICCID has been
enabled on the eUICC identified by its EID. It is assumed that the ICCID is sufficient for the
SM-DP to retrieve the Operator to notify.

This notification also conveys the date and time specifying when the operation has been
done. What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:
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Input data name Description Type No. [ MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profilethat hasbeen enabled.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/ime whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 138: Handle Profile Enabled Notification Additional Input Data

5.3.10 Notify a SM-SR Change

Function name: HandleSMSRChangeNotification
Related Procedures: SM-SR Change

Function group: eUICC Management
Notification handler/recipient: Operator

Description: This function SHALL be called for notifying each Operator owning a Profile
hosted in the eUICC, identified by its EID, that the SM-SR has changed. The notification is
sent by the new SM-SR to the SM-DP, which route this notification to the Operator.

This notification also conveys the date and time specifying when the operation has been
done.

This notification is not related to a particular Profile. It is up to the notification recipient to
perform any action related to each Profile that is deployed on this eUICC.

Additional input data:

| Input data name Description | Type |N0. MOC

The relevant part of the eUICC Information Set linked with the Operator

owning the Profile hosted in the eUICC.
eis EIS 1 (M

See section 5.1.1.1 for type description.
Thelistof EIS data fieldsthat SHALL beincludedisdefined in Annex E.

Indication of the date/time whenthe operationhasbeen performed.

completionTimestamp DATETIME| 1 M

See section 5.1.1.1 fortype description.

Table 139: Handle SM-SR Change Notification Additional Input Data

No output data is expected in response to this notification.

5.3.11 Notify a Profile Deletion

Function name: HandleProfileDeletedNotification
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Related Procedures: Profile Enabling, Profile Enabling via SM-DP, Profile Enabling via
M2M SP, Profile Disabling via M2M SP, Profile and ISD-P Deletion via M2M SP

Function group: Platform Management
Notification handler/recipient: Operator

Description: This function SHALL be called to notify that the Profile identified by its ICCID
has been deleted on the eUICC identified by its EID.

This notification also conveys the date and time specifying when the operation has been
done. What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description ‘ Type No. [ MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profilethat hasbeen deleted.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 140: Handle Profile Deleted Notification Additional Input Data

5.3.12 Auditing eUICC Information
Function name: AuditEIS

Related Procedures: Profile Download and Installation
Function group: Profile Management
Function provider: SM-DP

Description: This function allows the Operator to retrieve the up to date information for the
Operator’s Profiles. The SM-DP SHALL forward the request to the SM-SR.

Additional input data:

Input data name Description | Type | No. | MOC

Identification of the targeted eUICC.to be audited
eid EID 1 M
See section 5.1.1.1 for type description.

. Identification of the SM-SR currently in charge of eUICC management.
smsr-id oID 1 M

Thisinformation may change during the eUICC’slifetime.

iccid-list List of “iccid” identifying Profilesto be audited ICCID| 1.N| C
Table 5312-A: AuditEIS Additional Input Data
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If no list of ICCIDs is provided, it is implied that all the EIS data for the Profiles owned by the
requesting Operator is required.

Additional output data:

name

For the relevant eUICC Information Set see section 5.1.1.1 for type description. The lig of
EIS data fieldsthat SHALL be included asdefinedin Annex E.
Eis Only the data for the requested Profiles are returned within the EIS. The Profilesthatdo | EIS | 1 c
notbelong to the requestor are notincludedin the response.
See section 5.4.2 for considerationson data filteringby the SM-SR.

Table 5312-B: AuditEIS Additional Output Data

Specific status codes

In addition to the status codes returned by ES3.AuditEIS, this function may return the
following status codes:

Subject Reason

Subject Reason Description
code code

Indicatesthat the SM-SR, identified by thissmsr-id, isunknown to orwhose address
cannot be resolved by the SM-DP

Table 5312-C: AuditEIS Additional Specific Status Codes

8.7 SM-SR 3.9 Unknown

5.3.13 Setting Authorisations of M2M -SP to Access Profiles
Function name: SetPLMA

Related Procedures: Set Profile Lifecycle Management Authorisations via SM-DP
Function group: Profile Management

Function Provider: SM-DP

Description:

This function allows the Operator owning Profiles to grant PLMAs to an M2M SP to perform
certain operations, or receive certain notifications, related to Profiles, identified by a Profile

Type.

The SM-DP receiving this request SHALL forward it to the SM-SR indicated by the Operator,
according to procedure “Set Profile Lifecycle Management Authorisations via SM-DP”
described in section 3.3.2 of this specification.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the
authorisations have been configured in the SM-SR.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’ with a specific status code
as defined in the table below, indicating that the authorisations have been configured
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in the SM-SR but that some side-effects of this configuration may require the
attention of the Operator.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table below.

Additional input data:

Input data name Description | Type | No. ‘ MOC

plma The specification of the PLMA, andthe criteria onwhich thisPLMA applies PLMA 1 M
See section 5.1.1.2.14 for type description.

Identification of the SM-SR on whichto apply the PLMA.

smsr-id QID 1 M

Table 5313-A: Set PLMA Additional Input Data
Additional output data:

e None

Specific status codes

In addition to the Status codes returned by ES3.SetPLMA, this function can return the
following status codes

Subject Reason

Subject Reason Description
code code

Indicatesthat the SM-SR, identified by thissmsr-id, is unknown to or whose address

8.7 SM-SR 3.9 Unknown cannot be resolved by the function provider.

Table 5313-B: Set PLMA Specific Status Codes
5.3.14 Retrieving Authorisations of M2M SP to Access Profiles
Function name: GetPLMA
Related Procedures: Retrieve Profile Lifecycle Management Authorisations by Operator
Function group: Profile Management
Function Provider: SM-DP
Description:

This function allows the Operator owner of Profiles to retrieve a list of PLMAs applicable to a
certain Profile, or a certain Profile Type, or for a certain M2M SP.

The same function can also be used by the Operator playing the role of an M2M SP, to
retrieve the list of PLMAs granted to this Operator, and applicable to a certain Profile, or a
certain Profile Type, owned by another Operator.
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The SM-DP receiving this request SHALL forward it to the SM-SR indicated by the Operator,
according to procedure “Retrieve Profile Lifecycle Management Authorisations via SM-DP”
described in section 3.3.4 of this specification.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’, and additional output data
providing the PLMAs.

¢ A ‘Function execution status’ with ‘Executed-WIthWarning’, to indicate that the resuilt
was truncated, plus additional output data providing part of the list of applicable
PLMAs.

¢ A 'Function execution status'indicating 'Failed' with a status code as defined in section
5.1.6.4 or a specific status code as defined in the table below.

Additional input data:

Input data name Description
profileType Identification of the Profile type for which PLMAsare searched String | 1 c
m2m-sp-id Identification of the M2M SP for which PLMAsare searched oD 1 c
iccid Identification of one specific Profile forwhich PLMAsare searched iceo | 1 c
mno-id Identification of the Operator owning the Profilesto be matched (thisinput oD 1 c
datum SHALL be present only in case the search criterion isa Profile Type).
See section 5.1.1.1 fortype description.
sms-id Identification of the SM-SR from whichto retrievethe PLMAs. oD 1 M
Thisinformation may change during the eUICC'slifetime.

Table 5314-A: GetPLMA Additional Input Data

One and only one of the input data profileType, m2m-sp-id and iccid SHALL be present.

Additional output data:

Output data name Description Type No. | MOC

The list of PLMAsthat match the search criterion
plma ) o PLMA| N M
See section 5.1.1.2.14 fortype description.

Table 5314-B: GetPLMA Additional Output Data

Specific status codes

In addition to the Status codes returned by ES3.GetPLMA, this function can returnthe
following Status Codes

Subject

: Reaso _
Subject Description

code
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Indicatesthat the SM-SR, identified by thissmsr-id, is unknown to or whose address
cannot be resolved by the function provider.

8.7 SM-SR 3.9 Unknown

Table 5313-C: GetPLMA Specific Status Codes
5.3.15 Notify a Profile Download
Function name: HandleProfileDownloadNotification
Related Procedures: Profile Download
Function group: Profile Management
Notification handler/recipient: Operator (in the role of an M2M SP)

Description: This function SHALL be called to notify an Operator (acting as an M2M SP
from the point of view of another Operator) that the Profile identified by its ICCID has been
downloaded on the eUICC identified by its EID.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description | Type | No. | MOC

Identification of the targeted eUICC.
eid EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profilethat hasbeen downloaded.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

o Indication of the date/time whenthe operationhasbeen perfomed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5315: Handle Profile Downloaded Notification Additional Input Data

5.3.16 Notify the Change of Policy Rules of a Profile

Function name: HandlePolicyRulesUpdatedNotification

Related Procedures: POL2 Update, POL2 Update Via SM-DP
Function group: Profile Management

Notification handler/recipient: Operator (in the role of an M2M SP)

Description: This function SHALL be called to notify an Operator (acting as an M2M SP
from the point of view of another Operator) that the Policy Rules have been updated on the
Profile identified by its ICCID on the eUICC identified by its EID.
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This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

| Input data name Description Type No. ‘ MOC

. Identification of the targeted eUICC.
Eid EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profile whose POL2 hasbeen updated.
iccid ICCID 1 M

See section 5.1.1.1 fortype description.

Value of the POL?2 after being updated by the Operator owningthe Profile
Pol2 POL2 1 M
See section 5.1.1.1 fortype description.

o Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME]| 1 M
See section 5.1.1.1 fortype description.

Table 5316: Handle Policy Rules Updated Notification Additional Input Data

5.3.17 Notify a PLMA Setting
Function name: HandleSetPLMANOotification

Related Procedures: Set Profile Lifecycle Management Authorisation, Set Profile Lifecycle
Management Authorisation via SM-DP

Function group: Platform Management
Notification handler/recipient: Operator (acting in the role of an M2M SP)

Description: This function SHALL be called to notify an Operator (acting as an M2M SP
from the point of view of another Operator) that a PLMA concerning this M2M SP has been
set or updated.

This notification also conveys the date and time specifying when the operation has been
done. In case of multiply handlers are served the SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

| Input data name Description Type No. MOC

The specification of the PLMA that now applies on a Profile Type. PLMA 1 M

Ima h ) . .
P Information about the Profile Type are contained in the PLMA structure.

See section 5.1.1.2.14 for type description.

completionTimestamp DATETIME| 1 M
Indication of the date/tme whenthe operationhasbeen performed.
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|See section 5.1.1.1 for type description. | | |

Table 5317: Handle PLMA Setting Notification Additional Input Data

5.3.18 Setting Operator Configuration to Receive Notifications
Function name: SetONC

Related Procedures: Set Operator Notifications Configuration via SM-DP
Function group: Profile Management

Function Provider: SM-DP

Description:

This function allows the Operator to configure for which of its own Profiles, associated with a
Profile Type, it wants to receive which kind of status change notifications; whatever the origin
of the status change is.

The SM-DP receiving this request SHALL forward it to the SM-SR indicated by the Operator,
according to procedure “Set Operator Notifications Configuration via SM-DP” described in
section 3.21.2 of this specification.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the notifications
configuration has been configured in the SM-SR.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’ with a specific status code
as defined in table 5318-C, indicating that the authorisations have been configuredin
the SM-SR but that some side-effects of this configuration may require the attention
of the Operator.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

Additional input data:

Input data name Description | Type | No. | \Y[e]e

onc The specification of the ONC, and the criterionon whichthisONC applies ONC 1 M
See section 5.1.1.2.15 fortype description.

smsr-id Identification of the SM-SR on whichto apply the ONC. oD 1 M

Table 5318-A: SetONC Additional Input Data

Additional output data:

e None

Specific status codes
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In addition to the Status codes returned by ES3.SetONC, this function can return the
following Status Codes

Subject Reason

Subject Reason Description
code code

Indicatesthat the SM-SR, identified by thissmsr-id, is unknown to or whose address
cannot be resolved by the function provider.

Table 5318-C: SetONC Specific Status Codes

8.7 SM-SR 3.9 Unknown

5.3.19 Retrieving Operator Notification Configuration
Function name: GetONC

Related Procedures: Retrieve Operator Notifications Configuration via SM-DP
Function group: Profile Management

Function Provider: SM-DP

Description:

This function allows the Operator to retrieve a list of status change notifications it does not
want to receive for its own Profiles, associated with a Profile Type.

The SM-DP receiving this request SHALL forward it to the SM-SR indicated by the Operator,
according to procedure “Retrieve Operator Notifications Configuration via SM-DP” described
in section 3.21.4 of this specification.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’, and additional output data
providing the configured ONC.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’ with a specific status code
as defined in table 5319-C, indicating that the authorisations have been configured in
the SM-SR but that some side-effects of this configuration may require the attention
of the Operator, and additional output data providing the configured ONC.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

Additional input data:

Input data name Description

profileType Identification of the Profile Type forwhich the ONC issearched Sting| 1 c

iccid Identification of one specific Profile forwhich the ONC issearched icep | 1 c

smsr-id Identification of the SM-SR from whichto retrieve thisONC. oD 1 M
Thisinformation may change during the eUICC'slifetime.

Table 5319-A: GetONC Additional Input Data
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One and only one of the input data profileType or iccid SHALL be present.

Additional output data:

Output
data name

Description Type No. MOC

The ONCincludingthe list of unwanted notificationsthat match the search criterion
See section 5.1.1.2.15 fortype description.

NOTE:
onc If no Operator Notification Configurationhasyet been setin the SM-SR fora given ONC N M
Profile Type, thenthe output data of thisfunction will list no notificationnames, as
all notificationswill be sent for Profilesassigned with thisProfile Type. See also
section 3.21.4 and table 511215-A for details.

Table 5319-B: GetONC Additional Output Data

Specific status codes

In addition to the list of status codes returned by ES3.GetONC, this function may return the
following list of status codes:

Subject Reason

Subject Reason Description
code code

Indicates that the SM-SR, identified by this smsr-id, is unknown to or cannot be
resolved by the function provider.

Table 5319-C: GetONC Specific Status Codes

8.7 SM-SR 3.9 Unknown

5.3.20 Setting the Emergency Profile Attribute
Function name: SetEmergencyProfileAttribute

Related Procedures: Emergency Profile Attribute Management, Emergency Profile Attribute
Management via M2M SP

Function group: Platform Management
Function Provider: SM-DP
Description:

This function allows the Operator owner of the Profile to request an SM-DP to set the
Emergency Profile Attribute on a Profile in a specified eUICC, eUICC being identified by its
EID.

The SM-DP receiving this request SHALL process it according to the “Emergency Profile
Attribute Management” procedure described in the section 3.25 of this specification (option
b: via SM-DP).

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Emergency
Profile Attribute has been set on the targeted Profile.

V4.1 Page 300 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

Additional input data:

Input data name Description Type No. | MOC

Eid Identification of the targeted eUICC. EID 1 M

See section 5.1.1.1 fortype description.

Identification of the SM-SR currently in charge of eUICC management.

smsr-id oID 1 M

Thisinformation may change during the eUICC’slifetime.

Identification of the Profile on whichto set the Emergency Profile Attribute.

iccid ICCID| 1 M
See section 5.1.1.1 fortype description.

Table 5320-A: Set Emergency Profile Attribute Additional Input Data

Additional output data:

e None

Specific status codes

In addition to the status codes returned by ES3.setEmergencyProfile Attribute, this function
may return the following status codes:

Subject Reason
Subject REEE o] Description
Code code

Indicatesthat the SM-SR, identified by thissmsr-id, is unknown to or whose address
cannot be resolved by the function provider.

8.7 SM-SR 3.9 Unknown

Table 5320-C: Set Emergency Profile Attribute Specific Status Codes
5.3.21 Notifying the Emergency Profile Attribute Setting
Function name: HandleEmergencyProfile Attribute SetNotification

Related Procedures: Emergency Profile Attribute Management, Emergency Profile Attribute
Management via M2M SP

Function group: Profile Management
Notification handler/recipient: Operator

Description: This function SHALL be called to notify that the Emergency Profile Attribute
has been set on the Profile identified by its ICCID on the eUICC identified by its EID.
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This notification also conveys the date and time specifying when the operation has been
done. What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description Type No.

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profilethat hasthe Emergency Profile Attribute set.
iccid ICCID 1 C
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5321: Handle Emergency Profile Attribute Set Notification Additional Input Data
5.3.22 Notifying the Emergency Profile Attribute Unsetting
Function name: HandleEmergencyProfile Attribute UnsetNotification

Related Procedures: Emergency Profile Attribute Management, Emergency Profile Attribute
Management via M2M SP

Function group: Profile Management
Notification handler/recipient: Operator
Description:

This function SHALL be called to notify that the Emergency Profile Attribute has been unset
on the Profile identified by its ICCID, on the eUICC identified by its EID.

This notification also conveys the date and time specifying when the operation has been
done. What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description Type No. | MOC ‘

Identification of the targeted eUICC.
Eid EID 1 M
See section 5.1.1.1 for type description.

Identification of the Profile that hasthe Emergency Profile Attribute unset.
Iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.
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Table 5322: Handle Profile Emergency Profile Attribute Unset
5.3.23 Setting the Fall-Back Attribute
Function name: SetFallBackAttribute
Related Procedures: Fall-Back Attribute Management
Function group: Platform Management
Function Provider: SM-DP
Description:

This function allows the Operator owner of the Profile to request an SM-DP to set the Fall-
Back Attribute on a Profile in a specified eUICC, eUICC being identified by its EID.

The SM-DP receiving this request SHALL process it according to the “Fall-Back Attribute
Management” procedure described in sections 3.28 and 3.29 of this specification.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Fall-Back
Attribute has been set on the targeted Profile.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

Additional input data:

Input data name Description Type No. MOC
eid Identification of the targeted eUICC. EID 1 M

See section 5.1.1.1 fortype description.

Identification of the SM-SR currently in charge of eUICC management.

smsr-id oID 1 M

Thisinformation may change during the eUICC’slifetime.

Identification of the Profile on whichto set the Fall-BackAttribute.

iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Table 5323-A: Set Fall-Back Attribute Additional Input Data

Additional output data:

¢ None

Specific status codes
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In_addition to the status codes returned by ES3.SetFallBackAttribute, this function may
return the following status codes:

Subject Reason

Subject Reason Description
Code code

Indicatesthat the SM-SR, identified by thissmsr-id, is unknown to or whose address
cannot be resolved by the function provider.

Table 5323-C: Enable Profile Specific Status Codes

8.7 SM-SR 3.9 Unknown

5.3.24 Notifying the Fall-Back Attribute is Set
Function name: HandleProfileFallBackAttribute SetNotification

Related Procedures: Fall-Back Attribute Management, Fall-Back Attribute Management via
SM-DP, Fall-Back Attribute Managementvia M2M SP

Function group: Profile Management
Notification handler/recipient: Operator
Description:

This function SHALL be called to notify that the Fall-Back Attribute has been set on the
Profile identified by its ICCID, on the eUICC identified by its EID.

This notification also conveys the date and time specifying when the operation has been
done. What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description ‘ Type No. | MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profile on whichthe Fall-Back Attribute hasbeen set.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/ime whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5324: Handle Profile Fall-Back Attribute Setadditional input data
5.3.25 Notifying the Fall-Back Attribute is Unset
Function name: HandleProfileFallBackAttributeUnsetNotification

Related Procedures: Fall-Back Attribute Management, Fall-Back Attribute Management via
SM-DP, Fall-Back Attribute Managementvia M2M SP

Function group: Profile Management
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Notification handler/recipient: Operator

Description:

This function SHALL be called to notify that the Fall-Back Attribute has been unset on the
Profile identified by its ICCID, on the eUICC identified by its EID.

This notification also conveys the date and time specifying when the operation has been
done. What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

| Input data name Description Type No.

Identification of the targeted eUICC.
Eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profile on whichthe Fall-Back Attribute hasbeen

Iccid unset. iccp | 1| ™

See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5325: Handle Profile Fall-Back Attribute Unset Additional Input Data

5.4 ES3 (SM-DP - SM-SR) Interface Description

This section describes operations and notifications on the interfaces between the SM-DP
and the SM-SR. The SM-DP usually acts on behaf of an Operator. When that is the case,
the SM-DP SHALL indicate, in each request sent to the SM-SR, the mno-id identifying the
requesting Operator. The way the mno-id is provided by the SM-DP is specified in Annex B.

Similarly, the SM-SR SHALL indicate, in each notification sent to the SM-DP, the mno-id
identifying the targeted Operator.

NOTE: The execution of several ES3 functions by the SM-SR is conditioned by the
verification that the Operator requesting to perform an operation on a Profile
via its SM-DP, or the Operator to be notified via its SM-DP:

o Is the owner of the targeted Profile
or
o is authorised for this operation or notification by the owner of the
targeted Profile.

The specification of this verification by the SM-SR is described in sections
5.7.1.2 and 5.7.1.3, based on the identities supplied as described above.

5.4.1 Getting eUICC Information
Function name: GetEIS
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Related Procedures: Profile Download and Installation
Function group: Profile Management
Function Provider: SM-SR

Description: This function allows the SM-DP, requesting on behalf of an Operator, retrieving
the eUICC Information Set (EIS) of a particular eUICC from the SM-SR information database
based on the EID.

The SM-DP SHALL indicate on behalf of which Operator it is requesting this operation.
This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the download
function has been successfully executed on the SM-SR as requested by the function
caller.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table below.

Additional input data:

Input data name Description

Identification of the targeted eUICC.
eid EID| 1 M
See section 5.1.1.1 fortype description.

Table 141: Get EIS Additional Input Data

The SM-SR SHALL filter the list of Profiles returned in the EIS, considering the authorisation
granted by the Profile owners; for each Profile, this includes:

e If the SM-DP indicates that it is requesting this operation on behalf of the owner of the
Profile, the SM-SR SHALL include this Profile in the returned EIS.

e If the SM-DP indicates that it is requesting this operation on behalf of an Operator
that is not the owner of the targeted Profile, the SM-SR SHALL include the Profile in
the returned EIS only if the Operator owning the Profile has granted a PLMA allowing
the operation “GetEIS” to the Operator requesting the operation.

Additional output data:

m Description Type No. MOC
name

The relevant eUICC Information Set of the eUICC. See section 5.1.1.1 for type
eis description. EIS | 1 C
Thelist of EIS data fieldsthat SHALL be includedisdefined in Annex E.

Table 142: Get EIS Additional Output Data

Specific status codes
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Subject Reason
Subject Reason Description
code code

8.1.1 EID 1.1 Unknown Indicatesthat the EID isunknown to the function provider
8.6 EIS 12 Not Allowed | Function requester is not allowed to manage this EIS, identified by
) ' (Authorisation) thisEID.

Table 143: Get EIS Specific Status Codes

5.4.2 Auditing eUICC Information

Function name: AuditEIS

Related Procedures: Profile Download and Installation
Function group: Profile Management

Function provider: SM-SR

Description: This function allows the SM-DP, requesting on behalf of an Operator, to
retrieve up to date EIS information. The SM-SR SHALL use the relevant functions of the ES5
interface to retrieve the information from the eUICC. At the end of the successful execution
of this function, the SM-SR SHALL update its EIS database upon the basis of this
information.

The SM-DP SHALL indicate on behalf of which Operator it is requesting this o peration.

If the SM-DP provides a list of ICCID of Profiles to audit, the SM-SR SHALL verify for each
profile that the Operator, on behalf of which the SM-DP requests this operation,

e s either the owner of the targeted Profile
or
¢ is authorised by the Operator owning the targeted Profile(s)

to perform the operation “AuditEIS” on a Profile that matches the criteria of the PLMA (see
section 5.7.1.1 for the detail of the matching of the criteria).

This SHALL also be applied if the list of ICCIDs identifies

e Profiles that are owned by this Operator
and/or
e Profiles that are owned by other Operators.

The SM-SR MAY provide additional verifications.
This function may return:

e A ‘Function execution status’ with ‘Executed- Success’ indicating that the function has
been successfully executed on the SM-SR as requested by the function caller.
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¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table below.

Additional input data:

Input data name Description | Type | No. ‘ MOC

Identification of the targeted eUICC to be audited.
eid EID 1 M
See section 5.1.1.1 for type description.

iccid-list List of “iccid” identifying Profilesto be audited [ ICCID| 1..N| C

Table 144: Audit EIS Additional Input Data

If no list of ICCIDs is provided, it is implied that all authorised Profiles in the EIS are
requested.

The SM-SR SHALL filter the list of Profiles returned in the EIS, considering the authorisation
granted by the Profile owners; for each Profile, this includes:

e If the SM-DP indicates that it is requesting this operation on behalf of the owner of the
Profile, the SM-SR SHALL include this Profile in the returned EIS.

¢ If the SM-DP indicates that it is requesting this operation on behalf of an Operator
that is not the owner of the targeted Profile, the SM-SR SHALL include the Profile in
the returned EIS only if the Operator owning the Profile has granted a PLMA allowing
the operation “AuditEIS” to the Operator requesting the operation.

Additional output data:

Output data name Description

The relevant eUICC Information Set of the eUICC

eis See section 5.1.1.1 fortype description. EIS| 1| C
Thelistof EIS data fieldsthat SHALL beincludedisdefined in Annex E.

Table 145: Audit EIS Additional Output Data

Specific status codes
Subject REER)
Subject Reason Description

Code code

Indicatesthat the eUICC, identified by thisEID, isunknown to the

8.1.1 EID 3.9 Unknown . .
function provider

Profile Indicatesthat the Profileidentified by one of the ICCIDsin the listis
8.2.1 ICCID 3.4 Invalid destination | known to the function provider butinstalled onanother eUICC than the
one identified by the functioncaller.

Not Allowed One or more Profilesidentified by ICCIDsin the list do not belong to

8.2 Profil 1.2
ronte (Authorisation) function requester
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8.6 EIS 12 Not Allowed Function requesterisnot allowed to manage thisEIS, identified by this
' ' (Authorisation) EID.
. Delivered With No | The function execution request hasbeen delivered to remote entity but
1.6 Function |5.4 . .
Response no response isreceived.

Table 146: Audit EIS Specific Status Codes

5.4.3 Create a New ISD-P in an eUICC

Function name: CreatelSDP

Related Procedures: Profile Download and Installation
Function group: Profile Management

Function Provider: SM-SR

Description: This function allows the SM-DP to request the creation of an ISD-P to the SM-
SR in charge of the management of the targeted eUICC; eUICC being identified by its EID.

Function flow

Upon reception of the function request, the SM-SR SHALL perform the following minimum
set of verifications:

e The SM-SR is responsible for the management of the targeted eUICC
e The Profile identified by its ICCID is not already present within its EIS database
(meaning allocated to another ISD-P)
e The requested amount of memory can be satisfied
SM-SR MAY provide additional verifications.

In case one of these conditions is not satisfied, the SM-SR SHALL refuse the function
request and return a ‘Function execution status’ indicating ‘Failed’ with the relevant status
code (see table below).

The SM-SR receiving this request SHALL process it according to the “Profile Download and
Installation” procedure described in the section 3.1 of this specification.

When the SM-SR ends successfully this function it SHALL update the eUICC EIS by adding
a new Profile entry in the EIS with following values:

e Theiccid value received as parameter

e Theisd-p-aid value as allocated by the SM-SR

¢ The mno-id value received as parameter

e The state value as ‘Created’

e The smdp-id retrieved from the authentication context of the caller

e The Cumulative Granted Non Volatile Memory value received as parameter

NOTE: The initial Subscription Address and the initial POL2 can be set after the
Profile is completely downloaded using the
“ES3.ProfileDownload Completed” function.
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This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the ISD-P has
been successfully created on the eUICC as requested by the function caller.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table below.

Additional input data:

| Input data name Description Type No. MOC

) Identification of the targeted eUICC.
Eid EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profile to download andinstall.
Iccid ICCID 1 M

See section 5.1.1.1 fortype description.

mno-id The identification of the Operator owning the Profile OID 1 M

Indicates the Cumulative Granted Non Volatile Memoryallocated to the ISD-P to

contain the Profile. The value isexpected in Bytes. Integer | 1 M

RequiredMemoty

Indicatesto the function provider that the function caller has something else to do
with the targeted eUICC right after this function execution. Thisindication MAY be
used by the function providerto decideif it hasto keep the remote communication
channel withthe eUICC open (thismay be relevant or not,depending onthe remote
communication channel. Thisis the case for instance for Remote Administration

moreToDo overHTTPS asdefined insection 2.4 4. Boolean | 1 o

The only purpose isto optimise resource management and save execution time of
the overall procedure. Itisup to the function provider to support thisfeature or not.
Thisinputdata isoptional; if missing the function provider SHALL considerthat the

function callerhasnothingelse to do.

Table 147: Create ISD-P Additional Input Data

If the "RequiredMemory" parameter of this ES3.CreatelSDP function call is equal to ‘0’, the
"Cumulative Granted Non Volatile Memory" parameter SHALL NOT be used in the INSTALL
command of the ES5.CreatelSDP function.

Additional output data:

Output data name | Description

The AID, allocated by the SM-SR, of the ISD-P
containing the Profile. The Tar value is included in the AID 1

AID. See Annex H “Coding of the PIX for Embedded UICC note)
Remote Provisioningand Management’ (Normative)”.

isd-p-aid C (see

Containsthe detailed error returned by the eUICC in case the function Hexadecimal
euiccResponseData | execution failed on eUICC. The response data isdefined inES8 exadecimal | 4 (0]

; - string
depending of the requested function.

Table 148: Create ISD-P Additional Output Data

NOTE In case of error or expiration of the function execution, the output dataisd-p-
aid SHOULD be absent.
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This output data isd-p-aid was mandatory in version 3.2 and earlier of this
specification. For backward-compatibility with such versions, the SM-SR
MAY send this output data anyway, and the SM-DP SHOULD be ready to
receive this data, even in case of error and expiration. In such a case, the
value of this data is irrelevant, so the SM-SR SHOULD return a value that is
clearly not a valid AID (ex: ‘0000000000’) and the SM-DP SHOULD ignore
the data, whatever the value is.

Specific status codes

Subject Reason

Subject Description
code code

Indicatesthat the eUICC, identified by thisEID, isunknown to the function
8.1.1 EID 3.9 Unknown provider

Indicatesthat the ICCID isalready allocated to another Profile managed by

Profile ; the function provider.
8.2.1 ICCID 3.3 Alreadyinuse

Error during execution of the creation command on the eUICC. In that case,
the output data “euiccResponseData containsthe exact response coming

Execution
8.4 ISD-R 4.2 error | from the eUICC.
The eUICC has not enough free memory to execute the creation of the new
8.1 eUICC 4.8 Insufficient ISD-P with thisrequired amount of memory.
memory

Table 149: Create ISD-P Specific Status Codes

5.4.4 Download a New Profile
Function name: SendData

Related Procedures: Profile Download and Installation
Function group: Profile Management
Function Provider: SM-SR

Description: This function allows the SM-DP to send securely commands defined in ES8
interface (i.e.: Profile download or establish a key set) to an ISD-P or the ISD-R through the
SM-SR in charge of the management of the targeted eUICC; eUICC being identified by its
EID.

Function flow

Upon reception of the function request, the SM-SR SHALL perform the following minimum
set of verifications:

e The SM-SR is responsible for the management of the targeted eUICC.
o Thetargeted ISD-P (designated in the sd-aid or in the commands) is created on the
eUICC and is managed by the calling SM-DP.
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e If the SM-DP requests to send the commands to the ISD-R: the commands are
allowed to be executed by ISD-R, including ISD-P key establishment as describedin
section 4.1.3.1.

NOTEL: this verification implies the parsing and analysing of the commands.

NOTEZ2: this verification allows to prevent the SM-DP to perform arbitrary operations
in the ISD-R

The SM-SR MAY provide additional verifications.

In case one of these conditions is not satisfied, the SM-SR SHALL refuse the function
request and return a ‘Function execution status’ indicating ‘Failed’ with the relevant status
code (see table below).

This function allows sending commands defined in the ES8 interface in several steps. This
may be necessary in case of the data is too big compared to eUICC capabilities. It is up to
the function caller to determine if it has to handle this situation based on the eUICC
capabilities describedin EIS.

The SM-SR is free to select the most relevant OTA protocol to communicate up to the
eUICC. As a consequence, the dataformat provided by the function caller SHALL NOT
depend of the selected OTA protocol capabilities (for example SM-DP can consider there is
no limit on data length). The data provided by the SM-DP SHALL be a list of C-APDU as
defined in ETSI TS 102 226 [5] section 5.2.1, or TLV commands as defined in this
document, section 4.1.3.3. The SM-SR has the responsibility to build the final Command
script, depending on eUICC capabilities and selected protocol:

¢ by adding the Command scripting template for definite or indefinite length,
e and, if necessary, by segmenting the provided command scriptinto several pieces
¢ and, if necessary, by adding the relevant Script Chaining TLVSs.

Annex K provides a description of heuristics that MAY be used to implement Script Chaining.
This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the function has
been successfully executed by the function provider as requested by the function
caller.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table below.

Additional input data:

Input data
P Description Type No. MOC
‘ name

Identification of the targeted eUICC.
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See section 5.1.1.1 fortype description.
d-aid Identification of the SD which SHALL processthe commandscontained inthe AID 1 M
-al data argument. sd-aid could identify eitherthe ISD-P orthe ISD-R.
The data to send into the targeted ISD-P and eUICC.
The data SHALL contain a lista C-APDU as defined inETSI TS 102 226 [5], Hexadecimal
data section 5.2.1 or TLV commandsasdefined in thisdocument, section 4.1.3.3. The ring 1 M
C-APDU can contain any of the commandsdefinedin ES8interface. The
commandsSHALL be secured according to section 2.5.
moreToDo | See section 5.4.3 fordescription of thisinput data Boolean 1 [@)

Table 150: Send Data Additional Input Data

Due to an ambiguity in former version of the specifications, an SM-DP following a former
version of this document may send all commands of a Profile download procedure (including
ISD-P key establishment commands) pointing the ISD-P as the targeted security domain
(argument sd-aid). For backward-compatibility, the SM-SR SHOULD detect such cases, and
support them by appropriately sending the commands to the ISD-R or the ISD-P.

Additional output data:

| Output data name Description Type No. MOC

Containsthe Random Challenge (RC) in case of the key establishment

procedure orthe detailed errorreturned by the eUICC in case of one Hexadecimal
command executionfailedon eUICC. The response data isdefinedin string
ES8 dependingof the requested function.

euiccResponseData

Table 151: Send Data Additional Output Data

Specific status codes

Subject Reason
Subject Reason Description
code code
Indicates that the eUICC, identified by this EID, is unknown to the
8.1.1 EID 3.9 Unknown function provider
831 ISD-P- 3.9 Unknown Indicatesthat the ISD-P identified by this SD-AID is unknown to the
AID function provider.
83 ISD-P 42 Execution error E}r\r/(; during execution of onecommand, when error occursat ISD-P
8.3.1 ISD-P- 12 Notallowed Indicatesthat the function callerisnot allowed to execute commands
AID (Authorisation) in the targeted ISD-P.
8.4 ISD-R 1.2 Not alloned | Indicates that the function caller is not allowed to execute the
' : (Authorisation) requested commandsin the ISD-R.

Table 152: Send Data Specific Status Codes

5.4.5 Indicating the Profile Download is Completed

Function name: ProfileDownloadCompleted

Related Procedures: Profile Download and Installation
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Function group: Profile Management
Function Provider: SM-SR

Description: This function allows the SM-DP to indicate to the SM-SR that the Profile
download (identified by its ICCID) has been completed on the eUICC; eUICC being identified
by its EID.

This function allows optionally to set a first Subscription Address, typically the MSISDN, and
savesitin the EIS, and optionally a first POL2 associated to the newly download Profile. In
case no POL2 is provided at that time, it means that the Profile won’t be protected by any
POL2 at SM-SR side. But the POL2 MAY be set or updated at any time later using the
“UpdatePolicyRules” function defined in section 5.4.6.

The Subscription Addressis the identifier, such as MSISDN and/or IMSI, through which the
eUICC is accessible fromthe SM-SR via the mobile network when the Profile is in Enabled
state. The Subscription Address MAY be set or updated at any time later using the
“UpdateSubscriptionAddress” function defined in section 5.4.7.

On reception of this function request the SM-SR SHALL immediately update the EIS to set
the identified Profile:

o (Optional) the provided ProfileType as defined in section5.1.1.2.4

e (Conditional) the new Subscription Address. If the Profile is to be enabled after itis
loaded then the Subscription Address becomes mandatory.

e (Optional) the provided POL2

At the end of this function call, the Profile state is “Disabled”. The SM-DP may call the
function “ES3.EnableProfile” (see section 5.4.8) to enable the Profile if required by the
Operator.

This function may return:

e A ‘Function execution status’ with ‘Executed- Success’ indicating that the function has
been correctly executed.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table below.

Additional input data:

Input data name Description

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 for type description.

Identification of the Profile
iccid ICCID 1 M
See section 5.1.1.1 fortype description.
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’ Indicates, throughan SM-DP reference, the type of Profile )
ProfileType Strin 1 O
yp generated by the SM-DP (forexample 3G_16K) 9
_— L . - . SUBSCRIPTION-
subscriptionAddress| The Subscription Addressrelated to the identified Profile ADDRESS 1 O
pol2 The POL2 to associate with the identified Profile. POL2 1 (@)

Table 153: Profile Download Completed Additional Input Data

Additional output data:

No additional data

Specific status codes

Subject Subject Reason Reason Description

code code

Indicatesthat the eUICC, identified by thisEID, isunknown to the
function provider

8.2.1 Profile 3.9 Unknown Indicatesthat the Profileidentified by thisICCID is unknown to the
ICCID function provider.

8.2.1 Profile 3.4 Invalid Indicatesthat the Profileidentified by thisICCID is known to the
ICCID destination function provider but installed on another eUICC than the one identified

by the function caller.

8.2.3 POL2 2.1 Invalid Indicatesthat the POL2 isinvalid

Table 154. Profile Download Completed Specific Status Codes

5.4.6 Updating the Policy Rules of a Profile
Function name: UpdatePolicyRules

Related Procedures: -
Function group: Profile Management
Function Provider: SM-SR

Description: This function allows the SM-DP authorised by the Operator to update POL2 of
a Profile, identified by its ICCID, and installed on an eUICC identified by its EID.

The function can update a Profile in “Disabled” or “Enabled” state and SHALL return an error
for any other Profile state.

The function completely replaces the definition of existing POL2. It means that it is the
responsibility of the caller to provide the complete definition of POL2.

This function may return:
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e A ‘Function execution status’ with ‘Executed- Success’ indicating that the update
Policy Rules function has been successfully executed by the SM-SR as requested by
the function caller.

e A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4
A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as definedin the table below.

Additional input data:

Input data name Description Type No.|MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profile
iccid ICCID| 1 M
See section 5.1.1.1 fortype description.

Listof POLZ rulesassociated with the identified Profile.
pol2 POL2 | 1 M
See section 5.1.1.1 fortype description.

Table 155: Update Policy Rules Additional Input Data

Table 156: Void

Specific status codes

Subject Reason

Subject Description
code code

811 |EID 3.9 Unknown Indicates that the eUICC, identified by this EID, is unknown to the function

provider
Profile Indicates that the Profile identified by this ICCID is unknown to the function
8.2.1 ICCID 3.9 Unknown provider.

Indicates that the Profile identified by this ICCID is known to the function

Profile Invalid - . . . .
8.2.1 ICCID 3.4 destination Eg?l\g?erbutlnstalledon another eUICC than the one identified by the function
8.2.3 | POL2 2.1 Invalid Indicatesthat the POL2 isinvalid.

Table 157: Update Policy Rules Specific Status Codes

5.4.7 Updating eUICC Information
Function name: UpdateSubscriptionAddress

Related Procedures: Profile Download and Installation, Profile Enabling, Profile Enabling
via SM-DP

Function group: Profile Management

Function Provider: SM-SR
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Description: This function enables the caller to update the Subscription Address for a
Profile in the eUICC Information Set (EIS) of a particular eUICC identified by the EID and
ICCID. The Subscription Address is the identifier, such as MSISDN and/or IMSI, through
which the eUICC is accessible fromthe SM-SR via the mobile network when the Profile is in
Enabled state.

The SM-DP SHALL indicate on behalf of which Operator it is requesting this operation.
The SM-SR SHALL verify that the request is:

e Either sent on behalf of an Operator owning the targeted Profile
or

e Senton behalf of an Operator that is not the owner of the targeted Profile, but the
Operator owning the targeted Profile has granted a PLMA allowing the operation
“UpdateSubscriptionAddress” to the Operator requesting the operation.

The SM-SR MAY provide additional verifications.

The function replacesthe contentof the Subscription Address. For consistency within the
system, it is the responsibility of the caller to ensure that all data is provided. This function
may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the
UpdateSubscriptionAddress function has been successfully executed by the SM-SR
as requested by the function caller.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table below.

Additional input data:
‘ Input data name Description Type No. MOC
Identification of the targeted eUICC.

eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the targetProfile.
iccid ICCID 1 M
See section 5.1.1.1 for type description.

newSubscriptionAddress| The new Subscription Address Subscription Address| 1 M

Table 158: Update Subscription Address Additional Input Data
Additional output data:
This function has no additional output data:

Specific status codes

| Subject | Subject Reason Reason Description
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Non-confidential

8.1.1 EID 11 Unknown Indicates.thatthe. EIS identified by thisEID, isunknown to
the function provider

821 ICCID 11 Unknown Indicatesth_atthe Profileidentified by the ICCID, isunknown
to the function provider

826 Subscription 12 Not Allowed Function requesterisnot allowed to manage the

o Address ' (Authorisation) Subscription Address.
Table 159: Update Subscription Address Specific Status Codes
5.4.8 Profile Enabling

Function name: EnableProfile

Related Procedures: Profile Enabling via SM-DP

Function group: Platform Management

Function Provider: SM-SR

Description: This function allows the SM-DP to request a Profile Enabling to the SM-SR in
charge of the management of the targeted eUICC; eUICC being identified by its EID.

The SM-DP SHALL indicate on behalf of which Operator it is requesting this operation.

The SM-SR SHALL verify that the request is

Either sent on behalf of an Operator owning the targeted Profile

or

Sent on behalf of an Operator that is not the owner of the targeted Profile, but the
Operator owning the targeted Profile has granted a PLMA allowing the operation
“EnableProfile” to the Operator requesting the operation.

The SM-SR MAY provide additional verifications.

The SM-SR receiving this request SHALL process it according to “Profile Enabling via SM-
DP” procedure described in the section 3.3 of this specification.

This function may return:

A ‘Function execution status’ with ‘Executed- Success’ indicating that the Profile has
been enabled on the eUICC.
A ‘Function execution status’ with ‘Expired’ with a status code as defined in section

5.1.6.4

A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table here after.

Additional input data:

V4.1

Input data name

Description

Type No. | MOC
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eid Identification of the targeted e UICC. EID 1 M
See section 5.1.1.1 for type description.

Identification of the Profileto enable.

iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Table 160: Enable Profile Additional Input Data

Additional output data:

Output data name Description No.

Containsthe detailed error returned by the eUICC in case the function
euiccResponseData | execution failed on eUICC. The response data is defined in ES8
depending of the requested function.

Table 161: Enable Profile Additional Output Data

Hexadecimal
String

Specific status codes

Subject Reason
Subject Reason Description
code od
8.1.1 EID 39 Unknown Indl(_:atesthatthe eUICC, identified by thisEID, isunknown to the function
provider.
Indicates that the Profile change procedure couldn’t complete after
8.2 Profile 5.1 Inaccessible enabling the target Profile,and the Profile change wasrolled-backon the
eUICC,
821 Profile 39 Unknown Indi(_:atesthat the Profile identified by thisICCID isunknown to the function
ICCID provider.
Profile Indicatesthat the Profile identified by thisICCID is known to the function
8.2.1 ICCID 3.4 Invalid destination | provider but installed on another eUICC than the one identified by the
function caller.
Profile . . . )
8.2.1 ICCID 3.5 Invalid Transition | Indicatesthatthe Profile wasalready Enabled
8.2.1 Profile 12 Not Allowed | Indicatesthat the function callerisnot allowedto perform thisfunction on
e ICCID ’ (Authorisation) the target Profile.
8.2.2 POL1 3.8 Refused The POL1 of the impacted Profilesdoesn’t allow thisoperation.
8.2.3 POL2 3.8 Refused The POL2 of the impacted Profilesdoesn’t allow thisoperation.
827 PLMA 38 Refused No PLMA allowsthe SM-DP, or the Operator on behalf of which the SM-
DP sentthe request, to execute thisoperation.
Error during execution of the enabling command on the eUICC. In that
8.4 ISD-R 4.2 Execution error case, the output data “euiccResponseData” contains the exact response
coming from the eUICC.

Table 162: Enable Profile Specific Status Codes

5.4.9 Profile Disabling
Function name: DisableProfile

Related Procedures: Profile Disabling via SM-DP
Function group: Platform Management

Function Provider: SM-SR
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Description: This function allows the SM-DP authorised by the Operator to request a Profile
Disabling to the SM-SR in charge of the management of the targeted eUICC, eUICC being
identified by its EID.

The SM-DP SHALL indicate on behalf of which Operator it is requesting this operation.

The SM-SR receiving this request SHALL process it according to Profile Disabling procedure
described in section 3.5 of this specification.

The SM-SR SHALL verify that the request is:

e Either sent on behalf of an Operator owning the targeted Profile

or

e Senton behalf of an Operator that is not the owner of the targeted Profile, but the
Operator owning the targeted Profile has granted a PLMA allowing the operation
“DisableProfile” to the Operator requesting the operation.

The SM-SR MAY provide additional verifications.
This function may return:

¢ A ‘Function execution status’ with ‘Executed-Success’ indicating that the Profile has
been disabled on the eUICC.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’, with a status code as
defined below, indicating that the Profile has been disabled on the eUICC, and
deleted after application of a POL1 or POL2 rule.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after

Additional input data:

Input data name Description | Type | No. | MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profileto disable.
iccid _ ~liccp| 1| ™
See section 5.1.1.1 fortype description.

Table 163: Disable Profile Additional Input Data

Additional output data:

Qutput data name Description
. Contains the detailed error returned by the eUICC in case of the | Hexadecimal
euiccResponseDaia function execution failed at the eUICC. String ! o

Table 164: Disable Profile Additional Output Data

V4.1 Page 320 of 456



GSM Association

Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

Specific status codes

Subject : Reason o
Subject Reason Description
code code
Indicatesthat the target Profile can’t be disabled. (forexample the Profile isthe
8.1 euice 3.8 Refused only Profilein the eUICC)
Indicatesthat the Profile change procedure couldn’t complete after enabling the
8.2 Profile 5.1 Inaccessible | Profile with the Fall-BackAttribute set, and the Profile change wasrolled-backon
the eUICC,
8.1.1 EID 3.9 Unknown Indicatesthat the eUICC, identified by thisEID, isunknown to the SM-SR.
821 Profile ICCID | 3.9 Unknown Indicatesthat the Profileidentified by thisICCID is unknown to SM-SR.
profile IcciD | 3.4 Invalid Indicates that the Profile identified by this ICCID is known to the SM-SR but
8.2.1 ofile ’ destination installed on another eUICC than the oneidentified by the function caller.
) Invalid . ) .
8.2.1 Profile ICCID | 3.5 Transition Indicatesthat the Profile wasalready Disabled
pProfile IcciD | 1.2 Not  Allowed | Indicates that the function caller is not allowed to perform this function on the
8.2.1 ronie ) (Authorisation) | target Profile.
Related Object The POL1 of the target Profile hastriggered itsdeletion after disabling it
8272 POL1 3.6 :
Exists Thisstatus code SHALL only be sent along Status ="Executed -WithWaming”
8.2.2 POL1 3.8 Refused The POL1 of the target Profile doesn’t allow thisoperation.
; The POL2 of the target Profile hastriggered itsdeletion afterdisabling it
823 POL2 3.6 Ee_lated Object
Xists Thisstatus code SHALL only be sentalong Status ="Executed-WithWamning”
8.2.3 POL2 3.8 Refused The POL2 of the target Profile doesn’t allow thisoperation.
No PLMA allowsthe SM-DP, orthe Operator on behalf of whichthe SM-DP snt
8.2.7 PLMA 3.8 Refused the request, to execute thisoperation.
Error during execution of the disabling commandon the eUICC. In that case, the
8.4 ISD-R 4.2 Execution error| output data “euiccResponseData contains the exact response coming from the
eUICC.

Table 165: Disable Profile Specific Status Codes

5.4.10 Delete an ISD-P
Function name: DeletelSDP

Related Procedures: Profile and ISD-P Deletion via SM-DP

Function group: Platform Management

Function Provider: SM-SR

Description: This function allows the SM-DP to request deletion of the target ISD-P with the
Profile to the SM-SR in charge of the management of the targeted eUICC; eUICC being

identified by its EID. The target Profile can only be a Profile that can be managed by the SM-
DP authorised by the Operator.

The SM-DP SHALL indicate on behalf of which Operator it is requesting this operation.
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On reception of the function request, the SM-SR SHALL perform the following minimum set
of verifications:

e The SM-SR is responsible for the management of the targeted eUICC

e The ISD-P identified by its AID exists on the targeted eUICC

e The SM-DP is authorised to delete the target Profile by the Operator owning the
target Profile.

e The POL2 of the target Profile allows the deletion

e The target Profile is not the Profile having the Fall-Back Attribute set

The SM-SR SHALL verify that the request is:

¢ Either sent on behalf of an Operator owning the targeted Profile
or

e Senton behalf of an Operator that is not the owner of the targeted Profile, b ut the
Operator owning the targeted Profile has granted a PLMA allowing the operation
“DeleteProfile” to the Operator requesting the operation.

The SM-SR MAY provide additional verifications.

In case one of these conditions is not satisfied, the SM-SR SHALL refuse the function
request and return a ‘Function execution status’ indicating ‘Failed’ with the relevant status
code (see table below).

The SM-SR receiving this request SHALL process it according to “Profile and ISD-P deletion
via SM-DP” procedure described in section 3.7 of this specification.

In case the target Profile is “Enabled”, the SM-SR SHALL automatically disable it before
executing the deletion. This functionis described in section 4.1.1.3 of this specification.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Profile has
been deleted on the eUICC.

e A 'Function execution status' with 'Executed- WithWarning' indicating that the Profile
has been deleted on the eUICC, with a status code as defined in section5.1.6.4 or a
specific status code as defined in the table below

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table below.

Additional input data:

Input data name Description Type | No. | MOC

Identification of the targeted eUICC.
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See section 5.1.1.1 fortype description.

iccid Identification of the Profileto delete. ICCID| 1 M

See section 5.1.1.1 fortype description.

Table 166: Delete ISD-P Additional Input Data

Additional output data:

Output data name Description Type No. MOC

Containsthe detailed error returned by the eUICC in case the function execution
failed on eUICC. Theresponse dataisdefinedin ES8depending of the requested
euiccResponseData | function. Byte[][|] 1 | O

Table 167: Delete ISD-P Additional Output Data
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Specific status codes

Subject Reason
Subject Reason Description
code code
3.9

Indicatesthat the eUICC, identified by thisEID, isunknown to the
8.1.1 EID . .
function provider.

Unknown

821 Profile 3.9 Unknown Indic.atesthat. the Profileidentified by thisICCID is unknown to the
ICCID function provider.

Indicatesthat the Profileidentified by thisICCID is known to the function

Profil
8.2.1 IC;?ZIIDe 3.4 Invalid destination | providerbutinstalledon anothereUICC than the one identified by the
function caller.
821 Profile 12 Not Allowed Indicatesthat the function callerisnot allowed to performthisfunction
- ICCID ' (Authorisation) on the target Profile.
821 Profile 38 Refused Indicatesthat the Profile cannot be deleted because itisthe last Profile
- ICCID ' ofthe eUICC orthe Fall-BackProfile.
8.2.2 POL1 3.8 Refused The POL1 of the Profile doesn’t allow thisoperation.
8.2.3 POL2 3.8 Refused The POL2 of the Profile doesn’t allow thisoperation.
No PLMA all the SM-DP, orth t behalfof which the SM-
8.27 PLMA 38 Refused [o) allowsthe S or v_eOpera _oron ehalfof which the
DP sentthe request, to execute thisoperation.
8.3 ISD-P 4.6 Not Present / The target ISD-P wasnot found on thiseUICC (in thiscase the Function
' ; ' Missing Execution Status SHALL be ‘Executed- WithWarning’

Error during execution of the deletion (or disabling) commandon the
8.4 ISD-R 4.2 Execution error eUICC. In that case, the output data “euiccResponseData containsthe
exact response coming from the eUICC.

Table 168: Delete ISD-P Specific Status Codes

NOTE: in case Profile Disabling is performed automatically before deletion, this
function MAY raises any status code coming from the execution of the
Profile disabling function defined in section5.4.9.

5.4.11 Update Connectivity Parameters

Function name: UpdateConnectivityParameters
Related Procedures: -

Function group: Profile Management
Function Provider: SM-SR

Description: This function allows the Operator, or the SM-DP authorised by the Operator to
update the Connectivity Parameters store in the ISD-P, identified by its ICCID, and installed
on an eUICC identified by its EID.
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The function can update a Profile in “Disabled” or “Enabled” state and SHALL return an error
for any other Profile state.

The function updates the definition of existing Connectivity Parameters.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the update of
the Connectivity Parameters function has been successfully executed by the SM-SR
as requested by the function caller.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table below.

Additional input data:

Input data name Description Type No. MOC

dentification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profile
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

A command string secured with SCP03 asdescribed in section 4.1.3.2,
- and including ES8 command “Connectivity Parameters Update” Hexadecimal
connectivityParameters e 4 . - L . 1 M

specified in section4.1.3.4, containing the connectivityParametersto String

associate with the identified Profile.

Table 169: Update Connectivity Parameters Additional Input Data

Additional output data:

Output data name Description No.

Containsthe detailed error returned by the eUICC in case of update of Hexadecimal

euiccResponseData L ; .
® the Connectivity Parametersin the ISD-P on the targeted eUICC. String

Table 170: Update Connectivity Parameters Additional Output Data

Specific status codes

Subject Reason
Subject Reason Description

code code

8.1.1 EID 3.9 Unknown Indlgatesthatthe eUICC, identified by thisEID, isunknown to the function
provider

821 Profile 39 Unknown Indl(I:atesthatthe Profile identified by thisICCID is unknown to the function
ICCID provider.
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Indicatesthat the Profileidentified by thisICCID is known to the function

Profile Invalid ) ) . .
8.2.1 3.4 - providerbutinstalled on another eUICC than the one identified by the
ICCID destination .
function caller.
Execution Error during execution of Connectivity Parametersupdate.In that case, the
8.3 ISD-P 4.2 error output data “euiccResponseData” containsthe exact response comingfrom
the eUICC.

Table 171: Update Connectivity Parameters Specific Status Codes

5.4.12 Notify a Profile is Disabled
Function name: HandleProfileDisabledNotification

Related Procedures: Profile Download and Installation, Profile Enabling, Profile Enabling
via SM-DP, Fall-Back Activation Procedure, Profile Enabling via M2MSP

Function group: Platform Management
Notification handler/recipient: SM-DP

Description: This function SHALL be called to notify that the Profile identified by its ICCID
has been disabled on the eUICC identified by its EID.

The SM-SR SHALL send this notification to all SM-DP servers that match one or the other of
the following conditions:

e The SM-DP can relay the notification to the Operator that owns the Profile, and the
Operator has not opted to not receive such notifications (see section 3.21).

e The SM-DP can relay the notification to another Operator, and the Operator owner of
the Profile has granted the other Operator with a PLMA authorising this Operation
“HandleProfileDisabledNotification”.

ICCID may be not enough to identify right address of recipient, SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has done.

In case multiple handlers are served, the SM-SR SHOULD ensure completionTimestamp to
be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description | Type No. | MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.
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Identification of the Profilethat hasbeen disabled.
Iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Identification of the Operator owner of the Profilethat hasbeen disabled.
mno-id OID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 172: Handle Profile Disabled Notification Additional Input Data

5.4.13 Notify a Profile Enabling
Function name: HandleProfileEnabledNotification

Related Procedures: Profile Disabling, Profile Disabling via SM-DP, Profile Enabling via
M2M SP, Profile Disabling via M2M SP, Fall-Back Activation Procedure

Function group: Platform Management
Notification handler/recipient: SM-DP

Description: This function SHALL be called to notify that the Profile identified by its ICCID
has been enabled on the eUICC identified by its EID.

The SM-SR SHALL send this notification to all SM-DP servers that match one or the other of
the following conditions:

e The SM-DP can relay the notification to the Operator that owns the Profile, and the
Operator has not opted to not receive such notifications (see section 3.21)

e The SM-DP can relay the notification to another Operator, and the Operator owner of
the Profile has granted the other Operator with a PLMA authorising this Operation
“HandleProfileEnabledNotification”.

ICCID may be not enough to identify right address of recipient, SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
completionTimestamp to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description Type No. MOC‘

eid Identification of the targeted eUICC. EID 1 M
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See section 5.1.1.1 fortype description.

Identification of the Profile that hasbeen disabled.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Identification of the Operator owner of the Profilethat hasbeen enabled.
mno-id oID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 173: Handle Profile Enabled Notification Additional Input Data

5.4.14 Notify an SM-SR Change

Function name: HandleSMSRChangeNotification
Related Procedures: SM-SR Change

Function group: eUICC Management

Function Provider: SM-DP

Description: This function SHALL be called for notifying each SM-DP authorised by the
Operator owning a Profile hosted in the eUICC, identified by its EID, that the SM-SR has
changed. The notification is sent by the new SM-SR to the SM-DP, which SHALL route this
notification to the Operator.

This notification also conveys the date and time specifying when the operation has been
done.

This notification is not related to a particular Profile. It is up to the notification recipient to
perform any action related to each Profile that is deployed on this eUICC

Additional input data:

| Input data name Description Type No.

The relevant part of the eUICC Information Set linked withthe Operator
owning the Profilehosted in the eUICC.
eis EIS 1 M
See section 5.1.1.1 fortype description.
Thelistof EIS data fieldsthat SHALL beincludedisdefined in Annex E.

Identification of the Operator concerned by the SM-SR change.
mno-id OoID 1 M
See 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 174: Handle SM-SR Change Notification Additional Input Data
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Additional output data:

No output data is expected in response to this notification.

5.4.15 Notify a Profile Deletion
Function name: HandleProfileDeletedNotification

Related Procedures: Profile Enabling, Profile Enabling via SM-DP, Profile Enabling via
M2M SP, Profile Disabling via M2M SP, profile and ISD-P Deletion via M2M SP

Function group: Platform Management
Notification handler/recipient: SM-DP

Description: This function SHALL be called to notify that the Profile identified by its ICCID
has been deleted on the eUICC identified by its EID.

The SM-SR SHALL send this notification to all SM-DP servers that match one or the other of
the following conditions:

e The SM-DP can relay the notification to the Operator that owns the Profile, and the
Operator has not opted to not receive such notifications (see section 3.21)

e The SM-DP can relay the notification to another Operator, and the Operator owner of
the Profile has granted the other Operator with a PLMA authorising this Operation
“HandleProfileDeletedNotification”.

ICCID may be not enough to identify right address of recipient; SM-SR should map it
internally to SM-DP notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case of multiply handlers are served, SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

Additional input data:

Input data name Description Type No. MOC

Identification of the targeted e UICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profilethat hasbeen deleted.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Identification of the Operator owner of the Profilethat hasbeen deleted.
mno-id OID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.
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Table 175: Handle Profile Deleted Notification Additional Input Data

5.4.16 Setting Authorisations of M2M -SP to Access Profiles

Function name: SetPLMA

Related Procedures: Set Profile Lifecycle Management Authorisation via SM-DP
Function group: Profile Management

Function Provider: SM-SR

Description:

This function allows the Operator owning Profiles to grant a PLMA to an M2M SP to perform
certain operations, or receive certain notifications, related to a set of Profiles, identified by a
Profile Type.

The SM-SR receiving this request SHALL verify that the mno-id in the PLMA matches the
mno-id of the Operator on behalf of which the SM-DP declares to send this request.

If the request is acceptable, the SM-SR SHALL record the PLMA. The new PLMA overwrites
the previous PLMA that might have been granted with the same identifiers.

From this point on, any request from the M2M SP on a Profile matching these identifiers, or
any notification to the M2M SP related to a Profile matching these identifiers, SHALL be
allowed or not based on the new PLMA, as described in sections 5.7.1.1,5.7.1.2, and
5.7.1.3.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the
authorisations have been configured in the SM-SR.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’ with a specific status code
as defined in the table here after, indicating that the authorisations have been
configured in the SM-SR but that some side-effects of this configuration may require
the attention of the Operator.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

Additional input data:

Input data name Description | Type | No. ‘ MOC

plma The specification of the PLMA, andthe criteria onwhich thisPLMA applies PLMA | 1 M
See section 5.1.1.2.14 fortype description.

Table 5416-A: SetPLMA Additional Input Data

Additional output data:
e None
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Specific status codes

Subject Reason

Subject REER o] ‘ Description

code code
Indicates that the Profile Type in the PLMA doesn’t match the Profile
Type of any Profile owned by the Operatoridentified by itsmno-id.

Profile . ) ) _

8.2.5 Type 4.9 Unassigned The SM-SR MAY support this Status Code. If it doessupport it, the SM-
SR SHALL record the PLMA anyway, and the Execution Status SHALL
be Executed-WithWarning

Related  Obiects Indicates that the new PLMA has overwritten a former PLMA on the

8.2.7 | PLMA 3.6 h | same identifiers. In thiscase the Execution Status SHALL be Executed-

Exists - .
WithWarning
8.2 Profile 1.2 Not Allowed | Indicatesthat the requesting SM-DP isnot allowedto configure PLMAs
: ) (Authorisation) forthe specified Operator
8.9 M2M SP 1.1 Unknown Indicatesthatthe M2M SP to grantauthorisationsto isunknown to or not
) ) connected to thisSM-SR
8.10 | Operator 11 Unknown Lnndlé;:gc\?nsthat the Operator, addressed by the mno-id in the PLMA is

Table 5416-B: SetPLMA Specific Status Codes

5.4.17 Retrieving Authorisations of M2M SP to Access Profiles
Function name: GetPLMA

Related Procedures: Retrieve Profile Lifecycle Management Authorisation by Operator
Function group: Profile Management

Function Provider: SM-SR

Description:

This function allows the SM-DP to retrieve, on behalf of an Operator owning Profiles, a list of
PLMAs applicable to a certain Profile, or a certain Profile Type, or for a certain M2M SP.

The same function can also be used on behalf of an Operator playing the role of an M2M
SP, to retrieve the list of PLMAs granted to this Operator, and applicable to a certain Profile,
or a certain Profile Type, owned by another Operator.

The SM-SR SHALL verify that the request is

e Either sent on behalf of an Operator owning the targeted Profile
or

e Sent on behalf of an Operator that is not the owner of the targeted Profile, but the
Operator owning the targeted Profile has granted a PLMA allowing at least one
operation for the target Profile or Profile Type to the Operator requesting the
operation.

If this verification fails, the SM-SR SHALL terminate the request and return a response with
the ‘Function execution status’ indicating ‘Failed’, and no PLMA.
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Otherwise, the SM-SR SHALL return the complete list of all PLMAs applicable to the
specified search criterion; if the search criterionis on a specific Profile or Profile Type, this
includes even PLMAs that are granted to an M2M SP that is not the Operator on behalf of
which the SM-DP sent this request.

In case the list of PLMAs is very long, the SM-SR MAY truncate the result. The caller can
then issue another call to getPLMA with more restrictive criteria.

NOTE The order of the PLMAs returned in the truncated list is implementation-dependent.
This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’, and additional output data
providing the PLMAs.

¢ A ‘Function execution status’ with ‘Executed-WIthWarning’, to indicate that the resuilt
was truncated, plus additional output data providing part of the list of applicable
PLMAs.

¢ A ‘Function execution status’ indicating ‘Failed’ if the requester was not allowed to
request this information.

Additional input data:

Input data name Description Type No. | MOC

profileType Identification of the Profiletype forwhich PLMAsare searched String | 1 c
m2m-sp-id Identification of the M2M SP for which PLMAsare searched oD 1 c
iccid Identification of one specific Profile icep | 1 c
mno-id Identification of the Operator owning the Profilesto be matched (thisinput oD 1 c
datum SHALL be present only in case the search criterion isa Profile Type).
See section 5.1.1.1 fortype description.

Table 5417-A: GetPLMA Additional Input Data
One and only one of the input data profileType, m2m-sp-id and iccid SHALL be present.

Additional output data:

Output data name Description Type No. MOC

The list of PLMAsthat match the search criteria
pima ) o PLMA| N | ™
See section 5.1.1.2.14 fortype description.

Table 5417-B: GetPLMA Additional Output Data
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Specific status codes

Subject Reason

Subject Description
code code

Indicates that the Operator on behalf of which the SM-DP called the
11 Function 1.2 Not Allowed function isnot the owner of the specified Profile, ordoesn’t have a PLMA
: requester ’ (Authorisation) granted that appliesto the targeted Profile or Profile type (including, if the

targeted Profile or Profile typeisunknown to thisSM-SR)

) ot Allowe ndicatesthat the requesting -DP isnot allowed to configure

8.2 Profil 12 Not All d Indi hat th ing SM-DP i Il d fi PLMAs
: otile ) (Authorisation) | forthe specified Operator

8.9 M2M SP 1.1 Unknown Indicates that the M2M SP isunknown to or not connected to this SM-
) ) SR

8.10 | Operator 11 Unknown Indicates that the Operator, addressed by the mno-id in the PLMA is

unknown.

Table 5417-C: GetPLMA Specific Status Codes

5.4.18 Notify a Profile Download
Function name: HandleProfileDownloadNotification

Related Procedures: Profile Download
Function group: Profile Management

Notification handler/recipient: SM-DP (when the corresponding Operator is in the role of
an M2M SP)

Description: This function SHALL be called to notify an Operator (acting as an M2M SP
from the point of view of another Operator) that the Profile identified by its ICCID has been
downloaded on the eUICC identified by its EID.

The SM-SR SHALL inspect the PLMASs that apply to this Profile, and only send this
notification to an SM-DP known to be serving an Operator thathas been granted a PLMA by
the Operator owner of the Profile for the authorised operation
“HandleProfileDownloadedNotification”.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description Type No.

Identification of the targeted e UICC.
Eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profilethat hasbeen downloaded.
iccid . o ICCID 1 M
See section 5.1.1.1 for type description.

V4.1 Page 333 of 456



GSM Assaociation Non-confidential
Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

Identification of the Operator owner of the Profilethat hasbeen

downloaded.
mno-id OID 1 M

See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5418: Handle Profile Downloaded Notification Additional Input Data

5.4.19 Notify the Change of Policy Rules of a Profile
Function name: HandlePolicyRulesUpdatedNotification

Related Procedures: POL2 Update Via SM-DP
Function group: Platform Management

Notification handler/recipient: SM-DP DP (when the corresponding Operator is in the role
of an M2M SP)

Description: This function SHALL be called to notify an Operator (acting as an M2M SP
from the point of view of another Operator) that the Policy Rules have been updated on the
Profile identified by its ICCID on the eUICC identified by its EID.

The SM-SR SHALL inspect the PLMAs that apply to this Profile, and only send this
notification to an SM-DP known to be serving an Operator that has been granted a PLMA by
the Operator owner of the Profile for the authorised operation
“HandlePolicyRuleUpdatedNotification”.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

| Input data name Description Type No. MOC

Identification of the targeted e UICC.
Eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profilewhose POL2 hasbeen updated.
iccid . o ICCID 1 M
See section 5.1.1.1 fortype description.

Identification of the Operator owner of the Profilewhose POL2 hasbeen

updated.
mno-id oID 1 M

See section 5.1.1.1 fortype description.

Value of the POL?2 after being updated by the Operator owningthe Profile
Pol2 POL2 1 M
See section 5.1.1.1 fortype description.

o Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5419: Handle Policy Rules Updated Notification Additional Input Data
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5.4.20 Notify a PLMA Setting
Function name: HandleSetPLMANOotification

Related Procedures: Set Profile Lifecycle Management Authorisations, Set Profile Lifecycle
Management Authorisation via SM-DP

Function group: Platform Management

Notification handler/recipient: SM-DP DP (when the corresponding Operator s in the role
of an M2M SP)

Description: This function SHALL be called to notify an Operator (acting as an M2M SP)
that a PLMA, granted by another Operator to it, has been set or updated.

This notification also conveys the date and time specifying when the operation has been
done. In case of multiply handlers are served the SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description Type No. MOC
pima Information about the Subset are contamed he PLMAGture. | PEMA | 1| W
See section 5.1.1.2.14 fortype description.
mno-id Identification of the Operator owner of the Profile Typerelatedto PLMA oD 1 M
See section 5.1.1.1 fortype description.
completionTimestamp | Indication of the date/time whenthe operationhasbeen performed. DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5420: Handle PLMA Setting Notification Additional Input Data
5.4.21 Setting Operator Configuration to Receive Notifications
Function name: SetONC
Related Procedures: Set Operator Notifications Configuration via SM-DP
Function group: Profile Management
Function Provider: SM-SR
Description:

This function allows the Operator to configure for which of its own Profiles, associated with a
Profile Type, it wants to receive which kind of status change notifications; whatever the origin
of the status change is.
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The SM-SR receiving this request SHALL verify that the mno-id in the ONC matches the
mno-id of the Operator on behalf of which the SM-DP declares to send this request.

If the request is acceptable, the SM-SR SHALL record the ONC. The new ONC overwrites
the previous ONC that might have been granted with the same identifiers.

From this point on, any status change notification, irrespective of the cause andrelated to a
Profile matching these identifiers, SHALL be sent or not based on the new ONC.

This function may return:

e A ‘Function execution status’ with ‘Executed-Success’ indicating that the notifications
have been configuredin the SM-SR.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’ with a specific status code
as defined in the table here after, indicating that the notifications have been
configured in the SM-SR but that some side-effects of this configuration may require
the attention of the Operator.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

NOTE: If no Operator Notification Configuration has yet been set in the SM-SR for a
given Profile Type, then the Operator will receive all notifications for status
changes for its own Profiles, associated with this Profile Type, see also
section 3.21 for details.

Additional input data:

Input data
name

Description

onc The specification of the ONC, and the criterion on which this

ONC applies. ONC L M

See section 5.1.1.2.15 fortype description.

Table 5421-A: SetONC Additional Input Data

Additional output data:

e None

Specific status codes

Subject Reason

Subject Reason Description
code code

Indicatesthat the Profile Typeinthe ONC doesn’t match the Profile Type
of any Profile owned by the Operatoridentified by itsmno-id.

Profile ;
8.2.5 Type 4.9 | Unassigned The SM-SRMAY support thisStatusCode. Ifit doessupportit, the SM-
SR SHALL record the ONC anyway, and the Execution Status SHALL
be Executed-WithWarning
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Indicatesthat the new ONC hasoverwritten a former ONC on the same
identifiers. In this case the Execution Status SHALL be Executed-

WithWarning

Related  Objects

8.2.8 | ONC 3.6 Exists

Indicates that the Operator, addressed by the mno-id in the ONC, is

8.10 | Operator 1.1 Unknown unknown.

Not Allowed | Indicates that the requesting SM-DP is not allowed to configure ONCs
(Authorisation) forthe Operator, addressed by the mno-id in the ONC.

Table 5421-B: SetONC Specific Status Codes

8.10 Operator 1.2

5.4.22 Retrieving Operator Notification Configuration
Function name: GetONC

Related Procedures: Retrieve Operator Notifications Configuration via SM-DP
Function group: Profile Management

Function Provider: SM-SR

Description:

This function allows the Operator to retrieve a list of status change notifications it wants not
to receive for its own Profiles, associated with a Profile Type.

The SM-SR receiving this request SHALL verify that the mno-id in the ONC matches the
mno-id of the Operator on behalf of which the SM-DP declares to send this request.

If the request is acceptable, the SM-SR SHALL return the ONC including the list of
notifications the Operator does not want to receive, applicable to the specified search
criterion.

This function may return:

¢ A ‘Function execution status’ with ‘Executed-Success’, and additional outputdata
providing the configured ONC.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’ with a specific status code
as defined in the table below, indicating that the notifications have been configuredin
the SM-SR but that some side-effects of this configuration may require the attention
of the Operator, and additional output data providing the configured ONC.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

Additional input data:

Input data name Description | Type | No. MOC

profileType Identification of the Profile Type forwhich the ONC appliesissearched Sting| 1 c
iccid Identification of one specific Profile for which the ONC appliesissearched icep | 1 c

Table 5422-A: GetONC Additional Input Data
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One and only one of the input data profileType and iccid SHALL be present.

Additional output data:

Description Type No. MOC

The ONCincludingthe list of unwanted notificationsthat match the search criterion
See section 5.1.1.2.15 fortype description.

NOTE:
onc If no Operator Notification Configurationhasyet been setin the SM-SR for a given Profile oNec | N M
Type, then the output data of thisfunction will list no notification names, asall notifications
will be sent for Profilesassigned with thisProfile Type. Seealso section 3.21.4and table
511215-Afordetails.

Table 5422-B: GetONC Additional Output Data

5.4.23 Setting the Emergency Profile Attribute
Function name: SetEmergencyProfileAttribute

Related Procedures: Emergency Profile Attribute Management, Emergency Profile Attribute
Management via the M2M SP

Function group: Platform Management
Function Provider: SM-SR
Description:

This function allows the SM-DP authorised by the Operator to requestthe setting of the
Emergency Profile Attribute on the targeted Profile to the SM-SR in charge of the
management of the targeted eUICC; eUICC being identified by its EID.

The SM-DP SHALL indicate on behalf of which Operator it is requesting this operation.
The SM-SR SHALL verify that the request is

e Either sent on behalf of an Operator owning the targeted Profile
or

e Senton behalf of an Operator that is not the owner of the targeted Profile, but the
Operator owning the targeted Profile has granted a PLMA allowing the operation
“SetEmergencyProfileAttribute” to the Operator requesting the operation.

If one Profile currently has the Emergency Profile Attribute set, the SM-SR SHALL verify that
the Operator owning the Profile with the Emergency Profile Attribute set has granted a PLMA
authorising the operation “UnsetEmergencyProfileAttribute” to the Operator requesting the
operation.

The SM-SR MAY provide additional verifications.

The SM-SR receiving this request SHALL process it according to “Emergency Profile
Attribute Management” procedure described in the section 3.25 of this specification.
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After setting the Emergency Profile Attribute, the SM-SR SHALL add or update the
AdditionalProperty ‘gsma.ESIM.EmergencyProfile AID’ of the EIS. This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Emergency
Profile Attribute has been set on the targeted Profile.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table here after.

Additional input data:

Input data name ‘ Description Type | N MOC

0.
eid Identification of the targeted e UICC. EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profileto get the Emergency Profile Attribute set.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Table 5423-A: Set Emergency Profile Attribute Additional Input Data

Additional output data:

| Output data name Description Type No. MOC

Containsthe detailed error returned by the eUICC in case the function
euiccResponseData | execution failed on eUICC. The response data is defined in
ES5.SetEmergencyProfileAttribute.

Hexadecimal
String

Table 5423-B: Set Emergency Profile Attribute Additional Output Data

Specific status codes

Subject ) Reason s
Subject Reason Description
code code
8.1.1 EID 3.9 Unknown Indl(_:atesthat the eUICC, identified by this EID, is unknown to the function
provider.
Profile Indicates that the Profile identified by this ICCID is unknown to the function
8.2.1 IcCID 3.9 Unknown provider.
Profile Invalid Indic;atesthe}t the Profile identified by this ICCID is_ knov_v_n to the funcﬁon
8.2.1 ICCID 3.4 destination Eg?l\g?erbutlnstalled on another eUICC than the one identified by the function
827 PLMA 3.8 Refused No PLMA allows the SM-DP, _orthe Operator on behalf of which the SM-DP
sent the request, to execute thisoperation.
Execution Error during execution of the command on the eUICC. In that case, the output
8.4 ISD-R 4.2 error data “euiccResponseData” contains the exact response coming from the
eUICC.

Table 5423-C: Set Emergency Profile Attribute Specific Status Codes

5.4.24 Notifying the Emergency Profile Attribute Setting

Function name: HandleEmergencyProfileAttribute SetNotification
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Related Procedures: Emergency Profile Attribute Management, Emergency Profile Attribute
Management via M2M SP

Function group: Profile Management
Notification handler/recipient: SM-DP

Description: This function SHALL be called to notify that the Emergency Profile Attribute
has been set on the Profile identified by its ICCID on the eUICC identified by its EID.

The SM-SR SHALL send this notification to all SM-DP servers that match one or the other of
the following conditions:

e The SM-DP can relay the notification to the Operator that owns the Profile, and the
Operator has opted to receive such notifications (see section 3.21)

e The SM-DP can relay the notification to another Operator, and the Operator owner of
the Profile has granted the other Operator with a PLMA authorising this Operation
“HandleEmergencyProfile Attribute SetNotification”.

e The SM-DP can relay the notification to any Operator having a Profile on this eUICC.
In this case Identification of the Profile that has the Emergency Profile Attribute set
and Identification of the Operator owner of the Profile that has the Emergency Profile
Attribute set are optional.

ICCID may be not enough to identify right address of recipient, SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
completionTimestamp to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

| Input data name Description Type No.

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profilethat hasthe Emergency Profile Attribute set.
iccid ICCID 1 Cc
See section 5.1.1.1 fortype description.

Identification of the Operator owner of the Profilethat hasthe Emergency

mno-id Profile Attribute set. oIb 1 c

See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5424: Handle Emergency Profile Attribute Set Notification Additional Input Data
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5.4.25 Notifying the Emergency Profile Attribute Unsetting
Function name: HandleEmergencyProfile AttributeUnsetNotification

Related Procedures: Emergency Profile Attribute Management, Emergency Profile Attribute
Management via M2M SP

Function group: Profile Management
Notification handler/recipient: SM-DP

Description: This function SHALL be called to notify that the Emergency Profile Attribute
has been unset on the Profile identified by its ICCID on the eUICC identified by its EID.

The SM-SR SHALL send this notification to all SM-DP servers that match one or the other of
the following conditions:

e The SM-DP can relay the notification to the Operator that owns the Profile, and the
Operator has opted to receive such notifications (see section 3.21)

e The SM-DP can relay the notification to another Operator, and the Operator owner of
the Profile has granted the other Operator with a PLMA authorising this Operation
“HandleEmergencyProfileAttribute UnsetNotification”.

ICCID may be not enough to identify right address of recipient, SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
completionTimestamp to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

| Input data name Description Type No. MOC
Identification of the targeted eUICC.

eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profilethat hasthe Emergency Profile Attribute unset.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Identification of the Operator owner of the Profilethat hasthe Emergency

mno-id Profile Attribute unset. oID 1 M

See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5425: Handle Emergency Profile Attribute Unset Notification Additional Input
Data
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5.4.26 Setting the Fall-Back Attribute
Function name: SetFallBackAttribute

Related Procedures: Fall-Back Attribute Management
Function group: Platform Management

Function Provider: SM-SR

Description:

This function allows the SM-DP authorised by the Operatorto requestthe setting of the Fall-
Back Attribute on the targeted Profile to the SM-SR in charge of the management of the
targeted eUICC; eUICC being identified by its EID.

The SM-DP SHALL indicate on behalf of which Operator it is requesting this operation.
The SM-SR SHALL verify that the request is

e Either sent on behalf of an Operator owning the targeted Profile
or

e Sent on behalf of an Operator that is not the owner of the targeted Profile, but the
Operator owning the targeted Profile has granted a PLMA allowing the operation
“SetFallBackAttribute” to the Operator requesting the operation.

In both cases, the SM-SR SHALL verify that the Operator owning the Profile which currently
has the Fall-Back Attribute set has granted, to the Operator requesting the operation, a
PLMA authorising the operation “UnsetFallBackAttribute”, applicable for the Profile that
currently has the Fall-Back Attribute set.

The SM-SR MAY provide additional verifications.

The SM-SR receiving this request SHALL process it according to “Fall-Back Attribute
Management via SM-DP” procedure described in the section 3.28 of this specification.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Fall-Back
Attribute has been set on the targeted Profile.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table here after.

Additional input data:

Input data name Description Type No. | MOC

eid Identification of the targeted eUICC. EID 1 M

See section 5.1.1.1 fortype description.
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Identification of the Profile on whichto set the Fall-BackAttribute.

iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Table 5426-A: Set Fall-Back Attribute Additional Input Data

Additional output data:

Output data name Description No.

Containsthe detailed error returned by the eUICC in case the function Hexadecimal
euiccResponseData | execution failed on eUICC. The response data is defined in Stri 1 O
ES5.SetFallBackAttribute. ring

Table 5426-B: Set Fall-Back Attribute Additional Output Data

Specific status codes

Subject Reason

Subject Reason Description
code code

Indicates that the eUICC, identified by this EID, is unknown to the function

8.1.1 EID 3.9 Unknown provider.
Profile Indicates that the Profile identified by this ICCID is unknown to the function
8.21 ICCID 3.9 Unknown provider.

Indicates that the Profile identified by this ICCID is known to the function

Profile Invalid : . . oo .
8.2.1 ICCID 3.4 destination Egl)lvel?er butinstalled on another eUICC than the one identified by the function
8.2.2 POL1 3.8 Refused The POL1 of a Profile on the targeted eUICC doesn’t allow thisoperation.
No PLMA allows the SM-DP, or the Operator on behalf of which the SM-DP
8.2.7 PLMA 3.8 Refused sent the request, to execute thisoperation.
E i Error during execution of the command on the eUICC. In that case, the output
8.4 ISD-R 4.2 xecution data “euiccResponseData” contains the exact response coming from the

error

eUICC.

Table 5426-C: Set Fall-Back Attribute Specific Status Codes

NOTE: A POL1 may interfere with the Set Fall-Back Attribute operation in very
specific circumstances described in section 4.1.1.7.

5.4.27 Notifying the Fall-Back Attribute is Set

Function name: HandleProfileFallBackAttribute SetNotification

Related Procedures: Fall-Back Attribute Management, Fall-Back Attribute Management via
SM-DP, Fall-Back Attribute Managementvia M2M SP

Function group: Profile Management

Notification handler/recipient: SM-DP

Description:

This function SHALL be called to notify that the Fall-Back Attribute has been set on the

Profile identified by its ICCID on the eUICC identified by its EID.

V4.1 Page 343 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

The SM-SR SHALL send this notification to all SM-DP servers that match one or the other of
the following conditions:

e The SM-DP can relay the notification to the Operator that owns the Profile, and the
Operator has opted to receive such notifications (see section 3.21)

e The SM-DP can relay the notification to another Operator, and the Operator owner of
the Profile has granted the other Operator with a PLMA authorising this Operation
“HandleProfileFallBackAttribute SetNotification”.

ICCID may be not enough to identify right address of recipient, SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
completionTimestamp to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

| Input data name Description Type No. MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profile on whichthe Fall-Back Attribute hasbeen set.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Identification of the Operator owner of the Profilethat hashad itsFall -Back

Attribute set.
mno-id OID 1 M

See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5427: Handle Profile Fall-Back Attribute Set Notification Additional Input Data
5.4.28 Notifying the Fall-Back Attribute is Unset
Function name: HandleProfileFallBackAttributeUnsetNotification

Related Procedures: Fall-Back Attribute Management, Fall-Back Attribute Management via
SM-DP, Fall-Back Attribute Managementvia M2M SP

Function group: Profile Management

Notification handler/recipient: SM-DP

Description: This function SHALL be called to notify that the Fall-Back Attribute has been
unset on the Profile identified by its ICCID on the eUICC identified by its EID.
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The SM-SR SHALL send this notification to all SM-DP servers that match one or the other of
the following conditions:

e The SM-DP can relay the notification to the Operator that owns the Profile, and the
Operator has opted to receive such notifications (see section 3.21)

e The SM-DP can relay the notification to another Operator, and the Operator owner of
the Profile has granted the other Operator with a PLMA authorising this Operation
“HandleProfileFallBackAttribute UnsetNotification”.

ICCID may be not enough to identify right address of recipient, SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
completionTimestamp to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

| Input data name Description Type No. MOC

Identification of the targeted e UICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profile on whichthe Fall-Back Attribute hasbeen

iccid unset. cco | 1| ™

See section 5.1.1.1 fortype description.

Identification of the Operator owner of the Profile on whichthe Fall-Back

mno-id Attribute hasbeen unset. oID 1 M

See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5427: Handle Profile Fall-Back Attribute Unset Notification Additional Input Data

55 ES4 (Operator - SM-SR, and M2M SP — SM-SR) Interface Description

NOTE: The execution of several ES4 functions by the SM-SR is conditioned by the
verification that the Operator or M2M SP requesting to perform an operation
on a Profile, or the Operator or M2M SP to be notified, is authorised for this
operation or notification by the owner of the Profile. The specification of this
verification by the SM-SR is described in sections 5.7.1.2 and 5.7.1.3.

5.5.1 Getting eUICC Information
Function name: GetEIS
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Related Procedures: Profile Download and Installation
Function group: Profile Management
Function Provider: SM-SR

Description: This function allows the Operator or the M2M SP to retrieve the eUICC
Information Set (EIS) of a particular eUICC from the SM-SR information database basedon
the EID. The retrieved EIS contains only the data that is applicable for that particular
Operator. The Operator utilises the retrieved EIS, for instance, to verify the eligibility of the
eUICC (for example type, certificate and memory).

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the download
function has been successfully executed on the SM-SR as requested by the function
caller.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table below.

Additional input data:

Input data name Description MOC

Identification of the targeted eUICC.
eid EID | 1 M
See section 5.1.1.1 fortype description.

Table 176: Get EIS Additional Input Data

The SM-SR SHALL filter the list of Profiles returned in the EIS, considering the authorisation
granted by the Profile owners; for each Profile, this includes:

e If the function caller is the owner of the Profile, the SM-SR SHALL include this Profile
in the returned EIS.

¢ If the function caller is not the owner of the targeted Profile, the SM-SR SHALL
include the Profile in the returned EIS only if the Operator owning the Profile has
granted a PLMA allowing the operation “GetEIS” to the function caller.

Additional output data:

Output data name Description

The relevant eUICC Information Set of the eUICC
els See section 51.1.1 for type description.
The list of EIS data fieldsthat SHALL beincludedisdefined in Annex E.

Table 177: Get EIS Additional Output Data
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Specific status codes

Description
8.1.1 | EID 1.1 Unknown Indicatesthat the EID, isunknown to the function provider
8.6 ElS 12 |Not Allowed | Function requester is not allowed to manage this EIS, identified by
) ) (Authorisation) thisEID.

Table 178: Get EIS Specific Status Code

5.5.2 Updating the Policy Rules of a Profile
Function name: UpdatePolicyRules

Related Procedures: -
Function group: Profile Management
Function Provider: SM-SR

Description: This function allows the Operator to update POL2 of a Profile, identified by its
ICCID, and installed on an eUICC identified by its EID.

The general description of this function is detailed in section 5.4.6 of this specification.

5.5.3 Updating eUICC Information
Function name: UpdateSubscriptionAddress

Related Procedures: Profile Enabling
Function group: Profile Management
Function Provider: SM-SR

Description: This function enables the caller to update the Subscription Address for a
Profile in the eUICC Information Set (EIS) of a particular eUICC identified by the EID and
ICCID. The function replaces the content of the Subscription Address. For consistency within
the system, it is the responsibility of the caller to ensure that all data is provided.

On reception of the function request, the SM-SR SHALL perform the following minimum set
of verifications:

e The SM-SR is responsible for the management of the targeted eUICC.

e The Profile identified by its ICCID is loaded on the targeted eUICC.

e The target Profile is owned by the requesting Operator, or an Operator that had
granted a PLMA that authorises the requesting M2M SP to perform the operation
“UpdateSubscriptionAddress” on a Profile that matches the criteria of the PLMA (see
section 5.7.1.1 for the detail of the matching of the criteria)

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the
UpdateSubscriptionAddress function has been successfully executed by the SM-SR
as requested by the function caller.
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A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as definedin the table below.

Additional input data:

| Input data name Description Type No. MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the targetProfile.
iccid ICCID 1 M
See section 5.1.1.1 for type description.

newSubscriptionAddress| The new Subscription Address Subscription Address| 1 M

Table 179: Update Subscription Address Additional Input Data

Additional output data:
This function has no additional output data.

Specific status codes

Subject Reason

Subject Reason Description
code code

811 EID 11 Unknown Indlcates_thatthe_ EIS identified by thisEID, isunknown to
the function provider
8.21 ICCID 11 Unknown Indlcatesthatthe P!’oflleldentlfled by the ICCID, isunknown
to the function provider
8.2.6 Subscription 19 Not Allowed Function callerisnot allowed to manage the Subscription
o Address ' (Authorisation) Address.

Table 180: Update Subscription Address Status Codes

5.5.4 Auditing eUICC Information

Function name: AuditEIS

Related Procedures: Profile Download and Installation
Function group: Profile Management

Function provider: SM-SR

Description: This function allows the Operator to retrieve the up to date EIS information.
The SM-SR SHALL use the relevant functions of the ES5 interface to retrieve the information
fromthe eUICC. The SM-SR SHALL update its EIS database upon the basis of this
information.
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If the function caller provides a list of ICCID of Profiles to audit, the SM-SR SHALL verify for
each Profile that the function caller

e s either the owner of the targeted Profile
or

e is authorised by the Operator owning the targeted Profile(s)

to perform the operation “AuditEIS” on a Profile that matches the criteria of the PLMA (see
section 5.7.1.1 for the detail of the matching of the criteria).

This SHALL also be applied if the list of ICCIDs identifies

e Profiles that are owned by this Operator
and/or
e Profiles that are owned by other Operators.

The SM-SR MAY provide additional verifications.

This function may return:

e A ‘Function execution status’ with ‘Executed- Success’ indicating that the function has
been successfully executed on the SM-SR as requested by the function caller.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table below.

Additional input data:

Input data name Description Type No. |MOC

Identification of the targeted eUICC.to be audited
eid ) o EID 1 M
See section 5.1.1.1 fortype description.

iccid-list List of “iccid” identifying Profilesto be audited ICCID|1.N| C

Table 181: AuditEIS Additional Input Data

If no list of ICCIDs is provided, it is implied that all authorised Profiles in the EIS are
requested.

The SM-SR SHALL filter the list of Profiles returned in the EIS, considering the authorisation
granted by the Profile owners; for each Profile, this includes:

e If the function caller is the owner of the Profile, the SM-SR SHALL include this Profile
in the returned EIS.

¢ If the function caller is not the owner of the targeted Profile, the SM-SR SHALL
include the Profile in the returned EIS only if the Operator owning the Profile has
granted a PLMA allowing the operation “AuditEIS” to the function caller.

Additional output data:
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Description

For the relevant eUICC Information Set see section 5.1.1.1 fortype description. The lig of
EIS data fields that SHALL be included isdefined in Annex E.Only data for the requeged
Eis Profilesisreturned within EIS. The Profilesthat do notbelong to the requestor are not induded EIS |1 c
inthe response. Thisaccess control functionisrealised withinthe SM-SR, thereisno need to
limitthedata on theeUICC side.

Table 182: AuditEIS Additional Output Data

Specific status codes

Subject Reason

Subject Reason Description
code code

Delivered With No | The function execution request has been delivered to the remote entity

1.6 Function 5.4 Response butno response isreceived.
8.1.1 EID 39 Unknown Indl(;atesthatthe eUICC, identified by thisEID, isunknown to the function
provider
8.2 Profile 12 Not Allowed | One or more Profilesidentified by ICCIDs in the list do not belong to
’ ' (Authorisation) function requester

Profile Indicates that the Profile identified by one of the ICCIDs in the list is

8.2.1 3.4 Invalid destination [ known to the function provider butinstalled on another eUICC than the
ICCID . b h

one identified by the function caller.

8.2.7 PLMA 3.8 Refused No PLMA allowsthe M2M SP to execute thisoperation.
Not Allowed | Function requester is not allowed to manage this EIS, identified by this
8.6 EIS 1.2 L
(Authorisation) EID.

Table 183: AuditEIS Additional Specific Status Codes

5.5.5 Profile Enabling
Function name: EnableProfile

Related Procedures: Profile Enabling
Function group: Platform Management
Function Provider: SM-SR

Description: This function allows the Operator to request a Profile Enabling to the SM-SRin
charge of the management of the targeted eUICC; eUICC being identified by its EID.

On reception of the function request, the SM-SR SHALL perform the following minimum set
of verifications:

e The SM-SR is responsible for the management of the targeted eUICC.

e The Profile identified by its ICCID is loaded on the targeted eUICC.

e The target Profile is owned by the requesting Operator or an Operator that had
granted a PLMA that authorises the requesting M2M SP to perform the operation
“EnableProfile” on a Profile that matches the criteria of the PLMA (see section 5.7.1.1
for the detail of the matching of the criteria).
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e The target Profile is in Disabled state

e The POL2 of the target Profile and the POL2 of the currently Enabled Profile allow the
enabling.

The SM-SR MAY provide additional verifications.

In case one of these conditions is not satisfied, the SM-SR SHALL refuse the function
request and return a ‘Function execution status’ indicating ‘Failed’ with the relevant status
code (see table below).

The SM-SR receiving this request SHALL process it according to “Profile Enabling”
procedure described in the section 3.2 of this specification.

This function may return:
¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Profile has
been enabled on the eUICC.
¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4
¢ A ‘Function execution status’ indicating ‘Failed’
with a status code indicating a Unknown eUICC
with a status code indicating a Unknown ICCID
¢ With a status code as defined in section 5.1.6.4 or a specific status code as defined in
the table below.

Additional input data:

| Input data name| Description | Type | No. | MOC

Identification of the targeted eUICC.
Eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profileto enable.
Iccid ICCID| 1 M
See section 5.1.1.1 fortype description.

Table 184: Enable Profile Additional Input Data

Additional output data:

Output data name Description Type No. MOC

Containsthe detailed error returned by the eUICC in case the function execution
euiccResponseData | failed on eUICC. The response data is defined in ES5 depending of the
requested function.

Table 185: Enable Profile Additional Output Data

Specific status codes

Subject _ Reason e
Subject Reason Description
code code
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Indicates that the eUICC, identified by this EID, is unknown to the

8.1.1 | EID 3.9 Unknown function provider.
Indicates that the Profile change procedure couldn’t complete after
8.2 Profile 5.1 Inaccessible enabling thetarget Profile, and the Profile change wasrolled-backon the
eUICC,
821 Profile 3.9 Unknown Indicatesthat the Profile identified by this ICCID is unknown to the
ICCID function provider.
Profil Indicatesthat the Profile identified by thisICCID is known to the function
8.2.1 ICrgllDe 3.4 Invalid destination | provider but installed on another eUICC than the one identified by the
function caller.
Profile . - . )
8.2.1 ICCID 3.5 Invalid Transition | Indicatesthat the Profile wasalready Enabled
821 Profile 1.2 Not Allowed | Indicatesthat the function callerisnot allowedto perform thisfunction on
o ICCID ) (Authorisation) the target Profile.
8.2.2 | POL1 3.8 Refused The POL1 of one the impacted Profilesdon’t allow thisoperation.
8.2.3 | POL2 3.8 Refused The POL2 of one the impacted Profilesdon’t allow thisoperation.
8.2.7 | PLMA 3.8 Refused No PLMA allowsthe M2M SP to executethisoperation.

Error during execution of the enabling command on the eUICC. In that
8.4 ISD-R 4.2 Execution error case, the output data “euiccResponseData containsthe exact response
coming from the eUICC.

Table 186: Enable Profile Specific Status Codes

5.5.6 Profile Disabling
Function name: DisableProfile

Related Procedures: Profile Disabling
Function group: Platform Management
Function Provider: SM-SR

Description: This function allows the Operator or the M2M SP to request a Profile Disabling
to the SM-SR in charge of the management of the targeted eUICC; eUICC being identified
by its EID.

On reception of the function request, the SM-SR SHALL perform the following minimum set
of verifications:

e The SM-SR is responsible for the management of the targeted eUICC.

e The Profile identified by its ICCID is loaded on the targeted eUICC.

e The target Profile is owned by the requesting Operator, or an Operator that had
granted a PLMA that authorises the requesting M2M SP to perform the operation
“DisableProfile” on a Profile that matches the criteria of the PLMA (see section 5.7.1.1
for the detail of the matching of the criteria)

e The target Profile is in Enabled state

e The POL2 of the target Profile allows the disabling.

This function may return:
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A ‘Function execution status’ with ‘Executed-Success’ indicating that the Profile has

been disabled on the eUICC.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’, with a status code as
defined below, indicating that the Profile has been disabled on the eUICC, and
deleted after application of a POL1 or POL2 rule.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in

section 5.1.6.4 or a specific status code as defined in the table below

Additional input data:

| Input data name| Description | Type | No. | MOC

Identification of the targeted e UICC.
eid ) o EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profileto disable.
iccid ICCID| 1 M
See section 5.1.1.1 fortype description.

Table 187: Disable Profile Additional Input Data

Additional output data:

Containsthe detailed error returned by the eUICC in case the function execution
euiccResponseData | failed oneUICC. The response data isdefined in ES5 depending ofthe requesed

Hex

function. binary

Table 188: Disable Profile Additional Output Data

Specific status codes

Description

Indicatesthat the target Profile can’t be disabled. (forexample the Profile is

8.1 uicc 3.8 Refused the only Profilein the eUICC)

Indicatesthat the Profile change procedure couldn’t complete after enabling
8.2 Profile 5.1 Inaccessible | the Profile with the Fall-Back Attribute set, and the Profile change was
rolled-backon the eUICC,

Indicatesthat the eUICC, identified by thisEID, is unknown to the function

8.1.1 EID 3.9 Unknown provider.
Profile 39 Unkn Indicatesthat the Profileidentified by thisICCID is unknown to the function
821 ICCID ) nknown provider.
Profile Invalid Indic_:atestha_t the Profile identified by this ICCID is know_n to t_h_e function
8.2.1 | |ccip 3.4 destination provider but installed on another eUICC than the one identified by the
function caller.
8.2.1 :Dégfllllje 3.5 !Ipr\.:{l?l“sidtion Indicatesthat the Profile wasalready Disabled
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Subject Reason
Subject [REEE ) Description
code code

Profile 1.2 Not Allowed | Indicates that the function caller is not allowed to perform this function on
ICCID ’ (Authorisation)| the target Profile.
The POL1 of the target Profile hastriggered itsdeletion after disabling it
POL1 36 Related )
8.2.2 : ObjectExists | This status code SHALL only be sent along Status ="Executed-
WithWarming”
8.2.2 POL1 3.8 Refused The POL1 of the target Profile doesn’t allow thisoperation.
The POL2 of the target Profile hastriggered itsdeletion after disabling it
POL2 36 Related )
8.2.3 : ObjectExists | This status code SHALL only be sent along Status ="Executed-
WithWarning”
8.2.3 POL2 3.8 Refused The POL2 of the target Profile doesn’t allow thisoperation.
8.2.7 PLMA 3.8 Refused No PLMA allowsthe M2M SP to executethisoperation.
Execution Error during execution of the disablingcommand onthe eUICC. In that cas,
8.4 ISD-R 4.2 error the output data “euiccResponseData” containsthe exact response coming
from the eUICC.
Table 189: Disable Profile Specific Status Codes
5.5.7 Delete a Profile

Function name: DeleteProfile

Related Procedures: Profile and ISD-P Deletion

Function group: Platform Management

Function Provider: SM-SR

Description: This function allows the Operator or the M2M SP to request deletion of the
target ISD-P with the Profile to the SM-SR in charge of the management of the targeted
eUICC; eUICC being identified by its EID.

On reception of the function request, the SM-SR SHALL perform the following minimum set

of verifications:

The SM-SR is responsible for the management of the targeted eUICC.

The Profile identified by its ICCID is loaded on the targeted eUICC.

The POL2 of the target Profile allows the deletion.

The target Profile is not the Profile having the Fall-Back Attribute.

The target Profile is owned by the requesting Operator, or an Operator that had
granted a PLMA that authorises the requesting M2M SP to performthe operation
“DeleteProfile” on a Profile that matches the criteria of the PLMA (see section 5.7.1.1
for the detail of the matching of the criteria).

The SM-SR MAY provide additional verifications.
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In case one of these conditions is not satisfied, the SM-SR SHALL refuse the function
request and return a ‘Function execution status’ indicating ‘Failed’ with the relevant status
code (see table below).

The SM-SR receiving this request SHALL process it according to “ISD-P Deletion” procedure
described in the section 3.6 of this specification.

In case the target Profile is “Enabled”, the SM-SR SHALL automatically disable it before
executing the deletion. This functionis described in section 4.1.1.3.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Profile has
been deleted on the eUICC.

e A 'Function execution status' with 'Executed- WithWarning' indicating that the Profile
has been deleted on the eUICC, with a status code as defined in section 5.1.6.4 or a
specific status code as defined in the table below

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table below.

Additional input data:

Inputdataname| Description Type No. MOC

Identification of the targeted eUICC.
eid EID 1 M

See section 5.1.1.1 for type description.

Identification of the Profile to delete.

iccid ICCID |1 M
See section 5.1.1.1 fortype description.

Table 190: Delete Profile Additional InputDdata

Additional output data:

euiccResponseData Contalfgisl(ter:jeocrl]eetﬁlllgc(i:error returned by the eUICC in case the function execution Byte[| 1 o

Table 191: Delete Profile Additional Output Data

Specific status codes

Description
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811 | EID 3.9 Unknown Indicatesthat the eUICC, identified by thisEID, isunknown to the function

provider.
Profile Indicatesthat the Profileidentified by thisICCID isunknown to the function
8.2.1 ICCID 3.9 Unknown provider.

Indicates that the Profile identified by this ICCID is known to the function

8.2.1 ::ggfl'llje 3.4 Invalid destination | provider but installed on another eUICC than the one identified by the
function caller.
8.2.1 Profile 1.2 Not Allowed | Indicatesthat the functioncallerisnot allowed to perform thisfunction on
e ICCID : (Authorisation) the target Profile.
Profile Indicatesthat the Profile cannot be deletedbecause itisthe last Profile of
821 ICCID 38 Refused the eUICC or the Fall-BackProfile.
8.2.2 | POL1 3.8 Refused The POL1 of the Profile doesn’t allow thisoperation.
8.2.3 | POL2 3.8 Refused The POL2 of the Profile doesn’t allow thisoperation.
8.2.7 | PLMA 3.8 Refused No PLMA allowsthe M2M SP to execute thisoperation.

Not Present /| The target ISD-P was not found on this eUICC (in this case the Function

8.3 ISD-P 4.6 Missing Execution Status SHALL be ‘Executed- WithWaming’)

Error during execution of the deletion (or disabling) command on the
8.4 ISD-R 4.2 Execution error eUICC. In that case, the output data “euiccResponseData” contains the
exact response coming from the eUICC.

Table 192: Delete Profile Specific Status Codes

NOTE: in case Profile disabling is performed automatically before deletion, this
function MAY raise any status code coming from the execution of the Profile
disabling function defined in section 5.5.6.

5.5.8 Prepare SM-SR Change
Function name: PrepareSMSRChange

Related Procedures: SM-SR Change
Function group: eUICC Management
Function Provider: SM-SR

Description: This function allows the Initiator to request to a new SM-SR to prepare for a
change for an eUICC identified by its EID.

The check is used to give the opportunity to the new SM-SR to ensure that any necessary
business agreement is in place.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the
PrepareSMSRChange function has been successfully executed on the SM-SR as
requested by the function caller.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table below.
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Additional input data:

Input data name Description Type| No. | MOC

provide the EID of the eUICC
eid _ o ED| 1| ™
See section 5.1.1.1 for type description.

Identification of the current SM-SR.
currentSMSRid . o OoIb| 1 M
See section 5.1.1.1 for type description.

Table 193: Prepare SM-SR Change Additional Input Data

Table 194: Void

Table 195: Void

Specific status codes

Subject ) REEE{) s
Subject Reason Description
Code code
. . Condition Of Use Not | Indicatesthat function providerisnot capable of managing the
1.2 | FunctionProvider | 3 | giigfied eUICC identified by thisEID,
The new SM-SRdoesn’t know or have access to the current
8.7 SM-SR 11 Unknown SM-SR managing thiseUICC
811 EID 3.3 Already in Use | Indicatesthat the eUICC identified by this EID is already
o ) (Uniqueness) managed by thisSM-SR.

Table 196: Prepare SM-SR Change Specific Status Codes

5.5.9 SM-SR Change
Function name: SMSRChange

Related Procedures: SM-SR Change
Function group: eUICC Management
Function Provider: SM-SR

Description: This function allows the initiator to request to the current SM-SR to change for
a specific eUICC identified by its EID.

The SM-SR receiving this request SHALL process it according to the “SM-SR Change”
procedure described in GSMA Remote Provisioning Architecture for Embedded UICC [1].

This function may return:

¢ A ‘Function execution status’ with ‘Executed-Success’ indicating that the function has
been successfully executed by the function provider as requested by the function
caller. In this case, the eUICC is unambiguously managed by the new SM-SR (SM-
SR2).
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¢ A ‘Function execution status’ with ‘Executed-WithWarning’ indicating either:

¢ thatthe eUICC has been successfully transferred to the new SM-SR, but
additional configuration has not completed and may need to be done again. In this
case, the eUICC is unambiguously managed by the new SM-SR (SM-SR2), but
the new SM-SR SHALL perform such configuration operations automatically at a
later pointin time

e orthatthe eUICC was already managed by the new SM-SR (SM-SR2). This
happens when this is the second attempt to performthe SM-SR Change, after the
first attempt expired whereas it was already successful from the point of view of
the new SM-SR.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the Specific status code table
below, to indicate that the procedure has failed or expired before the effective transfer
of OTA management to the new SM-SR. In this case, the eUICC is still managed
unambiguously by the current SM-SR (SM-SR1).

¢ A ‘Function execution status’ indicating ‘Expired’ with the status code as defined in
section 5.1.6.4, indicating that the procedure has expired before confirming the
proper transfer.

Additional input data:

Input data name Description |Type | No. | MOC

) Identification of the targeted eUICC.
eid EID| 1 M
See section 5.1.1.1 fortype description.

Identification of the new SM-SR.
targetSMSRid oD | 1 M

See section 5.1.1.1 for type description.

Table 197: SM-SR Change Additional Input Data

Specific status codes

In addition to the status codes returned by ES7.handoverEUICC, this function can return the
following specific status codes:

Subject

Subject Reason Description
Code
1.6 Function 5.3 Time tolive The function execution request hasexpired (end of validity period
expired has been reached). Thismay be because the serverhad no time to

execute the function or because the functionwasrequesting a
remote communication with the eUICC which wasnot present on the
network during all the validity period.

If this status code is returned when ‘Execution Status'is‘Failed’, this
meansthe current SM-SR (SM-SR1)is still managing theeUICC.

1.6 Function 4.5 Operation The function isthe second attempt to transfer the same eUICC to the
Already same new SM-SR aftera previousattempt hasexpired, andthe
Processed previousattempt hadindeed succeeded from the point of view of the
new SM-SR. In thiscase the Execution-StatusSHALL be ‘Executed-
WithWarning’
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8.1.1 EID 1.1 Unknown Indicatesthat the EID, isunknown to the function provider
8.1 euUiCC 1.2 NotAIIqwe_d Function requesterisnot allowed to manage the eUICC
(Authorisation)
8.1 eUlCC 4.4 Busy Otheroperationspending on the eUICC
8.4 ISD-R 4.2 Execution error | Error during the creation of a new key set atthe ISD-R level
eulCC
852 Certificate 6.3 Certificate ECASD Certificate Expired
Authority Expired
Certification
8.7 SM-SR 3.9 Unknown The targetSMSRid is unknown

Table 198:. SM-SR Change Specific Status Codes

5.5.10 Notify a Profile is Disabled

Function name: HandleProfileDisabledNotification

Related Procedures: Profile Download and Installation, Profile Enabling, Fall-Back
Activation Procedure, Profile Enabling via M2MSP, Profile Disabling via M2MSP, Profile
Enabling via SM-DP

Function group: Platform Management
Notification handler/recipient: Operator

Description: This function SHALL be called to notify that the Profile identified by its ICCID
has been disabled on the eUICC identified by its EID, if and only if:

e The recipient of the notification is the Operator owning the Profile and has not set an
ONC to discard those notifications,
or

e The recipient of the notificationis an M2M SP (including, another Operator thatis not
the owner of the Profile), and the Operator owner of the Profile has granted the M2M
SP with a PLMA authorising the Operation “Handle Profile DisabledNotification”.

ICCID may be not enough to identify right address of recipient, SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has done.

In case multiple handlers are served, the SM-SR SHOULD ensure completionTimestamp to
be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:
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Input data name Description ‘ Type ‘No. MOC

Identification of the targeted e UICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profilethat hasbeen disabled.

iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 199: Handle Profile Disabled Notification Additional Input Data

5.5.11 Notify a Profile is Enabled

Function name: HandleProfileEnabledNotification

Related Procedures: Profile Disabling, Profile Disabling via SM-DP, Fall-Back Activation
Procedure, Profile Enabling via M2M SP, Profile Disabling via M2M SP

Function group: Platform Management
Notification handler/recipient: Operator

Description: This function SHALL be called to notify that the Profile identified by its ICCID
has been enabled on the eUICC identified by its EID, if and only if:

e The recipient of the notification is the Operator owning the Profile and has not set an
ONC to discard those notifications
Or

e The recipient of the notificationis an M2M SP (including, another Operator thatis not
the owner of the Profile), and the Operator owner of the Profile has granted the M2M
SP with a PLMA authorising the Operation “Handle ProfileEnabledNotification”.

ICCID may be not enough to identify right address of recipient, SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
completionTimestamp to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description | Type | No. | MOC

Identification of the targeted e UICC.
eid EID 1 M
See section 5.1.1.1 fortype description.
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Identification of the Profile that hasbeen disabled.
iccid ) o ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp ) o DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 200: Handle Profile Enabled Notification Additional Input Data

5.5.12 Notify a SM-SR Change
Function name: Handle SMSRChangeNotification

Related Procedures: SM-SR Change
Function group: eUICC Management
Notification handler/recipient: Operator

Description: This function SHALL be called for notifying each Operator owning a Profile
hosted in the eUICC, identified by its EID, that the SM-SR has changed. The notification is
sent by the new SM-SR.

This notification also conveys the date and time specifying when the operation has been
done.

This notification is not related to a particular Profile. It is up to the notification recipient to
perform any action related to each Profile that is deployed on this eUICC.

Additional input data:

| Input data name Description

The relevant part of the eUICC Information Set linked with the Operator
owning the Profilehosted in the eUICC.

See section 51.1.1 for type description.
The list of EIS data fieldsthat SHALL beincludedisdefined in Annex E.

Indication of the date/time whenthe operationhasbeen performed.

completionTimestamp DATETIME| 1 M

See section 5.1.1.1 fortype description.

Table 201: Handle SM-SR Change Notification Additional Input Data

Additional output data:

No output data is expected in response to this notification.

5.5.13 Notify a Profile Deletion
Function name: HandleProfileDeletedNotification

Related Procedures: Profile enabling, Profile Enabling via SM-DP, Profile Enabling via
M2M SP, Profile Disabling via M2M SP, Profile and ISD-P Deletion via M2M SP
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Function group: Platform Management
Notification handler/recipient: Operator

Description: This function SHALL be called to notify that the Profile identified by its ICCID
has been deleted on the eUICC identified by its EID, if and only if:

e The recipient of the notificationis the Operator owning the Profile and has not set an
ONC to discard those notifications
or

e The recipient of the notificationis an M2M SP (including, another Operator thatis not
the owner of the Profile), and the Operator owner of the Profile has granted the M2M
SP with a PLMA authorising the Operation “HandleProfile DeletedNotification”.

ICCID may be not enough to identify right address of recipient; SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description | Type | No. | MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profilethat hasbeen deleted.

iccid . - ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp ) o DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 202: Handle Profile Deleted Notification Additional Input Data

5.5.14 Notify a Profile Download

Function name: HandleProfileDownloadedNotification
Related Procedures: Profile Download

Function group: Profile Management

Notification handler/recipient: M2M SP

Description: This function SHALL be called to notify that the Profile identified by its ICCID
has been downloaded on the eUICC identified by its EID.
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The SM-SR SHALL inspect the PLMAs that apply to this Profile, and only send this
notification to recipients which have a PLMA that includes the authorisation to receive this
notification.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description | Type | No. | MOC

Identification of the targeted eUICC.
eid EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profile that hasbeen downloaded.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5514: Handle Profile Downloaded Notification Additional Input Data

5.5.15 Notify the Change of Policy Rules of a Profile

Function name: HandlePolicyRulesUpdatedNotification
Related Procedures: POL2 Update, POL2 Update via SM-DP
Function group: Profile Management

Notification handler/recipient: M2M SP

Description: This function SHALL be called to notify an M2M SP that the Policy Rules have
been updated on the Profile identified by its ICCID on the eUICC identified by its EID.

The SM-SR SHALL inspect the PLMAs that apply to this Profile, and only send this
notification to an M2M SP that has been granted a PLMA by the Operator owner of the
Profile for the authorised operation “HandlePolicyRuleUpdatedNotification”.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

What is performed by the M2M SP receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description Type No. | MOC
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Identification of the targeted eUICC.
Eid EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profile whose POL2 hasbeen updated.
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Value of the POL2 after being updated by the Operator owningthe Profile
Pol2 POL2 1| M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp . o DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5515: Handle Policy Rules Updated Notification Additional Input Data

5.5.16 Notify a PLMA Setting
Function name: HandleSetPLMANOotification

Related Procedures: Set Profile Lifecycle Management Authorisation, Set Profile Lifecycle
Management Authorisation via SM-DP

Function group: Platform Management
Notification handler/recipient: M2M SP

Description: This function SHALL be called to notify an M2M SP that a PLMA concerning
this M2M SP has been set or updated.

This notification also conveys the date and time specifying when the operation has been
done. In case of multiple handlers are served the SM-SR SHOULD ensure
‘completionTimestamp’ to be equal for every message.

What is performed by the M2M SP receiving this notification is out of scope of this
specification.

Additional input data:

| Input data name Description Type No. MOC

The specification of the PLMA that now applies on a Profile Type.

pima Information about the Profile Type are contained in the PLMA structure PLMA 1 M

See section 5.1.1.2.14 for type description

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5516-A: Handle PLMA Changed Notification Additional Input Data

5.5.17 Retrieving Authorisations of M2M SP to Access Profiles
Function name: GetPLMA

Related Procedures: Retrieve Profile Lifecycle Management Authorisation by Operator,
Retrieve Profile Lifecycle Management Authorisation by M2M SP

Function group: Profile Management
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Function Provider: SM-SR
Description:

This function allows the Operator owner of Profiles to retrieve the list of PLMAs applicable to
a certain Profile, or a certain Profile Type, or for a certain M2M SP.

The same function can also be used by the M2M SP to retrieve the list of PLMAs granted to
this M2M SP, and applicable to a certain Profile, or a certain Profile Type.

The SM-SR receiving this request SHALL verify the requester is allowed to retrieve such
information, and returnthe list of all PLMAs applicable to the specified search criterion:

e If the requester is the owner of the targeted Profiles, the authorisation is implied.

e If therequesteris an M2M SP (including, another Operator that is not the owner of
the targeted Profiles), the list of PLMAs is only returned if at least a PLMA exist for
this M2M SP and for the targeted Profile or Profile Type

If this verification fails, the SM-SR SHALL terminate the request and return a response with
the ‘Function execution status’ indicating ‘Failed’, and no PLMA.

Otherwise, the SM-SR SHALL return the complete list of all PLMAs applicable to the
specified search criterion; if the search criterion is on a specific Profile or Profile Type, this
includes even PLMAs that are granted to an M2M SP that is not the function requester.

In case the list of PLMAs is very long, the SM-SR MAY truncate the result. The caller can
then issue another call to getPLMA with more restrictive criteria.

NOTE The order of the PLMAs returned in the truncated list is implementation-dependent.
This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’, and additional output data
providing the PLMAs.

¢ A ‘Function execution status’ with ‘Executed-WIthWarning’, to indicate that the resuilt
was truncated, plus additional output data providing part of the list of applicable
PLMAs.

e A ‘Function execution status’ indicating ‘Failed’ if the requester was not allowed to
request this information.

Additional input data:
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Input data name Description Type No. | MOC

profileType Identification of the Profiletype forwhich PLMAsare searched Sting | 1 c
m2m-sp-id Identification of the M2M SP for which PLMAsare searched oD 1 c
iccid Identification of one specific Profile icep | 1 c
mno-id Identification of the Operator owning the Profilesto be matched (thisinput oD 1 c
datum SHALL be present only in case the search criterion isa Profile Type).
See section 5.1.1.1 fortype description.

Table 5517-A: GetPLMA Additional Input Data
One and only one of the input data profileType, m2m-sp-id and iccid SHALL be present.

Additional output data:

Output data name Description

The list of PLMAsthat match the search criterion
plma PLMA| N M

See section 5.1.1.2.14 fortype description.
Table 5517-B: RetrievePLMA Additional Output Data

Specific status codes:

Subject Reason

Subject Reason Description

code code
Indicatesthat the OperatororM2M SP which called thisfunctionisnot
11 Function 12 Not Allowed doesn’t have a PLMA granted that applies to the targeted Profile or
: requester : (Authorisation) Profile type (including, if the targeted Profile or Profile type isunknown
to thisSM-SR)
Indicatesthat the M2M SP specified in the search criterion isunknown
8.9 M2M SP 11 Unknown to thisSM-SR
8.10 | Operator 11 Unknown Lnndléﬂfg\t/\?ns that the Operator, addressed by the mno-id inthe PLMA, is

Table 5517-C: GetPLMA Specific Status Codes
5.5.18 Setting the Emergency Profile Attribute
Function name: SetEmergencyProfileAttribute
Related Procedures: Emergency Profile Attribute Management
Function group: Platform Management
Function Provider: SM-SR
Description:

This function allows an Operator or an M2M SP authorised by the Operator via PLMA to
request the setting of the Emergency Profile Attribute on the targeted Profile to the SM-SR in
charge of the management of the targeted eUICC, eUICC being identified by its EID.
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The SM-SR SHALL verify that the request is

e Either sent by an Operator owning the targeted Profile
or

e Sentbyan M2M SP, but the Operator owning the targeted Profile has granted a
PLMA allowing the operation “SetEmergencyProfileAttribute” to the M2M SP
reguesting the operation.

If one Profile currently has the Emergency Profile Attribute set, the SM-SR SHALL verify that
the Operator owning the Profile with the Emergency Profile Attribute set has granted a PLMA
authorising the operation “UnsetEmergencyProfileAttribute” to the Operator requesting the
operation.

The SM-SR MAY provide additional verifications.

The SM-SR receiving this request SHALL process it according to “Emergency Profile
Attribute Management” procedure described in sections 3.25 and 3.26 of this specification.

After setting the Emergency Profile Attribute, the SM-SR SHALL add or update the
AdditionalProperty ‘gsma.ESIM.EmergencyProfile.AID’ ofthe EIS.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Emergency
Profile Attribute has been set on the targeted Profile.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table here after.

Additional input data:

Input data name ‘ Description Type | N MOC

0.
eid Identification of the targeted e UICC. EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profileto get the Emergency Profile Attribute set.
iccid ICCID| 1 M
See section 5.1.1.1 fortype description.

Table 5518-A: Set Emergency Profile Attribute Additional Input Data

Additional output data:

| Output data name Description Type No. MOC

Containsthe detailed error returned by the eUICC in case the function
euiccResponseData [ execution failed on eUICC. The response data is defined in
ES5.SetEmergencyProfileAttribute.

He_xadeci mal 1 o
String

Table 5518-B: Set Emergency Profile Attribute Additional Output Data
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Specific status codes

Subject Reason

Subject Reason Description
code code

81.1 EID 3.9 Unknown Indicates that the eUICC, identified by this EID, is unknown to the function

provider.
Profile Indicates that the Profile identified by this ICCID is unknown to the function

8.2.1 ICCID 3.9 Unknown provider.
Profile Invalid Indicates that the Profile identified by this ICCID is known to the function
8.2.1 ICCID 3.4 destination (p:);(l)l\g?erbutlnstalled on another eUICC than the one identified by the function

8.2.7 PLMA 3.8 Refused No PLMA allowsthe M2M SP to executethisoperation.

Execution Error during execution of the command on the eUICC. In that case, the output
8.4 ISD-R 4.2 data “euiccResponseData” contains the exact response coming from the

error

eUICC.

Table 5518-C: Set Emergency Profile Attribute Specific Status Codes

5.5.19 Notifying the Emergency Profile Attribute setting
Function name: HandleEmergencyProfileAttribute SetNotification

Related Procedures: Emergency Profile Attribute Management, Emergency Profile Attribute
Management via M2M SP

Function group: Profile Management
Notification handler/recipient: Operator/ M2M SP

Description: This function SHALL be called to notify that the Emergency Profile Attribute
has been set on the Profile identified by its ICCID on the eUICC identified by its EID.

The SM-SR SHALL send this notification to all Operator and M2M SP servers that match
one or the other of the following conditions:

e The Operator that owns the Profile, and the Operator has not set an ONC to discard
such notifications (see section 3.21)

e The M2M SP, where the Operator owner of the Profile has granted the M2M SP with
a PLMA authorising this Operation “HandleEmergencyProfile Attribute SetNotification”.

e Any Operator having a Profile on this eUICC. In this case identification of the Profile
that has the Emergency Profile Attribute set and Identification of the Operator owner
of the Profile that has the Emergency Profile Attribute set are optional.

ICCID may be not enough to identify right address of recipient, SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
completionTimestamp to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.
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Additional input data:

Input data name Description Type No. MOC

Identification of the targeted eUICC.
eid EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profilethat hasthe Emergency Profile Attribute set.
iccid ICCID 1 C
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5519: Handle Emergency Profile Attribute Set Notification Additional Input Data

5.5.20 Notifying the Emergency Profile Attribute Unsetting
Function name: HandleEmergencyProfile Attribute UnsetNotification

Related Procedures: Emergency Profile Attribute Management, Emergency Profile Attribute
Management via M2M SP

Function group: Profile Management
Notification handler/recipient: Operator/ M2M SP

Description: This function SHALL be called to notify that the Emergency Profile Attribute
has been unset on the Profile identified by its ICCID on the eUICC identified by its EID.

The SM-SR SHALL send this notification to all Operator and M2M SP servers that match
one or the other of the following conditions:

e The Operator that owns the Profile, and the Operator has opted to receive such
notifications (see section 3.21)

e The M2M SP, and the Operator owner of the Profile has granted the M2M SP with a
PLMA authorising this Operation
“HandleEmergencyProfileAttributeUnsetNotification”.

ICCID may be not enough to identify right address of recipient, SM-SR should map it
internally to Operator notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served, the SM-SR SHOULD ensure
completionTimestamp to be equal for every message.

What is performed by the Operator receiving this notification is out of scope of this
specification.

Additional input data:

Input data name Description Type No. [MOC
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Identification of the targeted eUICC.

eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profile that hasthe Emergency Profile Attribute unset.

iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5520: Handle Emergency Profile Attribute Unset Notification Additional Input
Data

5.5.21 Setting the Fall-Back Attribute

Function name: SetFallBackAttribute

Related Procedures: Fall-Back Attribute Management
Function group: Profile Management

Function Provider: SM-SR

Description:

This function allows the Operator owner of the Profile or an M2M SP authorised by the
Operator owner of the Profile, to requestthe SM-SR to set the Fall-Back Attribute on a
Profile in a specified eUICC, eUICC being identified by its EID. On reception of this request,
the SM-SR SHALL perform the following minimum set of verifications:

e The SM-SR is responsible for the management of the targeted eUICC.

e The Profile identified by its ICCID is loaded on the targeted eUICC.

e The target Profile is owned by the requesting Operator, or by an Operator that had
granted a PLMA that authorises the requesting M2M SP to perform the operation
“setFallbackAttribute” on a Profile that matches the criteria of the PLMA (see section
5.7.1.1 for the detail of the matching of the criteria)

e The Operator owning the Profile which currently has the Fall-Back Attribute set has
granted a PLMA that authorises the requesting Operator or M2M SP to perform the
operation “UnsetFallBackAttribute”, and that the Profile that currently has the Fall-
Back Attribute set matches the criteria of the PLMA (see section 5.7.1.1 for the detall
of the matching of the criteria).

The SM-SR MAY provide additional verifications.

The SM-SR receiving this request SHALL process it according to “Fall-Back Attribute
Management” procedures described in section 3.27 and 3.29 of this specification.

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Fall-Back
Attribute has been set on the targeted Profile.
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¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table here after.

Additional input data:

Input data name Description Type No. | MOC

eid Identification of the targeted e UICC. EID 1 M

See section 5.1.1.1 fortype description.

Identification of the Profile on whichto set the Fall-Back Attribute.

iccid ICCID| 1 M
See section 5.1.1.1 fortype description.

Table 5521-A: Set Fall-Back Attribute Additional Input Data

Additional output data:

Output data name Description No.

Containsthe detailed error returned by the eUICC in case the function
euiccResponseData | execution failed on eUICC. The response data is defined in
ES5.SetFallBackAttribute.

Table 5521-B: Set Fall-Back Attribute Additional Output Data

Hexadecimal
String

Specific status codes

Subject : Reason o
Subject Reason Description
code code
81.1 EID 3.9 Unknown Indic_:atesthat the eUICC, identified by this EID, is unknown to the function
provider.
Profile Indicates that the Profile identified by this ICCID is unknown to the function
8.2.1 ICCID 3.9 Unknown provider.
Profile Invalid Indigatestha}t the Profile identified by this ICCID is_ knov_v_n to the funcﬁon
8.2.1 ICCID 3.4 destination Eg?l\g?erbutlnstalled on another eUICC than the one identified by the function
822 POL1 3.8 Refused Lgteel)DOU of a Profile on the targeted eUICC doesn’t allow thisoperation (see
8.2.7 PLMA 3.8 Refused No PLMA allowsthe function requester to execute thisoperation.
Execution Error during execution of the command on the eUICC. In that case, the output
8.4 ISD-R 4.2 data “euiccResponseData” contains the exact response coming from the
error euICC.

Table 5521-C: Set Fall-Back Attribute Specific Status Codes

NOTE A POL1 may interfere with the Set Fall-Back Attribute operationin very
specific circumstances described in section 4.1.1.7

5.5.22 Notifying the Fall-Back Attribute is Set
Function name: HandleProfileFallBackAttribute SetNotification
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Related Procedures: Fall-Back Attribute Management, Fall-Back Attribute Management via
M2M SP

Function group: Profile Management
Notification handler/recipient: Operator or M2M SP
Description:

This function SHALL be called to notify the Operator and the M2M SP that the Fall-Back
Attribute has been set on the Profile identified by its ICCID on the eUICC identified by its
EID.

The SM-SR SHALL send this notification to:

e the Operator owning the Profile, if it has not set an ONC to not receive those
notifications

e the M2M SP SP (including, another Operator that is not the owner of the Profile), if
the Operator owner of the Profile has granted the M2M SP with a PLMA authorising
the operation “HandleProfileFallBackAttributeSetNotification”

ICCID may be not enough to identify right address of recipient, the SM-SR should map it
internally to Operator or M2M SP notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served the SM-SR SHOULD ensure
completionTimestamp to be equal for every message.

What is performed by the Operator or M2M SP receiving this notification is out of scope of
this specification.

Additional input data:

Input data name Description | Type No. | MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

[dentification of the Profile on whichthe Fall-BackAttribute hasbeen set
iccid ICCID 1 M
See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5522: Handle Profile Fall-Back Attribute Set Notification Additional Input Data

5.5.23 Notifying the Fall-Back Attribute is Unset
Function name: HandleProfileFallBackAttributeUnsetNotification
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Related Procedures: Fall-Back Attribute Management, Fall-Back Attribute Management via
SM-DP, Fall-Back Attribute Managementvia M2M SP

Function group: Profile Management
Notification handler/recipient: Operator or M2M SP
Description:

This function SHALL be called to notify that the Fall-Back Attribute has beenunset on the
Profile identified by its ICCID on the eUICC identified by its EID.

The SM-SR SHALL send this notification to:

e the Operator owning the Profile, if it has not set an ONC to not receive those
notifications

e the M2M SP SP (including, another Operator that is not the owner of the Profile), if
the Operator owner of the Profile has granted the M2M SP with a PLMA authorising
the operation “HandleProfileFallBackAttributeUnsetNotification”

ICCID may be not enough to identify right address of recipient, the SM-SR should map it
internally to Operator or M2M SP notification endpoint.

This notification also conveys the date and time specifying when the operation has been
done. In case multiple handlers are served the SM-SR SHOULD ensure
completionTimestamp to be equal for every message.

What is performed by the Operator or M2M SP receiving this notification is out of scope of
this specification.

Additional input data:

Input data name Description Type No. MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

Identification of the Profile on whichthe Fall-Back Attribute hasbeen

iccid unset. iccp | 1| ™

See section 5.1.1.1 fortype description.

Indication of the date/time whenthe operationhasbeen performed.
completionTimestamp DATETIME| 1 M
See section 5.1.1.1 fortype description.

Table 5523: Handle Profile Fall-Back Attribute Unset Notification Additional Input Data

5.6 ES7 (SM-SR - SM-SR) Interface Description

5.6.1 Create Additional Key Set

Function name: CreateAdditionalKeySet
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Related Procedures: SM-SR Change
Function group: eUICC Management
Function Provider: current SM-SR

Description: This function enables a new SM-SR to request for a newkey set to be created
in the ISD-R for the eUICC identified by the EID. The new key set belongs the new SM-SR
and is unknown to the current SM-SR.

The current SM-SR SHALL map this function onto the second STORE DATA command in
the ES5.EstablishISDRKeySet (see section 4.1.1.8), using the following rules:

e The order of TLVs SHALL follow the order denoted in Table 44

e The following parameters of this command as defined in Table 42 are not provided by
the new SM-SR and it is the current SM-SR’s responsibility to set these parameters
as defined below.

e Scenario identifier SHALL be setto '03'

o Key Usage Qualifier SHALL be setto '10' (3 secure channel keys)

o Key Access SHALL no be present, meaning a default value of ‘00’ (The key may
be used by the Security Domain and any associated Application)

o Key Type SHALL be set to ‘88’ (AES)

e Key Length SHALL be setto'10' (16 bytes)

e Key ldentifier SHALL be setto '01'

e Thelengthof Initial value of sequence counter SHALL be 0, meaning the
sequence counter SHALL have its default value

e The SDIN (tag 45 in Table 44) SHALL be included if and only if the bit b3 of the byte
of Parameter for Scenario #3 is setto 1. In this case, the value of this field SHALL be
the value of the SDIN of the ISD-R

e The value of other parameters are provided by the new SM-SR.

NOTE This command includes a signature that is computed by the new SM-SR.
Structural differences, for example in the order of TLVs, would invalidate the
signature as the eUICC would not be able to verify it. The rules above
ensure that both SM-SR followthe same structure, and the same values,
even for parameters not explicitly supplied by the new SM-SR.

This function may return:

e A ‘Function execution status’ with ‘Executed- Success’ indicating that the function has
been successfully executed by the function provider as requested by the function
caller.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4
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¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table below.

Additional input data:

Input data name Description
Identification of the targeted eUICC.
eid EID M
See 5.1.1.1 fortype description.
keyVersionNumber 'Il'ehe Key Version Number of the to-be-created Integer M
yset.
initialSequence Counter 'Ik'ehyesei?itial value of the Sequence Counter of the Integer noogzele)
Enumeration
{ECC-2586,
eccKeyLength The length of the Elliptic Curve Cryptography keys. ECC-354, M
ECC-512,
ECC-521}
scenarioParameter Scenario parameterasdefined in Table 45 re:)—lrifeigteactli?:l)?tlnggte M
Host ID as defined in Table 4-17 of the c
! ) see
hostld Amendment E of GlobalPlatform 2.2 Card Hexadecimal String note 2)
Specification [11]
ephemeralPublickey | The ephemeral public key calculated by new SM-SR Byte[] M
The signature associated to the authenticate SM-SR
function. . .
signature Hexadecimal String M
The signature iscomputed off-card by the new SM-
SR SK.SR. ECDSA. See section 4.1.1.8
Table 203: Create Additional Key Set Additional Input Data
NOTE 1. the input argument initialSequenceCounter is kept for backwards-compatibility of
the API, but the rules stated above imply that the current SM-SR SHALL
ignore the value provided by the new SM-SR.
NOTE 2:  According to Table 44, hostld SHALL only be present in the Second STORE

DATA APDU of ISD-R key establishment when the bit b3, of the byte of
Parameter for Scenario #3, is setto 1.

Additional output data:

Output data name

Description

derivationRandom | entropy in the key derivation process

Arandom number generated inthe SE for additional

Hexadecimal String

Receipt

A Message Authentication Code (MAC)

Hexadecimal String

Table 204: Create Additional Key Set Additional Output Data
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NOTE: To avoid subliminal channel attacks, in case the execution Status is Failed
or Expired, the SM-SR SHOULD return empty hexadecimal strings for
derivation random and Receipt.

Specific status codes

Subject ) Reason e
Subject REEE o] Description
code code

8.1.1 EID 1.1 Unknown Indicatesthat the EID, isunknown to the function provider
ISDR | 4.2 Execution Error during the creation of the key set at the ISD-R level. In that case, the output
8.4 ’ error data “euiccResponseData containsthe exact response coming from the eUICC.

Table 205: Create Additional Key Set Specific Status Codes

5.6.2 Handover eUICC Information

Function name: HandoverEUICC
Related Procedures: SM-SR Change
Function group: eUICC Management
Function Provider: SM-SR

Description: This function enables to request for the handover management of an eUICC
represented by its eUICC Information Set (EIS).

The EIS contains the complete set of data including information about Profiles, audit trail,
which is applicable for the SM-SR to manage the lifecycle of this eUICC

The function provider SHALL execute the function accordingly to the procedure detailed in
section 3.8. The handover is only committed at the end of the successfully procedure
execution. In particular, if one of the operations fails or expires before having verified the
receipt, the function provider SHALL return an error (Function executio n status indicating
‘Failed’)

This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’ indicating that the Handover
eUICC function has been successfully executed on the SM-SR as requested by the
function caller.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’ with a status code defined
in the table below, indicating either:

¢ thatthe eUICC has been successfully transferred to the new SM-SR, but
additional configuration has not completed and may need to be done again. The
new SM-SR SHALL perform such operations automatically at a later point in time.

e orthatthe eUICC is already managed by the receiving SM-SR (SM-SR2). This
may happen when this is the second attempt to performthe SM-SR Change, after
the first attempt expired on the old SM-SR (SM-SR1), whereas it was already
successful fromthe point of view of SM-SR2.
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¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 of a specific status code as defined in the table below.

Additional input data:

Input data

name MOC

Description

Type | No.

eis

The eUICC Information Set of theeUICC

See section 5.1.1.1 fortype description. Thelist of EIS data fieldsthat SHALL be
includedisdefined in Annex E.

Specific status codes

Table 206: Handover EUICC Additional Input Data

In addition to the status codes returned by ES7.AuthenticateSMSR and
ES7.CreateAdditionalKeyset, this function may return one of the following specific status

codes:
Subject REEE ]
Subject Reason Description
code code
Function 3 Condition Of Use | Indicatesthat function provider is not capable of managing the
12 Provider Not satisfied eUICC identified by thisEID.
External One Operatorowning a Profile on thiseUICC is unknown to or not
1.4 Resource 11 Unknown reachable from the new SM-SR
The function isthe second attemptto transferan eUICC to the same
new SM-SR, aftera previousattempt had already succeeded from
) Operation Already the_ point_of view of this SM-SR, whereasit had expired from the
1.6 Function 4.5 Processed point of view of the old SM-SR.
In this case the Execution-Status SHALL be ‘Executed-
WithWaming'.
811 EID 11 Unknown Indicates that the preparation step hasn’t been performed for the
eUlCC
Error during the creation of the key set at the ISD-R level. In that
8.4 ISD-R 4.2 Execution error | case, the output data “euiccResponseData contains the exad
response coming from the eUICC.
St d Error during the configuration of ISD-R by SM-SR2, after creating
8.4 ISD-R 4.3 OppSVarnin ON| SM-SR2 keyset. This Status Code SHALL only be used when the
g Function Execution Status'is“Executed_WithWaming”
euiCe N
8.5.2 iﬁmgﬁ?;e 6.3 gipnil:é%ate ECASD Cettificate expired
Certificate
8.5.1 ECASD 6.1 Verification Failed | The verification ofthe receipt by SM-SR2 failed. SM-SR2 sendsthe
Certification failure message to SM-SR1.
Request
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Table 207: Handover eUICC Specific Status Codes

5.6.3 Authenticate SM-SR
Function name: Authenticate SMSR

Related Procedures: SM-SR Change
Function group: eUICC Management
Function Provider: SM-SR

Description: This functionis used to authenticate the new SM-SR to the eUICC identified by
the EID. The function will return the random challenge generated by the eUICC to be used to
create the signature for the second step in the SM-SR key establishment procedure.

This function may return:

e A ‘Function execution status’ with ‘Executed- Success’ indicating that the
AuthenticateSMSR function has been successfully executed by the SM-SR as
requested by the function caller.

¢ A ‘Function execution status’ with ‘Expired’ with a status code as defined in section
5.1.6.4

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table below.

Additional input data:

Input data name Description Type |No. MOC

Identification of the targeted eUICC.
eid EID 1 M
See section 5.1.1.1 fortype description.

SM-SR Cettificate.

The format of thisfield isa byte array which
smsrCertificate | content correspondsto the full content of tag | Byte[]| 1 M
'"7F21' (includingthe two '7F21' bytes)
definedinTable 39

Table 208: Authenticate SM-SR Additional Input Data

Additional output data:

Output dataname [ Description Type | No. MOC

The random

randomChallenge challenge

Table 209: Authenticate SM-SR Additional Output Data
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NOTE: To avoid subliminal channel attacks, in case the execution Status is Failed
or Expired, the SM-SR SHOULD return an empty hexadecimal strings as
Random Challenge.

Specific status codes

Subject _ Reason .
Subject REER o) Description
code code
8.1.1 EID 1.1 Unknown Indicatesthat the EID, isunknown to the function provider
8.4 ISD-R 42 Execution error Error during the creation of the Random Challenge at the
: ISD-R level
SM-SR Certificate e .
6.3 ) SM-SR cetrtificate expired
8.7.1 Certificate Expired P
SM-SR e . e ) o
8.7.1 e 6.1 Verificationfailed | SM-SR certificate signature cannot be verified
Certificate

Table 210: Authenticate SM-SR Specific Status Codes

Table 211: Void

5.7 ES4A (Operator — SM-SR) Interface Description

5.7.1 Setting M2M -SP Authorisations to Access Profiles
Function name: SetPLMA

Related Procedures: Set Profile Lifecycle Management Authorisations
Function group: Profile Management

Function Provider: SM-SR

Description:

This function allows the Operator owner of Profiles to grant a PLMA to an M2M SP to
perform certain operations, or receive certain notifications, related to a certain subset of the
Profiles owned by the Operator.

The SM-SR receiving this request SHALL verify that the mno-id in the PLMA matches the
mno-id of the Operator who sends this request.

If the request is acceptable, the SM-SR SHALL record the PLMA.

The new PLMA overwrites the previous PLMA that might have been granted with the same
identifiers.
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From this point on, any request from the M2M SP on such a Profile, or any notification to the
M2M SP related to such a Profile, SHALL be allowed or not based on the newPLMA, as
described in sections 5.7.1.1t0 5.7.1.3.

This function may return:

e A ‘Function execution status’ with ‘Executed- Success’ indicating that the
authorisations have been configured in the SM-SR.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’ with a specific status code
as defined in the table here after, indicating that the authorisations have been
configured in the SM-SR but that some side-effects of this configuration may require
the attention of the Operator.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

Additional input data:

Input data name Description No.
1

plma The specification of the PLMA, andthe criteria onwhich thisPLMA applies PLMA

See section 5.1.1.2.14 fortype description.

Table 571-A: Set PLMA Additional Input Data

Additional output data:

e None
Specific status codes

Subject _ Reason e
Subject Reason Description
code code
8.9 1

Indicates that the M2M SP to grant authorisations to is unknown to or not
connected to thisSM-SR

M2M SP 1. Unknown

Indicatesthat the Profile Typein the PLMA doesn’t match the Profile Type

of any Profile owned by the Operatoridentified by itsmno-id.
Profile

8.2.5 Type 4.9 Unassigned The SM-SR MAY support thisStatusCode. If it does support it, the SM-SR
SHALL record the PLMA anyway, and the Execution Status SHALL be
Executed-WithWarning
Related Indicates that the new PLMA has overwritten a former PLMA on the same
8.2.7 | PLMA 3.6 set of Profile/eUICC forthe same M2M SP. Inthiscase the Execution Status

ObjectsExists SHALL be Executed-WithWarning

Indicates that the Operator, addressed by the mno-id in the PLMA, is

8.10 | Operator 1.1 Unknown unknown.

Table 571-B: SetPLMA Specific Status Codes

5.7.1.1 Matching of PLM As Criteria When Receiving ES4 Re quests

When an SM-SR receives a request on ES4 interface (where the client is an Operator or an
M2M SP) to perform a Profile Lifecycle Management command targeting a certain Profile, it
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SHALL verify that the function requester is authorised to perform that operation on that
Profile. The verification SHALL include:

e If the ES4 function requesteris the Operator owner of the Profile, the authorisationis
granted

o If the ES4 function requesteris an M2M -SP (including, if the requester is an Operator
that is not the owner of the targeted Profile), the SM-SR SHALL.:

e Checkthatthe requested operation is eligible to PLMAs (e.g. updatePolicyRules
is not eligible to such an authorisation)
e Checkthatthere exists a PLMA, that includes:

¢ An m2m-sp-id that matches the identifier of the requesting M2M -SP.

e An mno-id that matches the targeted Profile’s mno-id

o A profileType that matches the targeted Profile’s Profile Type, or, if the targeted
Profile’s Profile Type is missing, an empty profileType

¢ An authorisedOperation that matches the Profile Lifecycle Management
command name, as listed in section 5.5.16.1.

NOTE Even passing these checks doesn’t mean that the request will be accepted
and executed, as the SM-SR also performs other checks (e.g. POL2).

NOTE The Profile Type of the targeted Profile can be found in the EIS of the eUICC
where this Profile is installed

5.7.1.2 Matching of PLM As Criteria When Receiving ES3 Re quests

When an SM-SR receives a request on ES3 interface (where the clientis an SM-DP acting
on behalf of an Operator) to perform a Profile Lifecycle Management command targeting a
certain Profile, it SHALL verify that the function requester is authorised to perform that
operation on that Profile. The verification SHALL include:

e The SM-SR SHALL extract the identity of the Operator that initiated the requestto the
SM-DP (ES2 requester)

e If this ES2 requester is the Operator owning the target Profile, the authorisation is
granted

o If this ES2 requester is an Operator that is not the owner of the targeted Profile, the
SM-SR SHALL

¢ Check that the requested operation is eligible to PLMAs (e.g. updatePolicyRules
is not eligible to such an authorisation)
e Check that there exists a PLMA, that includes:

¢ An m2m-sp-id that matches the identifier of the ES2 requester.

e An mno-id that matches the targeted Profile’s mno-id

o A profileType that matches the targeted Profile’s profile Type, or, if the targeted
Profile’s profileType is missing, an empty profileType

¢ An authorisedOperation that matches the Profile Lifecycle Management
command name, as listed in section 5.5.16.1
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NOTE Even passing these checks doesn’t mean that the requestwill be accepted
and executed, as the SM-SR also performs other checks (e.g. POL2).

NOTE The Profile Type of the targeted Profile can be found in the EIS of the eUICC
where this Profile is installed

5.7.1.3 Matching of PLMA Criteria Before Sending Notifications

Similarly, after executing an operation that affects a Profile, the SM-SR SHALL verify if a
notification recipient is authorised to receive notifications indicating Profile state changes.
The verification SHALL include:

e If the notification recipientis the Operator owner of the Profile, the authorisation is
granted

¢ If the notification recipient is an M2M SP (including, if the notification recipientis an
Operator that is not the owner of the targeted Profile), the SM-SR SHALL:

¢ Check that the requested notification is eligible to PLMA
e Checkthatthere exists a PLMA, that includes:

¢ An m2m-sp-id that matches the identifier of the M2M SP.

e An mno-id that matches the targeted Profile’s mno-id.

o A profileType that matches the targeted Profile’s profile Type, or, if the targeted
Profile’s Profile Type is missing, an empty profileType.

¢ An authorisedOperation that matches the notification name, as listed in section
5.5.16.1.

NOTE Even passing these checks doesn’t mean that the notification will be sent, as
the SM-SR also performs other checks (e.g. check that the Operator has not
set an ONC to discard this notifications).

NOTE The Profile Type of the targeted Profile can be foundin the EIS of the eUICC
where this Profile is installed.

5.7.2 Retrieving M2M SP Authorisations to Access Profiles
Function name: GetPLMA

Related Procedures: Retrieve Profile Lifecycle Management Authorisation by Operator
Function group: Profile Management

Function Provider: SM-SR

Description:

This function allows the Operator owner of Profiles to retrieve the list of PLMA applicable to
a certain Profile, or a certain Profile type, or for a certain M2M SP.

The SM-SR receiving this request SHALL verify that the requester is the owner of the
targeted Profile(s), and return the list of all PLMAs applicable to the specified search criteria.
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In case the list of PLMAs is very long, the SM-SR MAY truncate the result. The caller can
then issue another call to getPLMA with more restrictive criteria.

NOTE The order of the PLMAs returned in the list is implementation-dependant.
This function may return:

¢ A ‘Function execution status’ with ‘Executed- Success’, and additional output data
providing the PLMAs.

¢ A ‘Function execution status’ with ‘Executed-WIthWarning’, to indicate that the resuilt
was truncated, plus additional output data providing part of the list of applicable
PLMAs.

Additional input data:

Input data name Description Type No. | MOC

Identification of the Profiletype forwhich PLMAsare searched

profileType String | 1 C

Identification of the M2M SP forwhich PLMAsare searched

m2m-sp-id OID 1 C
iccid Identification of one specific Profile icep | 1 c
mno-id Identification of the Operator owning the Profilesto be matched (thisinput oD 1 c

datum SHALL be present only in case the search criterion isa Profile Type).

See section 5.1.1.1 fortype description.

Table 572-A: retrievePLMA Additional Input Data

One and only one of the input data profileType, m2m-sp-id and iccid SHALL be present.

Additional output data:

Output data name Description

The list of PLMA that match the search criterion
plma See section 5.1.1.2.14 fortype description. PLMA| N M

Table 572-B: retrievePLMA Additional Output Data

Specific status codes

Subject Reason
Subject Reason Description
code code
Indicatesthat the Operatoror M2M SP which called thisfunctionisnot
11 Function 1.2 Not Allowed doesn’t have a PLMA granted that applies to the targeted Profile or
: requester ’ (Authorisation) Profile type (including, if the targeted Profile or Profile type isunknown
to thisSM-SR)
Indicatesthatthe M2M SP specified in the search criterion isunknown
8.9 M2M SP 1.1 Unknown to thisSM-SR
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Indicates that the Operator, addressed by the mno-id inthe PLMA is
unknown.

8.10 Operator 1.1 Unknown

Table 572-C: getPLMA Specific Status Codes

5.7.3 Setting Operator Configuration to Receive Notifications
Function name: SetONC

Related Procedures: Set Operator Notifications Configuration
Function group: Profile Management

Function Provider: SM-SR

Description:

This function allows the Operator to configure for which of its own Profiles, associated with a
Profile Type, it wants to receive which kind of status change notifications; whatever the origin
of the status change is.

The SM-SR receiving this request SHALL verify that the mno-id of the function caller
matches with the one in the ONC.

If the request is acceptable, the SM-SR SHALL record the ONC. The new ONC overwrites
the previous ONC that might have been granted with the same ide ntifiers.

From this point on, any status change notification, irrespective of the cause and related to a
Profile matching these identifiers, SHALL be sent or not based on the new ONC.

This function may return:

¢ A ‘Function execution status’ with ‘Executed-Success’ indicating that the notifications
have been configuredin the SM-SR.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’ with a specific status code
as defined in the table here after, indicating that the notifications have been
configured in the SM-SR but that some side-effects of this configuration may require
the attention of the Operator.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

NOTE:

If no Operator Notification Configuration has yet been set in the SM-SR for a given Profile
Type, then the Operator will receive all notifications for status changes for its own Profiles,
associated with this Profile Type, see also section 3.21 for details.

Additional input data:
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Input data name Description

onc The specification of the ONC, and the criterion on whichthisONC applies ONC 1 M
See section 5.1.1.2.15 for type description.

Table 573-A: SetONC Additional Input Data

Additional output data:

e None

Specific status codes

bject ) Reason s
Subject Reason Description
code code

Indicatesthat the Profile Typeinthe ONC doesn’t matchthe Profile Type
of any Profile owned by the Operatoridentified by itsmno-id.

Profile .

8.25 | Type 4.9 | Unassigned The SM-SRMAY support thisStatusCode. Ifit doessupportit, the SM-
SR SHALL record the ONC anyway, and the Execution Status SHALL
be Executed-WithWarning

Related  Objects Indicatesthat the new ONC hasoverwritten a former ONC on the same

8.2.8 [ ONC 3.6 identifiers. In this case the Execution Status SHALL be Executed-

Exists WithWarning

Indicates that the Operator, addressed by the mno-id in the ONC, is

8.10 Operator 1.1 Unknown unknown.

Not Allowed | Indicates that the requesting SM-DP is not allowed to configure ONCs
(Authorisation) forthe Operator, addressed by the mno-id in the ONC.

Table 573-B: SetONC Specific Status Codes

8.10 | Operator 1.2

5.7.4 Retrieving Operator Notification Configuration
Function name: GetONC

Related Procedures: Retrieve Operator Notifications Configuration
Function group: Profile Management

Function Provider: SM-SR

Description:

This function allows the Operator to retrieve a list of status change notifications it does not
want to receive for its own Profiles, associated with a Profile Type.

The SM-SR receiving this request SHALL verify that the mno-id of the function caller
matches with the one in the ONC.

If the request is acceptable, the SM-SR SHALLreturn the ONC including the list of requested
notifications applicable to the specified search criterion.

This function may return:
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¢ A ‘Function execution status’ with ‘Executed-Success’, and additional outputdata
providing the configured ONC.

¢ A ‘Function execution status’ with ‘Executed-WithWarning’ with a specific status code
as defined in the table below, indicating that the notifications have been configuredin
the SM-SR but that some side-effects of this configuration may require the attention
of the Operator, and additional output data providing the configured ONC.

¢ A ‘Function execution status’ indicating ‘Failed’ with a status code as defined in
section 5.1.6.4 or a specific status code as defined in the table here after.

Additional input data:

Input data name Description | Type | No. MOC

profileType Identification of the Profile Type for which the ONC issearched Sting| 1 c
iccid Identification of one specific Profile for which the ONC issearched icep | 1 c

Table 574-A: GetONC Additional Input Data

One and only one of the input data profileType and iccid SHALL be present.

Additional output data:

Output data
ETE

Description

The ONC includingthe list of discarded notificationsthat matchthe search criterion
See section5.1.1.2.15 fortype description.

NOTE:
onc If no Operator Notification Configuratioﬂn hasy_et be‘en‘set in the_ SM‘-SRfora given ONC N M
Profile Type, thenthe output data of thisfunctionwill list no notificationnames, as
all notificationswill be sent for Profilesassigned with thisProfile Type. See also
section 3.21.3 and table 511215-A for details.

Table 574-B: GetONC Additional Output Data
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Annex A Mapping of Functionsinto Messages (Normative)

This Annex provides the mapping of the functions defined in section 5 into messages to be
exchanged between the Roles.

Any technology can be used to transport those messages (mail, file, Web Services...) as
soon as it is agreed between the sender and the receiver.

However, for interoperability purpose, Annex B of this specification specifies the particular
binding to the Web Service technology, following the OASIS and W3C WS-* standard.

All along this Annex we can indifferently use either “function caller” or “sender entity” wording
to designate the entity that has issued the function execution request. It is also the case
regarding “function provider’ and “receiver entity’ to designate the entity that executes the
function.

A1 Namespaces and Schema References

In the context of this specification, a specific set of namespaces is used:

e rpsX http://namespaces.gsma.org/esim-messaging/X
The “X’ at the end of the URI indicates the major version (for example 3 or 4) of this
specification.

Note: For backward-compatibility with former versions, version 4 of this
specification uses constructs in namespace “/4” but also continues to use
constructs defined in the “/3” namespace for operations and types that
already existed in v3.

The XML schema defined in this specification refers to the following namespaces:

e Xxs: Extensible Markup Language (XML) 1.0, W3C Recommendation as defined in
[47].

e ds: XML Signature Syntaxand Processing (Second Edition), W3C Recommendation
as defined in [48].

A2 Message: <rps3:RPSMessage>

A message in the context of GSMA Embedded UICC Remote Provisioning and Management
is composed of a mandatory header and a mandatory body. RPS message types are located
in euicc.root.xsd file

XML Type Description

rps3:RPSMessage Root element of any GSMA Embedded SIM Remote Provisioning and
Subscription Management message. Any RPS message is composed
of a mandatory header and a mandatory body.
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rps3:RPSHeader

Header of the message. Contains mainly information for the transport
of the message.

rps3:RPSBody

Contains the core of the message. In the context of this specification, it
SHALL be composed of one single element defined within one of the
interfaces ES1, ES2, ES3, ES4 and ES7.

A21 Void

A2.2 Void

Table A2: RPS message types

A3 Common Types

A3.1 Common Message Types

Common request types are located in euicc.common.request.xsd file.

| XML Type

rps3:BaseRequestType

‘ Description

The base type for a Request types. All requests extend this type.

rps3:BaseResponseType | The base type for a Response types. All responses extend this

type.

rps3:BaseNotificationType | The base type for a Notification types. All notifications extend this

type.

A3.2 Void

A3.3 Void

Table A31: Common Message Types

A3.4 Simple Types Mapping

Common simple types are located in euicc.common.types.xsd file.
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| Type
AID

XML Type

rps3:AlIDType

Non-confidential

Description

The AID (Application IDentifier) type definedin
section 5.1.1.1 SHALL be mapped to the
<rps3:AIDType>. The type is defined as a
hexadecimal string representation of 5to 16
bytes.

Datetime

xs:dateTime

The Datetime type defined in section 5.1.1.1
SHALL be mapped to the simple built-in XML
time <xs:datetime>.

EID

rps3:EIDType

The EID (eUICC IDentifier) type defined in
section 5.1.1.1 SHALL be mapped to the
<rps3:EIDType>. The type is defined as a
hexadecimal string representation of 16 bytes.

ICCID

rps3:ICCIDType

The ICCID (Integrated Circuit Card IDentifier)
type defined in section 5.1.1.1 SHALL be
mapped to the <rps3:ICCIDType>. The typeis
defined as a string representation (up to 20
digits), non-swapped as per ITUE.118
representation. Example: 893301000000000011

MSISDN

rps3:MSISDNType

The MSIDN (Mobile Station ISDN Number) type
defined in section 5.1.1.1 SHALL be mapped to
the <rps3:MSISDNType>. The type is defined
as a string representation of up to 15 decimal
digits as defined in ITU E.164, including Country
code, National Destination Code (optional) and
Subscriber Number. Example: 380561234567

IMSI

rps3:IMSIType

The IMSI (International Mobile Subscriber
Identity) type defined in section 5.1.1.1 SHALL
be mapped to the <rps3:IMSIType>. The type is
defined as a string representation of up to 15
decimal digits including MCC (3 digits) and MNC
(2 or 3 digits), as defined in ITU E.212.
Example: 242011234567890

OID

rps3:0ObjectldentifierType

The OID (Object Identifier) type defined in
section 5.1.1.1 SHALL be mapped to the
<rps3:0bjectldentifierType>. The type is defined
as a string representation of an OID, i.e. of
integers separated with dots (for example: '1.2',
'3.4.5".

TAR

rps3:TARType

The TAR (Toolkit Application reference) type
defined in section 5.1.1.1 SHALL be mapped to
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the <rps3:TARType>. The type is defined as a
hexadecimal string representation of exactly 3
bytes. Example: 363443.

Version rps3:ThreeDigitVersion The Version type defined in section 5.1.1.1
SHALL be mapped to the <rps3:
ThreeDigitVersion>. The type is defined as a
string representation of exactly 3 integers
separated by a'.". Example: 1.15.9

Table A34: Common Simple Types

A3.41 Void
A3.4.2 Void
A3.43 Void
A3.4.4 Void
A3.45 Void
A3.46 Void
A3.4.7 Void
A3.4.8 Void
A3.4.9 Void

A.3.5 Complex Type Mapping

Common complex types already defined in version 3 of this specification are located in
euicc.common.types.xsd file.

| ore |t bee Deserieten

EIS rps3:EISType The EIS type defined in section 5.1.1.2.13
SHALL be mapped to the <rps3: EISType>.
This type contains the whole information
defined for EIS, but depending on the function
where it is used, it may be filled with only a
partial content.

All information requiring to be signed by the
EUM at registration time is regrouped under
the element <rps3:EumSignedinfo>. The
signature is provided within the <ds:Signature>
element (see section A.10 of this Annex).
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Additional
Properties

rps3:AdditionalProperties

The <rps3:AdditionalProperties> allows a
neutral representation of any data based on a
"Key:Value pair" representation. Such
representation can be used without breaking
the XML validation process.

Eum Signed
Info

rps3:EumSignedinfo

The <rps3:EumSignedinfo> element contains
all data included in the signature performed by
the EUM.

All other data of the EIS are not signed.

Profile Info

rps3:Profileinfo

The <rps3:ProfileInfo> element contains the
description of one Profile loaded on the eUICC
(the <rps3:Eis> may contain several Profile
<rps3:Profileinfo>). The <rps3:Profilelnfo>
maps the PROFILE INFO type defined in
section 5.1.1.2.4.

Security
Domain

rps3:SecurityDomainType

The <rps3:SecurityDomainType> provides
description of a Security Domain and maps the
SECURITY-DOMAIN type defined in section
5.1.1.2.9. ltis used to contain the information
of the ISD-R and ECASD.

Key Set

rps3:KeySet

The <rps3:Keyset> element contains the
description of a key set and maps the KEYSET
type defined in section 5.1.1.2.8.

Key Type

rps3:KeyType

The <rps3:KeyType> contains the description
of a key and maps the KEY type defined in
section 5.1.1.2.6.

Key
Component

rps3:KeyComponent

The <rps3:KeyComponent> element contains
the description of a key component and maps
the KEY-COMPONENT type defined in section
5.1.1.2.5.

GP
Certificate

rps3:GPCertificateType

The <rps3:GPCertificate Type> contains the
description of a key and maps the
CERTIFICATE type. defined in section
5.1.1.2.7.

Audit Tralil

rps3:AuditTrail

History of all the platform and Profile
Management operations or eUICC notifications
related to the eUICC. It contains list of Audit
Trail Records.
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Audit Trall rps3:AuditTrailRecord Single record contains eUICC audit

Record information. Defined in section 5.1.1.2.11.

eUICC rps3:EuiccCapablities The <rps3:EuiccCapabilities> element maps

Capabilities the EUICC-CAPABILITIES data type defined in
section 5.1.1.2.10.

POL2 rps3:POL2Type List of POL2 rules.

POL2 Rule | rps3:POL2RuleType The <rps3:POL2Type> maps the POL2 data

type defined in section 5.1.1.2.3.

Subscription
Address

rps3:SubscriptionAddressType | The <rps3:SubscriptionAddressType> maps

the SUBSCRIPTION-ADDRESS data type
defined in section 5.1.1.2.1.

Table A35: Common Complex Types

Common complex types introduced in version 4 of this specification are located in
rps4.euicc.common.types.xsd file.

‘ Type XML Type Description
PLMA rps4:PLMAtype The PLMA type defined in section 5.1.1.2.14
SHALL be mapped to the <rps4:PLMAType>.
ONC rps4:0ONCtype The ONC type defined in section 5.1.1.2.15
SHALL be mapped to the <rps4:0ONCType>.
A.3.5.1 Void
A.3.5.2 Void

A.3.5.3 EUM Signature
Description moved to section A.10

A3.5.4 Void
A3.5.5 Void
A3.5.6 Void
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A3.5.7 Void
A3.5.8 Void
A3.5.9 Void

A4 The ES1 Interface Functions

The table below describe where definition of ES1 functions messages are located in
euicc.request.ES1.xsd and rps4.euicc.request.ES1.xsd.

‘ Interface.Function XML Type

ES1.RegisterEIS rps3:ES1-RegisterEISRequest

rps3:ES1RegisterEISResponse

ES1.UpdateEISAdditionalProperties rps4: ES1-UpdateEISAdditionalPropertiesRequest

rps4: ES1-UpdateEISAdditionalPropertiesResponse

Table A4: ES1 Interface Functions

A41 Void

A.5 The ES2 Interface Functions

The table below describe where definition of ES2 functions messages are locatedin
rps3.euicc.request.ES2.xsd and rps4.euicc.request.ES2.xsd.

| Interface.Function XML Type

ES2.GetEIS rps3:ES2-GetEISRequest

rps3:ES2-GetEISResponse

ES2.DownloadProfile rps3:ES2-DownloadProfileRequest

rps3:ES2-DownloadProfileResponse

ES2.UpdatePolicyRules rps3:ES2-UpdatePolicyRulesRequest

rps3:ES2-UpdatePolicyRulesResponse

ES2.UpdateSubscriptionAddress rps3:ES2-UpdateSubscriptionAddressRequest
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rps3:ES2-UpdateSubscriptionAddressResponse

ES2.EnableProfile

rps3:ES2-EnableProfileRequest

rps3:ES2-EnableProfileResponse

ES2.DisableProfile

rps3:ES2-DisableProfileRequest

rps3:ES2-DisableProfileResponse

ES2.DeleteProfile

rps3:ES2-DeleteProfileRequest

rps3:ES2-DeleteProfileResponse

ES2.HandleProfileDisabledNotification

rps3:ES2-HandleProfileDisabledNotification

ES2.HandleProfileEnabledNotification

rps3:ES2-HandleProfileEnabledNotification

ES2.HandleSMSRChangeNotification

rps3:ES2-HandleSMSRChangeNotification

ES2.HandleProfileDeletedNotification

rps3:ES2-HandleProfile DeletedNotification

ES2.AuditEis rps3:ES2-AuditEISRequest
rps3:ES2-AuditEISResponse

ES2.GetONC rps4.ES2-GetONCRequest
rps4:ES2-GetONCResponse

ES2.SetONC rps4.ES2-SetONCRequest

rps4:ES2-SetONCResponse

ES2.GetPLMA

rps4:ES2-GetPLMARequest

rps4:ES2-GetPLMAResponse

ES2.SetPLMA

rps4.ES2-SetPLMARequest

rps4:ES2-SetPLMAResponse

ES2.HandleProfileDownloadedNotific
ation

rps4:ES2-HandleProfileDownloadedNotification

ES2.HandlePLMAChangedNotificatio
n

rps4:ES2-HandlePLMAChangedNotification

ES2.HandlePolicyRulesUpdatedNotifi
cation

rps4:ES2-HandlePolicyRulesUpdatedNotification

ES2.SetFallBackAttribute

rps4:ES2-SetFallBackAttribute Request
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rps4:ES2-SetFallBackAttributeResponse

ES2.SetEmergencyProfileAttribute rps4:ES2-SetEmergencyProfileAttributeRequest

rps4:ES2-SetEmergencyProfileAttributeResponse

ES2.HandleEmergencyProfileAttribute | rps4:ES2-
SetNotification HandleEmergencyProfileAttributeSetNotification

ES2.HandleEmergencyProfileAttribute | rps4:ES2-
UnsetNotification HandleEmergencyProfileAttributeUnsetNotification

ES2.HandleProfileFallBackAttributeSe | rps4:ES2-
tNotification HandleProfileFallBackAttributeSetNotification

ES2.HandleProfileFallBackAttributeUn | rps4:ES2-
setNotification HandleProfileFallBackAttributeUnsetNotification

Table A5: ES2 Interface Functions

A51 To Ab5.12 Void
Descriptions moved to table and files referenced by section A.5

A.6 The ES3 Interface Functions

The table below describe where definition of ES3 functions messages are located in
rps3.euicc.request.ES3.xsd and rps4.euicc.request.ES3.xsd.

‘ Interface.Function XML Type

ES3.GetEIS rps3:ES3-GetEISRequest

rps3:ES3-GetEISResponse

ES3.AuditEIS rps3:ES3-AuditEISRequest

rps3:ES3-AudtiEISResponse

ES3.CreatelSDP rps3:ES3-CreatelSDPRequest

rps3: ES3-CreatelSDPResponse

ES3.SendData rps3:ES3-SendDataRequest

rps3:ES3-SendDataResponse

ES3.ProfileDownloadCompleted rps3:ES3-ProfileDownloadCompletedRequest

rps3:ES3-ProfileDownloadCompletedResponse
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ES3.UpdatePolicyRules rps3:ES3-UpdatePolicyRulesRequest

rps3: ES3-UpdatePolicyRulesResponse

ES3.UpdateSubscriptionAddress rps3:ES3-UpdateSubscriptionAddressRequest

rps3:ES3-UpdateSubscriptionAddressResponse

ES3.EnableProfile rps3:ES3-EnableProfileRequest

rps3:ES3-EnableProfileResponse

ES3.DisableProfile rps3:ES3-DisableProfileRequest

rps3:ES3-DisableProfileResponse

ES3.DeletelSDP rps3:ES3-DeletelSDPRequest

rps3:ES3-DeletelSDPResponse

ES3.UpdateConnectivityParameters rps3:ES3- UpdateConnectivityParametersRequest

rps3:ES3- UpdateConnectivityParametersRe sponse

ES3.HandleProfileDisabledNotification | rps3:ES3-HandleProfileDisabledNotification

ES3.HandleProfileEnabledNotification | rps3:ES3-HandleProfileEnabledNotification

ES3.HandleSMSRChangeNotification | rps3: ES3-HandleSMSRChangeNotification

ES3.HandleProfileDeletedNotification | rps3: ES3-HandleProfileDeletedNotification

ES3.GetONC rps4:ES3-GetONCRequest

rps4:ES3-GetONCResponse

ES3.SetONC rps4:ES3-SetONCRequest

rps4.ES3-SetONCResponse

ES3.GetPLMA rps4:ES3-GetPLMARequest

rps4:ES3-GetPLMAResponse

ES3.SetPLMA rps4:ES3-SetPLMARequest

rps4.ES3-SetPLMAResponse

ES3.HandleProfileDownloadedNotific | rps4:ES3-HandleProfileDownloadedNotification
ation

ES3.HandlePLMAChangedNotificatio | rps4:ES3-HandlePLMAChangedNotification
n
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ES3.HandlePolicyRulesUpdatedNotifi
cation

rps4:ES3-HandlePolicyRulesUpdatedNotification

ES3.SetFallBackAttribute

rps4:ES3-SetFallBackAttributeRequest

rps4:ES3-SetFallBackAttributeResponse

ES3.SetEmergencyProfileAttribute

rps4:ES3-SetEmergencyProfileAttributeRequest

rps4:ES3-SetEmergencyProfileAttributeResponse

ES3.HandleEmergencyProfileAttribute
SetNotification

rps4:ES3-
HandleEmergencyProfile AttributeSetNotification

ES3.HandleEmergencyProfileAttribute
UnsetNotification

rps4.ES3-
HandleEmergencyProfileAttributeUnsetNotification

ES3.HandleProfileFallBackAttributeSe
tNotification

rps4.ES3-
HandleProfileFallBackAttributeSetNotification

ES3.HandleProfileFallBackAttributeUn
setNotification

rps4:ES3-
HandleProfileFallBackAttributeUnsetNotification

Table A6: ES3 Interface functions

A6.1 to AG615 Void

Descriptions moved to table and files referenced by section A.6

A.7 The ES4 Interface Functions

The table belowdescribe where definition of ES4 functions messages are located in
rps3.euicc.request.ES4.xsd and rps4.euicc.request.ES4.xsd.

| Interface.Function

ES4.GetEIS

‘ XML Type

rps3:ES4-GetEISRequest

rps3:ES4-GetEISResponse

ES4.UpdatePolicyRules

rps3:ES4-UpdatePolicyRulesRequest

rps3:ES4-UpdatePolicyRulesResponse

ES4.UpdateSubscriptionAddress

rps3:ES4-UpdateSubscriptionAddressRequest

rps3:ES4-UpdateSubscriptionAddressResponse

ES4.AuditEIS

rps3:ES4-AuditEISRequest
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rps3:ES4-AuditEISResponse

ES4.EnableProfile

rps3:ES4-EnableProfileRequest

rps3:ES4-EnableProfileResponse

ES4 .DisableProfile

rps3:ES4-DisableProfileRequest

rps3:ES4-DisableProfileResponse

ES4 .DeleteProfile

rps3:ES4-DeleteProfileRequest

rps3:ES4-DeleteProfileResponse

ES4.PrepareSMSRChange

rps3:ES4-PrepareSMSRChangeRequest

rps3:ES4-PrepareSMSRChangeResponse

ES4.SMSRChange

rps3:ES4-SMSRChangeRequest

rps3:ES4-SMSRChangeResponse

ES4.HandleProfileDisabledNotification

rps3:ES4-HandleProfileDisabledNotification

ES4.HandleProfileEnabledNotification

rps3:ES4-HandleProfileEnabledNotification

ES4.HandleSMSRChangeNotification

rps3:ES4-HandleSMSRChangeNotification

ES4.HandleProfileDeletedNotification

rps3:ES4-HandleProfileDeletedNotification

ES4.GetPLMA

rps4.ES4-GetPLMARequest

rps4:ES4-GetPLMAResponse

ES4.HandleProfileDownloadedNotific
ation

rps4:ES4-HandleProfileDownloadedNotification

ES4.HandlePLMAChangedNotificatio
n

rps4:ES4-HandlePLMAChangedNotification

ES4.HandlePolicyRulesUpdatedNotifi
cation

rps4:ES4-HandlePolicyRulesUpdatedNotification

ES4.HandleEmergencyProfileAttribute
SetNotification

rps4.ES4-
HandleEmergencyProfile AttributeSetNotification

ES4.HandleEmergencyProfileAttribute
UnsetNotification

rps4:ES4-
HandleEmergencyProfileAttributeUnsetNotification

ES4.HandleProfileFallBackAttributeSe
tNotification

rps4:ES4-
HandleProfileFallBackAttributeSetNotification
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ES4.HandleProfileFallBackAttributeUn | rps4:ES4-

setNotification HandleProfileFallBackAttributeUnsetNotification

Table A7: ES4 Interface functions

A71 to A7.13Void
Descriptions moved to table and files referenced by section 397A.7

A.8 The ES4A Interface Functions

The table below describes where definition of ES4A functions messagesare locatedin

rps4.euicc.request.ES4A.xsd.
| Interface Function XML Type

ES4A.GetONC rps4.ES4A-GetONCRequest

rps4:ES4A-GetONCResponse

ES4A.SetONC rps4.ES4A-SetONCRequest

rps4:ES4A-SetONCResponse

ES4A.GetPLMA rps4:ES4A-GetPLMARequest

rps4:ES4A-GetPLMAResponse

ES4A.SetPLMA rps4:ES4A-SetPLMARequest

rps4.ES4A-SetPLMAResponse

Table A8: ES4A Interface Functions

A9 The ES7 Interface Functions

The table below describes where the definition of ES7 functions messages are located in

euicc.request.ES7 .xsd.

Interface.Function XML Type

XSD File

ES7.CreateAdditionalKe | rps3:ES7-CreateAdditionalKeySetRequest

ySet
See Notes 1 and 2

rps3:ES7-
CreateAdditionalKeySetResponse

ES7.HandoverEUICC rps3:ES7-HandoverEUICCRequest

euicc.request.ES7.xsd
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rps3:ES7-HandoverEUICCResponse

ES7.AuthenticateSMSR | rps3:ES7-Authenticate SMSRRequest

rps3:ES7-Authenticate SMSRResponse

NOTE1 ES7.CreateAdditionalKeySet: Due to backward compatibility reasons, the
XML Schema defining this element does not allowto omit the
initialSequenceCounter element, nor to give it an empty value. However,
whichever value set in this element by the calling SM-SR will be ignored by
the SM-SR receiving this command (see NOTE 1 of section 5.6.1). The
calling SM-SR SHOULD set a value that is clearly not relevant as an initial
sequence countervalue (e.g.-1)

NOTE 2 ES7.CreateAdditionalKeySet: Due to backward compatibility reasons, the
XML Schema defining this element does not allowto omit the hostld
element. However, the value set in this element by the calling SM-SR is
irrelevant if the scenarioParameter does not specify to use a hostld (see
NOTE 2 of section 5.6.1). In this case, the calling SM-SR SHOULD set an
empty value (empty string).

A91 to A83 Void

Descriptions moved to table and files referenced by section 397A.9

A.10 EUM Signature

The EUM signature over some information of the EIS is provided within the
<rps3:EumsSignature> element of type <ds:SignatureType> as defined in XML Signature
Syntax and Processing (Second Edition) [26].

The <rps3:EumSignature> SHALL include:

e A <ds:Signedinfo> element specifying:
e a<ds:CanonicalizationMethod> element;
This specification mandates the support of the following method
‘http://mmw.w3.0rg/2001/10/xml-exc-c14n#’

e a<ds:SignatureMethod> element; this specification mandates usage of one of the
following signature method to have a compliant level of security (RSA and EC key
length following recommendation given in section 2.3.3)
http://mww.w3.0rg/2001/04/xmldsig-more#rsa-sha256
http://mww.w3.0rg/2001/04/xmldsig-more#rsa-sha384
http://mmww.w3.0rg/2001/04/xmldsig-more#rsa-shab512
http://mww.w3.0rg/2001/04/xmldsig-more#ecdsa-sha256
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http://mww.w3.0rg/2001/04/xmldsig-more#ecdsa-sha384
http://mww.w3.0rg/2001/04/xmldsig-more#ecdsa-shab12
e aunique <ds:Reference> element

¢ with no URI attribute as the signed info applies always only on the whole
<rps3:EumSignedIinfo> element (so no need to specify it in the instance
document);

¢ Wwith a digesting method as one of:

http://mwwww.w3.0rg/2001/04/xmlenc#sha256

http://mww.w3.0rg/2001/04/xmldsig-more#sha384

http://www.w3.0rg/2001/04/xmlenc#sha512

¢ Wwith a <ds:Transforms> transforms element containing one single
<ds:Transform> element, to specify the canonicalization method for the
reference
o This specification mandates the support of the following method

‘http:/mwww.w3.0rg/2001/10/xml-exc-c14n#’

o A <ds:Keyinfo> containing a reference to the certificate used to generate the
signature. This is achieved by including a <ds:X509Data> element containing either:
e a<ds:X509SubjectName>, providing the subject value of a certificate that the
receiving entity is supposed to have. In this case, it is the responsibility of the
EUM to ensure that the Subject of its certificates are sufficiently distinctive to
uniquely identify its certificates (for a given eum-id).

e Ora <ds:X509Certificate>, containing the full certificate definition (including the
public key)

e <ds:SignatureValue> element providing the signature value applied on whole
<ds:Signedinfo> element, as specified by the W3C, after application of the specified
canonicalization, transform and digesting methods as specified within the
<ds:SignedInfo> element.

Example of <ds:Signature>:

<EumSignature xmins:ds="http:/Avww.w3.0rg/2000/09/xmldsig#">
<ds:Signedinfo>
<ds:CanonicalizationMethod Algorithm=http:/Aww.w3.0rg/2001/10/xml-exc-c 14n#/>
<ds:SignatureMethod Algorithm=http:/Aww.w3.0rg/2001/04/xmldsig-more#rsa-sha256/>
<ds:Reference>

<ds:Transforms>
<ds:Transform Algorithm="http:/mww.w3.0rg/2001/10/xml-exc-c14n#" />

</ds:Transforms>
<ds:DigestMethod Algorithm=http://www.w3.0rg/2001/04/xmlenc#sha256/>
<ds:DigestValue>dHLkPm5pcyBub3QgYSBzaWduYXR1cmGB</ds:DigestValue>
</ds:Reference>
</ds:Signedinfo>
<ds:SignatureValue>dHLkPm5pcyBub3QgYSBzaWduYXR1cmGB</ds:SignatureValue>
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<ds:KeyInfo>
<ds:X509Data>
<ds:X509SubjectName>CN=gsma, O=GSMA, C=UK</ds:X509SubjectName>
</ds:X509Data>

</ds:Keylnfo>
</ds:Signature>
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Annex B Bindingto SOA Environment (Normative)

This section provides the binding of the messages defined in AnnexA into a SOA
infrastructure.

Web Services technology, following the OASIS and W3C WS-* standard, is the SOA
environment recommended for the deployment of the off-card entities interfaces specified in
this document. This technology provides interoperability and loose coupling between the
interface provider and the interface consumer, also named respectively as "message receiver”
and "message sender"”, “or “function provider” and “function requester”.

However this specification does not prevent from using another type of technology if it is
suitable for a specific deployment. For sure, itimplies that both message sender and message
receiver uses the same technology and security around matches the level of expectation
expressed in this document.

Nevertheless, in case Web Services is used, this section is normative and implementation
SHALL comply with the requirements provided in this section.

B.1 General Recommendations

Systems are now highly multi-threaded. It is consequently possible for a function caller to
perform massive parallel processing, and thus to call several Web Services in parallel.
However, to avoid implementation and integration issues, this specification mandates that
Function requester SHALL NOT perform parallel Web Services calls when they are targeting
the same eUICC.

Web Services related to the same eUICC SHALL be serialised by the Function requester. For
example to avoid key establishmentto happen before ISD-Pis created. Procedures described
in section 3 SHALL be strictly followed regarding the sequence call.

If several Web Service calls are received by the Function provider for the same eUICC, then
the Function provider could either:

e Return the following exception: 'Function for the same eUICC is already in process'.

e Or acceptthe new function execution request, and queue it to be executed after the
already accepted function execution requests for this eUICC. This can only be
applicable to asynchronous request (see B.2.3.3).

B.2 SOAP Binding

This section provides normative rules defining how to map the GSMA Embedded UICC
Remote Provisioning messages (called RPS messages in the rest of section) defined in
Annex A to a Web Services implementation, the rules being conditioned by Message
Exchange Patterns (MEP), see B.2.3).
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This specification mandates usage of SOAP v1.2 as the minimal version and specified in
[40].

This section makes use of the following namespaces:

e wsa: the namespace for WS-Addressing message elements as defined in [41]
e wsmc: the namespace for WS-MakeConnection elements as definedin [43]

B.2.1 Message Binding

A RPS message consists of a body and a header (see A.2). This concept maps very well to
the concept of SOAP messages that also contains a header and a body.

The binding of the messages defined in Annex A to SOAP SHALL follow the rules defined in
this section.

e SOAP Header
¢ Theinformation contained inthe RPSHeader ofthe message SHALL be transferred
into the SOAP header. See also B.2.2.1
e SOAP Body
e Only the element contained in the RPSBody structure SHALL be sent into the
SOAP Body. It means that:
The RPSMessage envelope SHALL NOT be sent.
The full RPSHeader structure SHALL NOT be sent.
The RPSBody envelope SHALL NOT be sent
e The SOAP body SHALL contain the rps3:MessageVersion attribute filled with the
value of the <rps3:RPSMessage>/<rps3:MessageVersion> attribute.

e The SOAP body SHALL use pre-defined namespaces prefixes for XML nodes
which are used as signature material. Namespace to prefix mapping:

e ‘http://namespaces.gsma.org/esim-messaging/3’ SHALL be
mapped to ‘rps3’.
e ‘http://www.w3.0rg/2000/09/xmldsig#’ SHALL be mappedto ‘ds’.

NOTE: the location of namespace declaration in XML affects the signature
computation. The canonicalization method specified in A.3.5.3 ensures the
consistent location of the namespace declaration before computation or
verification of the signature.

As a consequence one RPS message corresponds to one SOAP message, and it is
impossible to send several RPS messages in a single SOAP message.

Note that all information of the RPS message is bind to the SOAP message, so no information
is lost during the binding.
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<rps:RPSMessage> <soap:Envelop>
<rps:RPSHeader> <soap:Header >
<rps:.../>
<rps:.../>
</rps:RPSHeader> </soap:Header>
<rps:RPSBody> <soap:Body>
<rps:...> <rps:...>
</rps:...> </rps:...>
</rps:RPSBody> </soap:Body>
</rps:RPSMessage> </soap:Envelop>

Figure 141: RPS Message Binding

B.2.11 RPS Header Binding to WS-Addressing Elements

This section describes the binding of RPS header into WS-Addressing properties. WS-
Addressing properties are described in further detail in [41] and [42]. Only the elements that
are used throughout this section are detailed here.

e /wsa:From
This element is defined in WS-Addressing core specifications [41] as:

This OPTIONAL element (of type wsa : EndpointReferenceType) provides the value for
the [source endpoint] property.

In the context of this specification this element is MANDATORY except in the synchronous
response and definesthe function requester. It SHALL be filled with:

e The sender URI. This value is not mapped from any value of the RPS Header, but
it should be representative of the sender entity.

¢ A mandatory query parameter “Entityld” containing the
<rps3:SenderEntity>/<rps3:EntityId> value. ldentifies the direct
function caller.

¢ An optional query parameter “EntityName” containing the
<rps3:SenderEntity>/<rps3:EntityName> value. Names the direct
function caller.

e An optional query parameter “UserName” containing the <rps3:SenderName>

¢ A mandatory query parameter "Mnold" only for ES3 request messages containing
the <rps3:MnoId></rps3:MnolId> value,to identify the Operator which sent the
request to the SM-DP via ES2.

Example:
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The following content:

<rps:SenderEntity>
<rps:EntityId>1.3.6.1.4.1.11111</rps:EntityId>
<rps:EntityName>ACompany</rps:EntityName>

</rps:SenderEntity>

<rps:SenderName>aSenderAccountId</rps: SenderName>

<rps3:Mnold>1.3.5.6.1</rps3:MnolId>
Would be mapped into:

<wsa:From>

<wsa:Address>http://ACompany.com/RPS?Entityld=1.3.6.1.4.1.11111?Entit
yName=ACompany ?UserName=aSenderAccount Id ?MnoId=1.3.5.6.1</wsa:Address>

</wsa:From>
e /wsa:To
This element is defined in WS-Addressing core specifications [41] as:

This REQUIRED element (of type xs :anyURI) provides the value for the [destination]
property.

In the context of this specification this element is MANDATORY and defines the function
provider. It SHALL be filled with:

¢ The URL of the web service endpoint to which the message is sent. This value is
not mapped from any value of the RPS Header, but it should be representative of
the receiving entity.

¢ An optional query parameter “Entityld” containing the
<rps3:ReceiverEntity>/<rps3:EntityId> value

¢ A mandatory query parameter “Mnold” only for ES3 response and notification
messages containing the <rps3:MnoId></rps3:MnoId> value, to identify the
Operator to which the SM-DP SHALL send the response or notification via ES2.
The parameter “Mnold” represents:
o Either the Operator which is owner of the Profile
e Orthe Operator which is an M2M SP and has a PLMA set to receive this

notification

V4.1 Page 406 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

Responses or Notifications
/wsa:To

Entityld= SM-DP OID
Mnold*:[recipient MNO OID]

Responses or Notifications
/wsa:To

Entityld=| recipient MNO OID

Operator =2 SM-DP SM-SR

ES4

Responses or Notifications
/wsa:To
Enitityld= recipient MNO OID

Operator

Figure B211-A: Mnold Parameter on ES3 Interface

By mapping the “MnolD”, provided on ES3 interface, into the “Entityld” on the ES2 interface,
the SM-DP or any interconnected routing entity can identify the Operator to which the
response or notification SHALL be sent.

Example:

The following content:

<rps3:ReceiverEntity>
<rps3:EntityId>1.3.6.1.4.1.22222</rps3:EntityId>
</rps3:ReceiverEntity>
Would be mapped into:

<wsa:To>http://ACompany.com/SMDP/ES2Services?EntityId=1.3.6.1.4.1.222
22</wsa:To>

e /wsa:ReplyTo
This element is defined in WS-Addressing core specifications [41] as:

This OPTIONAL element (of type wsa : EndpointReferenceType) provides the value for
the [reply endpoint] property. If this element is NOT present, then the value of the [address]
property of the [reply endpoint] EPR is "http://mww.w3.0rg/2005/08/addressing/anonymous".

In the context of this specification this elementis OPTIONAL. This element SHALL be
present only when:

¢ MEP follows Asynchronous Request-Response with callback and
¢ When Message sender wants the response to be sent to a specific endpoint
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If missing, the response SHALL be sent to (in the preferred order):

¢ awell-known endpoint mutually agreed between message sender and message
receiver
e ortothe message originating endpoint.

If present, the /wsa:ReplyTo SHALL be filled with:

e Thevalue setin <rps3:ResponseEndpoint>
e An optional query parameter “Entityld” containing the
<rps3:ReceiverEntity>/<rps3:Entityld> value

Example:

The following content:

<rps3:ResponsekEndpoint>http://ACompagny.com/SMDP/ES3Services</rps3:Re
sponseEndpoint>

<rps3:ReceiverEntity>
<rps3:EntityId>1.3.6.1.4.1.33333</rps3:EntityId>

</rps3:ReceiverEntity>

Would be mapped into:

<wsa:ReplyTo>

<wsa:Address>http://ACompany.com/SMDP/ES3Services?EntityId=1.3.6.1.4.1.3333
3</wsa:Address> </wsa:ReplyTo>

e /wsa:MessagelD
This element is defined in WS-Addressing core specifications [41] as:

This OPTIONAL element (whose content is of type xs:anyURI) conveys the [message id]
property.

In the context of this specification this element is MANDATORY whatever the MEP. This
element SHALL be filled with:

e Thevalue setin <rps3:MessageId>.

¢ An optional query parameter “TransactionID” containing the
<rps3:TransactionId> value. This query parameter SHALL be present only if
<rps3:TransactionId> is present.

e An optional query parameter“ContextID” containing the <rps3:ContextId>
value. If this optional query parameter is present, it SHALL be included in any new
request generated by the function provider entity for another functional provider
entity. This identifier MAY be used to provide end-to-end logging management
between the different web services.
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¢ A mandatory query parameter “MessageDate” containing the
<rps3:MessageDate> value

¢ A mandatory query parameter "ProfileType" only for notifications messages
containing the <rps3:ProfileType></rps3:ProfileType> value.

NOTE: This information allows the recipient to route the message based on
"ProfileType".

Example:

The following content:

<rps3:Messageld>//MySenderDomain/123</rps3:Messageld>
<rps3:TransactionId>MyTansactionID1</rps3:TransactionId>
<rps3:ContextId>MyContextIDl</rps3:ContextId>
<rps3:MessageDate>2013-04-18T09:45:0072</rps3:MessageDate>
<rps3:ProfileType>3G 16K</rps3:ProfileType>

Would be mapped into:

<wsa:MessageID>//MySenderDomain/123?TransactionId=MyTansactionID1?Con
textId=MyContextIDl?MessageDate=2013-04-18T09:45:00Z2?ProfileType=3G 16K
</wsa:MessagelD>

e /wsa:Action
This element is defined in WS-Addressing core specifications [41] as:

This REQUIRED element (whose content is of type xs:anyURI) conveys the value of the
[action] property.

In the context of this specification this element is MANDATORY, and the format of this
element SHALL be:

[target namespace] [delimiter][interface name] [delimiter][function
group][delimiter][operation name][direction token]

Where:

e [target namespace]: ‘http://gsma.com’
e [interface name]: One of the following label ‘ES1’, ‘ES2’ ‘ES3’, ‘ES4’ ‘ES7’,
¢ [function group]:

e For Synchronous Request-Response MEP, for Notification MEP, and for
Asynchronous with Polling MEP, the [function group] value SHALL be filled with
the name of the functions group (see Table 96 and Table 97). Possible values
are:
eUICCManagement
ProfileManagement
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PlatformManagement

e For Asynchronous with callback MEP, the [function group] value SHALL be filled
with the name of the functions group appended with the "CallBack" string.
Possible values are:

ProfileManagementCallBack
PlatformManagementCallBack
eUICCManagementCallBack
e [Operation name]: the name of the function as containedin the
/rps3:RPSHeader/rps3:MessageType element
¢ [direction token] = Follows OASIS WS-* specifications, i.e.:

e For Synchronous Request-Response MEP: the [direction token]is already part of
the [Operation Name] as the "Request" string for the request, and as the
"Response" string for the response. So no additional qualifier SHALL be added.

¢ For Notification (One-Way MEP): no direction Token (empty string) needs to be
added after the [Operation name]

e For Asynchronous with callback MEP or Asynchronous with Polling: as these
MEP are indeed mapped to two one-way service calls, then there is no need to
have a direction token, neither for the request, nor for the asynchronous response
(empty strings). The ‘Resquest’ and ‘Response’ qualifier SHALL be removed from
the [Operation name].

e [delimiter]: “/”
Examples:

e Forthe ES2 ‘GetEIS’ part of the ‘Profile Management’ function group, the relevant
/wsa:Action SHALL be (assumed to be called as a Synchronous Request-Response
MEP):

o Fortherequest:

<wsa:Action>http://gsma.com/ES2/ProfileManagement/ES2-
GetEISRequest</wsa:Action>

e Forthe response:
<wsa:Action>http://gsma.com/ES2/ProfileManagement/ES2-
GetEISResponse</wsa:Action>

e Forthe ES3 ‘HandleProfileDisabledNotification’ part of the ‘Platform Management’
function group, the relevant /wsa:Action SHALL be for the request (no response

expected):
<wsa:Action>http://gsma.com/ES3/Plat formManagement /ES3 -
HandleProfileDisabledNotification</wsa:Action>

e Forthe ES3 ‘EnableProfile’ part of the ‘Platform Management’ function group, the
relevant /wsa:Action SHALL be (assumed to be called as a Asynchronous Request-
Response with callback MEP):

e Fortherequest:
<wsa:Action>http://gsma.com/ES3/Plat formManagement /ES3 -
EnableProfile</wsa:Action>

e Fortheresponse:
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<wsa:Action>http://gsma.com/ES3/Plat formManagementCallBack/ES3 -
EnableProfile</wsa:Action>

e Forthe ES3 ‘EnableProfile’ part of the ‘Platform Management’ function group, the
relevant /wsa:Action SHALL be (assumed to be called as a Asynchronous with
Polling MEP):

o Fortherequest:

<wsa:Action>http://gsma.com/ES3/PlatformManagement /ES3 -
EnableProfile</wsa:Action>

e Forthe response:
<wsa:Action>http://gsma.com/ES3/PlatformManagement /ES3 -
EnableProfile</wsa:Action>

e /wsa:FaultTo
This element is defined in WS-Addressing core specifications [41] as:

This OPTIONAL element (of type wsa:EndpointReferenceType) provides the value for the
[fault endpoint] property.

In the context of this specification this element SHALL NOT be used. Any fault SHALL be
sent to (in the preferred order):

e The endpoint specifiedin the /wsa:ReplyTo, if present,
o Else, to awell know endpoint mutually agreed between message sender and
message receiver

e Ortothe message originating endpoint.

e /wsa:RelatesTo
This element is defined in WS-Addressing core specifications [41] as:

This OPTIONAL (repeating) elementinformation item contributes one abstract [relationship]
property value, in the form of an (IRI, IRI) pair. The content of this element (of type
xs:anyURI) conveys the [message id] of the related message.

In the context of this specification this element is MANDATORY if the message is an
asynchronous response. This element SHALL be filled with the value of the
<wsa:MessageID> ofthe related request.

Example:

The following content in SOAP request:

<wsa:MessageID>//MySenderDomain/123?TransactionId=MyTansactionID1? Con
textId=MyContextIDl?MessageDate=2013-04-18T09:45:00Z2</wsa:MessagelD>
triggers the following determination of <rps3:relatesTo>:

<rps:RelatesTo>//MySenderDomain/123</rps:RelatesTo>
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The <wsa:RelatesTo> inthe SOAP response SHALL be equalto the <wsa:MessageID>
of the request:

<wsa:RelatesTo>//MySenderDomain/123?TransactionId=MyTansactionID1l
?ContextId=MyContextID1?MessageDate=2013-04-18T09:45:00Z</wsa:RelatesTo>

NOTE: There is no direct mapping from <rps3:RelatesTo> t0
<wsa:RelatesTo>. The <wsa:RelatesTo> SHALL be equalto

<wsa:MessagelId> fromthe request, while <rps3:RelatesTo> isonlya
subset of <wsa:RelatesTo>.

A function requester receiving a SOAP response from a function provider compliant with a
version v3.2 or earlier of the current specification, SHOULD be ready to handle a
<wsa:RelatesTo> value that is not equal to the value of the <wsa:MessagelD> of the SOAP
request.

A function provider sending a SOAP response to a function requester compliant with a
version v3.2 or earlier of the current specification, MAY return a <wsa:RelatesTo> value that
is not equal to the value of the <wsa:MessagelD> of the SOAP request.

NOTE: Versions v3.2 and earlier derived from WS-Addressing specification [41],
and stated that the <wsa:RelatesTo> was equal to the <rps3:relatesTo>,
and consequently, equal to the <rps3:messageld> of the corresponding
request, but different from the <wsa:MessagelD> of the corresponding
request.

B.2.1.2 Use of WS-MakeConnection

WS-MakeConnection SHALL be used in asynchronous scenarios when the receiving party of
arequestcannotinitiate a connection to the sending party (due to network security constraints
for example). In this scenario, the sending party SHALL poll for a processed request using
WS-MakeConnection [43]. This scenario is described in the Message Exchange Pattern:
Asynchronous with Polling (Annex B-Section 2.3.3).

All the following elements are described in further detail in WS-MakeConnection [43], only the
elements that are used throughout this document are detailed here.

To indicate to the Function provider that the Function requester is not addressable and will
use Asynchronous with polling MEP (see B.2.3.3), the /wsa:ReplyTo header element SHALL
indicate one of the two anonymous URL.:

e The WS-Addressing anonymous URL
‘http://mww.w3.0rg/2005/08/addressing/anonymous’. This SHALL allow the function
requester to poll for the first response message available for the function requester

e The WS-MakeConnection anonymous URL ‘http://docs.oasis-open.org/wns-
rx/wsmc/200702/anonymous?id=<value of <wsa:Messageld>’. This SHALL allow the
Function requester to poll for the response for this specific message.
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By using one of the two above anonymous /wsa:ReplyTo URL constructs, the Function
provider knows that ‘Asynchronous with Polling’ mode is requested and SHALL answer with
HTTP 202 (ACCEPT), see B.2.3.3.

To get a Function execution response, The Function provider SHALL send a new SOAP
message with the /wsmc:MakeConnection elementin the body; this new message establishes
a contextualised back-channel for the transmission of the message response according to
matching criteria (defined below).

In the context of this specification, the SOAP message allowing getting a function execution
response message SHALL contain:

In the Header:

e /wsa:Action element with the specific value ‘http://docs.oasis-open.org/ws-

rx/wsmc/200702/MakeConnection’
In the body:

e /wmc:MakeConnection elementwith a subelement/wsmc:Address containingone
of the anonymous URI defined here above and identifying the initiating endpoint
contained in the /wsa:ReplyTo element of the original function execution request.
Function provider SHALL NOT return message response inthe HTTP response unless
they have been addressed to this URI.
¢ If the Function provider has not any response ready for the Function requester it

SHALL answer with an empty response and HTTP 202 (ACCEPT)
e If the Function provider has a response ready it SHALL return the response and
use HTTP response code 200 (OK)

B.2.1.3 RPS Body Binding and signature

At least the RPS Body elements which are used for signature computation or verification (for
example rps3:EumSignedinfo and ds:Signedinfo) SHALL have whitespaces between XML
nodes trimmed (i.e. remove leading and trailing whitespaces).

Example :

1) EUM Signature before trimming :

<EumSignature xmlns:ds="http://www.w3.0rg/2000/09/xmldsig#">
<ds:SignedInfo>
<ds:CanonicalizationMethod Algorithm=http://www.w3.0rg/2001/10/xml-exc-cldn#/>
<ds:SignatureMethod Algorithm=http://www.w3.0rg/2001/04/xmldsig-morefrsa-
sha256/>
<ds:Reference>
<ds:Transforms>
<ds:Transform Algorithm="http://www.w3.0rg/2001/10/xml-exc-clin#" />
</ds:Transforms>
<ds:DigestMethod Algorithm=http://www.w3.0rg/2001/04/xmlenc#sha256/>
<ds:DigestValue>dHLkPmSpcyBub3QgYSBzaWduYXR1cmGB</ds:DigestValue>
</ds:Reference>
</ds:SignedInfo>
<ds:SignatureValue>dHLkPm5pcyBub3QgYSBzaWduYXRlcmGB</ds:SignatureValue>
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<ds:KeyInfo>
<ds:X509Data>
<ds:X509SubjectName>CN=gsma, O=GSMA, C=UK</ds:X509SubjectName>
</ds:X509Data>
</ds:KeyInfo>
</ds:Signature>

2) EUM Signature after trimming (on one line):

<EumSignature xmlns:ds="http://www.w3.0rg/2000/09/xmldsig#"><ds:SignedInfo><ds:C
anonicalizationMethod Algorithm=http://www.w3.0rg/2001/10/xml -exc-cldn#/><ds:Sig
natureMethod Algorithm=http://www.w3.0rg/2001/04/xmldsig-more#rsa-sha256/><ds:Re
ference><ds:Transforms><ds:Transform Algorithm="http://www.w3.0rg/2001/10/xml -ex
c-cldn#"/></ds:Transforms><ds:DigestMethod Algorithm=http://www.w3.0rg/2001/04/x
mlenc#sha256/><ds:DigestValue>dHLkPm5pcyBub3QgYSBzaWduYXR1cmGB</ds:DigestValue><
/ds:Reference></ds:SignedInfo><ds:SignatureValue>dHLkPm5pcyBub3QgY¥SBzaWduYXR1cmG
B</ds:SignatureValue><ds:KeyInfo><ds:X509Data><ds:X509SubjectName>CN=gsma, O=GSM
A, C=UK</ds:X509SubjectName></ds:X509Data></ds:KeyInfo></ds:Signature>

NOTE All examples in this specification are not trimmed, for better readability.

B.2.2 Security

To secure the messages being sent between Function requester and Function provider, one
of the two following mechanisms SHALL be used:

¢ Relying on mutual authenticated transport level security (Transport Layer Security,
TLS)

e Relying on transport level security (TLS) with only server side authenticationand WS-
Security standards

This specification mandates usage of TLS v 1.2 defined in RFC 5246 [15] to allow
appropriate algorithm and key length as definedin section 2.4.1.

B.2.2.1 Secure Channel Set-Up

The process of setting up secure channel is out of scope of this document. This process
includes the exchange of the following information:

e Function requester and Function provider OIDs SHALL be registered and respective
values have been communicated to each party

e Function requester and Function provider URL SHALL have been communicated to
each party

e Function requester and Function provider SHALL agree on the MEP for response
handling of asynchronous function: Asynchronous Request-Response with callback
or Asynchronous with polling.

e Function requester and Function provider SHALL agree on the type of security
mechanism used and respective credential:

e WS-Security
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If UsernameToken Profile is used, the Username and Password SHALL be setup
at receiving entities.

If X509 Certificate Token Profile is used, the receiving entity SHALL trust the
sending entity issued certificate.

e Transport Level Security

Function requester and Function provider party trust must have been established
on a X509 certificate chain basis.

e Function requester and Function provider SHALL agree on the WSDL, which SHALL
consist in the WSDL specified in section B.4, with the addition of the <Policy>
elements implied by the the WS-Security if any, and complying with the WS-Security
elements specified in section B.2.2.2

NOTE: Receiving entity and sending entity could either be the Function requester of
the Function provider.

B.2.2.2 Identification/Authentication/Authorisation

Authentication of the sending party of a SOAP message SHALL rely on either the Transport
layer security (using TLS certificate of the sending party) or the WS-Security [44]. In this
latter case the SOAP message SHALL include specific WS-Security elements containing a
security token, UserNameToken or X509Token as agreed during secure channel set-up (see
2.3.1).

Message receiver SHALL be able to process Web Service Security tokens as specified in
the OASIS specification [44], specifically:

o UsernameToken Profile 1.1. as definedin [45]. Example:
<Sll:Envelope xmlns:S11="..." xmlns:wsse="...">

<S1ll:Header>

<wsse:Security>
<wsse:UsernameToken>
<wsse:Username>ACompany</wsse:Username>
<wsse: Password>MyPassword</wsse: Password>

</wsse:UsernameToken>

</wsse:Security>

e X509 Certificate Token Profile 1.1. as defined in [46], with ‘#X509v3’ token type. The
X509 certificate of the sender SHALL be included as a BinarySecurityToken. In order
to prove that the sender owns the corresponding private key, the SOAP message
SHALL then include a <ds:Signature> with the following properties:
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e A <ds:Signedinfo> elementin context of WS-Security X.509 certificate token
profile specifying:
e acanonicalization method,
This specification mandates the support of the following method
‘http://mwww.w3.0rg/2001/10/xml-exc-c14n#’
e asignature method; this specification mandates usage of one of the following
signature method to have a compliant level of security (RSA and EC key
length following recommendation given in section 2.3.3)
http://mmww.w3.0rg/2001/04/xmldsig-more#rsa-sha256
http://mww.w3.0rg/2001/04/xmldsig-more#rsa-sha384
http://mmw.w3.0rg/2001/04/xmldsig-more#rsa-sha512
http://mww.w3.0rg/2001/04/xmldsig-more#ecdsa-sha256
http://mww.w3.0rg/2001/04/xmldsig-more#ecdsa-sha384
http://www.w3.0rg/2001/04/xmldsig-more#ecdsa-sha512
¢ atleast one <ds:Reference> elementpointing to the BinarySecurityToken (see
note); and with a digesting method as one of:
http://mww.w3.0rg/2001/04/xmlenc#sha256
http://mvww.w3.0rg/2001/04/xmldsig-more#sha384
http://www.w3.0rg/2001/04/xmlenc#sha512

¢ including a <ds:Transforms> element with a <ds:Transform> element to
specify the canonicalization method for the reference.
This specification mandates the support of the following method
‘http://www.w3.0rg/2001/10/xml-exc-c14n#’

NOTE Including the X.509 token in the signature is recommended by Oasis’ Web
Services Security: SOAP Message Security 1.1 [44], to protects against
certificate substitution attacks.

Example:

<Sll:Envelope xmlns:S11="...">

<S11 :Header>

<wsse:Security xmlns:wsse="..." xmlns:wsu="..." >
<wsse:BinarySecurityToken ValueType="..#X509v3"
EncodingType=".4#Base64Binary" wsu:Id="binarytoken">
MITIEZzCCA9CgAwIBAgIQEMtJIZCO...
</wsse:BinarySecurityToken>

<ds:Signature
xmlns:ds="http://www.w3.0rg/2000/09/xmldsig#">

<ds:SignedInfo>

<ds:CanonicalizationMethod
Algorithm=http://www.w3.0rg/2001/10/xml-exc—cli4n#/>
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<ds:SignatureMethod
Algorithm=http://www.w3.0rg/2001/04/xmldsig-more#rsa-sha256/>
<ds:Reference URI="#binarytoken">
<ds:Transforms>

<ds:Transform Algorithm="http://w
ww.w3.0rg/2001/10/xml-exc-cl4n#" />

</ds:Transforms>

<ds:DigestMethod
Algorithm=http://www.w3.0rg/2001/04/xmlenc#sha256/>

<ds:DigestValue>dHLk..</ds:DigestValue>
</ds:Reference>
</ds:SignedInfo>
<ds:SignatureValue>HFLP..</ds:SignatureValue>
<ds:KeyInfo>
<wsse:SecurityTokenReference>
<wsse:Reference URI="#binarytoken" />
</wsse:SecurityTokenReference>
</ds:KeyInfo>
</ds:Signature>

</wsse:Security>

B.2.2.3 Inte grity
The integrity of the message SHALL exclusively rely on the transport level security (TLS).

B.2.24 Confidentiality

The confidentiality of the message SHALL exclusively rely on the transportlevel security
(TLS).

B.2.3 Message Exchange Pattern (MEPs) — HTTPS Binding

B.2.3.1 MEP: Synchronous Request-Response

. (1) HTTP POST + request————> :
Function Function

requester Provider
<—(2) HTTP 200 (OK) + Response
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Figure 142: MEP: Synchronous Request-Response

(1) The SOAP header of the message sentin a HTTP POST from Function requesterto
Function provider SHALL contain:

/wsa:From (REQUIRED)
/wsa:To (REQUIRED)
/wsa:MessageID (REQUIRED)

/wsa:Action (REQUIRED)

(2) The response to the message is on the HTTP(s) return channel with code 200 (OK) and
the SOAP header SHALL contain:

/wsa:From (OPTIONAL)
/wsa:To (REQUIRED)
/wsa:MessageID (REQUIRED)

/wsa:Action (REQUIRED)

B.2.3.2 MEP: Asynchronous Re quest-Response With Callback

(1) HTTP POST + request———>

Function (2) HTTP 202 (ACCEPT) Function

requester Provider
<——(3) HTTP POST + response

(4) HTTP 202 (ACCEPT) ——>

Figure 143: MEP: Asynchronous Request-Response With Callback

(1) The SOAP header of the message sentin a HTTP POST from Function requester to
Function provider SHALL contain:

/wsa:From (REQUIRED)
/wsa:To (REQUIRED)
/wsa:ReplyTo (OPTIONAL)
/wsa:MessageID (REQUIRED)

/wsa:Action (REQUIRED)
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(7) The Function requester SHALL be able to handle 202 (ACCEPT) HTTP response
codes.

NOTE: In case the response is 200 (OK) steps (3) and (4) will be skipped ifitis not
a new session.

(3) The response to the message is sentin a HTTP POST from Function provider to
Function requester, and the SOAP header SHALL contain:

/wsa:From (REQUIRED)
/wsa:To (REQUIRED)
/wsa:MessageID (REQUIRED)
/wsa:Action (REQUIRED)

/wsa:RelatesTo (Value of <wsa:Messageld> of the original message to whichthis is the
response) (REQUIRED)

(4) Function requester SHALL reply with a HTTP 202 (ACCEPT).

B.2.3.3 MEP: Asynchronous With Polling

(1) HTTP POST + request
With /wsa:ReplyTo Anonymous

<——————(2) HTTP 202 (ACCEPT)

(3) HTTP POST
. With /wsmc:MakeConnection
Function Function
requester <« (4)HTTP 202 (ACCEPT) — Provider

For empty response

(5) HTTP POST

With /wsmc:MakeConnection

<« (6)HTTP 202 + response

Figure 144. MEP: Asynchronous With Polling

(1) The SOAP header of the message sentin a HTTP POST from Function requester to
Function provider SHALL contain:

/wsa:From (REQUIRED)

/wsa:To (REQUIRED)
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/wsa:ReplyTo (REQUIRED) containing one of the two possible anonymous URL (see
Annex B-Section 2.1.2)

/wsa:MessagelD (REQUIRED)

/wsa:Action (REQUIRED)

(2) Function provider SHALL reply with a HTTP 202 (ACCEPT). (3 or 5) Function provider
makes a WS-MakeConnection call as definedin Annex B-Section 2.1.2 with a header
containing:

<wsa:Action>http://docs.oasis-open.org/ws-—
rx/wsmc/200702 /MakeConnection<wsa:Action>

And a body containing:

<wsmc:MakeConnection ...>

<wsmc:Address>AnonymousURL (same value as /wsa:ReplyTo
above) </wsmc :Address>

</wsmc :MakeConnection>
(4 or 6) The response to the message is sentin a HTTP response from Function provider to
Function requester, and the SOAP header SHALL contain:

/wsa:From (REQUIRED)
/wsa:To (REQUIRED)
/wsa:MessageID (REQUIRED)
/wsa:Action (REQUIRED)

/wsa:RelatesTo (Value of <wsa:Messageld> of the original message to whichthis is the
response) (REQUIRED)

B.2.34 MEP: Notification (One-Way)

) (1) HTTP POST + notification ——— :
Function Function

requester Provider
<——(2) HTTP 202 (ACCEPT)

Figure 145: MEP: Synchronous Request-Response

(1) The SOAP header of the message sentin a HTTP POST from Function requester to
Function provider SHALL contain:

/wsa:From (REQUIRED)

/wsa:To (REQUIRED)
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/wsa:MessageID (REQUIRED)

/wsa:Action (REQUIRED)

(2) The response to the message is on the HTTP return channel with code 202 (ACCEPT)
and with an empty body.

B.2.4 Binding Examples

B.2.41 Binding of a Message for ES4.EnableProfile Function Request

The xml hereunder illustrates an RPS message for requesting the execution of the
ES4.EnableProfile function:

<?xml version="1.0" encoding="UTF-8"?2>
<RPSMessage xmlns="http://namespaces.gsma.org/esim-messaging/1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
MessageVersion="1.0.0">
<RPSHeader>
<SenderEntity>
<EntityId>1.3.6.1.4.1.111111</EntityId><!-- Sample OID -->
<EntityName>ACompany</EntityName>
</SenderEntity>
<SenderName>aSenderAccount Id</SenderName>
<ReceiverEntity>
<EntityId>1.3.6.1.4.1.222222</EntityId><!-- Sample OID -->

</ReceiverEntity>

<ResponseEndpoint>http://ACompany.com/RPS/MyEndPoint</ResponseEndpoint>
<TransactionId>MyTransID1</TransactionId>
<MessageId>//MySenderDomain/123</MessageId>
<MessageType>ES4-EnableProfileRequest</MessageType>
<MessageDate>2013-04-18T09:30:47z</MessageDate>
</RPSHeader>
<RPSBody>
<ES4-EnableProfileRequest>
<FunctionCallIldentifier>callIld:1</FunctionCallIdentifier>
<ValidityPeriod>3600</ValidityPeriod>
<E1d>89001012012341234012345678901224</Eid>
<ICCID>8933010000000000001</ICCID>
</ES4-EnableProfileRequest>
</RPSBody>
</RPSMessage>
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In the case where:

e security is set with TLS, with mutual authentication based on certificate
e the MEP is: Asynchronous Request-Response with callback
This function execution request is bound to the following SOAP message:

<?xml version="1.0" encoding="UTF-8"7?>

<s:Envelope xmlns:s="http://www.w3.0rg/2003/05/soap-envelope"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xmlns:wsa="http://schemas.xmlsoap.org/ws/2004/08/addressing"

xmlns:rps3="http://namespaces.gsma.org/esim-messaging/3">
<s:Header>

<wsa:From>

<wsa:Address>http://ACompany.com/RPS?EntityId=1.3.6.1.4.1.111111?EntityName
=ACompany?UserName=aSenderAccountID</wsa:Address>

</wsa:From>
<wsa:To>http://AnotherCompany.com?EntityId=1.3.6.1.4.1.222222</wsa:To>

<wsa:MessageID>//MySenderDomain/123?TransactionId=MyTransIDl ?MessageDate=20
13-04-18T09:30:4772</wsa:MessagelD>

<wsa:Action>http://gsma.com/ES4/ProfileManagement/ES4-
EnableProfile</wsa:Action>

<wsa:ReplyTo>
<wsa:Address>http://ACompany.com/RPS/MyEndPoint</wsa:Address>
</wsa:ReplyTo>
</s:Header>
<s:Body rps3:MessageVersion="1.0.0">

<rps3:ES4-EnableProfileRequest>

<rps3:FunctionCallIdentifier>calllID:1</rps3:FunctionCallldentifier>
<rps3:ValidityPeriod>3600</rps3:ValidityPeriod>
<rps3:Eid>89001012012341234012345678901224</rps3:Eid>
<rps3:ICCID>8933010000000000001</rps3:ICCID>
</rps3:ES4-EnableProfileRequest>
</s:Body>

</s:Envelope>

B.2.4.2 Binding of a Message for ES4.EnableProfile Function Response

The xml hereunder illustrates a possible message response for the ES4.EnableProfile
function execution request illustrated in the example of the previous section 2.2.1.

<?xml version="1.0" encoding="UTF-8"7?>
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<RPSMessage xmlns="http://namespaces.gsma.org/esim-messaging/1"

xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"

MessageVersion="1.0.0">

<RPSHeader>
<SenderEntity>
<EntityId>1.3.6.1.4.1.222222</EntityId><!-- Sample OID -->
</SenderEntity>
<SenderName>AnotherSenderAccount Id</SenderName>
<ReceiverEntity>
<EntityId>1.3.6.1.4.1.111111</EntityId><!-- Sample OID -->
</ReceiverEntity>
<TransactionId>MyTransID1</TransactionId>
<MessageId>//MyProviderDomain/99</Messageld>
<MessageType>ES4-EnableProfileResponse</MessageT ype>
<RelatesTo>//MySenderDomain/123</RelatesTo>
<MessageDate>2013-04-18T09:45:00z</MessageDate>
</RPSHeader>
<RPSBody>
<ES4-EnableProfileResponse>
<FunctionExecutionStatus>
<Status>EXECUTED SUCCESS</Status>
</FunctionExecutionStatus>
</ES4-EnableProfileResponse>
</RPSBody>

</RPSMessage>

In the context described in the example of the previous section 2.2.1, the function execution
response is bound to the following SOAP message:

<?xml version="1.0" encoding="UTF-8"7?>

<s:Envelope xmlns:s="http://www.w3.0rg/2003/05/socap-envelope"

xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"

xmlns:wsa="http://schemas.xmlsoap.org/ws/2004/08/addressing"

xmlns: rps3="http://namespaces.gsma.org/esim-messaging/1">
<s:Header>

<wsa:From>

<wsa:Address>http://AnotherCompany.com/RPS?Entityld=1.3.6.1.4.1.2222227?User
Name=AnotherSenderAccountId</wsa:Address>
</wsa:From>
<wsa:To>http://AnotherCompany.com?EntityId=1.3.6.1.4.1.111111</wsa:To>
<wsa:MessageID>
//MyProviderDomain/99?TransactionId=MyTransID]l ?MessageDate=2013-04-
18T09:45:00Z2</wsa:MessagelD>
<wsa:Action>http://gsma.com/ES4/Plat formManagement /ES4 -
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EnableProfile</wsa:Action>
<wsa:RelatesTo>

//MySenderDomain/123?TransactionId=MyTransID1?MessageDate=2013-04-
18T09:30:47Z2 //MySenderDomain/123

</wsa:RelatesTo><!-- Matching request in section B.2.4.1 -->
</s:Header>
<s:Body rps3:MessageVersion="1.0.0">
<rps3:ES4-EnableProfileResponse>
<rps3:FunctionExecutionStatus>
<rps3:Status>EXECUTED SUCCESS</rps3:Status>
</rps3:FunctionExecutionStatus>
</rps3:ES4-EnableProfileResponse>
</s:Body>
</s:Envelope>

B.2.5 URI- query structure

The URI specification [65] treats the query part as being unstructured. The following rules
SHALL be applied for query in URI:

e The queryis composed of a series of field key-value pairs.
e Within each pair, the field key and the value are separated by an equals sign, "=".
e The series of pairs is separated by a questionmark, "?".

Examples:

http://ACompany.com/RPS?EntityId=1.3.6.1.4.1.11111?EntityName=ACompany?User
Name=aSenderAccountId

where
EntityId=1.3.6.1.4.1.11111?EntityName=ACompany?UserName=aSenderAccountId

represents the whole query and EntityName=ACompany iS one field name-value pair.

B.3 Function Binding

NOTE: In the tables belowthe Asynchronous Request-Response with Callback MEP can
be replaced by an Asynchronous Request-Response with Polling MEP. In
this case the /wsa:Action value has to be updated accordingly.

B.3.1 ES1

| Function name Binding Information

MEP SynchronousRequest-Response
RegisterEIS /wsa:Action http://gsma.com/ES1/eUICCManagement/ES1-RegisterEISRequest
Request
/wsa:Action http://gsma.com/ES1/eUICCManagement/ES1-RegisterEISResponse
Response
Binding SynchronousRequest-Response
UdeeEBAddMonumpenbsInmrmanon
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Jwsa-Action http://gsma.com/ES1/eUICCManagement/ES1-
’ UpdateEISAdditionalPropertiesRequest
Request
Jwsa:Action http://gsma.com/ES1/eUICCManagement/ES1-
UpdateEISAdditionalPropertiesResponse
Response

Table 227: ES1 Function Binding

B.3.2 ES2
‘ Function name Binding Information
MEP SynchronousRequest-Response
http://gsma.com/ES2/DataPreparation/ES2-
GetEIS /wsa:Action Request GetEISRequest
. http://gsma.com/ES2/DataPreparation/ES2-
/wsa:Action
GetEISResponse
Response
MEP AsynchronousRequest-Response with CallBack
http://gsma.com/E S2/ProfileManagement/ES2 -
DownloadProfile /wsa:Action Request DownloadProfile
. http://gsma.com/E S2/ProfileManagementCallback/ES2-
/wsa:Action -
DownloadProfile
Response
MEP SynchronousRequest-Response
http://gsma.com/E S2/ProfileManagement/ES2 -
UpdatePolicyRules /wsa:Action Request UpdatePolicyRulesRequest
/ L http://gsma.com/ES2/ProfileManagement/ES2 -
wsa:Action UpdatePolicyRulesResponse
Response
MEP SynchronousRequest-Response
http://gsma.com/ES2/ProfileManagement/ES2 -
UpdateSubscriptionAddress /wsa:Action Request UpdateSubscriptionAddressRequest
L http://gsma.com/E S2/ProfileManagement/ES2 -
fwsa:Action UpdateSubscriptionAddressResponse
Response
MEP AsynchronousRequest-Response with CallBack
http://gsma.com/ES2/PlatformManagement/ES2 -
EnableProfile /wsa:Action Request EnableProfile
. http://gsma.com/ES2/PlatformManagementCallback/ES2
/wsa:Action )
-EnableProfile
Response
MEP AsynchronousRequest-Response with CallBack
DisableProfile http://gsma.com/ES2/PlatformManagement/ES2 -
/wsa:Action Request DisableProfile
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http://gsma.com/ES2/PlatformManagementCallback/ES2

DeleteProfile

fwsa:Action -DisableProfile
Response
MEP Asynchronous Request-Response with CallBack

/wsa:Action Request

http://gsma.com/E S2/Platform Management/ES2 -
DeleteProfile

http://gsma.com/ES2/PlatformManagementCallback/ES2

HandleProfile DisabledNotification

Iwsa:Action -DeleteProfile
Response
MEP Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/PlatformManagement/ES2-
HandleProfileDisabledNotification

HandleProfileEnabledNotification

/wsa:Action (none)
Response
MEP Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/PlatformManagement/ES2-
HandleProfileEnabledNotification

HandleSMSRChangeNoatification

/wsa:Action (none)
Response
MEP Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/PlatformManagement/ES2-
HandleSM SRChangeNotification

HandleProfile DeletedNotification

/wsa:Action (none)
Response
MEP Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/PlatformManagement/ES2 -
HandleProfile DeletedNotification

AuditEIS

/wsa:Action (none)
Response
MEP AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/E S2/ProfileManagement/ES2 -AuditEIS

/wsa:Action Response

http://gsma.com/ES2/ProfileManagementCallBack/ES2-
AuditEIS

SetFallBackAttribute

MEP

AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/ES2/ProfileManagement/ES2 -
SetFallBackAttribute

/wsa:Action Response

http://gsma.com/E S2/ProfileManagementCallBack/ES2-
SetFallBackAttribute

HandleProfile FallBackAttribute SetNot
ification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/ProfileManagement/ES2 -
HandleProfile FallBackAttribute SetNotification
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/wsa:Action Response

(none)

HandleProfile FallBackAttribute Unset
Notification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/E S2/ProfileManagement/ES2 -
HandleProfileFallBackAttribute UnsetNotification

/wsa:Action Response

(none)

SetEmergencyProfileAttribute

MEP

AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/E S2/ProfileManagement/ES2 -
SetEmergencyProfile Attribute

/wsa:Action Response

http://gsma.com/E S2/ProfileManagementCallBack/ES2-
SetEmergencyProfile Attribute

HandleEmergencyProfileAttribute Set
Notification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/ProfileManagement/ES2-
HandleEmergencyProfile Attribute SetNotification

/wsa:Action Response

(none)

HandleEmergencyProfileAttribute Uns
etNotification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/ProfileManagement/ES2-
HandleEmergencyProfile AttributeunSetNotification

/wsa:Action Response

(none)

MEP

SynchronousRequest-Response

/wsa:Action Request

http://gsma.com/ES2/ProfileManagement/ES2 -
GetONCRequest

GetONC
http://gsma.com/ES2/ProfileManagement/ES2-
/wsa:Action Response | GetONCResponse
nchron R -R n
MEP SynchronousRequest-Response
http://gsma.com/ES2/ProfileManagement/ES2 -
‘Acti SetONCReguest
SetONC /wsa:Action Request SetONCRequest
http://gsma.com/ES2/ProfileManagement/ES2-
/wsa:Action Response | SetONCResponse
MEP SynchronousRequest-Response
http://gsma.com/ES2/ProfileManagement/ES2-
‘Acti GetrLMARequest
GetPLMA /wsa:Action Request GetPLMARequest
http://gsma.com/E S2/ProfileManagement/ES2 -
/wsa:Action Response | GetPLMAResponse
MEP SynchronousRequest-Response
SetPLMA http://gsma.com/ES2/ProfileManagement/ES2-
/wsa:Action Request SetPLMARequest
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/wsa:Action Response

http://gsma.com/ES2/ProfileManagement/ES2 -
SetPLMAResponse

HandleProfileDownloadedNotification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/ProfileManagement/ES2 -
HandleProfile DownloadedNaotification

/wsa:Action

Response

(none)

HandlePLMAChangedNotification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/ProfileManagement/ES2 -
HandlePLMAChangedNotification

/wsa:Action

Response

(none)

HandlePolicyRulesUpdatedNotificatio
n

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/ProfileManagement/ES2-
HandlePolicyRulesUpdatedNotfication

/wsa:Action

Response

(none)

B.3.3 ES3

Table 228: ES2 Function Binding

Function name Binding Information

MEP

SynchronousRequest-Response

/wsa:Action Request

http://gsma.com/ES3/ProfileManagement/ES3-
GetEISRequest

GetEIS
/wsa:Action Response http://gsma.com/ES3/ProfileManagement/ES3-
GetEISResponse
MEP AsynchronousRequest-Response with CallBack
AUdItEIS /wsa:Action Request | http://gsma.com/ES3/ProfileManagement/ES3-AuditEIS
. http://gsma.com/ES3/ProfileManagementCallBack/ES3-
/wsa:Action Response -
AuditEIS
MEP AsynchronousRequest-Response with CallBack
CreatelSDP /wsa:Action Request | http://gsma.com/ES3/ProfileManagement/ES3-Createl SDP
. http://gsma.com/E S3/ProfileManagemenCallBack/ES3-
/wsa:Action Response
CreatelSDP
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SendData

MEP

AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/E S3/ProfileManagement/ES3-SendData

/wsa:Action Response

http://gsma.com/E S3/ProfileManagementCallBack/ES3-
SendData

ProfileDownloadCompleted

MEP

SynchronousRequest-Response

/wsa:Action Request

http://gsma.com/ES3/ProfileManagement/ES3-
ProfileDownloadedCompletedRequest

/wsa:Action Response

http://gsma.com/ES3/ProfileManagement/ES3-
ProfileDownloadedCompletedResponse

UpdatePolicyRules

MEP

SynchronousRequest-Response

/wsa:Action Request

http://gsma.com/E S3/ProfileManagement/ES3-
UpdatePolicyRulesRequest

/wsa:Action Response

http://gsma.com/ES3/ProfileManagement/ES3-
UpdatePolicyRulesResponse

UpdateSubscriptionAddress

MEP

SynchronousRequest-Response

/wsa:Action Request

http://gsma.com/ES3/ProfileManagement/ES3-
UpdateSubscriptionAddressRequest

/wsa:Action Response

http://gsma.com/ES3/ProfileManagement/ES3-
UpdateSubscriptionAddressResponse

EnableProfile

MEP

AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/E S3/PlatformManagement/E S3 -
EnableProfile

/wsa:Action Response

http://gsma.com/ES3/PlatformManagementCallBackES3-
EnableProfile

DisableProfile

MEP

AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/E S3/PlatformManagement/ES3 -
DisableProfile

/wsa:Action Response

http://gsma.com/ES3/PlatformManagementCallBack/ES3-
DisableProfile

DeletelSDP

MEP

AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/E S3/Platform Management/E S3 -
DeletelSDP

/wsa:Action Response

http://gsma.com/ES3/PlatformManagementCallBack/ES3-
DeletelSDP

UpdateConnectivityParameters

MEP

AsynchronousRequest-Response with CallBack
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/wsa:Action Request

http://gsma.com/ES3/PlatformManagement/ES3-
UpdateConnectivityParameters

/wsa:Action Response

http://gsma.com/ES3/PlatformManagementCallBack/ES3-
UpdateConnectivityParameters

HandleProfile DisabledNotification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES3/PlatformManagement/ES3 -
HandleProfileDisabledNotification

/wsa:Action Response

(none)

HandleProfileEnabledNotification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES3/PlatformManagement/ES3-
HandleProfileEnabledNofification

/wsa:Action Response

(none)

HandleSMSRChangeNotification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES3/PlatformManagement/ES3-
HandleSMSRChangeNoatification

/wsa:Action Response

(none)

HandleProfile DeletedNoatification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES3/PlatformManagement/ES3-
HandleProfileDeletedNotification

/wsa:Action Response

(none)

SetFallBackAttribute

MEP

AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/ES3/ProfileManagement/ES3-
SetFallBackAttribute

/wsa:Action Response

http://gsma.com/ES3/ProfileManagementCallBack/ES 3-
SetFallBackAttribute

HandleProfile FallBackAttribute SetNot
ification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/E S3/ProfileManagement/ES3-
HandleProfile FallBackAttribute SetNotification

/wsa:Action Response

(hone)

HandleProfile FallBackAttribute Unset
Notification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES2/ProfileManagement/ES3-
HandleProfileFallBackAttribute UnsetNotification

/wsa:Action Response

(hone)

SetEmergencyProfileAttribute

MEP

AsynchronousRequest-Response with CallBack
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http://gsma.com/E S3/ProfileManagement/ES3-
SetEmergencyProfile Attribute

/wsa:Action Request

http://gsma.com/E S3/ProfileManagementCallBackES 3-
SetEmergencyProfile Attribute

/wsa:Action Response

MEP Notification (One-Way)

HandleEmergencyProfileAttribute Set A http://gsma.com/E S3/ProfileManagement/ES3-
/wsa:Action Request

Notification HandleEmergencyProfileAttribute SetNotification
/wsa:Action Response | (none)
MEP Notification (One-Way)
HandleEmergencyProfile AttributeUns http://gsma.com/ES3/ProfileManagement/ES3-

/wsa:Action Request

etNotification HandleEmergencyProfileAttribute UnsetNotification

/wsa:Action Response | (none)

MEP SynchronousRequest-Response

http://gsma.com/E S3/ProfileManagement/ES3 -
GetONCRequest

GetONC /wsa:Action Request

http://gsma.com/ES3/ProfileManagement/ES3-
GetONCResponse

/wsa:Action Response

MEP SynchronousRequest-Response

http://gsma.com/E S3/ProfileManagement/ES3-
SetONCRequest

SetONC /wsa:Action Request

http://gsma.com/E S3/ProfileManagement/ES3-
SetONCResponse

/wsa:Action Response

MEP SynchronousRequest-Response

http://gsma.com/E S3/ProfileManagement/ES3-
GetPLMARequest

:Action R
GetPLMA /wsa:Actio equest

http://gsma.com/E S3/ProfileManagement/ES3 -
GetPLMAResponse

/wsa:Action Response

MEP SynchronousRequest-Response

http://gsma.com/E S3/ProfileManagement/ES3 -
SetPLMARequest

SetPLMA /wsa:Action Request

http://gsma.com/ES3/ProfileManagement/ES3-
SetPLMAResponse

/wsa:Action Response

MEP Notification (One-Way)

http://gsma.com/ES3/ProfileManagement/ES2-

HandleProfileDownloadedNotification | /wsa:Action Request HandleProfile DownloadedNotification

/wsa:Action (none)
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HandlePLMAChangedNoatification

/wsa:Action

Response

(none)

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES3/ProfileManagement/ES2 -
HandlePLMAChangedNoatification

HandlePolicyRulesUpdatedNotificatio
n

Iwsa:Action

Response

(none)

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES3/ProfileManagement/ES2-
HandlePolicyRulesUpdatedNotification

B.3.4 ES4

Function name

GetEIS

MEP

Table 229: ES3 Function Binding

Binding Information

SynchronousRequest-Response

/wsa:Action Request

http://gsma.com/ES4/ProfileManagement/ES4-
GetEISRequest

/wsa:Action Response

http://gsma.com/E S4/ProfileManagement/ES4-
GetEISResponse

UpdatePolicyRules

MEP

SynchronousRequest-Response

/wsa:Action Request

http://gsma.com/E S4/ProfileManagement/ES4 -
UpdatePolicyRulesRequest

/wsa:Action Response

http://gsma.com/E S4/ProfileManagement/ES4 -
UpdatePolicyRulesResponse

UpdateSubscriptionAddress

MEP

SynchronousRequest-Response

/wsa:Action Request

http://gsma.com/ES4/ProfileManagement/ES4-
UpdateSubscriptionAddressRequest

/wsa:Action Response

http://gsma.com/ES4/ProfileManagement/ES4 -
UpdateSubscriptionAddressResponse

AuditEIS

MEP

AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/E S4/ProfileManagement/ES4-AuditEIS

/wsa:Action Response

http://gsma.com/E S4/ProfileManagementCallBack/ES4-
AuditEIS

EnableProfile

MEP

AsynchronousRequest-Response with CallBack
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http://gsma.com/E S4/PlatformManagement/ES4 -
EnableProfile

/wsa:Action Request

http://gsma.com/ES4/PlatformManagementCallBack/ES4 -

/wsa:Action Response EnableProfile

MEP AsynchronousRequest-Response with CallBack

http://gsma.com/E S4/Platform Management/ES4 -
DisableProfile

DisableProfile /wsa:Action Request

http://gsma.com/ES4/PlatformManagementCallBackES4 -

/wsa:Action Response DisableProfile

MEP AsynchronousRequest-Response with CallBack

http://gsma.com/E S4/PlatformManagement/ES4 -
DeleteProfile

DeleteProfile /wsa:Action Request

http://gsma.com/ES4/PlatformManagementCallBackES4 -

/wsa:Action Response DeleteProfile

MEP AsynchronousRequest-Response with CallBack

/ Action R ¢ http://gsma.com/ES4/eUICCManagement/ES4 -
PrepareSMSRChange wsa:Action Reques PrepareSMSRChange

http://gsma.com/ES4/eUICCManagementCallBackES4 -

/wsa:Action Response PrepareSMSRChange

MEP Asynchronous Request-Response with CallBack

http://gsma.com/ES4/eUICCManagement/ES4 -

/wsa:Action Request

SMSRChange SMSRChange
/ ‘Action R n http://gsma.com/ES4/eUICCManagementCallBack'ES4 -
wsa:Action Response SMSRChange
MEP Notification (One-Way)
I I . http://gsma.com/ES4/PlatformManagement/ES4 -
HandleProfile DisabledNotification : L e
lwsa:Action Request HandleProfileDisabledNotification
Iwsa:Action Response | (none)
MEP Notification (One-Way)
) . . . http://gsma.com/ES4/PlatformManagement/ES4 -
HandleProfileEnabledNotificat :
andierrotiietnabledNoihcation fwsa:Action Request HandleProfileEnabledNotification
Iwsa:Action Response | (none)
MEP Notification (One-Way)
Handle SMSRChangeNatification /wsa:Action Request http://gsma.com/ES4/eUICCManagement/ES4-

HandleSMSRChangeNoatification

/wsa:Action Response | (none)
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HandleProfileDeletedNotification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/ES4/PlatformManagement/ES4 -
HandleProfileDeletedNotification

/wsa:Action Response

(none)

SetFallBackAttribute

MEP

AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/E S4/ProfileManagement/ES4 -
SetFallBackAttribute

/wsa:Action Response

http://gsma.com/E S4/ProfileManagementCallBack/ES4-
SetFallBackAttribute

HandleProfile FallBackAttribute SetNot
ification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/E S4/ProfileManagement/ES4 -
HandleProfileFallBackAttribute SetNotification

/wsa:Action Response

(none)

HandleProfileFallBackAttribute Unset
Notification

MEP

Notification (One-Way)

/wsa:Action Request

http://gsma.com/E S4/ProfileManagement/ES4-
HandleProfile FallBackAttribute UnsetNotification

/wsa:Action Response

(none)

SetEmergencyProfileAttribute

MEP

AsynchronousRequest-Response with CallBack

/wsa:Action Request

http://gsma.com/E S4/ProfileManagement/ES4-
SetEmergencyProfile Attribute

/wsa:Action Response

http://gsma.com/E S4/ProfileManagementCallBack/ES4-
SetEmergencyProfile Attribute

HandleEmergencyProfileAttribute Set
Notification

MEP

Notification (One-Way)
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http://gsma.com/E S4/ProfileManagement/ES4-
HandleEmergencyProfileAttribute SetNotification

/wsa:Action Request

/wsa:Action Response | (none)

MEP Notification (One-Way)

http://gsma.com/E S4/ProfileManagement/ES4-
HandleEmergencyProfileAttribute UnsetNotification

HandleEmergencyProfileAttribute Uns
etNotification

/wsa:Action Request

/wsa:Action Response | (none)

MEP SynchronousRequest-Response

http://gsma.com/E S4/ProfileManagement/ES4 -
GetPLMARequest

GetPLMA /wsa:Action Request

http://gsma.com/E S4/ProfileManagement/ES4 -
GetPLMAResponse

/wsa:Action Response

MEP Notification (One-Way)

http://gsma.com/ES4/ProfileManagement/ES2-

/wsa:Action Request HandleProfileDownloadedNotification

HandleProfileDownloadedNotification

/wsa:Action
(none)
Response

MEP Notification (One-Way)

http://gsma.com/ES4/ProfileManagement/ES2 -

lwsa:Action Request HandlePLMAChangedNoatification

HandlePLMAChangedNotification

/wsa:Action

(none)
Response
MEP Notification (One-Way)
) | ;wsa:Action Request http://gsma.com/ES4/ProfileManagement/ES2-
HandlePolicyRulesUpdatedNotificatio : 9 HandlePolicyRulesUpdatedNotification

n

/wsa:Action
(none)
Response

Table 230: ES4 Functions Binding
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B.3.5 ES7

| Function name Binding Information

MEP AsynchronousRequest-Response with CallBack

/wsa:Action
CreateAdditionalKeySet | Request

http://gsma.com/ES7/eUICCManagement/ES7 -Create AdditionalKeySet

/wsa:Action http://gsma.com/ES7/eUICCManagementCallBackES7 -
Response CreateAdditionalKeySet
MEP AsynchronousRequest-Response with CallBack
/wsa:Action . i
HandoverEUICC Request http://gsma.com/ES7/eUICCManagement/ES7 -HandoverEUICC
Iwsa:Action http://gsma.com/ES7/eUICCManagementCallBack/ES7-HandoverEUICC
Response
MEP AsynchronousRequest-Response with CallBack
/wsa:Action . ) .
AuthenticateSMSR Request http://gsma.com/ES7/eUICCManagement/ES7 -Authenticate SMSR
Iwsa:Action http://gsma.com/ES7/eUICCManagementCallBackES7 -Authenticate SMSR
Response
Table 231: ES7 Function Binding
B.3.6 ES4A
Function name Binding Information
MEP SynchronousRequest-Response

Iwsa:Action http://gsma.com/ES4A/ProfileManagement/ES4A-GetONCRequest

GetONC Request
lwsa:Action http://gsma.com/ES4A/ProfileManage ment/ES4A-GetONCResponse
Response
MEP SynchronousRequest-Response

fwsa:Action http://gsma.com/ES4A/ProfileManagement/ES4A-SetONCRequest

SetONC Request
/wsa:Action http://gsma.com/ES4A/ProfileManage ment/ES4A-SetONCResponse
Response
MEP SynchronousRequest-Response
Iwsa:Action http://gsma.com/ES4A/ProfileManagement/ES4A-GetPLMARequest
GetPLMA Request

Iwsa:Action
Response

http://gsma.com/E S4A/ProfileManagement/ES4A-GetPLMAResponse

SetPLMA MEP SynchronousRequest-Response
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/wsa:Action

R : http://gsma.com/ES4A/ProfileManagement/ES4A-SetPL MARequest
eques

/lwsa:Action http://gsma.com/E S4A/ProfileManagement/ES4A-SetPLMAResponse
Response

Table B37: ES4A Functions Binding

B.4 Web Service Description Language (WSDL)

The Web Services Description Language (WSDL) is an XML-based interface definition
language that is used for describing the functionality offered by a web service. It provides a
machine-readable description of how the service can be called, what parameters it expects,
and what data structures it returns.

WSDL files are provided within the SGP.02 v4.0 WSDL.ZIP package.
This package is composed of the following WSDL files:

e ES1 _SMSR.wsdl

e ES2 MNO.wsdl

e ES2_SMDP.wsdl

e ES3_SMDP.wsdl

e ES3 _SMSR.wsdl

e ES4 MNO.wsdl

e ES4 SMSR.wsdl

e ES4A SMSR.wsdl

e ES7 SMSR_Provider.wsdl

e ES7_SMSR_Requester.wsdl

These WDSL files reference XML schemafiles (.xsd), which are also provided within the
SGP.02 v4.0 WSDL.ZIP package.

These WSDL files define a version of Web Services API that does not leverage WS-
Security. In case the Function requester and Function provider agree on using WS-
Security, the WSDL files SHALL be modified by the addition of elements specifying the
WS-Security options agreed as per section B.2.2.

Annex C Use of GlobalPlatform Privileges (Normative)

GlobalPlatform defines the following privileges:

Privilege Privilege Description
Number
0 Security Domain Application isa Security Domain.
1 DAP Verification Application iscapable of verifying a DAP; Security Domain privilege SHALL al be
set.
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2 Delegated Application iscapable of Delegated Card ContentManagement: Security Domain
Management privilege SHALL also be set.
3 Card Lock Application hasthe privilege to lockthe card.
4 Card Terminate Application hasthe privilege to terminate the card.
5 Card Reset Application hasthe privilege to modify historical byteson one or more card
interfaces.
Thisprivilege waspreviously labelled "Default Selected".
6 CVM Management Application hasthe privilege to manage a shared CVM of a CVM Application.
7 Mandated DAP Application iscapable of and requiresthe verification of a DAP forall load
Verification operations: Security Domain privilege and DAP Verification privilege SHALL also
be set.
8 Trusted Path Application isa Trusted Path forinter-application communication.
9 Authorized Application iscapable of Card Content Management; Security Domain privilege
Management SHALL also be set.
10 Token Verification Application iscapable of verifying a token for Delegated Card Content
Management.
11 Global Delete Application may delete any Card Content.
12 Global Lock Application may lockorunlockany Application.
13 Global Registry Application may accessany entry in the GlobalPlatform Registry.
14 Final Application The only Application accessible incard Life Cycle State CARD_LOCKED and
TERMINATED.
15 Global Service Application providesservices to other Applicationson the card.
16 Receipt Generation | Application iscapable of generating a receipt for Delegated Card Content
Management.
17 Ciphered Load File The Security Domainrequiresthat the Load File being associatedto itisto be
Data Block loaded ciphered.
18 Contactless Application iscapable of activating and deactivating other Applicationson the
Activation contactlessinterface.
19 ContactlessSelf- Application iscapable of activating itself on the contactlessinterface without a prior

Activation

request to the Application withthe ContactlessActivation privilege.

Table 232: GlobalPlatform Privileges

Privileges description in an eUICC:

The following rules apply for an eUICC with at least one Profile installed.

Security Domain Privilege:
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GlobalPlatform Card Specification [6] states: “This privilege distinguishes a Security Domain
froma 'normal' Application.”

DAP Verification Privilege:

GlobalPlatform Card Specification [6] states: “An application provider may require that their
Application code to be loaded on the card SHALL be checked for integrity and authenticity.
The DAP Verification privilege provides this service on behalf of an Application provider.”

Delegated Management:

GlobalPlatform Card Specification [6] states: “The privilege allows an Application Provider to
manage Card Content with authorisation.” A “Security Domain having the Token Verification
privilege controls such authorisation.”

Card Lock:

GlobalPlatform Card Specification [6] states: “This privilege allows an Application to set the
card life cycle state to CARD_LOCKED.”

On the eUICC, the Card Lock privilege is not applicable and SHALL NOT be assigned to any
security domain/Application. The equivalent mechanism of disabling a Profile SHALL be used.

Card Terminate:

GlobalPlatform Card Specification [6] states: “This privilege allows an Application to set the
card life cycle state to TERMINATED.”

On the eUICC, the Card Terminate privilege is not applicable and SHALL NOT be assigned
to any security domain/Application. The equivalent mechanism of deleting a Profile SHALL be
used.

Card Reset:

GlobalPlatform Card Specification [6] states: “An Application installed or made selectable with
the Card Reset privilege and no Implicit Selection parameter is registered in the
GlobalPlatform Registry as the implicitly selectable Application on the Basic Logical Channel
for all card I/O interfaces supported by the card if no other Application (other than the Issuer
Security Domain) is already registered as implicitly selectable on the Basic Logical Channel
of any card /O interface”.

This privilege is relevant only when the Profile is enabled. Therefore, several Applications may
have this privilege on the eUICC, but this privilege SHALL be unique within a Profile.

If the Application inside a Profile with the Card Reset privilege is deleted the privilege is
reassigned to the corresponding MNO-SD.
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CVM Management:

GlobalPlatform Card Specification [6] states: “The CVM Application, if present on a card,
provides a mechanism for a Cardholder Verification Method (CVM), including velocity
checking, that may be used by all Applications on the card”.

If an Application in a Profile has this privilege, it SHALL be relevant only when the Profile is
enabled. In that case, several Applications may have this privilege on the card, but this
privilege SHALL be unique within a Profile.

Mandated DAP Verification:

GlobalPlatform Card Specification [6] states: “A Controlling Authority may require that all
Application code to be loaded onto the card SHALL be checked for integrity and authenticity.
The Mandated DAP Verification privilege of the Controlling Authority's Security Domain
detailed in this Specification provides this service on behalf of the Controlling Authority”.

If an Application in a Profile has this privilege, it SHALL be relevant only when the Profile is
enabled. In that case, several Applications may have this privilege on the card, but this
privilege SHALL be unigue within a Profile.

The DAP verification is mandated only when loading an Applicationinside the Profile.

Trusted Path:

GlobalPlatform Card Specification [6] states: "The 'Trusted Path' privilege qualifies an
Application as a Receiving Entity. Each Application present on the card playing the Role of a
Receiving Entity SHALL: Enforce the Issuer's security rules for inter-application
communication; Ensure that incoming messages are properly provided unaltered to the
Trusted Framework; Ensure that any response messages are properly returned unaltered to
the off-card entity”.

Authorised Management:

GlobalPlatform Card Specification [6] states: “Having a Security Domain with this privilege
allows a Security Domain provider to perform Card Content managementwithout authorisation
(i.e. a token) in the case where the off-card entity is authenticated as the owner (Security
Domain Provider) of the Security Domain”.

Token Verification:

GlobalPlatform Card Specification [6] states: “This privilege allows a Security Domain
Provider, to authorize any Card Content managementoperation”.

This privilege SHALL be set to MNO-SD, if the Delegated Management privilege is used in
the Profile.
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Global Delete:

GlobalPlatform Card Specification [6] states: “This privilege provides the capability to remove
any Executable Load File or Application from the card even if the Executable Load File or
Application does not belong to this Security Domain”.

For MNO-SD and Applications inside a Profile, this privilege SHALL only allow deletion of
Applications in the corresponding Profile.

Global Lock:

GlobalPlatform Card Specification [6] states: “This privilege provides the rightto initiate the
locking and unlocking of any Application on the card, independent of its Security Domain
Association and hierarchy. It also provides the capability to restrict the Card Content
Management functionality of OPEN".

For MNO-SD and Applications inside a Profile, this privilege SHALL only allow locking of
Applications in the corresponding Profile.

Global Registry:

GlobalPlatform Card Specification [6] states: “The search is limited to the Executable Load
Files, Applications and Security Domains that are directly or indirectly associated with the
eUICC entity receiving the command. When the eUICC entity receiving the command has
the Global Registry privilege, the search applies to all Executable Load Files, Applications
and Security Domains registered in the GlobalPlatform Registry”.

For ISD-P and Applications inside a Profile, this privilege SHALL only allowlooking for
Applications in the corresponding Profile.

Final Application:

GlobalPlatform Card Specification [6] states: “If a Security Domain has the Final Application
privilege only the GET DATA command SHALL be processed, all other commands defined
in this specification SHALL be disabled and SHALL return an error”.

On the eUICC, the Final Application privilege is not applicable and SHALL NOT be assigned
to any security domain/Application.
Global Service:

GlobalPlatform Card Specification [6] states: “One or more Global Services Applications may
be present on the card to provide services to other Applications on the card.
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The MNO-SD or Applications inside a Profile with the Global Service privilege SHALL offer
service only when the Profile is enabled. Therefore, it is possible to have several
Applications registered on the same service in the same eUICC.

Receipt Generation:

GlobalPlatform Card Specification [6] states: “This privilege allows a Security Domain
Provider, typically the Card Issuer, to provide a confirmation for the performed card content
management. A Security Domain with Receipt Generation privilege requires the knowledge
of keys and algorithms used for Receipts generation”.

This privilege SHALL be setto MNO-SD, if the Delegated Management privilege is used in
the Profile.

Ciphered Load File DataBlock:

GlobalPlatform Card Specification [6] states: “This privilege allows a Security Domain
Provider to require that the Load File Data Block being associated to it SHALL be ciphered”.

Contactless Activation:

GlobalPlatform Card Specification [6] states: “The Contactless Activation privilege identifies
the CRS Application. This Privilege allows:

e The Activation/Deactivation of Applications on the Contactless Interface
e The update of the Selection Priority
e Manage the Volatile Priority
¢ Reorder the GlobalPlatform Registry
¢ Notification by the OPEN when:
e An Application is INSTALLED, LOCKED, unlocked or deleted
e The availability state of an Application is changed between NON_ACTIVATABLE,
ACTIVATED, or DEACTIVATED.
¢ One of the Application’s contactless registry parameters is updated”.

If an Application in a Profile has this privilege, it SHALL be relevant only when the Profile is
enabled. In that case, several Applications may have this privilege on the card, but this
privilege SHALL be unique within a Profile.

Contactless Self-Activation:

GlobalPlatform Card Specification [6] states: “The Contactless Self-Activation Privilege
allows an Application to activate itself without a prior request to the CRS Application”.

If an Application in a Profile has this privilege, it SHALL be relevant only when the Profile is
enabled.
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Applications inside a
Profile

P’\rlivilege Privilege ISD- ISD- MNO-
umber SD

0 Security Domain

1 DAP Verification

2 Delegated Management

3 Card Lock

4 Card Terminate

5 Card Reset

6 CVM Management

7 Mandated DAP Verification

8 Trusted Path

9 Authorized Management

10 Token Verification

11 Global Delete

12 Global Lock

13 Global Registry

14 Final Application

15 Global Service

16 Receipt Generation

17 Ciphered Load File Data

Block
18 ContactlessActivation
19 Contactless Self-Activation

Table 233: GlobalPlatform Application Privileges

A tick (V) denotes the presence of the indicated privilege and its assignment to the Security
Domain or Application.

A blank cell denotes that the assignment of the privilege is managed by the owner of the
Application (according to GlobalPlatform Card Specification [6]) of the Security Domain.

A black cell denotes that the privilege cannot be assigned.

* Authorized Management privilege is only set when ISD-P is in CREATED state to allow
Profile Download and Installation.
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** These privileges are mandatory for cards compliant to GlobalPlatform Card Specification
UICC Configuration [7].

*** These privileges are mandatory for cards compliantto GlobalPlatform Card Specification
UICC Configuration [7], if the Delegated Managementprivilege is used in the Profile.

Annex D Data Definitions (Normative)
e Coding of the IMEI

The value of IMEI SHALL be directly copied from Terminal Response of the Provide Local
Information command (see ETSI TS 102 223 [3]and ETSI TS 124 008[20]).

Annex E EIS Usage in Functions (Normative)
This table gives additional information on the EIS usage depending on the function:

e Column ‘EUM Signed’: ‘X indicates if the data is part of the signature computed by
the EUM at the initial registration time.
e Other columns:

e An ‘M, ‘O, ‘C’, indicates that the data is,respectively, Mandatory, Optional,
Conditional, and that the entity processing the EIS SHALL be ready to receive the
data

¢ An empty cell indicates that the data SHALL NOT be provided

Data name

ES3.GetEIS
ES3.AuditEIS
ES4.GetEIS
ES4.AuditEIS

=2
(]
(@)
c
®©
e
O
(g
(%))
=
0 B
=
© C
©
2
o o
W
7
LU
=
©
35
<
N
(7]
L

EUM Signed
ES1.RegisterEIS
ES3.HandleSMSRChangeNotification
ES4.HandleSMSRChangeNotification
ES7.HandoverEUICC

eid X M M M M M
eum-id X M M M M M
productionDate X M M M M M

X M M M M M

platformType
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Data name

ES3.GetEIS
ES4.GetEIS

=2
Q
[@)]
c
®©
M
O
[
0
=
0 B
=
© C
©
s
o o
W
7
L
=
o
35
<
N
(7]
L

EUM Signed
ES1.RegisterEIS
ES3.AuditEIS
ES3.HandleSMSRChangeNotification
ES4.AuditEIS
ES4.HandleSMSRChangeNotification
ES7.HandoverEUICC

platformVersion X | M M M M M
remainingMemory M M M M M
Availablememoryforprofiles M M M M M
lastAuditDate C C Cc C
smsr-id M M M M M
isd-p-loadfile-aid X M M M M M
isd-p-module-aid X | M M M M M
Profiles M@ o o mM® M
Iccid M M M M M
isd-p-aid M M M M M
mno-id M M M M M
fallbackAttribute M M M M M
subscriptionAddress M M M M M
State M M M M M
smdp-id o C C o C
ProfileType O O o @) (o)
allocatedMemory M M M M M
freeMemory c Cc C C C
pol2 M M M M M
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Data name

EUM Signed
ES1.RegisterEIS
ES2.GetEIS
ES2.AuditEISES2.HandleSMSRChangeN
ES3.GetEIS
ES3.AuditEIS
ES3.HandleSMSRChangeNotification
ES4.GetEIS
ES4.AuditEIS
ES4.HandleSMSRChangeNotification
ES7.HandoverEUICC

ISD-R M@ cm M@ cwo M 459
ECASD X | Mm@ M@ M M NG
eUICC-Capabilities X M M M M M
audit trail M
signatureAlgorithm X | M M M M M
signature M® M® M® M® MO
AdditionalProperty o c® c® c® c®

Table 234: EIS Usage

NOTE 1. Thenitial EIS comes with the information of the Profile(s) loaded and
installed by the EUM during the manufacturing.

NOTE 2: The initial EIS comes with the definition of the two Security Domains ISD-R
and ECASD.

NOTE 3: The EIS SHALL only contain the information of the Profiles owned by the
requesting Operator

NOTE 3bis: The EIS SHALL only contain the information of the Profiles owned by an
Operator that has authorised the requesting SM-DP to see its Profiles.

NOTE 4. The EIS SHALL contain all Security Domains definition with Key Sets that
only contain mandatory values on ISD-R..

NOTE 4bis: The EIS SHALL contain all Security Domain definition of the ISD-R,
including the description of the keysets used by the current SM-SR, without
the key values; the KVN/Key identifiers SHALL be provided in the EIS, but
the key values SHALL be provided as empty hexadecimal strings. This
allows the SM-SR2 to know which keys are already present, and which
KVN/Key identifiers are available to add newkeys.
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NOTE5: The EIS is signed using the private key of the EUM (see Figure 8).
NOTE 6: The EIS SHALL contain:

= Any AdditionalProperty defined in ES1.RegisterEIS and whose name
does not start with “gsma.ESIM.ES1”.

= Any AdditionalProperty added or updated by the SM-SR during the life
of the eUICC.

NOTE 7: Deprecated element, it SHOULD be used only for backward compatibility to
GSMA 3.1 specification. Deprecated element means that it will be removed
in next specification release, so service caller or service provider SHOULD
NOT rely oniit.

Annex F Key CheckValues (Normative)

All key check values that have to be computed in the context of this specification SHALL
follow the recommendation of GlobalPlatform Card Specification [6] section B5 and
GlobalPlatform Card Specification Amendment B [8] section 3.8. Extract:

“For a DES key, the key check value is computed by encrypting 8 bytes, each with value
'00', with the key to be checked and retaining the 3 highest-order bytes of the encrypted
result.””

“For a AES key, the key check value is computed by encrypting 16 bytes, each with value
'01', with the key to be checked and retaining the 3 highest-order bytes of the encrypted
result.”

“A key check value SHALL be computed as the three most significant bytes of the SHA-1
digest of the PSK TLS Key”.

Annex G Device Requirements (Normative)

Functional

Device
Requirement

Requirements

No.
DEV1 For connectivity the Device SHALL support:
e Atleastone of the networkaccesstechnologiesdefined by 3GPP in the non-exhaustive following
list:
o GERAN,
o UTRAN
o E-UTRAN.

. UDP over IP [32] (subject to the right support of access networktechnology)
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e TCPoverlP[33] (subjectto the right support of access networktechnology)

DEV2 For Network connection control the Device SHALL support:
e RPLMNdetails(LAC/TAC, NMR).

e QoS (failures, duration, power, location).

e SMS management.

. New network selection after SIM/USIM update.

DEV3 For reporting to a server the Device SHALL support:
e SMS-PP MO asdefined in [3] and SMS-PP MO asdefined [39]or [29] BIP asdefinedin DEV4

The Device SHOULD support:
. USSD

DEV4 For Profile and Platform Management the Device SHALL support:
e  SMS-PP MT asdefinedin [3],and SMS-PP MT asdefined[39] or[29]

e  BIP (subject to the support of the right network access technology) as defined in [3] induding
support of commands:

o OPENCHANNEL (UDP and TCP over|P)

o CLOSE CHANNEL

o RECEIVEDATA

o SEND DATA

o GET CHANNEL STATUS

o ENVELOPE (EVENT DOWNLOAD - Data available)

o ENVELOPE (EVENT DOWNLOAD - Channel status)

DEVS The Device SHALL contain a unique IMEI (International Mobile Equipment Identity) value compliant with
the format defined inETSI TS 123003 [31].

The value of IMEI SHALL be directly copied from TERMINAL RESPONSE of the Provide Local Information
command (see ETSITS 102223 [3]and ETSI TS 124 008[20]).

DEV6 e The Device SHALL support, asa minimum, the following set of commands (in addition to BIP
commands)asdefined inETSITS 102223 [3]and 3GPP TS 31.111 [27]. Basic SAT commands
(TERMINAL PROFILE, FETCH, TERMINAL RESPONSE)

e PROVIDE LOCAL INFORMATION (location information, IMEI, NMR, date and time, access
technology, atleast)

e SEND SHORT MESSAGE

. POLL INTERVAL, POLLING OFF, TIMER MANAGEMENT [at least one timer], ENVELOPE
(TIMER EXPIRATION)

e SET UP EVENT LIST and ENVELOPE (EVENT DOWNLOAD - location status, call connected,
call disconnected, Access Technology Changed, NetworkRejection)

e ENVELOPE (SMS-PP DOWNLOAD)

e REFRESH Command (Atleast mode 4 - “UICC reset”)
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DEV7

The Device SHALL comply with the GSMA-EICTA document “Security PrinciplesRelated to Handset Theft’
(30]

DEV8

The Device MAY retrieve the EID definedin section 2.2.2 of thisspecification from the eUICC and SHALL
support the following commandsasdescribed in [35]:

e AT+CCHO (Open Logical Channel)
e AT+CCHC (Close Logical Channel)

e AT+CGLA (Generic UICC Logical Channel Access)

DEV9

The Device SHALL support from the [35] the followingcommandsforall generic purposes:

e AT+CRSM (Restricted SIM access)

Annex H Coding of the PIX for ‘Embedded UICC Remote
Provisioning and Management’ (Normative)

The following coding of the PIX, following ETSI TS 101 220 [2], applies for ISD-R, ISD-P and
ECASD:

Digits 1 to 4 - Application code for ‘Embedded UICC Remote Provisioning and
Subscription Management’
o Coding: Fixed value '10 10

Digits 5to 8 - Not used
o Coading: Fixed value 'FF FF'

Digits 9 to 14 - Application provider code

| 0 | 1n | 122 [ 13 | 14 ]

Industry code: ‘89’ for Telecom

Not Used: set to ‘FF FF’

V4.1
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| 15 [ 16 | 17 | 18 [ 19 | 20 [ 22 | 22 |
Not used: set to ‘00’

‘00 00 01’ ISD-R Application. Used as the TAR

‘00 00 OD’ ISD-P Executable Load File

‘00 00 OE’ ISD-P Executable Module

‘00 00 10’ to ‘00 FF FF’ ISD-P Application. Used as
TAR. The value is allocated during the ‘Profile
Download and Installation procedure’.

‘00 00 OF’ Reserved value for the Profile’s ISD-P

‘00 00 02’ ECASD Application. Used as the TAR

Annex | List of Identifiers (Normative)

OIDs
The following identifiers for remote provisioning are created under a dedicated OID tree under
ISO branch:
e ASN.1 notation: {iso(1) identified-organization(3) dod(6) internet(1) private(4)
enterprise(1)}
e dotnotation: 1.3.6.1.4.1
¢ |OD-IRI notation: /ISO/Identified-Organization/6/1/4/1

The private enterprise numbers may be found under the Internet Assigned Numbers Authority:
http://www.iana.org/assignments/enterprise-numbers/enterprise-numbers

EUM ldentifier

Identifier

Uniqueness ‘ Registration Entity

EUM OID | withinthe ecosystem | ISO
1.3.6.1.4.1
SIN within the ecosystem | ISO, according to ISO 7812-2 [19]
eUICC Identifier
Identifier Uniqueness Registration Entity

EID within the ecosystem | GSMA ESIM Technical Specification
ECASD AID within the eUICC GSMA ESIM Technical Specification
ISD-R AID within the eUICC GSMA ESIM Technical Specification
ISD-P AID within the eUICC SM-SRwithin arange Defined inGSMAESIM Technical Specification
ICCID Global ITU
ISD-R TAR within the eUICC GSMA ESIM Technical Specification
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MNO-SDAID | Within the Profile ETSITS 101 220 (ISD AID)

MNO-SD TAR | Within the Profile ETSITS 101220 (ISDTAR)

SM-SR Identifier

Uniqueness Registration Entity

Identifier

within the ecosystem

(called SRIDin [1]) 1.3.6.1.4.1

SM-DP Identifier

Uniqueness Registration Entity

Identifier

SMDP OID within the ecosystem | ISO
(called DPIDin [1]) 1.36.14.1
Operator Identifier
|dentifier Uniqueness Registration Entity
ISO
OperatorOID within the ecosystem
1.36.14.1
MCC+MNC (IMSI) Global ITU-T forMCC and National Regulatorsfor MNC

Annex J Verificationof EID (Informative)

Verification of an EID is performed as follows:
e Using the 32 digits as a decimal integer, compute the remainder of that number on

division by 97.

e If the remainder of the division is 1, the verification is successful; else the EID is
invalid.

NOTE: Examples of valid EIDs are:

e 890010120123 412340123456 7890 1224
e 89001567 01020304 05060708 09101152
e 8904401111223344112233441122 3321

Annex K : Script Chaining implementation (Informative)

Management of Script Chaining TLVs by the SM-SR MAY be performed as described in this
annex. The value and semantics of the Script Chaining TLVs are defined in ETSITS 102
226 [5].
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There are three cases where the Script Chaining implementation may be needed:

e To chain the various sub commands scripts that result from segmenting a single
command script sentin a single ES3.sendData call, if this command script is too big
to fit into one transport APDU.

¢ To chainthe two parts of the Key Establishment with Scenario#3-Mutual
Authentication described in section 3.1.2.

e To chaintwo or more parts of the Download and Installation of the Profile as
described in section 3.1.3 that have been sent in two or more ES3.sendData calls.

The last two cases can be determined by the SM-SR, by inspecting the command script
passed as argument of the ES3.sendData call, and recognise if:

e it end with the “First STORE DATA command” C-APDU belonging to the
EstablishISDPKeySet function.

e it startswith a SCP.03t TLV structure Initialize Update Command, External
Authenticate Command or Command Data Field Encryption) belonging to the
DownloadAndinstallation function.

In all cases, if argument moreToDo of the ES3.sendData call is false, thereis no point to
open a new chaining session (Script Chaining TLV with Script Chaining value of “first
script -xxx”), and if one such session is already open, it can be marked to terminate
after this last script (by adding a Script Chaining TLV with Script Chaining value of
“subsequent script - last script”).
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Annex L Examples of PLMA Setting (Informative)

This annex presents a fictitious scenario where an Operatorl identified by its mno-id=6.7.8.9
successively calls one of the SetPLMA operations, and illustrates how this affects the
authorisations for the specified M2M SP identified by an OID=1.2.3.4.

The table reads with time ascending from top to bottom.

‘Time mno- [m2m- |profile  authorised Consequences

id sp-id | Type Operations

t0 - - - - No PLMA set: M2M SP is not authorised for

any operation or any notifications on
Profiles of Operatorl.

t1 6.7.8.9 1.2.3.4 | ABC Enable, 1.2.3.4 is authorised to enable Profiles of
HandleProfileDow nlo | type ABC of Operatorl and is authorised to
adedNotification receive notifications whena Profile of type

ABC of Operatorl is dow nloaded

t2 6.7.8.9 1.2.3.4 | ABC Enable, Disable 1.2.3.4 is authorised to enable and disable
Profiles of type ABC of Operatorl but is not
authorised any more to receive
notifications whena Profile of type ABC of
Operatorl is dow nloaded

t3 6.7.8.9 1.2.3.4 | Empty Enable 1.2.3.4 is authorised to enable Profiles of
and Operatorl without a Profile Type in EIS.
Missing
are 1.2.3.4 is still authorised to enable and
treated disable Profiles of type ABC of Operatorl
as the
same

t4 6.7.8.9 1.2.3.4 | Empty 1.2.3.4 is not authorised for any operation
apd ) on Profiles of Operatorl without a Profile
Missing type in EIS
are
treate(i 1.2.34 is still authorised to enable and
as the disable Profiles of type ABC of Operatorl
same

t5 6.7.8.9 1.2.3.4 | ABC Enable 1.2.3.4 is authorised to enable profiles of

type ABC of Operatorl
t6 6.7.8.9 1.2.3.4 | ABC 1.2.3.4 is not authorised for any operation

for Profile type ABC of Operatorl

V4.1 Page 453 of 456



GSM Association Non-confidential

Official Document SGP.02 - SGP.02 Remote Provisioning Architecture for Embedded UICC Technical
Specification

Annex M Examples of ONC Setting (Informative)

This annex presents a fictitious scenario where an Operator 1 identified by its mno-id=6.7.8.9
successively calls one of the SetONC operations, and illustrates how this affects the
notifications for the Operator.

The table reads with time ascending fromtop to bottom.

Time | mno-id |profile discarded Consequences
Type Notifications

to - - - No ONC set: Operatorl receives all notifications for all
ow ned Profiles.

t1 6.7.8.9 ABC HandleProfileEnable | Operatorl receives “no“ Enable notifications for ow ned
dNotification Profiles of type ABC.

Operatorl receives for ow ned Profiles with a Profile type in
EIS (apart from ABC) “all’_notifications.

Operatorl receives for ow ned Profiles w ithout a Profile type
in EIS “all’ notifications.

2 6.7.8.9 ABC HandleProfileEnable | Operatorl receives “no“ Enable and “no” Disable
dNotification, notifications for ow ned Profiles of type ABC.
HandleProfile Disable

dNotification Operatorl receives for ow ned Profiles with a Profile type in

EIS (apart from ABC) “all’_notifications.

Operatorl receives for ow ned Profiles w ithout a Profile type
in EIS “all’ notifications.

t3 6.7.8.9 Empty HandleProfileEnable | Operatorl receives “no“ Enable and “no” Disable
and dNotification notifications for ow ned Profiles of type ABC.
Missing

Operatorl receives for ow ned Profiles with a Profile type in

are
treated EIS (apart from ABC) “all’_notifications.
as the Operatorl receives “no“ Enable notifications for ow ned
same Profiles w ithouta Profile type in EIS.

t4 6.7.8.9 Empty Empty and Missing | Operatorl receives “no“ Enable and “no” Disable
and are treated as the | notifications for ow ned Profiles of type ABC.
g/lrlzsmg same Operatorl receives for ow ned Profiles with a Profile type in
treated EIS (apart from ABC) “all’_notifications.
as the Operatorl receives for ow ned Profiles w ithout a Profile type
same in EIS “all’ notifications.

Table O1: Example of Applying ONC
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Annex N Document Management (Informative)

Non-confidential

N.1 Document History
Version | Date Brief Description of Change Approval Editor/
Authority Company
GSMA
Embedded
V10 19/12/201 | 1% Release of Document, submitted to felzl\a/lldershi lan Smith,
' 3 PSMC#119 for approval P | csma
Team and
PSMC
GSMA
Embedded
SIM Alexis Michel,
V2.0 ‘116/09/201 2" Release of Document Leadership | Oberthur
Team and | Technologies
PSMC
GSMA
Embedded
SIM Alexis Michel,
V3.0 29/05/201 3" Release of Document Leadership | Oberthur
Team and | Technologies
PSMC
GSMA
Embedded
SIM Alexis Michel,
V3.1 12/05/16 | Minor Release of Documents Leadership | Oberthur
Team and | Technologies
PSMC
GSMA
Embedded
SIM Jérébme
V3.2 20/06/17 | Minor Release of Document Leadership | Duprez,
Team and Gemalto
PSMC
GSMA
Embedded
SIM Yolanda Sanz
V4.0 25/02/19 Major release of Document Leadership | / GSMA
Team and
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Version | Date Brief Description of Change Approval Editor/
Authority Company
Jérome
va.l 05/06/20 | Minor release of document ISAG Duprez,
Thales

N.2 OtherInformation

| Type | Description
Document Owner Yolanda Sanz, GSMA
Editor / Company Jérdme Duprez, Thales

It is our intention to provide a quality product for your use. If you find any errors or omissions,
please contact us with your comments. You may notify us at prd@gsma.com

Your comments or suggestions & questions are always welcome.
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