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# Introduction

## 1.1 Overview

The main aim of the GSMA Remote SIM Provisioning specifications [2] & [3] is to provide solution for the Remote SIM Provisioning of Consumer Devices. The adoption of this technical solution will provide the basis for global interoperability between different Operator deployment scenarios, for example network equipment (e.g. Subscription Manager Data Preparation (SM-DP+)) and various eUICC platforms.

This Test Plan provides a set of test cases to be used for testing the implementations of the provisioning system specifications documents [2] & [3]. This document offers to the involved entities an unified test strategy and ensures interoperability between different implementations.

## 1.2 Scope

This document is intended for:

* Parties which develop test tools and platforms
* Vendors (Device and eUICC Manufacturers, SM-DP+ and SM-DS Providers)
* Operators

The Test Plan consists of a set of relevant test cases for testing all entities involved in the eUICC remote provisioning system. The Implementations Under Test (IUT) are:

* the eUICC
* the LPAd for a Standalone and Companion Device
* the SM-DP+
* the SM-DS

The testing scopes developed in this document are:

* Interface compliance testing: Test cases to verify the compliance of the interfaces within the system.
* System behaviour testing: Test cases to verify the functional behaviour of the system.

Each test case specified within this Test Plan refers to one or more requirements.

The Test Plan contains test cases for the following versions of SGP.22:

* GSMA RSP Technical Specification V2.2 [2b]
* GSMA RSP Technical Specification V2.2. x (x≥1) [2c]
* GSMA RSP Technical Specification V2.3 [2d]
* GSMA RSP Technical Specification V2.4 [2]

This document includes an applicability table providing an indication whether test cases are relevant for a specific entity.

## 1.3 Definition of Terms

In addition to the terms which are defined below, the terms defined in SGP.22 [2] also apply

| Term | Description |
| --- | --- |
| End User | The person using the Device. |
| Integrated eUICC Test Interface | An external interface provided by its manufacturer for the purpose of testing eUICC functionality. |
| Standalone Device | A Device which provides all the capabilities to be able to be used in an RSP environment and needs no other Device for the purpose of Remote SIM Provisioning. |
| Test Plan | Current document describing the test cases that allow the RSP ecosystem to be tested. |

## 1.4 Abbreviations

In addition to the abbreviations which are defined below, the abbreviations defined in SGP.22 [2] also apply.

| Abbreviation | Description |
| --- | --- |
| APDU | Application Protocol Data Unit |
| ATR | Answer To Reset |
| C-APDU | Command APDU |
| CCID | (USB) Chip Card Interface Device |
| DER TLV | Distinguished Encoding Rules - Tag Length Value |
| FCP | File Control Parameters |
| HW | Hardware |
| IUT | Implementation Under Test |
| KVN | Key Version Number |
| OCE | Off-Card Entity |
| OS | Operating System |
| PIR | Profile Installation Result |
| POR | Proof Of Receipt |
| R-APDU | Response APDU |
| SoC | System on a Chip |
| SP | Service Provider |
| SSD | Supplemental Security Domain |
| USB | Universal Serial Bus |

## 1.5 Document Cross-references

| Ref | Document Number | Title |
| --- | --- | --- |
| [1] | SGP.02 | GSMA "Remote Provisioning of Embedded UICC Technical specification" V3.1 |
| [2] | SGP.22 | RSP Technical Specification V2.4 |
| [2b] | SGP.22 | RSP Technical Specification V2.2 |
| [2c] | SGP.22 | RSP Technical Specification V2.2.x (x≥1) |
| [2d] | SGP.22 | RSP Technical Specification V2.3 |
| [3] | SGP.21 | RSP Architecture V2.4 |
| [3b] | SGP.21 | RSP Architecture V2.2 |
| [3c] | SGP.21 | RSP Architecture V2.3 |
| [4] | eUICC Profile Package | Trusted Connectivity Alliance (formerly SIMalliance) eUICC Profile Package: Interoperable Format Technical Specification V2.1 or later |
| [5] | ETSI TS 102 221 | Smart Cards; UICC-Terminal interface |
| [6] | GPC\_SPE\_034 | GlobalPlatform Card Specification v.2.3 |
| [7] | ISO/IEC 7816-4:2013 | Identification cards – Integrated circuit cards - Part 4: Organization, security and commands for interchange |
| [8] | RFC 5639 | Elliptic Curve Cryptography (ECC) Brainpool Standard Curves and Curve Generation |
| [9] | ANSSI ECC FRP256V1 | Avis relatif aux paramètres de courbes elliptiques définis par l'Etat français. JORF n°0241 du 16 octobre 2011 page 17533. texte n° 30. 2011 |
| [10] | ITU E.118 | The international telecommunication charge card |
| [11] | NIST SP 800-56A | NIST Special Publication SP 800-56A: Recommendation for Pair-Wise Key Establishment Schemes Using Discrete Logarithm Cryptography (Revision 2), May 2013 |
| [12] | 3GPP TS 23.003 | Digital cellular telecommunications system (Phase 2+);  Universal Mobile Telecommunications System (UMTS);  Numbering, addressing and identification |
| [13] | ETSI TS 102 225 | Secured packet structure for UICC based applications; Release 12 |
| [14] | ETSI TS 102 226 | Remote APDU structure for UICC based applications; Release 9 |
| [15] | TS.26 | GSMA NFC Handset Requirements V9.0 |
| [16] | ITU-T X.690 (11/2008) | ASN.1 Encoding Rules: Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules (DER) including Corrigendum 1 and 2 |
| [17] | ETSI TS 102 241 | Smart cards; UICC Application Programming Interface (UICC API) for Java Card™ |
| [18] | 3GPP TS 31.102 | Characteristics of the Universal Subscriber Identity Module (USIM) application |
| [19] | GPC\_SPE\_095 | GlobalPlatform Card - Digital Letter of Approval - Version 1.0 |
| [20] | RFC 2119 | Key words for use in RFCs to Indicate Requirement Levels, S. Bradner  <http://www.ietf.org/rfc/rfc2119.txt> |
| [21] | Void |  |
| [22] | 3GPP TS 23.040 | Technical realization of the Short Message Service (SMS) |
| [23] | TCA Test | Trusted Connectivity Alliance (TCA) eUICC Profile Package: Interoperable Format Test Specification Version 3.2 |
| [24] | RFC 4492 | Elliptic Curve Cryptography (ECC) Cipher Suites for Transport Layer Security (TLS) |
| [25] | SGP.26 | RSP Test Certificates Definition v1.5 |
| [26] | 3GPP TS 29.002 | Mobile Application Part (MAP) specification |
| [27] | RFC 5246 | The Transport Layer Security (TLS) Protocol Version 1.2 |
| [28] | GSMA PRD AA.35 | Procedures for Industry Specifications Product |
| [29] | CCID Rev 1.1 | CCID Specification for Integrated Circuit(s) Cards Interface Devices |

## 1.6 Conventions

The key words "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", and "MAY" in this document SHALL be interpreted as described in RFC 2119 [[20]](#RFC2119).

# Testing Rules

## Applicability

### Format of the Optional Features Table

The columns in Table 4 have the following meaning:

|  |  |
| --- | --- |
| Column | Meaning |
| Option | The optional feature supported or not by the implementation. |
| Mnemonic | The mnemonic column contains mnemonic identifiers for each item. |

Table 1: Format of the Optional Features Table

### Format of the Applicability Table

The applicability of every test in Table 5 is formally expressed by the use of a Boolean expression defined in the following clause.

The columns in Table 5 have the following meaning:

|  |  |
| --- | --- |
| Column | Meaning |
| Test case | The "Test case" column gives a reference to the test case number detailed in the present document and is required to validate the implementation of the corresponding item in the "Name" column. |
| Name | In the "Name" column, a short non-exhaustive description of the test is found. |
| Roles | SM-DP+, SM-DS, Device, LPAd, LPAe or eUICC Entities under test that take in charge the functions used in the test case. |
| Version | This column indicates which test cases are applicable for the given SGP.22 version.  See clause 2.1.3 'Applicability and Notations'. |
| Test Env. | Test environment used for executing the test case. |

Table 2: Format of the Applicability Table

### Applicability and Notations

The following notations are used for the Applicability column:

| Applicability code | Meaning |
| --- | --- |
| M | mandatory - the capability is required to be supported. |
| N/A | not applicable - in the given context, it is impossible to use the capability. |
| Ci | conditional - the requirement on the capability depends on the support of other items. "i" is an integer identifying an unique conditional status expression which is defined immediately following the table. For nested conditional expressions, the syntax "IF ... THEN (IF ... THEN ... ELSE...) ELSE ..." is to be used to avoid ambiguities. |

Table 3: Applicability and Notations

### Optional Features Table

The supplier of the implementation SHALL state the support of possible options in Table 5.

|  |  |
| --- | --- |
| eUICC Options | Mnemonic |
| The eUICC supports NIST P-256 [11] for signing and for verification (see NOTE 2) | O\_E\_NIST |
| The eUICC supports brainpoolP256r1 [8] for signing and for verification (see NOTE 2) | O\_E\_BRP |
| The eUICC supports FRP256V1 [9] for signing and for verification (see NOTE 2) | O\_E\_FRP |
| The eUICC supports Test Profiles | O\_E\_TEST\_PROF |
| The eUICC supports CRL | O\_E\_CRL |
| The eUICC supports the LPAe | O\_E\_LPAe |
| The eUICC stores the otPK.eUICC.ECKA / otSK.eUICC.ECKA from previous unsuccessful download attempt for future retry | O\_E\_REUSE\_OTPK |
| The eUICC can hold two PIR | O\_E\_2\_PIR |
| The eUICC terminates EnableProfile and DisableProfile with error "catBusy" when a proactive session is ongoing and the refresh Flag is set. | O\_E\_CATBUSY\_EN\_DIS\_REFRESH |
| The eUICC terminates EnableProfile and DisableProfile with error "catBusy" when a proactive session is ongoing and the refresh Flag is not set | O\_E\_CATBUSY\_EN\_DIS\_NOREFRESH |
| The eUICC terminates eUICCMemoryReset with error "catBusy" when a proactive session is ongoing | O\_E\_CATBUSY\_MR |
| The eUICC is based on an integrated TRE | O\_E\_INTEGRATED |
| The eUICC supports Service Specific Data in Profile Metadata | O\_E\_SERVICES\_SPECIFIC\_DATA |
| Device Options | Mnemonic |
| The Device supports LPAd | O\_D\_LPAD |
| The Device supports GSM/GERAN | O\_D\_GSM\_GERAN |
| The Device supports UMTS/UTRAN | O\_D\_UMTS\_UTRAN |
| The Device supports cdma2000 1X | O\_D\_CDMA2000\_1X |
| The Device supports cdma2000 HRPD | O\_D\_CDMA2000\_HRPD |
| The Device supports cdma2000 eHRPD | O\_D\_CDMA2000\_EHRPD |
| The Device supports LTE/E-UTRAN | O\_D\_LTE |
| The Device supports NFC as defined in TS26 | O\_D\_NFC\_TS26 |
| The Device supports eUICC CRL | O\_D\_CRL |
| Initiation of the Enable Profile procedure is allowed on a Profile that is enabled already | O\_D\_ENPROF |
| Initiation of the Enable Profile procedure is allowed even if the currently enabled Profile has PPR1 | O\_D\_ENPREVPPR1 |
| Device supports only cellular connectivity (see NOTE 1) | O\_D\_ONLY\_CELLULAR\_CONNECTIVITY |
| Device offers a user interface to enter a PIN for user authentication | O\_D\_PIN |
| Device allows the End User to initiate the disabling or deletion of an enabled Profile with ppr1 | O\_D\_DISDELPPR1 |
| Device allows the End User to initiate the deletion of a Profile with ppr2 | O\_D\_DELPPR2 |
| Initiation of the Disable Profile procedure is allowed on a Profile that is disabled already | O\_D\_DISPROF |
| Initiation of Disable Profile procedure is allowed even if the currently enabled Profile has PPR1 | O\_D\_DISPPR1 |
| Device retries after unsuccessful CC entry attempt | O\_D\_CC\_RETRY |
| The Device provides the LUI functionality to postpone Profile Download | O\_D\_EU\_POSTPONED |
| Device supports Power-on Profile discovery | O\_D\_POW\_ON\_PROF\_DISCOVERY |
| The Device provides the LUI functionality to reject Profile Download | O\_D\_EU\_REJECT |
| The Device supports Set/Edit Nickname procedure as defined in SGP.22 [2] section 3.2.6 and displaying the profile's Nickname | O\_D\_NICKNAME |
| The Device supports Add Profile and Enable Profile in one combined operation (See NOTE 3) | O\_D\_ADD\_ENABLE\_COMBINED |
| The Device supports Add Profile and Enable Profile as separated operations (See NOTE 3) | O\_D\_ADD\_ENABLE\_SEPARATED |
| Initiation of Add Profile procedure is allowed even if the currently enabled Profile has PPR1 | O\_D\_ADDPREPPR1 |
| The Device supports Set/Edit Default SM-DP+ Address procedure as defined in SGP.22 [2] section 3.3.4 | O\_D\_DEFAULT\_DP\_ADDRESS |
| The Device supports a removable eUICC and downloading a profile containing PPRs to the removable eUICC. | O\_D\_REMOVABLE\_DOWNLOAD\_PPR |
| The Device supports a non-removable eUICC and eUICC RAT configurations in which PPR1 is allowed and End User Consent is required. | O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_REQ |
| The Device supports a non-removable eUICC and eUICC RAT configurations in which PPR1 is allowed and End User Consent is NOT required. | O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_NOT\_REQ |
| The Device supports a non-removable eUICC and eUICC RAT configurations in which PPR2 is allowed and End User Consent is required. | O\_D\_EMB\_ALLOWS\_PPR2\_EUC\_REQ |
| The Device supports a non-removable eUICC and eUICC RAT configurations in which PPR2 is allowed and End User Consent is NOT required. | O\_D\_EMB\_ALLOWS\_PPR2\_EUC\_NOT\_REQ |
| The Device supports SM-DS | O\_D\_SMDS |
| The Device supports Disable Profile as separated operation, without automatically deleting it. | O\_D\_DISABLE\_SEPARATED |
| The Device supports Profile download using Default SM-DP+ | O\_D\_DEFAULT\_DP |
| SM-DP+ Options | Mnemonic |
| SM-DP+ reuses otPK.eUICC.ECKA from previous unsuccessful download attempt | O\_P\_REUSE\_OTPK |
| SM-DP+ supports usage of session keys (S-ENC, S-MAC) for profile protection | O\_P\_SESSION\_KEYS |
| SM-DP+ accepts receiving two identical function call successively via ES2+ | O\_P\_ES2+\_RETRY |
| SM-DP+ supports brainpoolP256r1 for TLS handshake | O\_P\_TLS\_BRP |
| SM-DS Options | Mnemonic |
| SM-DS is an Alternative SM-DS.  NOTE: If an SM-DS is not an Alternative SM-DS then it is a Root SM-DS. | O\_S\_ALT |
| SM-DS supports brainpoolP256r1 for TLS handshake | O\_S\_TLS\_BRP |
| NOTE 1: Devices which supports O\_D\_ONLY\_CELLULAR\_CONNECTIVITY are out of scope of the current version of this document.  NOTE 2: For this version of test specification:   * O\_E\_FRP is not applicable * The eUICC SHALL support either O\_E\_NIST or O\_E\_BRP or both   NOTE 3: The Device SHALL support at least one of O\_D\_ADD\_ENABLE\_COMBINED or O\_D\_ADD\_ENABLE\_SEPARATED. It is valid to support both options. | |

Table 4: Options

### Applicability Table

Table 5 specifies the applicability of each test case. See clause 2.1.2 for the format of this table.

| Test case | Name | | | Role |  | V2.2 or V2.2.1 | V2.2.2 | V2.3 | V2.4 | Test Env. |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
|  |  |  | eUICC Interfaces Compliance Testing | | | | | | | |
| 4.2.1.2.1 | TC\_eUICC\_ATR\_And\_ISDR\_Selection | | | eUICC |  | C006 | C006 | C006 | C006 | TE\_eUICC |
| 4.2.2.2.1 | TC\_eUICC\_ES6.UpdateMetadata | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.3.2.1 | TC\_eUICC\_ES8+.InitialiseSecureChannel | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.4.2.1 | TC\_eUICC\_ES8+.ConfigureISDP | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.5.2.1 | TC\_eUICC\_ES8+.StoreMetadata | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.5.2.2 | TC\_eUICC\_ES8+.StoreMetadata\_Service\_Specific\_Data | | | eUICC |  | N/A | N/A | N/A | C057 | TE\_eUICC |
| 4.2.6.2.1 | TC\_eUICC\_ES8+.ReplaceSessionKeys | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.7.2.1 | TC\_eUICC\_ES8+.LoadProfileElements | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.8.2.1 | TC\_eUICC\_ES10a.GetEuiccConfiguredAddresses | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.9.2.1 | TC\_eUICC\_ES10a.SetDefaultDPAddress | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.10.2.1 | TC\_eUICC\_ES10b.PrepareDownloadNIST | | | eUICC |  | C001 | C001 | C001 | C001 | TE\_eUICC |
| 4.2.10.2.2 | TC\_eUICC\_ES10b.PrepareDownloadBRP | | | eUICC |  | C002 | C002 | C002 | C002 | TE\_eUICC |
| 4.2.10.2.3 | TC\_eUICC\_ES10b.PrepareDownloadFRP | | | eUICC |  | C003 | C003 | C003 | C003 | TE\_eUICC |
| 4.2.10.2.4 | TC\_eUICC\_ES10b.PrepareDownloadErrorCases | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.11.2.1 | TC\_eUICC\_ES10b.LoadBoundProfilePackageNIST | | | eUICC |  | C001 | C001 | C001 | C001 | TE\_eUICC |
| 4.2.11.2.2 | TC\_eUICC\_ES10b.LoadBoundProfilePackageBRP | | | eUICC |  | C002 | C002 | C002 | C002 | TE\_eUICC |
| 4.2.11.2.3 | TC\_eUICC\_ES10b.LoadBoundProfilePackageFRP | | | eUICC |  | C003 | C003 | C003 | C003 | TE\_eUICC |
| 4.2.11.2.4 | TC\_eUICC\_ES10b.LoadBoundProfilePackage\_ErrorCases | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.12.2.1 | TC\_eUICC\_ES10b.GetEUICCChallenge | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.13.2.1 | TC\_eUICC\_ES10b.GetEUICCInfo1 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.13.2.3 | TC\_eUICC\_ES10b.GetEUICCInfo2\_RSP\_V2.2.x | | | eUICC |  | M | M | N/A | N/A | TE\_eUICC |
| 4.2.13.2.4 | TC\_eUICC\_ES10b.GetEUICCInfo2 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.13.2.5 | TC\_eUICC\_ES10b.GetEUICCInfo2\_RSP\_V2.3 | | | eUICC |  | N/A | N/A | M | N/A | TE\_eUICC |
| 4.2.13.2.6 | TC\_eUICC\_ES10b.GetEUICCInfo2\_RSP\_Integrated\_eUICC | | | eUICC |  | N/A | N/A | C040 | C040 | TE\_eUICC |
| 4.2.13.2.7 | TC\_eUICC\_ES10b.GetEUICCInfo2\_RSP\_V2.4 | | | eUICC | N/A | N/A | N/A | N/A | M | TE\_eUICC |
| 4.2.14.2.1 | TC\_eUICC\_ES10b.ListNotification  All test sequences except the sequence #5 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.14.2.1 | TC\_eUICC\_ES10b.ListNotification  Only the test sequence #5 | | | eUICC |  | C025 | C025 | C025 | C025 | TE\_eUICC |
| 4.2.15.2.1 | TC\_eUICC\_ES10b.RetrieveNotificationsList  All test sequences except the sequences #5 and #15 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.15.2.1 | TC\_eUICC\_ES10b.RetrieveNotificationsList  Only the test sequences #5 and #15 | | | eUICC |  | C025 | C025 | C025 | C025 | TE\_eUICC |
| 4.2.16.2.1 | TC\_eUICC\_ES10b.RemoveNotificationFromList  All test sequences except the sequence #5 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.16.2.1 | TC\_eUICC\_ES10b.RemoveNotificationFromList  Only the test sequence #5 | | | eUICC |  | C025 | C025 | C025 | C025 | TE\_eUICC |
| 4.2.18.2.1 | TC\_eUICC\_ES10b.AuthenticateServer\_SM-DP+\_NIST | | | eUICC |  | C001 | C001 | C001 | C001 | TE\_eUICC |
| 4.2.18.2.2 | TC\_eUICC\_ES10b.AuthenticateServer\_SM-DP+\_BRP | | | eUICC |  | C002 | C002 | C002 | C002 | TE\_eUICC |
| 4.2.18.2.3 | TC\_eUICC\_ES10b.AuthenticateServer\_SM-DP+\_FRP | | | eUICC |  | C003 | C003 | C003 | C003 | TE\_eUICC |
| 4.2.18.2.4 | TC\_eUICC\_ES10b.AuthenticateServer\_SM-DP+\_ErrorCases | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.18.2.5 | TC\_eUICC\_ES10b.AuthenticateServer\_SM-DS\_BRP | | | eUICC |  | C002 | C002 | C002 | C002 | TE\_eUICC |
| 4.2.18.2.6 | TC\_eUICC\_ES10b.AuthenticateServer\_SM-DS\_NIST | | | eUICC |  | C001 | C001 | C001 | C001 | TE\_eUICC |
| 4.2.18.2.7 | TC\_eUICC\_ES10b.AuthenticateServer\_SM-DS\_FRP | | | eUICC |  | C003 | C003 | C003 | C003 | TE\_eUICC |
| 4.2.18.2.8 | TC\_eUICC\_ES10b.AuthenticateServer\_SM-DS\_ErrorCases | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.19.2.1 | TC\_eUICC\_ES10b.CancelSessionNIST | | | eUICC |  | C001 | C001 | C001 | C001 | TE\_eUICC |
| 4.2.19.2.2 | TC\_eUICC\_ES10b.CancelSessionBRP | | | eUICC |  | C002 | C002 | C002 | C002 | TE\_eUICC |
| 4.2.19.2.3 | TC\_eUICC\_ES10b.CancelSessionFRP | | | eUICC |  | C003 | C003 | C003 | C003 | TE\_eUICC |
| 4.2.19.2.4 | TC\_eUICC\_ES10b.CancelSession\_ErrorCase | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.20.2.1 | TC\_eUICC\_ES10c.GetProfilesInfo | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.21.2.1 | TC\_eUICC\_ES10c.EnableProfile\_Case3  All test sequences except the sequence #7, sequence #8, sequence #9 and sequence #10 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.21.2.1 | TC\_eUICC\_ES10c.EnableProfile\_Case3  Only the sequence #7 and sequence #9 | | | eUICC |  | N/A | C033 | C033 | C033 | TE\_eUICC |
| 4.2.21.2.1 | TC\_eUICC\_ES10c.EnableProfile\_Case3  Only the sequence #8 and sequence #10 | | | eUICC |  | N/A | C037 | C037 | C037 | TE\_eUICC |
| 4.2.21.2.2 | TC\_eUICC\_ES10c.EnableProfile\_ErrorCases\_Case3  All test sequences except the sequence #7 and sequence #8 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.21.2.2 | TC\_eUICC\_ES10c.EnableProfile\_ErrorCases\_Case3  Only sequence #7 | | | eUICC |  | M | C036 | C036 | C036 | TE\_eUICC |
| 4.2.21.2.2 | TC\_eUICC\_ES10c.EnableProfile\_ErrorCases\_Case3  Only sequence #8 | | | eUICC |  | M | C032 | C032 | C032 | TE\_eUICC |
| 4.2.21.2.3 | TC\_eUICC\_ES10c.EnableProfile\_Case4  All test sequences except the sequence #7, sequence #8, sequence #9 and sequence #10 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.21.2.3 | TC\_eUICC\_ES10c.EnableProfile\_Case4  Only the sequence #7 and sequence#9 | | | eUICC |  | N/A | C033 | C033 | C033 | TE\_eUICC |
| 4.2.21.2.3 | TC\_eUICC\_ES10c.EnableProfile\_Case4  Only the sequence #8 and sequence#10 | | | eUICC |  | N/A | C037 | C037 | C037 | TE\_eUICC |
| 4.2.21.2.4 | TC\_eUICC\_ES10c.EnableProfile\_ErrorCases\_Case4  All test sequences except the sequence #7 and sequence #8 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.21.2.4 | TC\_eUICC\_ES10c.EnableProfile\_ErrorCases\_Case4  Only the sequence #7 | | | eUICC |  | M | C036 | C036 | C036 | TE\_eUICC |
| 4.2.21.2.4 | TC\_eUICC\_ES10c.EnableProfile\_ErrorCases\_Case4  Only the sequence #8 | | | eUICC |  | M | C032 | C032 | C032 | TE\_eUICC |
| 4.2.22.2.1 | TC\_eUICC\_ES10c.DisableProfile\_Case3  All test sequences except the sequence #7, sequence #8, sequence #9 and sequence #10 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.22.2.1 | TC\_eUICC\_ES10c.DisableProfile\_Case3  Only the sequence #7 and sequence#9 | | | eUICC |  | N/A | C033 | C033 | C033 | TE\_eUICC |
| 4.2.22.2.1 | TC\_eUICC\_ES10c.DisableProfile\_Case3  Only the sequence #8 and sequence#10 | | | eUICC |  | N/A | C037 | C037 | C037 | 4.2.22.2.1 |
| 4.2.22.2.2 | TC\_eUICC\_ES10c.DisableProfile\_ErrorCases\_Case3  All test sequences except the sequence #7 and sequence #8 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.22.2.2 | TC\_eUICC\_ES10c.DisableProfile\_ErrorCases\_Case3  Only the sequence #7 | | | eUICC |  | M | C036 | C036 | C036 | TE\_eUICC |
| 4.2.22.2.2 | TC\_eUICC\_ES10c.DisableProfile\_ErrorCases\_Case3  Only the sequence #8 | | | eUICC |  | M | C032 | C032 | C032 | TE\_eUICC |
| 4.2.22.2.3 | TC\_eUICC\_ES10c.DisableProfile\_Case4  All test sequences except the sequence #7, sequence #8, sequence #9 and sequence #10 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.22.2.3 | TC\_eUICC\_ES10c.DisableProfile\_Case4  Only the sequence #7 and sequence #9 | | | eUICC |  | N/A | C033 | C033 | C033 | TE\_eUICC |
| 4.2.22.2.3 | TC\_eUICC\_ES10c.DisableProfile\_Case4  Only the sequence #8 and sequence #10 | | | eUICC |  | N/A | C037 | C037 | C037 | TE\_eUICC |
| 4.2.22.2.4 | TC\_eUICC\_ES10c.DisableProfile\_ErrorCases\_Case4  All test sequences except the sequence #7 and sequence #8 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.22.2.4 | TC\_eUICC\_ES10c.DisableProfile\_ErrorCases\_Case4  Only the sequence #7 | | | eUICC |  | M | C036 | C036 | C036 | TE\_eUICC |
| 4.2.22.2.4 | TC\_eUICC\_ES10c.DisableProfile\_ErrorCases\_Case4  Only the sequence #8 | | | eUICC |  | M | C032 | C032 | C032 | TE\_eUICC |
| 4.2.23.2.1 | TC\_eUICC\_ES10c.DeleteProfile\_Case3 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.23.2.2 | TC\_eUICC\_ES10c.DeleteProfile\_ErrorCases\_Case3 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.23.2.3 | TC\_eUICC\_ES10c.DeleteProfile\_Case4 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.23.2.4 | TC\_eUICC\_ES10c.DeleteProfile\_ErrorCases\_Case4 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.24.2.1 | TC\_eUICC\_ES10c.eUICCMemoryReset  All test sequences except the sequence #5 and sequence #6 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.24.2.1 | TC\_eUICC\_ES10c.eUICCMemoryReset  Only the sequence #5 and sequence #6 | | | eUICC |  | N/A | C039 | C039 | C039 | TE\_eUICC |
| 4.2.24.2.2 | TC\_eUICC\_ES10c.eUICCMemoryReset\_ErrorCases  Test sequence #1 | | | eUICC |  | M | C038 | C038 | C038 | TE\_eUICC |
| 4.2.24.2.2 | TC\_eUICC\_ES10c.eUICCMemoryReset\_ErrorCases  Test sequence #2 | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.25.2.1 | TC\_eUICC\_ES10c.GetEID | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.26.2.1 | TC\_eUICC\_ES10c.SetNickname | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 4.2.27.2.1 | TC\_eUICC\_ES10b.GetRAT | | | eUICC |  | M | M | M | M | TE\_eUICC |
|  |  | SM-DP+ Interfaces Compliance Testing | | | | | | | | |
| 4.3.1.2.1 | TC\_SM-DP+\_ES2+.DownloadOrder | | | SM-DP+ |  | M | M | M | M | TE\_P3 |
| 4.3.1.2.2 | TC\_SM-DP+\_ES2+.DownloadOrder\_RetryCases | | | SM-DP+ |  | N/A | C042 | C042 | C042 | TE\_P3 |
| 4.3.1.2.3 | TC\_SM-DP+\_ES2+.DownloadOrder\_ErrorCases | | | SM-DP+ |  | M | M | M | M | TE\_P3 |
| 4.3.2.2.1 | TC\_SM-DP+\_ES2+.ConfirmOrder | | | SM-DP+ |  | M | M | M | M | TE\_P3 |
| 4.3.2.2.2 | TC\_SM-DP+\_ES2+.ConfirmOrder\_RetryCases | | | SM-DP+ |  | N/A | C042 | C042 | C042 | TE\_P3 |
| 4.3.2.2.3 | TC\_SM-DP+\_ES2+.ConfirmOrder\_ErrorCases | | | SM-DP+ |  | M | M | M | M | TE\_P3 |
| 4.3.3.2.1 | TC\_SM-DP+\_ES2+.CancelOrder | | | SM-DP+ |  | M | M | M | M | TE\_P3 |
| 4.3.3.2.2 | TC\_SM-DP+\_ES2+.CancelOrder\_ErrorCases | | | SM-DP+ |  | M | M | M | M | TE\_P3 |
| 4.3.12.2.1 | TC\_SM-DP+\_ES9+.InitiateAuthenticationNIST | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.12.2.2 | TC\_SM-DP+\_ES9+.InitiateAuthenticationFRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.12.2.3 | TC\_SM-DP+\_ES9+.InitiateAuthenticationBRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.13.2.1 | TC\_SM-DP+\_ES9+.GetBoundProfilePackageNIST  Test sequences #1, #2 and #5 | | | SM-DP+ |  | C028 | C028 | C028 | C028 | TE\_P2 |
| 4.3.13.2.1 | TC\_SM-DP+\_ES9+.GetBoundProfilePackageNIST  Test sequences #3, #4 and #6 | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.13.2.2 | TC\_SM-DP+\_ES9+.GetBoundProfilePackageFRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.13.2.3 | TC\_SM-DP+\_ES9+.GetBoundProfilePackageBRP  Test sequence #1 | | | SM-DP+ |  | C028 | C028 | C028 | C028 | TE\_P2 |
| 4.3.13.2.3 | TC\_SM-DP+\_ES9+.GetBoundProfilePackageBRP  Test sequence #2 | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.13.2.4 | TC\_SM-DP+\_ES9+.GetBoundProfilePackage\_RetryCases\_ReuseOTPK\_NIST  Test sequences #1, #2, #5 and #6 | | | SM-DP+ |  | C029 | C029 | C029 | C029 | TE\_P2 |
| 4.3.13.2.4 | TC\_SM-DP+\_ES9+.GetBoundProfilePackage\_RetryCases\_ReuseOTPK\_NIST  Test sequences #3, #4, #7, #8 and #9 | | | SM-DP+ |  | C015 | C015 | C015 | C015 | TE\_P2 |
| 4.3.13.2.7 | TC\_SM-DP+\_ES9+.GetBoundProfilePackage\_RetryCases\_DifferentOTPK\_NIST  Test sequences #1 and #2 | | | SM-DP+ |  | C030 | C030 | C030 | C030 | TE\_P2 |
| 4.3.13.2.7 | TC\_SM-DP+\_ES9+.GetBoundProfilePackage\_RetryCases\_DifferentOTPK\_NIST  Test sequences #3 and #4 | | | SM-DP+ |  | C016 | C016 | C016 | C016 | TE\_P2 |
| 4.3.13.2.10 | TC\_SM-DP+\_ES9+.GetBoundProfilePackage\_ErrorCasesNIST | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.14.2.1 | TC\_SM-DP+\_ES9+.AuthenticateClientNIST | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.14.2.2 | TC\_SM-DP+\_ES9+.AuthenticateClientNIST\_ErrorCases | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.14.2.3 | TC\_SM-DP+\_ES9+.AuthenticateClientFRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.14.2.5 | TC\_SM-DP+\_ES9+.AuthenticateClientBRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.14.2.6 | TC\_SM-DP+\_ES9+.AuthenticateClient\_RetryCases\_Reuse\_OTPK | | | SM-DP+ |  | C015 | C015 | C015 | C015 | TE\_P2 |
| 4.3.15.2.1 | TC\_SM-DP+\_ES9+\_HandleNotificationNIST | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.15.2.2 | TC\_SM\_DP+\_ES9+\_HandleNotificationFRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.15.2.3 | TC\_SM-DP+\_ES9+\_HandleNotificationBRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.16.2.1 | TC\_SM-DP+\_ES9+.CancelSession\_After\_AuthenticateClientNIST | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.16.2.2 | TC\_SM-DP+\_ES9+.CancelSession\_After\_GetBoundProfilePackageNIST | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.16.2.3 | TC\_SM\_DP+\_ES9+.CancelSession\_After\_AuthenticateClientFRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.16.2.4 | 4.3.16.2.4 TC\_SM\_DP+\_ES9+.CancelSession\_After\_GetBoundProfilePackageFRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.16.2.5 | TC\_SM-DP+\_ES9+.CancelSession\_After\_AuthenticateClientBRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.16.2.6 | TC\_SM-DP+\_ES9+.CancelSession\_After\_GetBoundProfilePackageBRP | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.17.1 | TC\_SM-DP+\_ES9+\_Server\_Authentication\_for\_HTTPS\_EstablishmentNIST | | | SM-DP+ |  | M | M | M | M | TE\_P2 |
| 4.3.17.2 | TC\_SM-DP+\_ES9+\_Server\_Authentication\_for\_HTTPS\_EstablishmentBRP | | | SM-DP+ |  | M | M | C053 | C053 | TE\_P2 |
| 4.3.20.1 | TC\_SM-DP+\_ES12\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST | | | SM-DP+ |  | M | M | M | M | TE\_P1 |
| 4.3.20.2 | TC\_SM-DP+\_ES12\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentBRP | | | SM-DP+ |  | M | M | C053 | C053 | TE\_P1 |
|  |  |  | LPAd Interfaces Compliance Testing | | | | | | | |
| 4.4.21.2.1 | TC\_LPAd\_InitiateAuthentication\_Nominal | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 4.4.21.2.2 | TC\_LPAd\_InitiateAuthentication\_ErrorCases | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 4.4.22.2.1 | TC\_LPAd\_ES9+\_GetBoundProfilePackage\_Nominal | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 4.4.22.2.2 | TC\_LPAd\_ES9+\_GetBoundProfilePackage\_Retry | | | LPAd |  | C005 | C005 | C005 | C005 |  |
| 4.4.22.2.3 | TC\_LPAd\_ES9+\_GetBoundProfilePackage\_Error | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 4.4.23.2.1 | TC\_LPAd\_AuthenticatClient\_Nominal | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 4.4.23.2.2 | TC\_LPAd\_AuthenticateClient\_ErrorCases | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 4.4.24.2.1 | TC\_LPAd\_ES9+\_HandleNotification\_Nominal  All test sequences except the sequence #03 | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 4.4.24.2.1 | TC\_LPAd\_ES9+\_HandleNotification\_Nominal  Only the test sequence #03 | | | LPAd |  | C060 | C060 | C060 | C060 |  |
| 4.4.25.2.1 | TC\_LPAd\_ES9+\_CancelSession\_Nominal  All test sequences except the sequence #02 | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 4.4.25.2.1 | TC\_LPAd\_ES9+\_CancelSession\_Nominal  Only the test sequences #02 | | | LPAd |  | C023 | C023 | C023 | C023 |  |
| 4.4.25.2.2 | TC\_LPAd\_ES9+\_CancelSession\_EndUserPostponed\_Nominal | | | LPAd |  | C008 | C008 | C008 | C008 |  |
| 4.4.25.2.3 | TC\_LPAd\_ES9+\_CancelSession\_Error | | | LPAd |  | C026 | C026 | C026 | C026 |  |
| 4.4.25.2.4 | TC\_LPAd\_ES9+\_CancelSession\_PPRs  Only the test sequence #01 | | | LPAd |  | C045 | C045 | C045 | C045 |  |
| 4.4.25.2.4 | TC\_LPAd\_ES9+\_CancelSession\_PPRs  Only the test sequence #02 | | | LPAd |  | C046 | C046 | C046 | C046 |  |
| 4.4.26.2.1 | TC\_LPAd\_HTTPS\_Nominal | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 4.4.26.2.2 | TC\_LPAd\_HTTPS\_ErrorCases | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 4.4.27.2.1 | TC\_LPAd\_ES11\_InitiateAuthentication\_Nominal | | | LPAd |  | C058 | C058 | C058 | C058 |  |
| 4.4.27.2.2 | TC\_LPAd\_ES11\_InitiateAuthentication\_ErrorCases | | | LPAd |  | C058 | C058 | C058 | C058 |  |
| 4.4.28.2.1 | TC\_LPAd\_ES11\_AuthenticateClient\_Nominal | | | LPAd |  | C058 | C058 | C058 | C058 |  |
| 4.4.28.2.2 | TC\_LPAd\_ES11\_AuthenticateClient\_ErrorCases | | | LPAd |  | C058 | C058 | C058 | C058 |  |
| 4.4.29.2.1 | TC\_LPAd\_HTTPS\_Nominal | | | LPAd |  | C058 | C058 | C058 | C058 |  |
| 4.4.29.2.2 | TC\_LPAd\_HTTPS\_Error | | | LPAd |  | C058 | C058 | C058 | C058 |  |
|  |  |  | SM-DS Interfaces Compliance Testing | | | | | | | |
| 4.5.1.2.1 | TC\_ROOT\_SM\_DS\_ES12.RegisterEvent | | | SM-DS |  | C024 | C024 | C024 | C024 | TE\_S3 |
| 4.5.1.2.2 | TC\_ALT\_SM\_DS\_ES12.RegisterEvent | | | SM-DS |  | C021 | C021 | C021 | C021 | TE\_SA2 |
| 4.5.2.2.1 | TC\_ROOT\_SM\_DS\_ES12.DeleteEvent | | | SM-DS |  | C024 | C024 | C024 | C024 | TE\_S3 |
| 4.5.2.2.2 | TC\_ALT\_SM\_DS\_ES12.DeleteEvent | | | SM-DS |  | C021 | C021 | C021 | C021 | TE\_SA2 |
| 4.5.2.2.3 | TC\_ALT\_SM\_DS\_ES12.DeleteEvent\_Error\_Nonexistant\_EventID | | | SM-DS |  | C021 | C021 | C021 | C021 | TE\_S2 |
| 4.5.3.2.1 | TC\_ROOT\_SM\_DS\_ES15.RegisterEvent | | | SM-DS |  | C024 | C024 | C024 | C024 | TE\_SR2 |
| 4.5.4.2.1 | TC\_ROOT\_SM\_DS\_ES15.DeleteEvent | | | SM-DS |  | C024 | C024 | C024 | C024 | TE\_SR2 |
| 4.5.5.2.1 | TC\_SM\_DS\_ES11.InitiateAuthenticationNIST | | | SM-DS |  | M | M | M | M | TE\_S1 |
| 4.5.5.2.2 | TC\_SM\_DS\_ES11.InitiateAuthenticationBRP | | | SM-DS |  | M | M | M | M | TE\_S1 |
| 4.5.6.2.1 | TC\_SM\_DS\_ES11.AuthenticateClientNIST  All test sequences except sequences #07 and #08 | | | SM-DS |  | M | M | M | M | TE\_S1 |
| 4.5.6.2.1 | TC\_SM\_DS\_ES11.AuthenticateClientNIST  Only test sequences #07 and #08 | | | SM-DS |  | C021 | C021 | C021 | C021 | TE\_S1 |
| 4.5.6.2.2 | TC\_SM\_DS\_ES11.AuthenticateClientBRP  All test sequences except sequences #07 and #08 | | | SM-DS |  | M | M | M | M | TE\_S1 |
| 4.5.6.2.2 | TC\_SM\_DS\_ES11.AuthenticateClientBRP  Only test sequences #07 and #08 | | | SM-DS |  | C021 | C021 | C021 | C021 | TE\_S1 |
| 4.5.7.1 | TC\_ALT\_SM\_DS\_ES15\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST | | | SM-DS |  | C021 | C021 | C021 | C021 | TE\_SA1 |
| 4.5.7.2 | TC\_ALT\_SM\_DS\_ES15\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentBRP | | | SM-DS |  | C021 | C021 | C055 | C055 | TE\_SA1 |
| 4.5.8.1 | TC\_SM\_DS\_ES12\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST | | | SM-DS |  | M | M | M | M | TE\_S2 |
| 4.5.8.2 | TC\_SM\_DS\_ES12\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentBRP | | | SM-DS |  | M | M | C054 | C054 | TE\_S2 |
| 4.5.9.1 | TC\_ROOT\_SM\_DS\_ES15\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST | | | SM-DS |  | C024 | C024 | C024 | C024 | TE\_SR1 |
| 4.5.9.2 | TC\_ROOT\_SM\_DS\_ES15\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentBRP | | | SM-DS |  | C024 | C024 | C056 | C056 | TE\_SR1 |
| 4.5.10.1 | TC\_SM\_DS\_ES11\_Server\_Authentication\_for\_HTTPS\_EstablishmentNIST | | | SM-DS |  | M | M | M | M | TE\_S1 |
| 4.5.10.2 | TC\_SM\_DS\_ES11\_Server\_Authentication\_for\_HTTPS\_EstablishmentBRP | | | SM-DS |  | M | M | C054 | C054 | TE\_S1 |
|  |  |  | Procedure - Behaviour Testing | | | | | | | |
| 5.2.1.2.1 | TC\_eUICC\_PrepareDownload\_Retry\_ReuseOTKeys | | | eUICC |  | C019 | C019 | C019 | C019 | TE\_eUICC |
| 5.2.1.2.2 | TC\_eUICC\_PrepareDownload\_Retry\_NewOTKeys | | | eUICC |  | C020 | C020 | C020 | C020 | TE\_eUICC |
| 5.2.2.2.1 | TC\_eUICC\_ForbiddenPPRs | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 5.2.3.2.1 | TC\_eUICC\_GetProfilesInfo\_GetRAT\_RSPSession | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 5.2.4.2.1 | TC\_eUICC\_Default\_FileSystem | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 5.2.5.2.1 | TC\_eUICC\_DeleteProfile\_ISDP\_And\_Components | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 5.2.6.2.1 | TC\_eUICC\_EnableProfile\_Twice\_Notifications | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 5.2.7.2.1 | TC\_eUICC\_DisableProfile\_ApplicationManagement | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 5.2.8.2.1 | TC\_eUICC\_Enable\_Disable\_Delete\_Notifications | | | eUICC |  | M | M | M | M | TE\_eUICC |
| 5.3.3.2.1 | TC\_SM-DP+\_ProfileMetadata | | | SM-DP+ |  | M | M | M | M |  |
| 5.4.1.2.1 | TC\_LPAd\_AddProfile\_Manual\_Entry | | | LPAd |  | C035 | C035 | C035 | C035 |  |
| 5.4.1.2.2 | TC\_LPAd\_AddProfile\_QRCode\_scanning | | | LPAd |  | C035 | C035 | C035 | C035 |  |
| 5.4.1.2.3 | TC\_LPAd\_AddProfile\_ActivationCode\_InvalidFormat\_QRCode | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 5.4.1.2.4 | TC\_LPAd\_AddProfile\_ActivationCode\_InvalidFormat\_ManualEntry | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 5.4.1.2.5 | TC\_LPAd\_AddProfile\_ConfirmationCode\_smdpSigned2\_QR | | | LPAd |  | C035 | C035 | C035 | C035 |  |
| 5.4.1.2.6 | TC\_LPAd\_AddProfile\_ConfirmationCode\_smdpSigned2\_Manual\_Entry | | | LPAd |  | C035 | C035 | C035 | C035 |  |
| 5.4.1.2.7 | TC\_LPAd\_AddProfile\_default\_SM-DP+\_address | | | LPAd |  | C063 | C063 | C063 | C063 |  |
| 5.4.1.2.8 | TC\_LPAd\_AddProfile\_QRCode\_with\_ConfirmationCode | | | LPAd |  | C035 | C035 | C035 | C035 |  |
| 5.4.1.2.9 | TC\_LPAd\_AddProfile\_PPRs  Only the test sequence #01 | | | LPAd |  | C047 | C047 | C047 | C047 |  |
| 5.4.1.2.9 | TC\_LPAd\_AddProfile\_PPRs  Only test sequence #2 | | | LPAd |  | C048 | C048 | C048 | C048 |  |
| 5.4.1.2.9 | TC\_LPAd\_AddProfile\_PPRs  Only test sequence #3 | | | LPAd |  | C051 | C051 | C051 | C051 |  |
| 5.4.1.2.11 | TC\_LPAd\_AddProfile\_Security\_Errors | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 5.4.1.2.12 | TC\_LPAd\_AddProfile\_Empty\_MatchingID | | | LPAd |  | C035 | C035 | C035 | C035 |  |
| 5.4.1.2.13 | TC\_LPAd\_AddEnabledProfile\_Manual\_Entry | | | LPAd |  | C034 | C034 | C034 | C034 |  |
| 5.4.1.2.14 | TC\_LPAd\_AddEnabledProfile\_QRCode\_scanning | | | LPAd |  | C034 | C034 | C034 | C034 |  |
| 5.4.1.2.15 | TC\_LPAd\_AddEnabledProfile\_ConfirmationCode\_smdpSigned2\_QR | | | LPAd |  | C034 | C034 | C034 | C034 |  |
| 5.4.1.2.16 | TC\_LPAd\_AddEnableProfile\_ConfirmationCode\_smdpSigned2\_Manual\_Entry | | | LPAd |  | C034 | C034 | C034 | C034 |  |
| 5.4.1.2.17 | TC\_LPAd\_AddEnabledProfile\_default\_SM-DP+\_address | | | LPAd |  | C062 | C062 | C062 | C062 |  |
| 5.4.1.2.18 | TC\_LPAd\_AddEnableProfile\_QRCode\_with\_ConfirmationCode | | | LPAd |  | C034 | C034 | C034 | C034 |  |
| 5.4.1.2.19 | TC\_LPAd\_AddEnabledProfile\_PPRs  Only the test sequence #01 | | | LPAd |  | C049 | C049 | C049 | C049 |  |
| 5.4.1.2.19 | TC\_LPAd\_AddEnabledProfile\_PPRs  Only test sequence #2 | | | LPAd |  | C050 | C050 | C050 | C050 |  |
| 5.4.1.2.19 | TC\_LPAd\_AddEnabledProfile\_PPRs  Only test sequence #3 | | | LPAd |  | C052 | C052 | C052 | C052 |  |
| 5.4.1.2.20 | TC\_LPAd\_AddEnableProfile\_Empty\_MatchingID | | | LPAd |  | C034 | C034 | C034 | C034 |  |
| 5.4.2.2.1 | TC\_LPAd\_ListProfiles | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 5.4.3.2.1 | TC\_LPAd\_SetNickname | | | LPAd |  | C027 | C027 | C027 | C027 |  |
| 5.4.3.2.2 | TC\_LPAd\_EditNickname | | | LPAd |  | C027 | C027 | C027 | C027 |  |
| 5.4.4.2.1 | TC\_LPAd\_DeleteProfile\_Disabled\_without\_PPR | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 5.4.4.2.2 | TC\_LPAd\_DeleteProfile\_Enabled\_without\_PPR  Only the test sequence #01 | | | LPAd |  | C009 | C009 | C009 | C009 |  |
| 5.4.4.2.2 | TC\_LPAd\_DeleteProfile\_Enabled\_without\_PPR  Only the test sequence #02 | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 5.4.4.2.3 | TC\_LPAd\_DeleteProfile\_Error\_with\_PPR1 | | | LPAd |  | C012 | C012 | C012 | C012 |  |
| 5.4.4.2.4 | TC\_LPAd\_DeleteProfile\_Error\_Disabled\_with\_PPR2 | | | LPAd |  | C013 | C013 | C013 | C013 |  |
| 5.4.4.2.5 | TC\_LPAd\_DeleteProfile\_Error\_Enabled\_with\_PPR2 | | | LPAd |  | C014 | C014 | C014 | C014 |  |
| 5.4.4.2.6 | TC\_LPAd\_DeleteProfile\_Security\_Errors | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 5.4.5.2.1 | TC\_LPAd\_EnableProfile  Only the test sequence #01 | | | LPAd |  | C009 | C009 | C009 | C009 |  |
| 5.4.5.2.1 | TC\_LPAd\_EnableProfile  Only the test sequence #02 | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 5.4.5.2.2 | TC\_LPAd\_EnableProfile\_ImplicitDisable  Only the test sequence #01 | | | LPAd |  | C009 | C009 | C009 | C009 |  |
| 5.4.5.2.2 | TC\_LPAd\_EnableProfile\_ImplicitDisable  Only the test sequence #02 | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 5.4.5.2.3 | TC\_LPAd\_EnableProfile\_Error\_ProfileAlreadyEnabled | | | LPAd |  | C010 | C010 | C010 | C010 |  |
| 5.4.5.2.4 | TC\_LPAd\_EnableProfile\_Error\_PPR1Set | | | LPAd |  | C011 | C011 | C011 | C011 |  |
| 5.4.6.2.1 | TC\_LPAd\_DisableProfile | | | LPAd |  | C060 | C060 | C060 | C060 |  |
| 5.4.6.2.2 | TC\_LPAd\_DisableProfile\_Error\_ProfileAlreadyDisabled | | | LPAd |  | C017 | C017 | C017 | C017 |  |
| 5.4.6.2.3 | TC\_LPAd\_DisableProfile\_Error\_PPR1Set | | | LPAd |  | C018 | C018 | C018 | C018 |  |
| 5.4.7.2.1 | TC\_LPAd\_RetrieveEID | | | LPAd |  | C004 | C004 | C004 | C004 |  |
| 5.4.8.2.1 | TC\_LPAd\_eUICCMemoryReset  Only the test sequence #01 and test sequence #05 | | | LPAd |  | C007 | C007 | C007 | C007 |  |
| 5.4.8.2.1 | TC\_LPAd\_eUICCMemoryReset  Only the test sequence #02 and test sequence #03 | | | LPAd |  | C044 | C044 | C044 | C044 |  |
| 5.4.8.2.1 | TC\_LPAd\_eUICCMemoryReset  Only the test sequence #04 | | | LPAd |  | C043 | C043 | C043 | C043 |  |
| 5.4.8.2.2 | TC\_LPAd\_eUICCMemoryResetWithPINVerification | | | LPAd |  | C009 | C009 | C009 | C009 |  |
| 5.4.10.2.1 | TC\_LPAd\_Set/Edit Default SM-DP+ Address | | | LPAd |  | C007 | C007 | C041 | C041 |  |
| 5.4.11.2.1 | TC\_LPAd\_DevicePowerOnProfileDiscovery\_SM-DP+\_address | | | LPAd |  | C022 | C022 | C022 | C022 |  |
| 5.4.11.2.2 | TC\_LPAd\_DevicePowerOnProfileDiscovery\_SM-DS | | | LPAd |  | C059 | C059 | C059 | C059 |  |
|  |  |  | Test Specifications | | | | | | | |
| 7.1 | TCA eUICC Profile Package Test Specification | | | eUICC |  | M | M | M | M | See section 7.1 |

Table 5: Applicability of Tests

| Conditional item | Condition |
| --- | --- |
| C001 | IF (O\_E\_NIST) THEN M ELSE N/A |
| C002 | IF (O\_E\_BRP) THEN M ELSE N/A |
| C003 | IF (O\_E\_FRP) THEN M ELSE N/A |
| C004 | IF (O\_D\_LPAD) THEN M ELSE N/A |
| C005 | IF (O\_D\_LPAD AND O\_D\_CC\_RETRY AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) THEN M ELSE N/A |
| C006 | IF (NOT O\_E\_LPAe) THEN M ELSE N/A |
| C007 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) THEN M ELSE N/A |
| C008 | IF (O\_D\_LPAD AND O\_D\_EU\_POSTPONED AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) THEN M ELSE N/A |
| C009 | IF (O\_D\_LPAD AND O\_D\_PIN AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) THEN M ELSE N/A |
| C010 | IF (O\_D\_LPAD AND O\_D\_ENPROF) THEN M ELSE N/A |
| C011 | IF (O\_D\_LPAD AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_ALLOWS\_PPR1\_EUC\_REQ OR O\_D\_ALLOWS\_PPR1\_EUC\_NOT\_REQ) AND O\_D\_ENPREVPPR1 AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) THEM M ELSE N/A |
| C012 | IF (O\_D\_LPAD AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_ALLOWS\_PPR1\_EUC\_REQ OR O\_D\_ALLOWS\_PPR1\_EUC\_NOT\_REQ) AND O\_D\_DISDELPPR1 AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) THEN M ELSE N/A |
| C013 | IF (O\_D\_LPAD AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_ALLOWS\_PPR2\_EUC\_REQ OR O\_D\_ALLOWS\_PPR2\_EUC\_NOT\_REQ) AND O\_D\_DELPPR2 AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) THEN M ELSE N/A |
| C014 | IF (O\_D\_LPAD AND O\_D\_PIN AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_ALLOWS\_PPR2\_EUC\_REQ OR O\_D\_ALLOWS\_PPR2\_EUC\_NOT\_REQ) AND O\_D\_DELPPR2 AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) THEN M ELSE N/A |
| C015 | IF (O\_P\_REUSE\_OTPK) THEN M ELSE N/A |
| C016 | IF (NOT O\_P\_REUSE\_OTPK) THEN M ELSE N/A |
| C017 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_DISPROF AND O\_D\_DISABLED\_SEPARATED) THEN M ELSE N/A |
| C018 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_ALLOWS\_PPR1\_EUC\_REQ OR O\_D\_ALLOWS\_PPR1\_EUC\_NOT\_REQ) AND O\_D\_DISPPR1 AND O\_D\_DISABLED\_SEPARATED) THEN M ELSE N/A |
| C019 | IF (O\_E\_REUSE\_OTPK) THEN M ELSE N/A |
| C020 | IF (NOT O\_E\_REUSE\_OTPK) THEN M ELSE N/A |
| C021 | IF (O\_S\_ALT) THEN M ELSE N/A |
| C022 | IF (O\_D\_LPAD AND O\_D\_POW\_ON\_PROF\_DISCOVERY AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND\_O\_D\_DEFAULT\_DP) THEN M ELSE N/A |
| C023 | IF (O\_D\_LPAD AND O\_D\_EU\_REJECT AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) THEN M ELSE N/A |
| C024 | IF (NOT O\_S\_ALT) THEN M ELSE N/A |
| C025 | IF (O\_E\_2\_PIR) THEN M ELSE N/A |
| C026 | IF ((O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) AND (O\_D\_EU\_POSTPONED OR O\_D\_EU\_REJECT)) THEN M ELSE N/A |
| C027 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_NICKNAME) THEN M ELSE N/A |
| C028 | IF (O\_P\_SESSION\_KEYS) THEN M ELSE N/A |
| C029 | IF (O\_P\_SESSION\_KEYS AND O\_P\_REUSE\_OTPK) THEN M ELSE N/A |
| C030 | IF (O\_P\_SESSION\_KEYS AND NOT O\_P\_REUSE\_OTPK) THEN M ELSE N/A |
| C031 | VOID |
| C032 | IF (O\_E\_CATBUSY\_EN\_DIS\_REFRESH) THEN M ELSE N/A |
| C033 | IF (NOT O\_E\_CATBUSY\_EN\_DIS\_REFRESH) THEN M ELSE N/A |
| C034 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_ADD\_ENABLE\_COMBINED) THEN M ELSE N/A |
| C035 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_ADD\_ENABLE\_SEPARATED) THEN M ELSE N/A |
| C036 | IF (O\_E\_CATBUSY\_EN\_DIS\_NOREFRESH) THEN M ELSE N/A |
| C037 | IF (NOT O\_E\_CATBUSY\_EN\_DIS\_NOREFRESH) THEN M ELSE N/A |
| C038 | IF (O\_E\_CATBUSY\_MR) THEN M ELSE N/A |
| C039 | IF (NOT O\_E\_CATBUSY\_MR) THEN M ELSE N/A |
| C040 | IF (O\_E\_INTEGRATED THEN M ELSE N/A |
| C041 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_DEFAULT\_DP\_ADDRESS) THEN M ELSE N/A |
| C042 | IF (O\_P\_ES2+\_RETRY) THEN M ELSE N/A |
| C043 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_REQ OR O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_NOT\_REQ)) THEN M ELSE N/A |
| C044 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_EMB\_ALLOWS\_PPR2\_EUC\_REQ OR O\_D\_EMB\_ALLOWS\_PPR2\_EUC\_NOT\_REQ)) THEN M ELSE N/A |
| C045 | IF ((O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) AND (O\_D\_EU\_POSTPONED OR O\_D\_EU\_REJECT) AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_REQ)) THEN M ELSE N/A |
| C046 | IF ((O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY) AND (O\_D\_EU\_POSTPONED OR O\_D\_EU\_REJECT) AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_EMB\_ALLOWS\_PPR2\_EUC\_REQ)) THEN M ELSE N/A |
| C047 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_ADD\_ENABLE\_SEPARATED AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_REQ)) THEN M ELSE N/A |
| C048 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_ADD\_ENABLE\_SEPARATED AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_EMB\_ALLOWS\_PPR2\_EUC\_REQ)) THEN M ELSE N/A |
| C049 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_ADD\_ENABLE\_COMBINED AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_REQ)) THEN M ELSE N/A |
| C050 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_ADD\_ENABLE\_COMBINED AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_EMB\_ALLOWS\_PPR2\_EUC\_REQ)) THEN M ELSE N/A |
| C051 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_ADD\_ENABLE\_SEPARATED AND O\_D\_ADDPREPPR1 AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_REQ OR O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_NOT\_REQ) THEN M ELSE N/A |
| C052 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_ADD\_ENABLE\_COMBINED AND O\_D\_ADDPREPPR1 AND (O\_D\_REMOVABLE\_DOWNLOAD\_PPR OR O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_REQ OR O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_NOT\_REQ) THEN M ELSE N/A |
| C053 | IF (O\_P\_TLS BRP) THEN M ELSE N/A |
| C054 | IF (O\_S\_TLS BRP) THEN M ELSE N/A |
| C055 | IF (O\_S\_ALT AND O\_S\_TLS\_BRP) THEN M ELSE N/A |
| C056 | IF (NOT O\_S\_ALT AND O\_S\_TLS\_BRP) THEN M ELSE N/A |
| C057 | IF (O\_E\_SERVICES\_SPECIFIC\_DATA) THEN M ELSE N/A |
| C058 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_SMDS) THEN M ELSE N/A |
| C059 | IF (O\_D\_LPAD AND O\_D\_POW\_ON\_PROF\_DISCOVERY AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_SMDS) THEN M ELSE N/A |
| C060 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_DISABLE\_SEPARATED) THEN M ELSE N/A |
| C061 | VOID |
| C062 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_ADD\_ENABLE\_COMBINED AND O\_D\_DEFAULT\_DP) THEN M ELSE N/A |
| C063 | IF (O\_D\_LPAD AND NOT O\_D\_ONLY\_CELLULAR\_CONNECTIVITY AND O\_D\_ADD\_ENABLE\_SEPARATED AND\_O\_D\_DEFAULT\_DP) THEN M ELSE N/A |

Table 6: Conditional Items Referenced by Table 5

## General Consideration

This section contains some general considerations about the test cases defined in this document. Note that some external test specifications are referred to in chapter 7. Consequently, the following sub sections SHALL only apply for test cases defined in sections 4 and 5 and 6.

### Test Case Definition

Test descriptions are independent.

For each test described in this document, a chapter provides a general description of the initial conditions applicable for the whole test. This description is completed by specific configurations to each individual sub-case.

It is implicitly assumed that all entities under test SHALL be compliant with the initial states described in Annex G. An initial state SHALL be considered as a pre-requisite to execute all the test cases described in this Test Plan.

After completing the test, the configuration is reset before the execution of the following test.

### Test Cases Format

Here is an explanation of the way to define the test cases in chapters 4, 5 and 6.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **4.X.Y.Z Test Cases**  **4.X.Y.Z.1 TC\_IUT\_TestName1**   |  |  | | --- | --- | | General Initial Conditions | | | Entity | Description of the general initial condition | | Entity1 | Test case - general condition 1 | | Entity2 | Test case - general condition 2 |   **Test Sequence #01: Short Description**  Description of the aim of the test sequence N°1   |  |  | | --- | --- | | Initial Conditions |  | | Entity | Description of the initial condition | | Entity1 | Test sequence N°1 - initial condition 1 | | Entity2 | Test sequence N°1 - initial condition 2 |  | Step | Direction | Sequence / Description | Expected result | REQ | | --- | --- | --- | --- | --- | | IC1 | Entity1 → Entity2 | Command or Message to send from Entity1 to Entity2 | Expected result N°1.1 |  | | 1 | Entity1 → Entity2 | Command or Message to send from Entity1 to Entity2 | 1- expected result N°1.2  2- expected result N°1.3 | REQ1 | | 2 | Entity2 → Entity3 | Command or Message to send from Entity2 to Entity3 |  |  |   **Test Sequence #02**  Description of the aim of the test sequence N°2   | Step | Direction | Sequence / Description | Expected result | REQ | | --- | --- | --- | --- | --- | | 1 | Entity1 → Entity2 | Command or Message to send from Entity1 to Entity2 |  |  | | 2 | Entity2 → Entity3 | Command or Message to send from Entity2 to Entity3 | 1- expected result N°2.1  2- expected result N°2.2 | REQ2 |   **4.X.Y.Z.2 TC\_IUT\_TestName2**  … |

The test cases TC\_IUT\_TestName1 and TC\_IUT\_TestName2 are referenced in Table 5 that allows indicating the applicability of the tests.

In the test case TC\_IUT\_TestName1, the requirements REQ1 and REQ2 are respectively covered by the test sequences #01 and #02.

Note: For some test cases, requirements to be covered are not listed in the test sequences. In that case, references to sections in GSMA RSP Technical Specification [2] covered by the test sequences are indicated in the Conformance Requirements References section of the test case.

The test sequence #01 SHALL be executed if and only if these conditions are met:

* Test case - general condition 1
* Test case - general condition 2
* Test sequence N°1 - initial condition 1
* Test sequence N°1 - initial condition 2

The test sequence #02 SHALL be executed if and only if these conditions are met:

* Test case - general condition 1
* Test case - general condition 2

The tables defining the different initial conditions are optional.

Initial Conditions are intended to be reached dynamically using the Test Tool when possible.

No additional operation SHALL be done prior to the test sequence besides those indicated in the Initial Conditions (e.g. no other Profiles SHALL be present on the eUICC besides those defined in the Initial Conditions).

In the test sequence #01:

* the step IC1 corresponds to an additional Initial Condition
* in the step N°1, if the expected results N°1 and N°2 are validated, the requirement REQ1 (or a part of the REQ1) SHALL be considered as implemented

Note that all initial states (described in Annex G) SHALL be implemented by the entity under test whatever the test cases to execute.

In addition, following 2.2.1 sub sections present all information (e.g. Methods, Constants…) that MAY be referenced in test sequences.

After execution of each test sequence a clean-up procedure (CU) SHALL be executed to restore the IUT to the Common Initial State as defined in Annex G.

#### Methods and Procedures

A method is referenced as follow:

 MTD\_NAME\_OF\_THE\_METHOD(PARAM1, PARAM2…)

The key word “NO\_PARAM” SHALL be set in method call if the related optional parameter is not used.

All methods and their related parameters are described in Annex C.1.

A procedure is a generic sub-sequence and is referenced as follow:

* PROC\_NAME\_OF\_THE\_PROCEDURE

All procedures are described in Annex C.2.

The implementation of these methods and procedures is under the responsibility of the test tool providers.

#### Constants and Dynamic Content

A constant (e.g. text, ASN.1 structure, hexadecimal string, icon, URI, integer, EID, AID…) is referenced as follow:

 #NAME\_OF\_THE\_CONSTANT

All constants are defined in Annex A.

When provided as an ASN.1 value notation, a constant SHALL be encoded in DER TLV (as specified in ITU-T X.690 [16]) by the test tool.

A dynamic content (e.g. TLV, ASN.1 structure, signature, integer, AID, one-time key pair…) is referenced as follow:

 <NAME\_OF\_THE\_VARIABLE>

All dynamic contents are defined in Annex B.

A dynamic content is either generated by an IUT or by a test tool provider.

#### Requests and Responses

An ASN.1 or a JSON request is referenced as follow:

 #NAME\_OF\_THE\_REQUEST

An ASN.1 or a JSON response is referenced as follows:

 #R\_NAME\_OF\_THE\_RESPONSE

Each ASN.1 or JSON request and response MAY refer to a constant or a dynamic content. All these structures are defined in Annex D.

When provided as an ASN.1 value notation, a request or a response SHALL be encoded in DER TLV (as specified in ITU-T X.690 [16]) by the test tool.

When an ASN.1 element definition contains three points (i.e. “…”), it means that fields MAY be present but SHALL not be checked by the test tool.

In the following example, several fields MAY be part of the ProfileInfoListResponse but only the profileNickname SHALL be verified.

resp ProfileInfoListResponse ::=

profileInfoListOk :{

{   
 ...  
 profileNickname #NICKNAME  
 ...

}

}

This rule applies also for Constants definition.

Some ASN.1 SEQUENCE components have a DEFAULT value (for example, profileClass in StoreMetadataRequest). In this specification, when values are specified in ASN.1 syntax and the DEFAULT value is intended, two different formulations (both of which are valid) may be used:

* the relevant component is specified with the DEFAULT value;
* the relevant component is missing entirely.

These are logically equivalent and lead to the same DER encoding. In both cases, the following rules apply:

* When the test tool is sending the DER value, it SHALL NOT include the component (as per DER rules).
* When the test tool is checking a received DER value from the entity under test, it SHALL check that the component is NOT present.

Test tools SHALL consider two BIT STRINGs to be equivalent if the BIT STRINGs have the same DER encoding. For example, '0101'B shall be considered to be equivalent to '010100'B.

NOTE: this is equivalent to removing any trailing zero bits from the BIT STRINGs in "bstring" notation (e.g. '010100'B 🡪 '0101'B) and then comparing the strings textually.

NOTE: according to the DER format, the encoding of transmitted values will remove the trailing zeroes. The definition above allows for values which are specified using ASN.1 value notation and are not transmitted, such as values specified in the Annexes of the current document, including IUT settings which might be specified by a user of the current document and may contain trailing zeroes in the ASN.1 value notation.

#### APDUs

A C-APDU is referenced as follow:

 [NAME\_OF\_THE\_CAPDU]

All C-APDUs are defined in Annex D.4.

An R-APDU is referenced as follow:

 [R\_NAME\_OF\_THE\_RAPDU]

All R-APDUs are defined in Annex D.4.

Each APDU MAY refer to a constant or a dynamic content.

The APDU TERMINAL RESPONSE SHALL be dynamically generated by the test tool according to the related proactive command. Therefore, this particular command is not referenced with brackets in this specification. If not explicitly defined in the step, the general result SHALL be set by default to “Command performed successfully” (i.e. 0x83 01 00).

#### Profiles

In order to execute the test cases described in this document, Operational, Test and Provisioning Profiles are necessary. All these Profiles are defined in Annex E with the Profile Metadata content and the corresponding Profile Package as defined in the eUICC Profile Package Specification [4].

A Profile is referenced as follow:

 PROFILE\_OPERATIONALx with x the identifier of the Operational Profile

or

 PROFILE\_TESTx with x the identifier of the Test Profile

or

 PROFILE\_PROVISIONINGx with x the identifier of the Provisioning Profile

NOTE: Test Profiles and Provisioning Profiles are out of the scope of this version of test specification.

#### IUT Settings

For the purpose of some test cases, Device and eUICC manufacturers and Platforms (i.e. SM-DP+, SM-DS) providers need to give some information related to their products to the test tools providers (e.g. supported Java Card version).

An IUT setting is referenced as follow:

 #IUT\_NAME\_OF\_SETTING

All these settings are defined in Annex F.

#### Referenced Requirements

All requirements referenced in this document by their identifiers are present and described in Annex I. These requirements have been extracted from the specifications:

 GSMA RSP Technical Specification [2]

 GSMA RSP Architecture [3]

### General Rules for eUICC Testing

#### Default Profile Downloading process

By default, when an Operational Profile needs to be downloaded on the eUICC (e.g. As mentioned in an initial condition), the following rules apply except if it is differently defined in the Test Case.

The highest priority CI in euiccCiPKIdListForSigning SHALL be used.

In order to execute the Common Mutual Authentication procedure and the Sub-procedure Profile Download and Installation (End User Confirmation), the following requests SHALL be sent by the Test Tool:

 #GET\_EUICC\_INFO1 and #GET\_EUICC\_CHALLENGE

 #AUTH\_SMDP\_MATCH\_ID

* + - * with the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> set to the CI for signing indicated as highest priority in the #R\_EUICC\_INFO1
      * with the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same CI as the one chosen for signing
      * with the SM-DP+ address #TEST\_DP\_ADDRESS1

 #PREP\_DOWNLOAD\_NO\_CC

* + - * with the #CERT\_S\_SM\_DPpb\_ECDSA leading to the same CI as the one chosen for signing

 Neither ES10b.GetRAT nor ES10b.GetProfilesInfo requests SHALL be executed

During the Profile Installation, the following SCP03t TLVs SHALL be used by default:

 #S\_INIT\_SC\_PROF1

 #CONF\_ISDP\_EMPTY

 no TLV for "ES8+.ReplaceSessionKeys" function SHALL be used (i.e. the Profile SHALL be downloaded by using the session keys <S\_ENC> and <S\_MAC>)

#### Default Local Profile Management process

By default, when an Operational Profile needs to be enabled, disabled or deleted on the eUICC (e.g. As mentioned in an initial condition), the following rules apply except if it is differently defined in the Test Case.

The EnableProfileRequest and the DisableProfileRequest SHALL contain the following parameters:

 ICCID of the Profile to Enable or to Disable

 RefreshFlag set to TRUE

The eUICC SHALL send the REFRESH command in "UICC Reset" mode (i.e. the APDU[TERMINAL\_PROFILE] indicating the support "UICC Reset" SHALL be used by the Test Tool).

The DeleteProfileRequest SHALL contain the following parameter:

 ICCID of the Profile to Delete

#### ASN.1 elements verifications

Each time the eUICC returns an ASN.1 structure containing a SEQUENCE OF elements, the order of elements SHALL be checked by the Test Tool except for the particular responses:

 notificationMetadataList of ListNotificationResponse

 profileInfoListOk of ProfileInfoListResponse

 notificationList of RetrieveNotificationsListResponse

When an Operational Profile class is expected to be indicated in a ProfileInfoListResponse, the Test Tool SHALL accept only one DER encoding if the eUICC supports SGP.22 v2.2.x [2] or SGP.22 V2.2 [2b]: a tag 0x95 containing the integer value 2.

### General Rules for Device Testing

#### Default Profile Download and LPM Process on the Device Under Test

By default, when an Operational Profile needs to be downloaded, installed (and if necessary enabled) on the (Test) eUICC resided in the Device Under Test (e.g. As mentioned in an initial condition), the following rules apply except if it is defined differently in the Test Case.

The default way to execute the Profile download SHALL be the Add Profile procedure with Activation Code #ACTIVATION\_CODE\_1. The way to apply the Activation Code (manual typing or QR code scanning) depends on the Device/LPAd implementation. In order to execute the Common Mutual Authentication procedure and the Sub-procedure Profile Download and Installation (End User Confirmation), the following responses SHALL be sent by the S\_SM-DP+:

 #INITIATE\_AUTH\_OK

* + - * with the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> set to the CI for signing indicated as highest priority in euiccCiPKIdListForSigning in the #R\_EUICC\_INFO1
      * with the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same CI as the one chosen for signing
      * with the SM-DP+ address #TEST\_DP\_ADDRESS1

 #AUTH\_CLIENT\_OK

* + - * with the #CERT\_S\_SM\_DPpb\_ECDSA leading to the same CI as the one chosen for signing
      * Metadata of the downloaded Profile instead of #METADATA\_OP\_PROF1

 #GET\_BPP\_OK with the content of the installed Profile (no session keys used)

Before running a test sequence, and after establishing the Initial conditions, all pending Notifications (sent on the best-effort basis as soon as connectivity is available as defined in section 3.5 of SGP.22 [2]) SHALL have been acknowledged by the simulated SM-DP+(s). S\_SM-DP+(s) SHALL be run with suitable addresses in order to receive and acknowledge all pending Notifications (including install, enable, disable and delete). The addresses which are required depend on the server address used for recent profile downloads (typically #TEST\_DP\_ADDRESS1 to receive and acknowledge PIR), and the notificationAddress values in the Metadata of recently downloaded Profiles (for otherSignedNotification). Each S\_SM\_DP+ SHALL use the TLS certificate corresponding to its address (CERT\_S\_SM\_DP\_TLS, CERT\_S\_SM\_DP2\_TLS, etc).

If only O\_D\_ADD\_ENABLE\_COMBINED (or any other combined operation, like combined “disable and delete”) is supported by the DUT, the user might have to perform actions in a particular manner in order to achieve the initial conditions related to enabled/disabled state of profiles (for example: disable a profile after installing, install profiles in a particular order, re-enable an initial profile after installing a subsequent profile).

Some devices may always combine the “disable” procedure with a “delete” procedure. For such devices, further actions might be required to achieve the initial condition that a particular profile is disabled; in particular, this might be the case when the device supports only the combine “add and enable” procedure, and not the “add only” procedure. In this case, if neither O\_D\_DISABLE\_SEPARATED nor O\_D\_ADD\_ENABLE\_SEPARATED are supported, one of the following procedures is required (where the profile which needs to be disabled is denoted as Profile A):

* Install (and enable) Profile A; install another “helper” profile; enable the “helper” profile (this should automatically disable Profile A).
* Install (and enable) another “helper” profile; install Profile A (Profile A should remain disabled).

In some cases, the “helper” profile has to be deleted before the start of the actual test sequence to achieve the required state of the initial conditions.

If the test case requires a Profile Download to be initiated via SM-DS:

* The mechanism used to initiate this is device-specific.
* If the device is using Power-on Profile Discovery the following applies:
  + - * when it is supported, the value of the configuration parameter for Device Power-on Profile discovery is 'Enabled'.
      * the Device has to be powered-off and then powered-on before each test sequence.

#### LUI Settings and Result Verification Criteria

Some Initial Conditions require the “The protection of access to the LUI is disabled” setting. It means that no protection mechanism is enforced upon entry to the LUI as defined in SGP.22 [2].

The way to perform Authenticated or Strong Confirmation SHALL be executed by the S\_EndUser according to the description provided by the Device Vendor in #IUT\_LPAd\_Confirmation.

For operations for which SGP.21 [3] and SGP.22 [2] do not require Confirmation – i.e. only User Intent is required (for example, Enable Profile, Disable Profile, Set/Edit Nickname): if the Device requests Confirmation from the User, the Test Tool SHALL NOT treat this as a failure.

For operations for which SGP.21 [3] and SGP.22 [2] require Simple Confirmation: if the Device requests Authenticated or Strong Confirmation from the User, the Test Tool SHALL NOT treat this as a failure.

Some of the Expected Results on the IUT side expect “No Error”. In this case the Test Tool SHALL verify that there is no error message appears on the UI of the DUT.

The End User SHALL follow the LUI requests to successfully complete the Profile Download process. Any combined confirmation for consecutive Local Profile Management Operations SHALL be avoided by the End User unless it is explicitly required by the test procedure. E.g.: upon installation of a new Profile, the LPA could propose ‘add Profile’ and ‘enable’ into one single step with a single confirmation only (e.g. “Do you want to install Profile ‘ProfileName’ on your Device and enable it? Yes / No / Install only”) In this case the End User will select the confirmation only for the single actual operation (i.e. select “Install only”).

NOTE: When combined Add and Enable Profile operations are to be initiated, various device implementations are possible. Examples (non-exhaustive):

* The user initiates the Add Profile operation first, with the Enable operation being incorporated later in the process, for example, at the confirmation stage.
* The user initiates a composite "Add and Enable Profile" operation at the start of the process.

If a test sequence requires Add Profile initiation and only O\_D\_ADD\_ENABLE\_COMBINED is supported by the DUT, then Add Profile initiation SHALL be interpreted to mean that the combined Add and Enable Profile operations are to be initiated, taking into account the note above regarding various device implementations.

#### TLS Testing Recommendations

The TLS connection may be rejected either:

* by sending a TLS alert, or
* by closing of the TCP connection, though TLS handshake completed, or
* TLS handshake not completed without sending a TLS alert, or
* No further RSP communication has been initiated by LPAd on ES9+/ES11 within the #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT

Please note that this is not an exhaustive list, and acting as guidelines for the test tools.

### Pass Criteria

A test execution is considered as successful only if the test procedure was fully carried out successfully.

A test execution is considered as failed if the tested feature provides an unexpected behaviour.

A test execution is considered as inconclusive when the pass criteria cannot be evaluated due to issues during the setup of the initial conditions (including the ICx steps) or during the execution of steps in which no requirement is referenced.

### Future Study

Some of the test cases or test sequences described in this Test Plan are FFS (For Future Study). This MAY mean that some clarifications are expected at the requirement level to conclude on a test method. As consequence, the corresponding test SHALL not be executed.

### General Rules for SM-DP+ Testing

#### Default Profile Processing

By default, for ES2+ testing, the SM-DP+ SHALL use random keys to protect profiles.

# 3 Testing Architecture

## 3.1 Testing Scope

All the interfaces, intended to be tested in the scope of this document, are presented hereafter:

![](data:image/x-emf;base64,AQAAAGwAAAD//////////9gJAACqCAAAAAAAAAAAAACZKQAAsCQAACBFTUYAAAEAENAAACUFAAAEAAAAAAAAAAAAAAAAAAAAUBMAAEAYAADRAAAABwEAAAAAAAAAAAAAAAAAAJAxAwCVAgQARgAAACwAAAAgAAAARU1GKwFAAQAcAAAAEAAAAAIQwNsAAAAAWAIAAFgCAABGAAAAmAAAAIwAAABFTUYrH0ADAAwAAAAAAAAAMEACABAAAAAEAAAAAACAPyJABAAMAAAAAAAAAB5ACQAMAAAAAAAAACFABwAMAAAAAAAAACpAAAAkAAAAGAAAAOXOkjkAAAAAAAAAAJHTkjkAAAAAAAAAAApAAIAkAAAAGAAAAP////8BAAAAAAAAAAAAAAByUglLTLPxSiEAAAAIAAAAYgAAAAwAAAABAAAAJAAAACQAAAAAAAA+AAAAAAAAAAAAAAA+AAAAAAAAAAACAAAAJwAAABgAAAABAAAAAAAAAP///wAAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAAIAACAVgAAADAAAAD//////////9gJAACqCAAABQAAAPz//P/8/0xFvE5MRbxO/P/8//z/JQAAAAwAAAAHAACAJQAAAAwAAAAAAACAJAAAACQAAAAAAABBAAAAAAAAAAAAAABBAAAAAAAAAAACAAAARgAAABABAAAEAQAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkjkAAAAAAAAAAJHTkjn/31NECwAaQghAAAOoAAAAnAAAAAIQwNsQAAAAAAAAAAAAAACLbxlISTdBrhpkiUcEZIlHaTfBrXJvGUhpN8Gt/eYeSgAAAADUMiRKaTdBrvR9KEoaZIlH9H0oSotvGUj0fShKTco/SfR9KEqs+VRJ1DIkSi8mZkn95h5KLyZmSXJvGUgvJmZJBGSJRy8mZklJN8EtrPlUSQAAAABNyj9JAAMDAwEDAwMBAwMDAQMDgxRAAIAQAAAABAAAAP////8kAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAAAlAAAADAAAAAEAAAATAAAADAAAAAEAAAA7AAAACAAAABsAAAAQAAAA8DQAACAFAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAA8DScAyw2YAKwN2ACNgAAABAAAACBYgAAYAIAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAAAFZGACQGWcA0BlIAU2AAAAEAAAAEBlAAAgEAAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAEBlpREFZOASgWLgEjYAAAAQAAAAsDcAAOASAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAALDbgEvA0pRHwNCAQPQAAAAgAAAA8AAAACAAAAD4AAAAYAAAATwMAACYAAABUBgAALgEAABMAAAAMAAAAAQAAACUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAAEYAAABUAAAASAAAAEVNRisIQAECNAAAACgAAAACEMDbAAAAAIgAAAAAAAAAABr7RgIAAAAAAAAAAhDA2wAAAAAAAAD/FUAAABAAAAAEAAAAAQAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAAF8AAAA4AAAAAgAAADgAAAAAAAAAOAAAAAAAAAAAAgEAkAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAACAAAAJQAAAAwAAAAFAACAOwAAAAgAAAAbAAAAEAAAAPA0AAAgBQAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAPA0nAMsNmACsDdgAjYAAAAQAAAAgWIAAGACAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAABWRgAkBlnANAZSAFNgAAABAAAABAZQAAIBAAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAABAZaURBWTgEoFi4BI2AAAAEAAAALA3AADgEgAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAACw24BLwNKUR8DQgED0AAAAIAAAAPAAAAAgAAABAAAAAGAAAAEkDAAAgAAAAWgYAADQBAAAlAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAoAAAADAAAAAIAAAAiAAAADAAAAP////9GAAAAiAAAAHwAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP+pWjkTsMjxDKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP+pWjkTsMjxDBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD/qVo5E7DI8QwIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAgAAAM7///8AAAAAAAAAAAAAAAC8AgAAAAAAAAQABCJBAHIAaQBhAGwAAAAw3CoAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAHwAAAAAAAAAgB8AAAAAAAAuEhb+/gcAACIAAAAAAAAAAAAAAAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAADAItcfAAAAAFh//B4AAAAApkAhy/////+oJwSR/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAAwCLXH2R2AAgAAAAAJQAAAAwAAAACAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAFgAAABzBAAAjQAAALwEAADHAAAAAgAAAAAAAAAAAAAAAAAAAAAAAAACAAAATAAAAAAAAAAAAAAAAAAAAP//////////UAAAAFMATQAhAAAAKQAAACUAAAAMAAAADgAAgCgAAAAMAAAAAgAAACIAAAAMAAAA/////0YAAACsAAAAoAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/6laOROwyPEMqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/6paXROwyPEMqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/6paXROwyPEMEQAAADAAAAAAAAAAhAAAACAAAABwAAAAIAAAASwAAABAAAAAAAAAABQAAACQAAAAkAAAAAACAPwAAAAAAAAAAEgSAP+qWl0TsMjxDAgAAAAwAAAAQAAAAAAAAAAAAAAAKAAAAEAAAAAAAAAAAAAAAUgAAAHABAAACAAAAzv///wAAAAAAAAAAAAAAALwCAAAAAAAABAAEIkEAcgBpAGEAbAAAADDcKgAAAAAAIAMkEAAAAAAAAAAAAAAAAAAAAAAAAAAAMU1hdP////8AAAAAAAAAAAAAAAAAAAAA4NXXGQAAAABVVBn+/gcAAJQAxhsAAAAAoAAAAAAAAACAHwAAAAAAAHCOXAsAAAAAAAAAAAAAAABQdh8QAAAAAFh//B4AAAAAgD8AAAAAAACAIR0QAAAAACYtAvz+BwAAgD8AAAAAAABzLhf+/gcAAJQAxhsAAAAA2NkqAAAAAAABAAAAAAAAAGkRFf7+BwAAgCEdEAAAAABF9AH8/gcAAIAAxhsAAAAAMyYV/v4HAACQfvweAAAAAOCG2B8AAAAAWH/8HgAAAACmQCHL/////6gnBJL/////fYUZ/v4HAAAAAAAAAAAAAPQbFv7+BwAAkH78HgAAAADghtgfZHYACAAAAAAlAAAADAAAAAIAAAAWAAAADAAAABgAAAASAAAADAAAAAEAAAAYAAAADAAAAAAAAAJUAAAAVAAAAL0EAACNAAAAzQQAAMcAAAACAAAAAAAAAAAAAAAAAAAAAAAAAAEAAABMAAAAAAAAAAAAAAAAAAAA//////////9QAAAALQAAABEAAAAlAAAADAAAAA4AAIAoAAAADAAAAAIAAAAiAAAADAAAAP////9GAAAArAAAAKAAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP+qWl0TsMjxDKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP+q2mUTsMjxDKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP+q2mUTsMjxDBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD/qtplE7DI8QwIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAgAAAM7///8AAAAAAAAAAAAAAAC8AgAAAAAAAAQABCJBAHIAaQBhAGwAAAAw3CoAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAKAAAAAAAAAAgB8AAAAAAABwjlwLAAAAAAAAAAAAAAAAUHYfEAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAABgrdgfAAAAAFh//B4AAAAApkAhy/////+oJwST/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAAYK3YH2R2AAgAAAAAJQAAAAwAAAACAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAGAAAADOBAAAjQAAAC8FAADHAAAAAgAAAAAAAAAAAAAAAAAAAAAAAAADAAAATAAAAAAAAAAAAAAAAAAAAP//////////VAAAAEQAUAArAAwAJAAAACEAAAAdAAAAJQAAAAwAAAAOAACAKAAAAAwAAAACAAAAIgAAAAwAAAD/////RgAAAKAAAACUAAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD/qtplE7DI8QypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkjkAAAAAAAAAAJHTkjkAQFFE/v8wRApAAIAkAAAAGAAAANvb2/8BAAAAAAAAAAAAAAD8YzNKmDM2SigAAAAMAAAAAQAAACEAAAAIAAAAYgAAAAwAAAABAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAJwAAABgAAAABAAAAAAAAANvb2wAAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAAIAACAVgAAADAAAABEAwAAwwIAAHwGAAAIBgAABQAAAEg0OCxINHhguGd4YLhnOCxINDgsJQAAAAwAAAAHAACAJQAAAAwAAAAAAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAARgAAAJAAAACEAAAARU1GKwhAAQI0AAAAKAAAAAIQwNsAAAAAiAAAAAAAAAAANF9GAgAAAAAAAAACEMDbAAAAANnZ2f8IQAIDPAAAADAAAAACEMDbBAAAAAAAAAAAAAAAAAAAAPxjM0oAAAAA/GMzSpgzNkoAAAAAmDM2SgABAYEVQAIAEAAAAAQAAAABAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAXwAAADgAAAACAAAAOAAAAAAAAAA4AAAAAAAAAAACAQBAAAAAAAAAANnZ2QAAAAAAAAAAAAAAAAAlAAAADAAAAAIAAAAlAAAADAAAAAUAAIBWAAAALAAAAEEDAADAAgAAfwYAAAsGAAAEAAAASDQ4LLhnOCy4Z3hgSDR4YCUAAAAMAAAABwAAgCUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACgAAAAMAAAAAgAAAEYAAAAQAQAABAEAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5AmBXRACgR0QIQAMDqAAAAJwAAAACEMDbEAAAAAAAAAAAAAAAN+o1SEB3wa1k5KJHSOSiRwAAAAAY6jVIAAAAABpXHUoAAAAAmZ4jSmF3Qa68tShKZOSiR7y1KEo36jVIvLUoSkJjY0m8tShKQ4F8SZmeI0robohJGlcdSuhuiEkY6jVI6G6ISUjkokfobohJAAAAAEOBfEkAAAAAQmNjSQADAwMBAwMDAQMDAwEDA4MUQAOAEAAAAAQAAABm2f91KAAAAAwAAAABAAAAJwAAABgAAAABAAAAAAAAAP/ZZgAAAAAAJQAAAAwAAAABAAAATAAAAGQAAABdAwAAHgMAAGMGAABXBAAAXQMAAB4DAAAHAwAAOgEAAEkAWgAAAAAAAAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAABQAAAAMAAAACQAAABgAAAAMAAAA////ACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAAF4AAAB0AAAAAgAAAAAAAAAkAAAAMAAAAFQAAAAgAAAAAAAAACgAAAAIAAAACAAAAAEAAQAAAAAAIAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA////AFUAAACqAAAAVQAAAKsAAABVAAAAqgAAAFUAAAC7AAAAJQAAAAwAAAACAAAAEwAAAAwAAAABAAAAOwAAAAgAAAAbAAAAEAAAANA1AAAjNQAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAANA1VjNGN+AxEzngMTYAAAAQAAAA7mIAAOAxAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAu2TgMTBmVjMwZiM1NgAAABAAAAAwZgAALkIAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAAAwZvtDu2RwRe5icEU2AAAAEAAAABM5AABwRQAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAEY3cEXQNftD0DUuQj0AAAAIAAAAPAAAAAgAAAA+AAAAGAAAAF0DAAAeAwAAYwYAAFcEAAATAAAADAAAAAEAAAAlAAAADAAAAAEAAAAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAYAAAADAAAAAAAAAAUAAAADAAAAA0AAABMAAAAZAAAAF0DAAAeAwAAYwYAAFcEAABdAwAAHgMAAAcDAAA6AQAASQBaAAAAAAAAAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAAAAACARgAAAGAAAABUAAAARU1GKwhAAQJAAAAANAAAAAIQwNsAAAAAiAEAAAAAAAAAGvtGAgAAAAAAAAACAAAAAABAQAAAgD8CEMDbAAAAAAAAAP8VQAMAEAAAAAQAAAABAAAAKAAAAAwAAAABAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAXwAAADgAAAABAAAAOAAAAAAAAAA4AAAAAAAAAAACAQABAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAEAAAAnAAAAGAAAAAMAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAMAAAATAAAADAAAAAIAAABbAAAACAcAAFcDAAAYAwAAaQYAAF0EAAA6AAAAgAEAAAUAAAAFAAAABQAAAAUAAAAFAAAABQAAAA8AAAAPAAAABwAAAAUAAAAFAAAABQAAAAUAAAAFAAAABQAAAAUAAAAFAAAABQAAAAUAAAAFAAAABQAAAAUAAAAFAAAABQAAAAUAAAAFAAAABwAAAA8AAAAPAAAABQAAAAUAAAAFAAAABQAAAAUAAAAHAAAAEQAAABEAAAAHAAAABQAAAAUAAAAFAAAABQAAAAUAAAAFAAAABQAAAAUAAAAFAAAABQAAAAUAAAAFAAAABQAAAAUAAAAFAAAABQAAAAUAAAAHAAAADwAAAA8AAACINS5CiDV+QBg2fkAYNi5CiDUuQog17j+INT4+GDY+Phg27j+INe4/iDWuPYg1/jsYNv47GDauPYg1rj2INW47iDW+ORg2vjkYNm47iDVuO4g1LjmINX43GDZ+Nxg2LjmINS45iDXuNog1PjUYNj41GDbuNog17jaSNaM0mjVwNLE1GTTPNcYz9TV2MyI2KzNGNvoyuTZRM502djN2NrUzVjb3Mzw2PjQpNoc0ITa6NJI1ozSxNocy0DZqMhU3NjJgNwgyrzfiMQM4wzFJOLAxbjg7MjQ4SjLuN2MyqzeDMmw3qTIxN9UyEjfxMrE2hzLnOJoxEDmZMZo6mDGaOigyFzkoMu04KjLnOJoxKjuYMdo8mDHaPCgyKjsoMio7mDFqPZgxGj+YMRo/KDJqPSgyaj2YMao/mDFaQZgxWkEoMqo/KDKqP5gx6kGYMZpDmDGaQygy6kEoMupBmDEqRJgx2kWYMdpFKDIqRCgyKkSYMWpGmDEaSJgxGkgoMmpGKDJqRpgxqkiYMVpKmDFaSigyqkgoMqpImDHqSpgxmkyYMZpMKDLqSigy6kqYMSpNmDHaTpgx2k4oMipNKDIqTZgxak+YMRpRmDEaUSgyak8oMmpPmDGqUZgxWlOYMVpTKDKqUSgyqlGYMepTmDGaVZgxmlUoMupTKDLqU5gxKlaYMdpXmDHaVygyKlYoMipWmDFqWJgxGlqYMRpaKDJqWCgyaliYMapamDFaXJgxWlwoMqpaKDKqWpgx6lyYMZpemDGaXigy6lwoMupcmDEqX5gx2mCYMdpgKDIqXygyKl+YMWphmDHuYpgxHWObMRZjKjLuYigyamEoMmphmDG6Y7Ax+WPBMUxk3zGcZAUy5mQyMixlZjJTZYgy8WTyMtdk2TKbZK0yXWSGMhtkZjLUY0wylmM8MrpjsDG9Zfwy3GUlMwlmcTMwZr8zT2YTNGVmajRvZqY04WW8NNpljTTIZUQ0r2X+M45lujNpZXwzSmVSM71l/DJ4ZkA1eGbxNuhl8TboZUA1eGZANXhmgTd4ZjE56GUxOehlgTd4ZoE3eGbBOXhmcTvoZXE76GXBOXhmwTl4ZgE8eGaxPehlsT3oZQE8eGYBPHhmQT54ZvE/6GXxP+hlQT54ZkE+eGaBQHhmLkJ4ZjRC6GUuQuhlLkLoZYFAeGaBQGpmy0JnZuJCUWY4QzNmjEMMZtxD4GUmRKxlbESlZXVEOWUXRDllF0RlZdtDi2WdQ6xlW0PGZRVD2GXLQtxltUJqZstCO2XfRDJl6ETrZBxFomRJRVNkcEX/Y49FqGOlRZRjqUV+YxpFhWMaRc5jCEUUZO9EV2TORJZkqUTRZH1E2mR1RDtl30T+YrhF8mK4RUphuEVKYShF62IpRfdiKEX+YrhFumC4RQpfuEUKXyhFumAoRbpguEV6XrhFyly4RcpcKEV6XihFel64RTpcuEWKWrhFilooRTpcKEU6XLhF+lm4RUpYuEVKWChF+lkoRfpZuEW6V7hFCla4RQpWKEW6VyhFule4RXpVuEXKU7hFylMoRXpVKEV6VbhFOlO4RYpRuEWKUShFOlMoRTpTuEX6ULhFSk+4RUpPKEX6UChF+lC4RbpOuEUKTbhFCk0oRbpOKEW6TrhFeky4RcpKuEXKSihFekwoRXpMuEU6SrhFiki4RYpIKEU6SihFOkq4RfpHuEVKRrhFSkYoRfpHKEX6R7hFukW4RQpEuEUKRChFukUoRbpFuEV6Q7hFykG4RcpBKEV6QyhFekO4RTpBuEWKP7hFij8oRTpBKEU6QbhF+j64RUo9uEVKPShF+j4oRfo+uEW6PLhFCju4RQo7KEW6PChFujy4RXo6uEUTObhFxzi1Rc44JUUTOShFejooRXo6uEUrOJpFCjiRRbY3c0VmN0xFHDcgRdU27ESZNrZE+jZLRCw3eURlN6VEpTfLROc37EQtOAZFTjgORSs4mkUzNj1EJjYrRPg14kPSNZNDszU/Q5w16UKNNY9CHDZ4Qic2xEI6Ng5DUzZUQ3M2l0OZNtZDpzboQzM2PUQTAAAADAAAAAEAAAAlAAAADAAAAAAAAIAlAAAADAAAAAcAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAoAAAADAAAAAEAAABGAAAAfAAAAHAAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SOQAAAAAAAAAAkdOSOQAAlET//3hECkAAgCQAAAAYAAAA/////wEAAAAAAAAAAAAAAAAn7UfAggRIKAAAAAwAAAADAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAJwAAABgAAAADAAAAAAAAAP///wAAAAAAJQAAAAwAAAADAAAAJQAAAAwAAAAIAACAVgAAADAAAACfBAAA4wMAAMIEAAAKBAAABQAAAPhJOD74SZhAGEyYQBhMOD74STg+JQAAAAwAAAAHAACAJQAAAAwAAAAAAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAARgAAABABAAAEAQAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkjkAAAAAAAAAAJHTkjkBUPBE+v95QghABAOoAAAAnAAAAAIQwNsQAAAAAAAAAAAAAAB8D6VHcve8rdrME0fPzBNHAAAAAHAPpUeA9zytWXiaSQAAAADqKqBJgPe8rVDJpEnazBNHUMmkSXwPpUdQyaRJ4VHOSFDJpEklHOVI6iqgScCV90hZeJpJwJX3SHAPpUfAlfdIz8wTR8CV90hy9zwtJRzlSHL3PC3hUc5IAAMDAwEDAwMBAwMDAQMDgxRABIAQAAAABAAAAP////8kAAAAJAAAAAAAAD4AAAAAAAAAAAAAAD4AAAAAAAAAAAIAAAAlAAAADAAAAAMAAAATAAAADAAAAAEAAAA7AAAACAAAABsAAAAQAAAAEDwAAK4CAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAEDxFAmU88AHOPPABNgAAABAAAAAjRwAA8AEAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAACMR/AB4EdFAuBHrgI2AAAAEAAAAOBHAACjBQAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAOBHDAaMR2AGI0dgBjYAAAAQAAAAzjwAAGAGAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAZTxgBhA8DAYQPKMFPQAAAAgAAAA8AAAACAAAAD4AAAAYAAAAggcAAD4AAAD8CAAAzAAAABMAAAAMAAAAAQAAACUAAAAMAAAAAAAAgCQAAAAkAAAAAAAAQQAAAAAAAAAAAAAAQQAAAAAAAAAAAgAAAEYAAABUAAAASAAAAEVNRisIQAECNAAAACgAAAACEMDbAAAAAIgAAAAAAAAAABr7RgIAAAAAAAAAAhDA2wAAAAAAAAD/FUAEABAAAAAEAAAAAQAAACQAAAAkAAAAAAAAPgAAAAAAAAAAAAAAPgAAAAAAAAAAAgAAAF8AAAA4AAAAAQAAADgAAAAAAAAAOAAAAAAAAAAAAgEASAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAAFAACAOwAAAAgAAAAbAAAAEAAAABA8AACuAgAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAABA8RQJlPPABzjzwATYAAAAQAAAAI0cAAPABAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAjEfwAeBHRQLgR64CNgAAABAAAADgRwAAowUAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAADgRwwGjEdgBiNHYAY2AAAAEAAAAM48AABgBgAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAGU8YAYQPAwGEDyjBT0AAAAIAAAAPAAAAAgAAABAAAAAGAAAAHwHAAA4AAAAAgkAANIAAAAlAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAAEEAAAAAAAAAAAAAAEEAAAAAAAAAAAIAAAAoAAAADAAAAAEAAAAiAAAADAAAAP////9GAAAAiAAAAHwAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAPxyZ+kR2EhdDKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAPxyZ+kR2EhdDBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD8cmfpEdhIXQwIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAQAAAM7///8AAAAAAAAAAAAAAAC8AgAAAAAAAAQABCJBAHIAaQBhAGwAAAAw3CoAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAHwAAAAAAAAAgB8AAAAAAAAuEhb+/gcAACIAAAAAAAAAAAAAAAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAABgsdcfAAAAAFh//B4AAAAApkAhy/////+oJwSV/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAAYLHXH2R2AAgAAAAAJQAAAAwAAAABAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAHwAAADVBwAAaAAAAKkIAACiAAAAAgAAAAAAAAAAAAAAAAAAAAAAAAAIAAAATAAAAAAAAAAAAAAAAAAAAP//////////XAAAAE8AcABlAHIAYQB0AG8AcgAnAAAAHwAAABwAAAATAAAAHAAAABEAAAAfAAAAEwAAACUAAAAMAAAADgAAgCgAAAAMAAAAAQAAACIAAAAMAAAA/////0YAAADEAQAAuAEAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/HJn6RHYSF0MqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpK5AAAAAAAAAACR05I5h0rwRPx/CUMIQAECDAEAAAABAAACEMDbAAAAAI4YAAAAAAAAAE7DRv8AAAD/AAAAAgAAAAAAAABkAAAAAhDA2wAAAAACAAAAAgAAAKRwfT8CAAAAAgAAAAAAAAAAACBBAACAPwAAAAAAAAAAAAAAAAAAAAAoAAAAAhDA2wMAAAAAIAAA1pfjP0w4gcAAAAAApHB9v9aX479MOIHAAAEBAGQAAAACEMDbAAAAAAIAAAACAAAApHB9PwIAAAACAAAAAAAAAAAAIEEAAIA/AAAAAAAAAAAAAAAAAAAAACgAAAACEMDbAwAAAAAgAADWl+M/TDiBwAAAAACkcH2/1pfjv0w4gcAAAQEAAhDA2wAAAAAAAAD/CEAFAywAAAAgAAAAAhDA2wIAAAAAAAAAAAAAAAAAAACgsnxJ//9/PwABAAAVQAUAEAAAAAQAAAABAAAAKAAAAAwAAAADAAAAIQAAAAgAAABiAAAADAAAAAEAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAABfAAAAOAAAAAMAAAA4AAAAAAAAADgAAAAAAAAAAAIBAAEAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAwAAACcAAAAYAAAAAQAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAQAAABMAAAAMAAAAAgAAADsAAAAIAAAAGwAAABAAAACvdwAAWAgAAFkAAAAoAAAAAAAAAAAAAAD//////////wMAAABvZlgIb2bICK93yAg9AAAACAAAABsAAAAQAAAAdnYAAIgJAABZAAAAJAAAAAAAAAAAAAAA//////////8CAAAAHniQCHZ2mQdYAAAANAAAAAAAAAAAAAAA//////////8GAAAAW3aJBzl2kgcpdq0HGnbIByN26gc9dvoHWQAAACgAAAAAAAAAAAAAAP//////////AwAAAJN3wQiTd2AIPXYnCVgAAAA0AAAAAAAAAAAAAAD//////////wYAAAAjdjcJGnZZCSl2dAk5do8JW3aYCXZ2iAk9AAAACAAAABsAAAAQAAAAqWcAAJkHAABZAAAAKAAAAAAAAAAAAAAA//////////8DAAAAAGaQCKlniAmpZ4gJWAAAADQAAAAAAAAAAAAAAP//////////BgAAAMNnmAnmZ48J9Wd0CQVoWQn8ZzcJ4WcnCVkAAAAoAAAAAAAAAAAAAAD//////////wMAAACMZmAIjGbBCOFn+gdYAAAANAAAAAAAAAAAAAAA//////////8GAAAA/GfqBwVoyAf1Z60H5meSB8NniQepZ5kHPQAAAAgAAAA8AAAACAAAAD8AAAAYAAAAXwYAAHcAAACDBwAAmwAAABMAAAAMAAAAAQAAACUAAAAMAAAAAAAAgCUAAAAMAAAABwAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACgAAAAMAAAAAwAAAEYAAAAQAQAABAEAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5AmBXRAFwqkQIQAYDqAAAAJwAAAACEMDbEAAAAAAAAAAAAAAA7VW1R0j3wK2cXyJHkV8iRwAAAADhVbVHVfdArXWbIkoAAAAApbwlSlX3QK0kRihKnF8iRyRGKErtVbVHJEYoSiWp4kgkRihKrLL7SKW8JUpQ/wdJdZsiSlD/B0nhVbVHUP8HSZFfIkdQ/wdJSPdALayy+0hI90AtJaniSAADAwMBAwMDAQMDAwEDA4MUQAaAEAAAAAQAAAD/////KAAAAAwAAAABAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAJwAAABgAAAABAAAAAAAAAP///wAAAAAAJQAAAAwAAAABAAAAEwAAAAwAAAABAAAAOwAAAAgAAAAbAAAAEAAAANA1AADQVgAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAANA161WLNjBVcDcwVTYAAAAQAAAAcWQAADBVAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAVmUwVRBm61UQZtBWNgAAABAAAAAQZgAAUF0AAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAAAQZjZeVmXwXnFk8F42AAAAEAAAAHA3AADwXgAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAIs28F7QNTZe0DVQXT0AAAAIAAAAPAAAAAgAAAA+AAAAGAAAAF0DAABTBQAAYQYAAO8FAAATAAAADAAAAAEAAAAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAABGAAAAVAAAAEgAAABFTUYrCEABAjQAAAAoAAAAAhDA2wAAAACIAAAAAAAAAAAa+0YCAAAAAAAAAAIQwNsAAAAAAAAA/xVABgAQAAAABAAAAAEAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAABfAAAAOAAAAAMAAAA4AAAAAAAAADgAAAAAAAAAAAIBAJAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAwAAACUAAAAMAAAABQAAgDsAAAAIAAAAGwAAABAAAADQNQAA0FYAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAADQNetVizYwVXA3MFU2AAAAEAAAAHFkAAAwVQAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAFZlMFUQZutVEGbQVjYAAAAQAAAAEGYAAFBdAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAEGY2XlZl8F5xZPBeNgAAABAAAABwNwAA8F4AAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAACLNvBe0DU2XtA1UF09AAAACAAAADwAAAAIAAAAQAAAABgAAABXAwAATQUAAGcGAAD1BQAAJQAAAAwAAAAHAACAJQAAAAwAAAAAAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAAKAAAAAwAAAADAAAAIgAAAAwAAAD/////RgAAAIgAAAB8AAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD93iJJE3WW2RCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD93iJJE3WW2RARAAAAMAAAAAAAAACEAAAAIAAAAHAAAAAgAAABLAAAAEAAAAAAAAAAFAAAAJAAAACQAAAAAAIA/AAAAAAAAAAASBIA/d4iSRN1ltkQCAAAADAAAABAAAAAAAAAAAAAAAAoAAAAQAAAAAAAAAAAAAABSAAAAcAEAAAMAAADO////AAAAAAAAAAAAAAAAvAIAAAAAAAAEAAQiQQByAGkAYQBsAAAAMNwqAAAAAAAgAyQQAAAAAAAAAAAAAAAAAAAAAAAAAAAxTWF0/////wAAAAAAAAAAAAAAAAAAAADg1dcZAAAAAFVUGf7+BwAAlADGGwAAAAB8AAAAAAAAAIAfAAAAAAAALhIW/v4HAAAiAAAAAAAAAAAAAAAAAAAAWH/8HgAAAACAPwAAAAAAAIAhHRAAAAAAJi0C/P4HAACAPwAAAAAAAHMuF/7+BwAAlADGGwAAAADY2SoAAAAAAAEAAAAAAAAAaREV/v4HAACAIR0QAAAAAEX0Afz+BwAAgADGGwAAAAAzJhX+/gcAAJB+/B4AAAAAIM/XHwAAAABYf/weAAAAAKZAIcv/////qCcEl/////99hRn+/gcAAAAAAAAAAAAA9BsW/v4HAACQfvweAAAAACDP1x9kdgAIAAAAACUAAAAMAAAAAwAAABYAAAAMAAAAGAAAABIAAAAMAAAAAQAAABgAAAAMAAAAAAAAAlQAAABsAAAAlAQAAIQFAAAoBQAAvgUAAAIAAAAAAAAAAAAAAAAAAAAAAAAABQAAAEwAAAAAAAAAAAAAAAAAAAD//////////1gAAABlAFUASQBDAEMAAAAcAAAAJAAAAA0AAAAkAAAAJAAAACUAAAAMAAAADgAAgCgAAAAMAAAAAwAAACIAAAAMAAAA/////0YAAACgAAAAlAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/d4iSRN1ltkQqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5AUBcRP6/NEQKQACAJAAAABgAAADb29v/AQAAAAAAAAAAAAAAXxp7ScC2VEgoAAAADAAAAAEAAAAhAAAACAAAAGIAAAAMAAAAAQAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAACcAAAAYAAAAAQAAAAAAAADb29sAAAAAACUAAAAMAAAAAQAAACUAAAAMAAAACAAAgFYAAAAwAAAAcAMAANICAACRBAAAEAMAAAUAAAAINygtCDf4MAhJ+DAISSgtCDcoLSUAAAAMAAAABwAAgCUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACIAAAAMAAAA/////0YAAACIAAAAfAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/nfRrRCvbQEQqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/nfRrRCvbQEQEQAAADAAAAAAAAAAhAAAACAAAABwAAAAIAAAASwAAABAAAAAAAAAABQAAACQAAAAkAAAAAACAPwAAAAAAAAAAEgSAP530a0Qr20BEAgAAAAwAAAAQAAAAAAAAAAAAAAAKAAAAEAAAAAAAAAAAAAAAUgAAAHABAAADAAAAzv///wAAAAAAAAAAAAAAALwCAAAAAAAABAAEIkEAcgBpAGEAbAAAADDcKgAAAAAAIAMkEAAAAAAAAAAAAAAAAAAAAAAAAAAAMU1hdP////8AAAAAAAAAAAAAAAAAAAAA4NXXGQAAAABVVBn+/gcAAJQAxhsAAAAAfAAAAAAAAACAHwAAAAAAAC4SFv7+BwAAIgAAAAAAAAAAAAAAAAAAAFh//B4AAAAAgD8AAAAAAACAIR0QAAAAACYtAvz+BwAAgD8AAAAAAABzLhf+/gcAAJQAxhsAAAAA2NkqAAAAAAABAAAAAAAAAGkRFf7+BwAAgCEdEAAAAABF9AH8/gcAAIAAxhsAAAAAMyYV/v4HAACQfvweAAAAAMCq2B8AAAAAWH/8HgAAAACmQCHL/////6gnBJn/////fYUZ/v4HAAAAAAAAAAAAAPQbFv7+BwAAkH78HgAAAADAqtgfZHYACAAAAAAlAAAADAAAAAMAAAAWAAAADAAAABgAAAASAAAADAAAAAEAAAAYAAAADAAAAC4uLgJUAAAAcAAAALADAADUAgAAUAQAAA4DAAACAAAAAAAAAAAAAAAAAAAAAAAAAAYAAABMAAAAAAAAAAAAAAAAAAAA//////////9YAAAARABlAHYAaQBjAGUAJAAAABwAAAAbAAAADgAAABwAAAAcAAAAJQAAAAwAAAAOAACAKAAAAAwAAAADAAAAIgAAAAwAAAD/////RgAAANQBAADIAQAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD+d9GtEK9tARCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkrkAAAAAAAAAAJHTkjmM5BBFCIAHQwhAAQIMAQAAAAEAAAIQwNsAAAAAlhgAAAAAAAAATsNG/wAAAP8AAAAAAABBAAAAAGQAAAACEMDbAAAAAAIAAAACAAAApHB9PwIAAAACAAAAAAAAAAAAIEEAAIA/AAAAAAAAAAAAAAAAAAAAACgAAAACEMDbAwAAAAAgAADWl+M/TDiBwAAAAACkcH2/1pfjv0w4gcAAAQEAZAAAAAIQwNsAAAAAAgAAAAIAAACkcH0/AgAAAAIAAAAAAAAAAAAgQQAAgD8AAAAAAAAAAAAAAAAAAAAAKAAAAAIQwNsDAAAAACAAANaX4z9MOIHAAAAAAKRwfb/Wl+O/TDiBwAABAQACEMDbAAAAAAAAAP8IQAcDPAAAADAAAAACEMDbBAAAAAAAAAAAAAAAAAAAADNKX8gAAAAAM0pfyLKHjkoIVxFKsoeOSgABAQEVQAcAEAAAAAQAAAABAAAAKAAAAAwAAAABAAAAIQAAAAgAAABiAAAADAAAAAEAAAAkAAAAJAAAAAAAAD4AAAAAAAAAAAAAAD4AAAAAAAAAAAIAAABfAAAAOAAAAAEAAAA4AAAAAAAAADgAAAAAAAAAAAIBAAEAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAQAAACcAAAAYAAAAAwAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAwAAABMAAAAMAAAAAgAAADsAAAAIAAAAGwAAABAAAACmSAAAVAQAAFkAAABAAAAAAAAAAAAAAAD//////////wkAAABvSlQEU0o4BFNKGC1vSvws0DP8LNAzNC2LSjQti0ocBKZIHAQ9AAAACAAAABsAAAAQAAAAQ0kAAL0DAABZAAAAJAAAAAAAAAAAAAAA//////////8CAAAAb0g4BENJtARYAAAANAAAAAAAAAAAAAAA//////////8GAAAAUEm8BGFJuARpSaoEcUmdBGxJjARfSYQEWQAAACgAAAAAAAAAAAAAAP//////////AwAAALRIIAS0SFEEX0ntA1gAAAA0AAAAAAAAAAAAAAD//////////wYAAABsSeUDcUnUA2lJxwNhSbkDUEm1A0NJvQM9AAAACAAAABsAAAAQAAAAbTQAAJwsAABZAAAAJAAAAAAAAAAAAAAA//////////8CAAAAmDMYLW00lC1YAAAANAAAAAAAAAAAAAAA//////////8GAAAAejScLYs0ly2TNIotmzR8LZY0ay2JNGMtWQAAACgAAAAAAAAAAAAAAP//////////AwAAAN4zAC3eMzAtiTTNLFgAAAA0AAAAAAAAAAAAAAD//////////wYAAACWNMUsmzS0LJM0piyLNJksejSULG00nCw9AAAACAAAADwAAAAIAAAAPwAAABgAAABxBgAAdQAAAFMJAAC1BQAAEwAAAAwAAAABAAAAJQAAAAwAAAAAAACAJQAAAAwAAAAHAACAJAAAACQAAAAAAABBAAAAAAAAAAAAAABBAAAAAAAAAAACAAAAKAAAAAwAAAABAAAARgAAABABAAAEAQAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkjkAAAAAAAAAAJHTkjn/z61EAeBgRAhACAOoAAAAnAAAAAIQwNsQAAAAAAAAAAAAAABCD6VHf/ZSraXME0eZzBNHAAAAADQPpUcAAAAA6lUjSQAAAAAGuy5JkPZSrdD3N0mlzBNH0Pc3SUIPpUfQ9zdJ8FHOSND3N0krHOVIBrsuScCV90jqVSNJwJX3SDQPpUfAlfdImcwTR8CV90gAAAAAKxzlSAAAAADwUc5IAAMDAwEDAwMBAwMDAQMDgxRACIAQAAAABAAAAP////8oAAAADAAAAAMAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAAAnAAAAGAAAAAMAAAAAAAAA////AAAAAAAlAAAADAAAAAMAAAATAAAADAAAAAEAAAA7AAAACAAAABsAAAAQAAAA4FYAAKs5AABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAA4FbaOIpXMDhbWDA4NgAAABAAAACWYgAAMDgAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAABnYzA4EGTaOBBkqzk2AAAAEAAAABBkAACWPwAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAABBkZ0BnYxBBlmIQQTYAAAAQAAAAW1gAABBBAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAilcQQeBWZ0DgVpY/PQAAAAgAAAA8AAAACAAAAD4AAAAYAAAAbgUAAIMDAABBBgAAEQQAABMAAAAMAAAAAQAAACUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAAEYAAABUAAAASAAAAEVNRisIQAECNAAAACgAAAACEMDbAAAAAIgAAAAAAAAAABr7RgIAAAAAAAAAAhDA2wAAAAAAAAD/FUAIABAAAAAEAAAAAQAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAAF8AAAA4AAAAAQAAADgAAAAAAAAAOAAAAAAAAAAAAgEAkAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAAFAACAOwAAAAgAAAAbAAAAEAAAAOBWAACrOQAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAOBW2jiKVzA4W1gwODYAAAAQAAAAlmIAADA4AABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAZ2MwOBBk2jgQZKs5NgAAABAAAAAQZAAAlj8AAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAAAQZGdAZ2MQQZZiEEE2AAAAEAAAAFtYAAAQQQAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAIpXEEHgVmdA4FaWPz0AAAAIAAAAPAAAAAgAAABAAAAAGAAAAGgFAAB9AwAARwYAABcEAAAlAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAoAAAADAAAAAEAAAAiAAAADAAAAP////9GAAAAiAAAAHwAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAPxv2s0REFHdEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAPxv2s0REFHdEBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD8b9rNERBR3RAIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAQAAAM7///8AAAAAAAAAAAAAAAC8AgAAAAAAAAQABCJBAHIAaQBhAGwAAAAw3CoAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAHwAAAAAAAAAgB8AAAAAAAAuEhb+/gcAACIAAAAAAAAAAAAAAAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAACAGdgfAAAAAFh//B4AAAAApkAhy/////+oJwSb/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAAgBnYH2R2AAgAAAAAJQAAAAwAAAABAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAGQAAACgBQAArQMAAA4GAADnAwAAAgAAAAAAAAAAAAAAAAAAAAAAAAAEAAAATAAAAAAAAAAAAAAAAAAAAP//////////VAAAAEwAVQBJAGQAHwAAACQAAAANAAAAHwAAACUAAAAMAAAADgAAgCgAAAAMAAAAAQAAACIAAAAMAAAA/////0YAAAA0AQAAKAEAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/G/azREQUd0QqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5ALCPRAHgYEQIQAkDqAAAAJwAAAACEMDbEAAAAAAAAAAAAAAAaWKnR2/2U62R4RVHjuEVRwAAAABmYqdHAAAAALTqI0kAAAAA6HgvSXP2U60A1zhJkeEVRwDXOElpYqdHANc4ScY50UgA1zhJL1boSOh4L0lgEvtItOojSWAS+0hmYqdHYBL7SI7hFUdgEvtIAAAAAC9W6EgAAAAAxjnRSAADAwMBAwMDAQMDAwEDA4MUQAmAEAAAAAQAAAD/////IQAAAAgAAABiAAAADAAAAAEAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAAAlAAAADAAAAAMAAAATAAAADAAAAAEAAAA7AAAACAAAABsAAAAQAAAA0EcAALA5AABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAA0EfcOHxIMDhQSTA4NgAAABAAAACRUwAAMDgAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAABlVDA4EFXcOBBVsDk2AAAAEAAAABBVAACwPwAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAABBVhUBlVDBBkVMwQTYAAAAQAAAAUEkAADBBAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAfEgwQdBHhUDQR7A/PQAAAAgAAAA8AAAACAAAAD4AAAAYAAAAfQQAAIMDAABRBQAAEwQAABMAAAAMAAAAAQAAACUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAAEYAAABUAAAASAAAAEVNRisIQAECNAAAACgAAAACEMDbAAAAAIgAAAAAAAAAABr7RgIAAAAAAAAAAhDA2wAAAAAAAAD/FUAJABAAAAAEAAAAAQAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAAF8AAAA4AAAAAQAAADgAAAAAAAAAOAAAAAAAAAAAAgEAkAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAAFAACAOwAAAAgAAAAbAAAAEAAAANBHAACwOQAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAANBH3Dh8SDA4UEkwODYAAAAQAAAAkVMAADA4AABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAZVQwOBBV3DgQVbA5NgAAABAAAAAQVQAAsD8AAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAAAQVYVAZVQwQZFTMEE2AAAAEAAAAFBJAAAwQQAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAHxIMEHQR4VA0EewPz0AAAAIAAAAPAAAAAgAAABAAAAAGAAAAHcEAAB9AwAAVwUAABkEAAAlAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAoAAAADAAAAAEAAAAiAAAADAAAAP////9GAAAAiAAAAHwAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP4imlERnW3dEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP4imlERnW3dEBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD+IppREZ1t3RAIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAQAAAM7///8AAAAAAAAAAAAAAAC8AgAAAAAAAAQABCJBAHIAaQBhAGwAAAAw3CoAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAHwAAAAAAAAAgB8AAAAAAAAuEhb+/gcAACIAAAAAAAAAAAAAAAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAADA0dcfAAAAAFh//B4AAAAApkAhy/////+oJwSd/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAAwNHXH2R2AAgAAAAAJQAAAAwAAAABAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAGQAAAClBAAArgMAACcFAADoAwAAAgAAAAAAAAAAAAAAAAAAAAAAAAAEAAAATAAAAAAAAAAAAAAAAAAAAP//////////VAAAAEwAUABEAGQAHwAAACEAAAAkAAAAHwAAACUAAAAMAAAADgAAgCgAAAAMAAAAAQAAACIAAAAMAAAA/////0YAAADEAQAAuAEAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/iKaURGdbd0QqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpK5AAAAAAAAAACR05I5/6+6RAEwgkQIQAECDAEAAAABAAACEMDbAAAAAI4YAAAAAAAAAE7DRv8AAAD/AAAAAgAAAAAAAABkAAAAAhDA2wAAAAACAAAAAgAAAKRwfT8CAAAAAgAAAAAAAAAAACBBAACAPwAAAAAAAAAAAAAAAAAAAAAoAAAAAhDA2wMAAAAAIAAA1pfjP0w4gcAAAAAApHB9v9aX479MOIHAAAEBAGQAAAACEMDbAAAAAAIAAAACAAAApHB9PwIAAAACAAAAAAAAAAAAIEEAAIA/AAAAAAAAAAAAAAAAAAAAACgAAAACEMDbAwAAAAAgAADWl+M/TDiBwAAAAACkcH2/1pfjv0w4gcAAAQEAAhDA2wAAAAAAAAD/CEAKAywAAAAgAAAAAhDA2wIAAAAAAAAAAAAAAAAAAAD//38/wIaLSQABAAAVQAoAEAAAAAQAAAABAAAAKAAAAAwAAAADAAAAIQAAAAgAAABiAAAADAAAAAEAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAABfAAAAOAAAAAMAAAA4AAAAAAAAADgAAAAAAAAAAAIBAAEAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAwAAACcAAAAYAAAAAQAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAQAAABMAAAAMAAAAAgAAADsAAAAIAAAAGwAAABAAAAAYXQAAf0EAAFkAAAAoAAAAAAAAAAAAAAD//////////wMAAAAYXaNUiF2jVIhdf0E9AAAACAAAABsAAAAQAAAASF4AALlCAABZAAAAJAAAAAAAAAAAAAAA//////////8CAAAAUF0QQVlcuUJYAAAANAAAAAAAAAAAAAAA//////////8GAAAASVzTQlJc9kJtXAVDiFwVQ6pcDEO6XPFCWQAAACgAAAAAAAAAAAAAAP//////////AwAAAIFdnEEgXZxB513xQlgAAAA0AAAAAAAAAAAAAAD//////////wYAAAD3XQxDGV4VQzReBUNPXvZCWF7TQkheuUI9AAAACAAAABsAAAAQAAAAWVwAAGpTAABZAAAAJAAAAAAAAAAAAAAA//////////8CAAAAUF0SVUhealNYAAAANAAAAAAAAAAAAAAA//////////8GAAAAWF5PU09eLVM0Xh1TGV4OU/ddF1PnXTFTWQAAACgAAAAAAAAAAAAAAP//////////AwAAACBdh1SBXYdUulwxU1gAAAA0AAAAAAAAAAAAAAD//////////wYAAACqXBdTiFwOU21cHVNSXC1TSVxPU1lcalM9AAAACAAAADwAAAAIAAAAPwAAABgAAADDBQAAEAQAAOcFAABTBQAAEwAAAAwAAAABAAAAJQAAAAwAAAAAAACAJQAAAAwAAAAHAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAAKAAAAAwAAAADAAAAIgAAAAwAAAD/////RgAAANAAAADEAAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkjkAAAAAAAAAAJHTkjkAQFNE//9HRCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD8SdWRESG1YRCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD8SdWRESG1YRARAAAAMAAAAAAAAACEAAAAIAAAAHAAAAAgAAABLAAAAEAAAAAAAAAAFAAAAJAAAACQAAAAAAIA/AAAAAAAAAAASBIA/EnVkREhtWEQCAAAADAAAABAAAAAAAAAAAAAAAAoAAAAQAAAAAAAAAAAAAABSAAAAcAEAAAMAAADH////AAAAAAAAAAAAAAAAvAIAAAAAAAAEAAQiQwBhAGwAaQBiAHIAaQAAAAAAAAAgAyQQAAAAAAAAAAAAAAAAAAAAAAAAAAAxTWF0/////wAAAAAAAAAAAAAAAAAAAADg1dcZAAAAAFVUGf7+BwAAlADGGwAAAADEAAAAAAAAAIAfAAAAAAAALhIW/v4HAAAiAAAAAAAAAAAAAAAAAAAAWH/8HgAAAACAPwAAAAAAAIAhHRAAAAAAJi0C/P4HAACAPwAAAAAAAHMuF/7+BwAAlADGGwAAAADY2SoAAAAAAAEAAAAAAAAAaREV/v4HAACAIR0QAAAAAEX0Afz+BwAAgADGGwAAAAAzJhX+/gcAAJB+/B4AAAAAAMXYHwAAAABYf/weAAAAAKZAIcv/////qCcEn/////99hRn+/gcAAAAAAAAAAAAA9BsW/v4HAACQfvweAAAAAADF2B9kdgAIAAAAACUAAAAMAAAAAwAAABYAAAAMAAAAGAAAABIAAAAMAAAAAQAAABgAAAAMAAAAAAAAAlQAAABkAAAAkgMAACwDAAAFBAAAcAMAAAIAAAAAAAAAAAAAAAAAAAAAAAAABAAAAEwAAAAAAAAAAAAAAAAAAAD//////////1QAAABMAFAAQQBkABgAAAAaAAAAIwAAAB8AAAAlAAAADAAAAA4AAIAoAAAADAAAAAMAAAAiAAAADAAAAP////9GAAAAoAAAAJQAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAPxJ1ZERIbVhEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SOQAAAAAAAAAAkdOSOQBA2EQKAMJCCkAAgCQAAAAYAAAA/////wEAAAAAAAAAAAAAAKAYt0hAEntIKAAAAAwAAAABAAAAIQAAAAgAAABiAAAADAAAAAEAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAAAnAAAAGAAAAAEAAAAAAAAA////AAAAAAAlAAAADAAAAAEAAAAlAAAADAAAAAgAAIBWAAAAMAAAAMEGAABgAAAAKwcAAKkAAAAFAAAAGGwIBhhsiAqocogKqHIIBhhsCAYlAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAiAAAADAAAAP////9GAAAAiAAAAHwAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP3uX2UTmVhNDKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP3uX2UTmVhNDBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD97l9lE5lYTQwIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAwAAANX///8AAAAAAAAAAAAAAACQAQAAAAAAAAQABCJDAGEAbABpAGIAcgBpAAAAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAHwAAAAAAAAAgB8AAAAAAAAuEhb+/gcAACIAAAAAAAAAAAAAAAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAABg6dcfAAAAAFh//B4AAAAApkAhy/////+oJwSh/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAAYOnXH2R2AAgAAAAAJQAAAAwAAAADAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAGQAAADNBgAAagAAACAHAACeAAAAAgAAAAAAAAAAAAAAAAAAAAAAAAAEAAAATAAAAAAAAAAAAAAAAAAAAP//////////VAAAAEUAUwAyACsAFQAAABQAAAAWAAAAFQAAACUAAAAMAAAADgAAgCgAAAAMAAAAAwAAACIAAAAMAAAA/////0YAAACgAAAAlAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/e5fZROZWE0MqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5AWCzRACAj0QKQACAJAAAABgAAADb29v/AQAAAAAAAAAAAAAA4HvWSH8Se0goAAAADAAAAAEAAAAhAAAACAAAAGIAAAAMAAAAAQAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAACcAAAAYAAAAAQAAAAAAAADb29sAAAAAACUAAAAMAAAAAQAAACUAAAAMAAAACAAAgFYAAAAwAAAAmgUAAHsEAAAWBgAAxAQAAAUAAACoWbhHqFk4TFhhOExYYbhHqFm4RyUAAAAMAAAABwAAgCUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACIAAAAMAAAA/////0YAAACIAAAAfAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/QrK0RHzOlUQqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/QrK0RHzOlUQEQAAADAAAAAAAAAAhAAAACAAAABwAAAAIAAAASwAAABAAAAAAAAAABQAAACQAAAAkAAAAAACAPwAAAAAAAAAAEgSAP0KytER8zpVEAgAAAAwAAAAQAAAAAAAAAAAAAAAKAAAAEAAAAAAAAAAAAAAAUgAAAHABAAADAAAA1f///wAAAAAAAAAAAAAAAJABAAAAAAAABAAEIkMAYQBsAGkAYgByAGkAAAAAAAAAIAMkEAAAAAAAAAAAAAAAAAAAAAAAAAAAMU1hdP////8AAAAAAAAAAAAAAAAAAAAA4NXXGQAAAABVVBn+/gcAAJQAxhsAAAAAfAAAAAAAAACAHwAAAAAAAC4SFv7+BwAAIgAAAAAAAAAAAAAAAAAAAFh//B4AAAAAgD8AAAAAAACAIR0QAAAAACYtAvz+BwAAgD8AAAAAAABzLhf+/gcAAJQAxhsAAAAA2NkqAAAAAAABAAAAAAAAAGkRFf7+BwAAgCEdEAAAAABF9AH8/gcAAIAAxhsAAAAAMyYV/v4HAACQfvweAAAAAED41x8AAAAAWH/8HgAAAACmQCHL/////6gnBKP/////fYUZ/v4HAAAAAAAAAAAAAPQbFv7+BwAAkH78HgAAAABA+NcfZHYACAAAAAAlAAAADAAAAAMAAAAWAAAADAAAABgAAAASAAAADAAAAAEAAAAYAAAADAAAAAAAAAJUAAAAbAAAAKYFAACFBAAADAYAALkEAAACAAAAAAAAAAAAAAAAAAAAAAAAAAUAAABMAAAAAAAAAAAAAAAAAAAA//////////9YAAAARQBTADEAMABjAAAAFQAAABQAAAAWAAAAFgAAABIAAAAlAAAADAAAAA4AAIAoAAAADAAAAAMAAAAiAAAADAAAAP////9GAAAANAEAACgBAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP0KytER8zpVEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SOQAAAAAAAAAAkdOSOQCwlkT+P59DCEABAjQAAAAoAAAAAhDA2wAAAACQAAAAAAAAAABOw0YAAABBAAAAAAIQwNsAAAAAAAAA/whACwN0AAAAaAAAAAIQwNsKAAAAAAAAAAAAAACpEQJIiBI+SAAAAAA/Er5IqRECSJ6NjkipEQJIno2OSNI/60k/Er5I0j/rSYgSPkgIgvtJAAAAANI/60mIEr5H0j/rSYgSvkepEQJIAAEBAQEBAQEBgQAAFUALABAAAAAEAAAAAQAAACEAAAAIAAAAYgAAAAwAAAABAAAAOgAAAAwAAAAIAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAXwAAADgAAAADAAAAOAAAAAAAAAA4AAAAAAAAAAAiAQBwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAMAAAAlAAAADAAAAAUAAIBWAAAARAAAAJEEAAAaAQAARgUAAKMDAAAKAAAAUEs1FrhO4BMgUjUWbFA1FmxQnDUgUpw1uE7wN1BLnDUETZw1BE01FiUAAAAMAAAABwAAgCUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACgAAAAMAAAAAwAAADoAAAAMAAAACgAAAEYAAAAQAQAABAEAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5ALCWRP/vgkQIQAECNAAAACgAAAACEMDbAAAAAJAAAAAAAAAAAE7DRgAAAEEAAAAAAhDA2wAAAAAAAAD/CEAMA3QAAABoAAAAAhDA2woAAAAAAAAAAAAAADdvEkhoEj5IAAAAAEASvkg3bxJIuo2OSDdvEki6jY5Ik99uSUASvkiT325JaBI+SLC9iUkAAAAAk99uSRkSvkeT325JGRK+RzdvEkgAAQEBAQEBAQGBAAAVQAwAEAAAAAQAAAABAAAAOgAAAAwAAAAIAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAXwAAADgAAAADAAAAOAAAAAAAAAA4AAAAAAAAAAAiAQBwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAMAAAAlAAAADAAAAAUAAIBWAAAARAAAAJEEAADzAwAARgUAAHcFAAAKAAAAUEsQRLhOcEEgUhBEbFAQRGxQkVIgUpFSuE4wVVBLkVIETZFSBE0QRCUAAAAMAAAABwAAgCUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACgAAAAMAAAAAwAAADoAAAAMAAAACgAAAEYAAAB8AAAAcAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5AOCORABgk0QKQACAJAAAABgAAADb29v/AQAAAAAAAAAAAAAA4DPfSH8Se0gkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAAAlAAAADAAAAAEAAAAlAAAADAAAAAgAAIBWAAAAMAAAAHYEAACaBAAA9wQAAOMEAAAFAAAAaEeoSWhHKE5oTyhOaE+oSWhHqEklAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAiAAAADAAAAP////9GAAAAiAAAAHwAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP/NFkEQ9pJlEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP/NFkEQ9pJlEBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD/zRZBEPaSZRAIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAwAAANX///8AAAAAAAAAAAAAAACQAQAAAAAAAAQABCJDAGEAbABpAGIAcgBpAAAAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAHwAAAAAAAAAgB8AAAAAAAAuEhb+/gcAACIAAAAAAAAAAAAAAAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAADAktcfAAAAAFh//B4AAAAApkAhy/////+oJwSl/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAAwJLXH2R2AAgAAAAAJQAAAAwAAAADAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAGwAAACCBAAApAQAAO0EAADYBAAAAgAAAAAAAAAAAAAAAAAAAAAAAAAFAAAATAAAAAAAAAAAAAAAAAAAAP//////////WAAAAEUAUwAxADAAYgAAABUAAAAUAAAAFgAAABYAAAAXAAAAJQAAAAwAAAAOAACAKAAAAAwAAAADAAAAIgAAAAwAAAD/////RgAAAKAAAACUAAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD/zRZBEPaSZRCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkjkAAAAAAAAAAJHTkjn/X4tEBYD6QwpAAIAkAAAAGAAAAP////8BAAAAAAAAAAAAAADgmhFJQBJ7SCgAAAAMAAAAAQAAACEAAAAIAAAAYgAAAAwAAAABAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAJwAAABgAAAABAAAAAAAAAP///wAAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAAIAACAVgAAADAAAABaBAAA9AEAAAIFAAA9AgAABQAAAKhFSB+oRcgjGFDIIxhQSB+oRUgfJQAAAAwAAAAHAACAJQAAAAwAAAAAAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAAIgAAAAwAAAD/////RgAAAIgAAAB8AAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD9Lm5BEQsQJRCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD9Lm5BEQsQJRARAAAAMAAAAAAAAACEAAAAIAAAAHAAAAAgAAABLAAAAEAAAAAAAAAAFAAAAJAAAACQAAAAAAIA/AAAAAAAAAAASBIA/S5uQRELECUQCAAAADAAAABAAAAAAAAAAAAAAAAoAAAAQAAAAAAAAAAAAAABSAAAAcAEAAAMAAADV////AAAAAAAAAAAAAAAAkAEAAAAAAAAEAAQiQwBhAGwAaQBiAHIAaQAAAAAAAAAgAyQQAAAAAAAAAAAAAAAAAAAAAAAAAAAxTWF0/////wAAAAAAAAAAAAAAAAAAAADg1dcZAAAAAFVUGf7+BwAAlADGGwAAAAB8AAAAAAAAAIAfAAAAAAAALhIW/v4HAAAiAAAAAAAAAAAAAAAAAAAAWH/8HgAAAACAPwAAAAAAAIAhHRAAAAAAJi0C/P4HAACAPwAAAAAAAHMuF/7+BwAAlADGGwAAAADY2SoAAAAAAAEAAAAAAAAAaREV/v4HAACAIR0QAAAAAEX0Afz+BwAAgADGGwAAAAAzJhX+/gcAAJB+/B4AAAAAAHzXHwAAAABYf/weAAAAAKZAIcv/////qCcEp/////99hRn+/gcAAAAAAAAAAAAA9BsW/v4HAACQfvweAAAAAAB81x9kdgAIAAAAACUAAAAMAAAAAwAAABYAAAAMAAAAGAAAABIAAAAMAAAAAQAAABgAAAAMAAAAAAAAAlQAAABkAAAAhQQAAP4BAADYBAAAMgIAAAIAAAAAAAAAAAAAAAAAAAAAAAAABAAAAEwAAAAAAAAAAAAAAAAAAAD//////////1QAAABFAFMAOQArABUAAAAUAAAAFgAAABUAAAAlAAAADAAAAA4AAIAoAAAADAAAAAMAAAAiAAAADAAAAP////9GAAAAxAEAALgBAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP0ubkERCxAlEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SuQAAAAAAAAAAkdOSOQBQnUT+P59DCEABAgwBAAAAAQAAAhDA2wAAAACOGAAAAAAAAABOw0b/AAAA/wAAAAIAAAAAAAAAZAAAAAIQwNsAAAAAAgAAAAIAAACkcH0/AgAAAAIAAAAAAAAAAAAgQQAAgD8AAAAAAAAAAAAAAAAAAAAAKAAAAAIQwNsDAAAAACAAANaX4z9MOIHAAAAAAKRwfb/Wl+O/TDiBwAABAQBkAAAAAhDA2wAAAAACAAAAAgAAAKRwfT8CAAAAAgAAAAAAAAAAACBBAACAPwAAAAAAAAAAAAAAAAAAAAAoAAAAAhDA2wMAAAAAIAAA1pfjP0w4gcAAAAAApHB9v9aX479MOIHAAAEBAAIQwNsAAAAAAAAA/whADQMsAAAAIAAAAAIQwNsCAAAAAAAAAAAAAAAAAAAA//9/PyiiYkoAAQAAFUANABAAAAAEAAAAAQAAACgAAAAMAAAAAQAAACEAAAAIAAAAYgAAAAwAAAABAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAXwAAADgAAAABAAAAOAAAAAAAAAA4AAAAAAAAAAACAQABAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAEAAAAnAAAAGAAAAAMAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAMAAAATAAAADAAAAAIAAAA7AAAACAAAABsAAAAQAAAAaE4AAE8UAABZAAAAKAAAAAAAAAAAAAAA//////////8DAAAAaE5wVNhOcFTYTk8UPQAAAAgAAAAbAAAAEAAAAJhPAACJFQAAWQAAACQAAAAAAAAAAAAAAP//////////AgAAAKBO4BOpTYkVWAAAADQAAAAAAAAAAAAAAP//////////BgAAAJlNoxWiTcYVvU3VFdhN5RX6TdwVCk7BFVkAAAAoAAAAAAAAAAAAAAD//////////wMAAADRTmwUcE5sFDdPwRVYAAAANAAAAAAAAAAAAAAA//////////8GAAAAR0/cFWlP5RWET9UVn0/GFahPoxWYT4kVPQAAAAgAAAAbAAAAEAAAAKlNAAA2UwAAWQAAACQAAAAAAAAAAAAAAP//////////AgAAAKBO31SYTzZTWAAAADQAAAAAAAAAAAAAAP//////////BgAAAKhPHFOfT/lShE/qUmlP2lJHT+NSN0/+UlkAAAAoAAAAAAAAAAAAAAD//////////wMAAABwTlNU0U5TVApO/lJYAAAANAAAAAAAAAAAAAAA//////////8GAAAA+k3jUthN2lK9TepSok35UplNHFOpTTZTPQAAAAgAAAA8AAAACAAAAD8AAAAYAAAA2AQAAD0BAAD8BAAATwUAABMAAAAMAAAAAQAAACUAAAAMAAAAAAAAgCUAAAAMAAAABwAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACgAAAAMAAAAAQAAAEYAAAB8AAAAcAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5AeCaRADAGkQKQACAJAAAABgAAAD/////AQAAAAAAAAAAAAAAIFq1SH8Se0goAAAADAAAAAMAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAAAnAAAAGAAAAAMAAAAAAAAA////AAAAAAAlAAAADAAAAAMAAAAlAAAADAAAAAgAAIBWAAAAMAAAANYEAABqAgAAPwUAALMCAAAFAAAAaE2oJmhNKCvoUygr6FOoJmhNqCYlAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAiAAAADAAAAP////9GAAAAiAAAAHwAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP+genESXXSdEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP+genESXXSdEBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD/oHpxEl10nRAIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAQAAANX///8AAAAAAAAAAAAAAACQAQAAAAAAAAQABCJDAGEAbABpAGIAcgBpAAAAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAHwAAAAAAAAAgB8AAAAAAAAuEhb+/gcAACIAAAAAAAAAAAAAAAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAAAAvtgfAAAAAFh//B4AAAAApkAhy/////+oJwSp/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAAAL7YH2R2AAgAAAAAJQAAAAwAAAABAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAGQAAADhBAAAdAIAADQFAACoAgAAAgAAAAAAAAAAAAAAAAAAAAAAAAAEAAAATAAAAAAAAAAAAAAAAAAAAP//////////VAAAAEUAUwA4ACsAFQAAABQAAAAWAAAAFQAAACUAAAAMAAAADgAAgCgAAAAMAAAAAQAAACIAAAAMAAAA/////0YAAACgAAAAlAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/6B6cRJddJ0QqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5ACASRQEADEQKQACAJAAAABgAAAD/////AQAAAAAAAAAAAAAAoLuQSEASe0ghAAAACAAAAGIAAAAMAAAAAQAAACQAAAAkAAAAAAAAPgAAAAAAAAAAAAAAPgAAAAAAAAAAAgAAACUAAAAMAAAAAwAAACUAAAAMAAAACAAAgFYAAAAwAAAAIQkAAC8CAAB1CQAAeAIAAAUAAAAMSXwRDEm8E6RLvBOkS3wRDEl8ESUAAAAMAAAABwAAgCUAAAAMAAAAAAAAgCQAAAAkAAAAAAAAQQAAAAAAAAAAAAAAQQAAAAAAAAAAAgAAACIAAAAMAAAA/////0YAAACIAAAAfAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/xcYSRfyMGEQqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/xcYSRfyMGEQEQAAADAAAAAAAAAAhAAAACAAAABwAAAAIAAAASwAAABAAAAAAAAAABQAAACQAAAAkAAAAAACAPwAAAAAAAAAAEgSAP8XGEkX8jBhEAgAAAAwAAAAQAAAAAAAAAAAAAAAKAAAAEAAAAAAAAAAAAAAAUgAAAHABAAABAAAA1f///wAAAAAAAAAAAAAAAJABAAAAAAAABAAEIkMAYQBsAGkAYgByAGkAAAAAAAAAIAMkEAAAAAAAAAAAAAAAAAAAAAAAAAAAMU1hdP////8AAAAAAAAAAAAAAAAAAAAA4NXXGQAAAABVVBn+/gcAAJQAxhsAAAAAfAAAAAAAAACAHwAAAAAAAC4SFv7+BwAAIgAAAAAAAAAAAAAAAAAAAFh//B4AAAAAgD8AAAAAAACAIR0QAAAAACYtAvz+BwAAgD8AAAAAAABzLhf+/gcAAJQAxhsAAAAA2NkqAAAAAAABAAAAAAAAAGkRFf7+BwAAgCEdEAAAAABF9AH8/gcAAIAAxhsAAAAAMyYV/v4HAACQfvweAAAAAOCf1x8AAAAAWH/8HgAAAACmQCHL/////6gnBKv/////fYUZ/v4HAAAAAAAAAAAAAPQbFv7+BwAAkH78HgAAAADgn9cfZHYACAAAAAAlAAAADAAAAAEAAAAWAAAADAAAABgAAAASAAAADAAAAAEAAAAYAAAADAAAAAAAAAJUAAAAYAAAACwJAAA5AgAAagkAAG0CAAACAAAAAAAAAAAAAAAAAAAAAAAAAAMAAABMAAAAAAAAAAAAAAAAAAAA//////////9UAAAARQBTADYAAAAVAAAAFAAAABYAAAAlAAAADAAAAA4AAIAoAAAADAAAAAEAAAAiAAAADAAAAP////9GAAAANAEAACgBAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP8XGEkX8jBhEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAVfChHpHTkjnlzpK5e/WhHv/PrUQBkOdECEABAjQAAAAoAAAAAhDA2wAAAACQAAAAAAAAAABOw0YAAABBAAAAAAIQwNsAAAAAAAAA/whADgN0AAAAaAAAAAIQwNsKAAAAAAAAAAAAAADYZwpIoEBKSAAAAACgQMpI2GcKSIiwl0jYZwpIiLCXSFqgNUmgQMpIWqA1SaBASkhQOlhJAAAAAFqgNUneQMpHWqA1Sd5AykfYZwpIAAEBAQEBAQEBgQMDFUAOABAAAAAEAAAAAQAAACEAAAAIAAAAYgAAAAwAAAABAAAAOgAAAAwAAAAIAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAXwAAADgAAAABAAAAOAAAAAAAAAA4AAAAAAAAAAAiAQBwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAEAAAAlAAAADAAAAAUAAIBWAAAARAAAAFIEAAAYBwAAkgUAANQHAAAKAAAAZVTAc+BWYHdlVAB7ZVQwedtJMHnbSQB7YEdgd9tJwHPbSZB1ZVSQdSUAAAAMAAAABwAAgCUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACgAAAAMAAAAAQAAADoAAAAMAAAACgAAAEYAAACgAQAAlAEAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpK5AAAAAAAAAACR05K5zbatRNDB7kQIQAECDAEAAAABAAACEMDbAAAAAI4YAAAAAAAAAE7DRv8AAAD/AAAAAgAAAAAAAABkAAAAAhDA2wAAAAACAAAAAgAAAKRwfT8CAAAAAgAAAAAAAAAAACBBAACAPwAAAAAAAAAAAAAAAAAAAAAoAAAAAhDA2wMAAAAAIAAA1pfjP0w4gcAAAAAApHB9v9aX479MOIHAAAEBAGQAAAACEMDbAAAAAAIAAAACAAAApHB9PwIAAAACAAAAAAAAAAAAIEEAAIA/AAAAAAAAAAAAAAAAAAAAACgAAAACEMDbAwAAAAAgAADWl+M/TDiBwAAAAACkcH2/1pfjv0w4gcAAAQEAAhDA2wAAAAAAAAD/CEAPAywAAAAgAAAAAhDA2wIAAAAAAAAAAAAAAAAAAACHwvpJAHBGRgABAAAVQA8AEAAAAAQAAAABAAAAKAAAAAwAAAADAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAXwAAADgAAAADAAAAOAAAAAAAAAA4AAAAAAAAAAACAQABAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAMAAAAnAAAAGAAAAAEAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAEAAAATAAAADAAAAAIAAAA7AAAACAAAABsAAAAQAAAAZVYAAJF3AABZAAAAKAAAAAAAAAAAAAAA//////////8DAAAATzNZd1Az6XZlViF3PQAAAAgAAAAbAAAAEAAAAC1VAABfdgAAWQAAACQAAAAAAAAAAAAAAP//////////AgAAANRWWXcqVU54WAAAADQAAAAAAAAAAAAAAP//////////BgAAAA9VXnjtVFR43lQ6eM5UH3jYVP138lTtd1kAAAAoAAAAAAAAAAAAAAD//////////wMAAABJVih3SFaJd/RUwHZYAAAANAAAAAAAAAAAAAAA//////////8GAAAA2lSwdtFUjnbhVHN28FRYdhNVT3YtVV92PQAAAAgAAAAbAAAAEAAAAIc0AAAbeAAAWQAAACQAAAAAAAAAAAAAAP//////////AgAAAOAyIHeKNCx2WAAAADQAAAAAAAAAAAAAAP//////////BgAAAKU0HHbHNCV21zRAduY0W3bdNH12wjSNdlkAAAAsAAAAAAAAAAAAAAD//////////wQAAABrM1J3bDPxdsA0unfANLp3WAAAADQAAAAAAAAAAAAAAP//////////BgAAANs0ynfjNOx31DQHeMQ0IniiNCp4hzQbeD0AAAAIAAAAPAAAAAgAAAA/AAAAGAAAAC0DAABgBwAAbwUAAIcHAAATAAAADAAAAAEAAAAlAAAADAAAAAAAAIAlAAAADAAAAAcAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAoAAAADAAAAAMAAABGAAAAEAEAAAQBAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAVfChHpHTkjnlzpK5e/WhHgDQhET/D+dECEABAjQAAAAoAAAAAhDA2wAAAACQAAAAAAAAAABOw0YAAABBAAAAAAIQwNsAAAAAAAAA/whAEAN0AAAAaAAAAAIQwNsKAAAAAAAAAAAAAADYZwpIoEBKSAAAAACgQMpI2GcKSIiwl0jYZwpIiLCXSFqgNUmgQMpIWqA1SaBASkhQOlhJAAAAAFqgNUneQMpHWqA1Sd5AykfYZwpIAAEBAQEBAQEBgQMDFUAQABAAAAAEAAAAAQAAADoAAAAMAAAACAAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAAF8AAAA4AAAAAwAAADgAAAAAAAAAOAAAAAAAAAAAIgEAcAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAADAAAAJQAAAAwAAAAFAACAVgAAAEQAAAAKAwAAFAcAAEoEAADQBwAACgAAAOU/gHNgQiB35T/AeuU/8HhbNfB4WzXAeuAyIHdbNYBzWzVQdeU/UHUlAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAoAAAADAAAAAMAAAA6AAAADAAAAAoAAAAiAAAADAAAAP////9GAAAA0AAAAMQAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SOQAAAAAAAAAAkdOSOQHArUQBoOZEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP9vlsEQ9Qe1EKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP9vlsEQ9Qe1EBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD/b5bBEPUHtRAIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAwAAANX///8AAAAAAAAAAAAAAACQAQAAAAAAAAQABCJDAGEAbABpAGIAcgBpAAAAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAMQAAAAAAAAAgB8AAAAAAAAuEhb+/gcAACIAAAAAAAAAAAAAAAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAACgNNgfAAAAAFh//B4AAAAApkAhy/////+oJwSt/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAAoDTYH2R2AAgAAAAAJQAAAAwAAAADAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAOgAAACHBQAAQQcAAEYHAAB1BwAAAgAAAAAAAAAAAAAAAAAAAAAAAAAaAAAATAAAAAAAAAAAAAAAAAAAAP//////////gAAAAEkAbgB0AGUAcgBmAGEAYwBlACAAdAB1AG4AbgBlAGwAZQBkACAAdwBpAHQAaABpAG4AIAALAAAAFwAAAA4AAAAVAAAADwAAAAwAAAAVAAAAEgAAABUAAAAIAAAADgAAABcAAAAXAAAAFwAAABUAAAAKAAAAFQAAABcAAAAHAAAAHwAAAAoAAAAOAAAAFwAAAAoAAAAXAAAACAAAACUAAAAMAAAADgAAgCgAAAAMAAAAAwAAACIAAAAMAAAA/////0YAAACsAAAAoAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/2+WwRD1B7UQqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/2+WwRHGh80QqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/2+WwRHGh80QEQAAADAAAAAAAAAAhAAAACAAAABwAAAAIAAAASwAAABAAAAAAAAAABQAAACQAAAAkAAAAAACAPwAAAAAAAAAAEgSAP9vlsERxofNEAgAAAAwAAAAQAAAAAAAAAAAAAAAKAAAAEAAAAAAAAAAAAAAAUgAAAHABAAADAAAA1f///wAAAAAAAAAAAAAAAJABAAAAAAAABAAEIkMAYQBsAGkAYgByAGkAAAAAAAAAIAMkEAAAAAAAAAAAAAAAAAAAAAAAAAAAMU1hdP////8AAAAAAAAAAAAAAAAAAAAA4NXXGQAAAABVVBn+/gcAAJQAxhsAAAAAoAAAAAAAAACAHwAAAAAAAHCOXAsAAAAAAAAAAAAAAABQdh8QAAAAAFh//B4AAAAAgD8AAAAAAACAIR0QAAAAACYtAvz+BwAAgD8AAAAAAABzLhf+/gcAAJQAxhsAAAAA2NkqAAAAAAABAAAAAAAAAGkRFf7+BwAAgCEdEAAAAABF9AH8/gcAAIAAxhsAAAAAMyYV/v4HAACQfvweAAAAAIAr1x8AAAAAWH/8HgAAAACmQCHL/////6gnBK7/////fYUZ/v4HAAAAAAAAAAAAAPQbFv7+BwAAkH78HgAAAACAK9cfZHYACAAAAAAlAAAADAAAAAMAAAAWAAAADAAAABgAAAASAAAADAAAAAEAAAAYAAAADAAAAAAAAAJUAAAArAAAAIcFAAB0BwAAmwYAAKgHAAACAAAAAAAAAAAAAAAAAAAAAAAAABAAAABMAAAAAAAAAAAAAAAAAAAA//////////9sAAAAbwB0AGgAZQByACAAaQBuAHQAZQByAGYAYQBjAGUAcwAXAAAADgAAABcAAAAVAAAADwAAAAkAAAAKAAAAFwAAAA4AAAAVAAAADwAAAAwAAAAVAAAAEgAAABUAAAARAAAAJQAAAAwAAAAOAACAKAAAAAwAAAADAAAAIgAAAAwAAAD/////RgAAADQBAAAoAQAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD/b5bBEcaHzRCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkjkAAAAAAAAAAJHTkjn+X2NEAeBgRAhAEQOoAAAAnAAAAAIQwNsQAAAAAAAAAAAAAABpYqdHb/ZTrZHhFUeO4RVHAAAAAGZip0cAAAAAtOojSQAAAADoeC9Jc/ZTrQDXOEmR4RVHANc4SWlip0cA1zhJxjnRSADXOEkvVuhI6HgvSWAS+0i06iNJYBL7SGZip0dgEvtIjuEVR2AS+0gAAAAAL1boSAAAAADGOdFIAAMDAwEDAwMBAwMDAQMDgxRAEYAQAAAABAAAAP////8oAAAADAAAAAEAAAAhAAAACAAAAGIAAAAMAAAAAQAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAACcAAAAYAAAAAQAAAAAAAAD///8AAAAAACUAAAAMAAAAAQAAABMAAAAMAAAAAQAAADsAAAAIAAAAGwAAABAAAADQOAAAsDkAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAADQONw4fDkwOFA6MDg2AAAAEAAAAJFEAAAwOAAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAGVFMDgQRtw4EEawOTYAAAAQAAAAEEYAALA/AABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAEEaFQGVFMEGRRDBBNgAAABAAAABQOgAAMEEAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAAB8OTBB0DiFQNA4sD89AAAACAAAADwAAAAIAAAAPgAAABgAAACNAwAAgwMAAGEEAAATBAAAEwAAAAwAAAABAAAAJQAAAAwAAAAAAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAARgAAAFQAAABIAAAARU1GKwhAAQI0AAAAKAAAAAIQwNsAAAAAiAAAAAAAAAAAGvtGAgAAAAAAAAACEMDbAAAAAAAAAP8VQBEAEAAAAAQAAAABAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAXwAAADgAAAADAAAAOAAAAAAAAAA4AAAAAAAAAAACAQCQAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAMAAAAlAAAADAAAAAUAAIA7AAAACAAAABsAAAAQAAAA0DgAALA5AABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAA0DjcOHw5MDhQOjA4NgAAABAAAACRRAAAMDgAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAABlRTA4EEbcOBBGsDk2AAAAEAAAABBGAACwPwAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAABBGhUBlRTBBkUQwQTYAAAAQAAAAUDoAADBBAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAfDkwQdA4hUDQOLA/PQAAAAgAAAA8AAAACAAAAEAAAAAYAAAAhwMAAH0DAABnBAAAGQQAACUAAAAMAAAABwAAgCUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACgAAAAMAAAAAwAAACIAAAAMAAAA/////0YAAACIAAAAfAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/WkptRGdbd0QqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/WkptRGdbd0QEQAAADAAAAAAAAAAhAAAACAAAABwAAAAIAAAASwAAABAAAAAAAAAABQAAACQAAAAkAAAAAACAPwAAAAAAAAAAEgSAP1pKbURnW3dEAgAAAAwAAAAQAAAAAAAAAAAAAAAKAAAAEAAAAAAAAAAAAAAAUgAAAHABAAADAAAAzv///wAAAAAAAAAAAAAAALwCAAAAAAAABAAEIkEAcgBpAGEAbAAAADDcKgAAAAAAIAMkEAAAAAAAAAAAAAAAAAAAAAAAAAAAMU1hdP////8AAAAAAAAAAAAAAAAAAAAA4NXXGQAAAABVVBn+/gcAAJQAxhsAAAAAfAAAAAAAAACAHwAAAAAAAC4SFv7+BwAAIgAAAAAAAAAAAAAAAAAAAFh//B4AAAAAgD8AAAAAAACAIR0QAAAAACYtAvz+BwAAgD8AAAAAAABzLhf+/gcAAJQAxhsAAAAA2NkqAAAAAAABAAAAAAAAAGkRFf7+BwAAgCEdEAAAAABF9AH8/gcAAIAAxhsAAAAAMyYV/v4HAACQfvweAAAAAKDc2B8AAAAAWH/8HgAAAACmQCHL/////6gnBLD/////fYUZ/v4HAAAAAAAAAAAAAPQbFv7+BwAAkH78HgAAAACg3NgfZHYACAAAAAAlAAAADAAAAAMAAAAWAAAADAAAABgAAAASAAAADAAAAAEAAAAYAAAADAAAAAAAAAJUAAAAZAAAALUDAACuAwAANwQAAOgDAAACAAAAAAAAAAAAAAAAAAAAAAAAAAQAAABMAAAAAAAAAAAAAAAAAAAA//////////9UAAAATABEAFMAZAAfAAAAJAAAACEAAAAfAAAAJQAAAAwAAAAOAACAKAAAAAwAAAADAAAAIgAAAAwAAAD/////RgAAAMQBAAC4AQAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD9aSm1EZ1t3RCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkrkAAAAAAAAAAJHTkjn/n3xEAdCCRAhAAQIMAQAAAAEAAAIQwNsAAAAAjhgAAAAAAAAATsNG/wAAAP8AAAACAAAAAAAAAGQAAAACEMDbAAAAAAIAAAACAAAApHB9PwIAAAACAAAAAAAAAAAAIEEAAIA/AAAAAAAAAAAAAAAAAAAAACgAAAACEMDbAwAAAAAgAADWl+M/TDiBwAAAAACkcH2/1pfjv0w4gcAAAQEAZAAAAAIQwNsAAAAAAgAAAAIAAACkcH0/AgAAAAIAAAAAAAAAAAAgQQAAgD8AAAAAAAAAAAAAAAAAAAAAKAAAAAIQwNsDAAAAACAAANaX4z9MOIHAAAAAAKRwfb/Wl+O/TDiBwAABAQACEMDbAAAAAAAAAP8IQBIDLAAAACAAAAACEMDbAgAAAAAAAAAAAAAAAAAAAP//fz9wM4lJAAEAABVAEgAQAAAABAAAAAEAAAAoAAAADAAAAAEAAAAhAAAACAAAAGIAAAAMAAAAAQAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAAF8AAAA4AAAAAQAAADgAAAAAAAAAOAAAAAAAAAAAAgEAAQAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAABAAAAJwAAABgAAAADAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAADAAAAEwAAAAwAAAACAAAAOwAAAAgAAAAbAAAAEAAAAOg+AADPQQAAWQAAACgAAAAAAAAAAAAAAP//////////AwAAAOg+nlRYP55UWD/PQT0AAAAIAAAAGwAAABAAAAAYQAAACUMAAFkAAAAkAAAAAAAAAAAAAAD//////////wIAAAAgP2BBKT4JQ1gAAAA0AAAAAAAAAAAAAAD//////////wYAAAAZPiNDIj5GQz0+VUNYPmVDej5cQ4o+QUNZAAAAKAAAAAAAAAAAAAAA//////////8DAAAAUT/sQfA+7EG3P0FDWAAAADQAAAAAAAAAAAAAAP//////////BgAAAMc/XEPpP2VDBEBVQx9ARkMoQCNDGEAJQz0AAAAIAAAAGwAAABAAAAApPgAAZVMAAFkAAAAkAAAAAAAAAAAAAAD//////////wIAAAAgPw1VGEBlU1gAAAA0AAAAAAAAAAAAAAD//////////wYAAAAoQEpTH0AoUwRAGFPpPwhTxz8RU7c/LFNZAAAALAAAAAAAAAAAAAAA//////////8EAAAAtz8sU/A+glRRP4JUij4sU1gAAAA0AAAAAAAAAAAAAAD//////////wYAAAB6PhFTWD4IUz0+GFMiPihTGT5KUyk+ZVM9AAAACAAAADwAAAAIAAAAPwAAABgAAADgAwAAFQQAAAQEAABSBQAAEwAAAAwAAAABAAAAJQAAAAwAAAAAAACAJQAAAAwAAAAHAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAAKAAAAAwAAAABAAAARgAAAHwAAABwAAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkjkAAAAAAAAAAJHTkjkBgGxEAICPRApAAIAkAAAAGAAAANvb2/8BAAAAAAAAAAAAAAAgt9tIfxJ7SCgAAAAMAAAAAwAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAACcAAAAYAAAAAwAAAAAAAADb29sAAAAAACUAAAAMAAAAAwAAACUAAAAMAAAACAAAgFYAAAAwAAAAsQMAAHsEAAAwBAAAxAQAAAUAAAAYO7hHGDs4TPhCOEz4QrhHGDu4RyUAAAAMAAAABwAAgCUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACIAAAAMAAAA/////0YAAACIAAAAfAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/yVBvRHzOlUQqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/yVBvRHzOlUQEQAAADAAAAAAAAAAhAAAACAAAABwAAAAIAAAASwAAABAAAAAAAAAABQAAACQAAAAkAAAAAACAPwAAAAAAAAAAEgSAP8lQb0R8zpVEAgAAAAwAAAAQAAAAAAAAAAAAAAAKAAAAEAAAAAAAAAAAAAAAUgAAAHABAAABAAAA1f///wAAAAAAAAAAAAAAAJABAAAAAAAABAAEIkMAYQBsAGkAYgByAGkAAAAAAAAAIAMkEAAAAAAAAAAAAAAAAAAAAAAAAAAAMU1hdP////8AAAAAAAAAAAAAAAAAAAAA4NXXGQAAAABVVBn+/gcAAJQAxhsAAAAAfAAAAAAAAACAHwAAAAAAAC4SFv7+BwAAIgAAAAAAAAAAAAAAAAAAAFh//B4AAAAAgD8AAAAAAACAIR0QAAAAACYtAvz+BwAAgD8AAAAAAABzLhf+/gcAAJQAxhsAAAAA2NkqAAAAAAABAAAAAAAAAGkRFf7+BwAAgCEdEAAAAABF9AH8/gcAAIAAxhsAAAAAMyYV/v4HAACQfvweAAAAAKDj2B8AAAAAWH/8HgAAAACmQCHL/////6gnBLL/////fYUZ/v4HAAAAAAAAAAAAAPQbFv7+BwAAkH78HgAAAACg49gfZHYACAAAAAAlAAAADAAAAAEAAAAWAAAADAAAABgAAAASAAAADAAAAAEAAAAYAAAADAAAAAAAAAJUAAAAbAAAAL0DAACFBAAAJgQAALkEAAACAAAAAAAAAAAAAAAAAAAAAAAAAAUAAABMAAAAAAAAAAAAAAAAAAAA//////////9YAAAARQBTADEAMABhAAAAFQAAABQAAAAWAAAAFgAAABUAAAAlAAAADAAAAA4AAIAoAAAADAAAAAEAAAAiAAAADAAAAP////9GAAAANAEAACgBAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP8lQb0R8zpVEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SOQAAAAAAAAAAkdOSOQHAyEP/P/pDCEATA6gAAACcAAAAAhDA2xAAAAAAAAAAAAAAAHEPpUd7eZCtz8wTR8nME0cAAAAAag+lRwAAAACyV2dJAAAAANK8ckmBeZCtn/l7Sc/ME0ef+XtJcQ+lR5/5e0nkUc5In/l7SScc5UjSvHJJwJX3SLJXZ0nAlfdIag+lR8CV90jJzBNHwJX3SAAAAAAnHOVIAAAAAORRzkgAAwMDAQMDAwEDAwMBAwODFEATgBAAAAAEAAAA/////ygAAAAMAAAAAwAAACEAAAAIAAAAYgAAAAwAAAABAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAJwAAABgAAAADAAAAAAAAAP///wAAAAAAJQAAAAwAAAADAAAAEwAAAAwAAAABAAAAOwAAAAgAAAAbAAAAEAAAABAZAAC7IAAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAABAZ6h+6GUAfixpAHzYAAAAQAAAApikAAEAfAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAdypAHyAr6h8gK7sgNgAAABAAAAAgKwAApiYAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAAAgK3cndyogKKYpICg2AAAAEAAAAIsaAAAgKAAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAALoZICgQGXcnEBmmJj0AAAAIAAAAPAAAAAgAAAA+AAAAGAAAAJEBAAD0AQAAsgIAAIICAAATAAAADAAAAAEAAAAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAABGAAAAVAAAAEgAAABFTUYrCEABAjQAAAAoAAAAAhDA2wAAAACIAAAAAAAAAAAa+0YCAAAAAAAAAAIQwNsAAAAAAAAA/xVAEwAQAAAABAAAAAEAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAABfAAAAOAAAAAEAAAA4AAAAAAAAADgAAAAAAAAAAAIBAJAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAQAAACUAAAAMAAAABQAAgDsAAAAIAAAAGwAAABAAAAAQGQAAuyAAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAAAQGeofuhlAH4saQB82AAAAEAAAAKYpAABAHwAAWAAAACgAAAAAAAAAAAAAAP//////////AwAAAHcqQB8gK+ofICu7IDYAAAAQAAAAICsAAKYmAABYAAAAKAAAAAAAAAAAAAAA//////////8DAAAAICt3J3cqICimKSAoNgAAABAAAACLGgAAICgAAFgAAAAoAAAAAAAAAAAAAAD//////////wMAAAC6GSAoEBl3JxAZpiY9AAAACAAAADwAAAAIAAAAQAAAABgAAACLAQAA7gEAALgCAACIAgAAJQAAAAwAAAAHAACAJQAAAAwAAAAAAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAAKAAAAAwAAAABAAAAIgAAAAwAAAD/////RgAAAIgAAAB8AAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD83iehDhlATRCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD83iehDhlATRARAAAAMAAAAAAAAACEAAAAIAAAAHAAAAAgAAABLAAAAEAAAAAAAAAAFAAAAJAAAACQAAAAAAIA/AAAAAAAAAAASBIA/N4noQ4ZQE0QCAAAADAAAABAAAAAAAAAAAAAAAAoAAAAQAAAAAAAAAAAAAABSAAAAcAEAAAEAAADO////AAAAAAAAAAAAAAAAvAIAAAAAAAAEAAQiQQByAGkAYQBsAAAAMNwqAAAAAAAgAyQQAAAAAAAAAAAAAAAAAAAAAAAAAAAxTWF0/////wAAAAAAAAAAAAAAAAAAAADg1dcZAAAAAFVUGf7+BwAAlADGGwAAAAB8AAAAAAAAAIAfAAAAAAAALhIW/v4HAAAiAAAAAAAAAAAAAAAAAAAAWH/8HgAAAACAPwAAAAAAAIAhHRAAAAAAJi0C/P4HAACAPwAAAAAAAHMuF/7+BwAAlADGGwAAAADY2SoAAAAAAAEAAAAAAAAAaREV/v4HAACAIR0QAAAAAEX0Afz+BwAAgADGGwAAAAAzJhX+/gcAAJB+/B4AAAAA4NrYHwAAAABYf/weAAAAAKZAIcv/////qCcEtP////99hRn+/gcAAAAAAAAAAAAA9BsW/v4HAACQfvweAAAAAODa2B9kdgAIAAAAACUAAAAMAAAAAQAAABYAAAAMAAAAGAAAABIAAAAMAAAAAQAAABgAAAAMAAAAAAAAAlQAAABYAAAA0QEAAB4CAAAaAgAAWAIAAAIAAAAAAAAAAAAAAAAAAAAAAAAAAgAAAEwAAAAAAAAAAAAAAAAAAAD//////////1AAAABTAE0AIQAAACkAAAAlAAAADAAAAA4AAIAoAAAADAAAAAEAAAAiAAAADAAAAP////9GAAAArAAAAKAAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAPzeJ6EOGUBNEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP5vEBkSGUBNEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP5vEBkSGUBNEBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD+bxAZEhlATRAIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAQAAAM7///8AAAAAAAAAAAAAAAC8AgAAAAAAAAQABCJBAHIAaQBhAGwAAAAw3CoAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAKAAAAAAAAAAgB8AAAAAAABwjlwLAAAAAAAAAAAAAAAAUHYfEAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAADgY9gfAAAAAFh//B4AAAAApkAhy/////+oJwS1/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAA4GPYH2R2AAgAAAAAJQAAAAwAAAABAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAFQAAAAbAgAAHgIAACsCAABYAgAAAgAAAAAAAAAAAAAAAAAAAAAAAAABAAAATAAAAAAAAAAAAAAAAAAAAP//////////UAAAAC0AAAARAAAAJQAAAAwAAAAOAACAKAAAAAwAAAABAAAAIgAAAAwAAAD/////RgAAAKwAAACgAAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD+bxAZEhlATRCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD+bBAtEhlATRCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD+bBAtEhlATRARAAAAMAAAAAAAAACEAAAAIAAAAHAAAAAgAAABLAAAAEAAAAAAAAAAFAAAAJAAAACQAAAAAAIA/AAAAAAAAAAASBIA/mwQLRIZQE0QCAAAADAAAABAAAAAAAAAAAAAAAAoAAAAQAAAAAAAAAAAAAABSAAAAcAEAAAEAAADO////AAAAAAAAAAAAAAAAvAIAAAAAAAAEAAQiQQByAGkAYQBsAAAAMNwqAAAAAAAgAyQQAAAAAAAAAAAAAAAAAAAAAAAAAAAxTWF0/////wAAAAAAAAAAAAAAAAAAAADg1dcZAAAAAFVUGf7+BwAAlADGGwAAAACgAAAAAAAAAIAfAAAAAAAAcI5cCwAAAAAAAAAAAAAAAFB2HxAAAAAAWH/8HgAAAACAPwAAAAAAAIAhHRAAAAAAJi0C/P4HAACAPwAAAAAAAHMuF/7+BwAAlADGGwAAAADY2SoAAAAAAAEAAAAAAAAAaREV/v4HAACAIR0QAAAAAEX0Afz+BwAAgADGGwAAAAAzJhX+/gcAAJB+/B4AAAAA4MzYHwAAAABYf/weAAAAAKZAIcv/////qCcEtv////99hRn+/gcAAAAAAAAAAAAA9BsW/v4HAACQfvweAAAAAODM2B9kdgAIAAAAACUAAAAMAAAAAQAAABYAAAAMAAAAGAAAABIAAAAMAAAAAQAAABgAAAAMAAAAAAAAAlQAAABYAAAALAIAAB4CAABwAgAAWAIAAAIAAAAAAAAAAAAAAAAAAAAAAAAAAgAAAEwAAAAAAAAAAAAAAAAAAAD//////////1AAAABEAFMAJAAAACEAAAAlAAAADAAAAA4AAIAoAAAADAAAAAEAAAAiAAAADAAAAP////9GAAAAzAEAAMABAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP5sEC0SGUBNEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAVfChnpHTkrnlzpI5e/WhngCgCEQ+MPpDCEABAgwBAAAAAQAAAhDA2wAAAACWGAAAAAAAAABOw0b/AAAA/wAAAAAAAEEAAAAAZAAAAAIQwNsAAAAAAgAAAAIAAACkcH0/AgAAAAIAAAAAAAAAAAAgQQAAgD8AAAAAAAAAAAAAAAAAAAAAKAAAAAIQwNsDAAAAACAAANaX4z9MOIHAAAAAAKRwfb/Wl+O/TDiBwAABAQBkAAAAAhDA2wAAAAACAAAAAgAAAKRwfT8CAAAAAgAAAAAAAAAAACBBAACAPwAAAAAAAAAAAAAAAAAAAAAoAAAAAhDA2wMAAAAAIAAA1pfjP0w4gcAAAAAApHB9v9aX479MOIHAAAEBAAIQwNsAAAAAAAAA/whAFAM0AAAAKAAAAAIQwNsDAAAAAAAAAAAAAAAAAAAAKMqPSQAAAAAoyo9JkDGDSQABAQAVQBQAEAAAAAQAAAABAAAAKAAAAAwAAAADAAAAIQAAAAgAAABiAAAADAAAAAEAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAABfAAAAOAAAAAMAAAA4AAAAAAAAADgAAAAAAAAAAAIBAAEAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAwAAACcAAAAYAAAAAQAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAQAAABMAAAAMAAAAAgAAADsAAAAIAAAAGwAAABAAAADoIQAA0B4AAFkAAAA0AAAAAAAAAAAAAAD//////////wYAAADoIWgKgTRoCoE02AogItgKWCKgClgi0B49AAAACAAAABsAAAAQAAAAGCMAAJYdAABZAAAAJAAAAAAAAAAAAAAA//////////8CAAAAICI/Hykhlh1YAAAANAAAAAAAAAAAAAAA//////////8GAAAAGSF8HSIhWR09IUodWCE6HXohQx2KIV4dWQAAACwAAAAAAAAAAAAAAP//////////BAAAAIohXh1RIrMe8CGzHrciXh1YAAAANAAAAAAAAAAAAAAA//////////8GAAAAxyJDHekiOh0EI0odHyNZHSgjfB0YI5YdPQAAAAgAAAAbAAAAEAAAAEczAACpCQAAWQAAACQAAAAAAAAAAAAAAP//////////AgAAAPA0oApHM5gLWAAAADQAAAAAAAAAAAAAAP//////////BgAAAC0zqAsKM58L+zKEC+syaQv0MkcLDzM3C1kAAAAoAAAAAAAAAAAAAAD//////////wMAAABkNHAKZDTRCg8zCgpYAAAANAAAAAAAAAAAAAAA//////////8GAAAA9DL6Cesy2An7Mr0JCjOiCS0zmQlHM6kJPQAAAAgAAAA8AAAACAAAAD8AAAAYAAAAEAIAAJgAAABQAwAA9QEAABMAAAAMAAAAAQAAACUAAAAMAAAAAAAAgCUAAAAMAAAABwAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACgAAAAMAAAAAwAAAEYAAAB8AAAAcAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5AwDoQ/x/iUMKQACAJAAAABgAAAD/////AQAAAAAAAAAAAAAAoLsQSX8Se0goAAAADAAAAAEAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAAAnAAAAGAAAAAEAAAAAAAAA////AAAAAAAlAAAADAAAAAEAAAAlAAAADAAAAAgAAIBWAAAAMAAAAM8BAAASAQAAdgIAAFsBAAAFAAAA+BwoEfgcqBVYJ6gVWCcoEfgcKBElAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAiAAAADAAAAP////9GAAAAiAAAAHwAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP2Lv+0OtmKJDKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP2Lv+0OtmKJDBEAAAAwAAAAAAAAAIQAAAAgAAAAcAAAACAAAAEsAAAAQAAAAAAAAAAUAAAAkAAAAJAAAAAAAgD8AAAAAAAAAABIEgD9i7/tDrZiiQwIAAAAMAAAAEAAAAAAAAAAAAAAACgAAABAAAAAAAAAAAAAAAFIAAABwAQAAAwAAANX///8AAAAAAAAAAAAAAACQAQAAAAAAAAQABCJDAGEAbABpAGIAcgBpAAAAAAAAACADJBAAAAAAAAAAAAAAAAAAAAAAAAAAADFNYXT/////AAAAAAAAAAAAAAAAAAAAAODV1xkAAAAAVVQZ/v4HAACUAMYbAAAAAHwAAAAAAAAAgB8AAAAAAAAuEhb+/gcAACIAAAAAAAAAAAAAAAAAAABYf/weAAAAAIA/AAAAAAAAgCEdEAAAAAAmLQL8/gcAAIA/AAAAAAAAcy4X/v4HAACUAMYbAAAAANjZKgAAAAAAAQAAAAAAAABpERX+/gcAAIAhHRAAAAAARfQB/P4HAACAAMYbAAAAADMmFf7+BwAAkH78HgAAAAAAcdgfAAAAAFh//B4AAAAApkAhy/////+oJwS4/////32FGf7+BwAAAAAAAAAAAAD0Gxb+/gcAAJB+/B4AAAAAAHHYH2R2AAgAAAAAJQAAAAwAAAADAAAAFgAAAAwAAAAYAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACVAAAAGQAAAD4AQAAHAEAAEwCAABQAQAAAgAAAAAAAAAAAAAAAAAAAAAAAAAEAAAATAAAAAAAAAAAAAAAAAAAAP//////////VAAAAEUAUwAxADIAFQAAABQAAAAWAAAAFgAAACUAAAAMAAAADgAAgCgAAAAMAAAAAwAAACIAAAAMAAAA/////0YAAADMAQAAwAEAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAASBIA/Yu/7Q62YokMqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAAB/6HIfkdOSOeXOkjk58HKf/V8IRAOgIEQIQAECDAEAAAABAAACEMDbAAAAAJYYAAAAAAAAAE7DRv8AAAD/AAAAAAAAQQAAAABkAAAAAhDA2wAAAAACAAAAAgAAAKRwfT8CAAAAAgAAAAAAAAAAACBBAACAPwAAAAAAAAAAAAAAAAAAAAAoAAAAAhDA2wMAAAAAIAAA1pfjP0w4gcAAAAAApHB9v9aX479MOIHAAAEBAGQAAAACEMDbAAAAAAIAAAACAAAApHB9PwIAAAACAAAAAAAAAAAAIEEAAIA/AAAAAAAAAAAAAAAAAAAAACgAAAACEMDbAwAAAAAgAADWl+M/TDiBwAAAAACkcH2/1pfjv0w4gcAAAQEAAhDA2wAAAAAAAAD/CEAVAzQAAAAoAAAAAhDA2wMAAAAAAAAAAAAAAAAAAACQmI9JAAAAAJCYj0l4hJ5JAAEBABVAFQAQAAAABAAAAAEAAAAoAAAADAAAAAEAAAAhAAAACAAAAGIAAAAMAAAAAQAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAAF8AAAA4AAAAAQAAADgAAAAAAAAAOAAAAAAAAAAAAgEAAQAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAABAAAAJwAAABgAAAADAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAADAAAAEwAAAAwAAAACAAAAOwAAAAgAAAAbAAAAEAAAANghAACPKAAAWQAAADQAAAAAAAAAAAAAAP//////////BgAAANgh7zxcOO88XDh/PBAifzxIIrc8SCKPKD0AAAAIAAAAGwAAABAAAAAIIwAAySkAAFkAAAAkAAAAAAAAAAAAAAD//////////wIAAAAQIiAoGSHJKVgAAAA0AAAAAAAAAAAAAAD//////////wYAAAAJIeMpEiEGKi0hFSpIISUqaiEcKnohASpZAAAAKAAAAAAAAAAAAAAA//////////8DAAAAQSKsKOAhrCinIgEqWAAAADQAAAAAAAAAAAAAAP//////////BgAAALciHCrZIiUq9CIVKg8jBioYI+MpCCPJKT0AAAAIAAAAGwAAABAAAAAiNwAArz0AAFkAAAAkAAAAAAAAAAAAAAD//////////wIAAADLOLc8IjfAO1gAAAA0AAAAAAAAAAAAAAD//////////wYAAAAIN7A75Ta5O9Y21DvGNu87zzYRPOo2ITxZAAAAKAAAAAAAAAAAAAAA//////////8DAAAAPzjoPD84hzzqNk49WAAAADQAAAAAAAAAAAAAAP//////////BgAAAM82Xj3GNoA91jabPeU2tT0IN789IjevPT0AAAAIAAAAPAAAAAgAAAA/AAAAGAAAAA8CAACBAgAAjgMAAN0DAAATAAAADAAAAAEAAAAlAAAADAAAAAAAAIAlAAAADAAAAAcAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAoAAAADAAAAAEAAABGAAAAfAAAAHAAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SOQAAAAAAAAAAkdOSOQMA6EP/P0VECkAAgCQAAAAYAAAA/////wEAAAAAAAAAAAAAAKC7EEl/EntIKAAAAAwAAAADAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAJwAAABgAAAADAAAAAAAAAP///wAAAAAAJQAAAAwAAAADAAAAJQAAAAwAAAAIAACAVgAAADAAAADPAQAAFAMAAHYCAABdAwAABQAAAPgcSDH4HMg1WCfINVgnSDH4HEgxJQAAAAwAAAAHAACAJQAAAAwAAAAAAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAAIgAAAAwAAAD/////RgAAAIgAAAB8AAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD9i7/tDF8xRRCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD9i7/tDF8xRRARAAAAMAAAAAAAAACEAAAAIAAAAHAAAAAgAAABLAAAAEAAAAAAAAAAFAAAAJAAAACQAAAAAAIA/AAAAAAAAAAASBIA/Yu/7QxfMUUQCAAAADAAAABAAAAAAAAAAAAAAAAoAAAAQAAAAAAAAAAAAAABSAAAAcAEAAAEAAADV////AAAAAAAAAAAAAAAAkAEAAAAAAAAEAAQiQwBhAGwAaQBiAHIAaQAAAAAAAAAgAyQQAAAAAAAAAAAAAAAAAAAAAAAAAAAxTWF0/////wAAAAAAAAAAAAAAAAAAAADg1dcZAAAAAFVUGf7+BwAAlADGGwAAAAB8AAAAAAAAAIAfAAAAAAAALhIW/v4HAAAiAAAAAAAAAAAAAAAAAAAAWH/8HgAAAACAPwAAAAAAAIAhHRAAAAAAJi0C/P4HAACAPwAAAAAAAHMuF/7+BwAAlADGGwAAAADY2SoAAAAAAAEAAAAAAAAAaREV/v4HAACAIR0QAAAAAEX0Afz+BwAAgADGGwAAAAAzJhX+/gcAAJB+/B4AAAAAANDXHwAAAABYf/weAAAAAKZAIcv/////qCcEuv////99hRn+/gcAAAAAAAAAAAAA9BsW/v4HAACQfvweAAAAAADQ1x9kdgAIAAAAACUAAAAMAAAAAQAAABYAAAAMAAAAGAAAABIAAAAMAAAAAQAAABgAAAAMAAAAAAAAAlQAAABkAAAA+AEAAB4DAABMAgAAUgMAAAIAAAAAAAAAAAAAAAAAAAAAAAAABAAAAEwAAAAAAAAAAAAAAAAAAAD//////////1QAAABFAFMAMQAxABUAAAAUAAAAFgAAABYAAAAlAAAADAAAAA4AAIAoAAAADAAAAAEAAAAiAAAADAAAAP////9GAAAA7AAAAOAAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP2Lv+0MXzFFEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SOQAAAAAAAAAAkdOSOQFgG0QCICFECEABAjQAAAAoAAAAAhDA2wAAAACQAAAAAAAAAABOw0YAAABBAAAAAAIQwNsAAAAAAAAA/whAFgMsAAAAIAAAAAIQwNsCAAAAAAAAAAAAAAAAAAAAAAC9QwBnj0gAAQEAFUAWABAAAAAEAAAAAQAAACEAAAAIAAAAYgAAAAwAAAABAAAAOgAAAAwAAAAIAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAXwAAADgAAAABAAAAOAAAAAAAAAA4AAAAAAAAAAAiAQBwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAEAAAAlAAAADAAAAAUAAIBXAAAAJAAAAEkCAABgAgAAkgIAAPsCAAACAAAA0CZAKNImZC0lAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAoAAAADAAAAAEAAAA6AAAADAAAAAoAAABGAAAANAEAACgBAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SOQAAAAAAAAAAkdOSOf/fG0QCwNJDCEABAqAAAACUAAAAAhDA2wAAAACUEAAAAAAAAABOw0b/AAAAAAAAQQAAAABkAAAAAhDA2wAAAAACAAAAAgAAAKRwfT8CAAAAAgAAAAAAAAAAACBBAACAPwAAAAAAAAAAAAAAAAAAAAAoAAAAAhDA2wMAAAAAIAAA1pfjP0w4gcAAAAAApHB9v9aX479MOIHAAAEBAAIQwNsAAAAAAAAA/whAFwMsAAAAIAAAAAIQwNsCAAAAAAAAAAAAAAAAAAAAAAC9QwBnj0gAAQAAFUAXABAAAAAEAAAAAQAAACgAAAAMAAAAAwAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAAF8AAAA4AAAAAwAAADgAAAAAAAAAOAAAAAAAAAAAAgEAAQAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAADAAAAJwAAABgAAAABAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAABAAAAEwAAAAwAAAACAAAAOwAAAAgAAAAbAAAAEAAAACgnAABQGgAAWQAAACgAAAAAAAAAAAAAAP//////////AwAAAConBR+6JgYfuCZRGj0AAAAIAAAAGwAAABAAAADpJwAAzB0AAFkAAAAkAAAAAAAAAAAAAAD//////////wIAAADyJnUf+iXNHVgAAAA0AAAAAAAAAAAAAAD//////////wYAAADqJbId8yWQHQ4mgB0pJnAdSyZ5HVsmlB1ZAAAAKAAAAAAAAAAAAAAA//////////8DAAAAIifpHsIm6R6IJ5QdWAAAADQAAAAAAAAAAAAAAP//////////BgAAAJgneR26J3Ad1Sd/HfAnjx35J7Ed6SfMHT0AAAAIAAAAPAAAAAgAAAA/AAAAGAAAAF0CAACkAQAAgQIAAPkBAAATAAAADAAAAAEAAAAlAAAADAAAAAAAAIAlAAAADAAAAAcAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAoAAAADAAAAAMAAABGAAAAyAAAALwAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SOQAAAAAAAAAAkdOSOQLgO0QCwNJDCEABAjQAAAAoAAAAAhDA2wAAAACQAAAAAAAAAABOw0YAAABBAAAAAAIQwNsAAAAAAAAA/whAGAMsAAAAIAAAAAIQwNsCAAAAAAAAAAAAAAAAAAAA//9/P6AhhUkAAQGBFUAYABAAAAAEAAAAAQAAADoAAAAMAAAACAAAACQAAAAkAAAAAACAPQAAAAAAAAAAAACAPQAAAAAAAAAAAgAAAF8AAAA4AAAAAwAAADgAAAAAAAAAOAAAAAAAAAAAIgEAcAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAJQAAAAwAAAADAAAAJQAAAAwAAAAFAACAVwAAACQAAADLAgAAgQEAABMDAAD7AgAAAgAAAPAuUBrwLmctJQAAAAwAAAAHAACAJQAAAAwAAAAAAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAAKAAAAAwAAAADAAAAOgAAAAwAAAAKAAAARgAAAMgAAAC8AAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAOXOkjkAAAAAAAAAAJHTkjn/3xxE/j/UQwhAAQI0AAAAKAAAAAIQwNsAAAAAkAAAAAAAAAAATsNGAAAAQQAAAAACEMDbAAAAAAAAAP8IQBkDLAAAACAAAAACEMDbAgAAAAAAAAAAAAAAAAAAAIDP3kj//38/AAEBABVAGQAQAAAABAAAAAEAAAA6AAAADAAAAAgAAAAkAAAAJAAAAAAAgD0AAAAAAAAAAAAAgD0AAAAAAAAAAAIAAABfAAAAOAAAAAMAAAA4AAAAAAAAADgAAAAAAAAAACIBAHAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACUAAAAMAAAAAwAAACUAAAAMAAAABQAAgFcAAAAkAAAATwIAAIQBAAAXAwAAzAEAAAIAAAAwJ4AaLS+AGiUAAAAMAAAABwAAgCUAAAAMAAAAAAAAgCQAAAAkAAAAAACAQQAAAAAAAAAAAACAQQAAAAAAAAAAAgAAACgAAAAMAAAAAwAAADoAAAAMAAAACgAAAEYAAADIAAAAvAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAqQAAAJAAAABgAAADlzpI5AAAAAAAAAACR05I5AWAbRAIgNUQIQAECNAAAACgAAAACEMDbAAAAAJAAAAAAAAAAAE7DRgAAAEEAAAAAAhDA2wAAAAAAAAD/CEAaAywAAAAgAAAAAhDA2wIAAAAAAAAAAAAAAAAAAACAz95I//9/PwABAQEVQBoAEAAAAAQAAAABAAAAOgAAAAwAAAAIAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAXwAAADgAAAADAAAAOAAAAAAAAAA4AAAAAAAAAAAiAQBwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAMAAAAlAAAADAAAAAUAAIBXAAAAJAAAAEkCAACwAgAAEQMAAPgCAAACAAAA0CZALc0uQC0lAAAADAAAAAcAAIAlAAAADAAAAAAAAIAkAAAAJAAAAAAAgEEAAAAAAAAAAAAAgEEAAAAAAAAAAAIAAAAoAAAADAAAAAMAAAA6AAAADAAAAAoAAABGAAAAfAAAAHAAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAKkAAACQAAAAYAAAA5c6SOQAAAAAAAAAAkdOSOQFAM0T//wNECkAAgCQAAAAYAAAA/////wEAAAAAAAAAAAAAAOCaEUl/EntIKAAAAAwAAAABAAAAJAAAACQAAAAAAIA9AAAAAAAAAAAAAIA9AAAAAAAAAAACAAAAJwAAABgAAAABAAAAAAAAAP///wAAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAAIAACAVgAAADAAAADMAgAADwIAAHQDAABYAgAABQAAAMgs+CDILHglODd4JTg3+CDILPggJQAAAAwAAAAHAACAJQAAAAwAAAAAAACAJAAAACQAAAAAAIBBAAAAAAAAAAAAAIBBAAAAAAAAAAACAAAAIgAAAAwAAAD/////RgAAAIgAAAB8AAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAAAAAAAAAAAAgD8AAAAAAAAAACpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD9Ujz1EHYwQRCpAAAAkAAAAGAAAAAAAgD8AAAAAAAAAABIEgD9Ujz1EHYwQRARAAAAMAAAAAAAAACEAAAAIAAAAHAAAAAgAAABLAAAAEAAAAAAAAAAFAAAAJAAAACQAAAAAAIA/AAAAAAAAAAASBIA/VI89RB2MEEQCAAAADAAAABAAAAAAAAAAAAAAAAoAAAAQAAAAAAAAAAAAAABSAAAAcAEAAAMAAADV////AAAAAAAAAAAAAAAAkAEAAAAAAAAEAAQiQwBhAGwAaQBiAHIAaQAAAAAAAAAgAyQQAAAAAAAAAAAAAAAAAAAAAAAAAAAxTWF0/////wAAAAAAAAAAAAAAAAAAAADg1dcZAAAAAFVUGf7+BwAAlADGGwAAAAB8AAAAAAAAAIAfAAAAAAAALhIW/v4HAAAiAAAAAAAAAAAAAAAAAAAAWH/8HgAAAACAPwAAAAAAAIAhHRAAAAAAJi0C/P4HAACAPwAAAAAAAHMuF/7+BwAAlADGGwAAAADY2SoAAAAAAAEAAAAAAAAAaREV/v4HAACAIR0QAAAAAEX0Afz+BwAAgADGGwAAAAAzJhX+/gcAAJB+/B4AAAAA4EDYHwAAAABYf/weAAAAAKZAIcv/////qCcEvP////99hRn+/gcAAAAAAAAAAAAA9BsW/v4HAACQfvweAAAAAOBA2B9kdgAIAAAAACUAAAAMAAAAAwAAABYAAAAMAAAAGAAAABIAAAAMAAAAAQAAABgAAAAMAAAAAAAAAlQAAABkAAAA9gIAABkCAABKAwAATQIAAAIAAAAAAAAAAAAAAAAAAAAAAAAABAAAAEwAAAAAAAAAAAAAAAAAAAD//////////1QAAABFAFMAMQA1ABUAAAAUAAAAFgAAABYAAAAlAAAADAAAAA4AAIAoAAAADAAAAAMAAAAiAAAADAAAAP////9GAAAAxAAAALgAAABFTUYrKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAEgSAP1SPPUQdjBBEKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAK0AAAAwAAAAAAAAAHkAGAAwAAAAAAAAAIUAFAAwAAAAAAAAAHkAJAAwAAAAAAAAAKkAAACQAAAAYAAAAAACAPwAAAAAAAAAAAACAPwAAAAAAAAAAIUAHAAwAAAAAAAAABEAAAAwAAAAAAAAASwAAAEAAAAAwAAAABQAAACAAAAABAAAAAQAAABAAAAAAAMD/AADA/wEAQAABAEAAAADA/wAAwP8BAEAAAQBAACEAAAAIAAAAYgAAAAwAAAABAAAASwAAABAAAAAAAAAABQAAAEwAAABkAAAAAAAAAAAAAADXCQAAqQgAAAAAAAAAAAAA2AkAAKoIAAApAKoAAAAAAAAAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAiAAAADAAAAP////9GAAAAHAAAABAAAABFTUYrAkAAAAwAAAAAAAAADgAAABQAAAAAAAAAEAAAABQAAAA=)

| Interface | Between | | Description |
| --- | --- | --- | --- |
| ES2+ | Operator | SM-DP+ | Used by the Operator to order Profiles for specific eUICCs as well as other administrative functions.  NOTE: this interface is out of scope of this specification. |
| ES6 | Operator | eUICC | Used by the Operator for the management of Operator services via OTA services. |
| ES8+ | SM-DP+ | eUICC | Provides a secure end-to-end channel between the SM-DP+ and the eUICC for the administration of the ISD-P and the associated Profile during download and installation. It provides Perfect Forward Secrecy. |
| ES9+ | SM-DP+ | LPD | Used to provide a secure transport between the SM-DP+ and the LPA (LPD) for the delivery of the Bound Profile Package and the delivery of Remote Profile Management Commands. |
| ES10a | LDSd | eUICC | Used between the LDSd and the LPA Services to handle a Profile discovery. |
| ES10b | LPDd | eUICC | Used between the LPDd and the LPA services to transfer a Bound Profile Package to the eUICC. This interface plays no role in the decryption of Profile Packages. |
| ES10c | LUId | eUICC | Used between the LUId and the LPA services for Local Profile Management by the End User. |
| ES11 | LDS | SM-DS | Used by the LDS to retrieve Event Records for the respective eUICC. |
| ES12 | SM-DP+ | SM-DS | Used by the SM-DP+ to issue or remove Event Registrations on the SM-DS. |
| ES15 | SM-DS | SM-DS | Used in the case of deployments of cascaded SM-DSs to connect those SM-DSs. |

Table 7: Interfaces Descriptions

## 3.2 Testing Execution

This chapter aims to describe the different testing environments and equipments to allow the test cases to be executed.

To permit the execution of the different test cases described in this Test Plan, specifics simulators SHALL be used. The simulators that have been defined are listed hereafter:

 S\_Device: the Device Simulator used to send some commands to the eUICC under test using ISO/IEC 7816-4 [7] on the contact interface

 S\_SM-DP+: the SM-DP+ Simulator

 S\_SM-DS: the SM-DS Simulator

 S\_MNO: the MNO Simulator

 S\_LPAd: the LPAd Simulator

 S\_LPAe: the LPAe Simulator

 S\_EndUser: the End User Simulator that acts as an End User. This simulator MAY be either a person (i.e. a Tester) or a software that simulates the End User interactions.

 S\_CLIENT: the HTTPs client Simulator for the purpose of TLS testing. The S\_CLIENT MAY be S\_SM-DP+, S\_SM-DS depending on the component under test.

 S\_SERVER: the HTTPs server Simulator for the purpose of TLS testing. The S\_SERVER MAY be S\_SM-DP+ or S\_SM-DS depending on the component under test.

 Implementation of these simulators remains under the responsibility of the test tool providers.

 The aim of all the test cases is to verify the compliance of an Actor/Component (i.e. eUICC, SM-DP+, Alternative SM‑DS, Root SM‑DS, LPAe, LPAd, Device).

Following notations are used:

 S\_ComponentName for a simulated component

 ComponentName for the Implementation Under Test (IUT)

 Where ComponentName is indicated by CLIENT, SERVER

 Depending on the component under test, the CLIENT MAY be the SM-DP+ or the SM-DS. The Operator component is currently out of scope.

* Depending on the component under test, the SERVER MAY be the SM-DP+ or the SM-DS. The Operator component is currently out of scope.
* The use of "-- optional" in any ASN.1 elements defined within this document indicate that the test tool SHALL allow for the value either being present with that value, or being absent.

### 3.2.1 eUICC - Test Environment

The following test environment is used for all eUICC test cases as defined in chapter 4.2 and 5.2 (unless it is specified differently in the specific test case). Following conditions apply:

 Removable eUICC is used

 In the scope of this Test Plan, the eUICC SHALL support Java cardTM

 EUM SHALL provide products with one of the form factors specified in ETSI TS 102 221 [5]

 EUM SHALL provide products compliant with Annex G.2 – eUICC Initial States

 LPAd / MNO / SM-DP+ / SM-DS / Device Simulators SHALL be implemented by the test tools
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The reference of this Test Environment is TE\_eUICC.

### 3.2.2 SM-DP+ and SM-DS - Test Environment

The following test environment is used for all SM-DP+ and SM-DS Interfaces related test cases as defined in chapter 4.3 and 4.5 (unless it is specified differently in the specific test case). Following conditions apply:

 SM-DS / SM-DP+ / LPA Simulators SHALL be implemented by the test tools

 Simulators act as a RSP server or a RSP client

 Definition of the TLS parameters/configuration is provided

 JSON (and ASN.1) input data are used (NOTE: ASN.1 format is out of scope of this specification)

#### 3.2.2.1 Test environment for SM-DP+ under test

Test Environment reference:

 TE\_P1 (SM-DP+ on ES12)

**SM-DP+**

***S\_SM-DS***

ES12

Test Environment reference:

 TE\_P2 (SM-DP+ on ES9+)

***S\_LPAd***

ES9+

**SM-DP+**

#### Test Environment reference:

 TE\_P3 (SM-DP+ on ES2+)

**SM-DP+**

***S\_MNO***

ES2+

***S\_LPAd***

ES9+

***S\_SM-DS***

ES12

#### 3.2.2.2 Test environment for SM-DS under test

Test Environment reference:

 TE\_S1 (SM-DS on ES11)

ES11

***S\_LPAd***

**SM-DS**

Test Environment reference:

 TE\_S2 (SM-DS on ES12)

ES12

**SM-DS**

***S\_SM-DP+***

Test Environment reference:

 TE\_S3 (SM-DS on ES12 and ES11)

ES11

ES12

***S\_LPAd***

**SM-DS**

***S\_SM-DP+***

Test Environment reference:

 TE\_SA1 (Alternative SM-DS on ES12 and ES15)

**SM-DS  
(alt)**

**(**

***S\_SM-DP+***

ES12

***S\_SM-DS  
(root)***

ES15

Test Environment reference:

* TE\_SA2 (Alternative SM-DS on ES12, ES15 and ES11)

**SM-DS  
(alt)**

**(**

***S\_SM-DP+***

ES12

***S\_SM-DS  
(root)***

ES15

***S\_LPAd***

ES11

Test Environment reference:

 TE\_SR1 (Root SM-DS on ES15)

ES15

***S\_SM-DS  
(alt)***

**SM-DS  
(root)**

**(**

Test Environment reference:

 TE\_SR2 (Root SM-DS on ES15 and ES11)

ES11

ES15

***S\_SM-DS  
(alt)***

***S\_LPAd***

**SM-DS  
(root)**

**(**

### 3.2.3 Device/LPAd - Test Environment

The following test environment is used for all LPAd Interfaces related test cases as defined in chapter 4.4 and 5.4 (unless it is specified differently in the specific test case). Following conditions apply:

 The Device contains an eUICC configured with Test Certificates and Test Keys

 The Test eUICC is either soldered or removable. In case the eUICC is removable, it SHALL NOT be removed during testing

 The Test eUICC is only used for LPAd testing and SHALL not be considered as an IUT

 The Test eUICC SHALL not support LPAe

 The Test eUICC SHOULD be compliant with the GSMA RSP Technical Specification [2]

 SM-DP+ Simulator(s) SHALL be implemented by the test tools

 SM-DS Simulator(s) SHALL be implemented by the test tools

 End User Simulator SHALL be used (S\_EndUser)

 No modification of the Device HW is required

 If the IUT is a Companion Device it has to be connected to a Primary Device as defined by the Device Vendor. The Device Vendor SHALL provide detailed information about which RSP functionality requires a Primary Device.

 No modification of the Device OS is required for the usage of S\_EndUser

 Test Root Certificate SHALL be configured in the Device

#### 3.2.3.1 General (Device/LPAd) Test Environment

![C:\Users\okäthler\Desktop\Consumer Devices\phase 2\RSP TEST\pic3231.png](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAA/EAAAEcCAMAAAC4WsTSAAAAK3RFWHRDcmVhdGlvbiBUaW1lAE1pIDEwIE1haSAyMDE3IDE3OjAzOjI3ICswMTAwJptgOgAAAAd0SU1FB+EFCg8FFa1nWgAAAAAJcEhZcwAACxIAAAsSAdLdfvwAAAAEZ0FNQQAAsY8L/GEFAAAA3lBMVEX///9mZGRcXFz/Zmb/sLD/wsL/19f/urr/pKT/9vb19fX/3d3/0dH/4+P/ysr/8fH/6Oj/7e17dHTr6+thYWHHx8fMzMy3t7f6+vqUlJSKiopra2t2dnZmZmbw8PCysrKamprg4OCPj4+kpKSfn597e3vW1ta8vLxxcXGFhYWpqamtra3l5eWAgIDCwsLb29vR0dGNjY3x8fHs7OzV1dW+vr6enp61tbWrq6vGxsbm5ubh4eHOzs5lZWW4uLiSkpKgoKCLi4usrKyvr6+oqKicnJyEhISXl5d5eXl4eHjNnetbAAAAAXRSTlMAQObYZgAAGYpJREFUeNrtnWtD27i6hbN1ZqbT7Jk5++xSoKXFQKAtQ1vKJQQGJoGEXOb//6ETS7IuviSy/doO1no+tIktbHlFS5dXst3pAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAICf/MFCQf6AoLf9ATlLSCyjrg4KwDhQlhUFOUhjKJy1wPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDFwPC1wPDFwPDEv2vGDoOkcJIDjiYHjiXnBjp+Eb2+eN52LGNU7ftDrjea98bBAwiAkJWG4OeN4gWSYvasJQasqohsjbo6sUAhKJqdjrgOTgevBp6HjH+WJ4mrnORAlVTu+N4veVD8KciYcLMT3x1hCufk55SBjplnMrRSThd41eu5XRp2O3xhxc2SFRlAiOR1zbV55iKtTn8LEY/5xzk9i7FtkyVw11Tp+MDOFyplwlipwT/1GKYeZxX6aXtauxaReQatw/AaJ65wVKkFJzuGc6/iVO2ddC7yIVa8Dvq+JUX6ljh8sHIVKSzhMK1oZWy2JTZ4yd1Uldm2O3yBxnbNCJijFOdxzHbvumeMJgrjeY71vXIFSJfSkKp+ybhyNRuGnRb6EE6Xw1Eg5UltTWukgUShVqUzscv3ZaAStwPEbJK5zVsgEpZDTOdfxK+85nuCZH97Q2+hPPVZZBvPrSVQ+RR/xiUdFBlOrbDkk5BtnWjQOF58Pj9gw6zg8ujKe2z9PL6pTh5N5spEnnESpy/EbJK5zVugEJZDTPdfGlecK/U51jaqKXwSvXBsJ41fp+JlVjw1yJuSaxJWaqY1pdfLcbHhkp22R3DWK1dTDBXOPxhQTlN7xGySuc1boBCWQ0z3XiaibI7zyFMG5UfwQuToLpFToeDF2eSyakJepyZNVKHk/adrL+gVmVjd1YHZQzV2TmNyTWP1bgaDkjt8gcZ2zQihoeTlz5HqWlnIgJyknvfnjs9UlGo57o144ZDe6kqsDd8u/mE/tKcLlpum8ZxxYnm/yOC0Z4K/Q8YFrPZaaUPwiw5HVAefCDedZvxXTlWrI1DiuuSt+vh7lkKomx2+QuM5ZIRS0vJw5cs1Tju1tY1FZjkUwYGHsFcIsN7kG7gYqfKIq2kBvGprni/1idHpSOt7BSqkJA9Fr7Jnl7FH8SLOUX0AfR+sh2vJpYtez0faHjCiHVLU6fiPEdc4KoaBUjnfJtUgZ6/ZP+R9PI2Oq3caM30gPg1YF7sbGlEFg7JUsBvp8ciy1sY6XkxoOgZy0hLJ3+Ww0OQNRTvtpv4D6EyPrga44rV0i7qQ7TAvKJqqucfwGieucFTpBCeR0znUi6hYSDojmUQBTH2doz/g5BO4GZmpRJqfWEUbqfCMRVS157VU6XmZwtrZOSks4F01OYPR2RqL5CbIu24ot9a1Cae4SXSydbli+3lwrKL3jN0hc56zQCUogp3OuxZXHAvW8fjR8ObMPqnatDdyJnsCkP5xM5UGE4afLc8119Wuc72ldhgvoSVQ+1aTvaJg/Ie8dTYQdjTnkmWqgktixJWuoZu4Sv8rYPjvJBWcLSu/4DRLXOSt0ghLI6Zxre8Vdz7j6sCKI9vPNYrz4tPToUHp/XeBuoH+C/nCoDz3WfxeY5xuPpyWXi1a6Akd1Txbj3AmjXo6WcyYv3zW2ZBZKvSt4UhXlUNTa4ckXK24RoRC0ghU4myOue1bIBKWQ0zXXluGlBMLaogY0uuyLRHPPP64I3I0TNexM66p+Fet8VehJVj51COIxZ8IgqvtUdFK1Pq6xJSNCJ3Y9yeVVTMZD4mMukuVi9a2r3xRx82SFSlASOd1yHVtxpwNpkVN7UQsijSxF0ptXBe568V1jo9J4VhWDeb4q9KQrn4HqEk3yJVRFcC4rVhETCaXRGk1HEcN+SnhER+h6zIYbfpwwPEXAucZ75zZE3FxZIRKURk6nXNtlRw6izZWJ3L5zpUk0zHZbcSfHFlPVu4w6WUHw/KRro8yVkER6UpbP6P7LtWayE8rYklTr0RBQx5YMywb9ZGzJ6GMZQVVe2AfJn5LpH6gCQSu6P34jxM2ZFRJBqeR0yHXiynmmlBej9YtqazTymekvq1bcRR3NyPPxIvmkt9LMhlT/RIwohrF29aWVcBbVvGOhluiIqtZGB+CZKqOLmCpjLZMVfJnLTutzwvALghWi9T4RYxPEzZsVCkHJ5Fyf6/iVhwRmk6tqRWur64o7FUAU0QR9i5PY2Euerwo9icun8JtDUMdIqC4xEFWwrkh1bEnf6hWW0aFVw6qjBepo815IYjKGdMVd/U+9al7c/FkpLyihnGtyPUzb/Wz0CwaqVrQ672P9JSHe2EyohxaDvt3xnEVtk3W+SvQkLp/iKhzWuOiEKrYUrXHU33VsaRwNNOehVpNYGZQzJf1+StjJZMRIV4/U7fjGxS2QlfKCUg47V+c6EXUL4aMguUxzrNz4qDpI/WienX9MFL+RLZ5cqstLIa9y5/Fna5nnq0TPShzvsD5DJzSmhXWdN9bf1y8Kk2uZgpRdNgtG+vShZhzfoLgFslJeUHLHB6t3xzY+GZWEDtyZw3Vjhbd0vA4OBvE236hAR8aR089XiZ7E5XOkepHOCef6ElX30qwws/5YVZzysXaiXkwNvkhoV9zV7/jGxS2QlfKCEsq5JteJqBvPk1FotEfNpAvD1UJVPY5PCbyr6bp0x1NWpVU5fqKzzbs9mXOJ6QlVbMkIIYkrzlwUZkZYhnJ1hRz6xNeL2ednpE8fqsPxGySuc1ZoBS0pZ45cx6NuIVbFqOXjYorRkbXiTvSIVFjYmHRTKOFTn5SRWRGT6UlQPpdXv3gMrzGYpvYA1yQ0asEoljFS6VNXTIjwyIhH56KWKxI50YuKaV1ypbKDoLSO3yBxnbNCK2hJOd1zLW+jD6wHd6cH7qSYU+N2OHkQ+fiQ5+UZg8eF0RZNZrKvr6byxKoguXU45kEU0sBdZY5Pv4fINaERW1ITw0NDm5TIamxaI+RJGr7OwF0tjt8gcZ2zQitoSTndcx2/cl41moE0w43W6ryF0ZIkV37ItmhZ88wexxPxEO2Fcb5wXmn+FJVaysBdZY53ljQ1odm7DOwj8C+ZsSWTR3tXxvmXjp9RrhOrw/EbJG7lhq/E8e657qVdtxlIM91oLPsYW8d9Sje8XfOM05L24+erRk+C8mnd47vo5Uw4Ny+RqQqwvy62ZP6KOjKyKnBHTh2O3yBxnbNCK2hJOd1zHb9yvZ5B9hlNN+oOgXgAjhpIDm0fq7v1DMdHt/PYz9Se9+Pnq0ZPivIZKFVnvWHehGGhXESXONIVYPQwtpTDGCvoZqNHq9W2injV1BKr3yBxnbNCKmhZOZ1zHVuYyetGbspoWB1+VkE5OYBfVoih4xfGkcfK84up9u5wrjbqtFPl+SdRaK3zVaMn1Y0K4+VoZOJQDJwTvgDqmp3bIHGrPUNVs3PV5HrSy3qJ3TAI456T+JgpeO71noPktt64oneo4N2yxODdssS84HfLbiRwPDFwPDFwPC31OT5Ioemrr4BmHN9icetxfIsFjFGb4+MTFKzOcFqNNOL4Notbi+PbLGCMuhw/YJ5o2oTjWy1uHY5vtYAx6nJ8kKop9dMTNoAmHN9qcetwfKsFjFGX44ejFCp7V1mDNOH4Votbh+NbLWAMxOqJQayeGMTqaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaYHjiYHjiYHjaUkvoH8zUJC/O1CUlL8hJykZBXSTOdrbbToL7eI7O286C63i6AsKKCWHjPWazkOr2N1jJ03noU38YOys6Ty0im/Lnslh05loE72loJ+bzkSLOGFs603TmWgR2+FYBG0SHYdbS0ExUCLjc1hA3zedixZxwsMPO01noz2854JioETEcowUst10PlrDZxFw3NpvOiNtYVsK+rXpjLSEM6EnOk1EyBqUsaOmc9ISICgt+1tSzz+bzklL2FHTiug2kXCmBP3RdFZawUEk5xaiyxTsf1QFFN0mClSTxNgJBC3PoV7pctp0XlpBz1g7hFgTAUeGoIiGlue9oefbpjPTAowWCZPyFPww9dxDNLQs25ae3aaz8/J5Zy0QxqR8WXZPLEHRayoJ9CTmkNmgG1qSnZig6DWVA3oScxQTFJPy5bAHSQg2lUXNdEZ8azpHL5wfLA7mkEtxkBAUU55l6CX0xO0KpThhKKGUHCb1xG2eJUh0mRAMLYeMg34R/SWhLiblSyBr0BPjXxY0nakXjBx0fhADJPHluOlMvWB2hZJ7YmH9wRnCoSWRdygci7795w8IjZRDdpmOhJ7fv4mveNZIYWQcdOet0FVWAAiHFqW7J/udsoTKLtRB0/l6sYhe0tZXqaesADCFXBQZB/2y+0lGlT9B0VLIMNOOjN99j5aLoQotxnbU6TyWuiqBQSHOolBd5Pgo0gxFC6GboMjxh1uoQouz+yUK1YmSeha1UR8xTirEviqOyvH7QtEtBO+KIMNMn7Tjo0YJ8x9F2FHtT+T4zluEmkqwowrouWqJvqttIC9dod27juF4ObLHIocifFGzm8rxHRGv32o6ay+TY1UY3whpw42nGHgWZV9H5pXjZfQeC++K8FH1j7Tjv/KO6cems/Yy+azMbTj+ayizeoYgSyHa1727XX4bPPzVuVLbru5uGLu9bvrKGuJIxUC04/ljglVgJK+ey6338ReeJLe0Fa4nX1WrHd8Jwk/yYTj55fSb3VBRvmbRcHzn68FpYAzjL/uGip2rvvrywG7uw+J3Y8jcZ9fdTvf64uKvpq+tEbpH7KPwtuH47qk17MylZ/f81izEqVtazJuT5VCTB+kMx3c+n57qNU255ASd80/iGeDdFYOjrq3YQH65Y7dyy4NKcMvu+f+XF/KDtxiOj5NDz87g4fo2ljyxpdUcysU2wvFpj7nLIyfQ2B2ixD7j2734csWYasfvZIIHdie3nLML+8kFvmm+wvHuenIuE7/LpYdFWASUD9J25ZMTSNwd3xVf+ubGCyb2sKtoyw0b2Mdo+gJrxt3x2XqmJk/f0nqcHb9WTiBwd3zaxgcm/mXGFnZpJW/6AmvG3fFpGx/g+BjOjk/b+OCdXA6IeZD0lUxZkuqIvAiG3pohFMYerORNX2DNFHF8XM/M5HC8SU45gUCsdUh/lV+qpGEIVEfnWCIds7v1vmme2/EpemYmh+NNcsoJBK6OV5+uw/R38XTd1D/q+Ke5eFxo+qOWXfVMSZ61pfU4On6dnPf9i2VTdB79nfzLFSPa9uLo+K4W5iL8gxtz3v3CiI/67nixcjF9rbKrnsnkmVtaj5vj18jZvb296nQfltt5jOle/eW1h4p+cyuh91qYS64pG6jwfDgLcpf2R/xr0xdYM46OX6lnMnnmltYjHseY+jppdzkvbvh/fcYuYn/poaJuJfTKnOfoDkSAX7n8ihkBeji+tJ6J5NlbWo+6uTOJs5yDaH1YFNaD47NLaHLVcsi9qEcvoocQLftL0UKnSxG5Y0mavtJ6INFTJU8eoOnrq5vVjneS88r09638X29p+grrpkCbFPJg16PL8ZBYzBwGSLyenaPRM5Y8e0vryd/Gh1hy3iWqBq8d/85tNuk+Lky3bxXRbnjr3MXg+vLBjOJ14HhLC3c9Y8kzt7QeJ8evlvN2hY4eKuo4f5yyluGK35wUjzddsBv7GE1fYM04Ot5FTzi+4+r4lXIyON7EdcVImjBhd6lvb7o2lzxl/V2bcXS8i55wfMfV8SvlTLZLcHzG+31S5TA3JW7f7MabeDje1CKfnnB8J3pmaOoDQl3lZInn3HvtePOJA3HSJTWG6X/FU/ST1WnTF1gz+R2fqScc37Ef2eKiRoqcy+69aoa6iNXncfxVKFcsuGQ16eexQH0Hjre0yKcnHN/J5fgsOe+MRv4ajs/j+JtQN7lsKUphCnyfsqLZN0HzOH6NnnB8J5fjs+QMm/oLuUJMzNFfwPF/pu6LyfEg5zJ1obw3b6FJNTwcb2qRT084vpPH8dly8gcEXi8/3t+I+mAg76/jy/O6Hb9YcadC7EFi9yKObEwa20+1e2AXnj/jLmSF43PqCceHZDveXU651D5EbFiOPsNHsF7fhOtub247XpHteP6wUBXkDB8WyoMifP3i9WW4wO5CWbz7190Fu/Ottkwj2/F59AwJ7+uyZzqTW9pPpuPzyHl5YxletvrhnXThBN7Vujy0iyzHsyTyvqPLztV1P5RwcK0TXwzO4feQLMfn0tNMv2KLD4iXf+zFN+eVM3z0982dfh7bsoG6Cfd72EzJ10k3nY3WsGocDwrgYS1XLSvWNIECwPHEwPHEwPG0wPHEwPHEwPG0wPHEwPHE6NdJL3l7hlfLFqJ7cHok4saG43fPTg+gZzF2v599Fu9ANBx/fspOUJcW5PDg9JhHKY3Zj933mWtxwGrCpwVuccsbjg/l/Pi16ay9TELtTrjlteP3w3crbKEOLQQXjytqOJ6/rRcvkC+A0VHSjhezIMdN5+1FIp5nyV/Mqx1/sGJBOFhDoNbWasfvb/GP38se20OE4/k9x8rxu3vZqxnBGsQqEd6eq8eri/tmWVD64F7yp1JUv066x9DGF0W4e2/XcLyQGBVoIUQ7xAPKyvFCWYZhUiFkffmto3tNb7bUJpAX0SaF3dDI8V+FnB92m87ay+RA1ZeR47eVxKAI71Q/NHL8EZr4EpyIrtIb5Xgp54+mM/ZC2RdvQN3rRo7flQrvlz+2n0hFP+5HjpetPpbbFuM8ku+D6HpuQ85yfI6adOn4HfF9p+l8vVykou+i10m/F1UoRkkFkZ2mH6KAfv0StfmgICeyzymUPNSRElCQb1YR3cEoqRxypuNEyHnMMJNUEtnplILKQdLb8sf1l0NRRL/IyhOjpJKIhwlZfEGLVILjpKAn5Y/qMylFFG1SceT8u8l203l60XSTgp6XP6rP7H6IC4pRUhnexuV8X/6YXvM9LijioCX5FFcUgdBSfLPVRBS0LBCUmgNbUawWKcehLSeioGWRoSYISsa+PVLCsLMkVg2KIVJ5epagCCuXxxopIRBaln2zTcJEUnmsaCjGnBScGoriWQOlCbSauD+BAiMaiqlOEr7qVgmB0PLsflFy4v4EEt5jzEnMGYooJduIMtGimiT0mYhQk/IHTeekHchh0p537z2oij/RIBEjJ+WxvpYGOUP3uel8tAY5UHrXdD5axDF6oZQcY9qDlm00SMTw5cvohVLBHzyALighR2iQiHmLuU5KdhAToeXNFlYzEfMeihKy++EjuqCkBGiQiHmzhfVhhGyjfNKy+wLDdv9lAIAW8t90x7P/AQC0EAbHA+ARcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHHA+ATcDwAPgHH+8KrV69+Sn7k/LrcEO2I82vT+Qa0wPGe0A35Lf6R8xPfsLT2790kr5vOOKAFjvcE4d/4R84r/n3Zyv9fiuO7Bc8HNhQ43hPgeMCB4z3BxfG/w/HtB473BBfH/yqCdb+JBOLLTwXPBzYUON4TXBxvff+l6RyDSoDjPQGOBxw43hPgeMCB4z0BjgccON4T4HjAgeM9AY4HHDjeE+B4wIHjPQGOBxw43hPgeMCB4z0BjgccON4T4HjAgeM9AY4HHDjeE9Y6Pv4djm8ncLwnxB3/u971CxzvEXC8JxiOfx1+Mp5m9Z/Ydzi+zcDxnmA4nju8+0e0Rzzm7j86KRzfZuB4TzAc/4f4HD3r4n/tCgCObzdwvCeY4TrxufvvV8sGXgzirUfWwvFtBo73BNPxP3cTvDKSwvFtBo73BGtKLvEIyz/MpHB8m4HjPcGehP/NNvzPVlI4vs3A8Z7w2nb2r/9+Hdn99W9r0oI2Acd7y08//7IEL5bzDDgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwCTgeAJ+A4wHwiQzH/4sBAFrIvzoAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAADIyf8DlyAi+EDDb7YAAAAASUVORK5CYII=)

The Test Environment consists of:

 IUT: Device, or Companion Device supporting the LPAd with a Test eUICC connected to a Primary Device

 S\_SM-DP+: a simulated SM-DP+ supporting a connection used by the Device to establish ES9+, (ES8+)

 S\_SM-DS: a simulated SM-DS supporting a connection used by the Device to establish ES11

 S\_EndUser

In case the Device supports a connection method different from Cellular Network it is expected that this connection method is used.

NOTE: Device that supports only Cellular Networks is out of scope for this specification.

#### 3.2.3.2 Device – Test Environment

If the IUT is a Device as defined in SGP21/SGP.22 [2] it SHALL provide at least one method to establish the IP connection to the S\_SM-DP+, or S\_SM-DS.

When executing a test case with an IUT matching this definition, default Initial States as defined in G.1.1 apply unless it is specified differently in the specific test case.

#### 3.2.3.3 Companion Device connected to a Primary Device – Test Environment

The Companion Device is connected to a Primary Device.

Device Vendors SHALL provide the mechanism to connect the Primary Device to the Companion Device.

User interaction and the verification of User Intents can be performed on the User Interface of the Primary Device or the companion Device.

The Companion Device MAY connect to the S\_SM-DP+, or S\_SM-DS directly, or MAY use a connection offered by the Primary Device.

To connect to the SM-DP+ or the SM-DS the Companion Device uses a connection offered by the Primary Device.

Initial State as defined in G.1.2 applies unless otherwise stated in the test case.
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### 3.2.4 End-to-End Testing

The aim of all the test cases related to the system behaviour sections is to verify the functional behaviour of the RSP ecosystem composed of the following Actors:

 eUICC

 SM-DP+

 Device

 LPA

 SM-DS

This test environment is defined as FFS.

### 3.2.5 Integrated eUICC – Test Environment

The following test environment is used for all eUICC test cases as defined in chapter 4.2 and 5.2 (unless it is specified differently in the specific test case). Following conditions apply:

* EUM SHALL provide products compliant with Annex G.2 – eUICC Initial States
* LPAd / MNO / SM-DP+ / SM-DS / Device Simulators SHALL be implemented by the test tools
* Integrated eUICC shall provide a test interface which includes one of the following:
  + ISO/IEC 7816-4 [7]
  + USB CCID [29]
* For Integrated eUICC providing a USB CCID [29] test interface, the provisions of Annex J SHALL apply
* For Integrated eUICC providing ISO/IEC 7816-4 [7], the requirements of 3.2.1 eUICC – Test Environment with implementing shall apply
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The reference of this [29] USB CCID based Test Environment is TE\_Integrated eUICC.

# 4 Interface Compliance Testing

## 4.1 General Overview

This section focuses on the implementation of the different interfaces according to the GSMA RSP Technical Specification [2]. The aim is to verify the compliance of all interfaces within the system.

## 4.2 eUICC Interfaces

### 4.2.1 ATR and ISD-R Selection

#### 4.2.1.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ34\_001

 RQ57\_001, RQ57\_003, RQ57\_005

 RQD0\_001

#### 4.2.1.2 Test Cases

##### 4.2.1.2.1 TC\_eUICC\_ATR\_And\_ISDR\_Selection

Test Sequence #01 Nominal: ATR and Select ISD-R

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_Device → eUICC | RESET | ATR present with the first tBi (i>2) after T = 15 containing b2=1 | RQ34\_001 |
| 2 | S\_Device → eUICC | [SELECT\_MF] | FCP Template present  SW=0x9000 |  |
| 3 | S\_Device → eUICC | [TERMINAL\_CAPABILITY\_LPAd] | SW=0x9000 |  |
| 4 | S\_Device → eUICC | [TERMINAL\_PROFILE] | Toolkit initialization THEN SW=0x9000 |  |
| 5 | S\_LPAd → eUICC | [MANAGE\_CHANNEL\_OPEN] | Extract the <CHANNEL\_NUMBER> from response data  SW=0x9000 | RQ57\_001 |
| 6 | S\_LPAd → eUICC | MTD\_SELECT(#ISD\_R\_AID) | The response data:  0x6F <L>   84 <L> #ISD\_R\_AID   A5 <L> <PROPRIETARY\_DATA>  #R\_ISDR\_SELECTION  SW=0x9000 | RQ57\_003 RQ57\_005 RQD0\_001 |

### 4.2.2 ES6 (Operator -- eUICC): UpdateMetadata

#### 4.2.2.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

3GPP TS 23.040 - Technical realization of the Short Message Service (SMS) [22]

**Requirements**

 RQ24\_021, RQ24\_024

 RQ29\_001, RQ29\_021

 RQ54\_001, RQ54\_002, RQ54\_003, RQ54\_004, RQ54\_005, RQ54\_006, RQ54\_007, RQ54\_008, RQ54\_009, RQ54\_010, RQ54\_011, RQ54\_012, RQ54\_013, RQ54\_014, RQ54\_013\_1, RQ54\_015, RQ54\_016

 RQ57\_120, RQ57\_122, RQ57\_123, RQ57\_126

#### 4.2.2.2 Test Cases

##### 4.2.2.2.1 TC\_eUICC\_ES6.UpdateMetadata

Throughout all the ES6.UpdateMetadata test cases, SMS is used as the secure OTA channel.

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 with #METADATA\_WITH\_PPRS\_AND\_ICON is loaded on the eUICC. |

Test Sequence #01 Nominal: Unset PPR1

The purpose of this test is to verify that the MNO can unset PPR1 from a Profile and that the eUICC can handle an Update Metadata request with only one field present.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 1 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #REMOVE\_PPR1,  FALSE)) | SW=0x91XX | RQ54\_001 RQ54\_002 RQ54\_003 RQ54\_004 RQ54\_005 RQ54\_006 RQ54\_007 RQ54\_009 RQ54\_010 RQ54\_013\_1 RQ29\_021 RQ24\_021 RQ54\_011 |
| 2 | S\_Device 🡪eUICC | FETCH “XX” | MTD\_CHECK\_SMS\_POR(0x9000) | RQ54\_015 RQ54\_011 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NEW\_METADATA) | #R\_GET\_UPDATE\_N1  SW=0x9000 | RQ54\_013\_1 RQ54\_009 RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 |

Test Sequence #02 Nominal: Unset PPR2 and update icon

The purpose of this test is to verify that the MNO can unset PPR2 and update the icon and icon type values from a Profile.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 1 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #UPD\_ICON\_REM\_PPR2,  FALSE)) | SW=0x91XX | RQ54\_001 RQ54\_002 RQ54\_003 RQ54\_004 RQ54\_005 RQ54\_006 RQ54\_007 RQ54\_009RQ54\_010 RQ54\_011 RQ54\_012 RQ54\_013\_1 RQ29\_021 RQ24\_021 |
| 2 | S\_Device 🡪eUICC | FETCH “XX” | MTD\_CHECK\_SMS\_POR(0x9000) | RQ54\_015 RQ54\_011 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NEW\_METADATA) | #R\_GET\_UPDATE\_N2  SW=0x9000 | RQ54\_009RQ54\_012 RQ54\_013\_1 RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 |

Test Sequence #03 Nominal: Unset PPR1 and PPR2 and update Profile name and Service Provider name

The purpose of this test is to verify that MNO can unset PPR1 and PPR2 from a Profile and can update the Service Provider Name and Profile Name values.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 1 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #UPD\_NAMES\_REM\_PPRS,  FALSE)) | SW=0x91XX | RQ54\_001 RQ54\_002 RQ54\_003 RQ54\_004 RQ54\_005 RQ54\_006 RQ54\_007 RQ54\_009RQ54\_010 RQ54\_011 RQ54\_012 RQ54\_013\_1 RQ29\_021 RQ24\_021 |
| 2 | S\_Device 🡪eUICC | FETCH “XX” | MTD\_CHECK\_SMS\_POR(0x9000) | RQ54\_015 RQ54\_011 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NEW\_METADATA) | #R\_GET\_UPDATE\_N3  SW=0x9000 | RQ54\_009 RQ54\_012 RQ54\_013\_1RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 |

Test Sequence #04 Nominal: Delete PPRs, Service Provider and Profile names

The purpose of this test is to verify that the MNO can delete all PPRs, the Service Provider name and the Profile name from a Profile.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 1 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #REMOVE\_NAMES\_PPRS,  FALSE)) | SW=0x91XX | RQ54\_001 RQ54\_002 RQ54\_003 RQ54\_004 RQ54\_005 RQ54\_006 RQ54\_007 RQ54\_009RQ54\_010 RQ54\_011 RQ54\_013 RQ54\_013\_1 RQ29\_021 RQ24\_021 |
| 2 | S\_Device 🡪eUICC | FETCH “XX” | MTD\_CHECK\_SMS\_POR(0x9000) | RQ54\_015 RQ54\_011 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NEW\_METADATA) | #R\_GET\_UPDATE\_N4  SW=0x9000 | RQ54\_013 RQ54\_013\_1 RQ54\_009RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 |

Test Sequence #05 Nominal: Delete icon

The purpose of this test is to verify that the MNO can delete the icon and icon type from a Profile.

This test case is defined as FFS and not applicable for this version of test specification.

Test Sequence #06 Nominal: Delete Unset PPRs

The purpose of this test is to verify that the MNO can delete already unset PPRs using the Update Metadata request.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #REMOVE\_NAMES\_PPRS,  FALSE)) | SW=0x91XX |  |
| IC3 | S\_Device 🡪eUICC | FETCH “XX” | MTD\_CHECK\_SMS\_POR(0x9000) |  |
| IC4 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 1 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #UPD\_NAMES\_REM\_PPRS,  FALSE)) | SW=0x91XX | RQ54\_001 RQ54\_002 RQ54\_003 RQ54\_004 RQ54\_005 RQ54\_006 RQ54\_007 RQ54\_009 RQ54\_010 RQ54\_011 RQ54\_013 RQ54\_015 RQ54\_013\_1 RQ29\_021 RQ24\_021 |
| 2 | S\_Device 🡪eUICC | FETCH “XX” | MTD\_CHECK\_SMS\_POR(0x9000) |  |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NEW\_METADATA) | #R\_GET\_UPDATE\_N6  SW=0x9000 | RQ54\_013 RQ54\_013\_1 RQ54\_009 RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 |

Test Sequence #07 Error: Set a pprUpdateControl value to one

The purpose of this test is to verify that the eUICC is correctly handling a pprUpdateControl value error from the MNO request, and return the expected error code status.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 1 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #UPD\_PPR\_CONTROL,  FALSE)) | SW=0x91XX | RQ24\_021 RQ54\_001 RQ54\_002 RQ54\_003 RQ54\_004 RQ54\_005 RQ54\_006 RQ54\_010 RQ54\_011 |
| 2 | S\_Device 🡪eUICC | FETCH “XX” | MTD\_CHECK\_SMS\_POR(0x6A81) | RQ54\_008 RQ54\_014 RQ54\_015 RQ54\_016 RQ54\_011 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NEW\_METADATA) | #R\_METADATA\_UNCHANGED  SW=0x9000 | RQ54\_014 RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 |

Test Sequence #08 Error: Update Metadata on a Disable Profile

The purpose of this test is to verify that the eUICC is correctly rejecting an Update Metadata request from the MNO when the targeted Profile is Disabled.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 1 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #REMOVE\_PPR1,  FALSE)) | SW=0x91XX  or SW=0x9000 (i.e. envelope rejected, see NOTE)  or any error SW (i.e. envelope rejected, see NOTE) | RQ54\_001 RQ54\_002 RQ54\_003 RQ54\_004 RQ54\_005 RQ54\_006 RQ54\_010 RQ54\_011 RQ24\_024 RQ24\_021 |
| 2 | S\_Device 🡪eUICC | FETCH “XX” | SMS POR received  SCP80 response status code equal to 0x06 (Unidentified security error) or 0x09 (TAR unknown) | RQ54\_011 RQ54\_014 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NEW\_METADATA) | #R\_METADATA\_UNCHANGED  SW=0x9000 | RQ54\_014 RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 |
| NOTE: Depending on the implementation, the eUICC MAY decide to not send back a POR (i.e. SW=0x9000 on the ENVELOPE command). Therefore, the steps 2 and 3 SHALL only be executed in case SW=0x91XX. | | | | |

Test Sequence #09 Error: Empty request

The purpose of this test is to verify that the eUICC is correctly rejecting an Update Metadata request from the MNO when no field is present.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 1 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #UPD\_NO\_METADATA,  FALSE)) | SW=0x91XX | RQ24\_021 RQ54\_001 RQ54\_002 RQ54\_003 RQ54\_004 RQ54\_005 RQ54\_006 RQ54\_010 RQ54\_011 |
| 2 | S\_Device 🡪eUICC | FETCH “XX” | MTD\_CHECK\_SMS\_POR(<ANY\_SW\_IN\_ERROR>) | RQ54\_011 RQ54\_014 RQ54\_015 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NEW\_METADATA) | #R\_METADATA\_UNCHANGED  SW=0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 RQ54\_014 |

Test Sequence #10 Error: Update Icon without Icon Type field

The purpose of this test is to verify that the eUICC is correctly rejecting an Update Metadata request from the MNO when the icon field is present but not the icon type field.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 1 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #UPD\_ICON\_NO\_TYPE,  FALSE)) | SW=0x91XX | RQ24\_021 RQ54\_001 RQ54\_002 RQ54\_003 RQ54\_004 RQ54\_005 RQ54\_006 RQ54\_010 RQ54\_011 |
| 2 | S\_Device 🡪eUICC | FETCH “XX” | MTD\_CHECK\_SMS\_POR(<ANY\_SW\_IN\_ERROR>) | RQ54\_011 RQ54\_014 RQ54\_015 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NEW\_METADATA) | #R\_METADATA\_UNCHANGED  SW=0x9000 | RQ54\_014 RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 |

Test Sequence #11 Error: Update Icon Type without Icon field

The purpose of this test is to verify that the eUICC is correctly rejecting an Update Metadata request from the MNO when the Icon Type field is present but not the Icon field.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 1 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [INSTALL\_PERSO\_RES\_ISDP];  MTD\_STORE\_DATA\_SCRIPT(  #UPD\_ICON\_TYPE\_ONLY,  FALSE)) | SW=0x91XX | RQ24\_021 RQ54\_001 RQ54\_002 RQ54\_003 RQ54\_004 RQ54\_005 RQ54\_006 RQ54\_010 RQ54\_011 |
| 2 | S\_Device 🡪eUICC | FETCH “XX” | MTD\_CHECK\_SMS\_POR(<ANY\_SW\_IN\_ERROR>) | RQ54\_011 RQ54\_014 RQ54\_015 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NEW\_METADATA) | #R\_METADATA\_UNCHANGED  SW=0x9000 | RQ54\_014 RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 |

### 4.2.3 ES8+ (SM-DP+ -- eUICC): InitialiseSecureChannel

#### 4.2.3.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ25\_024, RQ25\_025, RQ25\_026

 RQ31\_162, RQ31\_163

 RQ35\_003\_1

 RQ55\_011, RQ55\_012, RQ55\_013, RQ55\_014, RQ55\_015, RQ55\_019, RQ55\_023

 RQ57\_041\_1, RQ57\_013, RQ57\_016

#### 4.2.3.2 Test Cases

##### 4.2.3.2.1 TC\_eUICC\_ES8+.InitialiseSecureChannel

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification   Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

Test Sequence #01 Error: Invalid Remote Operation

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #INIT\_SC\_INVALID\_OP\_ID,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands except the last one  SW=0x9000 with the response data #R\_PIR\_INVALID\_OP\_ID for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ31\_162 RQ31\_163 RQ55\_012 RQ55\_015 RQ55\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ35\_003\_1 |

Test Sequence #02 Error: Invalid SM-DP+ Signature

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #INIT\_SC\_INVALID\_SIGN,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_INVALID\_SIGN for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ31\_162 RQ31\_163 RQ55\_011 RQ55\_015 RQ25\_024 RQ25\_025 RQ25\_026 RQ35\_003\_1 |

Test Sequence #03 Error: Invalid Transaction Identifier

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #INIT\_SC\_INVALID\_TRANS\_ID,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | | SW=0x9000 without response data for all STORE DATA commands except the last one  SW=0x9000 with the response data #R\_PIR\_INVALID\_TRANS\_ID for the last STORE DATA command  The transactionId returned in the response SHALL not be checked (any value SHALL be accepted)  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ31\_162 RQ31\_163 RQ55\_013 RQ55\_015 RQ25\_024 RQ25\_025 RQ25\_026 RQ35\_003\_1 |

Test Sequence #04 Error: Invalid CRT Values

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ | |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #INIT\_SC\_INVALID\_CRT,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for the intermediate STORE DATA commands (if any)  SW=0x9000 with the response data #R\_PIR\_INVALID\_CRT  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ31\_162 RQ31\_163 RQ55\_014 RQ55\_015 RQ55\_019 RQ25\_024 RQ25\_025 RQ25\_026 RQ35\_003\_1 | |

Test Sequence #05 Error: InitialiseSecureChannel request while Secure Channel Session is ongoing

The purpose of this test is to ensure that the eUICC rejects an InitialiseSecureChannel request if a secure channel session is already ongoing.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x6A88 or 0x6985  or  SW=0x9000 with a ProfileInstallationResult containing an ErrorResult | RQ55\_010 RQ57\_041\_1 RQ57\_013RQ57\_016 |

### 4.2.4 ES8+ (SM-DP+ -- eUICC): ConfigureISDP

#### 4.2.4.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_010

 RQ25\_023, RQ25\_024, RQ25\_025, RQ25\_026

 RQ31\_165

 RQ35\_003\_1

 RQ55\_025, RQ55\_026, RQ55\_027, RQ55\_028

#### 4.2.4.2 Test Cases

##### 4.2.4.2.1 TC\_eUICC\_ES8+.ConfigureISDP

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification   Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

Test Sequence #01 Nominal: Empty Proprietary Data

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_EMPTY,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   * <BPP\_SEG\_INIT> * <BPP\_SEG\_A0> * <BPP\_SEG\_A1> * <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_165 RQ55\_028 RQ24\_010 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA. | RQ25\_023 RQ25\_024 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_CONF\_OP\_PROF1) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  isdpAid <ISD\_P\_AID>  *-- dpProprietaryData SHALL not be*  *-- present*  }  }  SW=0x9000 | RQ55\_025 RQ24\_010 |

Test Sequence #02 Nominal: Proprietary Data with the maximum length authorized (i.e. 128 bytes)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_MAX\_LENGTH,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_165 RQ55\_028 RQ24\_010 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA. | RQ25\_023 RQ25\_024 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_CONF\_OP\_PROF1) | #R\_CONF\_OP\_PROF1  SW=0x9000 | RQ55\_027 RQ24\_010 |

Test Sequence #03 Error: Proprietary Data with the maximum length exceeded (i.e. 129 bytes)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_SIZE\_EXCEEDED,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands except the last one  SW=0x9000 with the response data #R\_PIR\_INVALID\_DATA for the last STORE DATA command | RQ55\_028 RQ31\_165 RQ55\_026 RQ25\_025 RQ25\_026 RQ35\_003\_1 |

### 4.2.5 ES8+ (SM-DP+ -- eUICC): StoreMetadata

#### 4.2.5.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_028

 RQ25\_017, RQ25\_023, RQ25\_024, RQ25\_025, RQ25\_026

 RQ29\_001, RQ29\_002

 RQ31\_166, RQ31\_167

 RQ32\_071

 RQ55\_029, RQ55\_030, RQ55\_031, RQ55\_032, RQ55\_033, RQ55\_034, RQ55\_035, RQ55\_036, RQ55\_037

 RQ57\_040

#### 4.2.5.2 Test Cases

##### 4.2.5.2.1 TC\_eUICC\_ES8+.StoreMetadata

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification   Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

Test Sequence #01 Nominal: All Metadata fields present (PNG icon used and PPR1 set)

The purpose of this test is to download the PROFILE\_OPERATIONAL1 by setting all Metadata fields. In this sequence, a PNG icon is used and PPR1 is set.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Operational Profile is present on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #FULL\_METADATA,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_166 RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ29\_001 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands expect the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_METADATA\_OP\_PROF1) | #R\_GET\_METADATA\_OP\_PROF1  SW=0x9000 | RQ32\_071 RQ29\_001 RQ29\_002 |

Test Sequence #02 Nominal: With JPG icon

The purpose of this case is to verify the ability to download JPG icon. The icon size does not allow for the command to fit into one data sequence.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_WITH\_JPG,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_166 RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ29\_001 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   …  iccid #ICCID\_OP\_PROF1,  iconType jpg,  icon #ICON\_JPG,  …  }  }  SW=0x9000 | RQ32\_071 |

Test Sequence #03 Nominal: Without providing Profile Class

The purpose of this test is to download the PROFILE\_OPERATIONAL1 by not indicating the Profile Class in the Metadata. In such a case, the default Profile Class 'Operational' SHALL be set by the eUICC.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_NO\_CLASS,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_166 RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ29\_001 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   …  iccid #ICCID\_OP\_PROF1,  profileClass operational  …  }  }  SW=0x9000 | RQ32\_071 RQ29\_001 RQ29\_002 |

Test Sequence #04 Nominal: With PPR2 set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_WITH\_PPR2,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_166 RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ29\_001 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PPR\_OP\_PROF1) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   iccid #ICCID\_OP\_PROF1,  profilePolicyRules {ppr2}  }  }  SW=0x9000 | RQ32\_071 RQ29\_001 RQ29\_002 |

Test Sequence #05 Nominal: With PPR1 and PPR2 set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Operational Profile is present on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_WITH\_PPR1\_PPR2,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_166 RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ29\_001 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PPR\_OP\_PROF1) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   iccid #ICCID\_OP\_PROF1,  profilePolicyRules {ppr1,ppr2}  }  }  SW=0x9000 | RQ32\_071 RQ29\_001 RQ29\_002 |

Test Sequence #06 Nominal: With several Notification events configured

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_WITH\_NOTIFS,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_166 RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_NOTIF\_CONF\_OP\_PROF1) | #R\_GET\_PROF\_NOTIF\_CONF  SW=0x9000 | RQ32\_071 |

Test Sequence #07 Error: ICCID already present in the eUICC

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | General Initial Conditions do not apply. |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification   Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC | | | |
| IC2 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC3 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC4 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_ICCID\_ALREADY\_EXIST  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ25\_017 RQ31\_166 RQ55\_030 RQ55\_032 RQ25\_024 RQ25\_025 RQ25\_026 |

Test Sequence #08 Error: Profile Policy Rule is set but Profile Owner is not

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_PPR\_NO\_OWNER,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_METADATA\_INVALID (See NOTE)  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ31\_166 RQ55\_030 RQ55\_032 RQ25\_024 RQ25\_025 RQ25\_026 RQ25\_017 |
| NOTE: The errorReason "pprNotAllowed" or "installFailedDueToUnknownError" MAY be also returned by the eUICC. | | | | |

Test Sequence #09 Error: Profile Owner is set with a wildcard ('E') digits

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_WILDCARD,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_METADATA\_INVALID (See NOTE)  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ31\_166 RQ55\_030 RQ55\_032 RQ25\_024 RQ25\_025 RQ25\_026 RQ25\_017 |
| NOTE: The errorReason "pprNotAllowed" MAY be also returned by the eUICC. | | | | |

Test Sequence #10 Error: Icon Type is set but icon is not

The purpose of this test is to check ASN.1 conditional requirement for icon presence. If icon type is present then icon SHALL also be present.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the Euicc. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_WITHOUT\_ICON,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_METADATA\_INVALID  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ31\_166 RQ55\_030 RQ55\_032 RQ25\_024 RQ25\_025 RQ25\_026 RQ25\_017 |

##### 4.2.5.2.2 TC\_eUICC\_ES8+.StoreMetadata\_Service\_Specific\_Data

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification   Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

Test Sequence #01 Nominal: Metadata include service-specific data, stored

The purpose of this test is to download the PROFILE\_OPERATIONAL1 with service-specific metadata stored in the eUICC.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Operational Profile is present on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_SERVICE\_SPECIFIC\_STORED,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_166 RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ29\_001 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands expect the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_METADATA\_OP\_PROF1\_SERVICE\_SPECIFIC) | #R\_GET\_METADATA\_OP\_PROF1\_SERVICE\_SPECIFIC  SW=0x9000 | RQ32\_071 RQ29\_001 RQ29\_002 |

Test Sequence #02 Nominal: Metadata include service-specific data, not stored

The purpose of this test is to download the PROFILE\_OPERATIONAL1 with service-specific metadata *not* stored in the eUICC.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Operational Profile is present on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_SERVICE\_SPECIFIC\_NOT\_STORED,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_166 RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ29\_001 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands expect the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_METADATA\_OP\_PROF1\_SERVICE\_SPECIFIC) | #R\_GET\_METADATA\_OP\_PROF1  SW=0x9000 | RQ32\_071 RQ29\_001 RQ29\_002 |

Test Sequence #03 Nominal: Metadata include service-specific data, stored and not stored

The purpose of this test is to download the PROFILE\_OPERATIONAL1 with service-specific metadata stored in the eUICC and other service-specific metadata *not* stored.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Operational Profile is present on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_SERVICE\_SPECIFIC\_STORED\_AND\_NOT\_STORED,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ31\_166 RQ31\_167 RQ55\_029 RQ55\_031 RQ55\_033 RQ55\_035 RQ24\_028 RQ57\_040 RQ29\_001 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands expect the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_METADATA\_OP\_PROF1\_SERVICE\_SPECIFIC) | #R\_GET\_METADATA\_OP\_PROF1\_SERVICE\_SPECIFIC  SW=0x9000 | RQ32\_071 RQ29\_001 RQ29\_002 |

### 4.2.6 ES8+ (SM-DP+ -- eUICC): ReplaceSessionKeys

#### 4.2.6.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ25\_024, RQ25\_025, RQ25\_026

 RQ26\_021, RQ26\_022

 RQ31\_168

 RQ55\_038, RQ55\_041

#### 4.2.6.2 Test Cases

##### 4.2.6.2.1 TC\_eUICC\_ES8+.ReplaceSessionKeys

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification and for verification   Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

Test Sequence #01 Error: Incorrect PPK size

The purpose of this test is to verify that the eUICC checks that all PPK sizes are the same as session keys.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  #REPLACE\_S\_KEYS\_REQ\_INV\_SIZE,  #UPP\_OP\_PROF1)  MTD\_GENERATE\_BPP overriding:  For this test sequence, session keys SHALL be used for UPP SCP03t protection. Therefore:  Encrypt all <UPP\_SEG> with <S\_ENC>  Calculate and add a MAC to all tags 0x86 of sequenceOf86 by using <S\_MAC> | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A2>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A2>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_PPK\_INV  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ55\_038 RQ55\_041 RQ31\_168 RQ26\_021 RQ26\_022 RQ25\_024 RQ25\_025 RQ25\_026 |

### 4.2.7 ES8+ (SM-DP+ -- eUICC): LoadProfileElements

#### 4.2.7.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ25\_023, RQ25\_024, RQ25\_025, RQ25\_026

 RQ31\_173

 RQ32\_071

 RQ55\_045, RQ55\_045\_2, RQ55\_045\_3, RQ55\_047, RQ55\_048

 RQ57\_071, RQ57\_074

#### 4.2.7.2 Test Cases

##### 4.2.7.2.1 TC\_eUICC\_ES8+.LoadProfileElements

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification   Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

Test Sequence #01 Error: EFICCID different from the ICCID provided in the Profile Metadata

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL2 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_ICCID\_MISMATCH,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 with the response data #R\_PIR\_DATA\_MISMATCH  for one of the STORE DATA commands  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 RQ55\_045 RQ55\_048 RQ25\_025 RQ25\_026 RQ31\_173 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{}  SW=0x9000 | RQ32\_071 RQ55\_048 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF2,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{}  SW=0x9000 | RQ32\_071 RQ55\_048 |

Test Sequence #02 Error: MCC / MNC of EFIMSI different from MCC / MNC of Profile Owner present in Metadata

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_MCCMNC\_MISMATCH,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 with the response data #R\_PIR\_DATA\_MISMATCH  for one of the STORE DATA commands  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 RQ55\_043 RQ55\_047 RQ55\_048 RQ25\_025 RQ25\_026 RQ31\_173 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{}  SW=0x9000 | RQ32\_071 RQ55\_043 RQ55\_048 |

Test Sequence #03 Error: Session MAC chaining used instead of new Initial MAC chaining

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP (  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  #REPLACE\_S\_KEYS\_REQ,  #UPP\_OP\_PROF1)  MTD\_GENERATE\_BPP overriding:  For this test sequence, <S\_MAC\_CHAIN> SHALL be used instead of <PPK\_INIT\_MAC> for UPP SCP03t protection. | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A2>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC7 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A2>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 with the response data #R\_PIR\_SECU\_INVALID for one of the STORE DATA commands  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ55\_048 RQ31\_173 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{}  SW=0x9000 | RQ32\_071 RQ55\_048 |

Test Sequence #04 Error: S-MAC used instead of PPK-MAC

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP (  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  #REPLACE\_S\_KEYS\_REQ,  #UPP\_OP\_PROF1)  MTD\_GENERATE\_BPP overriding:  For this test sequence <S\_MAC> SHALL be used instead of <PPK\_MAC> for UPP SCP03t protection. | | | |
| IC3 | Execute the step IC3 of the Test Sequence #03 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC7 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A2>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 with the response data #R\_PIR\_SECU\_INVALID for one of the STORE DATA commands  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ55\_048 RQ31\_173 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{}  SW=0x9000 | RQ32\_071 RQ55\_048 |

Test Sequence #05 Error: S-ENC used instead of PPK-ENC

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP (  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  #REPLACE\_S\_KEYS\_REQ,  #UPP\_OP\_PROF1)  MTD\_GENERATE\_BPP overriding:  For this test sequence <S\_ENC> SHALL be used instead of <PPK\_ENC> for UPP SCP03t protection. | | | |
| IC3 | Execute the step IC3 of the Test Sequence #03 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC7 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A2>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 with the response data #R\_PIR\_SECU\_INVALID for one of the STORE DATA commands  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ55\_048 RQ31\_173 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{}  SW=0x9000 | RQ32\_071 RQ55\_048 |

Test Sequence #06 Error: Profile Downloading stopped by a Reset

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No pending Notification is present on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP (  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Execute the step IC3 of the Test Sequence #01 defined in this section | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except the last one.  Step 2 SHALL be triggered before sending the last STORE DATA | RQ25\_023 |
| 2 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 3 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{}  SW=0x9000 | RQ32\_071 RQ55\_048 |

Test Sequence #07 Nominal: ICCID in the 'ProfileHeader' PE is ignored by the eUICC

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1  NO\_PARAM,  #UPP\_OP\_PROF1)  #UPP\_OP\_PROF1 overriding:  For this sequence, the *iccid* field SHALL be set to #ICCID\_OP\_PROF2 in the *ProfileHeader* element | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_OK for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA. <ISD\_P\_AID> SHALL be in the range as defined SGP.02 [1]. | RQ25\_023 RQ25\_024 RQ55\_045 RQ55\_048 RQ25\_025 RQ25\_026 RQ55\_044 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   …  iccid #ICCID\_OP\_PROF1,  isdpAid <ISD\_P\_AID>,  profileState disabled,  …  }  }  SW=0x9000 | RQ32\_071 RQ55\_048 |

Test Sequence #08 Nominal: With gid1 and gid2 set

The purpose of this test is to verify that an Operational Profile configured with gid1 and gid2 can be downloaded on the eUICC.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL9 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF9,  NO\_PARAM,  #UPP\_OP\_PROF9) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_OK\_PROF9 for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023RQ25\_024RQ55\_045\_2 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_OWNERS) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  profileOwner {  mccMnc #MCC\_MNC9,  gid1 #GID1,  gid2 #GID2  }  }  }  SW=0x9000 | RQ32\_071 |

Test Sequence #09 Error: gid1 and gid2 provided in the Profile Metadata but not in the Profile Package

The purpose of this test is to verify that if gid1 and gid2 are provided in the Profile Metadata but ef-gid1 and ef-gid2 are not present and the related services (17 and 18) in ef-ust are not available, the eUICC returns an error during the LoadProfileElements process.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP1\_GID1GID2\_PRESENT,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 with the response data #R\_PIR\_DATA\_MISMATCH for one of the STORE DATA commands  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 RQ55\_045 RQ55\_048 RQ25\_025 RQ25\_026 RQ55\_045\_2 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{}  SW=0x9000 | RQ32\_071 RQ55\_048 |

Test Sequence #10 Error: gid1 and gid2 not provided in the Profile Metadata but present in Profile Package

The purpose of this test is to verify that if gid1 and gid2 are not provided in the Profile Metadata but ef-gid1 and ef-gid2 are present and the related services (17 and 18) in ef-ust are available, the eUICC returns an error during the LoadProfileElements process.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL9 is not loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP9\_GID1GID2\_MISSING,  NO\_PARAM,  #UPP\_OP\_PROF9) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 with the response data #R\_PIR\_DATA\_MISMATCH for one of the STORE DATA commands  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA | RQ25\_023 RQ25\_024 RQ55\_045 RQ55\_048 RQ25\_025 RQ25\_026 RQ55\_045\_3 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF9,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{}  SW=0x9000 | RQ32\_071 RQ55\_048 |

### 4.2.8 ES10a (LPA -- eUICC): GetEuiccConfiguredAddresses

#### 4.2.8.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ31\_066

 RQ33\_021\_1

 RQ57\_017, RQ57\_018, RQ57\_019

#### 4.2.8.2 Test Cases

##### 4.2.8.2.1 TC\_eUICC\_ES10a.GetEuiccConfiguredAddresses

Test Sequence #01 Nominal: Only Root SM-DS Address

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Default SM-DP+ address has been set on the ISD-R. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #GET\_EUICC\_CONFIGURED\_ADDRESSES) | #R\_ES10a\_GECA\_DS SW = 0x9000 | RQ57\_017 RQ57\_018 RQ57\_019 RQ33\_021\_1 |

Test Sequence #02 Nominal: Root SM-DS and Default SM-DP+ Addresses

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The ISD-R is provisioned with the Default SM-DP+ Address #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #GET\_EUICC\_CONFIGURED\_ADDRESSES) | #R\_ES10a\_GECA\_DS\_DP\_1 SW = 0x9000 | RQ57\_017 RQ57\_018 RQ57\_019 RQ31\_066 RQ33\_021\_1 |

### 4.2.9 ES10a (LPA -- eUICC): SetDefaultDPAddress

#### 4.2.9.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ33\_021\_4, RQ33\_021\_5

 RQ57\_020, RQ57\_021, RQ57\_022, RQ57\_023, RQ57\_024

#### 4.2.9.2 Test Cases

##### 4.2.9.2.1 TC\_eUICC\_ES10a.SetDefaultDPAddress

Test Sequence #01 Nominal: Set SM-DP+ Address with Address Empty in eUICC

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No value is assigned to the Default SM-DP+ Address field. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #SET\_EUICC\_CONFIGURED\_ADDRESS\_1) | #R\_ES10a\_SD\_DP\_A\_OK SW = 0x9000 | RQ57\_020 RQ57\_021 RQ57\_023 RQ57\_024 RQ33\_021\_4 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #GET\_EUICC\_CONFIGURED\_ADDRESSES) | #R\_ES10a\_GECA\_DS\_DP\_1 SW = 0x9000 | RQ57\_020 RQ57\_021 RQ57\_023 RQ57\_024 RQ33\_021\_5 |

Test Sequence #02 Nominal: Set SM-DP+ Address with SM-DP+ Address already in eUICC

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The SM-DP+ address #TEST\_DP\_ADDRESS1 is provisioned. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #SET\_EUICC\_CONFIGURED\_ADDRESS\_2) | #R\_ES10a\_SD\_DP\_A\_OK SW = 0x9000 | RQ57\_020 RQ57\_021 RQ57\_023 RQ57\_024 RQ33\_021\_4 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #GET\_EUICC\_CONFIGURED\_ADDRESSES) | #R\_ES10a\_GECA\_DS\_DP\_2 SW = 0x9000 | RQ57\_020 RQ57\_021 RQ57\_023 RQ57\_024 RQ33\_021\_5 |

Test Sequence #03 Nominal: Set Empty SM-DP+ Address with SM-DP+ Address already in eUICC

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The SM-DP+ address #TEST\_DP\_ADDRESS1 is provisioned. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #SET\_EUICC\_CONFIGURED\_ADDRESS\_EMPTY) | #R\_ES10a\_SD\_DP\_A\_OK SW = 0x9000 | RQ57\_022 RQ57\_023 RQ57\_024 RQ33\_021\_4 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #GET\_EUICC\_CONFIGURED\_ADDRESSES) | #R\_ES10a\_GECA\_DS SW = 0x9000 | RQ57\_022 RQ57\_023 RQ57\_024 RQ33\_021\_5 |

Test Sequence #04 Nominal: Set Empty SM-DP+ Address with Empty SM-DP+ Address in eUICC

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No value is assigned to the Default SM-DP+ Address field. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #SET\_EUICC\_CONFIGURED\_ADDRESS\_EMPTY) | #R\_ES10a\_SD\_DP\_A\_OK SW = 0x9000 | RQ57\_022 RQ57\_023 RQ57\_024 RQ33\_021\_4 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #GET\_EUICC\_CONFIGURED\_ADDRESSES) | #R\_ES10a\_GECA\_DSSW = 0x9000 | RQ57\_022 RQ57\_023 RQ57\_024 RQ33\_021\_5 |

### 4.2.10 ES10b (LPA -- eUICC): PrepareDownload

#### 4.2.10.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_011, RQ26\_029, RQ26\_030, RQ26\_034, RQ26\_035

 RQ31\_062, RQ31\_130, RQ31\_131, RQ31\_132, RQ31\_133, RQ31\_134, RQ31\_135, RQ31\_136, RQ31\_137, RQ31\_138, RQ31\_139, RQ31\_140, RQ31\_141

 RQ45\_006, RQ45\_026\_1, RQ45\_026, RQ45\_028, RQ45\_030

 RQ57\_025, RQ57\_026, RQ57\_027, RQ57\_028, RQ57\_029, RQ57\_030, RQ57\_031, RQ57\_033, RQ57\_034, RQ57\_035, RQ57\_036, RQ57\_037, RQ57\_038, RQ57\_039

#### 4.2.10.2 Test Cases

##### 4.2.10.2.1 TC\_eUICC\_ES10b.PrepareDownloadNIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI based on NIST P-256 curve has been chosen for signing and for verification |

Test Sequence #01 Nominal: Without Confirmation Code

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_NO\_CC) | #R\_PREP\_DOWNLOAD\_NO\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_NO\_CC. | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ26\_029 RQ26\_030 RQ26\_011 RQ26\_034 RQ26\_035 RQ31\_062 |

Test Sequence #02 Nominal: With Confirmation Code

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE1, <S\_TRANSACTION\_ID>) | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_WITH\_CC) | #R\_PREP\_DOWNLOAD\_WITH\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_WITH\_CC.  Verify that the <S\_HASHED\_CC> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_WITH\_CC. | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ26\_029 RQ26\_030 RQ26\_011 RQ26\_034 RQ26\_035 RQ31\_062 | |

Test Sequence #03 Nominal: With an unknown otPK.EUICC.ECKA

The purpose of this test is to verify that the eUICC does not use the one-time key pair given by the SM-DP+ when its value does not correspond to a stored one-time key pair. In this case, the eUICC SHALL generate a new set of key.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE1, <S\_TRANSACTION\_ID>) | | | |
| IC2 | S\_SM-DP+ generates a random <OTPK\_EUICC\_ECKA> | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT( #PREP\_DOWNLOAD\_RETRY\_CC) | #R\_PREP\_DOWNLOAD\_WITH\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC.  Verify that the <S\_HASHED\_CC> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC.  Verify that the <OTPK\_EUICC\_ECKA> present in the euiccSigned2 is not the same as in #PREP\_DOWNLOAD\_RETRY\_CC. | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ31\_138 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ57\_033 RQ26\_029 RQ26\_030 RQ26\_011 RQ26\_034 RQ26\_035 |

##### 4.2.10.2.2 TC\_eUICC\_ES10b.PrepareDownloadBRP

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI based on BrainpoolP256r1 curve has been chosen for signing and for verification |

Test Sequence #01 Nominal: Without Confirmation Code

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.2.10.2.1 – TC\_eUICC\_ES10b.PrepareDownloadNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #02 Nominal: With Confirmation Code

This test sequence SHALL be the same as the Test Sequence #02 defined in section 4.2.10.2.1 – TC\_eUICC\_ES10b.PrepareDownloadNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #03 Nominal: With an unknown otPK.EUICC.ECKA

This test sequence SHALL be the same as the Test Sequence #03 defined in section 4.2.10.2.1 – TC\_eUICC\_ES10b.PrepareDownloadNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

##### 4.2.10.2.3 TC\_eUICC\_ES10b.PrepareDownloadFRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.2.10.2.4 TC\_eUICC\_ES10b.PrepareDownloadErrorCases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification |

Test Sequence #01 Error: No Hashed Confirmation Code but with Confirmation Code Required Flag set to TRUE

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(  #CONFIRMATION\_CODE1,  <S\_TRANSACTION\_ID>) | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_INVALID\_CC) | SW different from 0x9000 without response data  or  SW=0x9000 with a response data containing a downloadResponseError | RQ31\_130 RQ31\_135 RQ31\_136 RQ57\_031 RQ57\_036 RQ57\_037 RQ57\_038 RQ31\_136 |

Test Sequence #02 Error: With incorrect CERT.DPpb.ECDSA (i.e. invalid signature)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_INV\_CERT) | #R\_PREP\_DOWNLOAD\_INV\_CERT  SW=0x9000  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #PREP\_DOWNLOAD\_INV\_CERT. | RQ31\_130 RQ31\_131 RQ31\_136 RQ57\_027 RQ57\_030 RQ57\_031 RQ57\_036 RQ57\_037 RQ57\_038 RQ31\_136 RQ45\_006 RQ45\_026\_1 RQ45\_026 RQ45\_028 |

Test Sequence #03 Error: CERT.DPpb.ECDSA and CERT.DPauth.ECDSA not belonging to the same entity

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_CERT\_SMDP2) | #R\_PREP\_DOWNLOAD\_INV\_CERT  SW=0x9000  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #PREP\_DOWNLOAD\_CERT\_SMDP2. | RQ31\_130 RQ31\_132 RQ31\_136 RQ57\_029 RQ57\_031 RQ57\_036 RQ57\_037 RQ57\_038 RQ31\_136 RQ45\_006 RQ45\_026\_1 RQ45\_026 RQ45\_028 |

Test Sequence #04 Error: With invalid SM-DP+ signature

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_INV\_SIGN) | #R\_PREP\_DOWNLOAD\_INV\_SIGN  SW=0x9000  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #PREP\_DOWNLOAD\_INV\_SIGN. | RQ31\_130 RQ31\_133 RQ31\_136 RQ57\_028 RQ57\_031 RQ57\_036 RQ57\_038 RQ31\_136 RQ45\_006 RQ45\_026\_1 RQ45\_026 RQ45\_028 |

Test Sequence #05 Error: With invalid Transaction ID

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_INV\_TRANS\_ID) | #R\_PREP\_DOWN\_INV\_TRANS\_ID  SW=0x9000  The transactionId returned in the response SHALL not be checked (any value SHALL be accepted) | RQ31\_130 RQ31\_134 RQ31\_136 RQ57\_025 RQ57\_031 RQ57\_036 RQ57\_037 RQ57\_038 RQ31\_136 |

Test Sequence #06 Error: SM-DP+ has not been previously authenticated

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Common Mutual Authentication procedure has been executed between the eUICC and the S\_SM-DP+  (this condition overrides the last general initial condition defined in this test case). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the highest priority CI from <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> and choose #CERT\_S\_SM\_DPpb\_ECDSA according to this CI curve. |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT( #PREP\_DOWNLOAD\_NO\_AUTH) | #R\_PREP\_DOWN\_NO\_SESSION  SW=0x9000  The transactionId returned in the response SHALL not be checked (any value SHALL be accepted) | RQ31\_130 RQ31\_136 RQ57\_031 RQ57\_026 RQ57\_036 RQ57\_037 RQ57\_038 |

Test Sequence #07 Error: Unsupported curve

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT( #PREP\_DOWN\_INV\_CURVE) | #R\_PREP\_DOWN\_INV\_CURVE  SW=0x9000  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #PREP\_DOWN\_INV\_CURVE. | RQ31\_130 RQ31\_134 RQ31\_136 RQ57\_025 RQ57\_031 RQ57\_036 RQ57\_037 RQ57\_038 RQ31\_136 RQ45\_006 RQ45\_026\_1 RQ45\_026 RQ45\_028 |

Test Sequence #08 Error: Invalid Certificate Role OID

The purpose of this sequence is to make sure that the eUICC refuses any SM-DP+ Certificate for Profile Package Binding that does not indicate “id-rspRole-dp-pb” in its extension for Certificate Policies.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT( #PREP\_DOWNLOAD\_INV\_OID) | #R\_PREP\_DOWNLOAD\_INV\_CERT  SW=0x9000  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #PREP\_DOWNLOAD\_INV\_OID. | RQ31\_130 RQ31\_131 RQ31\_136 RQ57\_027 RQ57\_030 RQ57\_031 RQ57\_036 RQ57\_037 RQ57\_038 RQ31\_136 RQ45\_006 RQ45\_026\_1 RQ45\_026 RQ45\_028 RQ45\_030 |

### 4.2.11 ES10b (LPA -- eUICC): LoadBoundProfilePackage

#### 4.2.11.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_010, RQ24\_028

 RQ25\_003, RQ25\_007, RQ25\_016, RQ25\_018, RQ25\_019, RQ25\_023, RQ25\_024

 RQ26\_011, RQ26\_012, RQ26\_013, RQ26\_016, RQ26\_018, RQ26\_019, RQ26\_020, RQ26\_021, RQ26\_022, RQ26\_029, RQ26\_034, RQ26\_035, RQ26\_036

 RQ31\_161, RQ31\_162, RQ31\_163, RQ31\_164, RQ31\_165, RQ31\_166, RQ31\_168, RQ31\_169, RQ31\_170, RQ31\_171, RQ31\_185, RQ31\_186\_1, RQ31\_188\_1

 RQ32\_070

 RQ35\_003\_1

 RQ44\_003

 RQ55\_001, RQ55\_002, RQ55\_003, RQ55\_006, RQ55\_007, RQ55\_008, RQ55\_016, RQ55\_017, RQ55\_018, RQ55\_020, RQ55\_021, RQ55\_022, RQ55\_024, RQ55\_025, RQ55\_028, RQ55\_033, RQ55\_036, RQ55\_037, RQ55\_039, RQ55\_040, RQ55\_041

 RQ57\_010, RQ57\_011, RQ57\_012, RQ57\_013, RQ57\_014, RQ57\_016, RQ57\_040, RQ57\_042, RQ57\_043, RQ57\_044, RQ57\_045

 RQD0\_001

 RQG0\_001, RQG0\_002, RQG0\_003, RQG0\_004, RQG0\_005, RQG0\_006

#### 4.2.11.2 Test Cases

##### 4.2.11.2.1 TC\_eUICC\_ES10b.LoadBoundProfilePackageNIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI based on NIST P-256 curve has been chosen for signing and for verification   Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

Test Sequence #01 Nominal: By using S-ENC and S-MAC

The purpose of this test is to download the PROFILE\_OPERATIONAL1 by using only the session S-ENC and S-MAC keys resulting from key agreement.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3>  NOTE: In this test sequence, the data resulting of this operation SHALL be composed of the following TLV arrays:   <BPP\_SEG\_INIT> contains the tag and length fields of the BoundProfilePackage TLV plus the #S\_INIT\_SC\_PROF1 command   <BPP\_SEG\_A0> contains the tag and length fields of the firstSequenceOf87 TLV plus the first 0x87 TLV containing #CONF\_ISDP\_PROF1 command   <BPP\_SEG\_A1> contains the tag and length fields of the sequenceOf88 TLV and each of the '88' TLVs containing #METADATA\_OP\_PROF1 command   <BPP\_SEG\_A3> contains the tag and length fields of the sequenceOf86 TLV and each of the '86' TLVs containing #UPP\_OP\_PROF1 protected with <S\_ENC> and <S\_MAC> | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands | RQ57\_040 RQ57\_042 RQ57\_043 RQ57\_044 RQ55\_001 RQ55\_002 RQ55\_006 RQ55\_007 RQ57\_010 RQ57\_011 RQ57\_012 RQ57\_014 RQ26\_029 RQ31\_162 RQ31\_163 RQ31\_164 RQ55\_003 RQ55\_016 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_024 RQ26\_011 RQ26\_013 RQ26\_016 RQ26\_034 RQ26\_035 RQ31\_161 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands | RQ57\_040 RQ57\_042 RQ57\_043 RQ57\_044 RQ55\_001 RQ55\_002 RQ55\_006 RQ55\_007 RQ57\_010 RQ57\_011 RQ57\_012 RQ57\_014 RQ26\_029 RQ31\_165 RQ55\_028 RQ26\_012 RQ26\_013 RQ26\_016 RQ26\_018 RQ26\_019 RQ26\_036 RQ31\_161 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ57\_040 RQ57\_042 RQ57\_043 RQ57\_044 RQ55\_001 RQ55\_002 RQ55\_006 RQ55\_007 RQ57\_010 RQ57\_011 RQ57\_012 RQ57\_014 RQ26\_029 RQ31\_166 RQ55\_033 RQ55\_036 RQ55\_037 RQ24\_028 RQ26\_012 RQ26\_013 RQ26\_016 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_036 RQ31\_161 RQG0\_005 RQG0\_006 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA. <ISD\_P\_AID> SHALL be in the range as defined SGP.02 [1]. | RQ57\_040 RQ57\_042 RQ57\_043 RQ57\_044 RQ55\_001 RQ55\_002 RQ55\_006 RQ55\_007 RQ57\_010 RQ57\_011 RQ57\_012 RQ57\_014 RQ26\_029 RQ31\_170 RQ31\_171 RQ57\_045 RQ55\_008 RQ25\_003 RQ25\_007 RQ25\_018 RQ25\_019 RQ25\_023 RQ25\_024 RQ55\_025 RQ25\_016 RQ26\_012 RQ26\_013 RQ26\_016 RQ26\_018 RQ26\_019 RQ26\_034 RQ26\_035 RQ26\_036 RQ31\_161 RQ35\_003\_1 RQ44\_003 RQD0\_001 RQG0\_005 RQG0\_006 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   …  iccid #ICCID\_OP\_PROF1,  isdpAid <ISD\_P\_AID>,  profileState disabled,  …  }  }  SW=0x9000 | RQ32\_070 RQ55\_025 RQ24\_010 RQ26\_020 RQ31\_161 RQD0\_001 |

Test Sequence #02 Nominal: By using PPK-ENC and PPK-MAC

The purpose of this test is to download the PROFILE\_OPERATIONAL1 by using a new set of random session keys: PPK-ENC, PPK-MAC and Initial MAC chaining value.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  #REPLACE\_S\_KEYS\_REQ,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A2>   <BPP\_SEG\_A3>  NOTE: In this test sequence, the data resulting of this operation SHALL be composed of the following TLV arrays:   <BPP\_SEG\_INIT> contains the tag and length fields of the BoundProfilePackage TLV plus the #S\_INIT\_SC\_PROF1 command   <BPP\_SEG\_A0> contains the tag and length fields of the firstSequenceOf87 TLV plus the first 0x87 TLV containing #CONF\_ISDP\_PROF1 command   <BPP\_SEG\_A1> contains the tag and length fields of the sequenceOf88 TLV and each of the '88' TLVs containing #METADATA\_OP\_PROF1 command   <BPP\_SEG\_A2> contains the tag and length fields of the secondSequenceOf87 TLV plus the first '87' TLV, containing the #REPLACE\_S\_KEYS\_REQ command   <BPP\_SEG\_A3> contains the tag and length fields of the sequenceOf86 TLV and each of the '86' TLVs containing #UPP\_OP\_PROF1 protected with PPK-ENC and PPK-MAC | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands | RQ57\_040 RQ57\_042 RQ57\_043 RQ57\_044 RQ55\_001 RQ55\_002 RQ55\_006 RQ55\_007 RQ57\_010 RQ57\_011 RQ57\_012 RQ57\_014 RQ26\_029 RQ31\_162 RQ31\_163 RQ31\_164 RQ55\_003 RQ55\_016 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_024 RQ26\_011 RQ26\_013 RQ26\_016 RQ26\_034 RQ26\_035 RQ31\_161 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands | RQ57\_040 RQ57\_042 RQ57\_043 RQ57\_044 RQ55\_001 RQ55\_002 RQ55\_006 RQ55\_007 RQ57\_010 RQ57\_011 RQ57\_012 RQ57\_014 RQ26\_029 RQ31\_165 RQ55\_028 RQ26\_012 RQ26\_013 RQ26\_016 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_036 RQ31\_161 RQ26\_011 RQ26\_013 RQ26\_016 RQ26\_034 RQ26\_035 RQ31\_161 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands | RQ57\_040 RQ57\_042 RQ57\_043 RQ57\_044 RQ55\_001 RQ55\_002 RQ55\_006 RQ55\_007 RQ57\_010 RQ57\_011 RQ57\_012 RQ57\_014 RQ26\_029 RQ31\_166 RQ55\_033 RQ55\_036 RQ55\_037 RQ26\_012 RQ26\_013 RQ26\_016 RQ26\_018 RQ26\_019 RQ26\_036 RQ31\_161 RQG0\_005 RQG0\_006 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A2>) | SW=0x9000 without response data for all STORE DATA commands | RQ57\_040 RQ57\_042 RQ57\_043 RQ57\_044 RQ55\_001 RQ55\_002 RQ55\_006 RQ55\_007 RQ57\_010 RQ57\_011 RQ57\_012 RQ57\_014 RQ26\_029 RQ31\_168 RQ31\_169 RQ55\_039 RQ55\_040 RQ55\_041 RQ26\_021 RQ26\_022 RQ26\_012 RQ26\_013 RQ26\_016 RQ26\_018 RQ26\_019 RQ26\_036 RQ31\_161 RQG0\_005 RQG0\_006 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_OK  for the last STORE DATA command  The euiccSignPIR SHALL be verified with the #PK\_EUICC\_ECDSA. <ISD\_P\_AID> SHALL be in the range as defined SGP.02 [1]. | RQ57\_040 RQ57\_042 RQ57\_043 RQ57\_044 RQ55\_001 RQ55\_002 RQ55\_006 RQ55\_007 RQ57\_010 RQ57\_011 RQ57\_012 RQ57\_014 RQ26\_029 RQ31\_170 RQ31\_171 RQ57\_045 RQ55\_008 RQ25\_003 RQ25\_007 RQ25\_018 RQ25\_019 RQ25\_023 RQ25\_024 RQ55\_025 RQ25\_016 RQ26\_012 RQ26\_013 RQ26\_034 RQ26\_035 RQ31\_161 RQ35\_003\_1 RQ44\_003 RQD0\_001 RQG0\_005 RQG0\_006 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   …  iccid #ICCID\_OP\_PROF1,  isdpAid <ISD\_P\_AID>,  profileState disabled,  …  }  }  SW=0x9000 | RQ55\_025 RQ32\_070 RQ24\_010 RQ26\_020 RQ31\_161 RQD0\_001 |

##### 4.2.11.2.2 TC\_eUICC\_ES10b.LoadBoundProfilePackageBRP

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI based on BrainpoolP256r1 curve has been chosen for signing and for verification   Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

Test Sequence #01 Nominal: By using S-ENC and S-MAC

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.2.11.2.1 – TC\_eUICC\_ES10b.LoadBoundProfilePackageNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #02 Nominal: By using PPK-ENC and PPK-MAC

This test sequence SHALL be the same as the Test Sequence #02 defined in section 4.2.11.2.1 – TC\_eUICC\_ES10b. LoadBoundProfilePackageNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

##### 4.2.11.2.3 TC\_eUICC\_ES10b.LoadBoundProfilePackageFRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.2.11.2.4 TC\_eUICC\_ES10b.LoadBoundProfilePackage\_ErrorCases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification   Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

Test Sequence #01 Error: Unrecognized leading tag in BPP

The purpose of this test is to ensure that the eUICC rejects any BPP segment with an unrecognized leading tag during Profile download. In such case, the eUICC SHALL return a SW of 0x6A88 and SHALL not discard the download session state.

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Step | | Direction | | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | | | |
| IC4 | S\_LPAd → eUICC | | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | | SW=0x9000 without response data for all STORE DATA commands | RQ31\_186\_1 |
| 1 | S\_LPAd → eUICC | | MTD\_STORE\_DATA\_SCRIPT(  #UNKNOWN\_BPP\_SEGMENT) | | SW=0x6A88 | RQ31\_186\_1 RQ57\_013 RQ57\_016 |
| 2 | S\_LPAd → eUICC | | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | | SW=0x9000 without response data for all STORE DATA commands | RQ31\_186\_1 |
| 3 | S\_LPAd → eUICC | | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | | SW=0x9000 without response data for all STORE DATA commands except for the last one  SW=0x9000 with the response data #R\_PIR\_OK for the last STORE DATA command | RQ31\_186\_1 |
| 4 | S\_LPAd → eUICC | | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   …  iccid #ICCID\_OP\_PROF1,  isdpAid <ISD\_P\_AID>,  profileState disabled,  …  }  }  SW=0x9000 |  |

Test Sequence #02 Error: GetEUICCChallenge during BPP loading

The purpose of this test is to ensure that the eUICC accepts an ES10b.GetEUICCChallenge request indicating the start of a new RSP session while a BPP is loaded.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Notification is stored in the eUICC's Pending Notifications List. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW=0x9000 | RQ31\_188\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A3>) | SW=0x6A88 or 0x6985 | RQ31\_185 RQ57\_013 RQ57\_016 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{}  SW=0x9000 | RQ31\_185 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ31\_185 |

### 4.2.12 ES10b (LPA -- eUICC): GetEUICCChallenge

#### 4.2.12.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ31\_029, RQ31\_030, RQ31\_031

 RQ57\_048, RQ57\_049, RQ57\_050

#### 4.2.12.2 Test Cases

##### 4.2.12.2.1 TC\_eUICC\_ES10b.GetEUICCChallenge

Test Sequence #01 Nominal

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000 | RQ31\_029 RQ31\_030 RQ31\_031 RQ57\_049 RQ57\_050 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  <EUICC\_CHALLENGE> received in this step is different to the <EUICC\_CHALLENGE> in Step 1 | RQ57\_048 |

### 4.2.13 ES10b (LPA -- eUICC): GetEUICCInfo

#### 4.2.13.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ31\_027, RQ31\_028, RQ31\_053, RQ31\_060

 RQ43\_001, RQ43\_002, RQ43\_003, RQ43\_004, RQ43\_005, RQ43\_006, RQ43\_007, RQ43\_008, RQ43\_009, RQ43\_010, RQ43\_011, RQ43\_012, RQ43\_013

 RQ57\_051, RQ57\_052, RQ57\_053, RQ57\_054, RQ57\_057\_1, RQ57\_058, RQ57\_059, RQ57\_060, RQ57\_062, RQ57\_061, RQ57\_063, RQ57\_064, RQ57\_066

#### 4.2.13.2 Test Cases

##### 4.2.13.2.1 TC\_eUICC\_ES10b.GetEUICCInfo1

Test Sequence #01 Nominal

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 | RQ31\_027 RQ31\_028 RQ57\_051 RQ57\_052 RQ57\_054 |

Test Sequence #02 Nominal: GetEUICCInfo call after GetEUICCChallenge

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 | RQ31\_027 RQ31\_028 RQ57\_051 RQ57\_052 RQ57\_054 |

Test Sequence #03 Nominal: GetEUICCInfo1 call after AuthenticateServer

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(#AUTHENTICATE\_SMDP) | #R\_AUTHENTICATE\_SMDP  SW = 0x9000 |  |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 | RQ57\_051 |

##### 4.2.13.2.2 VOID

##### 4.2.13.2.3 TC\_eUICC\_ES10b.GetEUICCInfo2\_RSP\_V2.2.x

Test Sequence #01 Nominal – RSP Version 2.2

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO2) | #R\_EUICC\_INFO2  Verify if:   <EXT\_CARD\_RESOURCE> contains a “number of installed application” value field set to '00'   #IUT\_TS102241\_VERSION is equal to 0x090000 or higher  #IUT\_GLOBALPLATFORM\_VERSION is equal to 0x020300 or higher   * #RSP\_SVN\_H is equal to 0x0202ab 'ab' representing the 'x' in version 2.2.x * #IUT\_SIMA\_VERSION is equal to 0x020X0Y, indicating major version 2, where 2.X.Y is listed in section 7.1 for the SGP.22 version supported by the eUICC   <EUICC\_RSP\_CAPABILITY> contains  o crlSupport set to '0' if O\_E\_CRL is not supported  (otherwise, it SHALL be set to '1')  o testProfileSupport set to '0' if O\_E\_TEST\_PROF is not supported  (otherwise, it SHALL be set to '1')  o rpmSupport set to '0'  o additionalProfile set to '1'   #IUT\_UICC\_CAPABILITY contains  o javacard and akaMilenage set to '1'  o Either akaTuak128 or akaTuak256 set to '1'  SW = 0x9000 | RQ43\_001 RQ43\_002 RQ43\_003 RQ43\_004 RQ43\_005 RQ43\_006 RQ43\_007 RQ43\_008 RQ43\_009 RQ43\_010 RQ43\_011 RQ43\_012 RQ43\_013 RQ57\_057\_1 RQ57\_060 RQ57\_061 RQ57\_063 RQ57\_064 RQ57\_066 |

##### 4.2.13.2.4 TC\_eUICC\_ES10b.GetEUICCInfo2

Test Sequence #01 Nominal: GetEUICCInfo2 call after AuthenticateServer

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ | |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | | |
| IC3 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID | |  | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> | |  | |
| IC5 | The following inputs are required for Step IC6 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | | | |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #AUTHENTICATE\_SMDP) | #R\_AUTHENTICATE\_SMDP  SW = 0x9000 |  | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO2) | same EUICCInfo2 data object as in Step IC6 (the extCardResource field SHALL be excluded from the comparison)  SW = 0x9000 | RQ57\_051 RQ57\_053 RQ57\_054 RQ57\_058 RQ57\_059 RQ57\_062 RQ31\_053 RQ31\_060 RQ43\_001 RQ43\_002 | |

##### 4.2.13.2.5 TC\_eUICC\_ES10b.GetEUICCInfo2\_RSP\_V2.3

Test Sequence #01 Nominal – RSP Version 2.3

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO2) | #R\_EUICC\_INFO2  Verify if:   <EXT\_CARD\_RESOURCE> contains a “number of installed application” value field set to ‘00’   #IUT\_TS102241\_VERSION is equal to 0x090000 or higher  #IUT\_GLOBALPLATFORM\_VERSION is equal to 0x020300 or higher   * #RSP\_SVN\_H is equal to 0x020300 * #IUT\_SIMA\_VERSION is equal to 0x020X0Y, indicating major version 2, where 2.X.Y is listed in section 7.1 for the SGP.22 version supported by the eUICC   <EUICC\_RSP\_CAPABILITY> contains  o crlSupport set to ‘0’ if O\_E\_CRL is not supported  (otherwise, it SHALL be set to ‘1’)  o testProfileSupport set to ‘0’ if O\_E\_TEST\_PROF is not supported  (otherwise, it SHALL be set to ‘1’)  o rpmSupport set to ‘0’  o additionalProfile set to ‘1’   #IUT\_UICC\_CAPABILITY contains  o  javacard and akaMilenage set to ‘1’  o  Either akaTuak128 or akaTuak256 set to ‘1’   * If the treProperties field is present, the value is equal to one of the following values:   o { isDiscrete }  o { isIntegrated }  o { isIntegrated, usesRemoteMemory }  SW = 0x9000 | RQ43\_001 RQ43\_002 RQ43\_003 RQ43\_004 RQ43\_005 RQ43\_006 RQ43\_007 RQ43\_008 RQ43\_009 RQ43\_010 RQ43\_011 RQ43\_012 RQ43\_013 RQ57\_057\_1 RQ57\_060 RQ57\_061 RQ57\_063 RQ57\_064 RQ57\_066 |

##### 4.2.13.2.6 TC\_eUICC\_ES10b.GetEUICCInfo2\_RSP\_Integrated\_eUICC

Test Sequence #01 Nominal

|  |  |  |  |
| --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO2) | #R\_EUICC\_INFO2  Verify that:   * The treProperties field contains   + isIntegrated set to ‘1’   + isDiscrete set to ‘0’ * The treProductReference field is present and not empty   SW = 0x9000  NOTE: usesRemoteMemory can be set to either '0' or '1'. |

##### 4.2.13.2.7 TC\_eUICC\_ES10b.GetEUICCInfo2\_RSP\_V2.4

Test Sequence #01 Nominal – RSP Version 2.4

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO2) | #R\_EUICC\_INFO2  Verify if:   <EXT\_CARD\_RESOURCE> contains a “number of installed application” value field set to ‘00’   #IUT\_TS102241\_VERSION is equal to 0x090000 or higher  #IUT\_GLOBALPLATFORM\_VERSION is equal to 0x020300 or higher   * #RSP\_SVN\_H is equal to 0x020400 * #IUT\_SIMA\_VERSION is equal to 0x020X0Y, indicating major version 2, where 2.X.Y is listed in section 7.1 for the SGP.22 version supported by the eUICC    <EUICC\_RSP\_CAPABILITY> contains  o crlSupport set to ‘0’ if O\_E\_CRL is not supported  (otherwise, it SHALL be set to ‘1’)  o testProfileSupport set to ‘0’ if O\_E\_TEST\_PROF is not supported  (otherwise, it SHALL be set to ‘1’)  o rpmSupport set to ‘0’  o additionalProfile set to ‘1’   * serviceSpecificDataSupport set to '0' if O\_E\_SERVICES\_SPECIFIC\_DATA is not supported  (otherwise, it SHALL be set to '1')    #IUT\_UICC\_CAPABILITY contains  o  javacard and akaMilenage set to ‘1’  o  Either akaTuak128 or akaTuak256 set to ‘1’   * If the treProperties field is present, the value is equal to one of the following values:   o { isDiscrete }  o { isIntegrated }  o { isIntegrated, usesRemoteMemory }  SW = 0x9000 | RQ43\_001 RQ43\_002 RQ43\_003 RQ43\_004 RQ43\_005 RQ43\_006 RQ43\_007 RQ43\_008 RQ43\_009 RQ43\_010 RQ43\_011 RQ43\_012 RQ43\_013 RQ57\_057\_1 RQ57\_060 RQ57\_061 RQ57\_063 RQ57\_064 RQ57\_066 |

### 4.2.14 ES10b (LPA -- eUICC): ListNotification

#### 4.2.14.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ25\_020

 RQ31\_172

 RQ35\_016

 RQ57\_068, RQ57\_068\_1, RQ57\_068\_2, RQ57\_068\_3, RQ57\_068\_4, RQ57\_069, RQ57\_070

#### 4.2.14.2 Test Cases

Throughout all the ListNotification test cases the maximum number of Notifications simultaneously tested has been set as to two as there is not minimum defined in SGP.21 [3] or SGP.22 [2] for the number of Notifications that can be stored by the eUICC.

##### 4.2.14.2.1 TC\_eUICC\_ES10b.ListNotification

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | No Operational Profile is installed on the eUICC. |
| eUICC | No Notifications are stored in the eUICC's Pending Notifications List. |

Test Sequence #01 Nominal: Install Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Do not remove both the Notifications. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_IN1\_PIR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 RQ31\_172 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_OMITTED) | #R\_LIST\_NOTIF\_IN1\_IN1\_PIR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_3 RQ57\_069 RQ57\_070 RQ25\_020 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_NONE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000  OR  #R\_LIST\_NOTIF\_UNDEFINED\_ERROR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL) | #R\_LIST\_NOTIF\_IN1\_IN1\_PIR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DELETE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE) | #R\_LIST\_NOTIF\_IN1\_IN1\_PIR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_ENABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_LIST\_NOTIF\_IN1\_IN1\_PIR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |

Test Sequence #02 Nominal: Enable Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the Notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 RQ31\_172 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_OMITTED) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_3 RQ57\_069 RQ57\_070 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_NONE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000  OR  #R\_LIST\_NOTIF\_UNDEFINED\_ERROR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DELETE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_ENABLE) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |

Test Sequence #03 Nominal: Disable Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the Notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DI1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 RQ31\_172 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_OMITTED) | #R\_LIST\_NOTIF\_DI1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_3 RQ57\_069 RQ57\_070 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_NONE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000  OR  #R\_LIST\_NOTIF\_UNDEFINED\_ERROR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE) | #R\_LIST\_NOTIF\_DI1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DELETE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_DI1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_ENABLE) | #R\_LIST\_NOTIF\_DI1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_LIST\_NOTIF\_DI1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |

Test Sequence #04 Nominal: Delete Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the Notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC6 | Delete PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 RQ31\_172 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_OMITTED) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_3 RQ57\_069 RQ57\_070 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_NONE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000  OR  #R\_LIST\_NOTIF\_UNDEFINED\_ERROR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DELETE) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_ENABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |

Test Sequence #05 Nominal: Two Install Notifications (PIR) with different Notification Address

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_INSTALL. Do not remove the Notification. | | | |
| IC4 | Install PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_INSTALL.  The default Profile downloading procedure defined in section 2.2.3.1 SHALL be used with the following exceptions:   #CERT\_S\_SM\_DP2auth\_ECDSA SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #CERT\_S\_SM\_DPauth\_ECDSA   #TEST\_DP\_ADDRESS2 SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #TEST\_DP\_ADDRESS1   #CERT\_S\_SM\_DP2pb\_ECDSA SHALL be set in #PREP\_DOWNLOAD\_NO\_CC rather than #CERT\_S\_SM\_DPpb\_ECDSA  Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR\_IN2\_PIR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 RQ31\_172 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_OMITTED) | #R\_LIST\_NOTIF\_IN1\_PIR\_IN2\_PIR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_3 RQ57\_069 RQ57\_070 RQ25\_020 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_NONE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000  OR  #R\_LIST\_NOTIF\_UNDEFINED\_ERROR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL) | #R\_LIST\_NOTIF\_IN1\_PIR\_IN2\_PIR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DELETE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE) | #R\_LIST\_NOTIF\_IN1\_PIR\_IN2\_PIR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_ENABLE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_LIST\_NOTIF\_IN1\_PIR\_IN2\_PIR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |

Test Sequence #06 Nominal: Install Notification (PIR) and Enable Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_INSTALL. Do not remove the Notification. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 RQ31\_172 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_OMITTED) | #R\_LIST\_NOTIF\_IN1\_PIR\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_3 RQ57\_069 RQ57\_070 RQ25\_020 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_NONE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000  OR  #R\_LIST\_NOTIF\_UNDEFINED\_ERROR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL) | #R\_LIST\_NOTIF\_IN1\_PIR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE) | #R\_LIST\_NOTIF\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DELETE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE) | #R\_LIST\_NOTIF\_IN1\_PIR\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_ENABLE) | #R\_LIST\_NOTIF\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_LIST\_NOTIF\_IN1\_PIR\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2RQ57\_069 RQ57\_070 RQ25\_020 |

Test Sequence #07 Nominal: Disable and Delete Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the notification | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Do not remove the notification | | | |
| IC6 | Delete PROFILE\_OPERATIONAL1. Do not remove the Notification | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DI1\_DE1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 RQ31\_172 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_OMITTED) | #R\_LIST\_NOTIF\_DI1\_DE1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_3 RQ57\_069 RQ57\_070 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_NONE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000  OR  #R\_LIST\_NOTIF\_UNDEFINED\_ERROR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE) | #R\_LIST\_NOTIF\_DI1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DELETE) | #R\_LIST\_NOTIF\_DE1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_DI1\_DE1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_ENABLE) | #R\_LIST\_NOTIF\_DI1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_LIST\_NOTIF\_DI1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |

Test Sequence #08 Nominal: Install (OtherSignedNotification) and Enable Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove the PIR notification, but do not remove the OtherSignedNotification. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 RQ31\_172 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_OMITTED) | #R\_LIST\_NOTIF\_IN1\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_3 RQ57\_069 RQ57\_070 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_NONE) | #R\_LIST\_NOTIF\_NONE SW = 0x9000  OR  #R\_LIST\_NOTIF\_UNDEFINED\_ERROR SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL) | #R\_LIST\_NOTIF\_IN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE) | #R\_LIST\_NOTIF\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DELETE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE) | #R\_LIST\_NOTIF\_IN1\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_ENABLE) | #R\_LIST\_NOTIF\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_LIST\_NOTIF\_IN1\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |

Test Sequence #09 Nominal: Enable and Install (PIR) Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC5 | Install PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_INSTALL.  The default Profile downloading procedure defined in section 2.2.3.1 SHALL be used with the following exceptions:   #CERT\_S\_SM\_DP2auth\_ECDSA SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #CERT\_S\_SM\_DPauth\_ECDSA   #TEST\_DP\_ADDRESS2 SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #TEST\_DP\_ADDRESS1   #CERT\_S\_SM\_DP2pb\_ECDSA SHALL be set in #PREP\_DOWNLOAD\_NO\_CC rather than #CERT\_S\_SM\_DPpb\_ECDSA  Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_EN1\_IN2\_PIR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 RQ31\_172 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_OMITTED) | #R\_LIST\_NOTIF\_EN1\_IN2\_PIR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_3 RQ57\_069 RQ57\_070 RQ25\_020 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_NONE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000  OR  #R\_LIST\_NOTIF\_UNDEFINED\_ERROR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL) | #R\_LIST\_NOTIF\_IN2\_PIR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE) | #R\_LIST\_NOTIF\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DELETE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE) | #R\_LIST\_NOTIF\_EN1\_IN2\_PIR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_ENABLE) | #R\_LIST\_NOTIF\_EN1  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_069 RQ57\_070 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_LIST\_NOTIF\_EN1\_IN2\_PIR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_2 RQ57\_069 RQ57\_070 RQ25\_020 |

Test Sequence #10 Nominal: No Notifications available

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_OMITTED) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_3 RQ57\_068\_4 RQ57\_069 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_NONE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000  OR  #R\_LIST\_NOTIF\_UNDEFINED\_ERROR  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ENABLE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DELETE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_DELETE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_DISABLE\_ENABLE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 | RQ35\_016 RQ57\_068 RQ57\_068\_1 RQ57\_068\_4 RQ57\_069 |

### 4.2.15 ES10b (LPA -- eUICC): RetrieveNotificationsList

#### 4.2.15.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ25\_020, RQ25\_021

 RQ26\_034, RQ26\_035

 RQ31\_174

 RQ35\_001\_1, RQ35\_001\_2, RQ35\_003\_1

 RQ57\_071, RQ57\_071\_1, Q57\_071\_2, RQ57\_071\_3, RQ57\_071\_4

 RQ57\_072, RQ57\_072\_1, RQ57\_072\_2, RQ57\_073, RQ57\_074, RQ57\_075, RQ57\_076

#### 4.2.15.2 Test Cases

Throughout all the RetrieveNotificationsList test cases the maximum number of Notifications simultaneously tested has been set to two as there is no minimum defined in SGP.21 [3] or SGP.22 [2] for the number of Notifications that can be stored by the eUICC.

In some test sequences defined below, it is expected to retrieve especially either a ProfileInstallationResult or an OtherSignedNotification for installation. When both are present in the eUICC, the only way to distinguish these two notifications is to compare their sequence numbers in the ListNotificationResponse. The sequence number related to the ProfileInstallationResult SHALL be lower than the one linked to the OtherSignedNotification.

This assumption is based on the requirement defined in section 5.5.5 of SGP.22 [2] stating that the eUICC SHALL first generate the Profile Installation Result and then as many Notifications as configured in its metadata in the format of OtherSignedNotification.

##### 4.2.15.2.1 TC\_eUICC\_ES10b.RetrieveNotificationsList

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | No Operational Profile is installed on the eUICC. |
| eUICC | No Notifications are stored in the eUICC's Pending Notifications List. |

Test Sequence #01 Nominal: Retrieve by Sequence Number for Install Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Do not remove both the notifications. | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_IN1\_PIR  SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_IN1>)) | #R\_RETRIEVE\_NOTIF\_IN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 RQ35\_001\_2 RQ35\_003\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_IN1\_PIR>)) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR SW = 0x9000  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_071\_3 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 RQ35\_001\_2 RQ35\_003\_1 |

Test Sequence #02 Nominal: Retrieve by Sequence Number for Enable Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_EN1>)) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 RQ35\_001\_2 RQ35\_003\_1 |

Test Sequence #03 Nominal: Retrieve by Sequence Number for Disable Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DI1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_DI1>)) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 RQ35\_001\_2 RQ35\_003\_1 |

Test Sequence #04 Nominal: Retrieve by Sequence Number for Delete Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC6 | Delete PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_DE1>)) | #R\_RETRIEVE\_NOTIF\_DE1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 RQ35\_001\_2 RQ35\_003\_1 |

Test Sequence #05 Nominal: Retrieve by Sequence Number for Two Install (PIR) Notifications with different Notification Addresses

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_INSTALL. Do not remove the Notification. | | | |
| IC4 | Install PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_INSTALL.  The default Profile downloading procedure defined in section 2.2.3.1 SHALL be used with the following exceptions:   #CERT\_S\_SM\_DP2auth\_ECDSA SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #CERT\_S\_SM\_DPauth\_ECDSA   #TEST\_DP\_ADDRESS2 SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #TEST\_DP\_ADDRESS1   #CERT\_S\_SM\_DP2pb\_ECDSA SHALL be set in #PREP\_DOWNLOAD\_NO\_CC rather than #CERT\_S\_SM\_DPpb\_ECDSA  Do not remove the Notification. | | | |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR\_IN2\_PIR SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_IN1\_PIR>)) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR SW = 0x9000  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_071\_3 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_IN2\_PIR>)) | #R\_RETRIEVE\_NOTIF\_IN2\_PIR SW = 0x9000  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_071\_3 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |

Test Sequence #06 Nominal: Retrieve by Sequence Number for Install (PIR) and Enable Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_INSTALL. Do not remove the Notification. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR\_EN1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_IN1\_PIR>)) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR SW = 0x9000  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_071\_3 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_EN1>)) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |

Test Sequence #07 Nominal: Retrieve by Sequence Number for Disable and Delete Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the notification | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Do not remove the notification | | | |
| IC6 | Delete PROFILE\_OPERATIONAL1. Do not remove the Notification | | | |
| IC7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DI1\_DE1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_DI1>)) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_DE1>)) | #R\_RETRIEVE\_NOTIF\_DE1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |

Test Sequence #08 Nominal: Retrieve by Sequence Number for Install (OtherSignedNotification) and Enable Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove the PIR notification, but do not remove the OtherSignedNotification. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_EN1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_IN1>)) | #R\_RETRIEVE\_NOTIF\_IN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 RQ35\_001\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_EN1>)) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |

Test Sequence #09 Nominal: Retrieve by Sequence Number for Enable and Install (PIR) notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC5 | Install PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_INSTALL.  The default Profile downloading procedure defined in section 2.2.3.1 SHALL be used with the following exceptions:   #CERT\_S\_SM\_DP2auth\_ECDSA SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #CERT\_S\_SM\_DPauth\_ECDSA   #TEST\_DP\_ADDRESS2 SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #TEST\_DP\_ADDRESS1   #CERT\_S\_SM\_DP2pb\_ECDSA SHALL be set in #PREP\_DOWNLOAD\_NO\_CC rather than #CERT\_S\_SM\_DPpb\_ECDSA  Do not remove the Notification. | | | |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_EN1\_IN2\_PIR  SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_IN2\_PIR>)) | #R\_RETRIEVE\_NOTIF\_IN2\_PIR SW = 0x9000  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_071\_3 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_EN1>)) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |

Test Sequence #10 Nominal: Retrieve Sequence Numbers that are not present

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_INSTALL. Do not remove the Notification. | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_IN1\_PIR>)) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR SW = 0x9000  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_071\_3 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ26\_034 RQ26\_035 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM(<NOTIF\_SEQ\_NO\_IN1\_PIR> +1)) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |

Test Sequence #11 Nominal: Retrieve by Notification Type for Install Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Do not remove both the notifications. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ALL) | #R\_RETRIEVE\_NOTIF\_IN1\_IN1\_PIR SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_071\_3 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_OMITTED) | #R\_RETRIEVE\_NOTIF\_IN1\_IN1\_PIR SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_3 RQ57\_071\_4 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_NONE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL) | #R\_RETRIEVE\_NOTIF\_IN1\_IN1\_PIR  SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_071\_3 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL \_ENABLE) | #R\_RETRIEVE\_NOTIF\_IN1\_IN1\_PIR SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_071\_3 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_RETRIEVE\_NOTIF\_IN1\_IN1\_PIR SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_071\_3 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |

Test Sequence #12 Nominal: Retrieve by Notification Type for Enable Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ALL) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_OMITTED) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_4 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_NONE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ENABLE) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_ENABLE) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |

Test Sequence #13 Nominal: Retrieve by Notification Type for Disable Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ALL) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_OMITTED) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_4 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_NONE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_DELETE) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_ENABLE) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |

Test Sequence #14 Nominal: Retrieve by Notification Type for Delete Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC6 | Delete PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ALL) | #R\_RETRIEVE\_NOTIF\_DE1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_OMITTED) | #R\_RETRIEVE\_NOTIF\_DE1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_4 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_NONE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DELETE) | #R\_RETRIEVE\_NOTIF\_DE1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_DELETE) | #R\_RETRIEVE\_NOTIF\_DE1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |

Test Sequence #15 Nominal: Retrieve by Notification Type for Two Install (PIR) Notifications with different Notification Addresses

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_INSTALL. Do not remove the Notification. | | | |
| IC4 | Install PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_INSTALL.  The default Profile downloading procedure defined in section 2.2.3.1 SHALL be used with the following exceptions:   #CERT\_S\_SM\_DP2auth\_ECDSA SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #CERT\_S\_SM\_DPauth\_ECDSA   #TEST\_DP\_ADDRESS2 SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #TEST\_DP\_ADDRESS1   #CERT\_S\_SM\_DP2pb\_ECDSA SHALL be set in #PREP\_DOWNLOAD\_NO\_CC rather than #CERT\_S\_SM\_DPpb\_ECDSA  Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ALL) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR\_IN2\_PIR SW = 0x9000  • Verify both the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_072\_3 RQ57\_073\_1 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_OMITTED) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR\_IN2\_PIR SW = 0x9000  • Verify both the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_072\_3 RQ57\_072\_4 RQ57\_073\_1 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_NONE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR\_IN2\_PIR  SW = 0x9000  • Verify both the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_072\_3 RQ57\_073\_1 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE) | #R\_RETRIEVE\_NOTIF\_NONE  SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR\_IN2\_PIR SW = 0x9000  • Verify both the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_072\_3 RQ57\_073\_1 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR\_IN2\_PIR SW = 0x9000  • Verify both the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_072\_3 RQ57\_073\_1 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |

Test Sequence #16 Nominal: Retrieve by Notification Type for Install (PIR) and Enable Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_INSTALL. Do not remove the Notification. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ALL) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_072\_3  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_OMITTED) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_072\_3  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_NONE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR SW = 0x9000  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_072\_3 RQ57\_073\_1 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ENABLE) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1  RQ57\_073 RQ57\_074 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_072\_3  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_ENABLE) | #R\_RETRIEVE\_NOTIF\_EN1  SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_RETRIEVE\_NOTIF\_IN1\_PIR\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_072\_3 RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |

Test Sequence #17 Nominal: Retrieve by Notification Type for Disable and Delete Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the notification | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Do not remove the notification | | | |
| IC6 | Delete PROFILE\_OPERATIONAL1. Do not remove the Notification | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ALL) | #R\_RETRIEVE\_NOTIF\_DI1\_DE1 SW = 0x9000  • Verify both the euiccNotificationSignatures <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_OMITTED) | #R\_RETRIEVE\_NOTIF\_DI1\_DE1 SW = 0x9000  • Verify both the euiccNotificationSignatures <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_072\_4  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_NONE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_074 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1  RQ57\_073 RQ57\_074 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DELETE) | #R\_RETRIEVE\_NOTIF\_DE1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1  RQ57\_073 RQ57\_074 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_DELETE) | #R\_RETRIEVE\_NOTIF\_DI1\_DE1 SW = 0x9000  • Verify both the euiccNotificationSignatures <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_ENABLE) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_RETRIEVE\_NOTIF\_DI1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |

Test Sequence #18 Nominal: Retrieve by Notification Type for Install (OtherSignedNotification) and Enable Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove the PIR notification, but do not remove the OtherSignedNotification. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ALL) | #R\_RETRIEVE\_NOTIF\_IN1\_EN1 SW = 0x9000  • Verify both the euiccNotificationSignatures <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 RQ35\_001\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_OMITTED) | #R\_RETRIEVE\_NOTIF\_IN1\_EN1 SW = 0x9000  • Verify both the euiccNotificationSignatures <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 RQ35\_001\_1 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_NONE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL) | #R\_RETRIEVE\_NOTIF\_IN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 RQ35\_001\_1 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ENABLE) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1  RQ57\_073 RQ57\_074 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1  RQ57\_073 RQ57\_074 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE) | #R\_RETRIEVE\_NOTIF\_IN1\_EN1 SW = 0x9000  • Verify both the euiccNotificationSignatures <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 RQ35\_001\_1 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1  RQ57\_073 RQ57\_074 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_ENABLE) | #R\_RETRIEVE\_NOTIF\_EN1  SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_RETRIEVE\_NOTIF\_IN1\_EN1 SW = 0x9000  • Verify both the euiccNotificationSignatures <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 RQ35\_001\_1 |

Test Sequence #19 Nominal: Retrieve by Notification Type for Enable and Install (PIR) notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC5 | Install PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_INSTALL.  The default Profile downloading procedure defined in section 2.2.3.1 SHALL be used with the following exceptions:   #CERT\_S\_SM\_DP2auth\_ECDSA SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #CERT\_S\_SM\_DPauth\_ECDSA   #TEST\_DP\_ADDRESS2 SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #TEST\_DP\_ADDRESS1   #CERT\_S\_SM\_DP2pb\_ECDSA SHALL be set in #PREP\_DOWNLOAD\_NO\_CC rather than #CERT\_S\_SM\_DPpb\_ECDSA  Do not remove the Notification. | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ALL) | #R\_RETRIEVE\_NOTIF\_EN1\_IN2\_PIR SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_072\_3  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_OMITTED) | #R\_RETRIEVE\_NOTIF\_EN1\_IN2\_PIR SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_072\_3 RQ57\_072\_4  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_NONE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL) | #R\_RETRIEVE\_NOTIF\_IN2\_PIR SW = 0x9000  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_072\_3 RQ57\_073\_1 RQ57\_074 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ENABLE) | #R\_RETRIEVE\_NOTIF\_EN1 SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1  RQ57\_073 RQ57\_074 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1  RQ57\_073 RQ57\_074 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE) | #R\_RETRIEVE\_NOTIF\_EN1\_IN2\_PIR SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_072\_3  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1  RQ57\_073 RQ57\_074 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_ENABLE) | #R\_RETRIEVE\_NOTIF\_EN1  SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ26\_034 RQ26\_035 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_RETRIEVE\_NOTIF\_EN1\_IN2\_PIR SW = 0x9000  • Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2  RQ57\_072\_3  RQ57\_073\_1 RQ57\_074 RQ57\_075 RQ57\_076 RQ25\_020 RQ25\_021 RQ26\_034 RQ26\_035 RQ31\_174 RQ35\_001\_1 |

Test Sequence #20 Nominal: Retrieve by Notification Type for No Notifications available

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ALL) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_OMITTED) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_072\_4 RQ57\_073 RQ57\_074 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_NONE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_DELETE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_DISABLE\_ENABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE) | #R\_RETRIEVE\_NOTIF\_NONE SW = 0x9000 | RQ57\_071 RQ57\_072 RQ57\_072\_1 RQ57\_073 RQ57\_074 |

### 4.2.16 ES10b (LPA -- eUICC): RemoveNotificationFromList

#### 4.2.16.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ25\_020

 RQ31\_182

 RQ35\_021

 RQ57\_077, RQ57\_078, RQ57\_079

#### 4.2.16.2 Test Cases

Throughout all the RemoveNotificationFromList test cases the maximum number of Notifications simultaneously tested has been set as to two as there is no minimum defined in SGP.21 [3] or SGP.22 [2] for the number of Notifications that can be stored by the eUICC.

The rule specified in section 4.2.15.2 explaining the way to distinguish a ProfileInstallationResult from an OtherSignedNotification for installation also applies for the test cases defined below.

##### 4.2.16.2.1 TC\_eUICC\_ES10b.RemoveNotificationFromList

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | No Operational Profile is installed on the eUICC. |
| eUICC | No Notifications are stored in the eUICC's Pending Notifications List. |

Test Sequence #01 Nominal: Install Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Do not remove both the notifications. | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_IN1\_PIR SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN1>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR SW = 0x9000 |  |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN1\_PIR>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 RQ31\_182 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ25\_020 RQ31\_182 |

Test Sequence #02 Nominal: Enable Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_EN1>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 |  |

Test Sequence #03 Nominal: Disable Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DI1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_DI1>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 |  |

Test Sequence #04 Nominal: Delete Notification

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Remove the Notification. | | | |
| IC6 | Delete PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC7 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_DE1>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 |  |

Test Sequence #05 Nominal: Two Install (PIR) Notifications with different Notification Addresses

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_INSTALL. Do not remove the Notification. | | | |
| IC4 | Install PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_INSTALL.  The default Profile downloading procedure defined in section 2.2.3.1 SHALL be used with the following exceptions:   #CERT\_S\_SM\_DP2auth\_ECDSA SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #CERT\_S\_SM\_DPauth\_ECDSA   #TEST\_DP\_ADDRESS2 SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #TEST\_DP\_ADDRESS1   #CERT\_S\_SM\_DP2pb\_ECDSA SHALL be set in #PREP\_DOWNLOAD\_NO\_CC rather than #CERT\_S\_SM\_DPpb\_ECDSA  Do not remove the Notification. | | | |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR\_IN2\_PIR SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN1\_PIR>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 RQ31\_182 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN2\_PIR SW = 0x9000 | RQ25\_020 RQ31\_182 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN2\_PIR>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 RQ31\_182 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 | RQ25\_020 RQ31\_182 |

Test Sequence #06 Nominal: Install (PIR) and Enable Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_INSTALL. Do not remove the Notification. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR\_EN1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN1\_PIR>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 RQ31\_182 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 | RQ25\_020 RQ31\_182 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_EN1>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 |  |

Test Sequence #07 Nominal: Disable and Delete Notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both the Notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Remove the Notification | | | |
| IC5 | Disable PROFILE\_OPERATIONAL1. Do not remove the Notification | | | |
| IC6 | Delete PROFILE\_OPERATIONAL1. Do not remove the Notification | | | |
| IC7 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DI1\_DE1 SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_DI1>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DE1  SW = 0x9000 |  |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_DE1>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 |  |

Test Sequence #08 Nominal: Install (OtherSignedNotification) and Enable Notifications

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | | Direction | Sequence / Description | Expected result | REQ |
| IC1 | | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | | Install PROFILE\_OPERATIONAL1. Remove the PIR notification, but do not remove the OtherSignedNotification. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC5 | | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_EN1 SW = 0x9000 |  |
| 1 | | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN1>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 2 | | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 |  |
| 3 | | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_EN1>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 4 | | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 |  |

Test Sequence #09 Nominal: Enable and Install (PIR) notifications

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1. Remove both notifications. | | | |
| IC4 | Enable PROFILE\_OPERATIONAL1. Do not remove the Notification. | | | |
| IC5 | Install PROFILE\_OPERATIONAL2 with METADATA\_OP\_PROF2\_NO\_INSTALL.  The default Profile downloading procedure defined in section 2.2.3.1 SHALL be used with the following exceptions:   #CERT\_S\_SM\_DP2auth\_ECDSA SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #CERT\_S\_SM\_DPauth\_ECDSA   #TEST\_DP\_ADDRESS2 SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #TEST\_DP\_ADDRESS1   #CERT\_S\_SM\_DP2pb\_ECDSA SHALL be set in #PREP\_DOWNLOAD\_NO\_CC rather than #CERT\_S\_SM\_DPpb\_ECDSA  Do not remove the Notification. | | | |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_EN1\_IN2\_PIR SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN2\_PIR>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 RQ31\_182 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_EN1 SW = 0x9000 | RQ25\_020 RQ31\_182 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_EN1>)) | #R\_REMOVE\_NOTIF\_OK  SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 |  |

Test Sequence #10 Nominal: Removing Sequence Numbers that are not present

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_INSTALL. Do not remove the Notification. | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN1\_PIR> - 1)) | #R\_REMOVE\_NOTIF\_NOTHING\_TO\_DELETE SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR SW = 0x9000 |  |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN1\_PIR> + 1)) | #R\_REMOVE\_NOTIF\_NOTHING\_TO\_DELETE SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN1\_PIR SW = 0x9000 |  |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN1\_PIR>)) | #R\_REMOVE\_NOTIF\_OK SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE  SW = 0x9000 |  |
| 7 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN1\_PIR>)) | #R\_REMOVE\_NOTIF\_NOTHING\_TO\_DELETE SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 |  |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_REMOVE\_NOTIF(  <NOTIF\_SEQ\_NO\_IN1\_PIR> + 1)) | #R\_REMOVE\_NOTIF\_NOTHING\_TO\_DELETE SW = 0x9000 | RQ35\_021 RQ57\_077 RQ57\_078 RQ57\_079 |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_NONE SW = 0x9000 |  |

### 4.2.17 ES10b (LPA -- eUICC): LoadCRL

This section is defined as FFS.

### 4.2.18 ES10b (LPA -- eUICC): AuthenticateServer

#### 4.2.18.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_008

 RQ26\_005, RQ26\_006, RQ26\_007, RQ26\_008, RQ26\_010, RQ26\_012, RQ26\_013, RQ26\_029, RQ26\_033, RQ26\_034, RQ26\_035

 RQ31\_025, RQ31\_046, RQ31\_047, RQ31\_048, RQ31\_049, RQ31\_050, RQ31\_051, RQ31\_052, RQ31\_053, RQ31\_054, RQ31\_055, RQ31\_076, RQ31\_077, RQ31\_078, RQ31\_079

 RQ36\_017

 RQ42\_001

 RQ43\_001, RQ43\_002

 RQ45\_002, RQ45\_006, RQ45\_026, RQ45\_026\_1, RQ45\_028, RQ45\_030, RQ45\_032

 RQ55\_004, RQ55\_005

 RQ57\_093, RQ57\_094, RQ57\_095, RQ57\_096, RQ57\_097, RQ57\_098, RQ57\_099, RQ57\_100, RQ57\_101, RQ57\_102, RQ57\_103, RQ57\_104, RQ57\_105, RQ57\_106, RQ57\_107, RQ57\_108

#### 4.2.18.2 Test Cases

##### 4.2.18.2.1 TC\_eUICC\_ES10b.AuthenticateServer\_SM-DP+\_NIST

Test Sequence #01 Nominal: Without MatchingID in CtxParams1

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID based on NIST P-256 curve |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID based on NIST P-256 curve   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(#AUTHENTICATE\_SMDP) | #R\_AUTHENTICATE\_SMDP  SW = 0x9000  • Verify the <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned1 is the same as in #AUTHENTICATE\_SMDP. • Verify that the <S\_SMDP\_CHALLENGE> present in the euiccSigned1 is the same as in #AUTHENTICATE\_SMDP | RQ26\_029 RQ26\_005 RQ26\_006 RQ26\_007 RQ26\_008 RQ26\_034 RQ26\_035 RQ31\_025 RQ31\_046 RQ31\_047 RQ31\_048 RQ31\_049 RQ31\_050 RQ31\_051 RQ31\_053 RQ31\_054 RQ31\_055 RQ31\_076 RQ31\_079 RQ42\_001 RQ43\_001 RQ43\_002 RQ45\_002 RQ55\_004 RQ55\_005 RQ57\_094 RQ57\_095 RQ57\_096 RQ57\_097 RQ57\_098 RQ57\_099 RQ57\_101 RQ57\_102 RQ57\_103 RQ57\_104 RQ57\_105 RQ57\_106 RQ57\_107 RQ57\_108 |

Test Sequence #02 Nominal: With MatchingID in CtxParams1

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID based on NIST P-256 curve |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID based on NIST P-256 curve   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(#AUTH\_SMDP\_MATCH\_ID) | #R\_AUTH\_SMDP\_MATCH\_ID  SW = 0x9000  • Verify the <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned1 is the same as in #AUTH\_SMDP\_MATCH\_ID • Verify that the <S\_SMDP\_CHALLENGE> present in the euiccSigned1 is the same as in #AUTH\_SMDP\_MATCH\_ID | RQ26\_029 RQ26\_005 RQ26\_006 RQ26\_007 RQ26\_008 RQ26\_034 RQ26\_035 RQ31\_025 RQ31\_046 RQ31\_047 RQ31\_048 RQ31\_049 RQ31\_050 RQ31\_051 RQ31\_053 RQ31\_054 RQ31\_055 RQ31\_076 RQ31\_077 RQ42\_001 RQ43\_001 RQ43\_002 RQ45\_002 RQ55\_004 RQ55\_005 RQ57\_094 RQ57\_095 RQ57\_096 RQ57\_097 RQ57\_098 RQ57\_099 RQ57\_101 RQ57\_102 RQ57\_103 RQ57\_104 RQ57\_105 RQ57\_106 RQ57\_107 RQ57\_108 |

Test Sequence #03 Nominal: With IMEI in Device Capabilities

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID based on NIST P-256 curve |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID based on NIST P-256 curve   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(#AUTH\_SMDP\_IMEI) | #R\_AUTH\_SMDP\_IMEI  SW = 0x9000  • Verify the <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned1 is the same as in #AUTH\_SMDP\_IMEI • Verify that the <S\_SMDP\_CHALLENGE> present in the euiccSigned1 is the same as in #AUTH\_SMDP\_IMEI | RQ26\_029 RQ26\_005 RQ26\_006 RQ26\_007 RQ26\_008 RQ26\_034 RQ26\_035 RQ31\_025 RQ31\_046 RQ31\_047 RQ31\_048 RQ31\_049 RQ31\_050 RQ31\_051 RQ31\_053 RQ31\_054 RQ31\_055 RQ31\_076 RQ42\_001 RQ43\_001 RQ43\_002 RQ45\_002 RQ55\_004 RQ55\_005 RQ57\_094 RQ57\_095 RQ57\_096 RQ57\_097 RQ57\_098 RQ57\_099 RQ57\_101 RQ57\_102 RQ57\_103 RQ57\_104 RQ57\_105 RQ57\_106 RQ57\_107 RQ57\_108 |

##### 4.2.18.2.2 TC\_eUICC\_ES10b.AuthenticateServer\_SM-DP+\_BRP

Test Sequence #01 Nominal: Without MatchingID in CtxParams1

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID based on BrainpoolP256r1 curve |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID based on BrainpoolP256r1 curve   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(#AUTHENTICATE\_SMDP) | #R\_AUTHENTICATE\_SMDP  SW = 0x9000  • Verify the <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned1 is the same as in **#**AUTHENTICATE\_SMDP. • Verify that the <S\_SMDP\_CHALLENGE> present in the euiccSigned1 is the same as in **#**AUTHENTICATE\_SMDP | RQ26\_029 RQ26\_005 RQ26\_006 RQ26\_007 RQ26\_008 RQ26\_034 RQ26\_035 RQ31\_025 RQ31\_046 RQ31\_047 RQ31\_048 RQ31\_049 RQ31\_050 RQ31\_051 RQ31\_053 RQ31\_054 RQ31\_055 RQ31\_076 RQ31\_079 RQ42\_001 RQ43\_001 RQ43\_002 RQ45\_002 RQ55\_004 RQ55\_005 RQ57\_094 RQ57\_095 RQ57\_096 RQ57\_097 RQ57\_098 RQ57\_099 RQ57\_101 RQ57\_102 RQ57\_103 RQ57\_104 RQ57\_105 RQ57\_106 RQ57\_107 RQ57\_108 |

Test Sequence #02 Nominal: With MatchingID in CtxParams1

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID based on BrainpoolP256r1 curve |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID based on BrainpoolP256r1 curve   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(#AUTH\_SMDP\_MATCH\_ID) | #R\_AUTH\_SMDP\_MATCH\_ID  SW = 0x9000  • Verify the <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned1 is the same as in #AUTH\_SMDP\_MATCH\_ID • Verify that the <S\_SMDP\_CHALLENGE> present in the euiccSigned1 is the same as in #AUTH\_SMDP\_MATCH\_ID | RQ26\_029 RQ26\_005 RQ26\_006 RQ26\_007 RQ26\_008 RQ26\_034 RQ26\_035 RQ31\_025 RQ31\_046 RQ31\_047 RQ31\_048 RQ31\_049 RQ31\_050 RQ31\_051 RQ31\_053 RQ31\_054 RQ31\_055 RQ31\_076 RQ31\_079 RQ42\_001 RQ43\_001 RQ43\_002 RQ45\_002 RQ55\_004 RQ55\_005 RQ57\_094 RQ57\_095 RQ57\_096 RQ57\_097 RQ57\_098 RQ57\_099 RQ57\_101 RQ57\_102 RQ57\_103 RQ57\_104 RQ57\_105 RQ57\_106 RQ57\_107 RQ57\_108 |

Test Sequence #03 Nominal: With IMEI in Device Capabilities

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID based on BrainpoolP256r1 curve |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   * <S\_TRANSACTION\_ID> * <EUICC\_CHALLENGE> * <S\_SMDP\_CHALLENGE> * <S\_SMDP\_SIGNATURE1> * Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID based on BrainpoolP256r1 curve * Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(#AUTH\_SMDP\_IMEI) | #R\_AUTH\_SMDP\_IMEI  SW = 0x9000  • Verify the <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned1 is the same as in #AUTH\_SMDP\_IMEI • Verify that the <S\_SMDP\_CHALLENGE> present in the euiccSigned1 is the same as in #AUTH\_SMDP\_IMEI | RQ26\_029 RQ26\_005 RQ26\_006 RQ26\_007 RQ26\_008 RQ26\_034 RQ26\_035 RQ31\_025 RQ31\_046 RQ31\_047 RQ31\_048 RQ31\_049 RQ31\_050 RQ31\_051 RQ31\_053 RQ31\_054 RQ31\_055 RQ31\_076 RQ31\_079 RQ42\_001 RQ43\_001 RQ43\_002 RQ45\_002 RQ55\_004 RQ55\_005 RQ57\_094 RQ57\_095 RQ57\_096 RQ57\_097 RQ57\_098 RQ57\_099 RQ57\_101 RQ57\_102 RQ57\_103 RQ57\_104 RQ57\_105 RQ57\_106 RQ57\_107 RQ57\_108 |

##### 4.2.18.2.3 TC\_eUICC\_ES10b.AuthenticateServer\_SM-DP+\_FRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.2.18.2.4 TC\_eUICC\_ES10b.AuthenticateServer\_SM-DP+\_ErrorCases

Test Sequence #01 Error: With Incorrect SM-DPauth certificate (i.e. invalid signature)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   Choose the #CERT\_S\_SM\_DPauth\_INV\_SIGN leading to the same Root CI certificate apart from the signature | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT (#AUTH\_SMDP\_INV\_CERT) | #R\_AUTH\_SERVER\_INV\_CERT  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTH\_SMDP\_INV\_CERT. | RQ26\_005 RQ26\_006 RQ31\_052 RQ45\_006 RQ45\_026\_1 RQ45\_026 RQ45\_028 RQ55\_005 RQ57\_100 RQ57\_095 RQ57\_100 RQ57\_105 RQ57\_107  RQ26\_010 |

Test Sequence #02 Error: With Invalid SM-DP+ Signature

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1> NOT computed with the #SK\_S\_SM\_DPauth\_ECDSA but SHALL have the same length as for a valid signature   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(#AUTHENTICATE\_SMDP) | #R\_AUTH\_SERVER\_INV\_SIGN  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTHENTICATE\_SMDP | RQ31\_052 RQ45\_006 RQ45\_026\_1 RQ45\_026 RQ45\_028 RQ55\_005 RQ57\_100 RQ57\_097 RQ57\_100 RQ57\_105 RQ57\_107 RQ26\_010 |

Test Sequence #03 Error: Unsupported Curve

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  | |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  | |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <RANDOM\_SM\_DP+\_SIGN>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   #CERT\_S\_SM\_DPauth\_INV\_CURVE | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT (#AUTH\_SMDP\_INV\_CURV) | #R\_AUTH\_SERVER\_INV\_CURV  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTH\_SMDP\_INV\_CURV. | RQ26\_005 RQ26\_006 RQ31\_049 RQ31\_052 RQ45\_006 RQ45\_026\_1 RQ45\_026 RQ45\_028 RQ55\_005 RQ57\_097 RQ57\_100 RQ57\_105 RQ57\_107  RQ26\_010 | |

Test Sequence #04 Error: eUICC Challenge Mismatch

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000 |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   #S\_EUICC\_CHALLENGE considered as different from <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT (#AUTH\_SMDP\_INV\_CHALLENGE) | #R\_AUTH\_SERVER\_INV\_CHALLENGE  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTH\_SMDP\_INV\_CHALLENGE. | RQ26\_005 RQ26\_006 RQ31\_050 RQ31\_052 RQ57\_098 RQ57\_100 RQ57\_105 RQ57\_107 RQ26\_010 |

Test Sequence #05 Error: Unknown CI PK

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to a CI Key ID not present in the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> (a random SubjectKeyIdentifier can be used)   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT (#AUTHENTICATE\_SMDP) | #R\_AUTH\_SERVER\_INV\_CI  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTHENTICATE\_SMDP. | RQ26\_005 RQ26\_006 RQ26\_033 RQ31\_048 RQ31\_051 RQ31\_052 RQ45\_006 RQ45\_026\_1 RQ45\_026 RQ45\_028 RQ57\_099 RQ57\_100 RQ57\_105 RQ57\_107 RQ26\_010 |

Test Sequence #06 Error: Invalid Certificate Role OID

The purpose of this sequence is to make sure that the eUICC refuses any SM-DP+ Certificate for authentication that does not indicate “id-rspRole-dp-auth” in its extension for Certificate Policies.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   Choose the #CERT\_S\_SM\_DPpb\_ECDSA (instead of #CERT\_S\_SM\_DPauth\_ECDSA) leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT (#AUTH\_SMDP\_INV\_OID) | #R\_AUTH\_SERVER\_INV\_OID  SW = 0x9000  OR  #R\_AUTH\_SERVER\_INV\_CERT  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTH\_SMDP\_INV\_OID. | RQ26\_005 RQ26\_006 RQ31\_052 RQ45\_006 RQ45\_026\_1 RQ45\_026 RQ45\_028 RQ45\_030 RQ57\_096 RQ57\_100 RQ57\_105 RQ57\_107 RQ26\_010 |

Test Sequence #07 Error: No RSP session on-going

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial state |
| eUICC | No RSP session is on-going (i.e. no ES10b.getEUICCChallenge has been sent to the eUICC). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | The following inputs are required for Step 3 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   #S\_EUICC\_CHALLENGE   <S\_SMDP\_CHALLENGE>   <S\_SMDP\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT (#AUTH\_SMDP\_INV\_CHALLENGE) | #R\_AUTH\_SERVER\_NO\_SESSION  SW = 0x9000  The transactionId returned in the response SHALL not be checked (any value SHALL be accepted) | RQ26\_005 RQ26\_006RQ31\_052 RQ57\_094 RQ57\_100 RQ57\_105 RQ57\_107 |

##### 4.2.18.2.5 TC\_eUICC\_ES10b.AuthenticateServer\_SM-DS\_BRP

Test Sequence #01 Nominal: With EventID in CtxParams1

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID based on BrainpoolP256r1 curve | |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> | |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDS\_CHALLENGE>   <S\_SMDS\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID based on BrainpoolP256r1 curve   Choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the same Root CI certificate | | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #AUTHENTICATE\_SMDS) | #R\_AUTHENTICATE\_SMDS  SW = 0x9000  • Verify the <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned1 is the same as in #AUTHENTICATE\_SMDS. • Verify that the <S\_SMDS\_CHALLENGE> present in the euiccSigned1 is the same as in #AUTHENTICATE\_SMDS | RQ24\_008RQ26\_005 RQ26\_006 RQ26\_008 RQ26\_012 RQ26\_013 RQ26\_029 RQ26\_034 RQ31\_025 RQ31\_078 RQ43\_002 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ57\_094RQ57\_095RQ57\_096RQ57\_097RQ57\_098RQ57\_099 RQ57\_101RQ57\_102RQ57\_103RQ57\_104RQ57\_105RQ57\_106RQ57\_107RQ57\_108 RQ31\_046RQ31\_047RQ31\_048RQ31\_049RQ31\_050RQ31\_051RQ31\_053RQ31\_054RQ31\_055RQ26\_029 | |

Test Sequence #02 Nominal: With IMEI and EventID in Device Capabilities

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID based on BrainpoolP256r1 curve |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDS\_CHALLENGE>   <S\_SMDS\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID based on BrainpoolP256r1 curve   Choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #AUTH\_SMDS\_IMEI) | #R\_AUTH\_SMDS\_IMEI  SW = 0x9000  • Verify the <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned1 is the same as in #AUTH\_SMDS\_IMEI • Verify that the <S\_SMDS\_CHALLENGE> present in the euiccSigned1 is the same as in #AUTH\_SMDS\_IMEI | RQ24\_008 RQ26\_005 RQ26\_006 RQ26\_008 RQ26\_012 RQ26\_013 RQ26\_029 RQ26\_034 RQ31\_025 RQ31\_078 RQ43\_002 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ57\_094 RQ57\_095 RQ57\_096 RQ57\_097 RQ57\_098 RQ57\_099 RQ57\_101 RQ57\_102 RQ57\_103 RQ57\_104 RQ57\_105 RQ57\_106 RQ57\_107 RQ57\_108 RQ31\_046 RQ31\_047 RQ31\_048 RQ31\_049 RQ31\_050 RQ31\_051 RQ31\_053 RQ31\_054 RQ31\_055 RQ26\_029 |

##### 4.2.18.2.6 TC\_eUICC\_ES10b.AuthenticateServer\_SM-DS\_NIST

Test Sequence #01 Nominal: With EventID in CtxParams1

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID based on NIST P-256 curve | | RQ36\_017 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> | | RQ36\_017 |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDS\_CHALLENGE>   <S\_SMDS\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID based on NIST P-256 curve   Choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the same Root CI certificate | | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #AUTHENTICATE\_SMDS) | #R\_AUTHENTICATE\_SMDS  SW = 0x9000  • Verify the <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned1 is the same as in #AUTHENTICATE\_SMDS. • Verify that the <S\_SMDS\_CHALLENGE> present in the euiccSigned1 is the same as in #AUTHENTICATE\_SMDS | RQ24\_008RQ26\_005 RQ26\_006 RQ26\_008 RQ26\_012 RQ26\_013 RQ26\_029 RQ26\_034 RQ31\_025 RQ31\_078 RQ43\_002 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ57\_094RQ57\_095RQ57\_096RQ57\_097RQ57\_098RQ57\_099 RQ57\_101RQ57\_102RQ57\_103RQ57\_104RQ57\_105RQ57\_106RQ57\_107RQ57\_108 RQ31\_046RQ31\_047RQ31\_048RQ31\_049RQ31\_050RQ31\_051RQ31\_053RQ31\_054RQ31\_055RQ26\_029 RQ36\_017 | |

Test Sequence #02 Nominal: With IMEI and EventID in Device Capabilities

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID based on NIST P-256 curve | RQ36\_017 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> | RQ36\_017 |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDS\_CHALLENGE>   <S\_SMDS\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID based on NIST P-256 curve   Choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #AUTH\_SMDS\_IMEI) | #R\_AUTH\_SMDS\_IMEI  SW = 0x9000  • Verify the <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned1 is the same as in #AUTH\_SMDS\_IMEI • Verify that the <S\_SMDS\_CHALLENGE> present in the euiccSigned1 is the same as in #AUTH\_SMDS\_IMEI | RQ24\_008RQ26\_005 RQ26\_006 RQ26\_008 RQ26\_012 RQ26\_013 RQ26\_029 RQ26\_034 RQ31\_025 RQ31\_078 RQ43\_002 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ57\_094RQ57\_095RQ57\_096RQ57\_097RQ57\_098RQ57\_099 RQ57\_101RQ57\_102RQ57\_103RQ57\_104RQ57\_105RQ57\_106RQ57\_107RQ57\_108 RQ31\_046RQ31\_047RQ31\_048RQ31\_049RQ31\_050RQ31\_051RQ31\_053RQ31\_054RQ31\_055RQ26\_029 RQ36\_017 |

##### 4.2.18.2.7 TC\_eUICC\_ES10b.AuthenticateServer\_SM-DS\_FRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.2.18.2.8 TC\_eUICC\_ES10b.AuthenticateServer\_SM-DS\_ErrorCases

Test Sequence #01 Error: With Incorrect SM-DSauth certificate (i.e. invalid signature)

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 | |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> | |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDS\_CHALLENGE>   <S\_SMDS\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   Choose the #CERT\_S\_SM\_DSauth\_INV\_SIGN leading to the same Root CI certificate | | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #AUTH\_SMDS\_INV\_CERT) | | #R\_AUTH\_SERVER\_INV\_CERT  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTH\_SMDS\_INV\_CERT. | RQ45\_028 RQ57\_100 RQ31\_052 RQ57\_095 RQ57\_105 RQ57\_107 RQ26\_010 |

Test Sequence #02 Error: With Invalid SM-DS Signature

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDS\_CHALLENGE>   <S\_SMDS\_SIGNATURE1> NOT computed with the #SK\_S\_SM\_DSauth\_ECDSA but SHALL have the same length as for a valid signature   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   Choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #AUTHENTICATE\_SMDS) | #R\_AUTH\_SERVER\_INV\_SIGN  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTHENTICATE\_SMDS | RQ57\_100 RQ31\_052 RQ57\_097 RQ57\_105 RQ57\_107 RQ31\_049 RQ26\_010 |

Test Sequence #03 Error: Unsupported Curve

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDS\_CHALLENGE>   <RANDOM\_SM\_DS\_SIGN>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   #CERT\_S\_SM\_DSauth\_INV\_CURVE | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT (#AUTH\_SMDS\_INV\_CURV) | #R\_AUTH\_SERVER\_INV\_CURV  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTH\_SMDS\_INV\_CURV. | RQ57\_100 RQ31\_052 RQ57\_105 RQ57\_107 RQ26\_010 |

Test Sequence #04 Error: eUICC Challenge Mismatch

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000 |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   * <S\_TRANSACTION\_ID> * #S\_EUICC\_CHALLENGE considered as different from <EUICC\_CHALLENGE> * <S\_SMDS\_CHALLENGE> * <S\_SMDS\_SIGNATURE1> * Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> * Choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the same Root CI certificate | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT (  #AUTH\_SMDS\_INV\_CHALLENGE) | #R\_AUTH\_SERVER\_INV\_CHALLENGE  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTH\_SMDS\_INV\_CHALLENGE. | RQ57\_100 RQ31\_052 RQ57\_098 RQ57\_105 RQ57\_107 RQ31\_050 RQ26\_010 |

Test Sequence #05 Error: Unknown CI PK

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| 3 | The following inputs are required for Step 4 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   <EUICC\_CHALLENGE>   <S\_SMDS\_CHALLENGE>   <S\_SMDS\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to a CI Key ID not present in the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> (a random SubjectKeyIdentifier can be used)   Choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT (#AUTHENTICATE\_SMDS) | #R\_AUTH\_SERVER\_INV\_CI  SW = 0x9000  • Verify that the <S\_TRANSACTION\_ID> present in the AuthenticateResponseError is the same as in #AUTHENTICATE\_SMDS. | RQ26\_029 RQ45\_028 RQ57\_100 RQ31\_052 RQ57\_099 RQ57\_105 RQ57\_107 RQ31\_051 RQ31\_048 RQ26\_010 |

Test Sequence #06 Error: No RSP session on-going

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial state |
| eUICC | No RSP session is on-going (i.e. no ES10b.getEUICCChallenge has been sent to the eUICC). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000 |  |
| 2 | The following inputs are required for Step 3 as described in the InitiateAuthentication function:   <S\_TRANSACTION\_ID>   #S\_EUICC\_CHALLENGE   <S\_SMDS\_CHALLENGE>   <S\_SMDS\_SIGNATURE1>   Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>   Choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the same Root CI certificate | | | |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #AUTH\_SMDS\_INV\_CHALLENGE) | #R\_AUTH\_SERVER\_NO\_SESSION  SW = 0x9000  The transactionId returned in the response SHALL not be checked (any value SHALL be accepted) | RQ57\_100 RQ31\_052 RQ57\_094RQ57\_105 RQ57\_107 |

### 4.2.19 ES10b (LPA -- eUICC): CancelSession

#### 4.2.19.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_034, RQ26\_035

 RQ31\_099, RQ31\_101, RQ31\_114, RQ31\_115, RQ31\_116, RQ31\_117, RQ31\_160, RQ31\_162\_1, RQ31\_188\_1

 RQ57\_041\_1, RQ57\_109, RQ57\_110, RQ57\_111, RQ57\_113, RQ57\_114, RQ57\_115, RQ57\_116

#### 4.2.19.2 Test Cases

##### 4.2.19.2.1 TC\_eUICC\_ES10b.CancelSessionNIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+ (i.e. the response has been sent by the eUICC for ES10b.AuthenticateServer)   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI based on NIST P-256 curve has been chosen for signing and for verification |

Test Sequence #01 Nominal: End User Rejection

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #CANCEL\_SESSION\_REJECT) | #R\_CANCEL\_SESSION\_REJ  SW = 0x9000  The <EUICC\_CS\_SIGNATURE> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #CANCEL\_SESSION\_REJECT | RQ31\_114 RQ31\_115 RQ31\_116 RQ31\_117 RQ57\_110 RQ57\_111 RQ57\_114 RQ57\_115 RQ57\_116 RQ26\_034 RQ26\_035 RQ31\_160 |
| 2 | | PROC\_VERIFY\_SESSION\_IS\_CANCELLED | | | RQ57\_113 |

Test Sequence #02 Nominal: End User Postponed

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #CANCEL\_SESSION\_POSTPONED) | #R\_CANCEL\_SESSION\_POSTPONED  SW = 0x9000  The <EUICC\_CS\_SIGNATURE> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #CANCEL\_SESSION\_POSTPONED | RQ31\_114 RQ31\_115 RQ31\_116 RQ31\_117 RQ57\_110 RQ57\_111 RQ57\_114 RQ57\_115 RQ57\_116 RQ26\_034 RQ26\_035 RQ31\_160 |
| 2 | PROC\_VERIFY\_SESSION\_IS\_CANCELLED | | | RQ57\_113 |

Test Sequence #03 Nominal: Timeout

The RSP session is delayed because the End User does not confirm the download of the Profile within the timeout interval defined by the LPAd.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #CANCEL\_SESSION\_TIMEOUT) | #R\_CANCEL\_SESSION\_TIMEOUT  SW = 0x9000  The <EUICC\_CS\_SIGNATURE> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #CANCEL\_SESSION\_TIMEOUT | RQ31\_114 RQ31\_115 RQ31\_116 RQ31\_117 RQ57\_110 RQ57\_111 RQ57\_114 RQ57\_115 RQ57\_116 RQ26\_034 RQ26\_035 |
| 2 | PROC\_VERIFY\_SESSION\_IS\_CANCELLED | | | RQ57\_113 |

Test Sequence #04 Nominal: PPR not allowed

The RSP session is terminated because the LPAd detected that PPR(s) set in the Profile Metadata is/are not allowed.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #CANCEL\_SESSION\_PPR) | #R\_CANCEL\_SESSION\_PPR  SW = 0x9000  The <EUICC\_CS\_SIGNATURE> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #CANCEL\_SESSION\_PPR | RQ31\_114 RQ31\_115 RQ31\_116 RQ31\_117 RQ57\_110 RQ57\_111 RQ57\_114 RQ57\_115 RQ57\_116 RQ26\_034 RQ26\_035 RQ31\_099 RQ31\_101 |
| 2 | PROC\_VERIFY\_SESSION\_IS\_CANCELLED | | | RQ57\_113 |

Test Sequence #05 Nominal: Metadata Mismatch

The RSP session is terminated because the LPAd detected that the Profile Metadata in the response to "ES9+.AuthenticateClient" does not match the Profile Metadata in the Bound Profile Package.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+ (i.e. the response has been sent by the eUICC for ES10b.PrepareDownload)   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #CANCEL\_SESSION\_METADATA) | #R\_CANCEL\_SESSION\_METADATA  SW = 0x9000  The <EUICC\_CS\_SIGNATURE> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #CANCEL\_SESSION\_METADATA | RQ31\_114 RQ31\_115 RQ31\_116 RQ31\_117 RQ57\_110 RQ57\_111 RQ57\_114 RQ57\_115 RQ57\_116 RQ26\_034 RQ26\_035 |
| 2 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| 3 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| 4 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x6985 or 0x6A88 | RQ57\_113 RQ57\_041\_1 |
| 6 | PROC\_VERIFY\_SESSION\_IS\_CANCELLED | | | RQ57\_113 |

Test Sequence #06 Nominal: BPP Parsing Error

The RSP session is terminated because the LPAd has encountered an error while parsing the Bound Profile Package received from the SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+ (i.e. the response has been sent by the eUICC for ES10b.PrepareDownload)   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #CANCEL\_SESSION\_LOAD\_BPP) | #R\_CANCEL\_SESSION\_LOAD\_BPP  SW = 0x9000  The <EUICC\_CS\_SIGNATURE> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #CANCEL\_SESSION\_LOAD\_BPP | RQ31\_114 RQ31\_115 RQ31\_116 RQ31\_117 RQ57\_110 RQ57\_111 RQ57\_114 RQ57\_115 RQ57\_116 RQ26\_034 RQ26\_035 RQ31\_162\_1 |
| 2 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| 3 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| 4 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x6985 or 0x6A88 | RQ57\_113 |
| 6 | PROC\_VERIFY\_SESSION\_IS\_CANCELLED | | | RQ57\_113 |

Test Sequence #07 Nominal: Load BPP Execution Error

The RSP session is terminated because the LPAd has encountered an error while installing the Bound Profile Package received from the SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+ (i.e. the response has been sent by the eUICC for ES10b.PrepareDownload)   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| IC2 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_PROF1,  #METADATA\_OP\_PROF1,  NO\_PARAM,  #UPP\_OP\_PROF1) | | | |
| IC3 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #CANCEL\_SESSION\_LOAD\_BPP) | #R\_CANCEL\_SESSION\_LOAD\_BPP  SW = 0x9000  The <EUICC\_CS\_SIGNATURE> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #CANCEL\_SESSION\_LOAD\_BPP | RQ31\_114 RQ31\_115 RQ31\_116 RQ31\_117 RQ57\_110 RQ57\_111 RQ57\_114 RQ57\_115 RQ57\_116 RQ31\_188\_1 RQ26\_034 RQ26\_035 RQ31\_162\_1 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0) | SW=0x6985 or 0x6A88 | RQ57\_113 |
| 3 | PROC\_VERIFY\_SESSION\_IS\_CANCELLED | | | RQ57\_113 |

Test Sequence #08 Nominal: Undefined Reason

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #CANCEL\_SESSION\_UNDEF) | #R\_CANCEL\_SESSION\_UNDEF  SW = 0x9000  The <EUICC\_CS\_SIGNATURE> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the response is the same as in #CANCEL\_SESSION\_UNDEF | RQ31\_114 RQ31\_115 RQ31\_116 RQ31\_117 RQ57\_110 RQ57\_111 RQ57\_114 RQ57\_115 RQ57\_116 RQ26\_034 RQ26\_035 |
| 2 | PROC\_VERIFY\_SESSION\_IS\_CANCELLED | | | RQ57\_113 |

##### 4.2.19.2.2 TC\_eUICC\_ES10b.CancelSessionBRP

In these test sequences, once the RSP session has been cancelled, verifications are performed in order to check that it is neither possible to execute the Download Confirmation procedure nor to execute the Common Mutual Authentication procedure by referring to the cancelled TransactionID.

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI based on BrainpoolP256r1 curve has been chosen for signing and for verification |

Test Sequence #01 Nominal: End User Rejection

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.2.19.2.1 – TC\_eUICC\_ES10b.CancelSessionNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #02 Nominal: End User Postponed

This test sequence SHALL be the same as the Test Sequence #02 defined in section 4.2.19.2.1 – TC\_eUICC\_ES10b.CancelSessionNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #03 Nominal: Timeout

This test sequence SHALL be the same as the Test Sequence #03 defined in section 4.2.19.2.1 – TC\_eUICC\_ES10b.CancelSessionNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #04 Nominal: PPR not allowed

This test sequence SHALL be the same as the Test Sequence #04 defined in section 4.2.19.2.1 – TC\_eUICC\_ES10b.CancelSessionNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #05 Nominal: Metadata Mismatch

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial state** |
| eUICC | Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

This test sequence SHALL be the same as the Test Sequence #05 defined in section 4.2.19.2.1 – TC\_eUICC\_ES10b.CancelSessionNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #06 Nominal: BPP Parsing Error

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial state** |
| eUICC | Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

This test sequence SHALL be the same as the Test Sequence #06 defined in section 4.2.19.2.1 – TC\_eUICC\_ES10b.CancelSessionNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #07 Nominal: Load BPP Execution Error

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial state** |
| eUICC | Sub-procedure Profile Download and Installation – End User Confirmation has been successfully executed between the eUICC and the S\_SM-DP+   * #PREP\_DOWNLOAD\_NO\_CC has been sent to the eUICC |

This test sequence SHALL be the same as the Test Sequence #07 defined in section 4.2.19.2.1 – TC\_eUICC\_ES10b.CancelSessionNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #08 Nominal: Undefined Reason

This test sequence SHALL be the same as the Test Sequence #08 defined in section 4.2.19.2.1 – TC\_eUICC\_ES10b.CancelSessionNIST except that all keys and certificates SHALL be based on BrainpoolP256r1.

##### 4.2.19.2.3 TC\_eUICC\_ES10b.CancelSessionFRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.2.19.2.4 TC\_eUICC\_ES10b.CancelSession\_ErrorCase

Test Sequence #01 Error: No on-going RSP session

On receiving a CancelSession request whereas there is no on-going RSP session, the eUICC SHALL return an error code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No RSP session is on-going (i.e. no Common Mutual Authentication procedure has been executed). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #CANCEL\_SESSION\_INV\_TRANS\_ID) | #R\_CANCEL\_SESSION\_INV\_TRANS\_ID  SW = 0x9000 | RQ57\_109 RQ57\_114 RQ57\_115 |

Test Sequence #02 Error: Invalid Transaction ID

On receiving a CancelSession request with a TransactionID different from the on-going one, the eUICC SHALL not discard the current RSP session and return an error code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #CANCEL\_SESSION\_INV\_TRANS\_ID) | #R\_CANCEL\_SESSION\_INV\_TRANS\_ID  SW = 0x9000 | RQ57\_109  RQ57\_114  RQ57\_115 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_NO\_CC) | #R\_PREP\_DOWNLOAD\_NO\_CC  SW=0x9000 |  |

### 4.2.20 ES10c (LPA -- eUICC): GetProfilesInfo

#### 4.2.20.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_029

 RQ32\_057

 RQ31\_183

 RQ57\_117, RQ57\_118, RQ57\_119, RQ57\_120, RQ57\_121, RQ57\_122, RQ57\_123, RQ57\_124, RQ57\_125, RQ57\_126

#### 4.2.20.2 Test Cases

##### 4.2.20.2.1 TC\_eUICC\_ES10c.GetProfilesInfo

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |
| eUICC | The Nickname of PROFILE\_OPERATIONAL1 and PROFILE\_OPERATIONAL2 is empty. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL3 is equal to #NICKNAME3. |

Test Sequence #01 Nominal: Get All Profiles

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1,  #PROFILE\_INFO2,  #PROFILE\_INFO3  }  SW = 0x9000 | RQ32\_057 RQ57\_117 RQ57\_118 RQ57\_119 RQ57\_123 RQ24\_029 RQ31\_183 |

Test Sequence #02 Nominal: Get Profile by ICCID

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW = 0x9000 | RQ57\_117 RQ57\_119 RQ57\_121 RQ57\_123 |

Test Sequence #03 Nominal: Get Profile by AID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW = 0x9000 | | RQ57\_117 RQ57\_119 RQ57\_121 RQ57\_123 |

Test Sequence #04 Nominal: Get All Operational Profiles

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_PROFCLASS) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1,  #PROFILE\_INFO2,  #PROFILE\_INFO3  }  SW = 0x9000 | RQ57\_119 RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #05 Nominal: Get Profile ICCID list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST\_ICCID) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST\_ICCID  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #06 Nominal: Get Profile AID list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST\_ISDPAID) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST\_ISDPAID  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #07 Nominal: Get Profile Nickname list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST\_PROFILE\_NICKNAME) | response ProfileInfoListResponse::= profileInfoListOk : {  …  #PROFILES\_INFO\_TAGLIST\_PROFILE\_NICKNAME  ...  }  SW = 0x9000 | RQ57\_119 RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #08 Nominal: Get Profile SP Name list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST\_SP\_NAME) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST\_SP\_NAME  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #09 Nominal: Get Profile Name list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST\_PROFILE\_NAME) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST\_PROFILE\_NAME  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #10 Nominal: Get Profile Icon list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST\_ICON) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST\_ICON  }  SW = 0x9000 | RQ57\_120, RQ57\_122, RQ57\_123 |

Test Sequence #11 Nominal: Get Profile Owner list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST\_PROFILE\_OWNER) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST\_PROFILE\_OWNER  }  SW = 0x9000 | RQ57\_120, RQ57\_122, RQ57\_123, RQ57\_125 |

Test Sequence #12 Nominal: Get Profile SM-DP+ proprietary data list

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC with dpProprietaryData #SMDP\_PROP\_DATA1 (i.e. #CONF\_ISDP\_PROF1 is used during the Profile downloading). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST\_SMDP\_PROP\_DATA) | response ProfileInfoListResponse::=  profileInfoListOk : {  …  #PROFILES\_INFO\_TAGLIST\_SMDP\_PROP\_DATA  …  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #13 Nominal: Get Profile ICCID and State list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST1) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST1  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #14 Nominal: Get Profile Nickname and State list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST2) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST2  }  SW = 0x9000 | RQ57\_119 RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #15 Nominal: Get Profile Icon and Icon Type list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST3) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST3  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #16 Nominal: Get Profile Icon and State list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_TAGLIST4) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST4  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #17 Nominal: Get Operational Profile ICCID and State list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_OPTAGLIST1) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST1  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #18 Nominal: Get Operational Profile Nickname and State list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_OPTAGLIST2) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST2  }  SW = 0x9000 | RQ57\_119 RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #19 Nominal: Get Operational Profile Icon and Icon type list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_OPTAGLIST3) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST3  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #20 Nominal: Get Operational Profile Icon and State list

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_OPTAGLIST4) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_TAGLIST4  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #21 Nominal: Get Profile State of the defined Profile

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_ICCID\_TAGLIST1) | response ProfileInfoListResponse::=  profileInfoListOk : { #PROFILES\_INFO\_ICCID\_TAGLIST1  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #22 Nominal: Get Profile Icon Type of the defined Profile

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_ICCID\_TAGLIST2) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_ICCID\_TAGLIST2  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #23 Nominal: Get Profile Class of the defined Profile

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_ICCID\_TAGLIST3) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_ICCID\_TAGLIST3  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #24 Nominal: Get Notification Configuration of the defined Profile

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_ICCID\_TAGLIST4) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_ICCID\_TAGLIST4  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 |

Test Sequence #25 Nominal: Get Profile Policy Rules of the defined Profile

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_ICCID\_TAGLIST5) | response ProfileInfoListResponse::=  profileInfoListOk : {  #PROFILES\_INFO\_ICCID\_TAGLIST5  }  SW = 0x9000 | RQ57\_120 RQ57\_122 RQ57\_123 RQ57\_126 |

Test Sequence #26 Nominal: Get empty Profile list. No Profile installed

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Profile is loaded on the eUICC (this condition overrides the general initial condition defined in this test case). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (#GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  }  SW = 0x9000 | RQ57\_124 |

### 4.2.21 ES10c (LPA -- eUICC): EnableProfile

#### 4.2.21.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_010

 RQ29\_002, RQ29\_022

 RQ32\_011, RQ32\_012, RQ32\_016\_1, RQ32\_016\_2, RQ32\_016\_3, RQ32\_017, RQ32\_017\_1, RQ32\_017\_2, RQ32\_018\_1

 RQ34\_015

 RQ57\_127, RQ57\_127\_1, RQ57\_127\_2, RQ57\_128, RQ57\_129, RQ57\_130, RQ57\_132, RQ57\_132\_1, RQ57\_133\_1, RQ57\_133\_3, RQ57\_134, RQ57\_135\_1, RQ57\_135\_2,RQ57\_135\_4, RQ57\_136, RQ57\_137, RQ57\_138, RQ57\_139, RQ57\_140, RQ57\_140\_1

#### 4.2.21.2 Test Cases

##### 4.2.21.2.1 TC\_eUICC\_ES10c.EnableProfile\_Case3

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |

Test Sequence #01 Nominal: Enable Profile by ISD-P AID and “refreshFlag” set when Device supports “UICC Reset”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | No response data is returned  SW=0x91XX | RQ24\_010 RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_132 RQ57\_133\_3 RQ57\_138 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 RQ57\_135\_1 |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ24\_010 RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_138 |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 6 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #02 Nominal: Enable Profile by ICCID and “refreshFlag” set when Device supports “UICC Reset”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | No response data is returned  SW=0x91XX | RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_138 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 RQ57\_135\_1 |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_138 |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 6 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #03 Nominal: Enable Profile by ISD-P AID and “refreshFlag” set when Device supports “eUICC Profile State Change”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE\_eUICCProfileStateChanged | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | No response data is returned  SW=0x91XX | RQ24\_010 RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_138 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“eUICC Profile State change”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 RQ57\_135\_1 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | Execute IC1 from step 2 to step 4 | | | |
| 5 | Repeat IC2 | | | |
| 6 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ24\_010 RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_138 |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 8 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #04 Nominal: Enable Profile by ICCID and “refreshFlag” set when Device supports “eUICC Profile State Change”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE\_eUICCProfileStateChanged | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | No response data is returned  SW=0x91XX | RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_138 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“eUICC Profile State change”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 RQ57\_135\_1 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | Execute IC1 from step 2 to step 4 | | | |
| 5 | Repeat IC2 | | | |
| 6 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_138 |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 8 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #05 Nominal: Enable Profile by ISD-P AID and “refreshFlag” not set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| Step | | Direction | Sequence / Description | | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | | | |
| 1 | S\_LPAd → eUICC | | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  FALSE)) | No response data is returned  SW=0x9000 | | RQ24\_010 RQ32\_011 RQ32\_017\_1 RQ32\_017\_2 RQ57\_128 RQ57\_129 RQ57\_132 RQ57\_132\_1 RQ57\_138 RQ57\_132\_1 | |
| 2 | S\_Device 🡪 eUICC | | [TERMINAL\_PROFILE] | Toolkit initialization THEN SW=0x9000 | | RQ32\_018\_1 RQ57\_135\_4 | |
| 3 | S\_LPAd 🡪eUICC | | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | | RQ32\_011 RQ32\_017\_1 RQ32\_017\_2 RQ57\_128 RQ57\_129 RQ57\_132 RQ57\_132\_1 RQ57\_138 RQ57\_132\_1 RQ24\_010 | |
| 4 | S\_Device 🡪 eUICC | | [SELECT\_ICCID] | SW=0x9000 | |  | |
| 5 | S\_Device 🡪 eUICC | | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | | RQ34\_015 | |

Test Sequence #06 Nominal: Enable Profile by ICCID and “refreshFlag” not set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  FALSE)) | No response data is returned  SW=0x9000 | RQ32\_011 RQ32\_017\_1 RQ32\_017\_2 RQ57\_128 RQ57\_129 RQ57\_132 RQ57\_132\_1 RQ57\_138 RQ57\_132\_1 |
| 2 | S\_Device 🡪 eUICC | [TERMINAL\_PROFILE] | Toolkit initialization THEN SW=0x9000 | RQ32\_018\_1 RQ57\_135\_4 |
| 3 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_017\_1 RQ32\_017\_2 RQ57\_128 RQ57\_129 RQ57\_132 RQ57\_132\_1 RQ57\_138 RQ57\_132\_1 |
| 4 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 5 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #07 Nominal: Enable Profile by ICCID with refreshFLag set while proactive session is ongoing – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF2,  NO\_PARAM,  TRUE)) | No response data is returned  SW=0x91YY | RQ32\_011 |
| 2 | S\_Device 🡪eUICC | FETCH 'YY' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ32\_011 |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 6 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF2  SW=0x9000 | RQ34\_015 |

Test Sequence #08 Nominal: Enable Profile by ICCID with refreshFLag not set while proactive session is ongoing – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF2,  NO\_PARAM,  FALSE)) | No response data is returned  SW=0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ32\_011 |
| 3 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 4 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF2  SW=0x9000 | RQ34\_015 |

Test Sequence #09 Nominal: Enable Profile by ICCID with refreshFLag set while proactive session is ongoing with Terminal Response outstanding – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| 1 | S\_Device → eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF2,  NO\_PARAM,  TRUE)) | No response data returned SW=0x9000 | RQ32\_011 |
| 3 | S\_Device → eUICC | TERMINAL RESPONSE | SW=0x91YY |  |
| 4 | S\_Device 🡪eUICC | FETCH 'YY' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 |
| 5 | Repeat IC1 and IC2 | | | |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ32\_011 |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 8 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF2  SW=0x9000 | RQ34\_015 |

Test Sequence #10 Nominal: Enable Profile by ICCID with refreshFLag not set while proactive session is ongoing with Terminal Response outstanding – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| 1 | S\_Device → eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF2,  NO\_PARAM,  FALSE)) | No response data is returned  SW=0x9000 |  |
| 3 | S\_Device → eUICC | TERMINAL RESPONSE | SW= any value except 91XX |  |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ32\_011 |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 6 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF2  SW=0x9000 | RQ34\_015 |

##### 4.2.21.2.2 TC\_eUICC\_ES10c.EnableProfile\_ErrorCases\_Case3

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |

Test Sequence #01 Error: Enable Profile by an unknown ISD-P AID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |
| eUICC | The Operational Profile identified by the ISD-P AID <ISD\_P\_AIDX> is not loaded. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AIDX>,  TRUE)) | SW=0x6A82 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_139 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_139 |

Test Sequence #02 Error: Enable Profile by an unknown ICCID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The Operational Profile identified by the ICCID #ICCID\_OP\_PROFX is not loaded. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROFX,  NO\_PARAM,  TRUE)) | SW=0x6A82 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_139 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_139 |

Test Sequence #03 Error: Enable Profile (by ISD-P AID) is not possible when this Operational Profile is in Enabled state

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | SW=0x6985 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_140 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_140 |

Test Sequence #04 Error: Enable Profile (by ICCID) is not possible when this Operational Profile is in Enabled state

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | SW=0x6985 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_140 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_140 |

Test Sequence #05 Error: Enable Profile (by ISD-P AID) not possible when an Operational Profile with a PPR1 is loaded

The purpose of this test is to ensure that it is NOT possible to enable an Operational Profile when there is another Operational Profile Enabled with the Policy Rule “Disabling of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Profile is installed on the eUICC  (this condition overrides the general initial condition defined in this test case). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL4  NOTE: The PROFILE\_OPERATIONAL4 corresponds to <ISD\_P\_AID4> | | | |
| IC4 | Install PROFILE\_OPERATIONAL1  NOTE: The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1> | | | |
| IC5 | Enable PROFILE\_OPERATIONAL4 | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | SW=0x6985 | RQ29\_002 RQ29\_022 RQ32\_011 RQ32\_012 RQ32\_014 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_140 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  #PROFILE\_INFO4\_ENABLED  }  SW=0x9000 | RQ29\_002 RQ32\_011 RQ32\_012 RQ32\_014 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_140 |

Test Sequence #06 Error: Enable Profile (by ICCID) not possible with an Operational Profile with PPR1 is loaded

The purpose of this test is to ensure that it is NOT possible to enable an Operational Profile when there is another Operational Profile Enabled with the Policy Rule “Disabling of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Profile is installed on the eUICC  (this condition overrides the general initial condition defined in this test case). |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | Install PROFILE\_OPERATIONAL4 | | | | |
| IC4 | Install PROFILE\_OPERATIONAL1 | | | | |
| IC5 | Enable PROFILE\_OPERATIONAL4 | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | | SW=0x6985 | RQ29\_002 RQ29\_022 RQ32\_011 RQ32\_012 RQ32\_014 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_140 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA ( #GET\_PROFILES\_INFO\_ALL) | | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  #PROFILE\_INFO4\_ENABLED  }  SW=0x9000 | RQ29\_002 RQ32\_011 RQ32\_012 RQ32\_014 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_135\_2 RQ57\_138 RQ57\_140 |

Test Sequence #07 Error: Enable Profile by ISD-P AID without refreshFlag while proactive session is ongoing – catBusy supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 corresponds to <ISD\_P\_AID2>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID2>,  FALSE)) | SW=0x9300 | RQ57\_127\_1RQ57\_140\_1 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1,  #PROFILE\_INFO2  }  SW=0x9000 |  |

Test Sequence #08 Error: Enable Profile by ICCID with refreshFLag set while proactive session is ongoing – catBusy supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF2,  NO\_PARAM,  TRUE)) | SW=0x9300 | RQ57\_133\_1RQ57\_140\_1 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1,  #PROFILE\_INFO2  }  SW=0x9000 |  |

##### 4.2.21.2.3 TC\_eUICC\_ES10c.EnableProfile\_Case4

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |

Test Sequence #01 Nominal: Enable Profile by ISD-P AID and “refreshFlag” set when Device supports “UICC Reset”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | #R\_ENABLE\_PROFILE\_OK  SW=0x91XX | RQ24\_010 RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_136 RQ57\_137 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ24\_010 RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_136 RQ57\_137 |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 6 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #02 Nominal: Enable Profile by ICCID and “refreshFlag” set when Device supports “UICC Reset”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | #R\_ENABLE\_PROFILE\_OK  SW=0x91XX | RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_136 RQ57\_137 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_136 RQ57\_137 |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 6 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #03 Nominal: Enable Profile by ISD-P AID and “refreshFlag” set when Device supports “eUICC Profile State Change”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE\_eUICCProfileStateChanged | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | #R\_ENABLE\_PROFILE\_OK  SW=0x91XX | RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_136 RQ57\_137 RQ24\_010 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“eUICC Profile State change”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | Execute IC1 from step 2 to step 4 | | | |
| 5 | Repeat IC2 | | | |
| 6 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_136 RQ57\_137 RQ24\_010 |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 8 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #04 Nominal: Enable Profile by ICCID and “refreshFlag” set when Device supports “eUICC Profile State Change”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE\_eUICCProfileStateChanged | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | #R\_ENABLE\_PROFILE\_OK  SW=0x91XX | RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_136 RQ57\_137 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“eUICC Profile State change”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | Execute IC1 from step 2 to step 4 | | | |
| 5 | Repeat IC2 | | | |
| 6 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_016\_1 RQ32\_016\_2 RQ57\_128 RQ57\_129 RQ57\_133\_3 RQ57\_136 RQ57\_137 |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 8 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #05 Nominal: Enable Profile by ISD-P AID and “refreshFlag” not set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  FALSE)) | #R\_ENABLE\_PROFILE\_OK  SW=0x9000 | RQ32\_011 RQ32\_017\_1 RQ32\_017\_2 RQ57\_128 RQ57\_129 RQ57\_132 RQ57\_136 RQ57\_137 RQ57\_132\_1 RQ24\_010 |
| 2 | S\_Device 🡪 eUICC | [TERMINAL\_PROFILE] | Toolkit initialization THEN SW=0x9000 | RQ32\_018\_1RQ57\_135\_4 |
| 3 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_017\_1 RQ32\_017\_2 RQ57\_128 RQ57\_129 RQ57\_132 RQ57\_136 RQ57\_137 RQ57\_132\_1 RQ24\_010 |
| 4 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 5 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #06 Nominal: Enable Profile by ICCID and “refreshFlag” not set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  FALSE)) | #R\_ENABLE\_PROFILE\_OK  SW=0x9000 | RQ32\_011 RQ32\_017\_1 RQ32\_017\_2 RQ57\_128 RQ57\_129 RQ57\_132 RQ57\_136 RQ57\_137 RQ57\_132\_1 |
| 2 | S\_Device 🡪 eUICC | [TERMINAL\_PROFILE] | Toolkit initialization THEN SW=0x9000 | RQ32\_018\_1 RQ57\_135\_4 |
| 3 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_017\_1 RQ32\_017\_2 RQ57\_128 RQ57\_129 RQ57\_132 RQ57\_136 RQ57\_137 RQ57\_132\_1 |
| 4 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  |
| 5 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF1  SW=0x9000 | RQ34\_015 |

Test Sequence #07 Nominal: Enable Profile by ISD-P AID and “refreshFlag” set while proactive session is ongoing – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 corresponds to <ISD\_P\_AID2>. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| IC4 | Do not send FETCH command | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID2>,  TRUE)) | resp EnableProfileResponse ::= {  enableResult ok  }  SW=0x91YY | RQ32\_011 | |
| 2 | S\_Device 🡪eUICC | FETCH 'YY' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 | |
| 3 | Repeat IC1 and IC2 | | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ32\_011 | |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  | |
| 6 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF2  SW=0x9000 | RQ34\_015 | |

Test Sequence #08 Nominal: Enable Profile by ISD-P AID and “refreshFlag” not set while proactive session is ongoing – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 corresponds to <ISD\_P\_AID2>. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| IC4 | Do not send FETCH command | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID2>,  FALSE)) | resp EnableProfileResponse ::= {  enableResult ok  }  SW=0x9000 |  | |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ32\_011 | |
| 3 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  | |
| 4 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF2  SW=0x9000 | RQ34\_015 | |

Test Sequence #09 Nominal: Enable Profile by ISD-P AID and “refreshFlag” set while proactive session is ongoing with Terminal Response outstanding – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 corresponds to <ISD\_P\_AID2>. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| 1 | S\_Device → eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  | |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID2>,  TRUE)) | resp EnableProfileResponse ::= {  enableResult ok  }  SW=0x9000 | RQ32\_011 | |
| 3 | S\_Device → eUICC | TERMINAL RESPONSE | SW=0x91YY |  | |
| 4 | S\_Device 🡪eUICC | FETCH 'YY' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 | |
| 5 | Repeat IC1 and IC2 | | | | |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ32\_011 | |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  | |
| 8 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF2  SW=0x9000 | RQ34\_015 | |

Test Sequence #10 Nominal: Enable Profile by ISD-P AID and “refreshFlag” not set while proactive session is ongoing with Terminal Response outstanding – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 corresponds to <ISD\_P\_AID2>. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| 1 | S\_Device → eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  | |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID2>,  FALSE)) | resp EnableProfileResponse ::= {  enableResult ok  }  SW=0x9000 |  | |
| 3 | S\_Device → eUICC | TERMINAL RESPONSE | SW= any value except91XX |  | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ32\_011 | |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x9000 |  | |
| 6 | S\_Device 🡪 eUICC | [READ\_BINARY] with <L>=0x0A | #ICCID\_OP\_PROF2  SW=0x9000 | RQ34\_015 | |

##### 4.2.21.2.4 TC\_eUICC\_ES10c.EnableProfile\_ErrorCases\_Case4

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |

Test Sequence #01 Error: Enable Profile by an unknown ISD-P AID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |
| eUICC | The Operational Profile identified by the ISD-P AID <ISD\_P\_AIDX> is not loaded. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AIDX>,  TRUE)) | #R\_ENABLE\_PROFILE\_ICCID\_ISDP\_NOTFOUND  SW=0x9000 | RQ32\_011 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_136 RQ57\_137 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_011 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_136 RQ57\_137 |

Test Sequence #02 Error: Enable Profile by an unknown ICCID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The Operational Profile identified by the ICCID #ICCID\_OP\_PROFX is not loaded. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROFX,  NO\_PARAM,  TRUE)) | #R\_ENABLE\_PROFILE\_ICCID\_ISDP\_NOTFOUND  SW=0x9000 | RQ32\_011 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_136 RQ57\_137 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_011 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_130 RQ57\_136 RQ57\_137 |

Test Sequence #03 Error: Enable Profile (by ISD-P AID) is not possible when this Operational Profile is in Enable state

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | #R\_ENABLE\_PROFILE\_NOT\_DISABLE\_STATE  SW=0x9000 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_136 RQ57\_137 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_136 RQ57\_137 |

Test Sequence #04 Error: Enable Profile (by ICCID) is not possible when this Operational Profile is in Enabled state

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | #R\_ENABLE\_PROFILE\_NOT\_DISABLE\_STATE  SW=0x9000 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_136 RQ57\_137 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_011 RQ32\_012 RQ32\_016\_1 RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_136 RQ57\_137 |

Test Sequence #05 Error: Enable Profile (by ISD-P AID) not possible when an Operational Profile with PPR1 is loaded

The purpose of this test is to ensure that it is NOT possible to enable an Operational Profile when there is another Operational Profile Enabled with the Policy Rule “Disabling of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Profile is installed on the eUICC  (this condition overrides the general initial condition defined in this test case). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL4  NOTE: The PROFILE\_OPERATIONAL4 corresponds to <ISD\_P\_AID4> | | | |
| IC4 | Install PROFILE\_OPERATIONAL1  NOTE: The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1> | | | |
| IC5 | Enable PROFILE\_OPERATIONAL4 | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA (  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | #R\_ENABLE\_PROFILE\_DISALLOWEDbyPOLICY  SW=0x9000 | RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_136 RQ57\_147 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  #PROFILE\_INFO4\_ENABLED  }  SW=0x9000 | RQ57\_127  RQ57\_128  RQ57\_129 |

Test Sequence #06 Error: Enable Profile (by ICCID) not possible when an Operational Profile with PPR1 is loaded

The purpose of this test is to ensure that it is NOT possible to enable an Operational Profile when there is another Operational Profile Enabled with the Policy Rule “Disabling of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No Profile is installed on the eUICC  (this condition overrides the general initial condition defined in this test case). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | Install PROFILE\_OPERATIONAL4 | | | |
| IC4 | Install PROFILE\_OPERATIONAL1 | | | |
| IC5 | Enable PROFILE\_OPERATIONAL4 | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | #R\_ENABLE\_PROFILE\_DISALLOWEDbyPOLICY  SW=0x9000 | RQ57\_127 RQ57\_128 RQ57\_129 RQ57\_136 RQ57\_147 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  #PROFILE\_INFO4\_ENABLED  }  SW=0x9000 | RQ57\_127 RQ57\_128 RQ57\_129 |

Test Sequence #07 Error: Enable Profile by ISD-P AID without refreshFlag while proactive session is ongoing – catBusy supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 corresponds to <ISD\_P\_AID2>. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| IC4 | Do not send FETCH command | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID2>,  FALSE)) | resp EnableProfileResponse ::= {  enableResult catBusy  }  SW=0x9000 or 0x91XX | RQ57\_127\_1 | |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  | |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1,  #PROFILE\_INFO2  }  SW=0x9000 |  | |

Test Sequence #08 Error: Enable Profile by ICCID with refreshFlag set while proactive session is ongoing – catBusy supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_ENABLE\_PROFILE(  #ICCID\_OP\_PROF2,  NO\_PARAM,  TRUE)) | resp EnableProfileResponse ::= {  enableResult catBusy  }  SW=0x9000 or 0x91XX | RQ57\_133\_1 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1,  #PROFILE\_INFO2  }  SW=0x9000 |  |

### 4.2.22 ES10c (LPA -- eUICC): DisableProfile

#### 4.2.22.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_025

 RQ29\_002, RQ29\_022

 RQ32\_031, RQ32\_032, RQ32\_033, RQ32\_034, RQ32\_038, RQ32\_037\_1, RQ32\_039, RQ32\_039\_1, RQ32\_041\_1, RQ32\_041\_2

 RQ57\_141, RQ57\_142, RQ57\_142\_1, RQ57\_142\_2, RQ57\_142\_3, RQ57\_142\_4, RQ57\_142\_6, RQ57\_142\_9, RQ57\_142\_10, RQ57\_142\_12, RQ57\_142\_13, RQ57\_142\_14, RQ57\_149, RQ57\_150, RQ57\_151, RQ57\_152, RQ57\_153, RQ57\_153\_1

#### 4.2.22.2 Test Cases

##### 4.2.22.2.1 TC\_eUICC\_ES10c.DisableProfile\_Case3

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |

Test Sequence #01 Nominal: Disable Profile by ISD-P AID and “refreshFlag” set when Device supports “UICC Reset”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | No response data is returned  SW=0x91XX | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_151 RQ24\_010 | |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“UICC Reset”) | RQ32\_038 RQ32\_039 RQ32\_039\_1 RQ32\_041\_2 RQ57\_142\_13 RQ57\_142\_14 | |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_151 RQ24\_010 | |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=6A82 | RQ24\_025 | |

Test Sequence #02 Nominal: Disable Profile by ICCID and “refreshFlag” set when Device supports “UICC Reset”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | No response data is returned  SW=0x91XX | RQ32\_031  RQ32\_033  RQ32\_037\_1  RQ57\_142\_2  RQ57\_142\_3  RQ57\_142\_12  RQ57\_151 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“UICC Reset”) | RQ32\_038  RQ32\_039  RQ32\_039\_1  RQ32\_041\_2  RQ57\_142\_13  RQ57\_142\_14 |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031  RQ32\_033  RQ32\_037\_1  RQ57\_142\_2  RQ57\_142\_3  RQ57\_142\_12  RQ57\_151 |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=6A82 | RQ24\_025 |

Test Sequence #03 Nominal: Disable Profile by ISD-P AID and “refreshFlag” set when Device supports “eUICC Profile State Change”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE\_eUICCProfileStateChanged | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | No response data is returned  SW=0x91XX | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_151 RQ24\_010 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“eUICC Profile State changed”) | RQ32\_038 RQ32\_039 RQ32\_039\_1 RQ32\_041\_2 RQ57\_142\_13 RQ57\_142\_14 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | Execute IC1 from step 2 to step 4 | | | |
| 5 | Repeat IC2 | | | |
| 6 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_151 RQ24\_010 |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=6A82 | RQ24\_025 |

Test Sequence #04 Nominal: Disable Profile by ICCID and “refreshFlag” set when Device supports “eUICC Profile State Change”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE\_eUICCProfileStateChanged | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | No response data is returned  SW=0x91XX | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_151 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“eUICC Profile State changed”) | RQ32\_038 RQ32\_039 RQ32\_039\_1 RQ32\_041\_2 RQ57\_142\_13 RQ57\_142\_14 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | Execute IC1 from step 2 to step 4 | | | |
| 5 | Repeat IC2 | | | |
| 6 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_151 |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=6A82 | RQ24\_025 |

Test Sequence #05 Nominal: Disable Profile by ISD-P AID and “refreshFlag” no set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  FALSE)) | No response data is returned  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_038 RQ32\_041\_1 RQ57\_142\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_6 RQ57\_142\_9 RQ57\_142\_14 RQ57\_151 RQ29\_002 RQ29\_022 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk : { #PROFILE\_INFO1\_DISABLED    }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_038 RQ32\_041\_1 RQ57\_142\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_6 RQ57\_142\_9 RQ57\_142\_14 RQ57\_151 |
| 3 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 |

Test Sequence #06 Nominal: Disable Profile by ICCID and “refreshFlag” no set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  FALSE)) | No response data is returned  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_038 RQ32\_041\_1 RQ57\_142\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_6 RQ57\_142\_9 RQ57\_142\_14 RQ57\_151 RQ29\_002 RQ29\_022 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_038 RQ32\_041\_1 RQ57\_142\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_6 RQ57\_142\_9 RQ57\_142\_14 RQ57\_151 |
| 3 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 |

Test Sequence #07 Nominal: Disable Profile by ICCID with refreshFLag set while proactive session is ongoing – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | No response data is returned  SW=0x91YY |  |
| 2 | S\_Device 🡪eUICC | FETCH 'YY' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 |  |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 |

Test Sequence #08 Nominal: Disable Profile by ICCID with refreshFLag not set while proactive session is ongoing – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  FALSE)) | No response data is returned  SW=0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 |  |
| 3 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 |

Test Sequence #09 Nominal: Disable Profile by ICCID with refreshFLag set while proactive session is ongoing with Terminal Response outstanding – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| 1 | S\_Device 🡪eUICC | FETCH ‘XX’ | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | No response data is returned  SW=0x9000 |  |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x91YY |  |
| 4 | S\_Device 🡪eUICC | FETCH 'YY' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 |
| 5 | Repeat IC1 and IC2 | | | |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 |  |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 |

Test Sequence #10 Nominal: Disable Profile by ICCID with refreshFLag not set while proactive session is ongoing with Terminal Response outstanding – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| 1 | S\_Device 🡪eUICC | FETCH ‘XX’ | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  FALSE)) | No response data is returned  SW=0x9000 |  |
| 3 | S\_Device 🡪eUICC | TERMINAL RESPONSE | SW= any value except91XX |  |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 |  |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 |

##### 4.2.22.2.2 TC\_eUICC\_ES10c.DisableProfile\_ErrorCases\_Case3

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |

Test Sequence #01 Error: Disable Profile by an unknown ISD-P AID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |
| eUICC | The Operational Profile identified by the ISD-P AID <ISD\_P\_AIDX> is not loaded. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AIDX>,  TRUE)) | SW=0x6A82 | RQ32\_031 RQ32\_033 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_151 RQ57\_152 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_151 RQ57\_152 |

Test Sequence #02 Error: Disable Profile by an unknown ICCID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The Operational Profile identified by the ICCID #ICCID\_OP\_PROFX is not loaded. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROFX,  NO\_PARAM,  TRUE)) | SW=0x6A82 | RQ32\_031 RQ32\_033 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_151 RQ57\_152 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_151 RQ57\_152 |

Test Sequence #03 Error: Disable Profile (by ISD-P AID) is not possible when this Operational Profile is in Disabled state

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | SW=0x6985 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_4 RQ57\_142\_15 RQ57\_151 RQ57\_153 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_4 RQ57\_142\_15 RQ57\_151 RQ57\_153 |

Test Sequence #04 Error: Disable Profile (by ICCID) is not possible when this Operational Profile is in Disabled state

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | SW=0x6985 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_4 RQ57\_142\_15 RQ57\_151 RQ57\_153 | |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_4 RQ57\_142\_15 RQ57\_151 RQ57\_153 | |

Test Sequence #05 Error: Disable Profile (by ISD-P AID) not possible when PPR1 is set

The purpose of this test is to ensure that it is NOT possible to disable an Operational Profile4 with the Policy Rule “Disabling of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded  (this condition overrides the general initial condition defined in this test case). |
| eUICC | The PROFILE\_OPERATIONAL4 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL4 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL4 corresponds to <ISD\_P\_AID4>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID4>,  TRUE)) | SW=0x6985 | RQ32\_031 RQ32\_032 RQ32\_033 RQ32\_034 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_15 RQ57\_151 RQ57\_153 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID4>)**)** | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO4\_ENABLED  }  SW=0x9000 | RQ32\_031 RQ32\_032 RQ32\_033 RQ32\_034 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_15 RQ57\_151 RQ57\_153 |

Test Sequence #06 Error: Disable Profile (by ICCID) not possible when PPR1 is set

The purpose of this test is to ensure that it is NOT possible to disable an Operational Profile4 with the Policy Rule “Disabling of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded  (this condition overrides the general initial condition defined in this test case). |
| eUICC | The PROFILE\_OPERATIONAL4 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL4 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF4,  NO\_PARAM,  TRUE)) | SW=0x6985 | RQ32\_031 RQ32\_032 RQ32\_033 RQ32\_034 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_15 RQ57\_151 RQ57\_153 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF4,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO4\_ENABLED  }  SW=0x9000 | RQ32\_031 RQ32\_032 RQ32\_033 RQ32\_034 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_15 RQ57\_151 RQ57\_153 |

Test Sequence #07 Error: Disable Profile by ISDP-AID without refreshFlag while proactive session is ongoing –catBusy supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  FALSE)) | SW=0x9300 | RQ57\_142 RQ57\_153\_1 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 |  |

Test Sequence #08 Error: Disable Profile by ICCID with refreshFlag set while proactive session is ongoing – catBusy supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | SW=0x9300 | RQ57\_142\_10 RQ57\_153\_1 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 |  |

##### 4.2.22.2.3 TC\_eUICC\_ES10c.DisableProfile\_Case4

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |

Test Sequence #01 Nominal: Disable Profile by ISD-P AID and “refreshFlag” set when Device supports “UICC Reset”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | #R\_DISABLE\_PROFILE\_OK  SW=0x91XX | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_149 RQ57\_150 RQ24\_010 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“UICC Reset”) | RQ32\_038 RQ32\_039 RQ32\_039\_1 RQ32\_041\_2 RQ57\_142\_13 RQ57\_142\_14 RQ57\_147 |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_149 RQ57\_150 RQ24\_010 |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=6A82 | RQ24\_025 |

Test Sequence #02 Nominal: Disable Profile by ICCID and “refreshFlag” set when Device supports “UICC Reset”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | #R\_DISABLE\_PROFILE\_OK  SW=0x91XX | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_149 RQ57\_150 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“UICC Reset”) | RQ32\_038 RQ32\_039 RQ32\_039\_1 RQ32\_041\_2 RQ57\_142\_13 RQ57\_142\_14 RQ57\_147 |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_149 RQ57\_150 |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=6A82 | RQ24\_025 |

Test Sequence #03 Nominal: Disable Profile by ISD-P AID and “refreshFlag” set when Device supports “eUICC Profile State Change”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE\_eUICCProfileStateChanged | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | #R\_DISABLE\_PROFILE\_OK  SW=0x91XX | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_149 RQ57\_150 RQ24\_010 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“eUICC Profile State changed”) | RQ32\_038 RQ32\_039 RQ32\_039\_1 RQ32\_041\_2 RQ57\_142\_13 RQ57\_142\_14 RQ57\_147 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | Execute IC1 from step 2 to step 4 | | | |
| 5 | Repeat IC2 | | | |
| 6 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_149 RQ57\_150 RQ24\_010 |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=6A82 | RQ24\_025 |

Test Sequence #04 Nominal: Disable Profile by ICCID and “refreshFlag” set when Device supports “eUICC Profile State Change”

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE\_eUICCProfileStateChanged | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | #R\_DISABLE\_PROFILE\_OK  SW=0x91XX | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_149 RQ57\_150 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“eUICC Profile State changed”) | RQ32\_038 RQ32\_039 RQ32\_039\_1 RQ32\_041\_2 RQ57\_142\_13 RQ57\_142\_14 RQ57\_147 |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | Execute IC1 from step 2 to step 4 | | | |
| 5 | Repeat IC2 | | | |
| 6 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_037\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_12 RQ57\_149 RQ57\_150 |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=6A82 | RQ24\_025 |

Test Sequence #05 Nominal: Disable Profile by ISD-P AID and “refreshFlag” no set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  FALSE)) | #R\_DISABLE\_PROFILE\_OK  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_038 RQ32\_041\_1 RQ57\_142\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_6 RQ57\_142\_9 RQ57\_142\_14 RQ57\_149 RQ57\_150 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED    }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_038 RQ32\_041\_1 RQ57\_142\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_6 RQ57\_142\_9 RQ57\_142\_14 RQ57\_149 RQ57\_150 |
| 3 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 |

Test Sequence #06 Nominal: Disable Profile by ICCID and “refreshFlag” no set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  FALSE)) | #R\_DISABLE\_PROFILE\_OK  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_038 RQ32\_041\_1 RQ57\_142\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_6 RQ57\_142\_9 RQ57\_142\_14 RQ57\_149 RQ57\_150 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_033 RQ32\_038 RQ32\_041\_1 RQ57\_142\_1 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_6 RQ57\_142\_9 RQ57\_142\_14 RQ57\_149 RQ57\_150 |
| 3 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 |

Test Sequence #07 Nominal: Disable Profile by ISD-P AID and “refreshFlag” set while proactive session is ongoing – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| IC4 | Do not send FETCH command | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | resp DisableProfileResponse ::= {  DisableResult ok  }  SW=0x91YY |  | |
| 2 | S\_Device 🡪eUICC | FETCH 'YY' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 | |
| 3 | Repeat IC1 and IC2 | | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 |  | |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 | |

Test Sequence #08 Nominal: Disable Profile by ISD-P AID and “refreshFlag” not set while proactive session is ongoing – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| IC4 | Do not send FETCH command | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  FALSE)) | resp DisableProfileResponse ::= {  DisableResult ok  }  SW=0x9000 |  | |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 |  | |
| 3 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 | |

Test Sequence #09 Nominal: Disable Profile by ISD-P AID and “refreshFlag” set while proactive session is ongoing with Terminal Response outstanding – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| 1 | S\_Device 🡪eUICC | FETCH ‘XX’ | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  | |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | resp DisableProfileResponse ::= {  DisableResult ok  }  SW=0x9000 |  | |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x91YY |  | |
| 4 | S\_Device 🡪eUICC | FETCH 'YY' | REFRESH Command (“UICC Reset”) | RQ32\_016\_3 RQ32\_017 RQ57\_134 | |
| 5 | Repeat IC1 and IC2 | | | | |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 |  | |
| 7 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 | |

Test Sequence #10 Nominal: Disable Profile by ISD-P AID and “refreshFlag” not set while proactive session is ongoing with Terminal Response outstanding – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| 1 | S\_Device 🡪eUICC | FETCH ‘XX’ | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  | |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  FALSE)) | resp DisableProfileResponse ::= {  DisableResult ok  }  SW=0x9000 |  | |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW= any value except 91XX |  | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 |  | |
| 5 | S\_Device 🡪 eUICC | [SELECT\_ICCID] | SW=0x6A82 | RQ24\_025 | |

##### 4.2.22.2.4 TC\_eUICC\_ES10c.DisableProfile\_ErrorCases\_Case4

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |

Test Sequence #01 Error: Disable Profile by an unknown ISD-P AID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |
| eUICC | The Operational Profile identified by the ISD-P AID <ISD\_P\_AIDX> is not loaded. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AIDX>,  TRUE)) | #R\_DISABLE\_PROFILE\_ICCID\_ISDP\_NOTFOUND  SW=0x9000 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_149 RQ57\_150 | |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_149 RQ57\_150 | |

Test Sequence #02 Error: Disable Profile by an unknown ICCID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The Operational Profile identified by the ICCID #ICCID\_OP\_PROFX is not loaded. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROFX,  NO\_PARAM,  TRUE)) | #R\_DISABLE\_PROFILE\_ICCID\_ISDP\_NOTFOUND  SW=0x9000 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_149 RQ57\_150 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_149 RQ57\_150 |

Test Sequence #03 Error: Disable Profile (by ISD-P AID) is not possible when this Operational Profile is in Disabled state

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  TRUE)) | #R\_DISABLE\_PROFILE\_NOT\_ENABLE\_STATE  SW=0x9000 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_149 RQ57\_150 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_149 RQ57\_150 |

Test Sequence #04 Error: Disable Profile (by ICCID) is not possible when this Operational Profile is in Disabled state

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | #R\_DISABLE\_PROFILE\_NOT\_ENABLE\_STATE  SW=0x9000 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_149 RQ57\_150 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 | RQ32\_031 RQ32\_032 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_2 RQ57\_142\_15 RQ57\_149 RQ57\_150 |

Test Sequence #05 Error: Disable Profile (by ISD-P AID) not possible when PPR1 is set

The purpose of this test is to ensure that it is NOT possible to disable an Operational Profile with the Policy Rule “Disabling of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded  (this condition overrides the general initial condition defined in this test case). |
| eUICC | The PROFILE\_OPERATIONAL4 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL4 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL4 corresponds to <ISD\_P\_AID4>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID4>,  TRUE)) | #R\_DISABLE\_PROFILE\_DISALLOWEDbyPOLICY  SW=0x9000 | RQ32\_031 RQ32\_032 RQ32\_033 RQ32\_034 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_15 RQ57\_149 RQ57\_150 RQ57\_141 RQ57\_142 RQ57\_149 RQ57\_150 RQ29\_002 RQ29\_022 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID4>)**)** | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO4\_ENABLED  }  SW=0x9000 | RQ32\_031 RQ32\_032 RQ32\_033 RQ32\_034 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_15 RQ57\_149 RQ57\_150 |

Test Sequence #06 Error: Disable Profile (by ICCID) not possible when PPR1 is set

The purpose of this test is to ensure that it is NOT possible to disable an Operational Profile4 with the Policy Rule “Disabling of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded  (this condition overrides the general initial condition defined in this test case). |
| eUICC | The PROFILE\_OPERATIONAL4 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL4 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF4,  NO\_PARAM,  TRUE)) | #R\_DISABLE\_PROFILE\_DISALLOWEDbyPOLICY  SW=0x9000 | RQ32\_031 RQ32\_032 RQ32\_033 RQ32\_034 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_15 RQ57\_149 RQ57\_150 RQ29\_002 RQ29\_022 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF4,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO4\_ENABLED  }  SW=0x9000 | RQ32\_031 RQ32\_032 RQ32\_033 RQ32\_034 RQ57\_142\_2 RQ57\_142\_3 RQ57\_142\_4 RQ57\_142\_15 RQ57\_149 RQ57\_150 |

Test Sequence #07 Error: Disable Profile by ISD-P AID without refreshFlag while proactive session is ongoing – catBusy supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>,  FALSE)) | resp DisableProfileResponse ::= {  disableResult catBusy  }  SW=0x9000 or 0x91XX | RQ57\_142 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 |  |

Test Sequence #08 Error: DisableProfile by ICCID with refreshFlag set while proactive session is ongoing – catBusy supported

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  |
| IC4 | Do not send FETCH command | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DISABLE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM,  TRUE)) | resp DisableProfileResponse ::= {  disableResult catBusy  }  SW=0x9000 or 0x91XX | RQ57\_142\_10 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK |  |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1  }  SW=0x9000 |  |

### 4.2.23 ES10c (LPA -- eUICC): DeleteProfile

#### 4.2.23.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_016, RQ24\_020

 RQ29\_002, RQ29\_022

 RQ32\_049, RQ32\_050, RQ32\_051, RQ32\_052

 RQ57\_119, RQ57\_154, RQ57\_155, RQ57\_156, RQ57\_157, RQ57\_158, RQ57\_159, RQ57\_160, RQ57\_161, RQ57\_162

#### 4.2.23.2 Test Cases

##### 4.2.23.2.1 TC\_eUICC\_ES10c.DeleteProfile\_Case3

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |

Test Sequence #01 Nominal: Delete Profile by ISD-P AID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DELETE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>) | No response data is returned  SW=0x9000 | RQ24\_016 RQ32\_049 RQ32\_051 RQ32\_052 RQ57\_154 RQ57\_160 RQ24\_010 |
| 2 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk: {  }  SW=0x9000 | RQ57\_119 RQ24\_010 |

Test Sequence #02 Nominal: Delete Profile by ICCID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DELETE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM) | No response data is returned  SW=0x9000 | RQ24\_016 RQ32\_049 RQ32\_051 RQ32\_052 RQ57\_154 RQ57\_158 RQ57\_160 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk: {  }  SW=0x9000 | RQ24\_020 RQ57\_119 |

##### 4.2.23.2.2 TC\_eUICC\_ES10c.DeleteProfile\_ErrorCases\_Case3

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |

Test Sequence #01 Error: Delete Profile not possible with unknown ISD-P AID

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile with an unknown ISD-P AID.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Operational Profile identified by the ISD-P AID <ISD\_P\_AIDX> is not loaded. |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 corresponds to <ISD\_P\_AID2>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DELETE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AIDX>) | SW=0x6A82 | RQ24\_016 RQ32\_049 RQ57\_154 RQ57\_157 RQ57\_160 RQ57\_161 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ24\_016 RQ32\_049 RQ57\_154 RQ57\_157 RQ57\_160 RQ57\_161 |

Test Sequence #02 Error: Delete Profile not possible with unknown ICCID

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile with an unknown ICCID.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Operational Profile identified by the ICCID #ICCID\_OP\_PROFX is not loaded. |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DELETE\_PROFILE(  #ICCID\_OP\_PROFX,  NO\_PARAM**)** | SW=0x6A82 | RQ24\_016 RQ32\_049 RQ57\_154 RQ57\_157 RQ57\_160 RQ57\_161 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ24\_016 RQ32\_049 RQ57\_154 RQ57\_157 RQ57\_160 RQ57\_161 |

Test Sequence #03 Error: Delete Profile (by ISD-P AID) not possible when this Operational Profile is in Enabled state

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile in Enabled state.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 corresponds to <ISD\_P\_AID2>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DELETE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID2>) | SW=0x6985 | RQ24\_016 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_155 RQ57\_160 RQ57\_162 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA ( #GET\_PROFILES\_INFO\_ALL) | profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ24\_016 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_155 RQ57\_160 RQ57\_162 |

Test Sequence #04 Error: Delete Profile (by ICCID) not possible when this Operational Profile is in Enabled state

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile in Enabled state.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DELETE\_PROFILE(  #ICCID\_OP\_PROF2,  NO\_PARAM**)** | SW=0x6985 | RQ24\_016 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_155 RQ57\_160 RQ57\_162 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ24\_016 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_155 RQ57\_160 RQ57\_162 |

Test Sequence #05 Error: Delete Profile (by ISD-P AID) not possible when PPR2 is set

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile with the Policy Rule “Deletion of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL3 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 corresponds to <ISD\_P\_AID3>. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL3 is equal to #NICKNAME3. |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DELETE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID3>) | SW=0x6985 | RQ24\_016 RQ29\_002 RQ29\_022 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_156 RQ57\_160 RQ57\_162 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED,  #PROFILE\_INFO3  }  SW=0x9000 | RQ57\_154 RQ57\_156 RQ57\_160 RQ57\_162 |

Test Sequence #06 Error: Delete Profile (by ICCID) not possible when PPR2 is set

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile with the Policy Rule “Deletion of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL3 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 is Disabled on the eUICC. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL3 is equal to #NICKNAME3. |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_Case3(  MTD\_DELETE\_PROFILE(  #ICCID\_OP\_PROF3,  NO\_PARAM) | SW=0x6985 | RQ24\_016 RQ29\_002 RQ29\_022 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_156 RQ57\_160 RQ57\_162 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED,  #PROFILE\_INFO3  }  SW=0x9000 | RQ24\_016 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_156 RQ57\_160 RQ57\_162 |

##### 4.2.23.2.3 TC\_eUICC\_ES10c.DeleteProfile\_Case4

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |

Test Sequence #01 Nominal: Delete Profile by ISD-P AID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA(  MTD\_DELETE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID1>) | #R\_DELETE\_PROFILE\_OK  SW=0x9000 | RQ24\_010 RQ24\_016 RQ24\_020 RQ32\_049 RQ32\_051 RQ32\_052 RQ57\_154 RQ57\_158 RQ57\_159 RQ57\_160 |
| 2 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  NO\_PARAM,  <ISD\_P\_AID1>)**)** | response ProfileInfoListResponse::= profileInfoListOk: {  }  SW=0x9000 | RQ24\_010 RQ24\_020 RQ57\_119 |

Test Sequence #02 Nominal: Delete Profile by ICCID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DELETE\_PROFILE(  #ICCID\_OP\_PROF1,  NO\_PARAM) | #R\_DELETE\_PROFILE\_OK  SW=0x9000 | RQ24\_016 RQ24\_020 RQ32\_049 RQ32\_051 RQ32\_052 RQ57\_154 RQ57\_158 RQ57\_159 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | response ProfileInfoListResponse::= profileInfoListOk: {  }  SW=0x9000 | RQ24\_020 RQ57\_119 |

##### 4.2.23.2.4 TC\_eUICC\_ES10c.DeleteProfile\_ErrorCases\_Case4

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |

Test Sequence #01 Error: Delete Profile not possible with unknown ISD-P AID

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile with an unknown ISD-P AID.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | A Operational Profile identified by the ISD-P AID <ISD\_P\_AIDX> is not loaded. |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 corresponds to <ISD\_P\_AID2>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA(  MTD\_DELETE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AIDX>) | #R\_DELETE\_PROFILE\_ICCID\_ISDP\_NOTFOUND  SW=0x9000 | RQ24\_016 RQ32\_049 RQ57\_154 RQ57\_157 RQ57\_158 RQ57\_159 |
| 2 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ24\_016 RQ32\_049 RQ57\_154 RQ57\_157 RQ57\_158 RQ57\_159 |

Test Sequence #02 Error: Delete Profile not possible with unknown ICCID

The purpose of this test is to ensure that it is NOT possible to delete an Operational with an ICCID unknown.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Operational Profile identified by the ICCID #ICCID\_OP\_PROFX is not loaded. |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DELETE\_PROFILE(  #ICCID\_OP\_PROFX,  NO\_PARAM**)** | #R\_DELETE\_PROFILE\_ICCID\_ISDP\_NOTFOUND  SW=0x9000 | RQ24\_016 RQ32\_049 RQ57\_154 RQ57\_157 RQ57\_158 RQ57\_159 |
| 2 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ24\_016 RQ32\_049 RQ57\_154 RQ57\_157 RQ57\_158 RQ57\_159 |

Test Sequence #03 Error: Delete Profile (by ISD-P AID) not possible when this Operational Profile is in Enabled state

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile in Enabled state.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 corresponds to <ISD\_P\_AID1>. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 corresponds to <ISD\_P\_AID2>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA(  MTD\_DELETE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID2>) | #R\_DELETE\_PROFILE\_NOTDISABLESTATE  SW=0x9000 | RQ24\_016 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_155 RQ57\_158 RQ57\_159 |
| 2 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ24\_016 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_155 RQ57\_158 RQ57\_159 |

Test Sequence #04 Error: Delete Profile (by ICCID) not possible when this Operational Profile is in Enabled state

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile in Enabled state.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DELETE\_PROFILE(  #ICCID\_OP\_PROF2,  NO\_PARAM**)** | #R\_DELETE\_PROFILE\_NOTDISABLESTATE  SW=0x9000 | RQ24\_016 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_155 RQ57\_158 RQ57\_159 |
| 2 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED  }  SW=0x9000 | RQ24\_016 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_155 RQ57\_158 RQ57\_159 |

Test Sequence #05 Error: Delete Profile (by ISD-P AID) not possible when PPR2 is set

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile with the Policy Rule “Deletion of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL3 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 corresponds to <ISD\_P\_AID3>. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL3 is equal to #NICKNAME3. |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA(  MTD\_DELETE\_PROFILE(  NO\_PARAM,  <ISD\_P\_AID3>) | #R\_DELETE\_PROFILE\_DISALLOWEDBYPOLICY  SW=0x9000 | RQ24\_016 RQ29\_002 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_156 RQ57\_158 RQ57\_159 RQ29\_002 RQ29\_022 |
| 2 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED, #PROFILE\_INFO3  }  SW=0x9000 | RQ24\_016 RQ29\_002 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_155 RQ57\_158 RQ57\_159 |

Test Sequence #06 Error: Delete Profile (by ICCID) not possible when PPR2 is set

The purpose of this test is to ensure that it is NOT possible to delete an Operational Profile with the Policy Rule “Deletion of this Profile is not allowed”.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL3 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 is Disabled on the eUICC. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL3 is equal to #NICKNAME3. |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_DELETE\_PROFILE(  #ICCID\_OP\_PROF3,  NO\_PARAM) | #R\_DELETE\_PROFILE\_DISALLOWEDBYPOLICY  SW=0x9000 | RQ24\_016 RQ29\_002 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_156 RQ57\_158 RQ57\_159 RQ29\_002 RQ29\_022 |
| 2 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO2\_ENABLED,  #PROFILE\_INFO3  }  SW=0x9000 | RQ24\_016 RQ29\_002 RQ32\_049 RQ32\_050 RQ57\_154 RQ57\_155 RQ57\_158 RQ57\_159 |

### 4.2.24 ES10c (LPA -- eUICC): eUICCMemoryReset

#### 4.2.24.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_020

 RQ29\_005

 RQ31\_027, RQ31\_028

 RQ33\_011, RQ33\_008, RQ33\_009, RQ33\_010, RQ33\_012

 RQ35\_006

 RQ57\_051, RQ57\_052, RQ57\_054, RQ57\_163, RQ57\_165, RQ57\_165\_1, RQ57\_166, RQ57\_167, RQ57\_167\_1, RQ57\_168, RQ57\_169, RQ57\_170

#### 4.2.24.2 Test Cases

##### 4.2.24.2.1 TC\_eUICC\_ES10c.eUICCMemoryReset

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |
| eUICC | The Default SM-DP+ Address #TEST\_DP\_ADDRESS1 has been set on the ISD-R.. |

Test Sequence #01 Nominal: Reset All Operational Profiles (without Enabled Profile)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 is Disabled on the eUICC. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL3 is equal to #NICKNAME3. |
| eUICC | No Notification is stored in the eUICC's Pending Notifications List. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_INFO2) | Retrieve free non-volatile memory value (tag 0x82) from <EXT\_CARD\_RESOURCE> in EUICCInfo2 as <FREE\_MEM\_OP\_PROF\_INSTALLED> |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #EUICC\_MEMORY\_RESET\_OP\_PRO) | #R\_EUICC\_MEMORY\_RESET\_OK  SW=0x9000 | RQ57\_163 RQ57\_166 RQ57\_169 RQ57\_170 RQ33\_010 |
| 3 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  }  SW=0x9000 | RQ33\_011 RQ33\_008 RQ33\_012 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000 | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_167\_1 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_INFO2) | Retrieve free non-volatile memory value (tag 0x82) from <EXT\_CARD\_RESOURCE> in EUICCInfo2 as <FREE\_MEMORY\_NO\_PROFILE>  Verify that <FREE\_MEM\_OP\_PROF\_INSTALLED> is lower than <FREE\_MEMORY\_NO\_PROFILE> | RQ31\_027 RQ31\_028 RQ57\_051 RQ57\_052 RQ57\_054 RQ24\_020 |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_CONFIGURED\_ADDRESSES) | #R\_ES10a\_GECA\_DS\_DP\_1  SW = 0x9000 | RQ33\_009 |

Test Sequence #02 Nominal: Reset All Operational Profiles (with Enabled Profile)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | No Notification is stored in the eUICC's Pending Notifications List. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #EUICC\_MEMORY\_RESET\_OP\_PRO) | #R\_EUICC\_MEMORY\_RESET\_OK  SW=0x91XX | RQ57\_163 RQ57\_166 RQ57\_169RQ57\_170 RQ33\_010 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | REFRESH Command (“UICC Reset”) | RQ57\_168 |
| 3 | Repeat IC1 and IC2 | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000  NOTE : A Disable Notification for PROFILE\_OPERATIONAL1 MAY be also present in the response. | RQ57\_071 RQ57\_071\_1 RQ57\_071\_2 RQ57\_072 RQ57\_072\_1 RQ57\_072\_2 RQ57\_074 RQ57\_167\_1RQ35\_006 |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_RAT) | #R\_DEFAULT\_RAT  SW = 0x9000 | RQ29\_005 RQ57\_179 RQ57\_180 RQ57\_181 RQ57\_182 RQ57\_184 |
| 6 | S\_LPAd 🡪 eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  }  SW=0x9000 | RQ33\_011 RQ33\_008 RQ33\_012 |

Test Sequence #03 Nominal: Reset the Default SM-DP+ Address only

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 is Disabled on the eUICC. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL3 is equal to #NICKNAME3. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #EUICC\_MEMORY\_RESET\_DEF\_SMDPADDRESS) | #R\_EUICC\_MEMORY\_RESET\_OK  SW=0x9000 | RQ57\_163 RQ57\_167 RQ57\_169RQ57\_170 RQ33\_010 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1\_DISABLED,  #PROFILE\_INFO3  }  SW=0x9000 |  |
| 3 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_EUICC\_CONFIGURED\_ADDRESSES) | #R\_ES10a\_GECA\_DS  SW = 0x9000 | RQ33\_008 |

Test Sequence #04 Nominal: Reset All Operational Profiles and the Default SM-DP+ Address

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 is Disabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #EUICC\_MEMORY\_RESET) | #R\_EUICC\_MEMORY\_RESET\_OK  SW=0x9000 | RQ57\_163 RQ57\_166 RQ57\_167 RQ57\_169RQ57\_170 RQ33\_010 |
| 2 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  }  SW=0x9000 | RQ33\_011 RQ33\_008 RQ33\_012 |
| 3 | S\_LPAd 🡪eUICC | MTD\_STORE\_DATA( #GET\_EUICC\_CONFIGURED\_ADDRESSES) | #R\_ES10a\_GECA\_DS  SW = 0x9000 | RQ33\_008 |

Test Sequence #05 Nominal: eUICC Memory Reset, one Operational Profile Enabled, proactive session is ongoing – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | No Notification is stored in the eUICC's Pending Notifications List. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| IC4 | Do not send FETCH command | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #EUICC\_MEMORY\_RESET\_OP\_PRO) | #R\_EUICC\_MEMORY\_RESET\_OK  SW=0x91YY | | RQ33\_012 |
| 2 | S\_Device 🡪eUICC | FETCH 'YY' | REFRESH Command (“UICC Reset”) | |  |
| 3 | Repeat IC1 and IC2 | | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000  NOTE : A Disable Notification for PROFILE\_OPERATIONAL1 MAY be also present in the response. | |  |
| 5 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_RAT) | #R\_DEFAULT\_RAT  SW = 0x9000 | |  |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  }  SW=0x9000 | | RQ33\_012 |

Test Sequence #06 Nominal: eUICC Memory Reset (with Enabled Profile) while proactive session is ongoing with Terminal Response outstanding – catBusy not supported

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL3 is Disabled on the eUICC. |
| eUICC | No Notification is stored in the eUICC's Pending Notifications List. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| 1 | S\_Device → eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK | |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #EUICC\_MEMORY\_RESET\_OP\_PRO) | #R\_EUICC\_MEMORY\_RESET\_OK  SW=0x9000 | | RQ33\_012 |
| 3 | S\_Device → eUICC | TERMINAL RESPONSE | SW=0x91YY | |  |
| 4 | S\_Device 🡪eUICC | FETCH 'YY' | REFRESH Command (“UICC Reset”) | |  |
| 5 | Repeat IC1 and IC2 | | | | |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_DE1 SW = 0x9000  NOTE : A Disable Notification for PROFILE\_OPERATIONAL1 MAY be also present in the response. | |  |
| **7** | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_RAT) | #R\_DEFAULT\_RAT  SW = 0x9000 | |  |
| 8 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  }  SW=0x9000 | | RQ33\_012 |

##### 4.2.24.2.2 TC\_eUICC\_ES10c.eUICCMemoryReset\_ErrorCases

Test Sequence #01 Error: eUICC Memory Reset while proactive session is ongoing – catBusy supported

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 has been installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled on the eUICC. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [GET\_MNO\_SD]) | SW=0x91XX |  | |
| IC4 | Do not send FETCH command | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #EUICC\_MEMORY\_RESET\_OP\_PRO) | resp EuiccMemoryResetResponse::= {  resetResult catBusy  }  SW=0x9000 or 0x91XX | | RQ57\_165\_1 |
| 2 | S\_Device 🡪eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x00 – POR OK | |  |
| 3 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 | |  |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1,  #PROFILE\_INFO2  }  SW=0x9000 | | RQ57\_165 |

Test Sequence #02 Error: Nothing to delete

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| eUICC | No Profile is loaded on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #EUICC\_MEMORY\_RESET\_OP\_PRO) | resp EuiccMemoryResetResponse::= {  resetResult nothingToDelete  }  SW=0x9000 | RQ57\_163 |

### 4.2.25 ES10c (LPA -- eUICC): GetEID

#### 4.2.25.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ33\_002

 RQ57\_171, RQ57\_172, RQ57\_172\_1

#### 4.2.25.2 Test Cases

##### 4.2.25.2.1 TC\_eUICC\_ES10c.GetEID

Test Sequence #01 Nominal

The purpose of this test is to ensure that it is possible to retrieve the EID.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EID) | resp GetEuiccDataResponse ::= {  eidValue #EID1  }  SW=0x9000 | RQ33\_002 RQ57\_171 RQ57\_172 |

Test Sequence #02 Error

The purpose of this test is to ensure that if the provided tagList is invalid or unsupported, the eUICC returns an error status word.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EID\_INVALID) | No response data return and SW different than 0x9000 | RQ33\_002 RQ57\_172\_1 |

### 4.2.26 ES10c (LPA -- eUICC): SetNickname

#### 4.2.26.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ57\_173, RQ57\_174, RQ57\_175, RQ57\_176, RQ57\_177, RQ57\_178

#### 4.2.26.2 Test Cases

##### 4.2.26.2.1 TC\_eUICC\_ES10c.SetNickname

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is loaded on the eUICC. |

Test Sequence #01 Nominal: Add a Nickname to a Disabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL1 is empty. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #SET\_NICKNAME\_OP\_PROF1) | resp SetNicknameResponse ::= {  setNicknameResult ok  }  SW=0x9000 | RQ57\_177 RQ57\_178 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   …  profileNickname #NICKNAME2  …  }  }  SW=0x9000 | RQ57\_174 |

Test Sequence #02 Nominal: Update a Nickname of a Disabled Operational Profile

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial condition** |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL1 is equal to #NICKNAME1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #SET\_NICKNAME\_OP\_PROF1) | resp SetNicknameResponse ::= {  setNicknameResult ok  }  SW=0x9000 | RQ57\_177 RQ57\_178 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   …  profileNickname #NICKNAME2  …  }  }  SW=0x9000 | RQ57\_174 |

Test Sequence #03 Nominal: Remove a Nickname from a Disabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL1 is equal to #NICKNAME1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #SET\_NICKNAME\_EMPTY\_OP\_PROF1) | resp SetNicknameResponse ::= {  setNicknameResult ok  }  SW=0x9000 | RQ57\_177 RQ57\_178 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   …  *-- profileNickname SHALL not*  *-- be present*  …  }  }  SW=0x9000 | RQ57\_175 |

Test Sequence #04 Nominal: Remove a non-existing Nickname from a Disabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL1 is empty. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #SET\_NICKNAME\_EMPTY\_OP\_PROF1) | resp SetNicknameResponse ::= {  setNicknameResult ok  }  SW=0x9000 | RQ57\_177 RQ57\_178 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  MTD\_GET\_PROFILE\_INFO(  #ICCID\_OP\_PROF1,  NO\_PARAM)) | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {   …  *-- profileNickname SHALL not*  *-- be present*  …  }  }  SW=0x9000 | RQ57\_176 |

Test Sequence #05 Nominal: Add a Nickname to an Enabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL1 is empty. |

This test sequence SHALL be the same as the Test Sequence #01 defined in this section.

Test Sequence #06 Nominal: Update a Nickname of an Enabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL1 is equal to #NICKNAME1. |

This test sequence SHALL be the same as the Test Sequence #02 defined in this section.

Test Sequence #07 Nominal: Remove a Nickname from an Enabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL1 is equal to #NICKNAME1. |

This test sequence SHALL be the same as the Test Sequence #03 defined in this section.

Test Sequence #08 Nominal: Remove a non-existing Nickname from an Enabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL1 is empty. |

This test sequence SHALL be the same as the Test Sequence #04 defined in this section.

Test Sequence #09 Error: ICCID not found

The purpose of this test is to ensure that the method ES10c.SetNickname returns an error in case the targeted Profile does not exist on the eUICC.

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial condition** |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled. |
| eUICC | The Profile identified by the ICCID #ICCID\_UNKNOWN is not present on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA( #SET\_NICKNAME\_ICCID\_UNKNOWN) | resp SetNicknameResponse ::= {  setNicknameResult iccidNotFound  }  SW=0x9000 | RQ57\_173 RQ57\_178 |

### 4.2.27 ES10b (LPA -- eUICC): GetRAT

#### 4.2.27.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ28\_001

 RQ29\_006, RQ29\_007, RQ29\_007\_1, RQ29\_008, RQ29\_008\_1, RQ29\_009, RQ29\_010\_1, RQ29\_011, RQ29\_012, RQ29\_016, RQ29\_022

 RQ57\_179, RQ57\_180, RQ57\_181 , RQ57\_182, RQ57\_184, RQ57\_186

#### 4.2.27.2 Test Cases

##### 4.2.27.2.1 TC\_eUICC\_ES10b.GetRAT

Test Sequence #01 Nominal: Get Default RAT

The purpose of this test is to verify that the eUICC can be configured with a RAT as defined in SGP.21 [3] Annex H.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The EUM has configured the eUICC's RAT as defined in section G.2.4. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_RAT) | #R\_DEFAULT\_RAT  SW = 0x9000 | RQ28\_001 RQ29\_007\_1 RQ29\_008 RQ29\_009 RQ29\_011 RQ29\_016 RQ57\_179 RQ57\_180 RQ57\_181 RQ57\_182 RQ57\_184 RQ57\_186 RQ29\_007 |

Test Sequence #02 Nominal: With additional PPARs

The purpose of this test is to verify that the eUICC can be configured with a RAT that contains custom rules reflecting agreements between some Operators and OEMs. After having checked the content of the RAT, Profiles with PPR1 and PPR2 are installed in order to make sure that the eUICC accepts such PPRs.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The EUM has configured the eUICC's RAT as defined in section G.2.5. |
| eUICC | There is no Profile installed in the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_RAT) | #R\_RAT\_WITH\_OTHER\_RULES with exact same structure and order  SW = 0x9000 | RQ28\_001 RQ29\_007\_1 RQ29\_008 RQ29\_009 RQ29\_010\_1 RQ29\_011 RQ29\_016 RQ57\_179 RQ57\_180 RQ57\_181 RQ57\_182 RQ57\_184 RQ57\_186 RQ29\_007 RQ29\_008\_1 |
| 2 | S\_LPAd → eUICC | Install PROFILE\_OPERATIONAL4 | Profile successfully downloaded (i.e. ProfileInstallationResult contains a SuccessResult) | RQ29\_010\_1 RQ29\_022 RQ29\_008\_1 |
| 3 | S\_LPAd → eUICC | Delete PROFILE\_OPERATIONAL4 |  |  |
| 4 | S\_LPAd → eUICC | Install PROFILE\_OPERATIONAL3 | Profile successfully downloaded (i.e. ProfileInstallationResult contains a SuccessResult) | RQ29\_010\_1 RQ29\_022 RQ29\_008\_1 |

## 4.3 SM-DP+ Interfaces

### 4.3.1 ES2+ (Operator -- SM-DP+): DownloadOrder

#### 4.3.1.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

* Section 5.3.1

#### 4.3.1.2 Test Cases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Available’ state for S\_MNO |
| S\_MNO | For the TLS connection, CERT\_CLIENT\_TLS = #CERT\_S\_OPERATOR\_TLS |

##### 4.3.1.2.1 TC\_SM-DP+\_ES2+.DownloadOrder

Test Sequence #01 Nominal: EID and ICCID

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_DOWNLOAD\_ORDER,  MTD\_DOWNLOAD\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #ICCID\_OP\_PROF1, NO\_PARAM)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_ICCID1) |  |
| 2 | S\_LPAd →SM-DP+ | PROC\_ES9+\_VERIFY\_PROFILE\_NOT\_RELEASED\_EMPTY\_MID | |  |

##### 4.3.1.2.2 TC\_SM-DP+\_ES2+.DownloadOrder\_RetryCases

Test Sequence #01 Nominal

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_DOWNLOAD\_ORDER,  MTD\_DOWNLOAD\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #ICCID\_OP\_PROF1, NO\_PARAM)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_ICCID1) |  |
| 2 | S\_MNO → SM-DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 3 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 4 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_DOWNLOAD\_ORDER,  MTD\_DOWNLOAD\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #ICCID\_OP\_PROF1, NO\_PARAM)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_ICCID1) |  |

##### 4.3.1.2.3 TC\_SM-DP+\_ES2+.DownloadOrder\_ErrorCases

Test Sequence #01 Error: ICCID already in use (8.2.1/3.3)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| IC2 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_DOWNLOAD\_ORDER,  MTD\_DOWNLOAD\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  NO\_PARAM,  #ICCID\_OP\_PROF1, NO\_PARAM)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_ICCID1) |  |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_DOWNLOAD\_ORDER,  MTD\_DOWNLOAD\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #ICCID\_OP\_PROF1, NO\_PARAM)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_1\_3\_3) |  |

Test Sequence #02 Error: unknown profile (8.2.1/3.9)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | No Profile identified by ICCID\_OP\_PROF1 is configured in the SM-DP+ for S\_MNO |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_DOWNLOAD\_ORDER,  MTD\_DOWNLOAD\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #ICCID\_OP\_PROF1, NO\_PARAM)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_1\_3\_9) |  |

### 4.3.2 ES2+ (Operator -- SM-DP+): ConfirmOrder

#### 4.3.2.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

* Section 5.3.2

#### 4.3.2.2 Test Cases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| S\_MNO | For the TLS connection, CERT\_CLIENT\_TLS #CERT\_S\_OPERATOR\_TLS |

##### 4.3.2.2.1 TC\_SM-DP+\_ES2+.ConfirmOrder

Test Sequence #01 Nominal: using ‘Allocated’ state / ICCID / matching ID / confirmation code / releaseFlag=”true”

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Allocated’ state by S\_MNO |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID) with <MATCHING\_ID>= #MATCHING\_ID\_1 |  |
| 2 | S\_LPAd →SM-DP+ | PROC\_ES9+\_VERIFY\_PROFILE\_RELEASED\_WITH\_MID\_WITH\_CC | |  |

Test Sequence #02 Nominal: using ‘Allocated’ state / ICCID / empty matching ID / EID / confirmation code / releaseFlag=”true”

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Allocated’ state by S\_MNO |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, #EID1, #MATCHING\_ID\_EMPTY, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID\_EID with <MATCHING\_ID>= #MATCHING\_ID\_EMPTY) |  |
| 2 | S\_LPAd →SM-DP+ | PROC\_ES9+\_VERIFY\_PROFILE\_RELEASED\_EMPTY\_MID\_WITH\_CC | |  |

Test Sequence #03 Nominal: using ‘Allocated’ state / ICCID / matching ID / EID / smdsAddress / confirmation code / releaseFlag=”true”

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Allocated’ state by S\_MNO |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_MNO →SM-DP+ | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES2+ | |  |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, #EID1, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, #TEST\_ROOT\_DS\_ADDRES, TRUE)) |  |  |
| 2 | SM-DP+ → S\_SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | |  |
| 3 | SM-DP+ → S\_SM-DS | Call ES12.RegisterEvent | MTD\_HTTP\_REQ(    #TEST\_ROOT\_DS\_ADDRESS,    #PATH\_REGISTER\_EVENT,    MTD\_REGISTER\_EVENT(       <FUNCTION\_REQ\_ID>,       <FUNCTION\_CALL\_ID>,       #EID1,             #IUT\_SM\_DP\_ADDRESS,        #MATCHING\_ID\_1,       <FORWARDING\_INDICATOR\_ANY>)) |  |
| 4 | S\_SM-DS → SM-DP+ | MTD\_HTTP\_RESP(#R\_SUCCESS) on ES12 | No Error |  |
| 5 | SM-DP+ →S\_MNO | Return final result | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID\_EID) on ES2+  with <MATCHING\_ID>= #MATCHING\_ID\_1 |  |
| 6 | S\_LPAd →SM-DP+ | PROC\_ES9+\_VERIFY\_PROFILE\_RELEASED\_EMPTY\_MID\_WITH\_CC | |  |

Test Sequence #04 Nominal: using ‘Linked’ state / ICCID / matching ID / confirmation code / releaseFlag=”true”

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Linked’ state for S\_MNO, and bound to #EID1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID\_EID)  with <MATCHING\_ID>= #MATCHING\_ID\_1 |  |
| 2 | S\_LPAd →SM-DP+ | PROC\_ES9+\_VERIFY\_PROFILE\_RELEASED\_EMPTY\_MID\_WITH\_CC | |  |

Test Sequence #05 Nominal: using ‘Linked’ state / ICCID / empty matching ID / EID / confirmation code / releaseFlag=”true”

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Linked’ state for S\_MNO, and bound to #EID1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, #EID1, #MATCHING\_ID\_EMPTY, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID\_EID with <MATCHING\_ID>= #MATCHING\_ID\_EMPTY) |  |
| 2 | S\_LPAd → SM-DP+ | PROC\_ES9+\_VERIFY\_PROFILE\_RELEASED\_EMPTY\_MID\_WITH\_CC | |  |

Test Sequence #06 Nominal: using ‘Linked’ state / ICCID / matching ID / EID / smdsAddress / confirmation code / releaseFlag=”true”

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Linked’ state for S\_MNO, and bound to #EID1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_MNO→ SM-DP+ | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES2+ | |  |
| 1 | S\_MNO→ SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, #EID1, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, #TEST\_ROOT\_DS\_ADDRES, TRUE)) |  |  |
| 2 | SM-DP+→ S\_SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | |  |
| 3 | SM-DP+→ S\_SM-DS | Call ES12.RegisterEvent | MTD\_HTTP\_REQ(    #TEST\_ROOT\_DS\_ADDRESS,    #PATH\_REGISTER\_EVENT,    MTD\_REGISTER\_EVENT(       <FUNCTION\_REQ\_ID>,       <FUNCTION\_CALL\_ID>,       #EID1,             #IUT\_SM\_DP\_ADDRESS,        #MATCHING\_ID\_1,       <FORWARDING\_INDICATOR\_ANY>)) |  |
| 4 | S\_SM-DS→ SM-DP+ | Return ES12.RegisterEvent result | MTD\_HTTP\_RESP(#R\_SUCCESS) on ES12 |  |
| 5 | SM-DP+→ S\_MNO | Return final result | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID\_EID) on ES2+  with <MATCHING\_ID>= #MATCHING\_ID\_1 |  |
| 6 | S\_LPAd→ SM-DP+ | PROC\_ES9+\_VERIFY\_PROFILE\_RELEASED\_EMPTY\_MID\_WITH\_CC | |  |

##### 4.3.2.2.2 TC\_SM-DP+\_ES2+.ConfirmOrder\_RetryCases

Test Sequence #01 Nominal: using ‘Allocated’ state

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Allocated’ state by S\_MNO |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID)  with <MATCHING\_ID>= #MATCHING\_ID\_1 |  |
| 2 | S\_MNO → SM-DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 3 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 4 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID)  with <MATCHING\_ID>= #MATCHING\_ID\_1 |  |

Test Sequence #02 Nominal: using ‘Linked’ state

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Linked’ state by S\_MNO and bound to #EID1 |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID\_EID)  with <MATCHING\_ID>= #MATCHING\_ID\_1 |  |
| 2 | S\_MNO → SM-DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 3 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 4 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID\_EID)  with <MATCHING\_ID>= #MATCHING\_ID\_1 |  |

Test Sequence #03 Error: different matchingID (unspecified Error Code)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Linked’ state by S\_MNO and bound to #EID1 |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID\_EID)  with <MATCHING\_ID>= #MATCHING\_ID\_1 |  |
| 2 | S\_MNO → SM-DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 3 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 4 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_2, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_ERROR\_ANY) |  |

Test Sequence #04 Error: different Confirmation Code (unspecified Error Code)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Linked’ state by S\_MNO and bound to #EID1 |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_MATCHING\_ID\_EID)  with <MATCHING\_ID>= #MATCHING\_ID\_1 |  |
| 2 | S\_MNO → SM-DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 3 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 4 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE2, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_ERROR\_ANY) |  |



##### 4.3.2.2.3 TC\_SM-DP+\_ES2+.ConfirmOrder\_ErrorCases

Test Sequence #01 Error: unknown Profile (8.2.1/3.9)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | No Profile identified by ICCID\_OP\_PROF1 is configured in the server for S\_MNO |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_1\_3\_9) |  |

Test Sequence #02 Error: Profile in ‘Available’ state (unspecified Error Code)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Available’ state for S\_MNO |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_ERROR\_ANY) |  |

Test Sequence #03 Error: conflicting matching ID (8.2.6/3.3)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Allocated’ state for S\_MNO.  The matchingID #MATCHING\_ID\_1 is already stored for S\_MNO and associated to another Profile identified by ICCID\_OP\_PROF2. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM, TRUE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_6\_3\_3) |  |

Test Sequence #04 Error: incorrect smdsAddress (8.9/5.1)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Linked’ state for S\_MNO. |
| S\_SM-DS | The S\_SM-DS is not reachable through #TEST\_DS\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, #TEST\_DS\_ADDRESS1, TRUE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_1) |  |

Test Sequence #05 Error: missing EID (8.1.1/2.2)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Allocated’ state for S\_MNO. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_EMPTY , #CONFIRMATION\_CODE1, NO\_PARAM,  TRUE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_1\_2\_2) |  |

Test Sequence #06 Error: different EID (8.1.1/3.10)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Linked’ state for S\_MNO, associated to #EID1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CONFIRM\_ORDER,  MTD\_CONFIRM\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, #EID2, #MATCHING\_ID\_1, #CONFIRMATION\_CODE1, NO\_PARAM  TRUE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_1\_3\_10) |  |

### 4.3.3 ES2+ (Operator -- SM-DP+): CancelOrder

#### 4.3.3.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

* Section 5.3.3

#### 4.3.3.2 Test Cases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| S\_MNO | For the TLS connection, CERT\_CLIENT\_TLS = #CERT\_S\_OPERATOR\_TLS |

##### 4.3.3.2.1 TC\_SM-DP+\_ES2+.CancelOrder

Test Sequence #01 Nominal: ‘Linked’ state, using EID, final status = Available

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Linked’ state for S\_MNO and bound to #EID1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CANCEL\_ORDER,  MTD\_CANCEL\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, #EID1, NO\_PARAM, #PROFILE\_STATUS\_AVAILABLE)) | MTD\_HTTP\_RESP( #R\_SUCCESS) |  |
| 2 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_DOWNLOAD\_ORDER,  MTD\_DOWNLOAD\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, NO\_PARAM,  #ICCID\_OP\_PROF1, NO\_PARAM)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_ICCID1) |  |

Test Sequence #02 Nominal: ‘Confirmed’ state, using EID, final status = Available, SM-DS Use Case

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Confirmed’ state by S\_MNO and bound to #EID1. |
| SM-DP+ | The SM-DP+ has executed a confirm order procedure for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS used for Event Registration, and with MatchingID set to #MATCHING\_ID\_1 in input parameters. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CANCEL\_ORDER,  MTD\_CANCEL\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, #EID1, #MATCHING\_ID\_1, #PROFILE\_STATUS\_AVAILABLE)) | MTD\_HTTP\_RESP( #R\_SUCCESS) |  |
| 2 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_DOWNLOAD\_ORDER,  MTD\_DOWNLOAD\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, NO\_PARAM,  #ICCID\_OP\_PROF1, NO\_PARAM)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_ICCID1) |  |

Test Sequence #03 Nominal: ‘Error’ state, using MatchingID, final status = Available

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by ICCID\_OP\_PROF1 is configured in ‘Error’ state for S\_MNO, associated with #MATCHING\_ID\_1 and not bound to any EID. The ‘Error’ state has been entered by ES9+.CancelSession sent with reason = endUserRejection after the ES9+.AuthenticateClient response of a previous Profile Download attempt. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CANCEL\_ORDER,  MTD\_CANCEL\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1, #PROFILE\_STATUS\_AVAILABLE)) | MTD\_HTTP\_RESP( #R\_SUCCESS) |  |
| 2 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_DOWNLOAD\_ORDER,  MTD\_DOWNLOAD\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, NO\_PARAM,  #ICCID\_OP\_PROF1, NO\_PARAM)) | MTD\_HTTP\_RESP( #R\_SUCCESS\_ICCID1) |  |

##### 4.3.3.2.2 TC\_SM-DP+\_ES2+.CancelOrder\_ErrorCases

Test Sequence #01 Error: unknown ICCID (8.2.1/3.9)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | No Profile identified by #ICCID\_OP\_PROF1 is configured in the server for S\_MNO |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CANCEL\_ORDER,  MTD\_CANCEL\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, #EID1, NO\_PARAM, #PROFILE\_STATUS\_AVAILABLE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_1\_3\_9) |  |

Test Sequence #02 Error: missing EID (unspecified Error Code)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by #ICCID\_OP\_PROF1 is configured in ‘Confirmed’ state by S\_MNO and bound to #EID1 |
| SM-DP+ | The SM-DP+ has previously executed a confirm order with MatchingID set to #MATCHING\_ID\_1 in input parameters |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CANCEL\_ORDER,  MTD\_CANCEL\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, #MATCHING\_ID\_1 , #PROFILE\_STATUS\_AVAILABLE)) | MTD\_HTTP\_RESP( #R\_ERROR\_ANY) |  |

Test Sequence #03 Error: incorrect matchingID (8.2.6/3.10)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by #ICCID\_OP\_PROF1 is configured in ‘Released’ state by S\_MNO, is bound to #EID1 and is associated with matchingID #MATCHING\_ID\_1 |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CANCEL\_ORDER,  MTD\_CANCEL\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, #EID1, #MATCHING\_ID\_2, #PROFILE\_STATUS\_AVAILABLE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_6\_3\_10) |  |

Test Sequence #04 Error: profile in Available state (unspecified Error Code)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by #ICCID\_OP\_PROF1 is configured in ‘Available’ state for S\_MNO |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CANCEL\_ORDER,  MTD\_CANCEL\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, NO\_PARAM, NO\_PARAM, #PROFILE\_STATUS\_AVAILABLE)) | MTD\_HTTP\_RESP( #R\_ERROR\_ANY) |  |

Test Sequence #05 Error: profile in Installed state (8.2.1/3.3)

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | The Profile identified by #ICCID\_OP\_PROF1 is configured in ‘Installed’ state by S\_MNO and is bound to #EID1 |
| SM-DP+ | The SM-DP+ has previously executed a confirm order with MatchingID set to #MATCHING\_ID\_1 in input parameters |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | | |
| 1 | S\_MNO →SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS,  #PATH\_CANCEL\_ORDER,  MTD\_CANCEL\_ORDER(  #S\_MNO\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1, #ICCID\_OP\_PROF1, #EID1, #MATCHING\_ID\_1, #PROFILE\_STATUS\_AVAILABLE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_1\_3\_3) |  |

### 4.3.4 ES2+ (Operator -- SM-DP+): ReleaseProfile

This test case is defined as FFS and not applicable for this version of test specification.

### 4.3.5 ES2+ (Operator -- SM-DP+): HandleDownloadProgressInfo

This test case is defined as FFS and not applicable for this version of test specification.

### 4.3.6 ES2+ (Operator -- SM-DP+): TLS, Mutual Authentication, Server,Session Establishment

This test case is defined as FFS and not applicable for this version of test specification.

### 4.3.7 ES8+ (SM-DP+ -- eUICC): InitialiseSecureChannel

#### 4.3.7.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

#### 4.3.7.2 Test Cases

All testing for ES8+ functions is performed in section 4.3.13 ES9+ (LPA -- SM-DP+): GetBoundProfilePackage.

### 4.3.8 ES8+ (SM-DP+ -- eUICC): ConfigureISDP

#### 4.3.8.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

#### 4.3.8.2 Test Cases

All testing for ES8+ functions is performed in section 4.3.13 ES9+ (LPA -- SM-DP+): GetBoundProfilePackage.

### 4.3.9 ES8+ (SM-DP+ -- eUICC): StoreMetadata

#### 4.3.9.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

#### 4.3.9.2 Test Cases

All testing for ES8+ functions is performed in section 4.3.13 ES9+ (LPA -- SM-DP+): GetBoundProfilePackage.

### 4.3.10 ES8+ (SM-DP+ -- eUICC): ReplaceSessionKeys

#### 4.3.10.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

#### 4.3.10.2 Test Cases

All testing for ES8+ functions is performed in section 4.3.13 ES9+ (LPA -- SM-DP+): GetBoundProfilePackage.

### 4.3.11 ES8+ (SM-DP+ -- eUICC): LoadProfileElements

#### 4.3.11.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

#### 4.3.11.2 Test Cases

All testing for ES8+ functions is performed in section 4.3.13 ES9+ (LPA -- SM-DP+): GetBoundProfilePackage.

### 4.3.12 ES9+ (LPA -- SM-DP+): InitiateAuthentication

The test sequences defined in this section are intended for testing on both the SM‑DP+ and the SM‑DS.

#### 4.3.12.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_033

* RQ31\_030, RQ31\_033, RQ31\_034, RQ31\_035, RQ31\_036, RQ31\_037, RQ31\_038, RQ31\_039, RQ31\_041, RQ31\_042, RQ31\_043, RQ31\_073

 RQ45\_006, RQ45\_026, RQ45\_026\_1

 RQ56\_004, RQ56\_005, RQ56\_006, RQ56\_007, RQ56\_008, RQ56\_009, RQ56\_010, RQ56\_011, RQ56\_012, RQ56\_013, RQ56\_014

 RQ57\_106

 RQ62\_001, RQ62\_002, RQ62\_004, RQ62\_005, RQ62\_006, RQ62\_007

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_004, RQ65\_005, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_017, RQ65\_018

#### 4.3.12.2 Test Cases

|  |  |
| --- | --- |
| General Initial Conditions for SM-DP + testing | |
| Entity | Description of the general initial condition |
| SM-DP+ | SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST. |

##### 4.3.12.2.1 TC\_SM-DP+\_ES9+.InitiateAuthenticationNIST

Test Sequence #01 Nominal

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SERVER | MTD\_HTTP\_REQ(  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #SERVER\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK)  • Verify that <TRANSACTION\_ID\_IA> matches <TRANSACTION\_ID\_SIGNED\_IA>  • Verify the validity of <SERVER\_SIGNATURE1> using the public key #PK\_SM\_XXauth\_ECDSA contained in #CERT\_SM\_XXauth\_ECDSA | Common: RQ31\_030 RQ31\_033 RQ31\_034 RQ31\_035 RQ31\_037 RQ31\_038 RQ31\_039 RQ31\_041 RQ31\_042 RQ31\_043 RQ45\_006 RQ45\_026 RQ45\_026 RQ57\_106 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_017 RQ65\_018 SM‑DP+: RQ56\_004 RQ56\_005 RQ56\_006 RQ56\_007 RQ56\_009 RQ56\_010 RQ56\_012 RQ56\_013 SM‑DS: RQ58\_003 RQ58\_004 RQ58\_005 RQ58\_006 RQ58\_008 RQ58\_010 RQ58\_012 RQ58\_013 RQ58\_014 RQ58\_015 RQ58\_016 RQ58\_017 RQ58\_018 RQ58\_019 |

Test Sequence #02 Nominal: Uniqueness of Transaction ID and Server Challenge

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SERVER | MTD\_HTTP\_REQ(  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #SERVER\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) | Common: RQ31\_030 RQ31\_033 RQ31\_034 RQ31\_035 RQ31\_037 RQ31\_038 RQ31\_039 RQ31\_041 RQ31\_042 RQ31\_043 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ57\_106 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_017 RQ65\_01 SM‑DP+ RQ56\_004 RQ56\_005 RQ56\_006 RQ56\_007 RQ56\_009 RQ56\_010 RQ56\_012 RQ56\_013 SM‑DS RQ58\_003 RQ58\_004 RQ58\_005 RQ58\_006 RQ58\_008 RQ58\_010 RQ58\_012 RQ58\_013 RQ58\_014 RQ58\_015 RQ58\_016 RQ58\_017 RQ58\_018 RQ58\_019 |
| 2 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 3 | S\_LPAd → SERVER | MTD\_HTTP\_REQ(  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #SERVER\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK\_2)  Verify that:   <TRANSACTION\_ID\_2> received in this step is different to the <TRANSACTION\_ID\_IA> in Step 1  <TRANSACTION\_ID\_SIGNED\_2> received in this step is different to the <TRANSACTION\_ID\_SIGNED\_IA> in Step 1   <SERVER\_CHALLENGE\_2> received in this step is different to the <SERVER\_CHALLENGE> in Step 1. | Common: RQ31\_030 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_017 RQ65\_018 SM‑DP+: RQ56\_009 SM‑DS: RQ56\_008 |

Test Sequence #03 Error: Failed due to Invalid Server Address (Subject Code 8.8.1 Reason Code 3.8)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SERVER | MTD\_HTTP\_REQ (  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #UNKNOWN\_SERVER\_ADDRESS)) | MTD\_HTTP\_RESP(  #R\_ERROR\_SMXX\_1\_3\_8) | Common RQ31\_033 RQ31\_034 RQ57\_106 RQ62\_001 RQ62\_002 RQ65\_018 SM‑DP+: RQ56\_004 RQ56\_005 RQ56\_008 RQ56\_011 RQ56\_014 SM‑DS: RQ58\_003 RQ58\_004 RQ58\_007 RQ58\_011 RQ58\_020 |

Test Sequence #04 Error: Failed due to Unsupported Public Key Identifiers (Subject Code 8.8.2 Reason Code 3.1)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SERVER | MTD\_HTTP\_REQ(  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #EUICC\_INFO1\_8\_8\_2\_3\_1,  #SERVER\_ADDRESS)) | MTD\_HTTP\_RESP(  #R\_ERROR\_SMXX\_2\_3\_1) | Common: RQ26\_033 RQ31\_033 RQ31\_034 RQ31\_035 RQ31\_036 RQ57\_106 RQ62\_001 RQ62\_002 RQ65\_018 SM-DP+: RQ56\_004 RQ56\_005 RQ56\_006 RQ56\_008 RQ56\_011 RQ56\_014 SM-DS: RQ58\_003 RQ58\_004 RQ58\_005 RQ58\_007 RQ58\_011 RQ58\_020 |

Test Sequence #05 Error: Failed due to Unsupported Specification Version Number (Subject Code 8.8.3 Reason Code 3.1)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SERVER | MTD\_HTTP\_REQ(  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #EUICC\_INFO1\_8\_8\_3\_3\_1\_LOWER,  #SERVER\_ADDRESS)) | MTD\_HTTP\_RESP(  #R\_ERROR\_SMXX\_3\_3\_1) | Common: RQ31\_033 RQ31\_034 RQ57\_106 RQ62\_001 RQ62\_002 RQ65\_018 SM‑DP+: RQ56\_004 RQ56\_008 RQ56\_011 RQ56\_014 SM‑DS: RQ58\_003 RQ58\_007 RQ58\_011 RQ58\_020 |
| 2 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 3 | S\_LPAd → SERVER | MTD\_HTTP\_REQ(  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #EUICC\_INFO1\_8\_8\_3\_3\_1\_HIGHER,  #SERVER\_ADDRESS)) | MTD\_HTTP\_RESP(  #R\_ERROR\_SMXX\_3\_3\_1) | Common: RQ31\_033 RQ31\_034 RQ57\_106 RQ62\_001 RQ62\_002 RQ65\_018 SM‑DP+: RQ56\_004 RQ56\_008 RQ56\_011 RQ56\_014 SM‑DS: RQ58\_003 RQ58\_007 RQ58\_011 RQ58\_020 |

Test Sequence #06 Error: Failed due to Unavailable Server Auth Certificate (Subject Code 8.8.4 Reason Code 3.7)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SERVER | MTD\_HTTP\_REQ(  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #EUICC\_INFO1\_8\_8\_4\_3\_7,  #SERVER\_ADDRESS)) | MTD\_HTTP\_RESP(  #R\_ERROR\_SMXX\_4\_3\_7) | Common: RQ26\_033 RQ31\_033 RQ31\_034 RQ31\_035 RQ31\_036 RQ57\_106 RQ62\_001 RQ62\_002 RQ65\_018 SM‑DP+: RQ56\_004 RQ56\_005 RQ56\_006 RQ56\_008 RQ56\_011 RQ56\_014 SM‑DS: RQ58\_003 RQ58\_004 RQ58\_005 RQ58\_006 RQ58\_007 RQ58\_011 RQ58\_020 |

Test Sequence #07 Nominal: eUICC v2.2.1

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SERVER | MTD\_HTTP\_REQ(  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1\_V2\_2\_1,  #SERVER\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK)  • Verify that <TRANSACTION\_ID\_IA> matches <TRANSACTION\_ID\_SIGNED\_IA>  • Verify the validity of <SERVER\_SIGNATURE1> using the public key #PK\_SM\_XXauth\_ECDSA contained in #CERT\_SM\_XXauth\_ECDSA | Common: RQ31\_030 RQ31\_033 RQ31\_034 RQ31\_035 RQ31\_037 RQ31\_038 RQ31\_039 RQ31\_041 RQ31\_042 RQ31\_043 RQ45\_006 RQ45\_026 RQ45\_026 RQ57\_106 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_017 RQ65\_018 SM‑DP+: RQ56\_004 RQ56\_005 RQ56\_006 RQ56\_007 RQ56\_009 RQ56\_010 RQ56\_012 RQ56\_013 SM‑DS: RQ58\_003 RQ58\_004 RQ58\_005 RQ58\_006 RQ58\_008 RQ58\_010 RQ58\_012 RQ58\_013 RQ58\_014 RQ58\_015 RQ58\_016 RQ58\_017 RQ58\_018 RQ58\_019 |

Test Sequence #08 Nominal: eUICC v2.2.2

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SERVER | MTD\_HTTP\_REQ(  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1\_V2\_2\_2,  #SERVER\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK)  • Verify that <TRANSACTION\_ID\_IA> matches <TRANSACTION\_ID\_SIGNED\_IA>  • Verify the validity of <SERVER\_SIGNATURE1> using the public key #PK\_SM\_XXauth\_ECDSA contained in #CERT\_SM\_XXauth\_ECDSA | Common: RQ31\_030 RQ31\_033 RQ31\_034 RQ31\_035 RQ31\_037 RQ31\_038 RQ31\_039 RQ31\_041 RQ31\_042 RQ31\_043 RQ45\_006 RQ45\_026 RQ45\_026 RQ57\_106 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_017 RQ65\_018 SM‑DP+: RQ56\_004 RQ56\_005 RQ56\_006 RQ56\_007 RQ56\_009 RQ56\_010 RQ56\_012 RQ56\_013 SM‑DS: RQ58\_003 RQ58\_004 RQ58\_005 RQ58\_006 RQ58\_008 RQ58\_010 RQ58\_012 RQ58\_013 RQ58\_014 RQ58\_015 RQ58\_016 RQ58\_017 RQ58\_018 RQ58\_019 |

Test Sequence #09 Nominal: eUICC v2.3

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SERVER | MTD\_HTTP\_REQ(  #SERVER\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1\_V2\_3,  #SERVER\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK)  • Verify that <TRANSACTION\_ID\_IA> matches <TRANSACTION\_ID\_SIGNED\_IA>  • Verify the validity of <SERVER\_SIGNATURE1> using the public key #PK\_SM\_XXauth\_ECDSA contained in #CERT\_SM\_XXauth\_ECDSA | Common: RQ31\_030 RQ31\_033 RQ31\_034 RQ31\_035 RQ31\_037 RQ31\_038 RQ31\_039 RQ31\_041 RQ31\_042 RQ31\_043 RQ45\_006 RQ45\_026 RQ45\_026 RQ57\_106 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_017 RQ65\_018 SM‑DP+: RQ56\_004 RQ56\_005 RQ56\_006 RQ56\_007 RQ56\_009 RQ56\_010 RQ56\_012 RQ56\_013 SM‑DS: RQ58\_003 RQ58\_004 RQ58\_005 RQ58\_006 RQ58\_008 RQ58\_010 RQ58\_012 RQ58\_013 RQ58\_014 RQ58\_015 RQ58\_016 RQ58\_017 RQ58\_018 RQ58\_019 |

##### 4.3.12.2.2 TC\_SM-DP+\_ES9+.InitiateAuthenticationFRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.3.12.2.3 TC\_SM-DP+\_ES9+.InitiateAuthenticationBRP

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for BRP. |

Test Sequence #01 Nominal

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.3.12.2.1 TC\_SM-DP+\_ES9+.InitiateAuthenticationNIST except that all auth/pb keys and certificates SHALL be based on BrainpoolP256r1.

### 4.3.13 ES9+ (LPA -- SM-DP+): GetBoundProfilePackage

#### 4.3.13.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_028

 RQ25\_001, RQ25\_002, RQ25\_004, RQ25\_005, RQ25\_006, RQ25\_009, RQ25\_010, RQ25\_011, RQ25\_012, RQ25\_013, RQ25\_014, RQ25\_015

 RQ26\_018, RQ26\_019, RQ26\_020, RQ26\_021, RQ26\_022, RQ26\_029, RQ26\_031, RQ26\_034, RQ26\_035

 RQ31\_143, RQ31\_144, RQ31\_146, RQ31\_147, RQ31\_148, RQ31\_148\_2, RQ31\_148\_3, RQ31\_149, RQ31\_150, RQ31\_151, RQ31\_152, RQ31\_155, RQ31\_162, RQ31\_165, RQ31\_166, RQ31\_168, RQ31\_170

 RQ32\_069, RQ32\_070

 RQ44\_001

 RQ47\_001

 RQ55\_001, RQ55\_002, RQ55\_003, RQ55\_004, RQ55\_005, RQ55\_006, RQ55\_007, RQ55\_008, RQ55\_009, RQ55\_017, RQ55\_018, RQ55\_020, RQ55\_021, RQ55\_022, RQ55\_028, RQ55\_033, RQ55\_033\_1, RQ55\_037, RQ55\_040, RQ55\_041

 RQ56\_015, RQ56\_016, RQ56\_017, RQ56\_018, RQ56\_019, RQ56\_020, RQ56\_021, RQ56\_022, RQ56\_023, RQ56\_024, RQ56\_025, RQ56\_026, RQ56\_027, RQ56\_028

 RQ57\_028, RQ57\_039

 RQ62\_001, RQ62\_002, RQ62\_004, RQ62\_005, RQ62\_006, RQ62\_007

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_004, RQ65\_005, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_020, RQ65\_021

 RQG0\_001, RQG0\_002, RQG0\_003, RQG0\_004, RQG0\_005, RQG0\_006

#### 4.3.13.2 Test Cases

##### 4.3.13.2.1 TC\_SM-DP+\_ES9+.GetBoundProfilePackageNIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * There have been no previous attempts to download the pending profile. |

Test Sequence #01 Nominal: Using S-ENC and S-MAC without Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is loaded as an Unprotected Profile Package. * Confirmation Code is not provided by the Operator to the SM-DP+.Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_SK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_SK (#R\_GET\_BPP\_RESP\_OP1\_SK, <S\_MAC>, <S\_ENC>, #SMDP\_METADATA\_OP\_PROF1) | RQ25\_001 RQ25\_002 RQ25\_004 RQ25\_006 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #02 Nominal: Using S-ENC and S-MAC with Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is loaded as an Unprotected Profile Package. * Confirmation Code #CONFIRMATION\_CODE1 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP\_CC)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_SK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_SK (#R\_GET\_BPP\_RESP\_OP1\_SK, <S\_MAC>, <S\_ENC>, #SMDP\_METADATA\_OP\_PROF1) | RQ25\_001 RQ25\_002 RQ25\_004 RQ25\_006 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ47\_001 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001, RQG0\_002, RQG0\_003, RQG0\_004, RQG0\_005, RQG0\_006 |

Test Sequence #03 Nominal: Using PPK-ENC and PPK-MAC without Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_PPK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_PPK (#R\_GET\_BPP\_RESP\_OP1\_PPK, <S\_MAC>, <S\_ENC>, <PPK\_MAC>, <PPK\_ENC>,  #SMDP\_METADATA\_OP\_PROF1) | RQ25\_001 RQ25\_002 RQ25\_005 RQ25\_006 RQ25\_009 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_014 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_021 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_168 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_040 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #04 Nominal: Using PPK-ENC and PPK-MAC with Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code #CONFIRMATION\_CODE1 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM‑DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP\_CC)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_PPK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_PPK (#R\_GET\_BPP\_RESP\_OP1\_PPK, <S\_MAC>, <S\_ENC>, <PPK\_MAC>, <PPK\_ENC>, #SMDP\_METADATA\_OP\_PROF1) | RQ25\_001 RQ25\_002 RQ25\_005 RQ25\_006 RQ25\_009 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_014 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_021 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_168 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_040 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #05 Nominal: Using S-ENC and S-MAC with Metadata split over 2 segments without Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package using the S-ENC and S-MAC with the metadata split over two sequenceOf88 segments without a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1\_2\_SEG is loaded as an Unprotected Profile Package. * Confirmation Code is not provided by the Operator to the SM-DP+. |

This test sequence SHALL be the same as the Test Sequence #01 defined in this section except that #SMDP\_METADATA\_OP\_PROF1\_2\_SEG replaces #SMDP\_METADATA\_OP\_PROF1.

NOTE: There is no testing required in addition to Test Sequence #01 as the R\_GET\_BPP\_RESP\_OP1\_SK constants allow for 1 or 2 segments and for the SM-DP+ to successfully pass this test sequence it SHALL use 2 segments to deliver the metadata.

Test Sequence #06 Nominal: Using PPK-ENC and PPK-MAC with Metadata split over 2 segments without Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package using the PPK-ENC and PPK-MAC with the metadata split over two sequenceOf88 segments without a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1\_2\_SEGis securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

This test sequence SHALL be the same as the Test Sequence #03 defined in this section except that #SMDP\_METADATA\_OP\_PROF1\_2\_SEG replaces #SMDP\_METADATA\_OP\_PROF1.

NOTE: There is no testing required in addition to Test Sequence #03 as the R\_GET\_BPP\_RESP\_OP1\_PPK constants allow for 1 or 2 segments and for the SM-DP+ to successfully pass this test sequence it SHALL use 2 segments to deliver the metadata.

##### 4.3.13.2.2 TC\_SM-DP+\_ES9+.GetBoundProfilePackageFRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.3.13.2.3 TC\_SM-DP+\_ES9+.GetBoundProfilePackageBRP

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for BRP. * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * There have been no previous attempts to download the pending profile. |

Test Sequence #01 Nominal: Using S-ENC and S-MAC without Confirmation Code

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.3.13.2.1 TC\_SM-DP+\_ES9+.GetBoundProfilePackageNIST except that all auth/pb keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #02 Nominal: Using PPK-ENC and PPK-MAC without Confirmation Code

This test sequence SHALL be the same as the Test Sequence #03 defined in section 4.3.13.2.1 TC\_SM-DP+\_ES9+.GetBoundProfilePackageNIST except that all auth/pb keys and certificates SHALL be based on BrainpoolP256r1.

##### 4.3.13.2.4 TC\_SM-DP+\_ES9+.GetBoundProfilePackage\_RetryCases\_ReuseOTPK\_NIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST. * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * The EID is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

Test Sequence #01 Nominal: Retry with same otPK.eUICC.ECKA using S-ENC and S-MAC without Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt for the same otPK.eUICC.ECKA using S-ENC and S-MAC for Profile protection without a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is loaded as an Unprotected Profile Package. * Confirmation Code is not provided by the Operator to the SM-DP+. * There have been no previous attempts to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CANCEL\_SESSION\_SK  Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1 in the GetBoundProfilePackage Response in Step 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC\_RETRY | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_SK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_SK (#R\_GET\_BPP\_RESP\_OP1\_SK, <S\_MAC>, <S\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that  <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 matches the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_004 RQ25\_006 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_148\_3 RQ31\_149 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_021 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #02 Nominal: Retry with same otPK.eUICC.ECKA using S-ENC and S-MAC with Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt for the same otPK.eUICC.ECKA using the S-ENC and S-MAC for Profile protection with a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is loaded as an Unprotected Profile Package. * Confirmation Code #CONFIRMATION\_CODE1 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM-DP+. * There have been no previous attempts to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CC\_CANCEL\_SESSION\_SK  Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1 in the GetBoundProfilePackage Response in Step 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC\_RETRY | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_CC)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_SK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_SK (#R\_GET\_BPP\_RESP\_OP1\_SK, <S\_MAC>, <S\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that  <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 matches the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_004 RQ25\_006 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_148\_3 RQ31\_149 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ47\_001 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_021 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #03 Nominal: Retry with same otPK.eUICC.ECKA using PPK-ENC and PPK-MAC without Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt for the same otPK.eUICC.ECKA using the PPK-ENC and PPK-MAC for Profile protection without a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. * There has been no previous attempts to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CANCEL\_SESSION\_PPK Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1 in the GetBoundProfilePackage Response in Step 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC\_RETRY | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_PPK (#R\_GET\_BPP\_RESP\_OP1\_PPK, <S\_MAC>, <S\_ENC>, <PPK\_MAC>, <PPK\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 matches the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_005 RQ25\_006 RQ25\_009 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_014 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_021 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_148\_3 RQ31\_149 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_168 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_040 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_021 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #04 Nominal: Retry with same otPK.eUICC.ECKA using PPK-ENC and PPK-MAC with Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package with a retry attempt for the same otPK.eUICC.ECKA using the PPK-ENC and PPK-MAC for Profile protection with a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code #CONFIRMATION\_CODE1 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM-DP+. * There has been no previous attempts to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CC\_CANCEL\_SESSION\_PPK  Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1 in the GetBoundProfilePackage Response in Step 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC\_RETRY | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_CC)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_PPK (#R\_GET\_BPP\_RESP\_OP1\_PPK, <S\_MAC>, <S\_ENC>, <PPK\_MAC>, <PPK\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 matches the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_005 RQ25\_006 RQ25\_009 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_014 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_021 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_148\_3 RQ31\_149 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_168 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ47\_001 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_040 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_021 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #05 Nominal: Retry with same otPK.EUICC.ECKA rejected by eUICC using S-ENC and S-MAC without Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt with the same otPK.EUICC.ECKA rejected by the eUICC using the S-ENC and S-MAC without a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is loaded as an Unprotected Profile Package. * Confirmation Code is not provided by the Operator to the SM-DP+. * There have been no previous attempt to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CANCEL\_SESSION\_SK  Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1 in the GetBoundProfilePackage Response inStep 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC\_RETRY | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_NEW\_OTPK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_3\_7)  OR  MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_SK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_SK (#R\_GET\_BPP\_RESP\_OP1\_SK, <S\_MAC>, <S\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 is different from the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_004 RQ25\_006 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_148\_3 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_022 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #06 Nominal: Retry with same otPK.EUICC.ECKA rejected by eUICC using S-ENC and S-MAC with Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt with the same otPK.EUICC.ECKA rejected by the eUICC using the S-ENC and S-MAC with a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is loaded as an Unprotected Profile Package. * Confirmation Code #CONFIRMATION\_CODE1 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM-DP+. * There have been no previous attempt to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CC\_CANCEL\_SESSION\_SK  Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1in the GetBoundProfilePackage Response inStep 4 | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC\_RETRY | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_NEW\_OTPK\_CC)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_3\_7)  OR  MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_SK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_SK (#R\_GET\_BPP\_RESP\_OP1\_SK, <S\_MAC>, <S\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 is different from the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_004 RQ25\_006 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_148\_3 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ47\_001 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_022 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #07 Nominal: Retry with same otPK.EUICC.ECKA rejected by eUICC using PPK-ENC and PPK-MAC without Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt with the same otPK.EUICC.ECKA rejected by the eUICC using the PPK-ENC and PPK-MAC without a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. * There have been no previous attempt to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CANCEL\_SESSION\_PPK  Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1 in the GetBoundProfilePackage Response in Step 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC\_RETRY | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_NEW\_OTPK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_3\_7)  OR  MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_PPK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_PPK (#R\_GET\_BPP\_RESP\_OP1\_PPK, <S\_MAC>, <S\_ENC>, <PPK\_MAC>, <PPK\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 is different from the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_005 RQ25\_006 RQ25\_009 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_014 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_021 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_148\_3 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_168 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_040 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_022 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #08 Nominal: Retry with same otPK.EUICC.ECKA rejected by eUICC using PPK-ENC and PPK-MAC with Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt with the same otPK.EUICC.ECKA rejected by the eUICC using the PPK-ENC and PPK-MAC.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code #CONFIRMATION\_CODE1 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM-DP+. * There have been no previous attempt to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CC\_CANCEL\_SESSION\_PPK  Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1 in the GetBoundProfilePackage Response in Step 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC\_RETRY | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_NEW\_OTPK\_CC)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_3\_7)  OR  MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_PPK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_PPK (#R\_GET\_BPP\_RESP\_OP1\_PPK, <S\_MAC>, <S\_ENC>, <PPK\_MAC>, <PPK\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 is different from the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_005 RQ25\_006 RQ25\_009 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_014 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_021 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_148\_3 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_168 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ47\_001 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_040 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_022 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ62\_001 RQ57\_039 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #09 Nominal: Confirmation Code retry

The purpose of this test is to test that the SM-DP+ accepts a subsequent correct Confirmation Code after the initial Confirmation Code supplied in the GetBoundProfilePackageRequest ASN.1 euiccSigned2 element is unknown.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and PPK\_MAC>. * Confirmation Code #CONFIRMATION\_CODE1 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM-DP+. * The SM-DP+ is configured with two retries allowed for the receipt of a valid Confirmation Code. * There have been no previous attempts to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_INVALID\_CC | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_CC)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_PPK (#R\_GET\_BPP\_RESP\_OP1\_PPK, <S\_MAC>, <S\_ENC>, <PPK\_MAC>, <PPK\_ENC>, #SMDP\_METADATA\_OP\_PROF1) | RQ25\_001 RQ25\_002 RQ25\_004 RQ25\_006 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_148 RQ31\_148\_3 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_170 RQ32\_069 RQ32\_070RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ47\_001 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_020 RQ56\_025 RQ56\_026 RQ56\_028 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

##### 4.3.13.2.5 VOID

##### 4.3.13.2.6 VOID

##### 4.3.13.2.7 TC\_SM-DP+\_ES9+.GetBoundProfilePackage\_RetryCases\_DifferentOTPK\_NIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * The EID is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

Test Sequence #01 Nominal: Retry without otPK.EUICC.ECKA using S-ENC and S-MAC without Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt without otPK.EUICC.ECKA using the S-ENC and S-MAC without a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is loaded as an Unprotected Profile Package. * Confirmation Code is not provided by the Operator to the SM-DP+. * There have been no previous attempt to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CANCEL\_SESSION\_SK  Extract <OTPK\_SM\_DP+\_ECKA> from the GetBoundProfilePackage Response inStep 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_NEW\_OTPK)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_SK)   • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_SK (#R\_GET\_BPP\_RESP\_OP1\_SK, <S\_MAC>, <S\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 is different from the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_004 RQ25\_006 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #02 Nominal: Retry without otPK.EUICC.ECKA using S-ENC and S-MAC with Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt without otPK.EUICC.ECKA using the S-ENC and S-MAC with a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is loaded as an Unprotected Profile Package. * Confirmation Code #CONFIRMATION\_CODE1 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM-DP+. * There have been no previous attempt to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CC\_CANCEL\_SESSION\_SK  Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1 in the GetBoundProfilePackage Response in Step 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_NEW\_OTPK\_CC)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_SK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_SK (#R\_GET\_BPP\_RESP\_OP1\_SK, <S\_MAC>, <S\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 is different from the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_004 RQ25\_006 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ47\_001 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_022 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #03 Nominal: Retry without otPK.EUICC.ECKA using PPK-ENC and PPK-MAC without Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt without otPK.EUICC.ECKA using the PPK-ENC and PPK-MAC without a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. * There have been no previous attempt to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CANCEL\_SESSION\_PPK  Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1 in the GetBoundProfilePackage Response in Step 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_NEW\_OTPK)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_PPK (#R\_GET\_BPP\_RESP\_OP1\_PPK, <S\_MAC>, <S\_ENC>, <PPK\_MAC>, <PPK\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 is different from the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1 | RQ25\_001 RQ25\_002 RQ25\_005 RQ25\_006 RQ25\_009 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_014 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_021 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_148\_3 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_168 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_040 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_022 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

Test Sequence #04 Nominal: Retry without otPK.EUICC.ECKA using PPK-ENC and PPK-MAC with Confirmation Code

The purpose of this test is to test that the LPAd can request the delivery and the binding of a Profile Package for a retry attempt without otPK.EUICC.ECKA using the PPK-ENC and PPK-MAC with a Confirmation Code.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code #CONFIRMATION\_CODE1 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM-DP+. * There have been no previous attempt to download the pending profile. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CC\_CANCEL\_SESSION\_PPK  Extract <OTPK\_SM\_DP+\_ECKA> from #INIT\_SC\_PROF1 in the GetBoundProfilePackage Response in Step 4. | | |  |
| IC2 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_NEW\_OTPK\_CC)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_PPK)  • Verify that <TRANSACTION\_ID\_GBPP> matches <S\_TRANSACTION\_ID>  MTD\_TEST\_ES8+\_GET\_BPP\_PPK (#R\_GET\_BPP\_RESP\_OP1\_PPK, <S\_MAC>, <S\_ENC>, <PPK\_MAC>, <PPK\_ENC>, #SMDP\_METADATA\_OP\_PROF1)  • Verify that <OTPK\_SM\_DP+\_ECKA> in #INIT\_SC\_PROF1 is different from the value previously received in the GetBoundProfilePackage response in step 4 of the procedure in IC1. | RQ25\_001 RQ25\_002 RQ25\_005 RQ25\_006 RQ25\_009 RQ25\_010 RQ25\_011 RQ25\_012 RQ25\_013 RQ25\_014 RQ25\_015 RQ26\_018 RQ26\_019 RQ26\_020 RQ26\_021 RQ26\_022 RQ26\_029 RQ26\_031 RQ26\_034 RQ26\_035 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_148\_3 RQ31\_150 RQ31\_151 RQ31\_152 RQ31\_155 RQ31\_162 RQ31\_165 RQ31\_166 RQ31\_168 RQ31\_170 RQ32\_069 RQ32\_070 RQ44\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ47\_001 RQ55\_001 RQ55\_002 RQ55\_003 RQ55\_004 RQ55\_005 RQ55\_006 RQ55\_007 RQ55\_008 RQ55\_009 RQ55\_017 RQ55\_018 RQ55\_020 RQ55\_021 RQ55\_022 RQ55\_028 RQ55\_033 RQ55\_033\_1 RQ55\_037 RQ55\_040 RQ55\_041 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_022 RQ56\_023 RQ56\_024 RQ56\_026 RQ56\_027 RQ57\_039 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_020 RQ65\_021 RQG0\_001 RQG0\_002 RQG0\_003 RQG0\_004 RQG0\_005 RQG0\_006 |

##### 4.3.13.2.8 VOID

##### 4.3.13.2.9 VOID

##### 4.3.13.2.10 TC\_SM-DP+\_ES9+.GetBoundProfilePackage\_ErrorCasesNIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST. * PROFILE\_OPERATIONAL1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * The EID is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1.   There have been no previous attempts to download the pending profile. |

Test Sequence #01 Error: Invalid eUICC Signature (Subject Code 8.1 Reason Code 6.1)

The purpose of this test is to test that the SM-DP+ returns the correct error code for an invalid eUICC signature supplied in GetBoundProfilePackageRequest.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP\_8\_1\_6\_1)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_6\_1) | RQ26\_029 RQ26\_031 RQ31\_143 RQ31\_148\_2 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_018 RQ56\_025 RQ56\_026 RQ56\_028 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 |

Test Sequence #02 Error: Unknown TransactionID in JSON transport layer (Subject Code 8.10.1 Reason Code 3.9)

The purpose of this test is to test that the SM-DP+ returns the correct error code when the TransactionID supplied in GetBoundProfilePackageRequest JSON transport layer is unknown.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <INVALID\_TRANSACTION\_ID>,   #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | RQ26\_029 RQ26\_031 RQ31\_143 RQ31\_148\_2 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_018 RQ56\_025 RQ56\_026 RQ56\_028 RQ62\_001 RQ62\_002 |

Test Sequence #03 Error: Unknown TransactionID in ASN.1 euiccSigned2 element (Subject Code 8.10.1 Reason Code 3.9)

The purpose of this test is to test that the SM DP+ returns the correct error code when the TransactionID supplied in the GetBoundProfilePackageRequest ASN.1 euiccSigned2 element is unknown.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM‑DP+ | Confirmation Code is not provided by the Operator to the SM‑DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP\_8\_10\_1\_3\_9)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | RQ26\_029 RQ26\_031 RQ31\_143 RQ31\_148\_2 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_018 RQ56\_025 RQ56\_026 RQ56\_028 RQ62\_001 RQ62\_002 |

Test Sequence #04 Error: Missing Confirmation Code (Subject Code 8.2.7 Reason Code 2.2)

The purpose of this test is to test that the SM-DP+ returns the correct error code when the Confirmation Code is missing in the PrepareDownloadResponse request ASN.1 euiccSigned2 element.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | Confirmation Code #CONFIRMATION\_CODE1 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_7\_2\_2) | RQ26\_029 RQ26\_031 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_148\_2 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_018 RQ56\_025 RQ56\_026 RQ56\_028 RQ62\_001 RQ62\_002 |

Test Sequence #05 Error: Refused Confirmation Code (Subject Code 8.2.7 Reason Code 3.8)

The purpose of this test is to test that the SM-DP+ returns the correct error code when the Confirmation Code supplied in the GetBoundProfilePackageRequest ASN.1 euiccSigned2 element is unknown.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | Confirmation Code #CONFIRMATION\_CODE2 associated to PROFILE\_OPERATIONAL1 is provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC | | |  |
| IC2 | <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE1, <S\_TRANSACTION\_ID>) | | |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP\_CC)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_7\_3\_8) | RQ26\_029 RQ26\_031 RQ31\_143 RQ31\_144 RQ31\_146 RQ31\_147 RQ31\_148\_2 RQ56\_015 RQ56\_016 RQ56\_017 RQ56\_018 RQ56\_025 RQ56\_026 RQ56\_028 RQ62\_001 RQ62\_002 |

Test Sequence #06 VOID

##### 4.3.13.2.11 VOID

##### 4.3.13.2.12 VOID

### 4.3.14 ES9+ (LPA -- SM-DP+): AuthenticateClient

#### 4.3.14.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_033

* RQ31\_025, RQ31\_058RQ31\_058, RQ31\_059, RQ31\_060, RQ31\_061, RQ31\_067, RQ31\_080, RQ31\_081, RQ31\_082, RQ31\_083, RQ31\_085, RQ31\_086, RQ31\_089, RQ31\_090, RQ31\_091, RQ31\_092, RQ31\_093, RQ31\_094, RQ31\_095

 RQ41\_001, RQ41\_006, RQ41\_007, RQ41\_008

 RQ42\_001

 RQ45\_006, RQ45\_017, RQ45\_026, RQ45\_026\_1, RQ45\_027, RQ45\_028, RQ45\_029

 RQ47\_001

 RQ56\_029, RQ56\_030, RQ56\_031, RQ56\_032, RQ56\_033, RQ56\_034, RQ56\_035, RQ56\_036, RQ56\_036\_1, RQ56\_037, RQ56\_038, RQ56\_039, RQ56\_040, RQ56\_041, RQ56\_041\_1, RQ56\_041\_2

 RQ57\_037, RQ57\_057, RQ57\_057\_1, RQ57\_108

 RQ62\_001, RQ62\_002, RQ62\_004, RQ62\_005, RQ62\_006, RQ62\_007

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_004, RQ65\_005, RQ65\_007, RQ65\_008 RQ65\_009, RQ65\_022, RQ65\_023

#### 4.3.14.2 Test Cases

##### 4.3.14.2.1 TC\_SM-DP+\_ES9+.AuthenticateClientNIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST and #CERT\_SM\_DPpb\_ECDSA for NIST. * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. |

Test Sequence #01 Nominal for Default SM-DP+ Address Use Case without Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP(#R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP(#R\_AUTH\_CLIENT\_OK)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify the validity of the smdpSignature2 <SMDP\_SIGNATURE2> using the #PK\_SM\_DPpb\_ECDSA  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_025 RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_006 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #02 Nominal for Default SM-DP+ Address Use Case with Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code #CONFIRMATION\_CODE1 is provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE ,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP(#R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK\_CC)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify the validity of the smdpSignature2 <SMDP\_SIGNATURE2> using the #PK\_SM\_DPpb\_ECDSA  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_025 RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_006 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ47\_001 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #03 Nominal for Default SM-DP+ Use Case Second Attempt without Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_AUTH\_CLIENT\_FAIL\_DEF\_DP\_USE\_CASE\_INVALID\_MATCHING\_ID | | | |
| IC2 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC3 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify the validity of the smdpSignature2 <SMDP\_SIGNATURE2> using the #PK\_SM\_DPpb\_ECDSA  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_025 RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_006 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #04 VOID

Test Sequence #05 Nominal for SM-DS Use Case without Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 in the 'Released' state with a MatchingID equal to <MATCHING\_ID\_EVENT>. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_UC\_OK)) | MTD\_HTTP\_RESP(#R\_AUTH\_CLIENT\_OK)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify the validity of the smdpSignature2 <SMDP\_SIGNATURE2> using the #PK\_SM\_DPpb\_ECDSA  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_025 RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_006 RQ41\_007 RQ41\_008 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #06 Nominal for SM-DS Use Case with Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 in the 'Released' state with a MatchingID equal to <MATCHING\_ID\_EVENT>. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code #CONFIRMATION\_CODE1 is provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP(#R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK\_CC)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify the validity of the smdpSignature2 <SMDP\_SIGNATURE2> using the #PK\_SM\_DPpb\_ECDSA  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_025 RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_006 RQ41\_007 RQ41\_008 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ47\_001 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #07 VOID

Test Sequence #08 Nominal for Activation Code Use Case with Matching ID without Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with the MatchingID set as an Activation Code Token with the value #MATCHING\_ID\_1. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK)) | MTD\_HTTP\_RESP(#R\_AUTH\_CLIENT\_OK)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify the validity of the smdpSignature2 <SMDP\_SIGNATURE2> using the #PK\_SM\_DPpb\_ECDSA  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_025 RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_001 RQ41\_006 RQ41\_007 RQ41\_008 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #09 Nominal for Activation Code Use Case with Matching ID with Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with the MatchingID set as an Activation Code Token with the value #MATCHING\_ID\_1. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code #CONFIRMATION\_CODE1 is provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK\_CC)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify the validity of the smdpSignature2 <SMDP\_SIGNATURE2> using the #PK\_SM\_DPpb\_ECDSA  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_025 RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_001 RQ41\_006 RQ41\_007 RQ41\_008 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ47\_001 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #10 VOID

Test Sequence #11 Nominal for Activation Code Use Case with Matching ID without Confirmation Code not associated to EID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with the MatchingID set as an Activation Code Token with the value #MATCHING\_ID\_1. * EID #EID1 is not known to the SM-DP+ and is not associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

This test sequence SHALL be the same as the Test Sequence #08 defined in this section.

Test Sequence #12 Nominal for Activation Code Use Case with Matching ID and Confirmation Code not associated to EID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with the MatchingID set as an Activation Code Token with the value #MATCHING\_ID\_1. * EID #EID1 is not known to the SM-DP+ and is not associated to PROFILE\_OPERATIONAL1. * Confirmation Code #CONFIRMATION\_CODE1 is provided by the Operator to the SM-DP+. |

This test sequence SHALL be the same as the Test Sequence #9 defined in this section.

Test Sequence #13 VOID

Test Sequence #14 Nominal for Default SM-DP+ Address Use Case with MatchingId omitted

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * EID #EID1 is known to the SM-DP+ and is associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

This test sequence SHALL be the same as the Test Sequence #01 defined in this section except that #AUTH\_SERVER\_RESP\_SMDP\_MATCHING\_ID\_OMITTED shall be used in MTD\_AUTHENTICATE\_CLIENT instead of #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK.

Test Sequence #15 Nominal for SM-DS Use Case with MatchingId omitted

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 in the 'Released' state with a MatchingID equal to <MATCHING\_ID\_EVENT>. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

This test sequence SHALL be the same as the Test Sequence #05 defined in this section except that #AUTH\_SERVER\_RESP\_SMDP\_MATCHING\_ID\_OMITTED shall be used in MTD\_AUTHENTICATE\_CLIENT instead of #AUTH\_SERVER\_RESP\_SMDS\_UC\_OK.

Test Sequence #16 Nominal for SM-DS Use Case with empty MatchingId

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 in the 'Released' state with a MatchingID equal to <MATCHING\_ID\_EVENT>. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

This test sequence SHALL be the same as the Test Sequence #05 defined in this section except that #AUTH\_SERVER\_RESP\_SMDP\_MATCHING\_ID\_EMPTY shall be used in MTD\_AUTHENTICATE\_CLIENT instead of #AUTH\_SERVER\_RESP\_SMDS\_UC\_OK.

Test Sequence #17 Nominal for Activation Code Use Case with MatchingId omitted

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with the MatchingID set as an Activation Code Token with the value #MATCHING\_ID\_1. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

This test sequence SHALL be the same as the Test Sequence #08 defined in this section except that #AUTH\_SERVER\_RESP\_SMDP\_MATCHING\_ID\_OMITTED shall be used in MTD\_AUTHENTICATE\_CLIENT instead of #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK.

Test Sequence #18 Nominal for Activation Code Use Case with empty MatchingId

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with the MatchingID set as an Activation Code Token with the value #MATCHING\_ID\_1. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

This test sequence SHALL be the same as the Test Sequence #08 defined in this section except that #AUTH\_SERVER\_RESP\_SMDP\_MATCHING\_ID\_EMPTY shall be used in MTD\_AUTHENTICATE\_CLIENT instead of #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK.

Test Sequence #19 Nominal with extended UICC Capability in eUICCInfo2

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP(#R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_OK\_UICC\_EXT)) | MTD\_HTTP\_RESP(#R\_AUTH\_CLIENT\_OK)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_025 RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_006 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #20 Nominal with extended DeviceInfo

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP(#R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_OK\_DEVICE\_EXT)) | MTD\_HTTP\_RESP(#R\_AUTH\_CLIENT\_OK)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_025 RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_006 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #21 Nominal with extended eUICCInfo2

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP(#R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_OK\_eUICC\_EXT)) | MTD\_HTTP\_RESP(#R\_AUTH\_CLIENT\_OK)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_025 RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_006 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

##### 4.3.14.2.2 TC\_SM-DP+\_ES9+.AuthenticateClientNIST\_ErrorCases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST and #CERT\_SM\_DPpb\_ECDSA for NIST. * Confirmation Code is not provided by the Operator to the SM-DP+ for the pending profile. |

Test Sequence #1 Error: Invalid EUM Certificate (Subject Code 8.1.2 Reason Code 6.1)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(   #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_1\_SIG)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |
| 2 | S\_LPAd → SM‑DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(   #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 5 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_1\_EX\_KU)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |
| 6 | S\_LPAd → SM‑DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 7 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 8 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(   #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 9 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_1\_EX\_CP)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | RQ31\_061 RQ45\_028RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |
| 10 | S\_LPAd → SM‑DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 11 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 12 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(   #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 13 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_1\_EX\_BC\_cA)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |
| 14 | S\_LPAd → SM‑DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 15 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 16 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(   #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 17 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_1\_EX\_BC\_PLC)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #2 Error: Expired EUM Certificate (Subject Code 8.1.2 Reason Code 6.3)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial state |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the ‘Released’ state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_3)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_3) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #3 Error: Invalid eUICC Certificate (Subject Code 8.1.3 Reason Code 6.1)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_1\_SIG)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |
| 2 | S\_LPAd → SM‑DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 5 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_1\_EX\_KU)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |
| 6 | S\_LPAd → SM‑DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 7 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 8 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 9 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_1\_EX\_CP)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |
| 10 | S\_LPAd → SM‑DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 11 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 12 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 13 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_1\_SUB\_ORG)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |
| 14 | S\_LPAd → SM‑DP+ | Close TLS session (unless SM-DP+ has already closed TLS session) |  |  |
| 15 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 16 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 17 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_1\_SUB\_SN)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #4 Error: Expired eUICC Certificate (Subject Code 8.1.3 Reason Code 6.3)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_3)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_3) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #5 Error: Invalid eUICC Signature (Subject Code 8.1 Reason Code 6.1)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_6\_1\_SIG)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_6\_1) | RQ31\_061 RQ45\_028 RQ56\_030 RQ56\_038 RQ56\_004 RQ62\_001 RQ62\_0021 |

Test Sequence #6 Error: Invalid Server Challenge (Subject Code 8.1 Reason Code 6.1)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_6\_1\_CHA)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_6\_1) | RQ31\_061 RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #7 Error: Unknown CI Public Key (Subject Code 8.11.1 Reason Code 3.9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_11\_1\_3\_9)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_11\_1\_3\_9) | RQ26\_033 RQ31\_061 RQ45\_028RQ56\_030 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #8 Error: Profile not released (Subject Code 8.2 Reason Code 1.2)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is not in the ‘Released’ state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 iconfigured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_1\_2) | RQ31\_061 RQ31\_083 RQ56\_033 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #9 Error: Unknown Transaction ID in JSON transport layer (Subject Code 8.10.1 Reason Code 3.9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <INVALID\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | RQ31\_061 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #10 Error: Unknown Transaction ID in ASN.1 euiccSigned1 payload (Subject Code 8.10.1 Reason Code 3.9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_10\_1\_3\_9)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | RQ31\_061 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #11 Error: Invalid Matching ID for Profile Download Default DP+ Address Use Case (Subject Code 8.2.6 Reason Code 3.8)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_6\_3\_8) | RQ31\_061 RQ41\_006 RQ41\_008 RQ56\_033 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #12 Error: Invalid Matching ID for Profile Download Activation Code Use Case (Subject Code 8.2.6 Reason Code 3.8)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_1. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,   #AUTH\_SERVER\_RESP\_ACT\_CODE\_2\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_6\_3\_8) | RQ31\_061 RQ41\_006 RQ41\_007 RQ41\_008 RQ56\_033 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #13 Error: Invalid Matching ID for Profile Download SM-DS Use Case (Subject Code 8.2.6 Reason Code 3.8)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 in the 'Released' state with a MatchingID equal to <MATCHING\_ID\_EVENT>. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_6\_3\_8) | RQ31\_061 RQ41\_006 RQ41\_007 RQ41\_008 RQ56\_033 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #14 Error: Un-matched EID for Default SM-DP+ Address Use Case (Subject Code 8.1.1 Reason Code 3.8)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * EID #EID2 is not known to the SM-DP+ and is not associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_1\_3\_8)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_1\_3\_8) | RQ31\_061 RQ56\_033 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #15 Error: No Eligible Profile (Subject Code 8.2.5 Reason Code 4.3)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL3 configured with #SMDP\_METADATA\_OP\_PROF3 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Pending Profile PROFILE\_OPERATIONAL3 is in the ‘Released’ state, with an empty MatchingID. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL3. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_2\_5\_4\_3)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_5\_4\_3) | RQ31\_061 RQ31\_086 RQ31\_090 RQ42\_001 RQ56\_033 RQ56\_038 RQ56\_041 RQ57\_057 RQ62\_001 RQ62\_002 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_089 |

Test Sequence #16 Error: Download Order Expired (Subject Code 8.8.5 Reason Code 4.10)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * The SM-DP+ has expired Profile download order.   NOTE: This is expected to be done through proprietary means. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_8\_5\_4\_10) | RQ31\_061 RQ56\_031 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #17 Error: Maximum number of retries for Profile download order exceeded (Subject Code 8.8.5 Reason Code 6.4)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC TC\_SM-DP+\_ES9+.AuthenticateClientBRP. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * All previous attempts to download the pending Profile have been unsuccessful. * The SM-DP+'s maximum number of attempts as defined in #IUT\_SM-DP+\_MAX\_NUMBER\_DOWNLOAD\_ATTEMPTS for the Profile download order has been reached. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_8\_5\_6\_4) | RQ31\_061 RQ31\_067 RQ31\_085 RQ56\_031\_1 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

Test Sequence #18 VOID

Test Sequence #19 Un-matched EID for SM-DS Use Case (Subject Code 8.1.1 Reason Code 3.8)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 in the 'Released' state with a MatchingID equal to <MATCHING\_ID\_EVENT>. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_UC\_OK\_EID2)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_1\_3\_8) | RQ31\_061 RQ56\_033 RQ56\_038 RQ56\_041 RQ62\_001 |

Test Sequence #20 Un-matched EID for Activation Code Use Case (Subject Code 8.1.1 Reason Code 3.8)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_1. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,   #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK\_EID2)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_1\_3\_8) | RQ31\_061 RQ56\_033 RQ56\_038 RQ56\_041 RQ62\_001 |

Test Sequence #21 Invalid MatchingId for Activation Code Use Case not associated to EID (Subject Code 8.2.6 Reason Code 3.8)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_1. * Pending Profile PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. * EID #EID1 is not known to the SM-DP+ and is not associated to PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 2 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,   #AUTH\_SERVER\_RESP\_ACT\_CODE\_2\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_6\_3\_8) | RQ31\_061 RQ41\_006 RQ41\_007 RQ41\_008 RQ56\_033 RQ56\_038 RQ56\_041 RQ62\_001 RQ62\_002 |

##### 4.3.14.2.3 TC\_SM-DP+\_ES9+.AuthenticateClientFRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.3.14.2.4 VOID

##### 4.3.14.2.5 TC\_SM-DP+\_ES9+.AuthenticateClientBRP

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for BRP. * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * There have been no previous attempts to download the pending profile. |

Test Sequence #01 Nominal for Default SM-DP+ Address Use Case without Confirmation Code

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.3.14.2.1 TC\_SM-DP+\_ES9+.AuthenticateClientNIST except that all auth/pb keys and certificates SHALL be based on BrainpoolP256r1.

##### 4.3.14.2.6 TC\_SM-DP+\_ES9+.AuthenticateClient\_RetryCases\_Reuse\_OTPK

Test Sequence #01 Nominal Default SM-DP+ Use Case Retry Attempt without Confirmation Code for reuse of OTPK

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with #MATCHING\_ID\_EMPTY. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CANCEL\_SESSION\_PPK | | | |
| IC2 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC3 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_RETRY\_OK)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify the validity of the smdpSignature2 <SMDP\_SIGNATURE2> using the #PK\_SM\_DPauth\_ECDSA  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_006 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #02 Nominal SM-DS Use Case Retry Attempt without Confirmation Code for reuse of OTPK

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Pending Profile PROFILE\_OPERATIONAL1 in the 'Released' state with a MatchingID equal to <MATCHING\_ID\_EVENT>. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_SM\_DS\_USE\_CASE\_CANCEL\_SESSION | | | |
| IC2 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC3 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_RETRY\_OK)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify the validity of the smdpSignature2 <SMDP\_SIGNATURE2> using the #PK\_SM\_DPauth\_ECDSA  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_006 RQ41\_007 RQ41\_008 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #03 Nominal Activation Code Use Case with Matching ID Retry Attempt without Confirmation Code for reuse of OTPK

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with the MatchingID set as an Activation Code Token with the value #MATCHING\_ID\_1. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROF\_DOWNLOAD\_ACT\_CODE\_USE\_CASE\_CANCEL\_SESSION | | | |
| IC2 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC3 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK)) | MTD\_HTTP\_RESP(#R\_AUTH\_CLIENT\_RETRY\_OK)  • Verify that <TRANSACTION\_ID\_AC> matches <S\_TRANSACTION\_ID>  • Verify the validity of the smdpSignature2 <SMDP\_SIGNATURE2> using the #PK\_SM\_DPauth\_ECDSA  • Verify that <TRANSACTION\_ID\_SIGNED\_AC> matches <S\_TRANSACTION\_ID> | RQ31\_058 RQ31\_059 RQ31\_060 RQ31\_080 RQ31\_081 RQ31\_082 RQ31\_091 RQ31\_092 RQ31\_093 RQ31\_094 RQ31\_095 RQ41\_001 RQ41\_006 RQ41\_007 RQ41\_008 RQ42\_001 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_029 RQ56\_029 RQ56\_032 RQ56\_034 RQ56\_035 RQ56\_036 RQ56\_036\_1 RQ56\_037 RQ56\_039 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 RQ57\_037 RQ57\_057\_1 RQ57\_108 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_023 |

Test Sequence #04 Nominal Activation Code Use Case with Matching ID for Retry Attempt without Confirmation Code not associated to EID for reuse of OTPK

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with the MatchingID set as an Activation Code Token with the value #MATCHING\_ID\_1. * EID #EID1 is not known to the SM-DP+ and not associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

This test sequence SHALL be the same as the Test Sequence #03 defined in this section.

### 4.3.15 ES9+ (LPA -- SM-DP+): HandleNotification

#### 4.3.15.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ25\_016, RQ25\_018, RQ25\_023

 RQ25\_024, RQ25\_025, RQ25\_026

 RQ31\_171, RQ31\_176, RQ31\_177, RQ31\_177\_1, RQ31\_178, RQ31\_181

 RQ35\_017, RQ35\_019, RQ35\_022

 RQ45\_006, RQ45\_026, RQ45\_026\_1

 RQ55\_048\_1

 RQ56\_042, RQ56\_042\_1, RQ56\_042\_2

 RQ57\_075

 RQ62\_001, RQ62\_002, RQ62\_003, RQ62\_004, RQ62\_005, RQ62\_006, RQ62\_007, RQ62\_009

 RQ63\_005

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_004, RQ65\_005, RQ65\_006, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_024

#### 4.3.15.2 Test Cases

##### 4.3.15.2.1 TC\_SM-DP+\_ES9+\_HandleNotificationNIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| **Entity** | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * The EID is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * There have been no previous attempts to download pending Profile PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

Test Sequence #01 Nominal: All Notifications

The purpose of this test is to verify that the SM-DP+ acknowledges the incoming ProfileInstallationResult and OtherSignedNotification for all types of Profile notifications.

|  |  |
| --- | --- |
| **Initial Conditions** | |
| **Entity** | **Description of the initial condition** |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_ALL\_NOTIF is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC using #R\_AUTH\_CLIENT\_OK\_ALL\_NOTIF instead of #R\_AUTH\_CLIENT\_OK | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PN\_PIR\_OK1)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1RQ31\_178 RQ31\_181 RQ35\_017 RQ35\_019 RQ35\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_048\_1RQ56\_042 RQ56\_042\_1RQ56\_042\_2 RQ57\_075 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_005 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_006 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_024 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF( #S\_PENDING\_NOTIF\_OTHER\_INST1)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ31\_176 RQ31\_177 RQ31\_177\_1RQ31\_178 RQ31\_181 RQ35\_017 RQ35\_019 RQ35\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_048\_1RQ56\_042 RQ56\_042\_1RQ56\_042\_2RQ57\_075 RQ62\_001  RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_005 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_006 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_024 |
| 5 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 6 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PENDING\_NOTIF\_EN1)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ31\_176 RQ31\_177 RQ31\_177\_1RQ31\_178 RQ31\_181 RQ35\_017 RQ35\_019 RQ35\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_048\_1 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ57\_075 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_005 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_006 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_024 |
| 7 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 8 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PENDING\_NOTIF\_DIS1)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ31\_176 RQ31\_177 RQ31\_177\_1RQ31\_178 RQ31\_181 RQ35\_017 RQ35\_019 RQ35\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_048\_1 RQ56\_042 RQ56\_042\_1RQ56\_042\_2 RQ57\_075 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_005 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_006 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_024 |
| 9 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 10 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PENDING\_NOTIF\_DE1)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1RQ31\_178 RQ31\_181 RQ35\_017 RQ35\_019 RQ35\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_048\_1 RQ56\_042 RQ56\_042\_1RQ56\_042\_2 RQ57\_075 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_005 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_006 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_024 |

Test Sequence #02 Nominal: Successful PIR, no install OtherSignedNotification and then Enable OtherSignedNotification Notifications

The purpose of this test is to verify that the SM-DP+ acknowledges the incoming ProfileInstallationResult and OtherSignedNotification for Profile enable.

|  |  |
| --- | --- |
| **Initial Conditions** | |
| **Entity** | **Description of the initial condition** |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1\_EN is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC\_EN | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PN\_PIR\_OK1)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ31\_181 RQ35\_017 RQ35\_019 RQ35\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_048\_1 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ57\_075 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_005 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_006 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_024 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PENDING\_NOTIF\_EN1)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ31\_181 RQ35\_017 RQ35\_019 RQ35\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_048\_1RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ57\_075 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_005 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_006 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_024 |

Test Sequence #03 Error: Invalid Transaction ID

|  |  |
| --- | --- |
| **Initial Conditions** | |
| **Entity** | **Description of the initial condition** |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PN\_PIR\_INVALID\_TRANS\_ID)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ31\_178 |

Test Sequence #04 Error: PIR Error Reason - incorrect Input Values

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF( #S\_PN\_PIR\_INCORRECT\_INPUT\_VALUES)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #05 Error: PIR Error Reason – invalid signature

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PN\_PIR\_INVALID\_SIGN)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #06 Error: PIR Error Reason – unsupported Crt Values

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>.. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PN\_PIR\_UNSUPPORTED\_CRT)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #07 Error: PIR Error Reason – unsupported Remote Operation Type

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PN\_PIR\_UNSUP\_REMOTE\_OP\_TYPE)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #08 Error: PIR Error Reason – unsupported Profile Class

|  |  |
| --- | --- |
| Initial Conditions | |
| **Entity** | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF( #S\_PN\_PIR\_UNSUP\_PROFILE\_CLASS)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #09 Error: PIR Error Reason – SCP03t Structure Error

|  |  |
| --- | --- |
| Initial Conditions | |
| **Entity** | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF( #S\_PN\_PIR\_SCP03T\_STRUCTURE\_ERROR)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #10 Error: PIR Error Reason – SCP03t Security Error

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF( #S\_PN\_PIR\_SCP03T\_SECURITY\_ERROR)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #11 Error: PIR Error Reason – install Failed Due To Iccid Already Exists On eUICC

|  |  |
| --- | --- |
| Initial Conditions | |
| **Entity** | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF( #S\_PN\_PIR\_ICCID\_ALREADY\_EXISTS)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #12 Error: PIR Error Reason – install Failed Due To Insufficient Memory For Profile

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF( #S\_PN\_PIR\_INSUFFICIENT\_MEMORY)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #13 Error: PIR Error Reason – install Failed Due To Interruption

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF( #S\_PN\_PIR\_INSTALL\_INTERRUPTION)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #14 Error: PIR Error Reason – install Failed Due To PE Processing Error

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF( #S\_PN\_PIR\_PE\_PROCESSING\_ERROR)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #15 Error: PIR Error Reason – install Failed Due To Data Mismatch

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PN\_PIR\_DATA\_MISMATCH)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #16 Error: PIR Error Reason – test Profile Install Failed Due To Invalid Naa Key

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF( #S\_PN\_PIR\_TEST\_PROFILE\_INVALID\_NAA\_KEY)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #17 Error: PIR Error Reason – PPR Not Allowed

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(  #S\_PN\_PIR\_PPR\_NOT\_ALLOWED)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

Test Sequence #18 Error: PIR Error Reason – install Failed Due To Unknown Error

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |
| 1 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_HANDLE\_NOTIF,   MTD\_HANDLE\_NOTIF(   #S\_PN\_PIR\_UNKNOWN\_ERROR)) | #R\_HTTP\_204\_OK | RQ25\_016 RQ25\_018 RQ25\_023 RQ25\_024 RQ25\_025 RQ25\_026 RQ31\_171 RQ31\_176 RQ31\_177 RQ31\_177\_1 RQ31\_178 RQ35\_017 RQ35\_019 RQ35\_022 RQ56\_042 RQ56\_042\_1 RQ56\_042\_2 RQ62\_001 RQ62\_002 RQ62\_009 RQ63\_005 RQ65\_006 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ31\_178 |

##### 4.3.15.2.2 TC\_SM-DP+\_ES9+\_HandleNotificationFRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.3.15.2.3 TC\_SM-DP+\_ES9+\_HandleNotificationBRP

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for BRP. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * The EID is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * There have been no previous attempts to download pending Profile PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+. |

Test Sequence #01 Nominal: All Notifications

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.3.15.2.1 TC\_SM-DP+\_ES9+\_HandleNotificationNIST except that all auth/pb keys and certificates SHALL be based on BrainpoolP256r1.

### 4.3.16 ES9+ (LPA -- SM-DP+): CancelSession

#### 4.3.16.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ31\_118, RQ31\_119, RQ31\_120, RQ31\_121, RQ31\_122, RQ31\_123, RQ31\_123\_1, RQ31\_124, RQ31\_125, RQ31\_126, RQ31\_129, RQ31\_160

 RQ45\_006, RQ45\_026, RQ45\_026\_1

 RQ55\_048

 RQ56\_043, RQ56\_044, RQ56\_045, RQ56\_046, RQ56\_047, RQ56\_048, RQ56\_049

 RQ57\_114\_1, RQ57\_116

 RQ62\_001, RQ62\_002, RQ62\_003, RQ62\_004, RQ62\_005, RQ62\_006, RQ62\_007, RQ62\_009

 RQ63\_004

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_004, RQ65\_005, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_025

#### 4.3.16.2 Test Cases

##### 4.3.16.2.1 TC\_SM-DP+\_ES9+.CancelSession\_After\_AuthenticateClientNIST

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST. * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * The EID is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * There have been no previous attempts to download the pending profile. |

Test Sequence #01 Nominal: End User Rejection after Authenticate Client

The purpose of this test is to verify that the LPAd can request the cancellation of an on-going RSP session using the 'End User Rejection' reason after Authenticate Client, and that the RSP session is terminated by the SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | ROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_RESP\_OK\_EU\_REJ)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_125 RQ31\_126 RQ31\_129 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_045 RQ56\_046 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ57\_114\_1 |

Test Sequence #02 Nominal: End User Postponed after Authenticate Client

The purpose of this test is to verify that the LPAd can request the cancellation of an on-going RSP session using the 'End User postponed' reason after Authenticate Client, and the SM-DP+ keeps the RSP session’s corresponding Profile download order in the 'Released' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_124 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_045 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 |
| 2 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

Test Sequence #03 Nominal: Timeout after Authenticate Client

The purpose of this test is to verify that the LPAd can request the cancellation of an on-going RSP session using the 'Timeout' reason after Authenticate Client, and the SM-DP+ keeps the RSP session's corresponding Profile download order in the 'Released' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |  | |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_RESP\_OK\_TIMEOUT)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_124 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_045 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 | | |
| 2 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | | RQ57\_114\_1 | |

Test Sequence #04 Nominal: PPR Not Allowed after Authenticate Client

The purpose of this test is to verify that the LPAd can request the cancellation of an on-going RSP session using the 'PPR Not Allowed' reason after Authenticate Client, and that the RSP session is terminated by the SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is configured with #SMDP\_METADATA\_OP\_PROF1\_PPR2. * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1\_PPR2 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC using #R\_AUTH\_CLIENT\_OK\_PPR2 instead of #R\_AUTH\_CLIENT\_OK | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_PPR\_NOT\_ALLOWED)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_125 RQ31\_126 RQ31\_129 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_045 RQ56\_046 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ57\_114\_1 |

Test Sequence #05 Nominal: Undefined Reason after Authenticate Client

The purpose of this test is to verify that the LPAd can request the cancellation of an on-going RSP session using the 'Undefined Reason' reason after Authenticate Client, and that the RSP session is terminated by the SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_UNDEFINED)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_125 RQ31\_126 RQ31\_129 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_045 RQ56\_046 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 | |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | | RQ57\_114\_1 |

Test Sequence #06 Error: Unknown Transaction ID in JSON transport layer (Subject Code 8.10.1, Reason Code 3.9) after Authenticate Client

The purpose of this test is to verify that if the LPAd requests the cancellation of an on-going RSP session using an Invalid Transaction ID after Authenticate Client, that the SM-DP+ returns a function execution status 'Failed' Subject Code 8.10.1, Reason Code 3.9, and keeps the RSP session's corresponding Profile download order in the 'Released' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(   <INVALID\_TRANSACTION\_ID>, #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | RQ31\_118 RQ31\_119 RQ31\_120 RQ31\_121 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ65\_009 |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(   <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_120 RQ31\_121 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ63\_004 RQ65\_009 |
| 3 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

Test Sequence #07 Error: Unknown Transaction ID in ASN.1 CancelSessionResponse Element (Subject Code 8.10.1, Reason Code 3.9) after Authenticate Client

The purpose of this test is to verify that if the LPAd requests the cancellation of an on-going RSP session using an Invalid Transaction ID in the ASN.1 CancelSessionResponse element after Authenticate Client, that the SM-DP+ returns a function execution status 'Failed' with Subject Code 8.10.1, Reason Code 3.9, and keeps the RSP session's corresponding Profile download order in the 'Released' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(   <S\_TRANSACTION\_ID>, #CS\_RESP\_ERROR\_8\_10\_1\_3\_9)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | RQ31\_118 RQ31\_119 RQ31\_120 RQ31\_121 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ65\_009 |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(   <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_120 RQ31\_121 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ63\_004 RQ65\_009 |
| 3 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

Test Sequence #08 Error: Invalid eUICC Signature (Subject Code 8.1 Reason Code 6.1) after Authenticate Client

The purpose of this test is to verify that if the LPAd requests the cancellation of an on-going RSP session using an Invalid Signature after Authenticate Client that the SM-DP+ returns a function execution status 'Failed' with Subject Code 8.1 Reason Code 6.1 and that the RSP session is stopped by the SM-DP+ and keeps the RSP session's corresponding Profile download order in the 'Released' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(   <S\_TRANSACTION\_ID>,   #CS\_RESP\_ERROR\_8\_1\_6\_1)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_6\_1) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_123 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ65\_009 |
| 2 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

Test Sequence #09 Error: Invalid OID (Subject Code 8.8 Reason Code 3.10) after Authenticate Client

The purpose of this test is to verify that if the LPAd requests the cancellation of an on-going RSP session using an Invalid OID after Authenticate Client that the SM-DP+ returns a function execution status 'Failed' with Subject Code 8.8 Reason Code 3.10 and that the RSP session is stopped by the SM-DP+ and keeps the RSP session's corresponding Profile download order in the 'Released' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_RESP\_ERROR\_8\_8\_3\_10)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_8\_3\_10) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_123\_1 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ65\_009 |
| 2 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

##### 4.3.16.2.2 TC\_SM-DP+\_ES9+.CancelSession\_After\_GetBoundProfilePackageNIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * The EID is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * There have been no previous attempts to download the pending profile. |

Test Sequence #01 Nominal: End User Rejection after GetBoundProfilePackage

The purpose of this test is to verify that the LPAd can request the cancellation of an on-going RSP session using the 'End User Rejection' reason after GetBoundProfilePackage, and that the RSP session is terminated by the SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_RESP\_OK\_EU\_REJ)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_125 RQ31\_126 RQ31\_129 RQ31\_160 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_045 RQ56\_046 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ57\_114\_1 |

Test Sequence #02 Nominal: End User Postponed after GetBoundProfilePackage

The purpose of this test is to verify that the LPAd can request the cancellation of an on-going RSP session using the 'End User postponed' reason after GetBoundProfilePackage, and the SM-DP+ keeps the RSP session's corresponding Profile download order in the 'Released' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_124 RQ31\_160 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_045 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 |
| 2 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

Test Sequence #03 Nominal: Timeout after GetBoundProfilePackage

The purpose of this test is to verify that the LPAd can request the cancellation of an on-going RSP session using the 'Timeout' reason after GetBoundProfilePackage , and the SM-DP+ keeps the RSP session's corresponding Profile download order in the 'Released' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_RESP\_OK\_TIMEOUT)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_124 RQ31\_160 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_045 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 |
| 2 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

Test Sequence #04 Nominal: PPR Not Allowed after GetBoundProfilePackage

The purpose of this test is to verify that the LPAd can request the cancellation of an on-going RSP session using the 'PPR Not Allowed' reason after GetBoundProfilePackage, and that the RSP session is terminated by the SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 is configured with #SMDP\_METADATA\_OP\_PROF1\_PPR2. * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1\_PPR2 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC using #R\_AUTH\_CLIENT\_OK\_PPR2 instead of #R\_AUTH\_CLIENT\_OK | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_PPR\_NOT\_ALLOWED)) | MTD\_HTTP\_RESP(  #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_125 RQ31\_126 RQ31\_129 RQ31\_160 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_045 RQ56\_046 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ57\_114\_1 |

Test Sequence #05 Nominal: Metadata Mismatch after GetBoundProfilePackage

The purpose of this test is to verify that the LPAd can request the cancellation of an on-going RSP session using the 'Metadata Mismatch' reason after GetBoundProfilePackage, and that the RSP session is terminated by the SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_M\_DATA\_MISMATCH)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_125 RQ31\_126 RQ31\_129 RQ31\_160 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ56\_043 RQ56\_045 RQ56\_046 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ57\_114\_1 |

Test Sequence #06 Nominal: Load BPP Execution Error after GetBoundProfilePackage

The purpose of this test is to verify that if the LPAd requests the cancellation of an on-going RSP session using that the 'loadBppExecutionError' reason after GetBoundProfilePackage, that the RSP session is terminated by the SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_L\_BPP\_EXE\_ERROR)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_125 RQ31\_126 RQ31\_129 RQ31\_160 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_048 RQ56\_043 RQ56\_045 RQ56\_046 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ57\_114\_1 |

Test Sequence #07 Nominal: Undefined Reason after GetBoundProfilePackage

The purpose of this test is to verify that if the LPAd requests the cancellation of an on-going RSP session using the 'Undefined Reason' reason after GetBoundProfilePackage, and that the RSP session is terminated by the SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_UNDEFINED)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_122 RQ31\_125 RQ31\_126 RQ31\_129 RQ31\_160 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ55\_048 RQ56\_043 RQ56\_045 RQ56\_046 RQ56\_047 RQ56\_048 RQ57\_116 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_009 RQ63\_004 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_025 |
| 2 | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | | RQ57\_114\_1 |

Test Sequence #08 Error: Unknown Transaction ID in JSON transport layer (Subject Code 8.10.1, Reason Code 3.9) after GetBoundProfilePackage

The purpose of this test is to verify that if the LPAd requests the cancellation of an on-going RSP session using an Invalid Transaction ID after GetBoundProfilePackage that the SM-DP+ returns a function execution status 'Failed' Subject Code 8.10.1, Reason Code 3.9 and keeps the RSP session's corresponding Profile download order in the 'Released' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(   <INVALID\_TRANSACTION\_ID>, #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | RQ31\_118 RQ31\_119 RQ31\_120 RQ31\_121 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ65\_009 |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(   <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_120 RQ31\_121 RQ31\_160 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ63\_004 RQ65\_009 |
| 3 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

Test Sequence #09 Error: Unknown Transaction ID in ASN.1 CancelSessionResponse Element (Subject Code 8.10.1, Reason Code 3.9) after GetBoundProfilePackage

The purpose of this test is to verify that if the LPAd requests the cancellation of an on-going RSP session using an Invalid Transaction ID in the ASN.1 CancelSessionResponse element after GetBoundProfilePackage that the SM-DP+ returns a function execution status 'Failed' with Subject Code 8.10.1, Reason Code 3.9 and keeps the RSP session's corresponding Profile download order in the 'Released' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(   <S\_TRANSACTION\_ID>, #CS\_RESP\_ERROR\_8\_10\_1\_3\_9)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | RQ31\_118 RQ31\_119 RQ31\_120 RQ31\_121 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ65\_009 |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(   <S\_TRANSACTION\_ID>, #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ31\_118 RQ31\_119 RQ31\_120 RQ31\_121 RQ31\_160 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ63\_004 RQ65\_009 |
| 3 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

Test Sequence #10 Error: Invalid eUICC Signature (Subject Code 8.1 Reason Code 6.1) after GetBoundProfilePackage

The purpose of this test is to verify that if the LPAd can request the cancellation of an on-going RSP session using an Invalid Signature after GetBoundProfilePackage using S-ENC and S-MAC. But the SM-DP+ returns a function execution status 'Failed' with Subject Code 8.1 Reason Code 6.1 and that the RSP session is stopped by the SM-DP+ and keeps the RSP session's corresponding Profile download order in the 'Downloaded' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(   <S\_TRANSACTION\_ID>,   #CS\_RESP\_ERROR\_8\_1\_6\_1)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_6\_1) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_123 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ63\_004 RQ65\_009 |
| 2 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

Test Sequence #11 Error: Invalid OID (Subject Code 8.8 Reason Code 3.10) after GetBoundProfilePackage

The purpose of this test is to verify that if the LPAd requests the cancellation of an on-going RSP session using an Invalid OID after GetBoundProfilePackage that the SM-DP+ returns a function execution status 'Failed' with Subject Code 8.8 Reason Code 3.10 and that the RSP session is stopped by the SM-DP+ and keeps the RSP session's corresponding Profile download order in the 'Downloaded' state available for a further retry.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1 is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Confirmation Code is not provided by the Operator to the SM-DP+. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_RESP\_ERROR\_8\_8\_3\_10)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_8\_3\_10) | RQ31\_118 RQ31\_119 RQ31\_121 RQ31\_123\_1 RQ56\_043 RQ56\_044 RQ56\_047 RQ56\_048 RQ56\_049 RQ62\_001 RQ62\_002 RQ63\_004 RQ65\_009 |
| 2 | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | | RQ57\_114\_1 |

##### 4.3.16.2.3 TC\_SM-DP+\_ES9+.CancelSession\_After\_AuthenticateClientFRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.3.16.2.4 TC\_SM-DP+\_ES9+.CancelSession\_After\_GetBoundProfilePackageFRP

This test case is defined as FFS and not applicable for this version of test specification.

##### 4.3.16.2.5 TC\_SM-DP+\_ES9+.CancelSession\_After\_AuthenticateClientBRP

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for BRP. * PROFILE\_OPERATIONAL1 configured with #SMDP\_METADATA\_OP\_PROF1. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * The EID is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * There have been no previous attempts to download the pending profile. |

Test Sequence #01 Nominal: End User Rejection after Authenticate Client

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.3.16.2.1 TC\_SM-DP+\_ES9+.CancelSession\_After\_AuthenticateClientNIST except that all auth/pb keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #02 Nominal: End User Postponed after Authenticate Client

This test sequence SHALL be the same as the Test Sequence #02 defined in section 4.3.16.2.1 TC\_SM-DP+\_ES9+.CancelSession\_After\_AuthenticateClientNIST except that all auth/pb keys and certificates SHALL be based on BrainpoolP256r1.

##### 4.3.16.2.6 TC\_SM-DP+\_ES9+.CancelSession\_After\_GetBoundProfilePackageBRP

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for BRP. |

Test Sequence #01 Nominal: End User Rejection after GetBoundProfilePackage

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.3.16.2.2 TC\_SM-DP+\_ES9+.CancelSession\_After\_GetBoundProfilePackageNIST except that all auth/pb keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #02 Nominal: End User Postponed after GetBoundProfilePackage

This test sequence SHALL be the same as the Test Sequence #02 defined in section 4.3.16.2.2 TC\_SM-DP+\_ES9+.CancelSession\_After\_GetBoundProfilePackageNIST except that all auth/pb keys and certificates SHALL be based on BrainpoolP256r1.

### 4.3.17 ES9+ (LPA -- SM-DP+): TLS, Server Authentication, Session Establishment

#### 4.3.17.1 TC\_SM-DP+\_ES9+\_Server\_Authentication\_for\_HTTPS\_EstablishmentNIST

Perform all test sequences defined in section 4.6.3.2.1 with the following variables set as follows:

 SERVER = SM-DP+ under test

o CERT\_SERVER\_TLS = #CERT\_SM\_DP\_TLS

#### 4.3.17.2 TC\_SM-DP+\_ES9+\_Server\_Authentication\_for\_HTTPS\_EstablishmentBRP

Perform all test sequences defined in section 4.6.3.2.2 with the following variables set as follows:

 SERVER = SM-DP+ under test

o CERT\_SERVER\_TLS = #CERT\_SM\_DP\_TLS

### 4.3.18 ES12 (SM-DP+ -- SM-DS): RegisterEvent

This test case is defined as FFS and not applicable for this version of test specification.

### 4.3.19 ES12 (SM-DP+ -- SM-DS): DeleteEvent

This test case is defined as FFS and not applicable for this version of test specification.

### 4.3.20 ES12 (SM-DP+ -- SM-DS): TLS, Mutual Authentication, Client, Session Establishment

#### 4.3.20.1 TC\_SM-DP+\_ES12\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST

Perform all test sequences defined in section 4.6.1.2.1 with the following variables set as follows:

 CLIENT = SM-DP+ under test

o CERT\_CLIENT\_TLS = #CERT\_SM\_DP\_TLS for NIST

 SERVER = S\_SM-DS

o CERT\_S\_SERVER\_TLS = #CERT\_S\_SM\_DS\_TLS for NIST

#### 4.3.20.2 TC\_SM-DP+\_ES12\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentBRP

Perform all test sequences defined in section 4.6.1.2.2 with the following variables set as follows:

 CLIENT = SM-DP+ under test

o CERT\_CLIENT\_TLS = #CERT\_SM\_DP\_TLS for BRP

 SERVER = S\_SM-DS

o CERT\_S\_SERVER\_TLS = #CERT\_S\_SM\_DS\_TLS for BRP

## 4.4 LPAd Interfaces

### 4.4.1 ES10a (LPA -- eUICC): GetEuiccConfiguredAddresses

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.2 ES10a (LPA -- eUICC): SetDefaultDPAddress

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.3 ES10b (LPA -- eUICC): PrepareDownload

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.4 ES10b (LPA -- eUICC): LoadBoundProfilePackage

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.5 ES10b (LPA -- eUICC): GetEUICCChallenge

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.6 ES10b (LPA -- eUICC): GetEUICCInfo

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.7 ES10b (LPA -- eUICC): ListNotification

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.8 ES10b (LPA -- eUICC): RetrieveNotificationsList

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.9 ES10b (LPA -- eUICC): RemoveNotificationFromList

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.10 ES10b (LPA -- eUICC): LoadCRL

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.11 ES10b (LPA -- eUICC): AuthenticateServer

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.12 ES10b (LPA -- eUICC): CancelSession

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.13 ES10c (LPA -- eUICC): GetProfilesInfo

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.14 ES10c (LPA -- eUICC): EnableProfile

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.15 ES10c (LPA -- eUICC): DisableProfile

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.16 ES10c (LPA -- eUICC): DeleteProfile

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.17 ES10c (LPA -- eUICC): eUICCMemoryReset

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.18 ES10c (LPA -- eUICC): GetEID

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.19 ES10c (LPA -- eUICC): SetNickname

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.20 ES10b (LPA -- eUICC): GetRAT

This test case is defined as FFS and not applicable for this version of test specification.

### 4.4.21 ES9+ (LPA -- SM-DP+): InitiateAuthentication

#### 4.4.21.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ21\_001

 RQ31\_028, RQ31\_033, RQ31\_034, RQ31\_035, RQ31\_036, RQ31\_043, RQ31\_045, RQ31\_052, RQ31\_075

 RQ56\_004, RQ56\_005, RQ56\_006, RQ56\_007, RQ56\_008, RQ56\_011, RQ56\_012, RQ56\_009, RQ56\_010

 RQ62\_001, RQ62\_002, RQ62\_004, RQ62\_005, RQ62\_006, RQ62\_007, RQ62\_008

 RQ63\_001\_1, RQ63\_004, RQ63\_006

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_004, RQ65\_005, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_017

#### 4.4.21.2 Test Cases

##### 4.4.21.2.1 TC\_LPAd\_InitiateAuthentication\_Nominal

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |
| eUICC | There is no default SM-DP+ address configured. |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |

Test Sequence #01 Nominal: Initiate Authentication

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  <EUICC\_CHALLENGE>,   #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1))  • Extract <EUICC\_CHALLENGE> | RQ31\_028 RQ31\_033 RQ56\_004 RQ56\_005 RQ56\_006 RQ56\_007 RQ56\_012 |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #INITIATE\_AUTH\_OK) | No error: Next step of common mutual authentication procedure is performed. | RQ31\_043 RQ56\_009 RQ56\_010 RQ62\_001 RQ62\_002 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_008 RQ63\_001\_1 RQ63\_004 RQ63\_006 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_017 |

##### 4.4.21.2.2 TC\_LPAd\_InitiateAuthentication\_ErrorCases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |

Test Sequence #01 Error: Invalid SM-DP+ Address

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_8\_1\_3\_8) | LPAd aborts AddProfile procedure | RQ31\_034 RQ56\_008 RQ56\_011 |
| 2 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.InitiateAuthentication requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_034 RQ56\_008 RQ56\_011 |

Test Sequence #02 Error: Unsupported Security Configuration

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_8\_2\_3\_1) | LPAd aborts AddProfile procedure | RQ31\_035 RQ56\_008 RQ56\_011 |
| 2 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.InitiateAuthentication requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_035 RQ56\_008 RQ56\_011 |

Test Sequence #03 Error: Unsupported SVN

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_8\_3\_3\_1) | LPAd aborts AddProfile procedure | RQ56\_008 RQ56\_011 |
| 2 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.InitiateAuthentication requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_008 RQ56\_011 |

Test Sequence #04 Error: Unavailable SM-DP+ Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_8\_4\_3\_7) | LPAd aborts AddProfile procedure | RQ31\_036 RQ56\_008 RQ56\_011 |
| 2 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.InitiateAuthentication requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_036 RQ56\_008 RQ56\_011 |

Test Sequence #05 Error: Invalid SM-DP+ Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #INITIATE\_AUTH\_INV\_CERT) | LPAd aborts AddProfile procedure | RQ31\_052 |
| 2 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.InitiateAuthentication or ES9+.AuthenticateClient requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_052 |

Test Sequence #06 Error: Invalid SM-DP+ Signature

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #INITIATE\_AUTH\_INV\_SIGN) | LPAd aborts AddProfile procedure | RQ31\_052 |
| 2 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.InitiateAuthentication or ES9+.AuthenticateClient requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_052 |

Test Sequence #07 Error: Invalid SM-DP+ Address sent by the SM-DP+

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #INITIATE\_AUTH\_INV\_SMDP+\_ADDRESS) | LPAd informs the S\_EndUser and aborts the AddProfile procedure | RQ31\_045 |
| 2 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.InitiateAuthentication or ES9+.AuthenticateClient requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_045 |

Test Sequence #08 Error: Unsupported CI Key ID

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #INITIATE\_AUTH\_INV\_CI) | LPAd aborts AddProfile procedure | RQ31\_052 |
| 2 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.InitiateAuthentication or ES9+.AuthenticateClient requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_052 |

Test Sequence #09 Error: Invalid SM-DP+ OID

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated, #ACTIVATION\_CODE\_2 is provided to the LPAd on request from the S\_EndUser. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_2 (PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #INITIATE\_AUTH\_INV\_OID) | LPAd informs the S\_EndUser and aborts the AddProfile procedure | RQ31\_075 |
| 2 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.InitiateAuthentication or ES9+.AuthenticateClient requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_075 |

### 4.4.22 ES9+ (LPA -- SM-DP+): GetBoundProfilePackage

#### 4.4.22.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ31\_112, RQ31\_113, RQ31\_141, RQ31\_146, RQ31\_147, RQ31\_148\_2

 RQ56\_015, RQ56\_018, RQ56\_022, RQ56\_024, RQ56\_025, RQ56\_026, RQ56\_027, RQ56\_028

 RQ65\_020

#### 4.4.22.2 Test Cases

##### 4.4.22.2.1 TC\_LPAd\_ES9+\_GetBoundProfilePackage\_Nominal

|  |  |  |
| --- | --- | --- |
| **General Initial Conditions** | | |
| **Entity** | **Description of the general initial condition** | |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. | |

Test Sequence #01 Nominal: Get BPP using S-ENC and S-MAC without Confirmation Code

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC))  Verify:  • If <S\_TRANSACTION\_ID> is the same as in #R\_PREP\_DOWNLOAD\_NO\_CC  • <EUICC\_SIGNATURE2> using the #PK\_EUICC\_ECDSA | RQ31\_113 RQ31\_141 RQ31\_148\_2 RQ56\_024 RQ56\_026 RQ65\_020 |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#GET\_BPP\_OK) | No error, see NOTE. | RQ56\_027 |
| NOTE: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL confirm End User Intent if requested. | | | | |

Test Sequence #02 Nominal: Get BPP using S-ENC and S-MAC with Confirmation Code

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_3. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT\_CC | | | |
| IC4 | LPAd → S\_EndUser | LPAd requests the Confirmation Code from the S\_EndUser. | #CONFIRMATION\_CODE1 is provided by manual entry. |  |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_WITH\_CC))  Verify if:  • <S\_TRANSACTION\_ID> is the same as in #R\_PREP\_DOWNLOAD\_WITH\_CC  • <EUICC\_SIGNATURE2> using the #PK\_EUICC\_ECDSA  • <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE1, <S\_TRANSACTION\_ID>) | RQ31\_112 RQ31\_113 RQ31\_141 RQ31\_148\_2 RQ31\_146 RQ31\_147 RQ56\_015 RQ56\_024 |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#GET\_BPP\_OK) | No error, see NOTE. | RQ56\_027 |
| NOTE: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL confirm End User Intent if requested. | | | | |

Test Sequence #03 Nominal: Get BPP using PPK-ENC and PPK-MAC without Confirmation Code

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC))  Verify:  • If <S\_TRANSACTION\_ID> is the same as in #R\_PREP\_DOWNLOAD\_NO\_CC  • <EUICC\_SIGNATURE2> using the #PK\_EUICC\_ECDSA | RQ31\_113 RQ31\_141 RQ31\_148\_2 RQ56\_024 RQ56\_026 RQ65\_020 |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#GET\_BPP\_OK\_PPK) | No error, see NOTE. | RQ56\_027 |
| NOTE: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL confirm End User Intent if requested. | | | | |

Test Sequence #04 Nominal: Get BPP using PPK-ENC and PPK-MAC with Confirmation Code

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_3. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT\_CC | | | |
| IC4 | LPAd → S\_EndUser | LPAd requests the Confirmation Code from the S\_EndUser. | #CONFIRMATION\_CODE1 is provided by manual entry. |  | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_WITH\_CC))  Verify if: • <S\_TRANSACTION\_ID> is the same as in #R\_PREP\_DOWNLOAD\_WITH\_CC  • <EUICC\_SIGNATURE2> using the #PK\_EUICC\_ECDSA  • <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE1, <S\_TRANSACTION\_ID>) | RQ31\_112 RQ31\_113 RQ31\_141 RQ31\_148\_2 RQ31\_146 RQ31\_147 RQ56\_015 RQ56\_024 RQ56\_026 | |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#GET\_BPP\_OK\_PPK) | No error, see NOTE. | RQ56\_027 | |
| NOTE: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL confirm End User Intent if requested. | | | | | |

##### 4.4.22.2.2 TC\_LPAd\_ES9+\_GetBoundProfilePackage\_Retry

|  |  |  |
| --- | --- | --- |
| **General Initial Conditions** | | |
| **Entity** | **Description of the general initial condition** | |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. | |

Test Sequence #01 Nominal: Get BPP Retry after incorrect Confirmation Code

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_3. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT\_CC | | | |
| IC4 | LPAd → S\_EndUser | LPAd requests the Confirmation Code from the S\_EndUser. | #CONFIRMATION\_CODE2 is provided by manual entry. |  |
| IC5 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_WITH\_CC))  Verify if: <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE2, <S\_TRANSACTION\_ID>) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_2\_7\_3\_8) | Continue to step 2 | RQ31\_148\_2 RQ56\_022 |
| 2 | S\_SM-DP+ closes TLS session (unless ,LPAd has already closed TLS session) | | | |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT\_CC | | | |
| 6 | LPAd → S\_EndUser | LPAd requests the Confirmation Code from the S\_EndUser. | #CONFIRMATION\_CODE1 is provided by manual entry. | RQ31\_148\_3 RQ56\_022 |
| 7 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_WITH\_CC))  Verify if: • If <S\_TRANSACTION\_ID> is the same as in #R\_PREP\_DOWNLOAD\_WITH\_CC  • <EUICC\_SIGNATURE2> using the #PK\_EUICC\_ECDSA • <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE1, <S\_TRANSACTION\_ID>) | RQ31\_148\_3 RQ56\_022 RQ56\_026 |
| 8 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#GET\_BPP\_OK) | No error, see NOTE 1. | RQ56\_024 RQ56\_027 |
| NOTE: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL confirm End User Intent if requested. | | | | |

##### 4.4.22.2.3 TC\_LPAd\_ES9+\_GetBoundProfilePackage\_Error

|  |  |  |
| --- | --- | --- |
| General Initial Conditions | | |
| Entity | Description of the general initial condition | |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. | |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (associated with PROFILE\_OPERATIONAL1). | |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. | |

Test Sequence #01 Error: Wrong eUICC Signature

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | |
| IC4 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC)) |  | |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(  #R\_ERROR\_8\_1\_6\_1) | LPAd aborts AddProfile procedure  NOTE: The LPAd MAY retry by restarting the Profile download and installation procedure. | RQ56\_018 RQ56\_025 RQ56\_028 | |

Test Sequence #02 Error: BPP Not Available

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | |
| IC4 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC)) |  | |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(  #R\_ERROR\_8\_2\_3\_7) | LPAd aborts AddProfile procedure  NOTE: the LPAd MAY retry by restarting the Profile download and installation procedure. | RQ56\_028 | |

Test Sequence #03 Error: Unknown TransactionID received by SM-DP+

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | |
| IC4 | LPAd → S\_SM-DP+ | Send ES9+.GetBundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC)) |  | |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(  #R\_ERROR\_8\_10\_1\_3\_9) | LPAd aborts AddProfile procedure  NOTE: the LPAd MAY retry by restarting the Profile download and installation procedure. | RQ56\_018 RQ56\_025 RQ56\_028 | |

Test Sequence #04 Error: Missing Confirmation Code

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | |
| IC4 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(  #R\_ERROR\_8\_2\_7\_2\_2) | LPAd aborts AddProfile procedure  NOTE: the LPAd MAY retry by restarting the Profile download and installation procedure. | RQ56\_018 RQ56\_025 RQ56\_028 |

Test Sequence #05 Error: Download Order Expired

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | |
| IC4 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(  #R\_ERROR\_8\_8\_5\_4\_10) | LPAd aborts AddProfile procedure  NOTE: The LPAd MAY retry by restarting the Profile download and installation procedure. | RQ56\_018 RQ56\_025 RQ56\_028 |

Test Sequence #06 Error: Wrong Confirmation Code

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_3. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT\_CC | | | |
| IC4 | LPAd → S\_EndUser | LPAd requests the Confirmation Code from the S\_EndUser. | #CONFIRMATION\_CODE2 is provided by manual entry. |  | |
| IC5 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_WITH\_CC)) |  | |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(  #R\_ERROR\_8\_2\_7\_3\_8) | LPAd aborts AddProfile procedure  NOTE: The LPAd MAY retry by restarting the Profile download and installation procedure | RQ56\_018 RQ56\_025 RQ56\_028 | |

Test Sequence #07 Error: Maximum number of Confirmation Code retries exceeded

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_3. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT\_CC | | | |
| IC4 | LPAd → S\_EndUser | LPAd requests the Confirmation Code from the S\_EndUser. | #CONFIRMATION\_CODE2 is provided by manual entry. |  |
| IC5 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_WITH\_CC)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(  #R\_ERROR\_8\_2\_7\_6\_4) | LPAd aborts AddProfile procedure  The LPAd SHALL NOT retry by restarting the Profile download and installation procedure. | RQ56\_018 RQ56\_025 RQ56\_028 RQ31\_148\_2 |

### 4.4.23 ES9+ (LPA -- SM-DP+): AuthenticateClient

#### 4.4.23.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ21\_001, RQ21\_002

 RQ31\_032, RQ31\_033, RQ31\_043, RQ31\_046, RQ31\_055, RQ31\_056, RQ31\_057, RQ31\_060, RQ31\_061, RQ31\_073, RQ31\_076, RQ31\_083, RQ31\_085, RQ31\_090, RQ31\_091, RQ31\_095, RQ31\_136

 RQ42\_001, RQ42\_002, RQ42\_003, RQ42\_004, RQ42\_005, RQ42\_006, RQ42\_007, RQ42\_008, RQ42\_009, RQ42\_010, RQ42\_011, RQ42\_012, RQ42\_013, RQ42\_014, RQ42\_015, RQ42\_016, RQ42\_017, RQ42\_018, RQ42\_019, RQ42\_020, RQ43\_001

 RQ56\_001, RQ56\_004, RQ56\_005, RQ56\_009, RQ56\_010, RQ56\_029, RQ56\_030, RQ56\_031\_1, RQ56\_033, RQ56\_037, RQ56\_038, RQ56\_039, RQ56\_040, RQ56\_041, RQ56\_041\_1, RQ56\_041\_2

 RQ57\_031

 RQ62\_001, RQ62\_002, RQ62\_004, RQ62\_005, RQ62\_006, RQ62\_007, RQ62\_008

 RQ63\_001\_1, RQ63\_004, RQ63\_006

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_004, RQ65\_005, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_019, RQ65\_022

#### 4.4.23.2 Test Cases

##### 4.4.23.2.1 TC\_LPAd\_AuthenticateClient\_Nominal

|  |  |  |
| --- | --- | --- |
| General Initial Conditions | | |
| Entity | Description of the general initial condition | |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. |

Test Sequence #01 Nominal: Authenticate Client without Confirmation Code

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  <EUICC\_CHALLENGE>,   #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1))  • Extract <EUICC\_CHALLENGE> |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#INITIATE\_AUTH\_OK) | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO))  Verify:  • if #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO used with the #MATCHING\_ID\_1 • If <S\_TRANSACTION\_ID> is the same as in #INITIATE\_AUTH\_OK • <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • if <S\_SMDP\_CHALLENGE> present in the #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO is the same as in <S\_SMDP\_SIGNED1> present in #INITIATE\_AUTH\_OK • for #DEVICE\_INFO: - The value of the TAC corresponds to the first 8 digits of #IUT\_IMEI and is represented as a string of 4 octets that is coded as a Telephony Binary Coded Decimal String as defined in 3GPP TS 29.002 [26] and 3GPP TS 23.003 [12] - if IMEI is present then its value corresponds to #IUT\_IMEI and is represented as a string of 8 octets that is coded as a Telephony Binary Coded Decimal String as defined in 3GPP TS 29.002 [26] and 3GPP TS 23.003 [12] except that the last octet contains the check digit (in high nibble) and an'F' filler (in low nibble)  - if O\_D\_GSM\_GERAN then gsmSupportedRelease is set to the highest release as defined in #IUT\_GSM\_GERAN\_REL. – if O\_D\_UMTS\_UTRAN then utranSupportedRelease is set to the highest release as defined in #IUT\_UMTS\_UTRAN\_REL. – if O\_D\_CDMA2000\_1X then cdma2000onexSupportedRelease is set to the highest release as defined in #IUT\_CDMA2000\_1X\_REL. – if O\_D\_CDMA2000\_HRPD then cdma2000hrpdSupportedRelease is set to the highest release as defined in #IUT\_CDMA2000\_HRPD\_REL. The value R is either 1, 2 or 3 for Rev 0, A or B respectively. – if O\_D\_CDMA2000\_EHRPD then cdma2000ehrpdSupportedRelease is set to the highest release as defined in #IUT\_CDMA2000\_EHRPD\_REL. – if O\_D\_LTE then eutranSupportedRelease (or eutranEpcSupportedRelease if #IUT\_RSP\_VERSION is v2.2.2 or higher) is set to the highest release as defined in #IUT\_LTE\_EUTRAN\_REL. – if O\_D\_NFC\_TS26 then contactlessSupportedRelease is set to the highest release as defined in #IUT\_NFC\_REL. – if O\_D\_CRL then rspCrlSupportedVersion is set to the highest release as defined in #IUT\_RSP\_VERSION.  For each of the options O\_D\_GSM\_GERAN, O\_D\_UMTS\_UTRAN, O\_D\_CDMA2000\_1X, O\_D\_CDMA2000\_HRPD, O\_D\_CDMA2000\_EHRPD, O\_D\_LTE, O\_D\_NFC\_TS26 or O\_D\_CRL, if the option is not set, verify that the corresponding field in DeviceCapabilities is not present. | RQ21\_001 RQ21\_002 RQ31\_043 RQ31\_046 RQ31\_055 RQ31\_056 RQ31\_057 RQ31\_060 RQ31\_076 RQ42\_001 RQ42\_002 RQ42\_003 RQ42\_004 RQ42\_005 RQ42\_006 RQ42\_007 RQ42\_008 RQ42\_009 RQ42\_010 RQ42\_011 RQ42\_012 RQ42\_013 RQ42\_014 RQ42\_015 RQ42\_016 RQ42\_017 RQ42\_018 RQ42\_019 RQ42\_020 RQ43\_001 RQ56\_009 RQ56\_010 RQ56\_029 RQ56\_039 RQ62\_001 RQ62\_002 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_008 RQ63\_001\_1 RQ63\_004 RQ63\_006 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_019 RQ65\_022 |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP (#AUTH\_CLIENT\_OK) | No Error | RQ31\_073 RQ31\_095 RQ56\_037 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 |

Test Sequence #02 Nominal: Authenticate Client with Confirmation Code

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_3. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  <EUICC\_CHALLENGE>,  #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1))  • Extract <EUICC\_CHALLENGE> |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#INITIATE\_AUTH\_OK) | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO))  Verify:  • if #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO used with the #MATCHING\_ID\_3  • If <S\_TRANSACTION\_ID> is the same as in #INITIATE\_AUTH\_OK  • <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • if <S\_SMDP\_CHALLENGE> present in the #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO is the same as in <S\_SMDP\_SIGNED1> present in #INITIATE\_AUTH\_OK  • for #DEVICE\_INFO:  - The value of the TAC corresponds to the first 8 digits of #IUT\_IMEI and is represented as a string of 4 octets that is coded as a Telephony Binary Coded Decimal String as defined in 3GPP TS 29.002 [26] and 3GPP TS 23.003 [12]  - if IMEI is present then its value corresponds to #IUT\_IMEI and is represented as a string of 8 octets that is coded as a Telephony Binary Coded Decimal String as defined in 3GPP TS 29.002 [26] and 3GPP TS 23.003 [12] except that the last octet contains the check digit (in high nibble) and an 'F' filler (in low nibble)  - if O\_D\_GSM\_GERAN then gsmSupportedRelease is set to the highest release as defined in #IUT\_GSM\_GERAN\_REL.  – if O\_D\_UMTS\_UTRAN then utranSupportedRelease is set to the highest release as defined in #IUT\_UMTS\_UTRAN\_REL.  – if O\_D\_CDMA2000\_1X then cdma2000onexSupportedRelease is set to the highest release as defined in #IUT\_CDMA2000\_1X\_REL.  – if O\_D\_CDMA2000\_HRPD then cdma2000hrpdSupportedRelease is set to the highest release as defined in #IUT\_CDMA2000\_HRPD\_REL. The value R is either 1, 2 or 3 for Rev 0, A or B respectively.  – if O\_D\_CDMA2000\_EHRPD then cdma2000ehrpdSupportedRelease is set to the highest release as defined in #IUT\_CDMA2000\_EHRPD\_REL  – if O\_D\_LTE then eutranSupportedRelease (or eutranEpcSupportedRelease if #IUT\_RSP\_VERSION is v2.2.2 or higher) is set to the highest release as defined in #IUT\_LTE\_EUTRAN\_REL.  – if O\_D\_NFC\_TS26 then contactlessSupportedRelease is set to the highest release as defined in #IUT\_NFC\_REL.  – if O\_D\_CRL then rspCrlSupportedVersion is set to the highest release as defined in #IUT\_RSP\_VERSION.  For each of the options O\_D\_GSM\_GERAN, O\_D\_UMTS\_UTRAN, O\_D\_CDMA2000\_1X, O\_D\_CDMA2000\_HRPD, O\_D\_CDMA2000\_EHRPD, O\_D\_LTE, O\_D\_NFC\_TS26 or O\_D\_CRL, if the option is not set, verify that the corresponding field in DeviceCapabilities is not present. | RQ21\_001 RQ21\_002 RQ31\_043 RQ31\_046 RQ31\_055 RQ31\_056 RQ31\_057 RQ31\_060 RQ31\_076 RQ42\_001 RQ42\_002 RQ42\_003 RQ42\_004 RQ42\_005 RQ42\_006 RQ42\_007 RQ42\_008 RQ42\_009 RQ42\_010 RQ42\_011 RQ42\_012 RQ42\_013 RQ42\_014 RQ42\_015 RQ42\_016 RQ42\_017 RQ42\_018 RQ42\_019 RQ42\_020 RQ43\_001 RQ56\_009 RQ56\_010 RQ56\_029 RQ56\_039 RQ62\_001 RQ62\_002 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_008 RQ63\_001\_1 RQ63\_004 RQ63\_006 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_022 |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP (#AUTH\_CLIENT\_OK\_CC) | No Error | RQ31\_073 RQ31\_095 RQ56\_037 RQ56\_040 RQ56\_041\_1 RQ56\_041\_2 |

Test Sequence #03 Nominal: Authenticate Client with Confirmation Code Retry

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_3. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT\_CC | | | | |
| IC4 | LPAd → S\_EndUser | LPAd requests the Confirmation Code from the S\_EndUser. | #CONFIRMATION\_CODE2 is provided by manual entry. | |  |
| IC5 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | Verify if: <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE2, <S\_TRANSACTION\_ID>) | |  |
| IC6 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_2\_7\_3\_8) |  | |  |
| IC7 | Restart Add Profile procedure if O\_D\_CC\_RETRY not supported | | | | |
| IC8 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | |
| IC9 | PROC\_ES9+\_INIT\_AUTH | | | | |
| IC10 | S\_SM-DP+ → LPAd | Send ES9+.AuthenticateClient method | | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP (#AUTH\_CLIENT\_OK\_CC) | | No Error | RQ31\_091 |

##### 4.4.23.2.2 TC\_LPAd\_AuthenticateClient\_ErrorCases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| S\_SM-DP+ | There is a pending Profile download order for MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |
| eUICC | There is no default SM-DP+ address configured. |
| Device | The protection of access to the LUI is disabled. |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |

Test Sequence #01 Error: Invalid EUM Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | LPAd aborts AddProfile procedure | RQ31\_061 RQ56\_030 RQ56\_038 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #02 Error: Expired EUM Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_3) | LPAd aborts AddProfile procedure | RQ31\_061 RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #03 Error: Invalid eUICC Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | LPAd aborts AddProfile procedure | RQ31\_061 RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #04 Error: Expired eUICC Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_3) | LPAd aborts AddProfile procedure | RQ31\_061 RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #05 Error: Invalid eUICC Signature or serverChallenge

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_6\_1) | LPAd aborts AddProfile procedure | RQ31\_061 RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #06 Error: Insufficient Memory

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_4\_8) | LPAd aborts AddProfile procedure | RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #07 Error: Unknown CI Root Key

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_11\_1\_3\_9) | LPAd aborts AddProfile procedure | RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #08 Error: Profile not Allowed (Not in 'released' State)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_1\_2) | LPAd aborts AddProfile procedure | RQ31\_083 RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_033 RQ56\_041 |

Test Sequence #09 Error: Unknown TransactionID

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | LPAd aborts AddProfile procedure | RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #10 Error: Refused MatchingID

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_6\_3\_8) | LPAd aborts AddProfile procedure | RQ31\_083 RQ31\_090 RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_033 RQ56\_041 |

Test Sequence #11 Error: Refused EID

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_1\_3\_8) | LPAd aborts AddProfile procedure | RQ31\_083 RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #12 Error: No Eligible Profile for this eUICC/Device

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_5\_4\_3) | LPAd aborts AddProfile procedure | RQ31\_090 RQ31\_083 RQ56\_030 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #13 Error: Expired Download Order

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_8\_5\_4\_10) | LPAd aborts AddProfile procedure | RQ31\_090 RQ56\_030 RQ56\_031 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_033 RQ56\_041 |

Test Sequence #14 Error: Maximum Number of Retries Exceeded

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_8\_5\_6\_4) | LPAd aborts AddProfile procedure | RQ31\_085 RQ56\_030 RQ56\_031\_1 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #15 Error: Invalid SM-DP+(pb) certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #AUTH\_CLIENT\_INV\_PB\_CERT) | LPAd aborts AddProfile procedure (See NOTE) | RQ31\_136 RQ57\_031 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_136 RQ57\_031 |
| NOTE: Before the AddProfile procedure is aborted, the LPAd may request for Confirmation from the S\_EndUser. In this case the S\_EndUser SHALL give the Confirmation. | | | | |

Test Sequence #16 Error: Different OID for SM-DP+ Certificates (CERT.DPpb.ECDSA and CERT.DPauth.ECDSA not belonging to the same entity)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | AuthenticateClient | MTD\_HTTP\_REQ(#TEST\_DP\_ADDRESS1,  #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#AUTH\_CLIENT\_INV\_CI) | LPAd aborts AddProfile procedure (See NOTE) | RQ31\_136 RQ57\_031 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_136 RQ57\_031 |
| NOTE: Before the AddProfile procedure is aborted, the LPAd may request for Confirmation from the S\_EndUser. In this case the S\_EndUser SHALL give the Confirmation. | | | | |

Test Sequence #17 Error: Invalid SM-DP+ signature (smdpSignature2)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #AUTH\_CLIENT\_INV\_SIGN) | LPAd aborts AddProfile procedure (See NOTE) | RQ31\_136 RQ57\_031 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_136 RQ57\_031 |
| NOTE: Before the AddProfile procedure is aborted, the LPAd may request for Confirmation from the S\_EndUser. In this case the S\_EndUser SHALL give the Confirmation. | | | | |

Test Sequence #18 Error: Invalid TransactionID sent by SM-DP+

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient Method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #AUTH\_CLIENT\_INV\_TRANSACTION\_ID) | LPAd aborts AddProfile procedure (See NOTE) | RQ31\_136 RQ57\_031 |
| 3 | LPAd → S\_SM-DP+ | No Profile download action | No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_136 RQ57\_031 |
| NOTE: Before the AddProfile procedure is aborted, the LPAd may request for Confirmation from the S\_EndUser. In this case the S\_EndUser SHALL give the Confirmation. | | | | |

### 4.4.24 ES9+ (LPA – SM-DP+): HandleNotification

#### 4.4.24.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ31\_171, RQ31\_173, RQ31\_176

 RQ35\_008, RQ35\_012, RQ35\_013, RQ35\_014, RQ35\_014\_3, RQ35\_017, RQ35\_018, RQ35\_022

 RQ56\_042, RQ62\_003, RQ62\_009, RQ63\_005, RQ65\_024, RQC3\_003

#### 4.4.24.2 Test Cases

##### 4.4.24.2.1 TC\_LPAd\_ES9+\_HandleNotification\_Nominal

Throughout all the test cases the maximum number of Notifications simultaneously tested has been set as to two as there is not minimum defined in SGP.21 [3] or SGP.22 [2] for the number of Notifications that can be stored by the eUICC.

|  |  |  |
| --- | --- | --- |
| General Initial Conditions | | |
| Entity | Description of the general initial condition | |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (associated with PROFILE\_OPERATIONAL1). | |
| S\_SM-DP+ | S\_SM-DP+(1) is configured with #TEST\_DP\_ADDRESS1 and #CERT\_S\_SM\_DP\_TLS.  S\_SM-DP+(2) is configured with #TEST\_DP\_ADDRESS2 and #CERT\_S\_SM\_DP2\_TLS. | |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. |

Test Sequence #01 Nominal: Successful PIR and Install Notifications to the Same SM-DP+ Address

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1 for PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | |
| IC4 | PROC\_ES9+\_GET\_BPP  (s NOTE 1) | | | |
| 1 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#R\_PIR\_OK)) • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ31\_171 RQ31\_176 RQ35\_008 RQ35\_013 RQ35\_017 RQ35\_018 RQ62\_003 RQ65\_024 RQC3\_003 |
| 2 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd.  The LPAd MAY inform the End User of the success status indicated by the Profile Installation Result. | RQ35\_008 RQ35\_014 RQ35\_017 RQ56\_042 RQ62\_003 RQ62\_009 RQ63\_005 |
| 3 | LPAd → S\_SM-DP+(1) | Establish an HTTPs connection if previously closed | | |
| 4 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(  #PENDING\_NOTIF\_INST1))  sent within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ35\_008 RQ35\_013 RQ35\_014 RQ35\_022 RQ35\_018 RQ62\_003 RQ65\_024 RQC3\_003 |
| 5 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd | RQ35\_008 RQ35\_022 RQ56\_042 RQ62\_003 RQ62\_009 RQ63\_005 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL confirm End User Intent if requested and SHALL not abort the session.  NOTE 2: The timeout SHALL start after the PIR is received.  NOTE 3: In case the AddProfile initiation was combined with “Enable” (i.e. O\_D\_ADD\_ENABLE\_SEPARATED is not supported), any subsequent Enable Notification is not part of the test sequence. | | | | |

Test Sequence #02 Nominal: Successful PIR and Enable Notifications to the Same SM-DP+ Address

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1 for PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_EN instead of #METADATA\_OP\_PROF1. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | |
| IC4 | PROC\_ES9+\_GET\_BPP  (s. NOTE 1) | | | |
| 1 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#R\_PIR\_OK))  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ31\_171 RQ31\_176 RQ35\_008 RQ35\_013 RQ35\_017 RQ35\_018 | |
| 2 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd.  The LPAd MAY inform the End User of the success status indicated by the Profile Installation Result. | RQ35\_008 RQ35\_014 RQ35\_017 | |
| 3 | S\_EndUser → LPAd | If PROFILE\_OPERATIONAL1 is not already enabled (see NOTE 3), initiate the Enable Profile operation for PROFILE\_OPERATIONAL1. | PROFILE\_OPERATIONAL1 is enabled |  | |
| 4 | LPAd → S\_SM-DP+(1) | Establish an HTTPs connection if previously closed | | | |
| 5 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF( #PENDING\_NOTIF\_EN1))  sent within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ35\_008 RQ35\_013 RQ35\_014 RQ35\_022 RQ35\_018 | |
| 6 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd | RQ35\_008 RQ35\_022 | |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL confirm End User Intent if requested and SHALL not abort the session.  NOTE 2: The timeout SHALL start after the initiation of the Enable Profile operation.  NOTE 3: PROFILE\_OPERATIONAL1 is expected to be already enabled only in the case that the device supports only O\_D\_ADD\_ENABLE\_COMBINED. | | | | | |

Test Sequence #03 Nominal: Disable and Delete Notifications to the Same SM-DP+ Address

|  |
| --- |
| Initial Conditions |
| **Entity** | Description of the initial condition |
| eUICC | PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | PROFILE\_OPERATIONAL1 is in the Enabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the Disable Profile operation for PROFILE\_OPERATIONAL1 | PROFILE\_OPERATIONAL1 is disabled | RQ32\_001 |
| 2 | LPAd → S\_SM-DP+(1) | Establish an HTTPs connection if previously closed | | |
| 3 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DIS1))  sent within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT (see NOTE 1)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ35\_008 RQ35\_013 RQ35\_017 RQ35\_018 |
| 4 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd | RQ35\_008 RQ35\_014 RQ35\_017 |
| 5 | LPAd → S\_SM-DP+(1) | Establish an HTTPs connection if previously closed | | |
| 6 | S\_EndUser → LPAd | Initiate the Delete Profile operation for PROFILE\_OPERATIONAL1 | Successful End User Intent verified  PROFILE\_OPERATIONAL1 is deleted |  |
| 7 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL1)) sent within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT (see NOTE 2)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ35\_008 RQ35\_013 RQ35\_014 RQ35\_022 RQ35\_018 |
| 8 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd | RQ35\_008 RQ35\_022 |
| NOTE 1: The timeout SHALL start after the initiation of the Disable Profile operation.  NOTE 2: The timeout SHALL start after the End User Intent verification. | | | | |

Test Sequence #04 Nominal: Enable and Disable Notifications with Different SM-DP+ Addresses

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| eUICC | PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | PROFILE\_OPERATIONAL2 is installed on the eUICC. |
| eUICC | PROFILE\_OPERATIONAL1 is in the Enabled state. |
| eUICC | PROFILE\_OPERATIONAL2 is in the Disabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the Enable Profile operation for PROFILE\_OPERATIONAL2 | PROFILE\_OPERATIONAL2 is enabled | RQ32\_001 |
| 2 | LPAd → S\_SM-DP+(1) | Establish an HTTPs connection if previously closed | | |
| 3 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DIS1)) sent within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ35\_012 RQ35\_008 RQ35\_013 RQ35\_014\_3 RQ35\_017 RQ35\_018 |
| 4 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd | RQ35\_008 RQ35\_014 RQ35\_017 |
| 5 | LPAd → S\_SM-DP+(2) | Establish an HTTPs connection | | |
| 6 | LPAd → S\_SM-DP+(2) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS2,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_EN2)) sent within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ35\_012 RQ35\_008 RQ35\_013 RQ35\_014 RQ35\_014\_3 RQ35\_022 RQ35\_018 |
| 7 | S\_SM-DP+(2) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd | RQ35\_008 RQ35\_022 |
| NOTE 1: Steps 2,3 and 4 can be executed in parallel to the steps 5, 6 and 7.  NOTE 2: The timeout SHALL start after the initiation of the Enable Profile operation. | | | | |

Test Sequence #05 Nominal: Different SM-DP+ Addresses in PIR and Install Notifications

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1 for PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_INST\_DIFF instead of #METADATA\_OP\_PROF1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | |
| IC4 | PROC\_ES9+\_GET\_BPP(s. NOTE 1) | | | |
| 1 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#R\_PIR\_OK)) | RQ35\_012 RQ35\_008 RQ35\_013 RQ35\_017 RQ35\_018 |
| 2 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd.  The LPAd MAY inform the End User of the success status indicated by the Profile Installation Result. | RQ35\_008 RQ35\_014 RQ35\_017 |
| 3 | LPAd → S\_SM-DP+(2) | Establish an HTTPs connection | | |
| 4 | LPAd → S\_SM-DP+(2) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS2,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_INST\_ADDRESS2)) sent within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ35\_012 RQ35\_008 RQ35\_013 RQ35\_014 RQ35\_022 RQ35\_018 |
| 5 | S\_SM-DP+(2) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd | RQ35\_008 RQ35\_022 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL confirm End User Intent if requested and SHALL not abort the session.  NOTE 2: Steps 1 and 2 can be executed in parallel to the steps 3,4 and 5.  NOTE 3: The timeout SHALL start after the End User Intent verification. | | | | |

Test Sequence #06 Nominal: Profile Download with PIR Failed

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1 for PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT | | | | |
| IC4 | LPAd → S\_SM-DP+(1) | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC)) |  | |
| IC5 | S\_SM-DP+(1) → LPAd | MTD\_HTTP\_RESP(#GET\_BPP\_INV) | No error exhibited by the LPAd, s. note 1. |  | |
| 1 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#R\_PIR\_SECU\_INVALID))  • Verify the euiccSignPIR <EUICC\_SIGN\_PIR> using the #PK\_EUICC\_ECDSA | RQ31\_171 RQ31\_173 RQ31\_176 RQ35\_008 RQ35\_012 RQ35\_013 RQ35\_014 | |
| 2 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd.  The LPAd MAY inform the End User of the error status indicated by the Profile Installation Result. | RQ35\_008 | |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL confirm End User Intent if requested and SHALL not abort the session. | | | | |

Test Sequence #07 Nominal: Successful PIR and Install Notifications after Connectivity Interruption

This Test Sequence is FFS.

Test Sequence #08 Nominal: No Acknowledge for Successful PIR results in No Further Notifications

The purpose of this test case is to verify that the next Notification of a group is not sent until LPA receives a successful response from the SM-DP+ for the previous Notification.

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1 for PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_1 as <MATCHING\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP  (s. NOTE 1) | | | |
| 1 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method initiated | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#R\_PIR\_OK)) |  | |
| 2 | LPAd → S\_SM-DP+(1) | No ES9+.HandleNotification method sent | No ES9+.HandleNotification requests are sent within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  OR  TLS Session closed independent of timeout. | RQ35\_014 | |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL confirm End User Intent if requested and SHALL not abort the session.  NOTE 2: The timeout in Step 3 SHALL start after the End User Intent verification. | | | | |

Test Sequence #09 Nominal: Disable and Delete Notifications to the Same SM-DP+ Address using Delete Operation

|  |
| --- |
| Initial Conditions |
| **Entity** | Description of the initial condition |
| eUICC | PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | PROFILE\_OPERATIONAL1 is in the Enabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the Delete Profile operation for PROFILE\_OPERATIONAL1 and provide requested Confirmation | PROFILE\_OPERATIONAL1 is deleted | RQ32\_001 |
| 2 | LPAd → S\_SM-DP+(1) | Establish an HTTPs connection if previously closed | | |
| 3 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DIS1))  sent within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT (see NOTE)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ35\_008 RQ35\_013 RQ35\_017 RQ35\_018 |
| 4 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd | RQ35\_008 RQ35\_014 RQ35\_017 |
| 5 | LPAd → S\_SM-DP+(1) | Establish an HTTPs connection if previously closed | | |
| 6 | LPAd → S\_SM-DP+(1) | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL1)) sent within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT (see NOTE)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ35\_008 RQ35\_013 RQ35\_014 RQ35\_022 RQ35\_018 |
| 7 | S\_SM-DP+(1) → LPAd | #R\_HTTP\_204\_OK | No error exhibited by the LPAd | RQ35\_008 RQ35\_022 |
| NOTE: The timeout SHALL start after the End User Intent verification. | | | | |

### 4.4.25 ES9+ (LPA – SM-DP+): CancelSession

#### 4.4.25.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ29\_011, RQ29\_012, RQ29\_013, RQ29\_014, RQ29\_018, RQ29\_007\_1, RQ29\_008, RQ29\_008\_1, RQ29\_009, RQ29\_015

 RQ31\_096, RQ31\_099, RQ31\_100, RQ31\_101, RQ31\_102, RQ31\_103, RQ31\_105, RQ31\_111, RQ31\_114, RQ31\_117, RQ31\_118, RQ31\_120, RQ31\_121, RQ31\_123, RQ31\_123\_1, RQ31\_124, RQ31\_129, RQ31\_159, RQ31\_160, RQ31\_162\_1, RQ31\_186\_1

 RQ56\_044, RQ56\_047

 RQ65\_025

#### 4.4.25.2 Test Cases

##### 4.4.25.2.1 TC\_LPAd\_ES9+\_CancelSession\_Nominal

|  |  |  |
| --- | --- | --- |
| **General Initial Conditions** | | |
| **Entity** | **Description of the general initial condition** | |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. | |

Test Sequence #01 Nominal: Profile Download with PPR1 not allowed due to Operational Profile already present

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_4. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_4 (associated with PROFILE\_OPERATIONAL4). |
| S\_SM-DP+ | The S\_SM-DP+ is configured to ignore the forbidden PPR during the eligibility check. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | | |
| IC4 | PROC\_ES9+\_GET\_BPP with #METADATA\_OP\_PROF4 used in #GET\_BPP\_OK  This step is conditional – occurs only if ES9+.CancelSession method was not sent before (e.g. request for Confirmation was required after ES9+.AuthenticateClient method) | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_OK\_PPR\_NOT\_ALLOWED))  Verify: •<EUICC\_CANCEL\_SESSION\_SIGNATURE> with the #PK\_EUICC\_ECDSA •<S\_TRANSACTION\_ID> is the same as in IC3 | RQ31\_099 RQ56\_044 RQ56\_047 RQ65\_025 RQ31\_114 RQ31\_117 RQ31\_118 RQ31\_120 | |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#R\_SUCCESS) | If Step 1 was performed directly after IC3: No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT.  OR  If Step 1 was performed after IC4: No ES9+.HandleNotification requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT. | RQ31\_099 | | |

Test Sequence #02 Nominal: End User rejection

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP  This step is conditional – occurs only if ES9+.CancelSession method was not sent before (e.g. request for Confirmation was required after ES9+.AuthenticateClient method) | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download. | RQ31\_096 |
| 2 | S\_EndUser → LPAd | End User Rejection (or failed confirmation) is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 3 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_REJ))  Verify: •<EUICC\_CANCEL\_SESSION\_SIGNATURE> with the #PK\_EUICC\_ECDSA •<S\_TRANSACTION\_ID> is the same as in IC3 | RQ56\_044 RQ56\_047 RQ65\_025 RQ31\_114 RQ31\_117 RQ31\_118 RQ31\_120 |
| 4 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_SUCCESS) | If Step 1 was performed directly after IC3: No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT.  OR  If Step 1 was performed after IC4: No ES9+.HandleNotification requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT. | RQ31\_114 |

Test Sequence #03 Nominal: Load BPP Error

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #GET\_BPP\_LOAD\_ERROR) | Continue to step 2 (End User Confirmation) if requested, otherwise continue with Step 3 |  |
| 2 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | End User Intent successfully verified. |  |
| 3 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_OK\_EU\_LOAD\_BPP\_ERROR))  Verify: •<EUICC\_CANCEL\_SESSION\_SIGNATURE> with the #PK\_EUICC\_ECDSA •<S\_TRANSACTION\_ID> is the same as in IC3 | RQ31\_129 RQ56\_044 RQ56\_047 RQ65\_025 RQ31\_114 RQ31\_117 RQ31\_118 RQ31\_120 RQ31\_162\_1 |
| 4 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_SUCCESS) | No ES9+.HandleNotification requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT. | RQ31\_129 |

Test Sequence #04 Nominal: End User Timeout

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | | |
| IC4 | PROC\_ES9+\_GET\_BPP  This step is conditional – occurs only if ES9+.CancelSession method was not sent before (e.g. request for Confirmation was required after ES9+.AuthenticateClient method) | | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation of the Profile Download. | RQ31\_096 RQ31\_159 | |
| 2 | S\_EndUser → LPAd | No End User Rejection or Confirmation is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  | |
| 3 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_TIMEOUT))  Verify: •<EUICC\_CANCEL\_SESSION\_SIGNATURE> with the #PK\_EUICC\_ECDSA •<S\_TRANSACTION\_ID> is the same as in IC3 | RQ56\_044 RQ56\_047RQ65\_025 RQ31\_114 RQ31\_124 RQ56\_044 RQ56\_047 RQ65\_025 RQ31\_117 RQ31\_118 RQ31\_120 RQ31\_111 | |
| 4 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_SUCCESS) | If Step 1 was performed directly after IC3:  No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT.  OR  If Step 1 was performed after IC4:  No ES9+.HandleNotification requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT. | RQ31\_114 | |

Test Sequence #05 Nominal: Load BPP Error due to unknown TAG

|  |
| --- |
| **Initial Conditions** |
| **Entity** | **Description of the initial condition** |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC)) |  |
| 1 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#GET\_BPP\_LOAD\_ERROR\_UNKNOWN\_TAG) | Continue to step 2 (End User Confirmation) if requested, otherwise continue with Step 3 |  |
| 2 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | End User Intent successfully verified. |  |
| 3 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_OK\_EU\_LOAD\_BPP\_ERROR))  Verify: •<EUICC\_CANCEL\_SESSION\_SIGNATURE> with the #PK\_EUICC\_ECDSA •<S\_TRANSACTION\_ID> is the same as in IC3 | RQ31\_129 RQ56\_044 RQ56\_047 RQ65\_025 RQ31\_114 RQ31\_186\_1 RQ31\_162\_1 |
| 4 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#R\_SUCCESS) | No ES9+.HandleNotification requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT. | RQ31\_129 |

##### 4.4.25.2.2 TC\_LPAd\_ES9+\_CancelSession\_EndUserPostponed\_Nominal

|  |  |  |
| --- | --- | --- |
| **General Initial Conditions** | | |
| **Entity** | **Description of the general initial condition** | |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. | |

Test Sequence #01 Nominal: End User Postponed

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | | |
| IC4 | PROC\_ES9+\_GET\_BPP  This step is conditional – occurs only if ES9+.CancelSession method was not sent before (e.g. request for Confirmation was required after ES9+.AuthenticateClient method) | | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download. | | RQ31\_096 |
| 2 | S\_EndUser → LPAd | End User Postpone is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  | |  |
| 3 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_POSTPONED))  Verify: •<EUICC\_CANCEL\_SESSION\_SIGNATURE> with the #PK\_EUICC\_ECDSA •<S\_TRANSACTION\_ID> is the same as in IC3 | | RQ56\_044 RQ56\_047 RQ65\_025 RQ31\_114 |
| 4 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_SUCCESS) | If Step 1 was performed directly after IC3:  No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT.  OR  If Step 1 was performed after IC4: No ES9+.HandleNotification requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT. | | RQ31\_114 |

##### 4.4.25.2.3 TC\_LPAd\_ES9+\_CancelSession\_Error

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. |

Test Sequence #01 Error: Unknown TransactionID after End User Rejection/Postpone

|  |
| --- |
| Initial Conditions |
| **Entity** | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_1 as <MATCHING\_ID>  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP  This step is conditional – occurs only if ES9+.CancelSession method was not sent before (e.g. request for Confirmation was required after ES9+.AuthenticateClient method) | | | |
| IC5 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download. |  |
| IC6 | S\_EndUser → LPAd | End User Postpone/Rejection (or failed confirmation) is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_REJ))  OR  MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_POSTPONED)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | No error after receiving the HTTPs response. (See NOTE) | RQ56\_044 RQ56\_047 RQ56\_049 RQ31\_121 |
| NOTE: The LPA MAY either stop or retry sending ES9+.CancelSession method. | | | | |

Test Sequence #02 Error: Invalid eUICC Signature after End User Rejection/Postpone

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_1 as <MATCHING\_ID>  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP  This step is conditional – occurs only if ES9+.CancelSession method was not sent before (e.g. request for Confirmation was required after ES9+.AuthenticateClient method) | | | |
| IC5 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download. |  |
| IC6 | S\_EndUser → LPAd | End User Postpone/Rejection (or failed confirmation) is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_REJ))  OR  MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_POSTPONED)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_1\_6\_1) | No error after receiving the HTTPs response.  The LPA SHALL stop the procedure: no ES9+.CancelSession requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT.. | RQ56\_044 RQ56\_047 RQ56\_049 RQ31\_123 |

Test Sequence #03 Error: Invalid SM-DP+ OID after End User Rejection/Postpone

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_1 as <MATCHING\_ID>  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP  This step is conditional – occurs only if ES9+.CancelSession method was not sent before (e.g. request for Confirmation was required after ES9+.AuthenticateClient method) | | | |
| IC5 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download. |  |
| IC6 | S\_EndUser → LPAd | End User Postpone/Rejection (or failed confirmation) is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_REJ))  OR  MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_POSTPONED)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_8\_3\_10) | No error after receiving the HTTPs response.  The LPA SHALL stop the procedure: no ES9+.CancelSession requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT.. | RQ56\_044 RQ56\_047 RQ56\_049 RQ31\_123\_1 |

##### 4.4.25.2.4 TC\_LPAd\_ES9+\_CancelSession\_PPRs

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. |

Test Sequence #01 Nominal: End User rejection/postpone after PPR1 consent requested

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR1 is allowed and End User Consent is required for #MCC\_MNC4 with gid1 and gid2 absent. |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_4. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_4 (associated with PROFILE\_OPERATIONAL4). |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP with #METADATA\_OP\_PROF4 used in #GET\_BPP\_OK  This step is conditional – occurs only if ES9+.CancelSession method was not sent before (e.g. request for Confirmation was required after ES9+.AuthenticateClient method) | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download.  For LPAd supporting SGP.22 v2.2.2 or earlier:  Relevant information about PPRs is shown, including consequences for the End User, and the End User consent is requested if not requested before.  For LPAd supporting SGP.22 v2.3 or later:  Either Strong Confirmation is asked by showing relevant information concerning the PPR(s); or Simple Confirmation is asked on the Profile download. | RQ31\_102 RQ31\_103 RQ29\_007\_1 RQ29\_008 RQ29\_009 RQ29\_015 RQ29\_011 RQ29\_013 RQ29\_018 | |
| 2 | S\_EndUser → LPAd | End User Postpone/Rejection (or failed confirmation) is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  | |
| 3 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_REJ))  OR  MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_POSTPONED))  Verify: •<EUICC\_CANCEL\_SESSION\_SIGNATURE> with the #PK\_EUICC\_ECDSA •<S\_TRANSACTION\_ID> is the same as in IC3 | RQ31\_100 RQ31\_105 RQ31\_160 | |
| 4 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#R\_SUCCESS) | If Step 1 was performed directly after IC3: No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT.  OR  If Step 1 was performed after IC4: No ES9+.HandleNotification requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT. | RQ31\_100 RQ31\_160 | |

Test Sequence #02 Nominal: End User rejection/posptone after PPR2 consent requested

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR2 is allowed and End User Consent is required for #MCC\_MNC2 with gid1 and gid2 absent. |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_3\_NO\_CC. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (associated with PROFILE\_OPERATIONAL3). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP with #METADATA\_OP\_PROF3 used in #GET\_BPP\_OK  This step is conditional – occurs only if ES9+.CancelSession method was not sent before (e.g. request for Confirmation was required after ES9+.AuthenticateClient method) | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download.  For LPAd supporting SGP.22 v2.2.2 or earlier:  Relevant information about PPRs is shown, including consequences for the End User, and the End User consent is requested if not requested before.  For LPAd supporting SGP.22 v2.3 or later:  Either Strong Confirmation is asked by showing relevant information concerning the PPR(s); or Simple Confirmation is asked on the Profile download. | RQ31\_102 RQ31\_103 RQ29\_007\_1 RQ29\_008 RQ29\_009 RQ29\_015 RQ29\_011 RQ29\_013 RQ29\_018 |
| 2 | S\_EndUser → LPAd | End User Postpone/Rejection (or failed confirmation) is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 3 | LPAd → S\_SM-DP+ | Send ES9+.CancelSession method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_OK\_EU\_REJ))  OR  MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,   #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>, #CS\_OK\_EU\_POSTPONED))  Verify: •<EUICC\_CANCEL\_SESSION\_SIGNATURE> with the #PK\_EUICC\_ECDSA •<S\_TRANSACTION\_ID> is the same as in IC3 | RQ31\_100 RQ31\_105 RQ31\_160 |
| 4 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#R\_SUCCESS) | If Step 1 was performed directly after IC3: No ES9+.GetBoundProfilePackage requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT.  OR  If Step 1 was performed after IC4: No ES9+.HandleNotification requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT. | RQ31\_100 |

### 4.4.26 ES9+ (LPA – SM-DP+): HTTPS

#### 4.4.26.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ21\_001

 RQ26\_023, RQ26\_024, RQ26\_026, RQ26\_027, RQ26\_029

 RQ31\_032, RQ31\_032\_1

 RQ45\_026, RQ45\_031

 RQ56\_001, RQ56\_003

 RQ60\_001, RQ60\_002, RQ60\_004

 RQ61\_001

#### 4.4.26.2 Test Cases

##### 4.4.26.2.1 TC\_LPAd\_HTTPS\_Nominal

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| eUICC | There is no default SM-DP+ address configured. |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |

Test Sequence #01 Nominal: HTTPS Session Establishment

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SM-DP+ | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLIENT>, <EXT\_SHA256\_ECDSA>)  Verify the following: • #IUT\_TLS\_VERSION SHALL be 1.2 or higher • <TLS\_CIPHER\_SUITES> SHALL contain at least TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 or TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256  • <EXT\_SHA256\_ECDSA> SHALL have at least the 'supported\_signature\_algorithms' extension set with HashAlgorithm sha256 (04) and SignatureAlgorithm ecdsa (03). | RQ26\_023 RQ26\_024 RQ26\_026 RQ31\_032 RQ56\_001 |
| 2 | S\_SM-DP+ → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2, #S\_TLS\_CIPHER\_SUITE, <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SM\_DP\_TLS) | MTD\_TLS\_CLIENT\_KEY\_EXCH\_ETC(<CLIENT\_TLS\_EPHEM\_KEY>) | RQ26\_027 RQ31\_032 RQ45\_026 RQ56\_003 |
| 3 | S\_SM-DP+ → LPAd | Finalize TLS Handshake (send Server ChangeCipherSpec and Finished messages) | HTTPS connection established | RQ31\_032 RQ56\_001 RQ60\_001 RQ60\_002 RQ61\_001 |

Test Sequence #02 Nominal: non-reuse of session keys

The purpose of this test sequence is to verify that the LPAd is not reusing ephemeral keys from the previous session.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+  Extract <CLIENT\_TLS\_EPHEM\_KEY>  Extract <SESSION\_ID\_CLIENT> and <S\_SESSION\_ID\_SERVER> | | | |
| IC2 | Terminate TLS session and restart “Add Profile” Procedure as define in the initial conditions. | | | |
| 1 | LPAd → S\_SM-DP+ | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLEINT>, <EXT\_SHA256\_ECDSA>)  Verify the following: • #IUT\_TLS\_VERSION SHALL be 1.2 or higher • <TLS\_CIPHER\_SUITES> SHALL be at least TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 • if <SESSION\_ID\_CLIENT> is non-empty then it SHALL be different from <SESSION\_ID\_CLIENT> and <S\_SESSION\_ID\_SERVER> extracted in IC1. • <EXT\_SHA256\_ECDSA> SHALL have at least the 'supported\_signature\_algorithms' extension set with HashAlgorithm sha256 (04) and SignatureAlgorithm ecdsa (03). | RQ31\_032 |
| 2 | S\_SM-DP+ → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2, #S\_TLS\_CIPHER\_SUITE, <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SM\_DP\_TLS) | MTD\_TLS\_CLIENT\_KEY\_EXCH\_ETC(<CLIENT\_TLS\_EPHEM\_KEY>)  Verify if  • <CLIENT\_TLS\_EPHEM\_KEY> is different from the one used by LPAd in IC1 | RQ31\_032 |
| 3 | S\_SM-DP+ → LPAd | Finalize TLS Handshake (send Server ChangeCipherSpec and Finished messages) | HTTPS connection established | RQ31\_032 RQ60\_001 RQ60\_002 RQ60\_004 RQ61\_001 |

##### 4.4.26.2.2 TC\_LPAd\_HTTPS\_ErrorCases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |

Test Sequence #01 Error: Invalid (SM-DP+) TLS Certificate signature

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SM-DP+ | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLIENT>, <EXT\_SHA256\_ECDSA>) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2,  #S\_TLS\_CIPHER\_SUITE,  <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SM\_DP\_TLS\_INV\_SIG)  Note: if the LPAd sends an Alert during or after any of the messages sent by the S\_SM-DP+ in MTD\_TLS\_SERVER\_HELLO\_ETC, then the S\_SM-DP+ might not send the messages specified in MTD\_TLS\_SERVER\_HELLO\_ETC which occur after the Alert. | LPAd MAY send a TLS Alert.  LPAd aborts AddProfile procedure | RQ31\_032 RQ45\_026 |
| 3 | LPDd → S\_SM-DP+ | TLS 1.2 close | The TLS connection is rejected. | RQ26\_023 RQ56\_003 |

Test Sequence #02 Error: Expired TLS Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SM-DP+ | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLIENT>, <EXT\_SHA256\_ECDSA>) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2,  #S\_TLS\_CIPHER\_SUITE,  <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SM\_DP\_TLS\_EXPIRED)  Note: if the LPAd sends an Alert during or after any of the messages sent by the S\_SM-DP+ in MTD\_TLS\_SERVER\_HELLO\_ETC, then the S\_SM-DP+ might not send the messages specified in MTD\_TLS\_SERVER\_HELLO\_ETC which occur after the Alert. | LPAd MAY send a TLS Alert.  LPAd aborts AddProfile procedure | RQ31\_032 RQ45\_026 |
| 3 | LPDd → S\_SM-DP+ | TLS 1.2 close | The TLS connection is rejected. | RQ26\_023 RQ56\_003 |

Test Sequence #03 Error: VOIDTest Sequence #04 Error: VOID

Test Sequence #05 Error: VOID

Test Sequence #06 Error: VOID

Test Sequence #07 Error: Invalid TLS Certificate based on Invalid CI (Invalid Curve)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Power-on the Device | | | |
| 1 | LPAd → S\_SM-DP+ | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLIENT>, <EXT\_SHA256\_ECDSA>) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2, #S\_TLS\_CIPHER\_SUITE, <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SM\_DP\_TLS\_INV\_CURVE)  Note: if the LPAd sends an Alert during or after any of the messages sent by the S\_SM-DP+ in MTD\_TLS\_SERVER\_HELLO\_ETC, then the S\_SM-DP+ might not send the messages specified in MTD\_TLS\_SERVER\_HELLO\_ETC which occur after the Alert. | LPAd MAY send a TLS Alert.  LPAd aborts AddProfile procedure | RQ31\_032 RQ45\_031 |
| 3 | LPDd → S\_SM-DP+ | TLS 1.2 close | The TLS connection is rejected. | RQ26\_029 RQ56\_003 |

### 4.4.27 ES11 (LPA – SM-DS): InitiateAuthentication

#### 4.4.27.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ31\_033, RQ31\_034, RQ31\_035, RQ31\_036, RQ31\_043, RQ31\_045, RQ31\_048, RQ31\_052, RQ31\_075

 RQ58\_013, RQ58\_020

 RQ65\_026

#### 4.4.27.2 Test Cases

##### 4.4.27.2.1 TC\_LPAd\_ES11\_InitiateAuthentication\_Nominal

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| Device | The Profile Download is initiated using SM-DS (see section 2.2.4.1). |
| S\_SM-DS | S\_SM-DP+ (#TEST\_DP\_ADDRESS1) performed Profile download Event Registration to the S\_SM-DS (#TEST\_ROOT\_DS\_ADDRESS) with #EVENT\_ID\_1. |
| eUICC | There is no default SM-DP+ address configured. |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #EVENT\_ID\_1 (PROFILE\_OPERATIONAL1) (see NOTE). |
| NOTE: In order to avoid potentially misleading errors on LUI, the S\_SM-DP+ SHALL be available to the LPAd for profile download during test sequence execution. The test tool SHALL NOT check the ES9+ communication. | |

Test Sequence #01 Nominal: Initiate Authentication

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| 1 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>,   #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS))  • Extract <EUICC\_CHALLENGE> | RQ31\_033 |
| 2 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP( #INITIATE\_AUTH\_DS\_OK) | No error: Next step of common mutual authentication procedure is performed. | RQ31\_043 RQ58\_013 RQ58\_020 RQ65\_026 |

##### 4.4.27.2.2 TC\_LPAd\_ES11\_InitiateAuthentication\_ErrorCases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| Device | The Profile Download is initiated using SM-DS (see section 2.2.4.1). |
| S\_SM-DS | S\_SM-DP+ (#TEST\_DP\_ADDRESS1) performed Profile download Event Registration to the S\_SM-DS (#TEST\_ROOT\_DS\_ADDRESS) with #EVENT\_ID\_1 (see NOTE). |
| eUICC | There is no default SM-DP+ address configured. |
| NOTE: The S\_SM\_DP+ does not need to be available to the LPAd for profile download during test sequence execution, as the LPAd is not expected to receive the smdpAddress. | |

Test Sequence #01 Error: Invalid SM-DS Address

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS)) |  |
| 1 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_9\_1\_3\_8) | LPAd aborts AddProfile procedure | RQ31\_034 RQ58\_020 |
| 2 | LPAd → S\_SM-DS | No Profile download action | No ES11.InitiateAuthentication requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_034 RQ58\_020 |

Test Sequence #02 Error: Unsupported Security Configuration

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS)) |  |
| 1 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_9\_2\_3\_1) | LPAd aborts AddProfile procedure | RQ31\_035 RQ58\_020 |
| 2 | LPAd → S\_SM-DS | No Profile download action | No ES11.InitiateAuthentication requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_035 RQ58\_020 |

Test Sequence #03 Error: Unsupported SVN

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS)) |  |
| 1 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_9\_3\_3\_1) | LPAd aborts AddProfile procedure | RQ58\_020 |
| 2 | LPAd → S\_SM-DS | No Profile download action | No ES11.InitiateAuthentication requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ58\_020 |

Test Sequence #04 Error: Unavailable SM-DS Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS)) |  |
| 1 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_9\_4\_3\_7) | LPAd aborts AddProfile procedure | RQ31\_036 RQ58\_020 |
| 2 | LPAd → S\_SM-DS | No Profile download action | No ES11.InitiateAuthentication requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_036 RQ58\_020 |

Test Sequence #05 Error: Invalid SM-DS Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS)) |  |
| 1 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP( #INITIATE\_AUTH\_INV\_CERT\_DS) | LPAd aborts AddProfile procedure | RQ31\_052 RQ58\_013 |
| 2 | LPAd → S\_SM-DS | No Profile download action | No ES11.InitiateAuthentication or ES11.AuthenticateClient requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_052 RQ58\_013 |

Test Sequence #06 Error: Invalid SM-DS Signature

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | | |
| IC2 | LPAd → S\_SM-DS | | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS)) |  |
| 1 | S\_SM-DS → LPAd | | MTD\_HTTP\_RESP(#INITIATE\_AUTH\_INV\_SIGN\_DS) | LPAd aborts AddProfile procedure | RQ31\_052 RQ58\_013 |
| 2 | LPAd → S\_SM-DS | | No Profile download action | No ES11.InitiateAuthentication or ES11.AuthenticateClient requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_052 RQ58\_013 |

Test Sequence #07 Error: Invalid SM-DS Address sent by the SM-DS

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS)) |  |
| 1 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#INITIATE\_AUTH\_INV\_SMDS\_ADDRESS) | LPAd informs the S\_EndUser and aborts the AddProfile procedure | RQ31\_045 RQ31\_052 RQ58\_013 |
| 2 | LPAd → S\_SM-DS | No Profile download action | No ES11.InitiateAuthentication or ES11.AuthenticateClient requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ31\_045 RQ31\_052 RQ58\_013 |

Test Sequence #08 Error: Unsupported CI Key ID

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | | | |
| IC2 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>, #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS)) | | |  |
| 1 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#INITIATE\_AUTH\_INV\_CI\_DS) | LPAd aborts AddProfile procedure | | | RQ31\_048 RQ31\_052 RQ58\_013 |
| 2 | LPAd → S\_SM-DS | No Profile download action | No ES11.InitiateAuthentication or ES11.AuthenticateClient requests are sent within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | | | RQ31\_048 RQ31\_052 RQ58\_013 |

### 4.4.28 ES11 (LPA – SM-DS): AuthenticateClient

#### 4.4.28.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ31\_046, RQ31\_056, RQ31\_057, RQ31\_061, RQ31\_062, RQ31\_065, RQ31\_078, RQ31\_083, RQ31\_085, RQ31\_090, RQ31\_095, RQ31\_136, RQ36\_018, RQ36\_019, RQ36\_020

 RQ42\_001, RQ42\_002, RQ42\_003, RQ42\_004, RQ42\_005, RQ42\_006, RQ42\_007, RQ42\_008, RQ42\_009, RQ42\_010, RQ42\_011, RQ42\_012, RQ42\_013, RQ42\_014, RQ42\_015, RQ42\_016, RQ42\_017, RQ42\_018, RQ42\_019, RQ42\_020

 RQ58\_021, RQ58\_030, RQ58\_036, RQ58\_037, RQ58\_038, RQ58\_039

 RQ62\_001, RQ62\_002, RQ62\_003, RQ62\_004, RQ62\_005, RQ62\_006, RQ62\_007, RQ62\_008, RQ62\_009

 RQ63\_001\_1, RQ63\_004, RQ63\_005, RQ63\_006

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_004, RQ65\_005, RQ65\_006, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_022, RQ65\_028

#### 4.4.28.2 Test Cases

##### 4.4.28.2.1 TC\_LPAd\_ES11\_AuthenticateClient\_Nominal

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| Device | The Profile Download is initiated using SM-DS (see section 2.2.4.1). |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| eUICC | There is no default SM-DP+ address configured. |

Test Sequence #01 Nominal: Authenticate Client with empty MatchingID

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| S\_SM-DS | S\_SM-DP+ (#TEST\_DP\_ADDRESS1) performed Profile download Event Registration to the root S\_SM-DS (#TEST\_ROOT\_DS\_ADDRESS) with #EVENT\_ID\_1 for #EID1. |
| S\_SM-DP+ | There is a pending Profile download order for #EVENT\_ID\_1 (PROFILE\_OPERATIONAL1) (see NOTE). |
| NOTE: In order to avoid potentially misleading errors on LUI, the S\_SM-DP+ SHALL be available to the LPAd for profile download during test sequence execution. The test tool SHALL NOT check the ES9+ communication. | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>,  #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS))  • Extract <EUICC\_CHALLENGE> |  |
| 1 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#INITIATE\_AUTH\_DS\_OK) | MTD\_HTTP\_REQ(#TEST\_ROOT\_DS\_ADDRESS, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO))  Verify:  • If <S\_TRANSACTION\_ID> is the same as in #INITIATE\_AUTH\_DS\_OK • <EUICC\_SIGNATURE1> using the #PK\_EUICC\_ECDSA  • if matchingId field in #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO is missing OR matchingId field is present and <MATCHING\_ID> is empty • if <S\_SMDS\_CHALLENGE> present in the #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO is the same as in <S\_SMDS\_SIGNED1> present in #INITIATE\_AUTH\_DS\_OK • for #DEVICE\_INFO: - The value of the TAC corresponds to the first 8 digits of #IUT\_IMEI and is represented as a string of 4 octets that is coded as a Telephony Binary Coded Decimal String as defined in 3GPP TS 29.002 [26] and 3GPP TS 23.003 [12] - if IMEI is present then its value corresponds to #IUT\_IMEI and is represented as a string of 8 octets that is coded as a Telephony Binary Coded Decimal String as defined in 3GPP TS 29.002 [26] and 3GPP TS 23.003 [12] except that the last octet contains the check digit (in high nibble) and an 'F' filler (in low nibble)  - if O\_D\_GSM\_GERAN then gsmSupportedRelease is set to the highest release as defined in #IUT\_GSM\_GERAN\_REL. – if O\_D\_UMTS\_UTRAN then utranSupportedRelease is set to the highest release as defined in #IUT\_UMTS\_UTRAN\_REL. – if O\_D\_CDMA2000\_1X then cdma2000onexSupportedRelease is set to the highest release as defined in #IUT\_CDMA2000\_1X\_REL. – if O\_D\_CDMA2000\_HRPD then cdma2000hrpdSupportedRelease is set to the highest release as defined in #IUT\_CDMA2000\_HRPD\_REL. The value R is either 1, 2 or 3 for Rev 0, A or B respectively. – if O\_D\_CDMA2000\_EHRPD then cdma2000ehrpdSupportedRelease is set to the highest release as defined in #IUT\_CDMA2000\_EHRPD\_REL. – if O\_D\_LTE then eutranSupportedRelease (or eutranEpcSupportedRelease if #IUT\_RSP\_VERSION is v2.2.2 or higher) is set to the highest release as defined in #IUT\_LTE\_EUTRAN\_REL. – if O\_D\_NFC\_TS26 then contactlessSupportedRelease is set to the highest release as defined in #IUT\_NFC\_REL. – if O\_D\_CRL then rspCrlSupportedVersion is set to the highest release as defined in #IUT\_RSP\_VERSION .  For each of the options O\_D\_GSM\_GERAN, O\_D\_UMTS\_UTRAN, O\_D\_CDMA2000\_1X, O\_D\_CDMA2000\_HRPD, O\_D\_CDMA2000\_EHRPD, O\_D\_LTE, O\_D\_NFC\_TS26 or O\_D\_CRL, if the option is not set, verify that the corresponding field in DeviceCapabilities is not present. | RQ31\_046 RQ31\_056 RQ31\_057 RQ31\_078 RQ36\_018, RQ36\_019 RQ42\_001 RQ42\_002 RQ42\_003 RQ42\_004 RQ42\_005 RQ42\_006 RQ42\_007 RQ42\_008 RQ42\_009 RQ42\_010 RQ42\_011 RQ42\_012 RQ42\_013 RQ42\_014 RQ42\_015 RQ42\_016 RQ42\_017 RQ42\_018 RQ42\_019 RQ42\_020 RQ58\_021 RQ58\_036 RQ58\_037 RQ58\_038 RQ62\_001 RQ62\_002 RQ62\_003 RQ62\_004 RQ62\_005 RQ62\_006 RQ62\_007 RQ62\_008 RQ62\_009 RQ63\_001\_1 RQ63\_004 RQ63\_005 RQ63\_006 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_004 RQ65\_005 RQ65\_006 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_022 RQ65\_028 |
| 2 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP (#AUTH\_CLIENT\_DS\_OK1) | No Error | RQ31\_062, RQ31\_065, RQ31\_095 |

Test Sequence #02 Nominal: Authenticate Client with MatchingID set to EventID

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| S\_SM-DS | The Alternative S\_SM-DS(2) (#TEST\_DS\_ADDRESS1) performed Profile download Event Registration to the root S\_SM-DS(1) (#TEST\_ROOT\_DS\_ADDRESS) with #EVENT\_ID\_1 for #EID1. |
| S\_SM-DS | S\_SM-DP+ (#TEST\_DP\_ADDRESS1) performed Profile download Event Registration to the Alternative S\_SM-DS(2) (#TEST\_DS\_ADDRESS1) with #EVENT\_ID\_2 for #EID1. |
| S\_SM-DP+ | There is a pending Profile download order for #EVENT\_ID\_2 (PROFILE\_OPERATIONAL1) (see NOTE). |
| NOTE: In order to avoid potentially misleading errors on LUI, the S\_SM-DP+ SHALL be available to the LPAd for profile download during test sequence execution. The test tool SHALL NOT check the ES9+ communication. | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence/ Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | LPAd → S\_SM-DS(1) | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(<EUICC\_CHALLENGE>,   #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS))  • Extract <EUICC\_CHALLENGE> |  |
| 1 | S\_SM-DS(1) → LPAd | MTD\_HTTP\_RESP(#INITIATE\_AUTH\_DS\_OK) | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT( <S\_TRANSACTION\_ID>, #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO))  Verify:• if matchingId field in #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO is missing OR matchingId field is present and <MATCHING\_ID> is empty | RQ31\_078 |
| 2 | S\_SM-DS(1) → LPAd | MTD\_HTTP\_RESP (#AUTH\_CLIENT\_DS\_OK\_DSADDR1) | No Error | RQ31\_062 RQ31\_065 RQ31\_095 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11  with #TEST\_DS\_ADDRESS1 and #CERT\_S\_SM\_DS2\_TLS | | | |
| 4 | LPAd → S\_SM-DS(2) | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DS\_ADDRESS1,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(<EUICC\_CHALLENGE>,   #R\_EUICC\_INFO1, #TEST\_DS\_ADDRESS1))  • Extract <EUICC\_CHALLENGE> |  |
| 5 | S\_SM-DS(2) → LPAd | MTD\_HTTP\_RESP(#INITIATE\_AUTH\_DS\_OK\_1) | MTD\_HTTP\_REQ(#TEST\_DS\_ADDRESS1 , #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>, #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO\_1))  Verify:  • if <MATCHING\_ID> is set to #EVENT\_ID\_1 | RQ31\_078 RQ36\_018 RQ36\_020 |
| 6 | S\_SM-DS(2) → LPAd | MTD\_HTTP\_RESP (#AUTH\_CLIENT\_DS\_OK2) | No Error | RQ31\_062 RQ31\_065 RQ31\_095 |

##### 4.4.28.2.2 TC\_LPAd\_ES11\_AuthenticateClient\_ErrorCases

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| Device | The Profile Download is initiated using SM-DS (see section 2.2.4.1). |
| S\_SM-DP+ | There is a pending Profile download order for #EVENT\_ID\_1 (PROFILE\_OPERATIONAL1) (see NOTE). |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| eUICC | There is no default SM-DP+ address configured. |
| NOTE: The S\_SM\_DP+ does not need to be available to the LPAd for profile download during test sequence execution, as the LPAd is not expected to receive the smdpAddress. | |

Test Sequence #01 Error: Invalid EUM Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | PROC\_ES11\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DS | Send ES11.AuthenticateClient method | MTD\_HTTP\_REQ(#TEST\_ROOT\_DS\_ADDRESS, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_1\_2\_6\_1) | LPAd aborts AddProfile procedure | RQ31\_061 |
| 3 | LPAd → S\_SM-DS | No Profile download action | No requests are sent on ES11 within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ58\_030 RQ58\_039 |

Test Sequence #02 Error: Expired EUM Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | PROC\_ES11\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DS | Send ES11.AuthenticateClient method | MTD\_HTTP\_REQ(#TEST\_ROOT\_DS\_ADDRESS, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_1\_2\_6\_3) | LPAd aborts AddProfile procedure | RQ31\_061 |
| 3 | LPAd → S\_SM-DS | No Profile download action | No requests are sent on ES11 within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ58\_030 RQ58\_039 |

Test Sequence #03 Error: Invalid eUICC Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | PROC\_ES11\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DS | Send ES11.AuthenticateClient method | MTD\_HTTP\_REQ(#TEST\_ROOT\_DS\_ADDRESS, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_1\_3\_6\_1) | LPAd aborts AddProfile procedure | RQ31\_061 |
| 3 | LPAd → S\_SM-DS | No Profile download action | No requests are sent on ES11 within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ58\_030 RQ58\_039 |

Test Sequence #04 Error: Expired eUICC Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | PROC\_ES11\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DS | Send ES11.AuthenticateClient method | MTD\_HTTP\_REQ(#TEST\_ROOT\_DS\_ADDRESS, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_1\_3\_6\_3) | LPAd aborts AddProfile procedure | RQ31\_061 |
| 3 | LPAd → S\_SM-DS | No Profile download action | No requests are sent on ES11 within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ58\_030 RQ58\_039 |

Test Sequence #05 Error: Invalid eUICC signature or serverChallenge

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | | |
| IC2 | PROC\_ES11\_INIT\_AUTH | | | | |
| 1 | LPAd → S\_SM-DS | Send ES11.AuthenticateClient method | MTD\_HTTP\_REQ(#TEST\_ROOT\_DS\_ADDRESS, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_1\_6\_1) | LPAd aborts AddProfile procedure | RQ58\_030 RQ58\_039 |
| 3 | LPAd → S\_SM-DS | No Profile download action | No requests are sent on ES11 within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ58\_030 RQ58\_039 |

Test Sequence #06 Error: Unknown TransactionID

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | PROC\_ES11\_INIT\_AUTH | | | |
| 1 | LPAd → S\_SM-DS | Send ES11.AuthenticateClient method | MTD\_HTTP\_REQ(#TEST\_ROOT\_DS\_ADDRESS, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_10\_1\_3\_9) | LPAd aborts AddProfile procedure | RQ56\_030 |
| 3 | LPAd → S\_SM-DS | No Profile download action | No requests are sent on ES11 within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ56\_030 RQ56\_041 |

Test Sequence #07 Error: Unknown Event Record

|  |
| --- |
| **Initial Conditions** |
| **Entity** | **Description of the initial condition** |
| S\_SM-DS | The Alternative S\_SM-DS (#TEST\_DS\_ADDRESS1) performed Profile download Event Registration to the root S\_SM-DS (#TEST\_ROOT\_DS\_ADDRESS) with #EVENT\_ID\_1 for #EID1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | |
| IC2 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( <EUICC\_CHALLENGE>,   #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS))  • Extract <EUICC\_CHALLENGE> |  |
| IC3 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#INITIATE\_AUTH\_DS\_OK) | MTD\_HTTP\_REQ(#TEST\_ROOT\_DS\_ADDRESS, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO)) |  |
| IC4 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP (#AUTH\_CLIENT\_DS\_OK\_DSADDR1) | No Error |  |
| IC5 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11  with #TEST\_DS\_ADDRESS1 and #CERT\_S\_SM\_DS2\_TLS | | | |
| IC6 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_DS\_ADDRESS1,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(<EUICC\_CHALLENGE>,   #R\_EUICC\_INFO1, #TEST\_DS\_ADDRESS1))  • Extract <EUICC\_CHALLENGE> |  |
| IC7 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#INITIATE\_AUTH\_DS\_OK\_1) | MTD\_HTTP\_REQ(#TEST\_DS\_ADDRESS1 , #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>, #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO\_1)) |  |
| 1 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP(#R\_ERROR\_8\_9\_5\_3\_9) | LPAd aborts AddProfile procedure | RQ31\_090 RQ31\_083 |
| 2 | LPAd → S\_SM-DS | No Profile download action | No requests are sent on ES11 within the timeout #IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT in Annex F. | RQ58\_035 |

### 4.4.29 ES11 (LPA -- SM-DS): HTTPS

#### 4.4.29.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_023, RQ26\_024, RQ26\_026, RQ26\_027, RQ26\_029

* RQ31\_032
* RQ36\_017

 RQ45\_026, RQ45\_028, RQ45\_033

 RQ58\_001, RQ58\_002

 RQ60\_001, RQ60\_002, RQ61\_001

#### 4.4.29.2 Test Cases

##### 4.4.29.2.1 TC\_LPAd\_ES11\_HTTPS\_Nominal

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| Device | The Profile Download is initiated using SM-DS (see section 2.2.4.1). |
| S\_SM-DS | S\_SM-DP+ (#TEST\_DP\_ADDRESS1) performed Profile download Event Registration to the S\_SM-DS (#TEST\_ROOT\_DS\_ADDRESS) with #EVENT\_ID\_1. |
| eUICC | There is no default SM-DP+ address configured. |

Test Sequence #01 Nominal: HTTPS Session Establishment

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SM-DS | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(#IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLIENT>, <EXT\_SHA256\_ECDSA>)  Verify the following: • #IUT\_TLS\_VERSION SHALL be 1.2 or higher • <TLS\_CIPHER\_SUITES> SHALL contain at least TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256  • <EXT\_SHA256\_ECDSA> SHALL have at least the'supported\_signature\_algorithms' extension set with HashAlgorithm sha256 (04) and SignatureAlgorithm ecdsa (03). | RQ26\_023 RQ26\_024 RQ26\_026 RQ31\_032 RQ58\_001 |
| 2 | S\_SM-DS → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2, #S\_TLS\_CIPHER\_SUITE, <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SM\_DS\_TLS) | MTD\_TLS\_CLIENT\_KEY\_EXCH\_ETC(<CLIENT\_TLS\_EPHEM\_KEY>) | RQ26\_027 RQ31\_032 RQ36\_017 RQ45\_026 RQ45\_028 RQ45\_033 RQ58\_002 |
| 3 | S\_SM-DS → LPAd | Finalize TLS Handshake (send Server ChangeCipherSpec and Finished messages) | HTTPS connection established | RQ31\_032 RQ58\_001 RQ60\_001 RQ60\_002 RQ61\_001 |

Test Sequence #02 Nominal: non-reuse of session keys

The purpose of this test sequence is to verify that the LPAd is not reusing ephemeral keys from the previous session.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11  Extract <CLIENT\_TLS\_EPHEM\_KEY>  Extract <SESSION\_ID\_CLIENT> and <S\_SESSION\_ID\_SERVER> | | | |
| IC2 | Terminate TLS session and Initiate Profile Download using SM-DS (see section 2.2.4.1). | | | |
| 1 | LPAd → S\_SM-DS | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLIENT>, <EXT\_SHA256\_ECDSA>)  Verify the following: • #IUT\_TLS\_VERSION SHALL be 1.2 or higher • <TLS\_CIPHER\_SUITES> SHALL be at least TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 • if <SESSION\_ID\_CLIENT> is non-empty then it SHALL be different from <SESSION\_ID\_CLIENT> and <S\_SESSION\_ID\_SERVER> extracted in IC1. • <EXT\_SHA256\_ECDSA> SHALL have at least the'supported\_signature\_algorithms' extension set with HashAlgorithm sha256 (04) and SignatureAlgorithm ecdsa (03). | RQ31\_032 |
| 2 | S\_SM-DS → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2, #S\_TLS\_CIPHER\_SUITE, <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SM\_DS\_TLS) | MTD\_TLS\_CLIENT\_KEY\_EXCH\_ETC(<CLIENT\_TLS\_EPHEM\_KEY>)  Verify if  • <CLIENT\_TLS\_EPHEM\_KEY> is different from the one used by LPAd in IC1 | RQ31\_032 |
| 3 | S\_SM-DS → LPAd | Finalize TLS Handshake (send Server ChangeCipherSpec and Finished messages) | HTTPS connection established | RQ31\_032  RQ58\_001RQ60\_001 RQ60\_002 RQ61\_001 |

##### 4.4.29.2.2 TC\_LPAd\_ES11\_HTTPS\_Error

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| Device | The Profile Download is initiated using SM-DS (see section 2.2.4.1). |
| S\_SM-DS | S\_SM-DP+ (#TEST\_DP\_ADDRESS1) performed Profile download Event Registration to the S\_SM-DS (#TEST\_ROOT\_DS\_ADDRESS) with #EVENT\_ID\_1. |
| eUICC | There is no default SM-DP+ address configured. |

Test Sequence #01 Error: Invalid (SM-DS) TLS Certificate signature

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SM-DS | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLIENT>, <EXT\_SHA256\_ECDSA>) |  |
| 2 | S\_SM-DS → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2, #S\_TLS\_CIPHER\_SUITE, <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SM\_DS\_TLS\_INV\_SIG)  Note: if the LPAd sends an Alert during or after any of the messages sent by the S\_SM-DS in MTD\_TLS\_SERVER\_HELLO\_ETC, then the S\_SM-DS might not send the messages specified in MTD\_TLS\_SERVER\_HELLO\_ETC which occur after the Alert. | LPAd MAY send a TLS Alert.  LPAd aborts AddProfile procedure | RQ31\_032 RQ45\_026 RQ45\_028 |
| 3 | LPDd → S\_SM-DS | TLS 1.2 close | The TLS connection is rejected. | RQ26\_023 RQ58\_002 |

Test Sequence #02 Error: Expired TLS Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SM-DS | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLIENT>, <EXT\_SHA256\_ECDSA>) |  |
| 2 | S\_SM-DS → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2, #S\_TLS\_CIPHER\_SUITE, <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SM\_DS\_TLS\_EXPIRED)  Note: if the LPAd sends an Alert during or after any of the messages sent by the S\_SM-DS in MTD\_TLS\_SERVER\_HELLO\_ETC, then the S\_SM-DS might not send the messages specified in MTD\_TLS\_SERVER\_HELLO\_ETC which occur after the Alert. | LPAd MAY send a TLS Alert.  LPAd aborts AddProfile procedure | RQ31\_032 RQ45\_026 |
| 3 | LPDd → S\_SM-DS | TLS 1.2 close | The TLS connection is rejected. | RQ26\_023 RQ58\_002 |

Test Sequence #03 Error: VOIDTest Sequence #04 Error: VOID

Test Sequence #05 Error: VOID

Test Sequence #06 Error: VOID

Test Sequence #07 Error: Invalid TLS Certificate based on Invalid CI (Invalid Curve)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SM-DS | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLIENT>, <EXT\_SHA256\_ECDSA>) |  |
| 2 | S\_SM-DS → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2, #S\_TLS\_CIPHER\_SUITE, <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SM\_DS\_TLS\_INV\_CURVE)  Note: if the LPAd sends an Alert during or after any of the messages sent by the S\_SM-DS in MTD\_TLS\_SERVER\_HELLO\_ETC, then the S\_SM-DS might not send the messages specified in MTD\_TLS\_SERVER\_HELLO\_ETC which occur after the Alert. | LPAd MAY send a TLS Alert.  LPAd aborts AddProfile procedure | RQ26\_029 RQ31\_032 RQ45\_033 |
| 3 | LPDd → S\_SM-DS | TLS 1.2 close | The TLS connection is rejected. | RQ26\_023 RQ58\_002 |

## 4.5 SM-DS Interfaces

### 4.5.1 ES12 (SM-DP+ -- SM-DS): RegisterEvent

#### 4.5.1.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ36\_004, RQ36\_005, RQ36\_006, RQ36\_007, RQ36\_008, RQ36\_009, RQ36\_010, RQ36\_011, RQ36\_012, RQ36\_013

 RQ59\_003, RQ59\_004, RQ59\_005, RQ59\_006, RQ59\_007, RQ59\_009, RQ59\_010, RQ59\_011, RQ59\_012, RQ59\_013, RQ59\_014, RQ59\_015

 RQ62\_001, RQ62\_002, RQ62\_004, RQ62\_005, RQ62\_006, RQ62\_007

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_005, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_030

#### 4.5.1.2 Test Cases

##### 4.5.1.2.1 TC\_ROOT\_SM\_DS\_ES12.RegisterEvent

|  |  |
| --- | --- |
| General Initial Conditions | |
| **Entity** | Description of the general initial condition |
| Root SM-DS | * No TLS connections are established between the Root SM-DS and any of the simulator test tools. |

Test Sequence #01 Nominal: EventID Registration to SM-DS without Event forwarding

The purpose of this test is to verify that the SM-DS can perform Event Registration without Event forwarding set.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 is not already used by the Root SM-DS. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | | |
| 1 | S\_SM-DP+ →  Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12, #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_DP\_ADDRESS1,  #EVENT\_ID\_1,  FALSE)) | MTD\_HTTP\_RESP(#R\_SUCCESS) | RQ36\_004 RQ36\_005 RQ59\_004 RQ59\_006 RQ59\_009 RQ59\_011 RQ59\_013 RQ59\_014 RQ62\_001 RQ62\_002 RQ62\_005 RQ62\_006 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_030 |
| 2 | S\_LPAd →  Root SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID | | RQ36\_004 RQ59\_006 |

Test Sequence #02 Nominal: EventID Registration to SM-DS with Event forwarding

The purpose of this test is to verify that the SM-DS ignores the ForwardingIndicator and successfully performs Event Registration with Event forwarding set.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 is not already used by the Root SM-DS |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | | |
| 1 | S\_SM-DP+ →  Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_DP\_ADDRESS1,  #EVENT\_ID\_1,  TRUE)) | MTD\_HTTP\_RESP(#R\_SUCCESS) | RQ59\_003 RQ59\_012 RQ62\_001 RQ62\_002 |
| 2 | S\_LPAd →  Root SM-DS | PROC**\_**ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID | | RQ36\_004 RQ59\_006 |

Test Sequence #03 Error: Event Record Already Exists without Event Forwarding (Subject Code 8.9.5 Reason Code 3.3)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 is already used by the Root SM-DS for #EID2, registered with S\_SM\_DP+\_OID.. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | | |
| 1 | S\_SM-DP+ →  Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_DP\_ADDRESS1,  #EVENT\_ID\_1,  FALSE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_3) | RQ59\_005 RQ59\_010 RQ59\_015 RQ62\_001 RQ62\_002 |
| 2 | S\_LPAd →  Root SM-DS | PROC**\_**ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID\_ERROR | | RQ59\_005 |

##### 4.5.1.2.2 TC\_ALT\_SM\_DS\_ES12.RegisterEvent

The test sequences in this section test the Alternative SM-DS acting as a Server on ES12 and a Client on ES15.

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Alt. SM-DS | * No TLS connections are established between the Alternative SM-DS and any of the simulator test tools. |

Test Sequence #01 Nominal: EventID Registration on Alternative SM-DS with Event forwarding

The purpose of this test is to verify that Alternative SM-DS can perform Event Registration with Event forwarding set.

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial condition** |
| Alt. SM-DS | #EVENT\_ID\_1 is not already used by the Alternative SM-DS. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_DP\_ADDRESS1,  #EVENT\_ID\_1,  TRUE)) |  |  |
| 2 | Alt. SM-DS → S\_SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | |
| 3 | Alt. SM-DS → S\_SM-DS | Call ES15.RegisterEvent | MTD\_HTTP\_REQ(  #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  <FUNCTION\_REQ\_ID>,  <FUNCTION\_CALL\_ID>,  #EID1,   #IUT\_SM\_DS\_ADDRESS\_ES11,  <EVENT\_ID\_R>,  FALSE)) | RQ36\_007 RQ36\_008 RQ36\_009 RQ36\_010 RQ36\_011 RQ36\_012 RQ36\_013RQ59\_002 RQ59\_004 RQ59\_006 RQ59\_011 RQ62\_001 RQ62\_002 RQ62\_004 RQ62\_006 RQ62\_007RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_030 |
| 4 | S\_SM-DS → Alt. SM-DS | MTD\_HTTP\_RESP(#R\_SUCCESS) on ES15 | No Error |  |
| 5 | Alt. SM-DS → S\_SM-DP+ | Successful result is sent to the S\_SM-DP+ | MTD\_HTTP\_RESP(#R\_SUCCESS) on ES12 | RQ36\_007 RQ36\_008 RQ36\_009 RQ36\_010 RQ36\_011 RQ36\_012 RQ36\_013RQ59\_009 RQ59\_013 RQ59\_014RQ62\_001 RQ62\_002 RQ62\_005 RQ62\_006RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_030 |
| 6 | S\_LPAd → Alt. SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_EVENT\_ID | | RQ36\_009 RQ59\_006 |

Test Sequence #02 Nominal: Uniqueness of EventID Registration by Alternative SM-DS with Event forwarding

The purpose of this test is to verify that Alternative SM-DS can perform Event Registration using a unique EventID2 value with Event forwarding set.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Alt. SM-DS | * #EVENT\_ID\_1 is not already used by the Alternative SM-DS. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_DP\_ADDRESS1,  #EVENT\_ID\_1,  TRUE)) |  |  |
| 2 | Alt. SM-DS → S\_SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | |
| 3 | Alt. SM-DS → S\_SM-DS | Call ES15.RegisterEvent | MTD\_HTTP\_REQ(  #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  <FUNCTION\_REQ\_ID>,  <FUNCTION\_CALL\_ID>,  #EID1,   #IUT\_SM\_DS\_ADDRESS\_ES11,  <EVENT\_ID\_R>,  FALSE))  Extract the value of <EVENT\_ID\_R> | RQ36\_006 RQ62\_001 RQ62\_002 |
| 4 | S\_SM-DS → Alt. SM-DS | MTD\_HTTP\_RESP(#R\_SUCCESS) on ES15 | No Error |  |
| 5 | Alt. SM-DS → S\_SM-DP+ | Successful result is sent to the S\_SM-DP+ | MTD\_HTTP\_RESP(#R\_SUCCESS) on ES12 | RQ36\_006 RQ62\_001 RQ62\_002 |
| 6 | S\_SM-DP+ → Alt. SM-DS | Close TLS session on ES12 (unless Alternative SM-DS has already closed TLS session) | |  |
| 7 | S\_SM-DP+ →  Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | |  |
| 8 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_DP\_ADDRESS1,  #EVENT\_ID\_2,  TRUE)) |  |  |
| 9 | Alt. SM-DS → S\_SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | |
| 10 | Alt. SM-DS → S\_SM-DS | Call ES15.RegisterEvent | MTD\_HTTP\_REQ(  #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  <FUNCTION\_REQ\_ID>,  <FUNCTION\_CALL\_ID>,  #EID1,   #IUT\_SM\_DS\_ADDRESS\_ES11,  <EVENT\_ID\_R>,  FALSE))  Verify that <EVENT\_ID\_R> in step 3 is not equal to <EVENT\_ID\_R> | RQ36\_006 RQ62\_001 RQ62\_002 |

Test Sequence #03 Error: SM-DS registration failed, Root SM-DS unavailable (Subject Code 8.9 Reason Code 5.1)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Alt. SM-DS | * #EVENT\_ID\_1 is not already used by the Alternative SM-DS. * S\_SM\_DS (Root SM-DS simulator) is not available – it will not respond to any client attempts to connect. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_DP\_ADDRESS1,  #EVENT\_ID\_1,  TRUE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_1) | RQ59\_005 RQ59\_007 RQ59\_010 RQ59\_015 RQ62\_001 RQ62\_002 | |
| 2 | S\_LPAd →  Alt. SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID\_ERROR | | | RQ59\_005 |

Test Sequence #04 Error: SM-DS registration failed, Root SM-DS error (Subject Code 8.9 Reason Code 4.2)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Alt. SM-DS | * #EVENT\_ID\_1 is not already used by the Alternative SM-DS for #EID1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_DP\_ADDRESS1,  #EVENT\_ID\_1,  TRUE)) |  |  |
| 2 | Alt. SM-DS → S\_SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | |
| 3 | Alt. SM-DS → S\_SM-DS | Call ES15.RegisterEvent | MTD\_HTTP\_REQ(  #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  <FUNCTION\_REQ\_ID>,  <FUNCTION\_CALL\_ID>,  #EID1,   #IUT\_SM\_DS\_ADDRESS\_ES11,  <EVENT\_ID\_R>,  FALSE)) | RQ36\_007 RQ36\_008 RQ36\_009 RQ36\_010 RQ36\_011 RQ36\_012 RQ36\_013 RQ59\_002 RQ59\_004 RQ59\_006 RQ59\_011 RQ62\_001 RQ62\_002 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_030 |
| 4 | S\_SM-DS → Alt. SM-DS | MTD\_HTTP\_RESP( #R\_ERROR\_1\_2\_4\_2) | No Error |  |
| 5 | Alt. SM-DS → S\_SM-DP+ | SM-DS forwards error response back to S\_SM-DP+ | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_4\_2) | RQ59\_005 RQ59\_007 RQ59\_010 RQ59\_015 RQ62\_001 RQ62\_002 |
| 6 | S\_LPAd → Alt. SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_EVENT\_ID\_ERROR | | RQ59\_005 |

Test Sequence #05 Error: Event Record Already Exists on Alternative SM-DS (Subject Code 8.9.5 Reason Code 3.3)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Alt. SM-DS | * #EVENT\_ID\_1 is already used by the Alternative SM-DS, registered with S\_SM\_DP+\_OID for #EID2. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_DP\_ADDRESS1,  #EVENT\_ID\_1,  TRUE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_3) | RQ59\_005 RQ59\_007 RQ59\_010 RQ59\_015 RQ62\_001 RQ62\_002 |
| 2 | S\_LPAd →  Alt. SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID\_ERROR | | RQ59\_005 |

### 4.5.2 ES12 (SM-DS -- SM-DP+): DeleteEvent

#### 4.5.2.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ36\_024, RQ36\_025, RQ36\_025\_1, RQ36\_027, RQ36\_028, RQ36\_029, RQ36\_030, RQ36\_031, RQ36\_032

* RQ510\_019, RQ510\_020

 RQ59\_016, RQ59\_016\_1, RQ59\_017, RQ59\_017\_1, RQ59\_017\_2, RQ59\_018, RQ59\_019, RQ59\_021, RQ59\_022, RQ59\_023, RQ59\_024, RQ59\_025

 RQ62\_001, RQ62\_002, RQ62\_004, RQ62\_005, RQ62\_006, RQ62\_007

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_005, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_031

#### 4.5.2.2 Test Cases

##### 4.5.2.2.1 TC\_ROOT\_SM\_DS\_ES12.DeleteEvent

Test Sequence #01 Nominal: Event Deletion

The purpose of this test is to verify that the Root SM-DS can perform Event Deletion.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 was registered for #EID1 and #TEST\_DP\_ADDRESS1, registered with S\_SM\_DP+\_OID |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | | |
| 1 | S\_SM-DP+ → Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) | MTD\_HTTP\_RESP(#R\_SUCCESS) | RQ36\_024 RQ36\_025 RQ36\_025\_1 RQ36\_029 RQ36\_030RQ59\_016 RQ59\_021 RQ59\_023 RQ59\_024RQ510\_019RQ62\_001 RQ62\_002 RQ62\_005 RQ62\_006RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_031 |
| 2 | S\_LPAd → Root SM-DS | PROC**\_**ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID\_ERROR | | RQ36\_025 RQ36\_029 RQ59\_017\_1 |

Test Sequence #02 Error: Event Record Does Not Exist (Subject Code 8.9.5 Reason Code 3.9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 is not registered. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | | |
| 1 | S\_SM-DP+ → Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_9) | RQ59\_016\_1 RQ59\_022 RQ59\_025 RQ510\_020 RQ62\_001 RQ62\_002 |

Test Sequence #03 Error: Event Record Does Not Match OID (Subject Code 8.9.5 Reason Code 3.9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 was registered for #EID1 and #TEST\_DP\_ADDRESS1, registered with S\_SM\_DP+\_OID. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DP+ → Root SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH\_INV\_OID on ES12 | | |
| 1 | S\_SM-DP+ → Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_9) | RQ59\_016\_1 RQ59\_022 RQ59\_025 RQ510\_020 RQ62\_001 RQ62\_002 |
| 2 | S\_LPAd → Root SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID | | RQ59\_016\_1 |

##### 4.5.2.2.2 TC\_ALT\_SM\_DS\_ES12.DeleteEvent

The test sequences in this section test the Alternative SM-DS acting as a Server on ES12 and a Client on ES15.

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Alt. SM-DS | * No TLS connections are established between the Alternative SM-DS and any of the simulator test tools. |

Test Sequence #01 Nominal: Cascaded Event Deletion on Alternative SM-DS

The purpose of this test is to verify that Alternative SM-DS can perform cascaded Event Deletion.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Alt. SM-DS | * #EVENT\_ID\_1 registration for #EID1 and #TEST\_DP\_ADDRESS1 (registered with S\_SM\_DP+\_OID) was cascaded using <EVENT\_ID\_R> to the Root SM-DS. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) |  |  |
| 2 | Alt. SM-DS → S\_SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | |
| 3 | Alt. SM-DS → S\_SM-DS | Call ES15.DeleteEvent | MTD\_HTTP\_REQ(  #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  <FUNCTION\_REQ\_ID>,  <FUNCTION\_CALL\_ID>,  #EID1,  <EVENT\_ID\_D>))  Verify that <EVENT\_ID\_D> is equal to <EVENT\_ID\_R> | RQ36\_027 RQ36\_028 RQ36\_031 RQ36\_032 RQ59\_016 RQ59\_017 RQ59\_017\_2 RQ59\_023 RQ62\_001 RQ62\_002 RQ62\_004 RQ62\_006 RQ62\_007RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_031 |
| 4 | S\_SM-DS → Alt. SM-DS | MTD\_HTTP\_RESP( #R\_SUCCESS) on ES15 | No Error | RQ510\_019 |
| 5 | Alt. SM-DS → S\_SM-DP+ | SM-DS sends response back to S\_SM-DP+ | MTD\_HTTP\_RESP( #R\_SUCCESS) on ES12 | RQ36\_027 RQ36\_028 RQ36\_031 RQ36\_032 RQ59\_016 RQ59\_021 RQ59\_024RQ510\_019 RQ62\_001 RQ62\_002 RQ62\_005 RQ62\_006RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_031 |
| 6 | S\_LPAd → Alt. SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_EVENT\_ID\_ERROR | | RQ36\_031 RQ59\_019 RQ510\_020 RQ62\_001 RQ62\_002 |

Test Sequence #02 Nominal: Cascaded Event Deletion, Event Record not found on Root SM-DS

The purpose of this test is to verify that if cascaded deletion fails because the Event Record was not found in the Root SM-DS the Alternative SM-DS can ignore this error case and continue.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Alt. SM-DS | * #EVENT\_ID\_1 registration for #EID1 and #TEST\_DP\_ADDRESS1 (registered with S\_SM\_DP+\_OID) was cascaded using <EVENT\_ID\_R> to the Root SM-DS. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) |  |  |
| 2 | Alt. SM-DS →  S\_SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | |
| 3 | Alt. SM-DS → S\_SM-DS | Call ES15.DeleteEvent | MTD\_HTTP\_REQ(  #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  <FUNCTION\_REQ\_ID>,  <FUNCTION\_CALL\_ID>,  #EID1,  <EVENT\_ID\_D>))  Verify that <EVENT\_ID\_D> is equal to <EVENT\_ID\_R> | RQ36\_027 RQ36\_028 RQ36\_031 RQ36\_032 RQ59\_016 RQ59\_017 RQ59\_017\_2 RQ59\_023 RQ62\_001 RQ62\_002 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_031 |
| 4 | S\_SM-DS → Alt. SM-DS | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_9) | No Error | RQ510\_020 RQ62\_001 RQ62\_002 |
| 5 | Alt. SM-DS → S\_SM-DP+ | SM-DS sends response back to S\_SM-DP+ | MTD\_HTTP\_RESP( #R\_SUCCESS) on ES12 | RQ59\_021 RQ59\_024 RQ510\_019 RQ62\_001 RQ62\_002 |
| 6 | S\_LPAd → Alt. SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_EVENT\_ID\_ERROR | | RQ36\_031 RQ59\_018 RQ510\_020 RQ62\_001 RQ62\_002 |

Test Sequence #03 Error: Cascaded Event Deletion failed, Root SM-DS Unavailable (Subject Code 8.9 Reason Code 5.1)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Alt. SM-DS | * #EVENT\_ID\_1 registration for #EID1 and #TEST\_DP\_ADDRESS1 (registered with S\_SM\_DP+\_OID) was cascaded using <EVENT\_ID\_R> to the Root SM-DS. * S\_SM\_DS (Root SM-DS simulator) is not available – it will not respond to any client attempts to connect. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_1) | RQ59\_016\_1 RQ59\_018 RQ59\_022 RQ59\_025 RQ62\_001 RQ62\_002 |
| 2 | S\_LPAd →  Alt. SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_EVENT\_ID | | RQ59\_018 |

Test Sequence #04 Error: Cascaded Event Deletion failed, Root SM-DS execution error (Subject Code 8.9 Reason Code 4.2)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Alt. SM-DS | * #EVENT\_ID\_1 registration for #EID1 and #TEST\_DP\_ADDRESS1 (registered with S\_SM\_DP+\_OID) was cascaded using <EVENT\_ID\_R> to the Root SM-DS. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) |  |  |
| 2 | Alt. SM-DS → S\_SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | |
| 3 | Alt. SM-DS → S\_SM-DS | Call ES15.DeleteEvent | MTD\_HTTP\_REQ(  #TEST\_ROOT\_DS\_ADDRESS,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  <FUNCTION\_REQ\_ID>,  <FUNCTION\_CALL\_ID>,  #EID1,  <EVENT\_ID\_D>)) | RQ36\_027 RQ36\_028 RQ36\_031 RQ36\_032 RQ59\_016 RQ59\_017 RQ59\_017\_2 RQ59\_023 RQ62\_001 RQ62\_002 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_031 |
| 4 | S\_SM-DS →  Alt. SM-DS | MTD\_HTTP\_RESP( #R\_ERROR\_1\_2\_4\_2) | No Error | RQ510\_020 RQ62\_001 RQ62\_002 |
| 5 | Alt. SM-DS → S\_SM-DP+ | SM-DS sends response back to S\_SM-DP+ | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_4\_2) | RQ59\_018 RQ59\_022 RQ59\_025 RQ510\_020 RQ62\_001 RQ62\_002 |
| 6 | S\_LPAd → Alt. SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_EVENT\_ID | | RQ59\_018 |

***Test Sequence #05 Error: Event Record Does Not Match OID (Subject Code 8.9.5 Reason Code 3.***9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Alt. SM-DS | * #EVENT\_ID\_1 registration for #EID1 and #TEST\_DP\_ADDRESS1 (registered with S\_SM\_DP+\_OID) was cascaded using <EVENT\_ID\_R> to the Root SM-DS. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH\_INV\_OID on ES12 | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_9) | RQ59\_016\_1 RQ59\_022 RQ59\_025 RQ510\_020 RQ62\_001 RQ62\_002 | |
| 2 | S\_LPAd → Alt. SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_EVENT\_ID | | RQ59\_016\_1 |

##### 4.5.2.2.3 TC\_ALT\_SM\_DS\_ES12.DeleteEvent\_Error\_Nonexistant\_EventID

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Alt. SM-DS | * No TLS connections are established between the Alternative SM-DS and any of the simulator test tools. |

Test Sequence #01 Error: Event Record Does Not Exist (Subject Code 8.9.5 Reason Code 3.9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Alt. SM-DS | * #EVENT\_ID\_1 is not registered. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DP+ → Alt. SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES12 | | |
| 1 | S\_SM-DP+ → Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DP+\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_9) | RQ59\_016\_1 RQ59\_022 RQ59\_025 RQ510\_020 RQ62\_001 RQ62\_002 |

### 4.5.3 ES15 (SM-DS -- SM-DS): RegisterEvent

#### 4.5.3.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ36\_005, RQ36\_010, RQ36\_011, RQ36\_012

 RQ62\_001, RQ62\_002, RQ62\_005, RQ62\_006

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_005, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_030

 RQ510\_003, RQ510\_004, RQ510\_005, RQ510\_006, RQ510\_009, RQ510\_010, RQ510\_011, RQ510\_012, RQ510\_013, RQ510\_014, RQ510\_015

#### 4.5.3.2 Test Cases

##### 4.5.3.2.1 TC\_ROOT\_SM\_DS\_ES15.RegisterEvent

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Root SM-DS | * No TLS connections are established between the Root SM-DS and any of the simulator test tools. |

Test Sequence #01 Nominal: EventID Registration to SM-DS with Event forwarding

The purpose of this test is to verify that the Root SM-DS ignores the ForwardingIndicator and successfully performs Event Registration with Event forwarding set.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 is not already used by the Root SM-DS. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | | |
| 1 | S\_SM-DS → Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES15,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DS\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_ALT\_DS\_ADDRESS,  #EVENT\_ID\_1,  TRUE)) | MTD\_HTTP\_RESP(#R\_SUCCESS) | RQ510\_003 RQ510\_012 RQ62\_001 RQ62\_002 |
| 2 | S\_LPAd → Root SM-DS | PROC**\_**ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID using R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_ALT\_DS\_OK instead of R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_OK | | RQ36\_011 |

Test Sequence #02 Nominal: EventID Registration to SM-DS without Event forwarding

The purpose of this test is to verify that the Root SM-DS successfully performs Event Registration with Event without Event forwarding set.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 is not already used by the Root SM-DS. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | | |
| 1 | S\_SM-DS → Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES15,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DS\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_ALT\_DS\_ADDRESS,  #EVENT\_ID\_1,  FALSE)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ36\_010 RQ36\_011 RQ36\_012 RQ510\_004 RQ510\_006 RQ510\_009 RQ510\_011 RQ510\_013 RQ510\_014 RQ62\_001 RQ62\_002 RQ62\_005 RQ62\_006 RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_030 |
| 2 | S\_LPAd → Root SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID using R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_ALT\_DS\_OK instead of R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_OK | | RQ36\_011 |

Test Sequence #03 Error: Event Record Already Exists without Event Forwarding (Subject Code 8.9.5 Reason Code 3.3)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 is already used by the Root SM-DS for #EID2, registered with S\_SM\_DS\_OID. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | | |
| 1 | S\_SM-DS → Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES15,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #S\_SM\_DS\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,   #TEST\_ALT\_DS\_ADDRESS,  #EVENT\_ID\_1,  FALSE)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_3) | RQ510\_005 RQ510\_010 RQ510\_015 RQ62\_001 RQ62\_002 |
| 2 | S\_LPAd → Root SM-DS | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID\_ERROR | | RQ36\_005 |

### 4.5.4 ES15 (SM-DS -- SM-DS): DeleteEvent

#### 4.5.4.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ36\_028, RQ36\_029, RQ36\_030, RQ36\_031

 RQ62\_001, RQ62\_002, RQ62\_005, RQ62\_006

 RQ65\_001, RQ65\_002, RQ65\_003, RQ65\_005, RQ65\_007, RQ65\_008, RQ65\_009, RQ65\_031

 RQ510\_016, RQ510\_016\_1, RQ510\_021, RQ510\_022, RQ510\_023, RQ510\_024, RQ510\_025

#### 4.5.4.2 Test Cases

##### 4.5.4.2.1 TC\_ROOT\_SM\_DS\_ES15.DeleteEvent

|  |  |
| --- | --- |
| General Initial Conditions | |
| **Entity** | Description of the general initial condition |
| Root SM-DS | * No TLS connections are established between the Alternative SM-DS and any of the simulator test tools. |

Test Sequence #01 Nominal: Event Deletion

The purpose of this test is to verify that the Root SM-DS can perform Event Deletion.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 was registered for #EID1 and #TEST\_ALT\_DS\_ADDRESS, registered with S\_SM\_DS\_OID. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | | |
| 1 | S\_SM-DS → Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES15,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DS\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) | MTD\_HTTP\_RESP( #R\_SUCCESS) | RQ36\_028 RQ36\_029 RQ36\_030 RQ62\_001 RQ62\_002 RQ62\_005 RQ62\_006RQ65\_001 RQ65\_002 RQ65\_003 RQ65\_005 RQ65\_007 RQ65\_008 RQ65\_009 RQ65\_031 RQ510\_016 RQ510\_021 RQ510\_023 RQ510\_024 |
| 2 | S\_LPAd → Root SM-DS | PROC**\_**ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID\_ERROR | | RQ36\_031 |

Test Sequence #02 Error: Event Record Does Not Exist (Subject Code 8.9.5 Reason Code 3.9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | * #EVENT\_ID\_1 is not registered. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH on ES15 | | | |
| 1 | S\_SM-DS → Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES15,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DS\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_9) | RQ510\_016\_1 RQ510\_022 RQ510\_025 RQ62\_001 RQ62\_002 |

Test Sequence #03 Error: Event Record Does Not Match OID (Subject Code 8.9.5 Reason Code 3.9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| Root SM-DS | #EVENT\_ID\_1 was registered for #EID1 and #TEST\_ALT\_DS\_ADDRESS, registered with S\_SM\_DS\_OID. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_SM-DS → Root SM-DS | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH\_INV\_OID on ES15 | | |
| 1 | S\_SM-DS → Root SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES15,  #PATH\_DELETE\_EVENT,  MTD\_DELETE\_EVENT(  #S\_SM\_DS\_F\_REQ\_ID,  #FUNCTION\_CALL\_ID\_1,  #EID1,  #EVENT\_ID\_1)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_9) | RQ510\_016\_1 RQ510\_022 RQ510\_025 RQ62\_001 RQ62\_002 |
| 2 | S\_LPAd → Root SM-DS | PROC**\_**ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID using #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_ALT\_DS\_OK instead of #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_OK | | RQ510\_016\_1 |

### 4.5.5 ES11 (LPA -- SM-DS): InitiateAuthentication

#### 4.5.5.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_033

* RQ31\_030, RQ31\_033, RQ31\_034, RQ31\_035, RQ31\_036, RQ31\_037, RQ31\_038, RQ31\_039, RQ31\_041, RQ31\_042, RQ31\_043, RQ31\_073

 RQ57\_106

 RQ58\_003, RQ58\_004, RQ58\_005, RQ58\_006, RQ58\_007, RQ58\_008, RQ58\_010, RQ58\_011, RQ58\_012, RQ58\_013, RQ58\_014, RQ58\_015, RQ58\_016, RQ58\_017, RQ58\_018, RQ58\_019, RQ58\_020

 RQ62\_001, RQ62\_002

* RQ65\_018

#### 4.5.5.2 Test Cases

##### 4.5.5.2.1 TC\_SM\_DS\_ES11.InitiateAuthenticationNIST

|  |  |
| --- | --- |
| General Initial Conditions for SM-DS testing | |
| Entity | Description of the general initial condition |
| SM-DS | SM-DS is configured with the #CERT\_SM\_DSauth\_ECDSA for NIST. |

Perform all test sequences defined in 4.3.12.2.1 with the following variables:

 Test Environment = TE\_S1

 SERVER = SM-DS

o CERT\_SM\_XXauth\_ECDSA = CERT\_SM\_DSauth\_ECDSA

o PK\_SM\_XXauth\_ECDSA = PK\_SM\_DSauth\_ECDSA

##### 4.5.5.2.2 TC\_SM\_DS\_ES11.InitiateAuthenticationBRP

|  |  |
| --- | --- |
| General Initial Conditions for SM-DS testing | |
| Entity | Description of the general initial condition |
| SM-DS | SM-DS is configured with the #CERT\_SM\_DSauth\_ECDSA for BRP. |

Perform all test sequences defined in 4.3.12.2.3 with the following variables:

 Test Environment = TE\_S1

 SERVER = SM-DS

o CERT\_SM\_XXauth\_ECDSA = CERT\_SM\_DSauth\_ECDSA

o PK\_SM\_XXauth\_ECDSA = PK\_SM\_DSauth\_ECDSA

### 4.5.6 ES11 (LPA -- SM-DS): Authenticate Client

#### 4.5.6.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_005, RQ26\_006, RQ26\_012, RQ26\_014

 RQ31\_058, RQ31\_059, RQ31\_060

 RQ36\_017, RQ36\_021, RQ36\_022

 RQ45\_006, RQ45\_026, RQ45\_026\_1, RQ45\_027, RQ45\_028, RQ45\_029

 RQ57\_037, RQ57\_108

 RQ58\_025, RQ58\_026, RQ58\_027, RQ58\_028, RQ58\_029, RQ58\_031, RQ58\_036, RQ58\_036\_1, RQ58\_037, RQ58\_038, RQ58\_039

 RQ62\_001, RQ62\_002

* RQ65\_27, RQ65\_028, RQ65\_029

#### 4.5.6.2 Test Cases

##### 4.5.6.2.1 TC\_SM-DS\_ES11.AuthenticateClientNIST

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DS | SM-DS is configured with the #CERT\_SM\_DSauth\_ECDSA for NIST. |

Test Sequence #01 Nominal Matching ID Empty for one pending Event

The purpose of this test is to verify that common mutual authentication between the SM-DS and the S\_LPAd is performed successfully with an empty Matching ID, and that Event Retrieval occurs for one pending Event.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_EMPTY)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_OK) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ36\_021 RQ36\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_025 RQ58\_026 RQ58\_027 RQ58\_028 RQ58\_029 RQ58\_031 RQ58\_036 RQ58\_037 RQ58\_038 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #02 Nominal Matching ID Empty for two pending Events

The purpose of this test is to verify that common mutual authentication between the SM-DS and the S\_LPAd is performed successfully with an empty Matching ID, and that Event Retrieval occurs for any pending Events.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. * #EVENT\_ID\_2 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS2. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_EMPTY)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_MULTI\_OK) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ36\_021 RQ36\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_025 RQ58\_026 RQ58\_027 RQ58\_028 RQ58\_029 RQ58\_031 RQ58\_036 RQ58\_037 RQ58\_038 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #03 Nominal Matching ID Empty for no pending Events

The purpose of this test is to verify that common mutual authentication between the SM-DS and the S\_LPAd is performed successfully with an empty Matching ID, and that Event Retrieval returns no pending Events.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * No Events have been registered in the SM-DS for #EID1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_EMPTY)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_EMPTY\_OK) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ36\_021 RQ36\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_025 RQ58\_026 RQ58\_027 RQ58\_028 RQ58\_029 RQ58\_031 RQ58\_033 RQ58\_036 RQ58\_037 RQ58\_038 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #04 Nominal Matching ID Omitted for one pending Event

The purpose of this test is to verify that common mutual authentication between the SM-DS and the S\_LPAd is performed successfully with the Matching ID omitted, and that Event Retrieval occurs for one pending Event.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_OMITTED)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_OK) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ36\_021 RQ36\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_025 RQ58\_026 RQ58\_027 RQ58\_028 RQ58\_029 RQ58\_031 RQ58\_036 RQ58\_037 RQ58\_038 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #05 Nominal Matching ID Omitted for two pending Events

The purpose of this test is to verify that common mutual authentication between the SM-DS and the S\_LPAd is performed successfully with the Matching ID omitted, and that Event Retrieval occurs for any pending Events.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. * #EVENT\_ID\_2 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS2. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_OMITTED)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_MULTI\_OK) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ36\_021 RQ36\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_025 RQ58\_026 RQ58\_027 RQ58\_028 RQ58\_029 RQ58\_031 RQ58\_036 RQ58\_037 RQ58\_038 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #06 Nominal Matching ID Omitted for no pending Events

The purpose of this test is to verify that common mutual authentication between the SM-DS and the S\_LPAd is performed successfully with the Matching ID omitted, and that Event Retrieval returns no pending Events.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * No Events have been registered in the SM-DS for #EID1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_OMITTED)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_EMPTY\_OK) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ36\_021 RQ36\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_025 RQ58\_026 RQ58\_027 RQ58\_028 RQ58\_029 RQ58\_031 RQ58\_033 RQ58\_036 RQ58\_037 RQ58\_038 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #07 Alt. Nominal Matching ID containing EventID with one pending Event

The purpose of this test is to verify that common mutual authentication between the Alternative SM-DS and the S\_LPAd is performed successfully with a Matching ID containing an EventID, and that Event Retrieval occurs for the requested pending Event.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the Alternative SM-DS with #EID1 and #TEST\_DP\_ADDRESS1 and was cascaded using <EVENT\_ID\_R> to the Root SM-DS. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  Alt. SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_EVENT\_ID\_R)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_OK) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ36\_021 RQ36\_022 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_025 RQ58\_026 RQ58\_027 RQ58\_028 RQ58\_029 RQ58\_034 RQ58\_036 RQ58\_037 RQ58\_038 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #08 Alt Nominal Matching ID containing EventID with two pending Events

The purpose of this test is to verify that common mutual authentication between the Alternative SM-DS and the S\_LPAd is performed successfully with a Matching ID containing an EventID, and that Event Retrieval occurs for only the requested pending Event.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the Alternative SM-DS with #EID1 and #TEST\_DP\_ADDRESS1 and was cascaded using <EVENT\_ID\_R> to the Root SM-DS. * #EVENT\_ID\_2 has been registered in the Alternative SM-DS with #EID1 and #TEST\_DP\_ADDRESS2 and was cascaded, using an EventID which is different from <EVENT\_ID\_R>, to the Root SM-DS. |

Repeat Test Sequence #07 Nominal Matching ID containing one Event with one pending Event.

Test Sequence #09 Error: Invalid EUM Certificate (Subject Code 8.1.2 Reason Code 6.1)

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial condition** |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_1\_SIG)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |
| 2 | S\_LPAd → SM-DS | Close TLS session (unless SM-DS has already closed TLS session) | |  |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| 4 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 5 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_1\_EX\_KU)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ65\_028 RQ62\_001 RQ62\_002 RQ65\_029 |
| 6 | S\_LPAd → SM-DS | Close TLS session (unless SM-DS has already closed TLS session) | |  |
| 7 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| 8 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 9 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_1\_EX\_CP)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |
| 10 | S\_LPAd → SM-DS | Close TLS session (unless SM-DS has already closed TLS session) | |  |
| 11 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| 12 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 13 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_1\_EX\_BC\_cA)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |
| 14 | S\_LPAd → SM-DS | Close TLS session (unless SM-DS has already closed TLS session) | | |
| 15 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| 16 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 17 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_1\_EX\_BC\_PLC)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ65\_028 RQ62\_001 RQ62\_002 RQ65\_029 |

Test Sequence #10 Error: Expired EUM Certificate (Subject Code 8.1.2 Reason Code 6.3)

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial condition** |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_3)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_2\_6\_3) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #11 Error: Invalid eUICC Certificate (Subject Code 8.1.3 Reason Code 6.1)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  | |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_1\_SIG)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ65\_028 RQ62\_001 RQ62\_002 RQ65\_029 | |
| 2 | S\_LPAd → SM-DS | Close TLS session (unless SM-DS has already closed TLS session) | |  | |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | | |
| 4 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  | |
| 5 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,   #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_1\_EX\_KU)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 | |
| 6 | S\_LPAd → SM-DS | Close TLS session (unless SM-DS has already closed TLS session) | |  | |
| 7 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | | |
| 8 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  | |
| 9 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_1\_EX\_CP)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 | |
| 10 | S\_LPAd → SM-DS | Close TLS session (unless SM-DS has already closed TLS session) | |  | |
| 11 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| 12 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  | |
| 13 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_1\_SUB\_ORG)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 | |
| 14 | S\_LPAd → SM-DS | Close TLS session (unless SM-DS has already closed TLS session) | |  | |
| 15 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | |  | |
| 16 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  | |
| 17 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_1\_SUB\_SN)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 | |

Test Sequence #12 Error: Expired eUICC Certificate (Subject Code 8.1.3 Reason Code 6.3)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_3)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_3\_6\_3) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #13 Error: Invalid eUICC Signature (Subject Code 8.1 Reason Code 6.1)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_6\_1\_SIG)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #14 Error: Invalid Server Challenge (Subject Code 8.1 Reason Code 6.1)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_1\_6\_1\_CHA)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_6\_1) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #15 Error: Unknown Transaction ID in JSON transport layer (Subject Code 8.10.1 Reason Code 3.9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT( <INVALID\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_MATCHING\_ID\_EMPTY)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #16 Error: Unknown Transaction ID in ASN.1 euiccSigned1 payload (Subject Code 8.10.1 Reason Code 3.9)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * #EVENT\_ID\_1 has been registered in the SM-DS with #EID1 and #TEST\_DP\_ADDRESS1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT( <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_8\_10\_1\_3\_9)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_10\_1\_3\_9) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

Test Sequence #17 Error: Matching ID containing EventID with no pending Event

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DS | * No Events have been registered in the SM-DS for #EID1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| IC2 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd →  SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_EVENT\_ID)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_9) | RQ26\_005 RQ26\_006 RQ26\_012 RQ26\_014 RQ31\_058 RQ31\_059 RQ31\_060 RQ36\_017 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ45\_027 RQ45\_028 RQ45\_029 RQ57\_037 RQ57\_108 RQ58\_030 RQ58\_036\_1 RQ58\_037 RQ58\_039 RQ62\_001 RQ62\_002 RQ65\_028 RQ65\_029 |

##### 4.5.6.2.2 TC\_SM-DS\_ES11.AuthenticateClientBRP

|  |  |
| --- | --- |
| General Initial Conditions | |
| **Entity** | Description of the general initial condition |
| SM-DS | SM-DS is configured with the #CERT\_SM\_DSauth\_ECDSA for BrainpoolP256r1. |

Test Sequence #01 Nominal Matching ID Empty for one pending Event

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.5.6.2.1 TC\_SM-DS\_ES11.AuthenticateClientNIST except that all auth keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #02 Nominal Matching ID Empty for two pending Events

This test sequence SHALL be the same as the Test Sequence #02 defined in section 4.5.6.2.1 TC\_SM-DS\_ES11.AuthenticateClientNIST except that all auth keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #03 Nominal Matching ID Empty for no pending Events

This test sequence SHALL be the same as the Test Sequence #03 defined in section 4.5.6.2.1 TC\_SM-DS\_ES11.AuthenticateClientNIST except that all auth keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #04 Nominal Matching ID Omitted for one pending Event

This test sequence SHALL be the same as the Test Sequence #04 defined in section 4.5.6.2.1 TC\_SM-DS\_ES11.AuthenticateClientNIST except that all auth keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #05 Nominal Matching ID Omitted for two pending Events

This test sequence SHALL be the same as the Test Sequence #05 defined in section 4.5.6.2.1 TC\_SM-DS\_ES11.AuthenticateClientNIST except that all auth keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #06 Nominal Matching ID Omitted for no pending Events

This test sequence SHALL be the same as the Test Sequence #06 defined in section 4.5.6.2.1 TC\_SM-DS\_ES11.AuthenticateClientNIST except that all auth keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #07 Alt. Nominal Matching ID containing EventID with one pending Event

This test sequence SHALL be the same as the Test Sequence #07 defined in section 4.5.6.2.1 TC\_SM-DS\_ES11.AuthenticateClientNIST except that all auth keys and certificates SHALL be based on BrainpoolP256r1.

Test Sequence #08 Alt. Nominal Matching ID containing EventID with two pending Events

This test sequence SHALL be the same as the Test Sequence #08 defined in section 4.5.6.2.1 TC\_SM-DS\_ES11.AuthenticateClientNIST except that all auth keys and certificates SHALL be based on BrainpoolP256r1.

### 4.5.7 ES15 (SM-DS -- SM-DS): TLS, Mutual Authentication, Client, Session Establishment

#### 4.5.7.1 TC\_ALT\_SM-DS\_ES15\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST

Perform all test sequences defined in section 4.6.1.2.1 with the following variables set as follows:

 CLIENT = Alternative SM-DS under test

o CERT\_CLIENT\_TLS = #CERT\_SM\_DS\_TLS for NIST

 SERVER = Root S\_SM-DS

o CERT\_S\_SERVER\_TLS = #CERT\_S\_SM\_DS\_TLS for NIST

#### 4.5.7.2 TC\_ALT\_SM-DS\_ES15\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentBRP

Perform all test sequences defined in section 4.6.1.2.2 with the following variables set as follows:

 CLIENT = Alternative SM-DS under test

o CERT\_CLIENT\_TLS = #CERT\_SM\_DS\_TLS for BRP

 SERVER = Root S\_SM-DS

o CERT\_S\_SERVER\_TLS = #CERT\_S\_SM\_DS\_TLS for BRP

### 4.5.8 ES12 (SM-DS -- SM-DP+): TLS, Mutual Authentication, Server, Session Establishment

#### 4.5.8.1 TC\_SM-DS\_ES12\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST

Perform all test sequences defined in section 4.6.2.2.1 with the following variables set as follows:

 CLIENT = S\_SM-DP+

o CERT\_S\_CLIENT\_TLS = CERT\_S\_SM\_DP\_TLS for NIST

 SERVER = Alternative or Root SM-DS under test.

o CERT\_SERVER\_TLS = CERT\_SM\_DS\_TLS for NIST

#### 4.5.8.2 TC\_SM-DS\_ES12\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentBRP

Perform all test sequences defined in section 4.6.2.2.2 with the following variables set as follows:

 CLIENT = S\_SM-DP+

o CERT\_S\_CLIENT\_TLS = CERT\_S\_SM\_DP\_TLS for BRP

 SERVER = Alternative or Root SM-DS under test.

o CERT\_SERVER\_TLS = CERT\_SM\_DS\_TLS for BRP

### 4.5.9 ES15 (SM-DS -- SM-DS): TLS, Mutual Authentication, Server, Session Establishment

#### 4.5.9.1 TC\_ROOT\_SM-DS\_ES15\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST

Perform all test sequences defined in section 4.6.2.2.1 with the following variables set as follows:

 CLIENT = Alternative S\_SM-DS

o CERT\_S\_CLIENT\_TLS = CERT\_S\_SM\_DS\_TLS for NIST

 SERVER = Root SM-DS under test.

o CERT\_SERVER\_TLS = CERT\_SM\_DS\_TLS for NIST

#### 4.5.9.2 TC\_ROOT\_SM-DS\_ES15\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentBRP

Perform all test sequences defined in section 4.6.2.2.2 with the following variables set as follows:

 CLIENT = Alternative S\_SM-DS

o CERT\_S\_CLIENT\_TLS = CERT\_S\_SM\_DS\_TLS for BRP

 SERVER = Root SM-DS under test.

o CERT\_SERVER\_TLS = CERT\_SM\_DS\_TLS for BRP

### 4.5.10 ES11 (LPA -- SM-DS): TLS, Server Authentication, Session Establishment

#### 4.5.10.1 TC\_SM-DS\_ES11\_Server\_Authentication\_for\_HTTPS\_EstablishmentNIST

Perform all test sequences defined in section 4.6.3.2.1 with the following variables set as follows:

 CLIENT = S\_LPAd

 SERVER = SM-DS under test.

o CERT\_SERVER\_TLS = #CERT\_SM\_DS\_TLS for NIST

#### 4.5.10.2 TC\_SM-DS\_ES11\_Server\_Authentication\_for\_HTTPS\_EstablishmentBRP

Perform all test sequences defined in section 4.6.3.2.2 with the following variables set as follows:

 CLIENT = S\_LPAd

 SERVER = SM-DS under test.

o CERT\_SERVER\_TLS = #CERT\_SM\_DS\_TLS for BRP

## 4.6 TLS Interface

### 4.6.1 TLS, Mutual Authentication, Client, TLS Establishment

#### 4.6.1.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_023, RQ26\_024, RQ26\_025, RQ26\_025\_1, RQ26\_026, RQ26\_027, RQ26\_028

 RQ31\_032

 RQ45\_006, RQ45\_026, RQ45\_026\_1

 RQ56\_001, RQ56\_002, RQ56\_003

 RQ58\_001, RQ58\_002

 RQ59\_001

* RQ60\_002, RQ60\_003

 RQ61\_001

 RQ63\_006

 RQ510\_001

#### 4.6.1.2 Test Cases

##### 4.6.1.2.1 TC\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST

|  |  |
| --- | --- |
| General Initial Conditions for SM-DP+ as Client under test | |
| Entity | Description of the initial condition |
| SM-DP+ | * The SM-DP+ is ready to execute a download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration (for example, a suitable profile is available).There is currently no TLS connection established to the S\_SM-DS. |

|  |  |
| --- | --- |
| General Initial Conditions for SM-DS as Client under test | |
| **Entity** | Description of the initial condition |
| SM-DS | * EventID to be used by the S\_SM-DP+ is not already used in the SM-DS. * There is currently no TLS connection established to the S\_SM-DS. |

Test Sequence #01 Nominal: HTTPS Session Establishment

The purpose of this test is to verify that the Client correctly establishes an HTTPS Session with the Server using Mutual Authentication.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | When the Client under test is the SM-DP+, initiate the download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration.  When the Client under test is the SM-DS, the S\_SM-DP+ calls ES12.RegisterEvent configured as follows:  MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #EID1,  #TEST\_DP\_ADDRESS1,  <EVENT\_ID>,  TRUE) | | | |
| 1 | CLIENT → S\_SERVER | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_CLIENT\_TLS\_VER,  <TLS\_CIPHER\_SUITES>,  <SESSION\_ID\_CLIENT>,  <EXT\_SHA256\_ECDSA>)  Verify that: • <TLS\_CIPHER\_SUITES> SHALL contain at least one of TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 (see note 1)  • <EXT\_SHA256\_ECDSA> SHALL have at least the 'supported\_signature\_algorithms' extension set with HashAlgorithm sha256 (04) and SignatureAlgorithm ecdsa (03). | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_SERVER → CLIENT | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <S\_SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,  #CERT\_S\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  #S\_SAH\_SHA256\_ECDSA,  #DIST\_NAME\_CI) | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_CLIENT\_TLS, <CLIENT\_TLS\_EPHEM\_KEY>) | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 3 | S\_SERVER → CLIENT | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,  <SERVER\_FINISHED>) | HTTPS connection established | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| Note 1: if the verification fails, the test tool cannot continue execution while remaining compliant with both SGP.22 [2] and RFC 5246 [27]. | | | | |

Test Sequence #02 Nominal: Non-reuse of session keys

The purpose of this test sequence is to verify that the Client is not reusing ephemeral keys from the previous session.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | * The SM-DP+ is ready to execute a further download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration (for example, a further suitable profile is available). |

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | | | Expected result | | REQ |
| IC1 | When the Client under test is the SM-DP+, initiate the download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration.  When the Client under test is the SM-DS, the S\_SM-DP+ calls ES12.RegisterEvent configured as follows:  MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #EID1,  #TEST\_DP\_ADDRESS1,  <EVENT\_ID>,  TRUE) | | | | | | |
| IC2 | CLIENT → S\_SERVER | | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(    #IUT\_CLIENT\_TLS\_VER,   <TLS\_CIPHER\_SUITES>,   <SESSION\_ID\_CLIENT>,   <EXT\_SHA256\_ECDSA>)  Extract <SESSION\_ID\_CLIENT>. | |  | |
| IC3 | S\_SERVER → CLIENT | | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(     #TLS\_VERSION\_1\_2, <S\_SEL\_TLS\_CIPHER\_SUITE>,   <SESSION\_ID\_RANDOM>,   #CERT\_S\_SERVER\_TLS,   <SERVER\_TLS\_EPHEM\_KEY>,   #CLIENT\_CERT\_TYPE,   #S\_SAH\_SHA256\_ECDSA,   #DIST\_NAME\_CI) | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(   #CERT\_CLIENT\_TLS, <CLIENT\_TLS\_EPHEM\_KEY>)  Extract <SESSION\_ID\_RANDOM>.  Extract <CLIENT\_TLS\_EPHEM\_KEY> from the ClientKeyExchange message. | |  | |
| IC4 | S\_SERVER → CLIENT | | MTD\_TLS\_SERVER\_END(    #CHANGE\_CIPHER\_SPEC,   <SERVER\_FINISHED>) | HTTPS connection established | |  | |
| IC5 | S\_SERVER  → CLIENT | Close TLS session (unless CLIENT has already closed TLS session) | | | | | |
| IC6 | When the Client under test is the SM-DP+, initiate a further download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration.  When the Client under test is the SM-DS, repeat IC1 | | | | | | |
| 1 | CLIENT → S\_SERVER | Send TLS Client Hello | | | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_CLIENT\_TLS\_VER,  <TLS\_CIPHER\_SUITES>,  <SESSION\_ID\_CLIENT>,  <EXT\_SHA256\_ECDSA>)  <SESSION\_ID\_CLIENT> SHALL be different from any non-empty value of session\_id (in ClientHello or ServerHello) used in IC2.  Verify that: • <TLS\_CIPHER\_SUITES> SHALL contain at least one of TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 (see Note 1) | |  |
| 2 | S\_SERVER → CLIENT | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <S\_SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,  #CERT\_S\_SERVER\_TLS, <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  #S\_SAH\_SHA256\_ECDSA,  #DIST\_NAME\_CI) | | | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_CLIENT\_TLS, <CLIENT\_TLS\_EPHEM\_KEY>)  Verify that in the ClientKeyExchange message:  • <CLIENT\_TLS\_EPHEM\_KEY> is different from the one used by the CLIENT in IC1 | | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 3 | S\_SERVER → CLIENT | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,  <SERVER\_FINISHED>) | | | HTTPS connection established | | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| Note 1: if the verification fails, the test tool cannot continue execution while remaining compliant with both SGP.22 [2] and RFC 5246 [27]. | | | | | | | |

Test Sequence #03 Error: Invalid Server TLS Version

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | When the Client under test is the SM-DP+, initiate the download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration.  When the Client under test is the SM-DS, the S\_SM-DP+ calls ES12.RegisterEvent configured as follows:  MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #EID1,  #TEST\_DP\_ADDRESS1,  <EVENT\_ID>,  TRUE) | | | |
| 1 | CLIENT → S\_SERVER | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_CLIENT\_TLS\_VER,  <TLS\_CIPHER\_SUITES>,  <SESSION\_ID\_CLIENT>,  <EXT\_SHA256\_ECDSA>)  Verify that: • <TLS\_CIPHER\_SUITES> SHALL contain at least one of TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 (see note 1) | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_SERVER → CLIENT | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(  #TLS\_VERSION\_1\_1,  <S\_SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,  #CERT\_S\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  #S\_SAH\_SHA256\_ECDSA,  #DIST\_NAME\_CI)  Note: if the Client sends an Alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC, then the S\_SERVER might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC which occur after the Alert. | Client sends a TLS Fatal-alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ510\_001 RQ59\_001 RQ61\_001 |
| Note 1: if the verification fails, the test tool cannot continue execution while remaining compliant with both SGP.22 [2] and RFC 5246 [27]. | | | | |

Test Sequence #04 Error: Invalid Server TLS Certificate Signature

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | When the Client under test is the SM-DP+, initiate the download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration.  When the Client under test is the SM-DS, the S\_SM-DP+ calls ES12.RegisterEvent configured as follows:  MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #EID1,  #TEST\_DP\_ADDRESS1,  <EVENT\_ID>,  TRUE) | | | |
| 1 | CLIENT → S\_SERVER | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_CLIENT\_TLS\_VER,  <TLS\_CIPHER\_SUITES>,  <SESSION\_ID\_CLIENT>,  <EXT\_SHA256\_ECDSA>)  Verify that: • <TLS\_CIPHER\_SUITES> SHALL contain at least one of TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 (see note 1) | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_SERVER → CLIENT | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <S\_SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>, #CERT\_S\_SERVER\_TLS\_INV\_SIG,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  #S\_SAH\_SHA256\_ECDSA,  #DIST\_NAME\_CI)  Note: if the Client sends an Alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC, then the S\_SERVER might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC which occur after the Alert. | Client sends a TLS Fatal-alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| Note 1: if the verification fails, the test tool cannot continue execution while remaining compliant with both SGP.22 [2] and RFC 5246 [27]. | | | | |

Test Sequence #05 Error: Expired Server TLS Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | When the Client under test is the SM-DP+, initiate the download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration.  When the Client under test is the SM-DS, the S\_SM-DP+ calls ES12.RegisterEvent configured as follows:  MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #EID1,  #TEST\_DP\_ADDRESS1,  <EVENT\_ID>,  TRUE) | | | |
| 1 | CLIENT → S\_SERVER | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_CLIENT\_TLS\_VER,  <TLS\_CIPHER\_SUITES>,  <SESSION\_ID\_CLIENT>,  <EXT\_SHA256\_ECDSA>)  Verify that: • <TLS\_CIPHER\_SUITES> SHALL contain at least one of TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 (see note 1) | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_SERVER → CLIENT | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(  #TLS\_VERSION\_1\_2,  <S\_SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>, #CERT\_S\_SERVER\_TLS\_EXPIRED,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  #S\_SAH\_SHA256\_ECDSA,  #DIST\_NAME\_CI)  Note: if the Client sends an Alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC, then the S\_SERVER might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC which occur after the Alert. | Client sends a TLS Fatal-alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| Note 1: if the verification fails, the test tool cannot continue execution while remaining compliant with both SGP.22 [2] and RFC 5246 [27]. | | | | |

Test Sequence #06 Error: Invalid Server TLS Certificate with critical extension not set

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | When the Client under test is the SM-DP+, initiate the download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration.  When the Client under test is the SM-DS, the S\_SM-DP+ calls ES12.RegisterEvent configured as follows:  MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #EID1,  #TEST\_DP\_ADDRESS1,  <EVENT\_ID>,  TRUE) | | | |
| 1 | CLIENT → S\_SERVER | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_CLIENT\_TLS\_VER,  <TLS\_CIPHER\_SUITES>,  <SESSION\_ID\_CLIENT>,  <EXT\_SHA256\_ECDSA>)  Verify that: • <TLS\_CIPHER\_SUITES> SHALL contain at least one of TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 (see note 1) | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_SERVER → CLIENT | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(  #TLS\_VERSION\_1\_2,  <S\_SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>, #CERT\_S\_SERVER\_TLS\_INV\_CRITICAL\_EXT,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  #S\_SAH\_SHA256\_ECDSA,  #DIST\_NAME\_CI)  Note: if the Client sends an Alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC, then the S\_SERVER might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC which occur after the Alert. | Client sends a TLS Fatal-alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| Note 1: if the verification fails, the test tool cannot continue execution while remaining compliant with both SGP.22 [2] and RFC 5246 [27]. | | | | |

Test Sequence #07 Error: Invalid Server TLS Certificate with invalid 'key usage' extension

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | When the Client under test is the SM-DP+, initiate the download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration.  When the Client under test is the SM-DS, the S\_SM-DP+ calls ES12.RegisterEvent configured as follows:  MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #EID1,  #TEST\_DP\_ADDRESS1,  <EVENT\_ID>,  TRUE) | | | |
| 1 | CLIENT → S\_SERVER | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_CLIENT\_TLS\_VER,  <TLS\_CIPHER\_SUITES>,  <SESSION\_ID\_CLIENT>,  <EXT\_SHA256\_ECDSA>)  Verify that: • <TLS\_CIPHER\_SUITES> SHALL contain at least one of TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 (see note 1) | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_SERVER → CLIENT | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(  #TLS\_VERSION\_1\_2,  <S\_SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>, #CERT\_S\_SERVER\_TLS\_INV\_KEY\_USAGE,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  #S\_SAH\_SHA256\_ECDSA,  #DIST\_NAME\_CI)  Note: if the Client sends an Alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC, then the S\_SERVER might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC which occur after the Alert. | Client sends a TLS Fatal-alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| Note 1: if the verification fails, the test tool cannot continue execution while remaining compliant with both SGP.22 [2] and RFC 5246 [27]. | | | | |

Test Sequence #08 Error: Invalid TLS Certificate with invalid 'extended key usage' extension

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | When the Client under test is the SM-DP+, initiate the download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration.  When the Client under test is the SM-DS, the S\_SM-DP+ calls ES12.RegisterEvent configured as follows:  MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #EID1,  #TEST\_DP\_ADDRESS1,  <EVENT\_ID>,  TRUE) | | | |
| 1 | CLIENT → S\_SERVER | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_CLIENT\_TLS\_VER,  <TLS\_CIPHER\_SUITES>,  <SESSION\_ID\_CLIENT>,  <EXT\_SHA256\_ECDSA>)  Verify that: • <TLS\_CIPHER\_SUITES> SHALL contain at least one of TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 (see note 1) | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_SERVER → CLIENT | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(  #TLS\_VERSION\_1\_2,  <S\_SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>, #CERT\_S\_SERVER\_TLS\_INV\_EXT\_KEY\_USAGE,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  #S\_SAH\_SHA256\_ECDSA,  #DIST\_NAME\_CI)  Note: if the Client sends an Alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC, then the S\_SERVER might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC which occur after the Alert. | Client sends a TLS Fatal-alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| Note 1: if the verification fails, the test tool cannot continue execution while remaining compliant with both SGP.22 [2] and RFC 5246 [27]. | | | | |

Test Sequence #09 Error: Invalid Client TLS Certificate with invalid 'Certificate Policies' extensions

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | When the Client under test is the SM-DP+, initiate the download order procedure (see SGP.22 [2] section 3.1.1) for the SM-DS use case with smdsAddress #TEST\_ROOT\_DS\_ADDRESS to be used for Event Registration.  When the Client under test is the SM-DS, the S\_SM-DP+ calls ES12.RegisterEvent configured as follows:  MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES12,  #PATH\_REGISTER\_EVENT,  MTD\_REGISTER\_EVENT(  #EID1,  #TEST\_DP\_ADDRESS1,  <EVENT\_ID>,  TRUE) | | | |
| 1 | CLIENT → S\_SERVER | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_CLIENT\_TLS\_VER,  <TLS\_CIPHER\_SUITES>,  <SESSION\_ID\_CLIENT>,  <EXT\_SHA256\_ECDSA>)  Verify that: • <TLS\_CIPHER\_SUITES> SHALL contain at least one of TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 orTLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 (see note 1) | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_SERVER → CLIENT | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(  #TLS\_VERSION\_1\_2,  <S\_SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>, #CERT\_S\_SERVER\_TLS\_INV\_CERT\_POL,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  #S\_SAH\_SHA256\_ECDSA,  #DIST\_NAME\_CI)  Note: if the Client sends an Alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC, then the S\_SERVER might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC which occur after the Alert. | Client sends a TLS Fatal-alert during or after any of the messages sent by the S\_SERVER in MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| Note 1: if the verification fails, the test tool cannot continue execution while remaining compliant with both SGP.22 [2] and RFC 5246 [27]. | | | | |

##### 4.6.1.2.2 TC\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentBRP

Test Sequence #01 Nominal: HTTPS Session Establishment

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.6.1.2.1 TC\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST, except that the brainpoolP256r1 curve is used.

Test Sequence #02 Nominal: Non-reuse of session keys

This test sequence SHALL be the same as the Test Sequence #02 defined in section 4.6.1.2.1 TC\_Client\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST, except that the brainpoolP256r1 curve is used.

### 4.6.2 TLS, Mutual Authentication, Server, TLS Establishment

#### 4.6.2.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_023, RQ26\_024, RQ26\_025, RQ26\_026, RQ26\_027, RQ26\_028

 RQ45\_006, RQ45\_026, RQ45\_026\_1

 RQ56\_002

 RQ59\_001

 RQ60\_003

 RQ61\_001

#### 4.6.2.2 Test Cases

##### 4.6.2.2.1 TC\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST

Test Sequence #01 Nominal: HTTPS Session Establishment

The purpose of this test is to verify that the Server correctly establishes an HTTPS Session with the Client using Mutual Authentication.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI)  Verify that in the Server Hello message: •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_S\_CLIENT\_TLS,  <CLIENT\_TLS\_EPHEM\_KEY>) | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,   <SERVER\_FINISHED>) | RQ26\_023 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |

Test Sequence #02 Nominal: Non-reuse of session keys

The purpose of this test sequence is to verify that the Server is not reusing ephemeral keys from the previous session.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH  Extract <SERVER\_TLS\_EPHEM\_KEY> from the ServerKeyExchange message | | | |
| IC2 | Terminate the TLS session | | | |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI)  Verify that in the ServerKeyExchange message: •<SERVER\_TLS\_EPHEM\_KEY> is different from the <SERVER\_TLS\_EPHEM\_KEY> value used in IC1. | RQ26\_025 |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_S\_CLIENT\_TLS,  <CLIENT\_TLS\_EPHEM\_KEY>) | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,   <SERVER\_FINISHED>) | RQ26\_023 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |

Test Sequence #03 Nominal: HTTPS Session Establishment with supported and unsupported Cipher Suites

The purpose of this test is to verify that the Server correctly establishes an HTTPS Session with the Client when supported and unsupported Cipher Suites are offered by the Client.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #PROP\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI)  Verify that in the Server Hello message:  •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_S\_CLIENT\_TLS,  <CLIENT\_TLS\_EPHEM\_KEY>) | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,   <SERVER\_FINISHED>) | RQ26\_023 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |

Test Sequence #04 Error: Invalid TLS Version

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_1,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  NO\_PARAM) | Server sends a TLS Fatal-alert | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ510\_001 RQ59\_001 RQ61\_001 |

Test Sequence #05 Error: Unsupported Cipher Suites and Extensions

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #UNSUP\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #EXT\_SHA256\_RSA) | Server sends a TLS Fatal-alert | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ510\_001 RQ59\_001 RQ61\_001 |

Test Sequence #06 Error: Invalid Client TLS Certificate Signature

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI)  Verify that in the Server Hello message: •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_S\_CLIENT\_TLS\_INV\_SIG,  <CLIENT\_TLS\_EPHEM\_KEY>)  Note: if the Server sends an Alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH, then the S\_CLIENT might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH which occur after the Alert. | Server sends a TLS Fatal-alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |

Test Sequence #07 Error: Expired Client TLS Certificate

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI)  Verify that in the Server Hello message: •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_S\_CLIENT\_TLS\_EXPIRED,  <CLIENT\_TLS\_EPHEM\_KEY>)  Note: if the Server sends an Alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH, then the S\_CLIENT might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH which occur after the Alert. | Server sends a TLS Fatal-alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |

Test Sequence #08 Error: Invalid Client TLS Certificate with critical extension not set

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI)  Verify that in the Server Hello message: •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH( #CERT\_S\_CLIENT\_TLS\_INV\_CRITICAL\_EXT,  <CLIENT\_TLS\_EPHEM\_KEY>)  Note: if the Server sends an Alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH, then the S\_CLIENT might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH which occur after the Alert. | Server sends a TLS Fatal-alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |

Test Sequence #09 Error: Invalid Client TLS Certificate with invalid 'key usage' extension

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI)  Verify that in the Server Hello message: •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_S\_CLIENT\_TLS\_INV\_KEY\_USAGE,  <CLIENT\_TLS\_EPHEM\_KEY>)  Note: if the Server sends an Alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH, then the S\_CLIENT might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH which occur after the Alert. | Server sends a TLS Fatal-alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |

Test Sequence #10 Error: Invalid TLS Certificate with invalid 'extended key usage' extension

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI)  Verify that in the Server Hello message: •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_S\_CLIENT\_TLS\_INV\_EXT\_KEY\_USAGE,  <CLIENT\_TLS\_EPHEM\_KEY>)  Note: if the Server sends an Alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH, then the S\_CLIENT might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH which occur after the Alert. | Server sends a TLS Fatal-alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |

Test Sequence #11 Error: Invalid Client TLS Certificate with invalid 'Certificate Policies' extensions

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI)  Verify that in the Server Hello message: •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_S\_CLIENT\_TLS\_INV\_CERT\_POL,  <CLIENT\_TLS\_EPHEM\_KEY>)  Note: if the Server sends an Alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH, then the S\_CLIENT might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH which occur after the Alert. | Server sends a TLS Fatal-alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_006 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |

Test Sequence #12 Error: No suitable Client certificate available

The purpose of this test is to verify that the Server does not establish an HTTPS Session with the Client using Mutual Authentication when the CERT.CLIENT.TLS certificate of the S\_CLIENT certificate message contains no certificates (the certificate\_list structure has a length of zero).

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI)  Verify that in the Server Hello message: •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  NO\_PARAM,  <CLIENT\_TLS\_EPHEM\_KEY>)  Note: if the Server sends an Alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH, then the S\_CLIENT might not send the messages specified in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH which occur after the Alert. | Server sends a TLS Fatal-alert during or after any of the messages sent by the S\_CLIENT in MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ26\_028 RQ45\_026 RQ45\_026\_1 RQ510\_001 RQ56\_002 RQ59\_001 RQ60\_003 RQ61\_001 |

##### 4.6.2.2.2 TC\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentBRP

Test Sequence #01 Nominal: HTTPS Session Establishment

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.6.2.2.1 TC\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST, except that the brainpoolP256r1 curve is used.

Test Sequence #02 Nominal: Non-reuse of session keys

This test sequence SHALL be the same as the Test Sequence #02 defined in section 4.6.2.2.1 TC\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST, except that the brainpoolP256r1 curve is used.

Test Sequence #03 Nominal: HTTPS Session Establishment with supported and unsupported Cipher Suites

This test sequence SHALL be the same as the Test Sequence #03 defined in section 4.6.2.2.1 TC\_Server\_Mutual\_Authentication\_for\_HTTPS\_EstablishmentNIST, except that the brainpoolP256r1 curve is used.

### 4.6.3 TLS, Server Authentication, TLS Establishment

#### 4.6.3.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_023, RQ26\_024, RQ26\_025, RQ26\_025\_1, RQ26\_026, RQ26\_027, RQ26\_028

 RQ31\_032

 RQ45\_026, RQ45\_026\_1

 RQ56\_001, RQ56\_002, RQ56\_003

 RQ58\_001, RQ58\_002

 RQ60\_002

 RQ61\_001

 RQ63\_006

#### 4.6.3.2 Test Cases

##### 4.6.3.2.1 TC\_Server\_Authentication\_for\_HTTPS\_EstablishmentNIST

Test Sequence #01 Nominal: HTTPS Session Establishment

The purpose of this test is to verify that the Server correctly establishes an HTTPS Session with the Client.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2, <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>)  Verify that in the Server Hello message:  •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_028 RQ31\_032 RQ31\_032\_1 RQ45\_026 RQ45\_026\_1 RQ56\_001 RQ56\_002 RQ56\_003 RQ58\_001 RQ58\_002 RQ60\_002 RQ61\_001 |
| 2 | S\_LPAd → SERVER | MTD\_TLS\_CLIENT\_KEY\_EXCH\_ETC(<CLIENT\_TLS\_EPHEM\_KEY>) | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,   <SERVER\_FINISHED>) | RQ26\_023 RQ26\_026 RQ26\_027 RQ31\_032 RQ45\_026 RQ45\_026\_1 RQ56\_001 RQ58\_001 RQ60\_002 RQ61\_001 |

Test Sequence #02 Nominal: Non-reuse of session keys

The purpose of this test sequence is to verify that the Server is not reusing ephemeral keys from the previous session.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH  Extract <SERVER\_TLS\_EPHEM\_KEY> from the ServerKeyExchange message | | | |
| IC2 | Terminate the TLS session | | | |
| 1 | S\_LPAd → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2, <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS, <SERVER\_TLS\_EPHEM\_KEY>)  Verify that in the ServerKeyExchange message: •<SERVER\_TLS\_EPHEM\_KEY> is different from the <SERVER\_TLS\_EPHEM\_KEY> value used in IC1. | RQ26\_025 RQ31\_032 |
| 2 | S\_LPAd → SERVER | MTD\_TLS\_CLIENT\_KEY\_EXCH\_ETC(<CLIENT\_TLS\_EPHEM\_KEY>) | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,   <SERVER\_FINISHED>) | RQ26\_023 RQ26\_026 RQ26\_027 RQ31\_032 RQ45\_026 RQ45\_026\_1 RQ56\_001 RQ58\_001 RQ60\_001 RQ60\_002 RQ61\_001 |

Test Sequence #03 Nominal: HTTPS Session Establishment with supported and unsupported Cipher Suites

The purpose of this test is to verify that the Server correctly establishes an HTTPS Session with the Client when supported and unsupported Cipher Suites are offered by the Client.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #PROP\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2, <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  <SERVER\_TLS\_EPHEM\_KEY>)  Verify that in the Server Hello message:  •<SEL\_TLS\_CIPHER\_SUITE> SHALL contain either TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256 OR TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_028 RQ31\_032 RQ31\_032\_1 RQ45\_026 RQ45\_026\_1 RQ56\_001 RQ56\_002 RQ56\_003 RQ58\_001 RQ58\_002 RQ60\_002 RQ61\_001 |
| 2 | S\_LPAd → SERVER | MTD\_TLS\_CLIENT\_KEY\_EXCH\_ETC(<CLIENT\_TLS\_EPHEM\_KEY>) | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,   <SERVER\_FINISHED>) | RQ26\_023 RQ26\_026 RQ26\_027 RQ31\_032 RQ45\_026 RQ45\_026\_1 RQ56\_001 RQ58\_001 RQ60\_002 RQ61\_001 |

Test Sequence #04 Error: Invalid TLS Version

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_1,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  NO\_PARAM) | Server sends a TLS Fatal-alert | RQ26\_023 RQ26\_025 RQ26\_026 RQ26\_027 RQ31\_032 RQ45\_026 RQ45\_026\_1 RQ56\_001 RQ58\_001 RQ60\_002 RQ61\_001 |

Test Sequence #05 Error: Unsupported Cipher Suites and Extensions

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #UNSUP\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #EXT\_SHA256\_RSA) | Server sends a TLS Fatal-alert | RQ26\_023 RQ26\_024 RQ26\_025 RQ26\_026 RQ26\_027 RQ31\_032 RQ45\_026 RQ45\_026\_1 RQ56\_001 RQ58\_001 RQ60\_002 RQ61\_001 |

##### 4.6.3.2.2 TC\_Server\_Authentication\_for\_HTTPS\_EstablishmentBRP

Test Sequence #01 Nominal: HTTPS Session Establishment

This test sequence SHALL be the same as the Test Sequence #01 defined in section 4.6.3.2.1 TC\_Server\_Authentication\_for\_HTTPS\_EstablishmentNIST, except that the brainpoolP256r1 curve is used.

Test Sequence #02 Nominal: Non-reuse of session keys

This test sequence SHALL be the same as the Test Sequence #02 defined in section 4.6.3.2.1 TC\_Server\_Authentication\_for\_HTTPS\_EstablishmentNIST, except that the brainpoolP256r1 curve is used.

Test Sequence #03 Nominal: HTTPS Session Establishment with supported and unsupported Cipher Suites

This test sequence SHALL be the same as the Test Sequence #03 defined in section 4.6.3.2.1 TC\_Server\_Authentication\_for\_HTTPS\_EstablishmentNIST, except that the brainpoolP256r1 curve is used.

## 4.7 LPAe Interfaces

This section is defined as FFS.

# 5 Procedure - Behaviour Testing

## 5.1 General Overview

## 5.2 eUICC Behaviour

### 5.2.1 Retry mechanism

#### 5.2.1.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ26\_029, RQ26\_030

 RQ31\_130, RQ31\_131, RQ31\_132, RQ31\_133, RQ31\_134, RQ31\_135, RQ31\_137, RQ31\_139, RQ31\_140, RQ31\_141

 RQ57\_025, RQ57\_026, RQ57\_027, RQ57\_028, RQ57\_029, RQ57\_030, RQ57\_033, RQ57\_034, RQ57\_035, RQ57\_036, RQ57\_037, RQ57\_038, RQ57\_039, RQ57\_047, RQ57\_112

#### 5.2.1.2 Test Cases

##### 5.2.1.2.1 TC\_eUICC\_PrepareDownload\_Retry\_ReuseOTKeys

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification |

Test Sequence #01 Nominal: Confirmation Code retry mechanism by reusing previous One-Time key pair

The purpose of this test is to check the Confirmation Code retry mechanism. The S\_LPAd simulates that an incorrect Confirmation Code has been filled by the End User. Then, the S\_LPAd sends another ES10b.PrepareDownload function with a correct Confirmation Code value. In this case, the eUICC does not have to generate a new one-time key pair and uses the previous one given by the SM-DP+.

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | | Sequence / Description | | Expected result | REQ |
| IC1 | <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE1, <S\_TRANSACTION\_ID>) | | | | | |
| 1 | S\_LPAd → eUICC | | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_WITH\_CC) | | #R\_PREP\_DOWNLOAD\_WITH\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_WITH\_CC.  Verify that the <S\_HASHED\_CC> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_WITH\_CC.  Extract the <OTPK\_EUICC\_ECKA> and reuse the same value in step 4 | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ26\_029 RQ26\_030 |
| 2 | Execute the Common Mutual Authentication procedure between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP are sent to the eUICC * the same GSMA CI as for the first attempt has been chosen for signing and for verification | | | | | RQ57\_047 |
| 3 | <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE2, <S\_TRANSACTION\_ID>) | | | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_RETRY\_CC) | | #R\_PREP\_DOWNLOAD\_WITH\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC.  Verify that the <S\_HASHED\_CC> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC.  Verify that the <OTPK\_EUICC\_ECKA> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC. | | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ31\_137 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ57\_033 RQ26\_029 RQ26\_030 |

Test Sequence #02 Nominal: Retry after a CancelSession Reason “Postponed”

The purpose of this test is to check that the eUICC can reuse the one-time key pair generated during a previous attempt. In this case, the S\_LPAd simulates that the End User has postponed the download of the Profile.

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | | Sequence / Description | Expected result | REQ |
| IC1 | | <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE1, <S\_TRANSACTION\_ID>) | | | |
| 1 | | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_WITH\_CC) | #R\_PREP\_DOWNLOAD\_WITH\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_WITH\_CC.  Verify that the <S\_HASHED\_CC> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_WITH\_CC.  Extract the <OTPK\_EUICC\_ECKA> and reuse the same value in step 4 | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ26\_029 RQ26\_030 |
| 2 | | S\_LPAd → eUICC | MTD\_STORE\_DATA( #CANCEL\_SESSION\_POSTPONED) | #R\_CANCEL\_SESSION\_POSTPONED  SW = 0x9000 | RQ57\_112 |
| 3 | | Execute the Common Mutual Authentication procedure between the eUICC and the S\_SM-DP+   #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP are sent to the eUICC   the same GSMA CI as for the first attempt has been chosen for signing and for verification | | | RQ57\_047 |
| 4 | | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_RETRY\_C) | #R\_PREP\_DOWNLOAD\_WITH\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC.  Verify that the <S\_HASHED\_CC> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC.  Verify that the <OTPK\_EUICC\_ECKA> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC. | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ31\_137 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ57\_033 RQ26\_029 RQ26\_030 |

Test Sequence #03 Nominal: Retry after a CancelSession Reason “Timeout”

The purpose of this test is to check that the eUICC can reuse the one-time key pair generated during a previous attempt. In this case, the S\_LPAd simulates that the End User does not confirm the download of the Profile within the timeout interval.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE1, <S\_TRANSACTION\_ID>) | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_WITH\_CC) | #R\_PREP\_DOWNLOAD\_WITH\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_WITH\_CC.  Verify that the <S\_HASHED\_CC> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_WITH\_CC.  Extract the <OTPK\_EUICC\_ECKA> and reuse the same value in step 4 | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ26\_029 RQ26\_030 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #CANCEL\_SESSION\_TIMEOUT) | #R\_CANCEL\_SESSION\_TIMEOUT  SW = 0x9000 | RQ57\_112 |
| 3 | Execute the Common Mutual Authentication procedure between the eUICC and the S\_SM-DP+   #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP are sent to the eUICC   the same GSMA CI as for the first attempt has been chosen for signing and for verification | | | RQ57\_047 |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_RETRY\_CC) | #R\_PREP\_DOWNLOAD\_WITH\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC.  Verify that the <S\_HASHED\_CC> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC.  Verify that the <OTPK\_EUICC\_ECKA> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC. | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ31\_137 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ57\_033 RQ26\_029 RQ26\_030 |

##### 5.2.1.2.2 TC\_eUICC\_PrepareDownload\_Retry\_NewOTKeys

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is not loaded on the eUICC. |
| eUICC | The communication between the S\_Device and the eUICC has been initialized and the S\_LPAd has selected the ISD-R.  Common Mutual Authentication procedure has been successfully executed between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP have been sent to the eUICC * the same GSMA CI has been chosen for signing and for verification |

Test Sequence #01 Nominal: Confirmation Code retry mechanism by not reusing previous One-Time key pair

The purpose of this test is to check the Confirmation Code retry mechanism. The S\_LPAd simulates that an incorrect Confirmation Code has been filled by the End User. Then, the S\_LPAd sends another ES10b.PrepareDownload function with a correct Confirmation Code value. In this case, the eUICC does not support the storage of unused one-time key pair or the eUICC has discarded the previous one-time public key: we expect the eUICC to generate a new set of keys.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE1, <S\_TRANSACTION\_ID>) | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_WITH\_CC) | #R\_PREP\_DOWNLOAD\_WITH\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_WITH\_CC.  Verify that the <S\_HASHED\_CC> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_WITH\_CC.  Extract the <OTPK\_EUICC\_ECKA> and reuse the same value in step 4 | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ26\_029 RQ26\_030 |
| 2 | Execute the Common Mutual Authentication procedure between the eUICC and the S\_SM-DP+   * #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP are sent to the eUICC * the same GSMA CI as for the first attempt has been chosen for signing and for verification | | | RQ57\_047 |
| 3 | <S\_HASHED\_CC> = MTD\_GENERATE\_HASHED\_CC(#CONFIRMATION\_CODE2, <S\_TRANSACTION\_ID>) | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_RETRY\_CC) | #R\_PREP\_DOWNLOAD\_WITH\_CC  SW=0x9000  The <EUICC\_SIGNATURE2> SHALL be verified with the #PK\_EUICC\_ECDSA.  Verify that the <S\_TRANSACTION\_ID> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC.  Verify that the <S\_HASHED\_CC> present in the euiccSigned2 is the same as in #PREP\_DOWNLOAD\_RETRY\_CC.  Verify that the <OTPK\_EUICC\_ECKA> present in the euiccSigned2 is NOT the same as in #PREP\_DOWNLOAD\_RETRY\_CC. | RQ31\_130 RQ31\_131 RQ31\_132 RQ31\_133 RQ31\_134 RQ31\_135 RQ31\_139 RQ31\_140 RQ31\_141 RQ31\_137 RQ57\_025 RQ57\_026 RQ57\_027 RQ57\_028 RQ57\_029 RQ57\_030 RQ57\_034 RQ57\_035 RQ57\_036 RQ57\_037 RQ57\_038 RQ57\_039 RQ57\_033 RQ26\_029 RQ26\_030 |

### 5.2.2 Forbidden PPRs

#### 5.2.2.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ57\_053, RQ57\_054

 RQ57\_056, RQ57\_057

 RQ25\_025, RQ25\_023

 RQ55\_032

#### 5.2.2.2 Test Cases

##### 5.2.2.2.1 TC\_eUICC\_ForbiddenPPRs

|  |  |
| --- | --- |
| General Initial Conditions | |
| **Entity** | Description of the general initial condition |
| eUICC | There is no Profile installed in the eUICC. |

Test Sequence #01 Nominal: PPR1 management and handling when Operational Profile is installed

The purpose of this test is to verify that the eUICC automatically sets PPR1 in the forbiddenProfilePolicyRules of EUICCInfo2 when an Operational Profile is installed. Any Operational Profile with PPR1 SHALL be rejected by the eUICC once an Operational Profile has been installed.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_INFO2) | forbiddenProfilePolicyRules in EUICCInfo2 does not contain ppr1 | RQ57\_053RQ57\_054RQ57\_056 RQ57\_057 |
| 2 | Install PROFILE\_OPERATIONAL1 | | | RQ57\_057 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_INFO2) | forbiddenProfilePolicyRules in EUICCInfo2 contains ppr1(1) | RQ57\_053RQ57\_054 RQ57\_056 |
| 4 | Execute the Common Mutual Authentication procedure between the eUICC and the S\_SM-DP+   #GET\_EUICC\_INFO1, #GET\_EUICC\_CHALLENGE and #AUTHENTICATE\_SMDP are sent to the eUICC   the same GSMA CI is chosen for signing and for verification | | | |
| 5 | Execute the Sub-procedure Profile Download and Installation – End User Confirmation between the eUICC and the S\_SM-DP+   #PREP\_DOWNLOAD\_NO\_CC is sent to the eUICC | | | |
| 6 | Generate the <OTPK\_S\_SM\_DP+\_ECKA> and <OT\_SK\_S\_SM\_DP+\_ECKA> | | | |
| 7 | <BPP> = MTD\_GENERATE\_BPP(  #S\_INIT\_SC\_PROF1,  #CONF\_ISDP\_EMPTY,  #METADATA\_OP\_PROF4,  NO\_PARAM,  #UPP\_OP\_PROF4) | | | |
| 8 | Split the <BPP> into several segments arrays named:   <BPP\_SEG\_INIT>   <BPP\_SEG\_A0>   <BPP\_SEG\_A1>   <BPP\_SEG\_A3> | | | |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_INIT>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 10 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A0>) | SW=0x9000 without response data for all STORE DATA commands |  |
| 11 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  <BPP\_SEG\_A1>) | SW=0x9000 with the response data #R\_PIR\_PPR\_NOT\_ALLOWED | RQ25\_025RQ25\_023RQ57\_056 RQ55\_032 RQ57\_057 |
| 12 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk : {  #PROFILE\_INFO1\_DISABLED  }  SW=0x9000 |  |
| 13 | Delete PROFILE\_OPERATIONAL1 | | | |
| 14 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_INFO2) | forbiddenProfilePolicyRules in EUICCInfo2 does not contain ppr1 | RQ57\_053RQ57\_054RQ57\_056 |

### 5.2.3 eUICC's RAT

#### 5.2.3.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ31\_097, RQ31\_097, RQ31\_098, RQ31\_130

 RQ32\_057

 RQ57\_117, RQ57\_118, RQ57\_119, RQ57\_123, RQ57\_179, RQ57\_180, RQ57\_181, RQ57\_182, RQ57\_184

#### 5.2.3.2 Test Cases

##### 5.2.3.2.1 TC\_eUICC\_GetProfilesInfo\_GetRAT\_RSPSession

Test Sequence #01 Nominal: GetProfilesInfo and GetRAT during RSP session

The purpose of this test is to ensure that the eUICC can be requested during a RSP session context to retrieve the list of installed Profiles and the Rules Authorization Table.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The eUICC's RAT is configured as detailed SGP.21 Annex H:   * one PPAR authorizing PPR1 and PPR2 for all MNOs with End User consent required (i.e. #PPRS\_ALLOWED) * no additional rules |
| eUICC | The PROFILE\_OPERATIONAL1 is installed and Enabled on the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_INFO1) | #R\_EUICC\_INFO1  SW = 0x9000  Extract the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION> from response data and verify if they contain at least one same GSMA CI Key ID |  |
| IC4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_CHALLENGE) | #R\_CHALLENGE  SW = 0x9000  Extract the <EUICC\_CHALLENGE> |  |
| IC5 | The following inputs are required for Step IC6 as described in the InitiateAuthentication function:   * <S\_TRANSACTION\_ID> * <EUICC\_CHALLENGE> * <S\_SMDP\_CHALLENGE> * <S\_SMDP\_SIGNATURE1> * Set the <EUICC\_CI\_PK\_ID\_TO\_BE\_USED> to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> * Choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | | | |
| IC6 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #AUTHENTICATE\_SMDP) | #R\_AUTHENTICATE\_SMDP  SW = 0x9000 |  |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_RAT) | #R\_DEFAULT\_RAT with exact same structure and order  SW = 0x9000 | RQ57\_179 RQ57\_180 RQ57\_181 RQ57\_182 RQ57\_184 RQ31\_097 |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_PROFILES\_INFO\_ALL) | response ProfileInfoListResponse::= profileInfoListOk: {  #PROFILE\_INFO1  }  SW = 0x9000 | RQ32\_057 RQ57\_117 RQ57\_118 RQ57\_119 RQ57\_123 RQ31\_098 |
| 3 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_NO\_CC) | #R\_PREP\_DOWNLOAD\_NO\_CC  SW=0x9000 | RQ31\_130 |

### 5.2.4 eUICC File Structure

#### 5.2.4.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ34\_003, RQ34\_005\_1, Q34\_010, RQ34\_011, RQ34\_004\_1

#### 5.2.4.2 Test Cases

##### 5.2.4.2.1 TC\_eUICC\_Default\_FileSystem

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | There is no Profile installed in the eUICC. |

Test Sequence #01 Nominal: Default file system available

The purpose of this test is to verify that if there is no Profile on the eUICC, the eUICC still ensures a file system to the Device.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_Device → eUICC | RESET | ATR present | RQ34\_003 RQ34\_004\_1 |
| 2 | S\_Device → eUICC | [SELECT\_MF] | FCP Template present with tag 0xA5 (Proprietary Information) containing 0x87 01 01 (Supported system commands = TERMINAL CAPABILITY)  SW=0x9000 | RQ34\_010 RQ34\_011 RQ34\_005\_1 RQ34\_003 RQ34\_004\_1 |
| 3 | S\_Device → eUICC | [TERMINAL\_CAPABILITY\_LPAd] | SW=0x9000 | RQ34\_005\_1 RQ34\_003 RQ34\_004\_1 |
| 4 | S\_Device → eUICC | [TERMINAL\_PROFILE] | Toolkit initialization THEN SW=0x9000 | RQ34\_003 RQ34\_004\_1 |

### 5.2.5 eUICC Delete Profile Process

#### 5.2.5.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_020

 RQ31\_027, RQ31\_028, RQ31\_183

 RQ57\_051, RQ57\_052, RQ57\_054

#### 5.2.5.2 Test Cases

##### 5.2.5.2.1 TC\_eUICC\_DeleteProfile\_ISDP\_And\_Components

Test Sequence #01 Nominal: ISD-P and Profile Components Deletion

The purpose of this test is to verify that when a Profile is deleted, the eUICC removes the ISD-P and all Profile Components related to it. In order to do so, we are checking the eUICC Non-Volatile Memory variation.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | There is no Profile installed on the eUICC. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | |
| IC3 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_INFO2) | Retrieve free non-volatile memory value (tag 0x82) from <EXT\_CARD\_RESOURCE> in EUICCInfo2 as <FREE\_MEMORY\_NO\_PROFILE> |  | |
| IC4 | Install PROFILE\_OPERATIONAL1 | | | |
| IC5 | Remove all Install Notifications from eUICC | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_INFO2) | Retrieve free non-volatile memory value (tag 0x82) from <EXT\_CARD\_RESOURCE> in EUICCInfo2 as <FREE\_MEM\_OP\_PROF1\_INSTALLED>  Verify that <FREE\_MEM\_OP\_PROF1\_INSTALLED> is lower than <FREE\_MEMORY\_NO\_PROFILE> | RQ31\_027 RQ31\_028 RQ57\_051 RQ57\_052 RQ57\_054 RQ31\_183 | |
| 2 | Delete PROFILE\_OPERATIONAL1 | | | |
| 3 | Remove the Delete Notification from eUICC | | | |
| 4 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #GET\_EUICC\_INFO2) | Retrieve free non-volatile memory value (tag 0x82) from <EXT\_CARD\_RESOURCE> in EUICCInfo2 as <FREE\_MEM\_OP\_PROF1\_DELETED>  Verify that <FREE\_MEM\_OP\_PROF1\_DELETED> is higher than <FREE\_MEM\_OP\_PROF1\_INSTALLED> | RQ31\_027 RQ31\_028 RQ57\_051 RQ57\_052 RQ57\_054 RQ24\_020 | |

### 5.2.6 eUICC Enable Profile Process

#### 5.2.6.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ35\_001, RQ35\_002, RQ35\_007

 RQ55\_048\_1

 RQ57\_135\_5

#### 5.2.6.2 Test Cases

##### 5.2.6.2.1 TC\_eUICC\_EnableProfile\_Twice\_Notifications

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed and Enabled on the eUICC. |
| eUICC | No Notification is stored in the eUICC's Pending Notifications List. |

Test Sequence #01 Nominal: Notifications generation

The purpose of this test is to verify that when an Enable Profile operation is performed and the current Enabled Profile is implicitly Disabled, both Notifications are generated. The eUICC automatically increments its sequence number each time a Notification is generated across all Profiles.

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | | Expected result | REQ | |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | | |
| IC3 | Install PROFILE\_OPERATIONAL2  The default Profile downloading procedure defined in section 2.2.3.1 SHALL be used with the following exceptions:   #CERT\_S\_SM\_DP2auth\_ECDSA SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #CERT\_S\_SM\_DPauth\_ECDSA   #TEST\_DP\_ADDRESS2 SHALL be set in #AUTH\_SMDP\_MATCH\_ID rather than #TEST\_DP\_ADDRESS1   #CERT\_S\_SM\_DP2pb\_ECDSA SHALL be set in #PREP\_DOWNLOAD\_NO\_CC rather than #CERT\_S\_SM\_DPpb\_ECDSA | | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_IN2\_PIR\_IN2  SW = 0x9000  Verify that <NOTIF\_SEQ\_NO\_IN2\_PIR> and <NOTIF\_SEQ\_NO\_IN2> follow this order in an incremental sequence (see NOTE) | | | RQ35\_001 RQ35\_002 RQ55\_048\_1 |
| 2 | Remove the ProfileInstallationResult and OtherSignedNotification for Install | | | | | |
| 3 | Enable PROFILE\_OPERATIONAL2 | | | | | |
| 4 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | | |
| 5 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | | |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | | #R\_LIST\_NOTIF\_DI1\_EN2 SW = 0x9000  Verify that  <NOTIF\_SEQ\_NO\_IN2> is lower than <NOTIF\_SEQ\_NO\_DI1>.  Verify that  <NOTIF\_SEQ\_NO\_DI1> and <NOTIF\_SEQ\_NO\_EN2> follow this order in an incremental sequence | RQ35\_001 RQ35\_002 RQ35\_007 RQ57\_135\_5 | |
| NOTE: In order to compare the sequence numbers, the test tool can retrieve the <NOTIF\_SEQ\_NO\_IN2\_PIR> value through the PIR returned at the end of the step IC3. | | | | | | |

### 5.2.7 eUICC Disable Profile Process

#### 5.2.7.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ24\_026

#### 5.2.7.2 Test Cases

##### 5.2.7.2.1 TC\_eUICC\_DisableProfile\_ApplicationManagement

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| eUICC | PROFILE\_OPERATIONAL1 is installed and Enabled. |

Test Sequence #01 Nominal: Application Selection/Deletion not available on Disabled Profile

The purpose of this test is to verify that when a Profile is Disabled, the eUICC does not allow the selection or deletion of any application within the Profile.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| IC2 | S\_Device → eUICC | [SELECT\_USIM] | FCP Template present SW=0x9000 |  |
| IC3 | S\_Device → eUICC | MTD\_SELECT(  #SSD\_AID) | SSD is selected  SW=0x9000 |  |
| IC4 | Disable PROFILE\_OPERATIONAL1 | | | |
| 1 | S\_Device → eUICC | [SELECT\_USIM] | USIM is not found  SW=0x6A82 | RQ24\_026 |
| 2 | S\_Device → eUICC | MTD\_SELECT(  #SSD\_AID) | SSD is not found  SW=0x6A82 | RQ24\_026 |
| 3 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | |
| 4 | S\_Device → eUICC | MTD\_SEND\_SMS\_PP(  [DELETE\_SSD]) | SW=0x91XX  or SW=0x9000 (i.e. envelope rejected, see NOTE)  or any error SW (i.e. envelope rejected,see NOTE) | RQ24\_026 |
| 5 | S\_Device 🡪eUICC | FETCH 'XX' | SMS POR received  SCP80 response status code equal to 0x06 (Unidentified security error) or 0x09 (TAR unknown) | RQ24\_026 |
| 6 | S\_Device 🡪 eUICC | TERMINAL RESPONSE | SW=0x9000 |  |
| 7 | Enable PROFILE\_OPERATIONAL1 | | | |
| 8 | S\_Device → eUICC | MTD\_SELECT(  #SSD\_AID) | SSD is selected  SW=0x9000 | RQ24\_026 |
| NOTE: Depending on the implementation, the eUICC MAY decide to not send back a POR (e.g. SW=0x9000 on the ENVELOPE command). Therefore, the steps 5 and 6 SHALL only be executed in case SW=0x91XX. | | | | |

### 5.2.8 eUICC Notifications

#### 5.2.8.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ57\_135\_6, RQ57\_142\_17, RQ57\_158\_1

#### 5.2.8.2 Test Cases

##### 5.2.8.2.1 TC\_eUICC\_Enable\_Disable\_Delete\_Notifications

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 with #METADATA\_EN\_DI\_DE\_NOTIFS is loaded on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled. |
| eUICC | No Notification is stored in the eUICC's Pending Notifications List. |

Test Sequence #01 Nominal: Multiple Enable, Disable and Delete Notifications

The purpose of this test is to verify that when a Local Profile Management Operation (i.e. Enable, Disable and Delete Profile) is performed, all Notifications configured in the notificationConfigurationInfo are generated by the eUICC.

NOTE: In this sequence, the maximum number of Notifications simultaneously tested has been set as to two as there is not minimum defined in SGP.21 or SGP.22 [2] for the number of Notifications that can be stored by the eUICC.

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | | Expected result | REQ |
| IC1 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC2 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| IC3 | Enable PROFILE\_OPERATIONAL1 | | | | |
| IC4 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| IC5 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | #R\_LIST\_NOTIF\_EN1\_EN1  SW = 0x9000 | | RQ57\_135\_6 |
| 2 | Remove all the pending notifications | | | | |
| 3 | Disable PROFILE\_OPERATIONAL1 | | | | |
| 4 | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | | | |
| 5 | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | | | |
| 6 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | | #R\_LIST\_NOTIF\_DI1\_DI1 SW = 0x9000 | RQ57\_142\_17 |
| 7 | Remove all the pending notifications | | | | |
| 8 | Delete PROFILE\_OPERATIONAL1 | | | | |
| 9 | S\_LPAd → eUICC | MTD\_STORE\_DATA(  #LIST\_NOTIF\_ALL) | | #R\_LIST\_NOTIF\_DE1\_DE1 SW = 0x9000 | RQ57\_158\_1 |

## 5.3 Platform Procedures

### 5.3.1 Profile Download and Installation Procedure

This section is defined as FFS and not applicable for this version of test specification.

### 5.3.2 Common Mutual Authentication Process

This section is defined as FFS and not applicable for this version of test specification.

### 5.3.3 Profile Download and Installation Process

#### 5.3.3.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ44\_002

 RQ55\_033\_1

#### 5.3.3.2 Test Cases

##### 5.3.3.2.1 TC\_SM\_DP+\_ProfileMetadata

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| SM-DP+ | * SM-DP+ is configured with the #CERT\_SM\_DPauth\_ECDSA for NIST. * PROFILE\_OPERATIONAL1 (configured with metadata as specified in each sequence) is securely loaded as a Protected Profile Package using <PPK\_ENC> and <PPK\_MAC>. * Pending Profile PROFILE\_OPERATIONAL1 is in the 'Released' state with an empty MatchingID. * EID #EID1 is known to the SM-DP+ and associated to PROFILE\_OPERATIONAL1. * Confirmation Code is not provided by the Operator to the SM-DP+.   NOTE: the Profile Metadata for PROFILE\_OPERATIONAL1 SHALL be specified in the Initial Conditions for each individual sequence. |

Test Sequence #01 Nominal: all elements present

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | SM-DP+ is configured with #SMDP\_METADATA\_ALL for the pending Profile PROFILE\_OPERATIONAL1. |

Run the sequence below with the following parameter assignments:

 PARAM\_R\_AUTH\_CLIENT = #R\_AUTH\_CLIENT\_META\_ALL

 PARAM\_METADATA = #SMDP\_METADATA\_ALL

The sequence below has the following parameters:

 PARAM\_R\_AUTH\_CLIENT

 PARAM\_METADATA

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP(#R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,   #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP(PARAM\_R\_AUTH\_CLIENT) | RQ44\_002 |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_PPK)  Construct the complete metadata element from the <SMDP\_METADATA\_SEG\_MAC> segment(s) and verify that it matches PARAM\_METADATA | RQ44\_002 |

Test Sequence #02 Nominal: optional elements missing

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | SM-DP+ is configured with #SMDP\_METADATA\_ABS for the pending Profile PROFILE\_OPERATIONAL1. |

This test sequence SHALL be the same as the Test Sequence #01 defined in the current section, with the following parameter assignments:

 PARAM\_R\_AUTH\_CLIENT = #R\_AUTH\_CLIENT\_META\_ABS

 PARAM\_METADATA = #SMDP\_METADATA\_ABS

Test Sequence #03 Nominal: large icon

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | SM-DP+ is configured with #SMDP\_METADATA\_OP\_PROF1\_2\_SEG for the pending Profile PROFILE\_OPERATIONAL1. |

This test sequence SHALL be the same as the Test Sequence #01 defined in the current section, with the following parameter assignments:

 PARAM\_R\_AUTH\_CLIENT = #R\_AUTH\_CLIENT\_META\_LARGE\_ICON

 PARAM\_METADATA = #SMDP\_METADATA\_OP\_PROF1\_2\_SEG

Test Sequence #04 Nominal: long Service Provider name

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | SM-DP+ is configured with #SMDP\_METADATA\_SPN\_LONG for the pending Profile PROFILE\_OPERATIONAL1. |

This test sequence SHALL be the same as the Test Sequence #01 defined in the current section, with the following parameter assignments:

 PARAM\_R\_AUTH\_CLIENT = #R\_AUTH\_CLIENT\_META\_SPN\_LONG

 PARAM\_METADATA = #SMDP\_METADATA\_SPN\_LONG

Test Sequence #05 Nominal: long Profile name

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | SM-DP+ is configured with #SMDP\_METADATA\_PN\_LONG for the pending Profile PROFILE\_OPERATIONAL1. |

This test sequence SHALL be the same as the Test Sequence #01 defined in the current section, with the following parameter assignments:

 PARAM\_R\_AUTH\_CLIENT = #R\_AUTH\_CLIENT\_META\_PN\_LONG

 PARAM\_METADATA = #SMDP\_METADATA\_PN\_LONG

Test Sequence #06 Nominal: non-ASCII characters

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | SM-DP+ is configured with #SMDP\_METADATA\_NON\_ASCII for the pending Profile PROFILE\_OPERATIONAL1. |

This test sequence SHALL be the same as the Test Sequence #01 defined in the current section, with the following parameter assignments:

 PARAM\_R\_AUTH\_CLIENT = #R\_AUTH\_CLIENT\_META\_NON\_ASCII

 PARAM\_METADATA = #SMDP\_METADATA\_NON\_ASCII

Test Sequence #07 Nominal: multiple notificationConfigurationInfo elements

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| SM-DP+ | SM-DP+ is configured with #SMDP\_METADATA\_NOTIF\_MULTI for the pending Profile PROFILE\_OPERATIONAL1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP(#R\_INITIATE\_AUTH\_OK) |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,   #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP(#R\_AUTH\_CLIENT\_META\_NOTIF\_MULTI) | RQ44\_002 RQ55\_033\_1 |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_PPK)  Construct the complete metadata element from the response and verify that it matches #SMDP\_METADATA\_NOTIF\_MULTI | RQ44\_002 RQ55\_033\_1 |

## 5.4 Device Procedures

### 5.4.1 Local Profile Management - Add Profile

#### 5.4.1.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ29\_007\_1, RQ29\_008, RQ29\_009, RQ29\_011, RQ29\_013, RQ29\_015

 RQ31\_062, RQ31\_064, RQ31\_071, RQ31\_072, RQ31\_077, RQ31\_079, RQ31\_096, RQ31\_100, RQ31\_102, RQ31\_108, RQ31\_112, RQ31\_161

 RQ32\_001, RQ32\_002, RQ32\_004, RQ32\_062, RQ32\_066, RQ32\_068, RQ32\_069, RQ32\_070, RQ32\_071

 RQ41\_001, RQ41\_005, RQ44\_001

 RQC1\_006, RQC1\_008, RQC1\_009, RQC3\_014

#### 5.4.1.2 Test Cases

##### 5.4.1.2.1 TC\_LPAd\_AddProfile\_Manual\_Entry

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add a new Operational Profile by using Activation Code (manual entry)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | | Expected result | REQ | |
| 1 | S\_EndUser→ LPAd | Initiate Add Profile operation | | LPAd requests the Activation Code from the End User | RQ32\_062 RQ32\_066 RQC1\_009 | |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_1 by manual entry | | No error | RQ31\_064 RQ31\_077 RQ41\_001 | |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_1 as <MATCHING\_ID> | | | | | |
| 6 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | | | |
| 7 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified, if not verified before. | | | RQ31\_062 RQ32\_001 RQ32\_002 RQC1\_008 RQC1\_014 |
| 8 | PROC\_ES9+\_HANDLE\_NOTIF | | | | | |
| 9 | S\_EndUser → LPAd | List Profile operation is initiated | PROFILE\_OPERATIONAL1 is displayed in Disabled state | | | RQ32\_069 RQ32\_070 RQ32\_071 RQ44\_001 RQC3\_006 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | | | | |

Test Sequence #02 Nominal: Add a new Operational Profile by using Activation Code (manual entry) with Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (PROFILE\_OPERATIONAL1) associated with #CONFIRMATION\_CODE1. |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate Add Profile operation | LPAd requests the Activation Code from the S\_End User | RQ32\_062 RQ32\_066 RQC1\_009 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_3 by manual entry | No error | RQ31\_064 RQ31\_077 RQ41\_001 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT\_CC with #MATCHING\_ID\_3 as <MATCHING\_ID> | | | |
| 6 | LPAd → S\_EndUser | LPAd requests the Confirmation Code from the S\_End User. | CONFIRMATION\_CODE1 is provided by manual entry. | RQ31\_108 RQ31\_112 |
| 7 | PROC\_ES9+\_GET\_BPP\_CC  (see NOTE 1) | | | |
| 8 | LPAd → S\_EndUser | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation, if not requested before.  (see NOTE 2) | For LPAd supporting SGP.22 v2.2.2 or earlier:  End User Intent successfully verified, if not verified before.  (see NOTE 2) | RQ31\_062 RQC1\_008 RQC3\_014 |
| 9 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 10 | S\_EndUser → LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Disabled state | RQ32\_069 RQ32\_070 RQ32\_071 RQ44\_001 RQC1\_006 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction.  NOTE 2: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | |

##### 5.4.1.2.2 TC\_LPAd\_AddProfile\_QRCode\_scanning

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add a new Operational Profile by using Activation Code (QR code scanning)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate Add Profile operation | LPAd requests the Activation Code from the End User | RQ32\_062 RQ32\_066 RQC1\_009 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_1 by scanning the QR code | No error | RQ41\_001 RQ41\_005 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_1 as <MATCHING\_ID> | | | |
| 6 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | |
| 7 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified, if not verified before. | RQC1\_008 RQC3\_014 |
| 8 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 9 | S\_EndUser→ LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Disabled state | RQ32\_069 RQ32\_070 RQ32\_071 RQ44\_001 RQC1\_006 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | |

##### 5.4.1.2.3 TC\_LPAd\_AddProfile\_ActivationCode\_InvalidFormat\_QRCode

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| eUICC | The PROFILE\_OPERATIONAL1 is not installed on the eUICC. |

Test Sequence #01 Error: Add a new Operational Profile by using wrongly formatted Activation Code (QR code scanning)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate Add Profile operation | Activation Code is requested from the End User by LPAd | RQ32\_062 RQ32\_066 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_INVALID\_FORMAT by scanning the QR code | LPAd provides an error message to the EndUser | RQ31\_072 |
| 3 | S\_EndUser→ LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is not displayed | RQ31\_072 |

##### 5.4.1.2.4 TC\_LPAd\_AddProfile\_ActivationCode\_InvalidFormat\_ManualEntry

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Error: Add a new Operational Profile by using wrongly formatted Activation Code (Manual entry)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate Add Profile operation | Activation Code is requested from the End User by LPAd | RQ32\_062 RQ32\_066 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_INVALID\_FORMAT by manual entry | LPAd provides an error message to the EndUser | RQ31\_072 |
| 3 | S\_EndUser→ LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is not displayed | RQ31\_072 |

##### 5.4.1.2.5 TC\_LPAd\_AddProfile\_ConfirmationCode\_smdpSigned2\_QR

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add a new Operational Profile by using Activation Code (QR code scanning) with confirmation code indicated only in smdpSigned2

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1) which requires confirmation code. |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate Add Profile operation | Activation Code is requested from the End User by LPAd | RQ32\_062 RQ32\_066 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_1 by scanning the QR code | No error | RQ41\_001 RQ41\_005 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT\_CC with #MATCHING\_ID\_1 as <MATCHING\_ID> | | | |
| 6 | LPAd → S\_EndUser | Request the Confirmation Code from the S\_End User. | #CONFIRMATION\_CODE1 is provided by manual entry. | RQ31\_108 RQ31\_112 |
| 7 | PROC\_ES9+\_GET\_BPP\_CC  (see NOTE 1) | | | |
| 8 | LPAd → S\_EndUser | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation, if not requested before.  (see NOTE 2) | For LPAd supporting SGP.22 v2.2.2 or earlier:  End User Intent successfully verified, if not verified before.  (see NOTE 2) |  |
| 9 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 10 | S\_EndUser→ LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Disabled state | RQ32\_069 RQ32\_070 RQ32\_071 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction.  NOTE 2: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | |

##### 5.4.1.2.6 TC\_LPAd\_AddProfile\_ConfirmationCode\_smdpSigned2\_Manual\_Entry

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add a new Operational Profile by using Activation Code (manual entry) with confirmation code indicated only in smdpSigned2

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1) which requires confirmation code. |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate Add Profile operation | Activation Code is requested from the End User by LPAd | RQ32\_062 RQ32\_066 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_1 by manual entry | No error | RQ41\_001 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9 | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT\_CC with #MATCHING\_ID\_1 as <MATCHING\_ID> | | | |
| 6 | LPAd → S\_EndUser | Request the Confirmation Code from the S\_End User. | #CONFIRMATION\_CODE1 is provided by manual entry. | RQ31\_108 RQ31\_112 |
| 7 | PROC\_ES9+\_GET\_BPP\_CC  (see NOTE 1) | | | |
| 8 | LPAd → S\_EndUser | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation, if not requested before.  (see NOTE 2) | For LPAd supporting SGP.22 v2.2.2 or earlier:  End User Intent successfully verified, if not verified before.  (see NOTE 2) |  |
| 9 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 10 | S\_EndUser → LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Disabled state | RQ32\_069 RQ32\_070 RQ32\_071 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction.  NOTE 2: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | |

##### 5.4.1.2.7 TC\_LPAd\_AddProfile\_default\_SM-DP+\_address

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add a new Operational Profile by using the default SM-DP+ Address

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for PROFILE\_OPERATIONAL1 linked to the EID of the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate Add Profile operation  See NOTE1 | No error | RQ31\_079 RQ32\_062 RQ32\_068 |
| 2 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 3 | PROC\_ES9+\_INIT\_AUTH | | | |
| 4 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_EMPTY as <MATCHING\_ID> or missing MatchingID data object | | | |
| 5 | PROC\_ES9+\_GET\_BPP  (see NOTE 2) | | | |
| 6 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified, if not verified before. |  |
| 7 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 8 | S\_EndUser → LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Disabled state | RQ32\_069 RQ32\_070 RQ32\_071 |
| NOTE 1: The Profile download by default SM-DP+ address MAY be implemented in different ways (e.g. some Device MAY implement a separate LUI menu for this function, some Device MAY request first the activation code, etc.). In order to enforce that the default SM-DP+ address is used the user SHALL not enter the Activation Code in case it is requested.  NOTE 2: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | |

##### 5.4.1.2.8 TC\_LPAd\_AddProfile\_QRCode\_with\_ConfirmationCode

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add a new Operational Profile by using Activation Code (QR code scanning) with confirmation code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (PROFILE\_OPERATIONAL1). |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | | Sequence / Description | Expected result. | | | REQ |
| 1 | S\_EndUser→ LPAd | | Initiate Add Profile operation | Activation Code is requested from the End User by LPAd | | | RQ32\_062 RQ32\_066 |
| 2 | S\_EndUser→ LPAd | | Provide#ACTIVATION\_CODE\_3 by scanning the QR code |  | | | RQ41\_001 RQ41\_005 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT\_CC with #MATCHING\_ID\_3 as <MATCHING\_ID> | | | | | | |
| 6 | LPAd → S\_EndUser | | Request the Confirmation Code from the S\_End User. | #CONFIRMATION\_CODE1 is provided by manual entry. | | | RQ31\_108 |
| 7 | PROC\_ES9+\_GET\_BPP\_CC  (see NOTE 1) | | | | | | |
| 8 | LPAd → S\_EndUser | | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation, if not requested before.  (see NOTE 2) | For LPAd supporting SGP.22 v2.2.2 or earlier:  End User Intent successfully verified, if not verified before.  (see NOTE 2) | |  | |
| 9 | PROC\_ES9+\_HANDLE\_NOTIF | | | | | | |
| 10 | S\_EndUser→ LPAd | Initiate List Profile operation | | | PROFILE\_OPERATIONAL1 is displayed in Disabled state | RQ32\_069 RQ32\_070 RQ32\_071  RQ44\_001 | |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction.  NOTE 2: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | | | | |

##### 5.4.1.2.9 TC\_LPAd\_AddProfile\_PPRs

Test Sequence #01 Nominal: End User Confirmation after PPR1 consent requested

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR1 is allowed and End User Consent is required for #MCC\_MNC4 with gid1 and gid2 absent. |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_4. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_4 (associated with PROFILE\_OPERATIONAL4). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP with #METADATA\_OP\_PROF4 used in #GET\_BPP\_OK | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download either at this point or at a previous point of the procedure.  For LPAd supporting SGP.22 v2.2.2 or earlier:Relevant information about PPRs is shown and the End User consent is requested either at this point or at a previous point of the procedure.  (See NOTE)  For LPAd supporting SGP.22 v2.3 or later:  Either Strong Confirmation is asked by showing relevant information concerning the PPR(s); or Simple Confirmation is asked on the Profile download.  (See NOTE) | RQ29\_007\_1 RQ29\_008 RQ29\_009 RQ29\_015 RQ31\_096 RQ31\_100 RQ31\_102 RQ29\_011 RQ29\_013 |
| 2 | S\_EndUser → LPAd | End User Confirmation is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 3 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 4 | S\_EndUser → LPAd | List Profile operation is initiated | PROFILE\_OPERATIONAL4 is displayed in Disabled state | RQ31\_161 |
| NOTE: The request for this End User consent/Confirmation for the installation of Profile Policy Rules and Profile download MAY be combined into a single prompt. | | | | |

Test Sequence #02 Nominal: End User Confirmation after PPR2 consent requested

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR2 is allowed and End User Consent is required for #MCC\_MNC2 with gid1 and gid2 absent. |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_3\_NO\_CC. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (associated with PROFILE\_OPERATIONAL3). |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | | |
| IC4 | PROC\_ES9+\_GET\_BPP with #METADATA\_OP\_PROF3 used in #GET\_BPP\_OK | | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download either at this point or at a previous point of the procedure  For LPAd supporting SGP.22 v2.2.2 or earlier:  Relevant information about PPRs is shown and the End User consent is requested either at this point or at a previous point of the procedure.  (See NOTE)  For LPAd supporting SGP.22 v2.3 or later:  Either Strong Confirmation is asked by showing relevant information concerning the PPR(s); or Simple Confirmation is asked on the Profile download.  (See NOTE) | RQ29\_007\_1 RQ29\_008 RQ29\_009 RQ29\_015 RQ31\_096 RQ31\_100 RQ31\_102 RQ29\_011 RQ29\_013 |
| 2 | S\_EndUser → LPAd | End User Confirmation is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 3 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 4 | S\_EndUser → LPAd | List Profile operation is initiated | PROFILE\_OPERATIONAL3 is displayed in Disabled state | RQ31\_161 |
| NOTE: The request for this End User consent/Confirmation for the installation of Profile Policy Rules and Profile download MAY be combined into a single prompt. | | | | |

Test Sequence #03 Nominal: Profile with PPR1 already present

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR1 is allowed for #MCC\_MNC4 with gid1 and gid2 absent (with End User Consent either required or not required). |
| eUICC | The PROFILE\_OPERATIONAL4 with PPR1 is installed and enabled on the eUICC. |
| LPAd | Add Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download.  End User advised about a Profile with PPR1 already present and the End User consent is requested if not requested before. | RQ31\_071 |
| 2 | S\_EndUser → LPAd | End User Confirmation is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 3 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 4 | S\_EndUser → LPAd | List Profile operation is initiated | PROFILE\_OPERATIONAL1 is displayed in Disabled state | RQ31\_161 |

##### 5.4.1.2.10 VOID

##### 5.4.1.2.11 TC\_LPAd\_AddProfile\_Security\_Errors

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| eUICC | The PROFILE\_OPERATIONAL1 is not installed on the eUICC. |

Test Sequence #01 Error: Stop Add Profile Operation if No Confirmation Provided

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | | Expected result | REQ | |
| IC1 | S\_EndUser→ LPAd | Initiate Add Profile operation | | LPAd requests the Activation Code from the End User |  | |
| IC2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_1 | | No error |  | |
| IC3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ (See NOTE 2) | | | | | |
| IC4 | PROC\_ES9+\_INIT\_AUTH | | | | | |
| IC5 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_1 as <MATCHING\_ID> | | | | | |
| IC6 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. The End User SHALL not provide Confirmation. | The LPAd stops the Add Profile procedure automatically or provide means to stop the procedure by the End User. | | | RQ32\_001 RQ32\_002 RQ32\_004 |
| 2 | S\_EndUser → LPAd | List Profile operation is initiated | PROFILE\_OPERATIONAL1 is not displayed | | | RQ32\_004 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction if there is a way to abort it in step 1.  NOTE 2: Step IC6 is conditional – occurs only if Step 1 (Request for Confirmation) was not executed before. | | | | | | | |

##### 5.4.1.2.12 TC\_LPAd\_AddProfile\_Empty\_MatchingID

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add a new Operational Profile by using empty MatchingID (QR code entry)

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial condition** |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for PROFILE\_OPERATIONAL1 linked to the EID of the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Step** | **Direction** | **Sequence / Description** | **Expected result** | **REQ** |
| 1 | S\_EndUser→ LPAd | Initiate Add Profile operation | LPAd requests the Activation Code from the End User | RQ32\_062 RQ32\_066 RQC1\_009 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_5 by scanning the QR code | No error | RQ31\_079 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_EMPTY as <MATCHING\_ID> | | | |
| 6 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | |
| 7 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified, if not verified before. |  |
| 8 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 9 | S\_EndUser → LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Disabled state | RQ32\_069 RQ32\_070 RQ32\_071 |
| NOTE 1:The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | |

Test Sequence #02 Nominal: Add a new Operational Profile by using empty MatchingID (manual entry)

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial condition** |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for PROFILE\_OPERATIONAL1 linked to the EID of the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Step** | **Direction** | **Sequence / Description** | **Expected result** | **REQ** |
| 1 | S\_EndUser→ LPAd | Initiate Add Profile operation | LPAd requests the Activation Code from the End User | RQ32\_062 RQ32\_066 RQC1\_009 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_5 by manual entry | No error | RQ31\_079 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_EMPTY as <MATCHING\_ID> | | | |
| 6 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | |
| 7 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified, if not verified before. |  |
| 8 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 9 | S\_EndUser → LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Disabled state | RQ32\_069 RQ32\_070 RQ32\_071 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | |

##### 5.4.1.2.13 TC\_LPAd\_AddEnableProfile\_Manual\_Entry

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add and Enable a new Operational Profile by using Activation Code (manual entry)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | | Expected result | REQ | |
| 1 | S\_EndUser→ LPAd | Initiate combined Add and Enable Profile operations | | LPAd requests the Activation Code from the End User | RQ32\_062 RQ32\_066 RQC1\_009 | |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_1 by manual entry | | No error | RQ31\_064 RQ31\_077 RQ41\_001 | |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_1 as <MATCHING\_ID> | | | | | |
| 6 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | | | |
| 7 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified,if not verified before. | | | RQ31\_062 RQ32\_001 RQ32\_002 RQC1\_008 RQC1\_014 |
| 8 | PROC\_ES9+\_HANDLE\_NOTIF | | | | | |
| 9 | S\_EndUser → LPAd | List Profile operation is initiated | PROFILE\_OPERATIONAL1 is displayed in Enabled state | | | RQ32\_069 RQ32\_070 RQ32\_071 RQ44\_001 RQC3\_006 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | | | | |

Test Sequence #02 Nominal: Add and Enable a new Operational Profile by using Activation Code (manual entry) with Confirmation Code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (PROFILE\_OPERATIONAL1) associated with #CONFIRMATION\_CODE1. |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate combined Add and Enable Profile operations | LPAd requests the Activation Code from the S\_End User | RQ32\_062 RQ32\_066 RQC1\_009 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_3 by manual entry | No error | RQ31\_064 RQ31\_077 RQ41\_001 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT\_CC with #MATCHING\_ID\_3 as <MATCHING\_ID> | | | |
| 6 | LPAd → S\_EndUser | LPAd requests the Confirmation Code from the S\_End User. | CONFIRMATION\_CODE1 is provided by manual entry. | RQ31\_108 RQ31\_112 |
| 7 | PROC\_ES9+\_GET\_BPP\_CC  (see NOTE 1) | | | |
| 8 | LPAd → S\_EndUser | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation, if not requested before.  (see NOTE 2) | For LPAd supporting SGP.22 v2.2.2 or earlier:  End User Intent successfully verified if not verified before.  (see NOTE 2) | RQ31\_062 RQC1\_008 RQC3\_014 |
| 9 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 10 | S\_EndUser → LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Enabled state | RQ32\_069 RQ32\_070 RQ32\_071 RQ44\_001 RQC1\_006 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction.  NOTE 2: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | |

##### 5.4.1.2.14 TC\_LPAd\_AddEnableProfile\_QRCode\_scanning

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add and Enable a new Operational Profile by using Activation Code (QR code scanning)

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1). |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate combined Add and Enable Profile operations | LPAd requests the Activation Code from the End User | RQ32\_062 RQ32\_066 RQC1\_009 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_1 by scanning the QR code | No error | RQ41\_001 RQ41\_005 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_1 as <MATCHING\_ID> | | | |
| 6 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | |
| 7 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified,if not verified before. | RQC1\_008 RQC3\_014 |
| 8 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 9 | S\_EndUser→ LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Enabled state | RQ32\_069 RQ32\_070 RQ32\_071 RQ44\_001 RQC1\_006 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | |

##### 5.4.1.2.15 TC\_LPAd\_AddEnableProfile\_ConfirmationCode\_smdpSigned2\_QR

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add and Enable a new Operational Profile by using Activation Code (QR code scanning) with confirmation code indicated only in smdpSigned2

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1) which requires confirmation code. |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate combined Add and Enable Profile operations | Activation Code is requested from the End User by LPAd | RQ32\_062 RQ32\_066 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_1 by scanning the QR code | No error | RQ41\_001 RQ41\_005 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT\_CC with #MATCHING\_ID\_1 as <MATCHING\_ID> | | | |
| 6 | LPAd → S\_EndUser | Request the Confirmation Code from the S\_End User. | #CONFIRMATION\_CODE1 is provided by manual entry. | RQ31\_108 RQ31\_112 |
| 7 | PROC\_ES9+\_GET\_BPP\_CC  (see NOTE 1) | | | |
| 8 | LPAd → S\_EndUser | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation, if not requested before.  (see NOTE 2) | For LPAd supporting SGP.22 v2.2.2 or earlier:  End User Intent successfully verified if not verified before.  (see NOTE 2) |  |
| 9 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 10 | S\_EndUser→ LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Enabled state | RQ32\_069 RQ32\_070 RQ32\_071 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction.  NOTE 2: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | |

##### 5.4.1.2.16 TC\_LPAd\_AddEnableProfile\_ConfirmationCode\_smdpSigned2\_Manual\_Entry

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add and Enable a new Operational Profile by using Activation Code (manual entry) with confirmation code indicated only in smdpSigned2

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (PROFILE\_OPERATIONAL1) which requires confirmation code. |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate combined Add and Enable Profile operations | Activation Code is requested from the End User by LPAd | RQ32\_062 RQ32\_066 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_1 by manual entry | No error | RQ41\_001 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9 | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT\_CC with #MATCHING\_ID\_1 as <MATCHING\_ID> | | | |
| 6 | LPAd → S\_EndUser | Request the Confirmation Code from the S\_End User. | #CONFIRMATION\_CODE1 is provided by manual entry. | RQ31\_108 RQ31\_112 |
| 7 | PROC\_ES9+\_GET\_BPP\_CC  (see NOTE 1) | | | |
| 8 | LPAd → S\_EndUser | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation, if not requested before.  (see NOTE 2) | For LPAd supporting SGP.22 v2.2.2 or earlier:  End User Intent successfully verified, if not verified before.  (see NOTE 2) |  |
| 9 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 10 | S\_EndUser → LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Enabled state | RQ32\_069 RQ32\_070 RQ32\_071 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction.  NOTE 2: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | |

##### 5.4.1.2.17 TC\_LPAd\_AddEnableProfile\_default\_SM-DP+\_address

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add and Enable a new Operational Profile by using the default SM-DP+ Address

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for PROFILE\_OPERATIONAL1 linked to the EID of the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate combined Add and Enable Profile operations  See NOTE1 | No error | RQ31\_079 RQ32\_062 RQ32\_068 |
| 2 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 3 | PROC\_ES9+\_INIT\_AUTH | | | |
| 4 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_EMPTY as <MATCHING\_ID> or missing MatchingID data object | | | |
| 5 | PROC\_ES9+\_GET\_BPP  (see NOTE 2) | | | |
| 6 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified, if not verified before. |  |
| 7 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 8 | S\_EndUser → LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Enable state | RQ32\_069 RQ32\_070 RQ32\_071 |
| NOTE 1: The Profile download by default SM-DP+ address MAY be implemented in different ways (e.g. some Device MAY implement a separate LUI menu for this function, some Device MAY request first the activation code, etc.). In order to enforce that the default SM-DP+ address is used the user SHALL not enter the Activation Code in case it is requested.  NOTE 2: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | |

##### 5.4.1.2.18 TC\_LPAd\_AddEnableProfile\_QRCode\_with\_ConfirmationCode

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add and Enable a new Operational Profile by using Activation Code (QR code scanning) with confirmation code

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (PROFILE\_OPERATIONAL1). |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| Step | Direction | | Sequence / Description | Expected result. | | | REQ |
| 1 | S\_EndUser→ LPAd | | Initiate combined Add and Enable Profile operations | Activation Code is requested from the End User by LPAd | | | RQ32\_062 RQ32\_066 |
| 2 | S\_EndUser→ LPAd | | Provide#ACTIVATION\_CODE\_3 by scanning the QR code |  | | | RQ41\_001 RQ41\_005 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT\_CC with #MATCHING\_ID\_3 as <MATCHING\_ID> | | | | | | |
| 6 | LPAd → S\_EndUser | | Request the Confirmation Code from the S\_End User. | #CONFIRMATION\_CODE1 is provided by manual entry. | | | RQ31\_108 |
| 7 | PROC\_ES9+\_GET\_BPP\_CC  (see NOTE 1) | | | | | | |
| 8 | LPAd → S\_EndUser | | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation, if not requested before.  (see NOTE 2) | For LPAd supporting SGP.22 v2.2.2 or earlier:  End User Intent successfully verified,if not verified before.  (see NOTE 2) | |  | |
| 9 | PROC\_ES9+\_HANDLE\_NOTIF | | | | | | |
| 10 | S\_EndUser→ LPAd | Initiate List Profile operation | | | PROFILE\_OPERATIONAL1 is displayed in Enabled state | RQ32\_069 RQ32\_070 RQ32\_071  RQ44\_001 | |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction.  NOTE 2: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | | | | |

##### 5.4.1.2.19 TC\_LPAd\_AddEnableProfile\_PPRs

Test Sequence #01 Nominal: End User Confirmation after PPR1 consent requested

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR1 is allowed and End User Consent is required for #MCC\_MNC4 with gid1 and gid2 absent. |
| LPAd | Add and Enable Profile operation is initiated by using #ACTIVATION\_CODE\_4. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_4 (associated with PROFILE\_OPERATIONAL4). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP with #METADATA\_OP\_PROF4 used in #GET\_BPP\_OK | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download either at this point or at a previous point of the procedure   For LPAd supporting SGP.22 v2.2.2 or earlier:  Relevant information about PPRs is shown and the End User consent is requested either at this point or at a previous point of the procedure.  (See NOTE)  For LPAd supporting SGP.22 v2.3 or later:  Either Strong Confirmation is asked by showing relevant information concerning the PPR(s); or Simple Confirmation is asked on the Profile download.  (See NOTE) | RQ29\_007\_1 RQ29\_008 RQ29\_009 RQ29\_015 RQ31\_096 RQ31\_100 RQ31\_102 RQ29\_011 RQ29\_013 |
| 2 | S\_EndUser → LPAd | End User Confirmation is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 3 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 4 | S\_EndUser → LPAd | List Profile operation is initiated | PROFILE\_OPERATIONAL4 is displayed in Enabled state | RQ31\_161 |
| NOTE: The request for this End User consent/Confirmation for the installation of Profile Policy Rules and Profile download MAY be combined into a single prompt. | | | | |

Test Sequence #02 Nominal: End User Confirmation after PPR2 consent requested

|  |  |
| --- | --- |
| Initial Conditions | |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR2 is allowed and End User Consent is required for #MCC\_MNC2 with gid1 and gid2 absent. |
| LPAd | Add and Enable Profile operation is initiated by using #ACTIVATION\_CODE\_3\_NO\_CC. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_3 (associated with PROFILE\_OPERATIONAL3). |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | | |
| IC4 | PROC\_ES9+\_GET\_BPP with #METADATA\_OP\_PROF3 used in #GET\_BPP\_OK | | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download either at this point or at a previous point of the procedure    For LPAd supporting SGP.22 v2.2.2 or earlier:  Relevant information about PPRs is shown and the End User consent is requested either at this point or at a previous point of the procedure.  (See NOTE)  For LPAd supporting SGP.22 v2.3 or later:  Either Strong Confirmation is asked by showing relevant information concerning the PPR(s); or Simple Confirmation is asked on the Profile download.  (See NOTE) | RQ29\_007\_1 RQ29\_008 RQ29\_009 RQ29\_015 RQ31\_096 RQ31\_100 RQ31\_102 RQ29\_011 RQ29\_013 |
| 2 | S\_EndUser → LPAd | End User Confirmation is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 3 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 4 | S\_EndUser → LPAd | List Profile operation is initiated | PROFILE\_OPERATIONAL3 is displayed in Enabled state | RQ31\_161 |
| NOTE: The request for this End User consent/Confirmation for the installation of Profile Policy Rules and Profile download MAY be combined into a single prompt. | | | | |

Test Sequence #03 Nominal: Profile with PPR1 already present

|  |
| --- |
| Initial Conditions |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR1 is allowed for #MCC\_MNC4 with gid1 and gid2 absent (with End User Consent either required or not required). |
| eUICC | The PROFILE\_OPERATIONAL4 with PPR1 is installed and enabled on the eUICC. |
| LPAd | Add and Enable Profile operation is initiated by using #ACTIVATION\_CODE\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #MATCHING\_ID\_1 (associated with PROFILE\_OPERATIONAL1). |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| IC2 | PROC\_ES9+\_INIT\_AUTH | | | |
| IC3 | PROC\_ES9+\_AUTH\_CLIENT  Extract <S\_TRANSACTION\_ID> | | | |
| IC4 | PROC\_ES9+\_GET\_BPP | | | |
| 1 | LPAd → S\_EndUser | Request for Confirmation if not requested before. | The LPA provides means for the End User Confirmation/Rejection of the Profile Download.  End User advised about a Profile with PPR1 already present and the End User consent is requested if not requested before. | RQ31\_071 |
| 2 | S\_EndUser → LPAd | End User Confirmation is performed within the period as defined in #IUT\_EU\_CONFIRMATION\_TIMEOUT |  |  |
| 3 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 4 | S\_EndUser → LPAd | List Profile operation is initiated | PROFILE\_OPERATIONAL1 is displayed in Disabled state | RQ31\_161 |

##### 5.4.1.2.20 TC\_LPAd\_AddEnableProfile\_Empty\_MatchingID

|  |  |
| --- | --- |
| **General Initial Conditions** | |
| **Entity** | **Description of the general initial condition** |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add and Enable a new Operational Profile by using empty MatchingID (QR code entry)

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial condition** |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for PROFILE\_OPERATIONAL1 linked to the EID of the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate combined Add and Enable Profile operations | LPAd requests the Activation Code from the End User | RQ32\_062 RQ32\_066 RQC1\_009 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_5 by scanning the QR code | No error | RQ31\_079 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_EMPTY as <MATCHING\_ID> | | | |
| 6 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | |
| 7 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified, if not verified before. |  |
| 8 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 9 | S\_EndUser → LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Enabled state | RQ32\_069 RQ32\_070 RQ32\_071 |
| NOTE 1:The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | |

Test Sequence #02 Nominal: Add and Enable a new Operational Profile by using empty MatchingID (manual entry)

|  |  |
| --- | --- |
| **Initial Conditions** |  |
| **Entity** | **Description of the initial condition** |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for PROFILE\_OPERATIONAL1 linked to the EID of the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate combined Add and Enable Profile operations | LPAd requests the Activation Code from the End User | RQ32\_062 RQ32\_066 RQC1\_009 |
| 2 | S\_EndUser→ LPAd | Provide #ACTIVATION\_CODE\_5 by manual entry | No error | RQ31\_079 |
| 3 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 4 | PROC\_ES9+\_INIT\_AUTH | | | |
| 5 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_EMPTY as <MATCHING\_ID> | | | |
| 6 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | |
| 7 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified, if not verified before. |  |
| 8 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 9 | S\_EndUser → LPAd | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed in Enabled state | RQ32\_069 RQ32\_070 RQ32\_071 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | |

### 5.4.2 Local Profile Management – ListProfiles

#### 5.4.2.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ32\_053, RQ32\_054, RQ32\_058, RQ32\_059

 RQ44\_001

#### 5.4.2.2 Test Cases

##### 5.4.2.2.1 TC\_LPAd\_ListProfiles

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is installed on the eUICC. |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: List the Profiles and their current state

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is Enabled. |
| eUICC | The PROFILE\_OPERATIONAL2 is Disabled. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Request the list of Profiles | Display PROFILE\_OPERATIONAL1 with Enabled state and the PROFILE\_OPERATIONAL2 with Disabled state in human readable format. | RQ32\_053 RQ32\_054 RQ32\_058 RQ32\_059 RQ44\_001 |

### 5.4.3 Local Profile Management - SetNickname

#### 5.4.3.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ32\_0001, RQ32\_002, RQ32\_073, RQ32\_074, RQ32\_076, RQ32\_078

#### 5.4.3.2 Test Cases

##### 5.4.3.2.1 TC\_LPAd\_SetNickname

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Add a Nickname on a Disabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC (see Note). |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL1 is not defined . |
| NOTE: If neither O\_D\_DISABLE\_SEPARATED nor O\_D\_ADD\_ENABLE\_SEPARATED are supported, follow the rule in section 2.2.4.1 using PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_NOTIF as helper profile | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Select PROFILE\_OPERATIONAL1.  Indicates the intention to change the Profile Nickname of PROFILE\_OPERATIONAL1. | LPA offers to the End User a way to enter the Nickname. | RQ32\_074 |
| 2 | S\_EndUser→ LPAd | Set the Profile Nickname of the PROFILE\_OPERATIONAL1 to #NICKNAME2 | LPAd sets the Profile Nickname (No Error) | RQ32\_001 RQ32\_002 RQ32\_073 RQ32\_076 |
| 3 | Exit the UI menu | | | |
| 4 | S\_EndUser→ LPAd | Perform an LUI dependent action to display the NickName of PROFILE\_OPERATIONAL1. | Profile Nickname of PROFILE\_OPERATIONAL1 equals to #NICKNAME2 | RQ32\_078 |
| 5 | Power off then power on the Device | | | |
| 6 | S\_EndUser→ LPAd | Perform an LUI dependent action to display the NickName of PROFILE\_OPERATIONAL1. | Profile Nickname of PROFILE\_OPERATIONAL1 equals to #NICKNAME2 | RQ32\_078 |

Test Sequence #02 Nominal: Add a Nickname on an Enabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL2 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL2 is not defined. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Select PROFILE\_OPERATIONAL2.  Indicates the intention to change the Profile Nickname of PROFILE\_OPERATIONAL2 | LPA offers to the End User a way to enter the nickname. | RQ32\_074 |
| 2 | S\_EndUser→ LPAd | Set the Profile Nickname of the PROFILE\_OPERATIONAL2 to #NICKNAME3 | LPAd sets the Profile Nickname (No Error) | RQ32\_073 RQ32\_076 |
| 3 | Exit the UI menu | | | |
| 4 | S\_EndUser→ LPAd | Perform an LUI dependent action to display the NickName ofPROFILE\_OPERATIONAL2 | Profile Nickname of PROFILE\_OPERATIONAL2 equals to #NICKNAME3 | RQ32\_078 |
| 5 | Power off then power on the Device | | | |
| 6 | S\_EndUser→ LPAd | Perform an LUI dependent action to display the NickName of PROFILE\_OPERATIONAL2. | Profile Nickname of PROFILE\_OPERATIONAL2 equals to #NICKNAME3 | RQ32\_078 |

##### 5.4.3.2.2 TC\_LPAd\_EditNickname

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Edit the Nickname on a Disabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC (see NOTE). |
| eUICC | The PROFILE\_OPERATIONAL1 is Disabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL1 is equal to #NICKNAME1. |
| NOTE: If neither O\_D\_DISABLE\_SEPARATED nor O\_D\_ADD\_ENABLE\_SEPARATED are supported, follow the rule in section 2.2.4.1 using PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_NOTIF as helper profile | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Select PROFILE\_OPERATIONAL1  Indicates the intention to change the Profile Nickname of PROFILE\_OPERATIONAL1 | Profile Nickname equals to #NICKNAME1  LPA offers to the End User a way to enter a new Nickname. | RQ32\_075 |
| 2 | S\_EndUser→ LPAd | Set the Profile Nickname of the PROFILE\_OPERATIONAL1 to #NICKNAME2 | LPAd sets the Profile Nickname (No Error) | RQ32\_073 RQ32\_076 |
| 3 | Exit the UI menu | | | |
| 4 | S\_EndUser→ LPAd | Perform an LUI dependent action to display the NickName ofPROFILE\_OPERATIONAL1 | Profile Nickname equals to #NICKNAME2 | RQ32\_078 |
| 5 | Power off then power on the Device | | | |
| 6 | S\_EndUser→ LPAd | Perform an LUI dependent action to display the NickName ofPROFILE\_OPERATIONAL1 | Profile Nickname equals to #NICKNAME2 | RQ32\_078 |

Test Sequence #02 Nominal: Edit the Nickname on an Enabled Operational Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL2 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is Enabled. |
| eUICC | The Nickname of the PROFILE\_OPERATIONAL2 is equal to #NICKNAME3. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Select PROFILE\_OPERATIONAL2  Indicates the intention to change the Profile Nickname of PROFILE\_OPERATIONAL2 | Profile Nickname equals to #NICKNAME3  LPA offers to the End User a way to enter a new Nickname. | RQ32\_075 |
| 2 | S\_EndUser→ LPAd | Set the Profile Nickname of the PROFILE\_OPERATIONAL2 to #NICKNAME4 | LPAd sets the Profile Nickname (No Error) | RQ32\_073 RQ32\_076 |
| 3 | Exit the UI menu | | | |
| 4 | S\_EndUser→ LPAd | Perform an LUI dependent action to display the NickName of PROFILE\_OPERATIONAL2 | Profile Nickname equals to #NICKNAME4 | RQ32\_078 |
| 5 | Power off then power on the Device | | | |
| 6 | S\_EndUser→ LPAd | Perform an LUI dependent action to display the NickName ofPROFILE\_OPERATIONAL2 | Profile Nickname equals to #NICKNAME4 | RQ32\_078 |

### 5.4.4 Local Profile Management - Delete Profile

#### 5.4.4.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ32\_001, RQ32\_002, RQ32\_004, RQ32\_044, RQ32\_047, RQ32\_050

 RQ35\_008

#### 5.4.4.2 Test Cases

##### 5.4.4.2.1 TC\_LPAd\_DeleteProfile\_Disabled\_without\_PPR

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Deleting Disabled Profile, No PPRs

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_TEST\_DP\_ADDRESS1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is in Disabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Delete Profile procedure is initiated for PROFILE\_OPERATIONAL1 | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User. | RQ32\_001 RQ32\_002 RQ32\_044 |
| 2 | LPAd → S\_SM-DP+ | Delete Notification containing #ICCID\_OP\_PROF1 is sent by the LPAd | The delete Notification as defined below is received by the S\_SM-DP+ within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL1)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA | RQ35\_015 RQ35\_008 |
| 3 | S\_EndUser→ LPAd | Request for List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format. PROFILE\_OPERATIONAL1 is not shown. | RQ32\_058 |
| NOTE: The timeout in Step 2 SHALL start after the End User Intent verification. | | | | |

##### 5.4.4.2.2 TC\_LPAd\_DeleteProfile\_Enabled\_without\_PPR

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Deleting Enabled Profile, No PPRs, With PIN

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL5 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_TEST\_DP\_ADDRESS1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL5 is in Enabled state. |
| eUICC | The PROFILE\_OPERATIONAL2 is in Disabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate Delete Profile procedure for PROFILE\_OPERATIONAL5 | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User. | RQ32\_044 RQ32\_047 |
| 2 | LPAd → S\_SM-DP+ | Send Disable Notification containing #ICCID\_OP\_PROF5 | The disable Notification as defined below is received by the S\_SM-DP+ within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DIS5)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  See NOTE | RQ35\_008 RQ35\_015 |
| 3 | LPAd → S\_SM-DP+ | Send Delete Notification containing #ICCID\_OP\_PROF5 | The delete Notification as defined below is received by the S\_SM-DP+ within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL5)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  See NOTE | RQ35\_008 RQ35\_015 RQ35\_018 |
| 4 | S\_EndUser→ LPAd | Request for List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format. PROFILE\_OPERATIONAL5 is not shown. | RQ32\_058 |
| 5 | S\_EndUser→ Device | Power off then power on the Device | During Device boot up no PIN entry is requested from the End User. | RQ32\_051 |
| NOTE: The timeout SHALL start after the End User Intent verification. | | | | |

Test Sequence #02 Nominal: Deleting Enabled Profile, No PPRs, No PIN

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is in Enabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate Delete Profile procedure for PROFILE\_OPERATIONAL1 | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User. | RQ32\_044 RQ32\_047 |
| 2 | LPAd → S\_SM-DP+ | Send Disable Notification containing #ICCID\_OP\_PROF1 | The disable Notification as defined below is received by the S\_SM-DP+ within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DIS1)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  See NOTE | RQ35\_008 RQ35\_015 |
| 3 | LPAd → S\_SM-DP+ | Send Delete Notification containing #ICCID\_OP\_PROF1 | The delete Notification as defined below is received by the S\_SM-DP+ within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL1)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  See NOTE | RQ35\_008 RQ35\_015 RQ35\_018 |
| 4 | S\_EndUser→ LPAd | Request for List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format. PROFILE\_OPERATIONAL1 is not shown. | RQ32\_058 |
| NOTE: The timeout SHALL start after the End User Intent verification. | | | | |

##### 5.4.4.2.3 TC\_LPAd\_DeleteProfile\_Error\_with\_PPR1

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Error: Deleting Enabled Profile, PPR1 set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR1 is allowed for #MCC\_MNC4 with gid1 and gid2 absent (with End User Consent either required or not required). |
| eUICC | The PROFILE\_OPERATIONAL4 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL4 is in Enabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Delete Profile procedure is initiated for PROFILE\_OPERATIONAL4 | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified  See NOTE 1 and NOTE 2  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User.  See NOTE 1 and NOTE 2 | RQ32\_044 RQ32\_047 RQ32\_050 |
| 2 | S\_EndUser→ LPAd | Request for List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format. PROFILE\_OPERATIONAL4 is shown in Enabled state. | RQ32\_058 |
| NOTE 1: The LPAd MAY check the policy rules of the Profiles and give a warning to the End User. The procedure can be continued after the warning and the End User shall continue the procedure.  NOTE 2: The LPAd MAY display an error indicating that the deletion of the Profile is failed. | | | | |

##### 5.4.4.2.4 TC\_LPAd\_DeleteProfile\_Error\_Disabled\_with\_PPR2

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Error: Deleting Disabled Profile, PPR2 set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR2 is allowed for #MCC\_MNC2 with gid1 and gid2 absent (with End User Consent either required or not required). |
| eUICC | The PROFILE\_OPERATIONAL7 is installed on the eUICC (see NOTE). |
| eUICC | The PROFILE\_OPERATIONAL7 is in Disabled state. |
| NOTE: If neither O\_D\_DISABLE\_SEPARATED nor O\_D\_ADD\_ENABLE\_SEPARATED are supported, follow the rule in section 2.2.4.1 using PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_NOTIF as helper profile | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Delete Profile procedure is initiated for PROFILE\_OPERATIONAL7 | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  See NOTE 1 and NOTE 2  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User.  See NOTE 1 and NOTE 2 | RQ32\_044 RQ32\_047 RQ32\_050 |
| 2 | S\_EndUser→ LPAd | Request for List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format. PROFILE\_OPERATIONAL7 is shown in Disabled state. | RQ32\_058 |
| NOTE 1: The LPAd MAY check the policy rules of the Profiles and give a warning to the End User. The procedure can be continued after the warning and the End User shall continue the procedure.  NOTE 2: The LPAd MAY display an error indicating that the deletion of the Profile is failed. | | | | |

##### 5.4.4.2.5 TC\_LPAd\_DeleteProfile\_Error\_Enabled\_with\_PPR2

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Error: Deleting Enabled Profile, PPR2 set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR2 is allowed for #MCC\_MNC2 with gid1 and gid2 absent (with End User Consent either required or not required). |
| eUICC | The PROFILE\_OPERATIONAL8 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL8 is in Enabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate Delete Profile procedure for PROFILE\_OPERATIONAL8 | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  See NOTE 2 and NOTE 3  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User.  See NOTE 2 and NOTE 3 | RQ32\_044 RQ32\_047 RQ32\_050 |
| 2 | LPAd → S\_SM-DP+ | Send Disable Notification containing #ICCID\_OP\_PROF8 | The disable Notification as defined below is received by the S\_SM-DP+ within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  MTD\_HANDLE\_NOTIF (#PENDING\_NOTIF\_DIS8)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  See NOTE 1 | RQ35\_008 RQ35\_015 |
| 3 | S\_EndUser→ LPAd | Request for List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format. PROFILE\_OPERATIONAL8 is shown in Disabled state. | RQ32\_058 |
| 4 | S\_EndUser→ Device | Power off then power on the Device | During Device boot up no PIN entry is requested from the End User. | RQ32\_051 |
| NOTE 1: The timeout SHALL start after the End User Intent verification.  NOTE 2: The LPAd MAY check the policy rules of the Profiles and give a warning to the End User. The procedure can be continued after the warning and the End User shall continue the procedure.  NOTE 3: The LPAd MAY display an error indicating that the deletion of the Profile is failed. | | | | |

##### 5.4.4.2.6 TC\_LPAd\_DeleteProfile\_Security\_Errors

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Error: Stop Delete Profile Operation if No Confirmation Provided

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC (see NOTE). |
| eUICC | The PROFILE\_OPERATIONAL1 is in Disabled state. |
| NOTE: If neither O\_D\_DISABLE\_SEPARATED nor O\_D\_ADD\_ENABLE\_SEPARATED are supported, follow the rule in section 2.2.4.1 using PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_NOTIF as helper profile | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Delete Profile procedure is initiated for PROFILE\_OPERATIONAL1.  The End User SHALL not provide Confirmation. | The LPAd stops the Delete Profile procedure. | RQ32\_001 RQ32\_002 RQ32\_004 |
| 2 | S\_EndUser→ LPAd | Request for List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format. PROFILE\_OPERATIONAL1 is shown in Disabled state. | RQ32\_004 |

### 5.4.5 Local Profile Management - Enable Profile

#### 5.4.5.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ32\_001, RQ32\_002, RQ32\_004, RQ32\_006, RQ32\_007, RQ32\_008, RQ32\_011, RQ32\_012, RQ32\_014, RQ32\_019\_1, RQ32\_053

 RQ35\_008, RQ35\_012, RQ35\_014\_1, RQ35\_014\_3, RQ35\_018, RQ35\_019

#### 5.4.5.2 Test Cases

##### 5.4.5.2.1 TC\_LPAd\_EnableProfile

|  |  |
| --- | --- |
| General **Initial Conditions** | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| Device | The End User gets presented a list of installed (operational) Profiles with their current state. |

Test Sequence #01 Nominal: Enable a formerly disabled Profile, With PIN

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL5 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL5 is in Disabled state (see NOTE). |
| NOTE: If neither O\_D\_DISABLE\_SEPARATED nor O\_D\_ADD\_ENABLE\_SEPARATED are supported, follow the rule in section 2.2.4.1 using PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_NOTIF as helper profile, deleting the helper profile before the start of the actual test sequence. | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the Enable Profile operation for PROFILE\_OPERATIONAL5 | PROFILE\_OPERATIONAL5 is enabled | RQ32\_001 RQ32\_002 RQ32\_006 RQ32\_007 |
| 2 | LPAd → S\_SM-DP+ | Send the Enable Notification containing #ICCID\_OP\_PROF5 | The Enable Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_EN5) is received by the S\_SM-DP+ within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK | RQ35\_008 |
| 3 | S\_EndUser → Device | Enter #PO1\_PIN1 to authenticate the user | Successful End User authentication for the selected application | RQ32\_19\_1 |
| 4 | S\_EndUser → LPAd | Request List Profiles | PROFILE\_OPERATIONAL5 is shown in Enabled state. | RQ32\_058 |
| NOTE: The timeout SHALL start after the initiation of the Enable Profile operation. | | | | |

Test Sequence #02 Nominal: Enable a formerly disabled Profile, no PIN

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is in Disabled state. |
| NOTE: If neither O\_D\_DISABLE\_SEPARATED nor O\_D\_ADD\_ENABLE\_SEPARATED are supported, follow the rule in section 2.2.4.1 using PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_NOTIF as helper profile, deleting the helper profile before the start of the actual test sequence. | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the Enable Profile operation for PROFILE\_OPERATIONAL1 | PROFILE\_OPERATIONAL1 is enabled | RQ32\_001 RQ32\_002 RQ32\_006 RQ32\_007 |
| 2 | LPAd → S\_SM-DP+ | Send the Enable Notification containing #ICCID\_OP\_PROF1 | The Enable Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_EN1) is received by the S\_SM-DP+ within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK | RQ35\_008 |
| 3 | S\_EndUser → LPAd | Request List Profiles | PROFILE\_OPERATIONAL1 is shown in Enabled state. | RQ32\_058 |
| NOTE: The timeout SHALL start after the initiation of the Enable Profile operation. | | | | |

##### 5.4.5.2.2 TC\_LPAd\_EnableProfile\_ImplicitDisable

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Enable a Profile with implicit disabling of the formerly enabled Profile, With PIN

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL5 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL6 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL5 is in Enabled state. |
| eUICC | The PROFILE\_OPERATIONAL6 is in Disabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the Enable Profile operation for PROFILE\_OPERATIONAL6 |  | RQ32\_006 RQ32\_007 |
| 2 | LPAd → S\_SM-DP+(1) | Disable Notification containing #ICCID\_OP\_PROF5 is sent by the LPAd | The Disable Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DIS5) is received by the S\_SM-DP+ (configured with #TEST\_DP\_ADDRESS1) within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK | RQ35\_008 |
| 3 | LPAd → S\_SM-DP+(2) | Send the Enable Notification containing #ICCID\_OP\_PROF6 | The Enable Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_EN6) is received by the S\_SM-DP+ (configured with #TEST\_DP\_ADDRESS2) within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK | RQ35\_008 |
| 4 | S\_EndUser → Device | Enter #PO2\_PIN1 to authenticate the user | Successful End User authentication for the selected application | RQ32\_19\_1 |
| 5 | S\_EndUser → LPAd | Request List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format.  PROFILE\_OPERATIONAL6 is shown in Enabled state. | RQ32\_058 |
| NOTE 1: The Notifications (steps 2 and 3) MAY be sent sequentially in either order or in parallel.  NOTE 2: The timeout (steps 2 and 3) SHALL start after the initiation of the Enable Profile operation. | | | | |

Test Sequence #02 Nominal: Enable a Profile with implicit disabling of the formerly enabled Profile, no PIN

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL2 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is in Enabled state. |
| eUICC | The PROFILE\_OPERATIONAL2 is in Disabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the Enable Profile operation for PROFILE\_OPERATIONAL2 |  | RQ32\_006 RQ32\_007 |
| 2 | LPAd → S\_SM-DP+(1) | Disable Notification containing #ICCID\_OP\_PROF1 is sent by the LPAd | The Disable Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DIS1) is received by the S\_SM-DP+ (configured with #TEST\_DP\_ADDRESS1) within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK | RQ35\_008 |
| 3 | LPAd → S\_SM-DP+(2) | Send the Enable Notification containing #ICCID\_OP\_PROF2 | The Enable Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_EN2) is received by the S\_SM-DP+ (configured with #TEST\_DP\_ADDRESS2) within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK | RQ35\_008 |
| 4 | S\_EndUser → LPAd | Request List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format.  PROFILE\_OPERATIONAL2 is shown in Enabled state. | RQ32\_058 |
| NOTE 1: The Notifications (steps 2 and 3) MAY be sent sequentially in either order or in parallel.  NOTE 2: The timeout (steps 2 and 3) SHALL start after the initiation of the Enable Profile operation. | | | | |

##### 5.4.5.2.3 TC\_LPAd\_EnableProfile\_Error\_ProfileAlreadyEnabled

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Error: Enable an already enabled Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is in Enabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the Enable Profile operation for PROFILE\_OPERATIONAL1 |  | RQ32\_006 RQ32\_007 |
| 2 | LPAd → S\_EndUser | Result of the Profile enabling | Enable Profile procedure terminates indicating an error | RQ32\_012 |

##### 5.4.5.2.4 TC\_LPAd\_EnableProfile\_Error\_PPR1Set

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled |

Test Sequence #01 Error: Enabled Profile when a formerly enabled Profile has set PPR1

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR1 is allowed for #MCC\_MNC4 with gid1 and gid2 absent (with End User Consent either required or not required). |
| eUICC | The PROFILE\_OPERATIONAL4 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL4 is in Enabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | S\_EndUser → LPAd | Install PROFILE\_OPERATIONAL1 and ensure that it is disabled (see NOTE 1) | PROFILE\_OPERATIONAL1 is installed and disabled | IC1 |
| 1 | S\_EndUser → LPAd | Initiate the Enable Profile operation for PROFILE\_OPERATIONAL1 | See NOTE 2 and NOTE 3 | RQ32\_006 RQ32\_007 RQ32\_008 RQ32\_014 |
| 2 | S\_EndUser 🡪 LPAd | Request List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format.  PROFILE\_OPERATIONAL4 is shown in Enabled state. | RQ32\_058 |
| NOTE 1: If the device supports only O\_D\_ADD\_ENABLE\_COMBINED, any attempt to automatically enable the profile is expected to fail.  NOTE 2:The LPAd MAY check the policy rules of the Profiles and give a warning to the End User. The procedure can be continued after the warning and the End User shall continue the procedure.  NOTE 3:The LPAd MAY display an error indicating that the enabling of the Profile is failed. | | | | |

##### 5.4.5.2.5 Void

### 5.4.6 Local Profile Management- Disable Profile

#### 5.4.6.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ32\_001, RQ32\_002, RQ32\_004, RQ32\_025, RQ32\_026, RQ32\_028, RQ32\_032, RQ32\_034, RQ32\_038, RQ32\_053

 RQ35\_008, RQ35\_018, RQ35\_019

#### 5.4.6.2 Test Cases

##### 5.4.6.2.1 TC\_LPAd\_DisableProfile

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Disable an Enabled Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is in Enabled state. |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the Disable Profile operation for PROFILE\_OPERATIONAL1 | PROFILE\_OPERATIONAL1 is disabled | RQ32\_001 RQ32\_002 RQ32\_025 RQ32\_026 |
| 2 | LPAd → S\_SM-DP+ | Send the Disable Notification containing #ICCID\_OP\_PROF1 | The Disable Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DIS1) is received by the S\_SM-DP+ within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK | RQ35\_008 RQ35\_018 RQ35\_019 |
| 3 | S\_EndUser → LPAd | Request List Profiles | Installed Operational Profile(s) with their current states are displayed in a human readable format. PROFILE\_OPERATIONAL1 is shown in Disabled state. | RQ32\_038 RQ32\_053 |
| NOTE: The timeout SHALL start after the initiation of the Disable Profile operation. | | | | |

##### 5.4.6.2.2 TC\_LPAd\_DisableProfile\_Error\_ProfileAlreadyDisabled

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Error: Disable an already disabled Profile

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is in Disabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser→ LPAd | Initiate the Disable Profile operation for PROFILE\_OPERATIONAL1 |  | RQ32\_025 RQ32\_026 |
| 2 | LPAd → S\_EndUser | Result of the Profile disabling | The Disable Profile procedure terminates indicating a failure | RQ32\_034 |

##### 5.4.6.2.3 TC\_LPAd\_DisableProfile\_Error\_PPR1Set

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Error: Disable an Enabled Profile with PPR1 set

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR1 is allowed for #MCC\_MNC4 with gid1 and gid2 absent (with End User Consent either required or not required). |
| eUICC | The PROFILE\_OPERATIONAL4 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL4 is in Enabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the Disable Profile operation for PROFILE\_OPERATIONAL4 | See NOTE 1 and NOTE 2 | RQ32\_025 RQ32\_026 RQ32\_028 RQ32\_034 |
| 2 | S\_EndUser → LPAd | Request List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format  PROFILE\_OPERATIONAL4 is shown in Enabled state | RQ32\_053 |
| NOTE 1: The LPAd MAY check the policy rules of the Profiles and give a warning to the End User. The procedure can be continued after the warning and the End User shall continue the procedure.  NOTE 2: The LPAd MAY display an error indicating that the disabling of the Profile is failed. | | | | |

##### 5.4.6.2.4 VOID

### 5.4.7 Local eUICC Management - Retrieve EID Process

#### 5.4.7.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ33\_001, RQ33\_002, RQ33\_003, RQ33\_004

#### 5.4.7.2 Test Cases

##### 5.4.7.2.1 TC\_LPAd\_RetrieveEID

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Retrieve EID

The purpose of this test is to check if the Device is capable to display the stored EID in as QR code or in text string format.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Request to display EID. (See NOTE) | EID is displayed. | RQ33\_001 RQ33\_002 |
| 2 | LPAd → S\_EndUser | Presentation of the EID | The LPA presents the #EID1 to the End User as a text string and/or as a QR code.  If the EID is represented as text string, the text SHALL be identical to #EID1  If the #EID1 is shown as a QR code it SHALL be either #EID1\_QR\_CODE1 or #EID1\_QR\_CODE2 with or without blank spaces. | RQ33\_003 RQ33\_004 RQ33\_005 RQ33\_005\_1 |
| NOTE: LPAd may display the EID by default. | | | | |

### 5.4.8 Local eUICC Management - eUICC Memory Reset Process

#### 5.4.8.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ32\_053

 RQ33\_012, RQ33\_021\_1, RQ33\_021\_2

 RQ35\_008, RQ35\_018, RQ35\_019

#### 5.4.8.2 Test Cases

##### 5.4.8.2.1 TC\_LPAd\_eUICCMemoryReset

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | No proactive session is ongoing.  NOTE: These test cases MAY fail due to the fact that a proactive is ongoing but it is impossible to determine that this is the case. In this instance it is recommended to repeat the test. |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: eUICC Memory Reset, Operational Profile installed, no Operational Profile enabled

The purpose of this test is to check the basic functions of the eUICC Memory Reset. An installed but not enabled Operational Profile SHALL be deleted.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is in Disabled state (see NOTE). |
| NOTE: If neither O\_D\_DISABLE\_SEPARATED nor O\_D\_ADD\_ENABLE\_SEPARATED are supported, follow the rule in section 2.2.4.1 using PROFILE\_OPERATIONAL2 with #METADATA\_OP\_PROF2\_NO\_NOTIF as helper profile, deleting the helper profile before the start of the actual test sequence. | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the eUICC Memory Reset for operational profiles | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User. |  |
| 2 | LPAd → S\_SM-DP+ | Delete Notification containing #ICCID\_OP\_PROF1 is sent by the LPAd | The Delete Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL1) is received by the S\_SM-DP+ within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  The S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK | RQ35\_008 RQ35\_018 RQ35\_019 |
| 3 | S\_EndUser → LPAd | Request List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format  No Operational Profile is available | RQ32\_053 RQ33\_012 |
| NOTE: The timeout (step 2) SHALL start after the End User Intent verification. | | | | |

Test Sequence #02 Nominal: eUICC Memory Reset, Operational Profile with PPR2 installed, no Operational Profile enabled

The purpose of this test is to check if an initiated eUICC Memory Reset deletes an installed but not enabled Operational Profile with PPR2 ('Deletion of this Profile is not allowed').

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR2 is allowed for #MCC\_MNC2 with gid1 and gid2 absent (with End User Consent either required, or not required). |
| eUICC | The PROFILE\_OPERATIONAL2 is installed on the eUICC with #METADATA\_OP\_PROF2\_MEMRES1. |
| eUICC | The PROFILE\_OPERATIONAL2 is in Disabled state (see NOTE). |
| NOTE: If neither O\_D\_DISABLE\_SEPARATED nor O\_D\_ADD\_ENABLE\_SEPARATED are supported, follow the rule in section 2.2.4.1 using PROFILE\_OPERATIONAL1 with #METADATA\_OP\_PROF1\_NO\_NOTIF as helper profile, deleting the helper profile before the start of the actual test sequence. | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | | S\_EndUser → LPAd | Initiate the eUICC Memory Reset for operational profiles | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User. |  |
| 2 | LPAd → S\_SM-DP+ | Delete Notification containing #ICCID\_OP\_PROF2 is sent by the LPAd | The Delete Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL2) is received by the S\_SM-DP+ (configured with #TEST\_DP\_ADDRESS2) within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  The S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK | RQ35\_008 RQ35\_018 RQ35\_019 |
| 3 | S\_EndUser → LPAd | Request List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format  No Operational Profile is available | RQ32\_053 RQ33\_012 |
| NOTE: The timeout (step 2) SHALL start after the End User Intent verification. | | | | |

Test Sequence #03 Nominal: eUICC Memory Reset, Operational Profile with PPR2 installed and enabled

The purpose of this test is to check if an initiated eUICC Memory Reset deletes an installed and enabled Operational Profile with PPR2 ‘'Deletion of this Profile is not allowed’').

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR2 is allowed for #MCC\_MNC2 with gid1 and gid2 absent (with End User Consent either required, or not required). |
| eUICC | The PROFILE\_OPERATIONAL2 is installed on the eUICC with #METADATA\_OP\_PROF2\_MEMRES1. |
| eUICC | The PROFILE\_OPERATIONAL2 is in Enabled state. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| 1 | | S\_EndUser → LPAd | Initiate the eUICC Memory Reset for operational profiles | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User. |  | |
| 2 | LPAd → S\_SM-DP+ | Delete Notification containing #ICCID\_OP\_PROF2 is sent by the LPAd | The Delete Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL2) is received by the S\_SM-DP+ (configured with #TEST\_DP\_ADDRESS2) within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  The S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK  See NOTE 2 | RQ35\_008 RQ35\_018 RQ35\_019 | |
| 3 | S\_EndUser → LPAd | Request List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format  No Operational Profile is available | RQ32\_053 RQ33\_012 | |
| NOTE 1: The timeout (step 2) SHALL start after the End User Intent verification.  NOTE 2: A Disable Notification for PROFILE\_OPERATIONAL2 MAY be sent before the Delete Notification. This notification SHALL NOT be checked. | | | | | |

Test Sequence #04 Nominal: eUICC Memory Reset, Operational Profile with PPR1 installed and enabled

The purpose of this test is to check if an initiated eUICC Memory Reset deletes an installed and enabled Operational Profile with PPR1 ‘'Disabling of this Profile is not allowed’').

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Test eUICC’s RAT is configured as follows: PPR1 is allowed for #MCC\_MNC4 with gid1 and gid2 absent (with End User Consent either required, or not required). |
| eUICC | The PROFILE\_OPERATIONAL4 is installed on the eUICC with #METADATA\_OP\_PROF4\_MEMRES1. |
| eUICC | The PROFILE\_OPERATIONAL4 is in Enabled state. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| 1 | | S\_EndUser → LPAd | Initiate the eUICC Memory Reset for operational profiles | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User. |  | |
| 2 | LPAd → S\_SM-DP+ | Delete Notification containing #ICCID\_OP\_PROF4 is sent by the LPAd | The Delete Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL4) is received by the S\_SM-DP+ (configured with #TEST\_DP\_ADDRESS4) within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  The S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK  See NOTE 2 | RQ35\_008 RQ35\_018 RQ35\_019 | |
| 3 | S\_EndUser → LPAd | Request List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format  No Operational Profile is available | RQ32\_053 RQ33\_012 | |
| NOTE 1: The timeout (step 2) SHALL start after the End User Intent verification.  NOTE 2: A Disable Notification for PROFILE\_OPERATIONAL4 MAY be sent before the Delete Notification. This notification SHALL NOT be checked. | | | | | |

Test Sequence #05 Nominal: eUICC Memory Reset, multiple Operational Profiles are installed, an Operational Profile is enabled

The purpose of this test is to check if an initiated eUICC Memory Reset deletes all Operational Profiles installed and send the required Notifications to the appropriate SM-DP+.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL1 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL1 is in Enabled state. |
| eUICC | The PROFILE\_OPERATIONAL2 is installed on the eUICC. |
| eUICC | The PROFILE\_OPERATIONAL2 is in Disabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the eUICC Memory Reset for operational profiles | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User. |  |
| 2 | LPAd → S\_SM-DP+(1) | Delete Notifications containing #ICCID\_OP\_PROF1 is sent by the LPAd | The Delete Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL1) is received by the S\_SM-DP+ (configured with #TEST\_DP\_ADDRESS1) within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  The S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK  See NOTE 3 | RQ35\_008 RQ35\_018 RQ35\_019 |
| 3 | LPAd → S\_SM-DP+(2) | Delete Notification containing #ICCID\_OP\_PROF2 is sent by the LPAd | The Delete Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL2) is received by the S\_SM-DP+ (configured with #TEST\_DP\_ADDRESS2) within the timeout #IUT\_LPAd\_NOTIFICATION\_TIMEOUT  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  The S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK | RQ35\_008 RQ35\_018 RQ35\_019 |
| 4 | S\_EndUser → LPAd | Request List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format  No Operational Profile is available | RQ32\_053 RQ33\_012 |
| NOTE 1: The Delete Notifications (steps 2 and 3) MAY be sent sequentially in either order or in parallel.  NOTE 2: The timeout (steps 2 and 3) SHALL start after the End User Intent verification.  NOTE 3: A Disable Notification for PROFILE\_OPERATIONAL1 MAY be sent before the Delete Notification. This notification SHALL NOT be checked. | | | | |

##### 5.4.8.2.2 TC\_LPAd\_eUICCMemoryResetWithPINVerification

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | No proactive session is ongoing.  NOTE: these test cases may fail due to the fact that a proactive session is ongoing but it is impossible to determine that this is the case. In this instance it is recommended to repeat the test. |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: eUICC Memory Reset, installed and enabled Operational Profile with PIN verification

The purpose of this test is to check if an initiated eUICC Memory Reset deletes an installed and enabled Operational Profile with PIN verification enabled.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The PROFILE\_OPERATIONAL5 is installed on the eUICC with #METADATA\_OP\_PROF5. |
| eUICC | The PROFILE\_OPERATIONAL5 is in Enabled state. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the eUICC Memory Reset for operational profiles | For LPAd supporting SGP.22 v2.2.2 or earlier:  Request for Confirmation and successful End User Intent verified.  For LPAd supporting SGP.22 v2.3 or later:  Strong Confirmation is requested by the LPAd and confirmed by the End User. |  |
| 2 | LPAd → S\_SM-DP+ | Delete Notification containing #ICCID\_OP\_PROF5 is sent by the LPAd | The Delete Notification MTD\_HANDLE\_NOTIF(#PENDING\_NOTIF\_DEL5) is received by the S\_SM-DP+ within the timeout (#IUT\_LPAd\_NOTIFICATION\_TIMEOUT, + #IUT\_LPAd\_READY\_AFTER\_REBOOT\_TIMEOUT)  Verify the euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG> using the #PK\_EUICC\_ECDSA  The S\_SM-DP+ SHALL return #R\_HTTP\_204\_OK  See NOTE 3 | RQ35\_008 RQ35\_018 RQ35\_019 |
| 3 | Device | Power off then power on the Device  If the Device does not automatically power off and power on, the S\_EndUser SHALL power off and power on the Device. | During Device boot up no PIN entry is requested from the End User. | RQ33\_011 RQ33\_012 |
| 4 | S\_EndUser → LPAd | Request List Profiles | Installed Operational Profiles with their current states are displayed in a human readable format  No Operational Profile is available | RQ32\_053 RQ33\_012 |
| NOTE 1: The Delete Notification (step 2) can be sent at any step after having successfully initiated the eUICC Memory Reset.  NOTE 2: The timeout (step 2) SHALL start after the End User Intent verification.  NOTE 3: A Disable Notification for PROFILE\_OPERATIONAL5 MAY be sent before the Delete Notification. This notification SHALL NOT be checked. | | | | |

Test Sequence #02 Nominal: VOID

### 5.4.9 Local eUICC Management–- eUICC Test Memory Reset Process

This section is defined as FFS and not applicable for this version of test specification.

### 5.4.10 Local eUICC Management – Set/Edit Default SM-DP+ Address Process

#### 5.4.10.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ33\_021\_2, RQ33\_021\_3, RQ33\_021\_5

#### 5.4.10.2 Test Cases

##### 5.4.10.2.1 TC\_LPAd\_Set/Edit Default SM-DP+ Address

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |

Test Sequence #01 Nominal: Set Default SM-DP+ Address where no Default Address has been set before

The purpose of this test is to set a default SM-DP+ address on a eUICC where no SM-DP+ default address is stored.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | No value is assigned to the Default SM-DP+ field. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the function to retrieve the configured address | The LPAd retrieves the Default SM-DP+ Address and presents it to the EndUser  The current Default SM-DP+ Address is empty respectively no Default SM-DP+ Address is shown | RQ33\_021\_2 |
| 2 | S\_EndUser → LPAd | If required, initiate the function to enter #TEST\_DP\_ADDRESS1 as the new Default SM-DP+ address or enter directly #TEST\_DP\_ADDRESS1 as the new Default SM-DP+. | For LPAd supporting SGP.22 v2.2.2 or earlier:  Successful End User Intent verified as defined in SGP.21 [3] for Simple Confirmation, if not verified before.  (see NOTE 1) | RQ33\_021\_3 |
| 3 | S\_EndUser → LPAd | Initiate the function to retrieve the configured address | The LPAd retrieves the Default SM-DP+ Address and presents it to the EndUser  The current Default SM-DP+ Address #TEST\_DP\_ADDRESS1 is shown | RQ33\_021\_5 |
| NOTE 1: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | |

Test Sequence #02 Nominal: Edit the Default SM-DP+ Address and store it on the eUICC

The purpose of this test is to edit an existing default SM-DP+ address on a eUICC and to ensure that the changes are stored.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Default SM-DP+ field is set to #TEST\_DEFAULT\_DP\_ADDRESS\_1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the function to retrieve the configured address | The LPAd retrieves the Default SM-DP+ Address and presents it to the EndUser  The current Default SM-DP+ Address is #TEST\_DEFAULT\_DP\_ADDRESS\_1 | RQ33\_021\_2 |
| 2 | S\_EndUser → LPAd | If required, initiate the function to enter #TEST\_DP\_ADDRESS1 as the new Default SM-DP+ address or enter directly #TEST\_DP\_ADDRESS1 as the new Default SM-DP+. | For LPAd supporting SGP.22 v2.2.2 or earlier:  Successful End User Intent verified as defined in SGP.21 [3] for Simple Confirmation, if not verified before.  (see NOTE1) | RQ33\_021\_3 |
| 3 | S\_EndUser → LPAd | Initiate the function to retrieve the configured address | The LPAd retrieves the Default SM-DP+ Address and presents it to the EndUser  The current Default SM-DP+ Address #TEST\_DP\_ADDRESS1 is shown | RQ33\_021\_5 |
| NOTE 1: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | |

Test Sequence #03 Nominal: Edit the Default SM-DP+ Address and store a Default Address with an empty value

The purpose of this test is to edit an existing Default SM-DP+ address on a eUICC and to ensure that the changes are stored even if the new Default Address value is empty.

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| eUICC | The Default SM-DP+ field is set to #TEST\_DEFAULT\_DP\_ADDRESS\_1. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_EndUser → LPAd | Initiate the function to retrieve the configured address | The LPAd retrieves the Default SM-DP+ Address and presents it to the EndUser  The current Default SM-DP+ Address is #TEST\_DEFAULT\_DP\_ADDRESS\_1 | RQ33\_021\_2 |
| 2 | S\_EndUser → LPAd | If required, initiate the function to enter “” (empty value) as the new Default SM-DP+ address or enter directly “” as the new Default SM-DP+. | For LPAd supporting SGP.22 v2.2.2 or earlier:  Successful End User Intent verified as defined in SGP.21 [3] for Simple Confirmation, if not verified before.  (see NOTE1) | RQ33\_021\_3 |
| 3 | S\_EndUser → LPAd | Initiate the function to retrieve the configured address | The LPAd retrieves the Default SM-DP+ Address and presents it to the EndUser  The current Default SM-DP+ Address is empty respectively no Default SM-DP+ Address is shown | RQ33\_021\_5 |
| NOTE 1: The LPAd supporting SGP.22 v2.3 or later MAY skip this request for Confirmation. If so, it SHALL NOT be regarded as a failure. | | | | |

### 5.4.11 Device Power On – Profile Discovery

#### 5.4.11.1 Conformance Requirements

**References**

GSMA RSP Technical Specification [2]

**Requirements**

 RQ34\_18, RQ34\_020, RQ34\_021, RQ34\_023

#### 5.4.11.2 Test Cases

##### 5.4.11.2.1 TC\_LPAd\_DevicePowerOnProfileDiscovery\_SM-DP+\_address

|  |  |
| --- | --- |
| General Initial Conditions | |
| **Entity** | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| Device | The setting of the configuration parameter for Device Power-on Profile discovery is 'Enabled'. |
| Device | The Device is powered off. |

Test Sequence #01 Nominal: Power-on Profile discovery by using the default SM-DP+ Address

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| S\_SM-DP+ | There is a pending Profile download order for PROFILE\_OPERATIONAL1 linked to the EID of the eUICC. |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | Power on the Device | | | |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | PROC\_ES9+\_INIT\_AUTH | | | |
| 3 | PROC\_ES9+\_AUTH\_CLIENT with #MATCHING\_ID\_EMPTY as <MATCHING\_ID> or missing MatchingID data object | | | |
| 4 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | |
| 5 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified, if not verified before. | RQ34\_023 |
| 6 | PROC\_ES9+\_HANDLE\_NOTIF | | | |
| 7 | LPAd → S\_EndUser | Initiate List Profile operation | PROFILE\_OPERATIONAL1 is displayed | RQ34\_018 RQ34\_020 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | |

##### 5.4.11.2.2 TC\_LPAd\_DevicePowerOnProfileDiscovery\_SM-DS

|  |  |
| --- | --- |
| General Initial Conditions | |
| Entity | Description of the general initial condition |
| Device | The protection of access to the LUI is disabled. |
| Device | The setting of the configuration parameter for Device Power-on Profile discovery is 'Enabled'. |
| Device | The Device is powered off. |

Test Sequence #01 Nominal: Power-on Profile discovery by using the SM-DS

|  |  |
| --- | --- |
| Initial Conditions |  |
| Entity | Description of the initial condition |
| S\_SM-DS | S\_SM-DP+ (#TEST\_DP\_ADDRESS1) performed Profile download Event Registration to the S\_SM-DS (#TEST\_ROOT\_DS\_ADDRESS) with #EVENT\_ID\_1. |
| S\_SM-DP+ | There is a pending Profile download order for #EVENT\_ID\_1 (PROFILE\_OPERATIONAL1). |
| S\_SM-DP+ | The PROFILE\_OPERATIONAL1 on the S\_SM-DP+ is in “Released” state. |
| eUICC | There is no default SM-DP+ address configured. |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Expected result | | REQ |
| IC1 | Power-on the Device | | | | |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES11 | | | | |
| 2 | PROC\_ES11\_INIT\_AUTH | | | | |
| 3 | PROC\_ES11\_AUTH\_CLIENT with #MATCHING\_ID\_EMPTY as <MATCHING\_ID> or missing MatchingID data object | | | | |
| 4 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | | |
| 5 | PROC\_ES9+\_INIT\_AUTH | | | | |
| 6 | PROC\_ES9+\_AUTH\_CLIENT with #EVENT\_ID\_1 as <MATCHING\_ID> | | | | |
| 7 | PROC\_ES9+\_GET\_BPP  (see NOTE 1) | | | | |
| 8 | LPAd → S\_EndUser | Request for Confirmation, if not requested before. | End User Intent successfully verified , if not verified before. | | RQ34\_023 |
| 9 | PROC\_ES9+\_HANDLE\_NOTIF | | | | |
| 10 | LPAd → S\_EndUser | Initiate List Profile operation | | PROFILE\_OPERATIONAL1 is displayed | RQ34\_018 RQ34\_021 |
| NOTE 1: The LPAd MAY display any relevant part of the Profile Metadata and MAY offer the S\_EndUser to postpone or reject the Profile installation. The S\_EndUser SHALL not abort the transaction. | | | | | |

# 6 End-to-End Testing

This section is defined as FFS and not applicable for this version of test specification.

# 7 External Test Specifications

Some test specifications related to the RSP ecosystem have been developed by external organisations (e.g. TCA (formerly SIMalliance)). These organisations defined their own requirements for test benches, test applicability and pass criteria.

This section lists the test specifications that relate to SGP.21 [3] and SGP.22 [2] requirements.

## 7.1 TCA eUICC Profile Package Test Specification

The TCA eUICC Profile Package: Interoperable Format Test Specification [23] SHALL be executed on the eUICC in order to check its compliance with the eUICC Profile Package Specification [4].

Test cases are applicable according to the eUICC Profile Package Specification [4] version and the additional eUICC Profile Package Specification [4] versions (if any) supported by the eUICC, in conjunction with the applicability table of the referred Test Specification [23].

The table below describes the versions of the eUICC Profile Package Specification [4] allowed depending on the SGP.22 version supported by the eUICC:

|  |  |  |
| --- | --- | --- |
| SGP.22 version | eUICC Profile Package Specification [4] versions required for the given SGP.22 version | Allowed values for #IUT\_EUICC\_ADD\_PP\_VERSIONS |
| 2.2.x | 2.1 or 2.2 or 2.3.1 | N/A |
| 2.3 | 2.1 or 2.2 or 2.3.1 | 3.1 or 3.2 |
| 2.4 | 2.1 or 2.2 or 2.3.1 | 3.1 or 3.2 |

Moreover, eUICC Manufacturers SHALL declare that the following options (as defined in [23]) are supported by the eUICC:

 O\_MILENAGE

 O\_TUAK\_128

 O\_JAVACARD

The successful execution of TCA test cases allows the following RSP requirements to be covered:

 RQ24\_022

 RQ24\_042

 RQ24\_043

Annex A Constants

A.1 Generic Constants

| Name | Content | |
| --- | --- | --- |
| ACTIVATION\_CODE\_1 | 1$#TEST\_DP\_ADDRESS1$#MATCHING\_ID\_1  ACTIVATION\_CODE\_1.png as defined in Annex H | |
| ACTIVATION\_CODE\_2 | 1$#TEST\_DP\_ADDRESS1$#MATCHING\_ID\_2$#S\_SM\_DP+\_OID  ACTIVATION\_CODE\_2.png as defined in Annex H | |
| ACTIVATION\_CODE\_3 | 1$#TEST\_DP\_ADDRESS1$#MATCHING\_ID\_3$$1  ACTIVATION\_CODE\_3.png as defined in Annex H | |
| ACTIVATION\_CODE\_3\_NO\_CC | 1$#TEST\_DP\_ADDRESS1$#MATCHING\_ID\_3  ACTIVATION\_CODE\_3\_NO\_CC.png as defined in Annex H | |
| ACTIVATION\_CODE\_4 | 1$#TEST\_DP\_ADDRESS1$#MATCHING\_ID\_4  ACTIVATION\_CODE\_4.png as defined in Annex H | |
| ACTIVATION\_CODE\_5 | 1$#TEST\_DP\_ADDRESS1$#MATCHING\_ID\_EMPTY  ACTIVATION\_CODE\_5.png as defined in Annex H | |
| ACTIVATION\_CODE\_INVALID\_FORMAT | 1#TEST\_DP\_ADDRESS1$#MATCHING\_ID\_1  ACTIVATION\_CODE\_INVALID\_FORMAT.png as defined in Annex H | |
| ADDITIONAL\_SMDP\_DATA\_EXCEEDED\_MAX | 0x01 02 03…76 77 78  -- additional data objects defined by the S\_SM-DP+ depending on the length of the SM-DP+ OID, to ensure that total length of dpProprietaryData is 129 bytes | |
| ADDITIONAL\_SMDP\_DATA\_MAX\_LENGTH | 0x01 02 03…75 76 77  -- additional data objects defined by the S\_SM-DP+ depending on the length of the SM-DP+ OID, to ensure that total length of dpProprietaryData is 128 bytes | |
| CHANGE\_CIPHER\_SPEC | 1 | |
| CLIENT\_CERT\_TYPE | 64. The Certificate Type requested from the client by the server in the Certificate Request message as ecdsa\_sign(64). | |
| CONFIRMATION\_CODE1 | 0102030405 | |
| CONFIRMATION\_CODE2 | ABCDEFGHIJ | |
| CTX\_PARAMS1  (CtxParams1) | ctxParamsForCommonAuthentication : {  #S\_DEVICE\_INFO  } | |
| CTX\_PARAMS1\_DEVICE\_INFO\_EXT | ctx CtxParams1 ::= ctxParamsForCommonAuthentication : {  matchingId #MATCHING\_ID\_EMPTY,  deviceInfo #S\_DEVICE\_INFO\_EXT } | |
| CTX\_PARAMS1\_EVENT\_ID  (CtxParams1) | ctxParamsForCommonAuthentication : {  matchingId #EVENT\_ID\_1,  #S\_DEVICE\_INFO  } | |
| CTX\_PARAMS1\_EVENT\_ID\_IMEI  (CtxParams1) | ctxParamsForCommonAuthentication : {  matchingId #EVENT\_ID\_1,  #S\_DEVICE\_INFO\_IMEI  } | |
| CTX\_PARAMS1\_IMEI  (CtxParams1) | ctxParamsForCommonAuthentication : {  #S\_DEVICE\_INFO\_IMEI  } | |
| CTX\_PARAMS1\_MATCH\_ID  (CtxParams1) | ctxParamsForCommonAuthentication : {  matchingId #MATCHING\_ID\_1,  #S\_DEVICE\_INFO  } | |
| CTX\_PARAMS1\_MATCH\_ID\_DEV\_INFO  (CtxParams1) | ctxParamsForCommonAuthentication : {  matchingId <MATCHING\_ID>, -- OPTIONAL - see NOTE  #DEVICE\_INFO  }  NOTE: the matchingId field may be present (with value <MATCHING\_ID>) or may be absent. The presence or absence of matchingId may be checked in individual test cases. | |
| DEVICE\_INFO | deviceInfo {  tac ...,  deviceCapabilities {  ...  },  imei ... -- Optional  }--  Check only that the field is present and has a valid TLV asn.1 structure  NOTE: The content of deviceInfo is verified in individual test cases. | |
| DIST\_NAME\_CI'C=IT,O=RSPTEST,OU=TESTCERT,CN=GSMA Test CI' | |
| EF\_UST1 | 0x0A 2E 14 8C E7 32 04 00 00 00 00 00 00  -- NOTE: Service n°17 (GID1) and n°18 (GID2) not available | |
| EF\_UST2 | 0x0A 2E 17 8C E7 32 04 00 00 00 00 00 00  -- NOTE: Service n°17 (GID1) and n°18 (GID2) available | |
| EID1 | 0x89 04 90 32 12 34 51 23 45 12 34 56 78 90 12 35 | |
| EID1\_QR\_CODE1 | QR code which decodes as:  EID:89049032123451234512345678901235 | |
| EID1\_QR\_CODE2 | QR code which decodes as:  EID:89 04 90 32 12 34 51 23 45 12 34 56 78 90 12 35 | |
| EID2 | 0x89 04 90 32 11 23 41 23 40 12 34 56 78 90 13 75 | |
| EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1 | #CI\_PKI\_ID1, #CI\_PKI\_ID2 | |
| EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_2 | #CI\_PKI\_ID3, #CI\_PKI\_ID4 | |
| EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1 | #CI\_PKI\_ID1, #CI\_PKI\_ID2 | |
| EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_2 | #CI\_PKI\_ID3, #CI\_PKI\_ID4 | |
| EUICC\_INFO1\_8\_8\_2\_3\_1 | euiccInfo1\_8\_8\_2\_3\_1 EUICCInfo1 ::= {  svn #RSP\_SVN,  euiccCiPKIdListForVerification {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1  },  euiccCiPKIdListForSigning {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_2  } } | |
| EUICC\_INFO1\_8\_8\_3\_3\_1\_HIGHER | euiccInfo1\_8\_8\_3\_3\_1 EUICCInfo1 ::= {  svn #RSP\_SVN\_HIGHER,  euiccCiPKIdListForVerification {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1  },  euiccCiPKIdListForSigning {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1  } } | |
| EUICC\_INFO1\_8\_8\_3\_3\_1\_LOWER | euiccInfo1\_8\_8\_3\_3\_1 EUICCInfo1 ::= {  svn #RSP\_SVN\_LOWER,  euiccCiPKIdListForVerification {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1  },  euiccCiPKIdListForSigning {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1  } } | |
| EUICC\_INFO1\_8\_8\_4\_3\_7 | euiccInfo1\_8\_8\_4\_3\_7 EUICCInfo1 ::= {  svn #RSP\_SVN,  euiccCiPKIdListForVerification {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_2  },  euiccCiPKIdListForSigning {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1  } } | |
| EUICC\_SIGNED1 | {  transactionId <S\_TRANSACTION\_ID>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>,  euiccInfo2 #R\_EUICC\_INFO2, -- check only that the field is present and has a valid TLV asn.1 structure  ctxParams1 #CTX\_PARAMS1  } | |
| EVENT\_ID\_1 | 07399-BGH7E-T8779 | |
| EVENT\_ID\_2 | 07399-BGH7E-T8778 | |
| EXT\_SHA256\_RSA | TLS extension data for "supported\_signature\_algorithms" set as:  o HashAlgorithm sha256 (04) and  o SignatureAlgorithm rsa (01). | |
| FUNCTION\_CALL\_ID\_1 | 0000-0000-0000-0001 | |
| FUNCTION\_CALL\_ID\_2 | 0000-0000-0000-0002 | |
| GID1 | 0x47 53 4D 41 | |
| GID2 | 0x52 53 50 FF | |
| HOST\_ID | 0x47 53 4D 41 20 53 4D 2D 58 58  *--* NOTE: 'GSMA SM-XX' in ASCII | |
| ICCID\_OP\_PROF1 | 0x98 92 09 01 21 43 65 87 09 F5 | |
| ICCID\_OP\_PROF2 | 0x98 92 09 01 32 54 76 98 10 F9 | |
| ICCID\_OP\_PROF3 | 0x98 92 09 01 43 65 87 09 21 F5 | |
| ICCID\_OP\_PROF4 | 0x98 92 09 01 54 76 98 10 32 F9 | |
| ICCID\_OP\_PROF5 | 0x98 92 09 01 65 87 09 21 43 F5 | |
| ICCID\_OP\_PROF6 | 0x98 92 09 01 76 98 10 32 54 F9 | |
| ICCID\_OP\_PROF7 | 0x98 92 09 01 87 09 21 43 65 F5 | |
| ICCID\_OP\_PROF8 | 0x98 92 09 01 98 10 32 54 76 F9 | |
| ICCID\_OP\_PROF9 | 0x98 92 09 01 21 43 65 87 76 F5 | |
| ICCID\_OP\_PROFX | 0x98 92 09 01 43 65 87 09 FF FF | |
| ICCID\_UNKNOWN | 0x98 92 01 0A 21 43 65 87 09 F8 | |
| ICON\_JPG | ICON\_JPG.jpg as defined in Annex H | |
| ICON\_OP\_PROF1 | profile\_O1.png as defined in Annex H | |
| ICON\_OP\_PROF1\_2\_SEG | profile\_O1\_2\_SEG.png as defined in Annex H | |
| ICON\_OP\_PROF2 | profile\_O2.png as defined in Annex H | |
| ICON\_OP\_PROF3 | profile\_O3.png as defined in Annex H | |
| ICON\_OP\_PROF4 | profile\_O4.png as defined in Annex H | |
| ICON\_OP\_PROF5 | profile\_O5.png as defined in Annex H | |
| ICON\_OP\_PROF6 | profile\_O6.png as defined in Annex H | |
| ICON\_OP\_PROF7 | profile\_O7.png as defined in Annex H | |
| ICON\_OP\_PROF8 | profile\_O8.png as defined in Annex H | |
| IMSI\_OP\_PROF1 | 0x08 29 99 18 11 32 54 76 98 | |
| IMSI\_OP\_PROF2 | 0x08 29 99 28 11 32 54 76 97 | |
| IMSI\_OP\_PROF3 | 0x08 29 99 28 11 32 54 76 96 | |
| IMSI\_OP\_PROF4 | 0x08 29 99 48 43 65 87 09 21 | |
| IMSI\_OP\_PROF5 | 0x08 29 99 18 11 32 54 76 98 | |
| IMSI\_OP\_PROF6 | 0x08 29 99 28 11 32 54 76 97 | |
| IMSI\_OP\_PROF7 | 0x08 29 99 88 43 65 87 09 21 | |
| IMSI\_OP\_PROF8 | 0x08 29 99 88 43 65 87 09 21 | |
| IMSI\_OP\_PROF9 | 0x08 29 99 98 43 65 87 09 21 | |
| INSTALLED\_PROFILES | 0x00 | |
| INVALID\_KEY\_TYPE | 0x80 | |
| INVALID\_REMOTE\_OP\_ID | 8 | |
| ISD\_R\_AID | 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 00 01 00 | |
| KEY\_LENGTH | 0x10 | |
| KEY\_TYPE | 0x88 | |
| MATCHING\_ID\_1 | 04386-AGYFT-A74Y8-3F815 | |
| MATCHING\_ID\_2 | 04386-AGYFT-A74Y8-3F816 | |
| MATCHING\_ID\_3 | 04386-AGYFT-A74Y8-3F817 | |
| MATCHING\_ID\_4 | 04386-AGYFT-A74Y8-3F818 | |
| MCC\_MNC\_WILDCARD | 0x92 F9 EE | |
| MCC\_MNC1 | 0x92 F9 18 | |
| MCC\_MNC2 | 0x92 F9 28 | |
| MCC\_MNC4 | 0x92 F9 48 | |
| MCC\_MNC8 | 0x92 F9 88 | |
| MCC\_MNC9 | 0x92 F9 98 | |
| MIN\_TLS\_CIPHER\_SUITES | The minimum TLS cipher suites proposed by the Client:  o TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256  o TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | |
| MNO\_SCP80\_AUTH\_KEY | 0x11 22 33 44 55 66 77 88 99 AA BB CC DD EE FF 10 | |
| MNO\_SCP80\_DATA\_ENC\_KEY | 0x99 AA BB CC DD EE FF 10 11 22 33 44 55 66 77 88 | |
| MNO\_SCP80\_ENC\_KEY | 0x66 77 88 99 AA BB CC DD 11 22 33 44 55 EE FF 10 | |
| NAME\_OP\_PROF\_LONG | Operational Profile Name with long name of sixty four characters  NOTE: the exact text above SHOULD be used, as it is exactly 64 characters long. | |
| NAME\_OP\_PROF1 | Operational Profile Name 1 | |
| NAME\_OP\_PROF1\_NON\_ASCII | Operational Profile Name UTF-8 encoding: 0x4F 70 65 72 61 74 69 6F 6E 61 6C 20 50 72 6F 66 69 6C 65 20 4E 61 6D 65 20 E4 BD A0 E5 A5 BD | |
| NAME\_OP\_PROF2 | Operational Profile Name 2 | |
| NAME\_OP\_PROF3 | Operational Profile Name 3 | |
| NAME\_OP\_PROF4 | Operational Profile Name 4 | |
| NAME\_OP\_PROF5 | Operational Profile Name 5 | |
| NAME\_OP\_PROF6 | Operational Profile Name 6 | |
| NAME\_OP\_PROF7 | Operational Profile Name 7 | |
| NAME\_OP\_PROF8 | Operational Profile Name 8 | |
| NAME\_OP\_PROF9 | Operational Profile Name 9 | |
| NICKNAME1 | Nickname 1 | |
| NICKNAME2 | Nickname 2 | |
| NICKNAME3 | Nickname 3 | |
| NICKNAME4 | Nickname 4 | |
| OWNER\_OP\_PROF1 | { mccMnc #MCC\_MNC1 } | |
| OWNER\_OP\_PROF2 | { mccMnc #MCC\_MNC2 } | |
| PATH\_AUTH\_CLIENT | /gsma/rsp2/es9plus/authenticateClient | |
| PATH\_CANCEL\_ORDER | /gsma/rsp2/es2plus/cancelOrder | |
| PATH\_CANCEL\_SESSION | /gsma/rsp2/es9plus/cancelSession | |
| PATH\_CONFIRM\_ORDER | /gsma/rsp2/es2plus/confirmOrder | |
| PATH\_DELETE\_EVENT | /gsma/rsp2/es12/deleteEvent | |
| PATH\_DOWNLOAD\_ORDER | /gsma/rsp2/es2plus/downloadOrder | |
| PATH\_GET\_BPP | /gsma/rsp2/es9plus/getBoundProfilePackage | |
| PATH\_HANDLE\_NOTIF | /gsma/rsp2/es9plus/handleNotification | |
| PATH\_INITIATE\_AUTH | /gsma/rsp2/es9plus/initiateAuthentication | |
| PATH\_REGISTER\_EVENT | /gsma/rsp2/es12/registerEvent | |
| PO1\_PIN1 | 0x32 34 36 38 FF FF FF FF | |
| PO2\_PIN1 | 0x33 35 37 39 FF FF FF FF | |
| PPK\_ENC\_INV\_SIZE | 0x01 02 03 04 05 06 07 08 09 0A 0B 0C 0D 0E 0F 10 0D 0E 0F 10 0D 0E 0F 10 | |
| PPK\_INIT\_MAC\_INV\_SIZE | 0x05 0A 04 0B 03 0C 02 0D 01 0E 00 0F 09 01 08 02 09 01 08 02 09 01 08 02 | |
| PPK\_MAC\_INV\_SIZE | 0x01 0E 00 0F 09 01 08 02 05 0A 04 0B 03 0C 02 0D 03 0C 02 0D 03 0C 02 0D | |
| PROFILE\_STATUS\_AVAILABLE | Available | |
| PROP\_TLS\_CIPHER\_SUITES | The TLS cipher suites proposed by the Client:  o TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256  o TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256  o TLS\_RSA\_WITH\_AES\_128\_CBC\_SHA  o TLS\_RSA\_WITH\_AES\_256\_CBC\_SHA256  o TLS\_DHE\_RSA\_WITH\_AES\_256\_CBC\_SHA256 | |
| REMOTE\_OP\_ID\_INSTALL | 1 | |
| RSP\_SVN | This field is set to #IUT\_RSP\_VERSION (e.g. 2.1.0) | |
| RSP\_SVN\_H | This field is set to #IUT\_RSP\_VERSION encoded as the value part of an ASN.1 VersionType (e.g. 0x02 01 00) | |
| RSP\_SVN\_HIGHER | 100.0.0 | |
| RSP\_SVN\_LOWER | 0.0.0 | |
| RSP\_SVN\_V2\_2\_1 | 2.2.1 | |
| RSP\_SVN\_V2\_2\_2 | 2.2.2 | |
| RSP\_SVN\_V2\_3 | 2.3.0 | |
| S\_DEVICE\_CAP\_EXT | deviceCapExt DeviceCapExt ::= {  unknownServiceSupport2 }  using the following definition of DeviceCapExt:  DeviceCapExt ::= INTEGER {  unknownServiceSupport1 (0),  unknownServiceSupport2 (1) } | |
| S\_DEVICE\_INFO | deviceInfo {  tac #S\_TAC,  deviceCapabilities {  gsmSupportedRelease '050000'H,  utranSupportedRelease '080000'H,  cdma2000onexSupportedRelease '010000'H,  cdma2000hrpdSupportedRelease '010000'H,  cdma2000ehrpdSupportedRelease '020000'H,  eutranSupportedRelease '020000'H,  contactlessSupportedRelease '090000'H,  rspCrlSupportedVersion #RSP\_SVN\_H  }  } | |
| S\_DEVICE\_INFO\_EXT | deviceInfo DeviceInfo {  tac #S\_TAC,  deviceCapabilities {  gsmSupportedRelease '050000'H,  utranSupportedRelease '080000'H,  cdma2000onexSupportedRelease '010000'H,  cdma2000hrpdSupportedRelease '010000'H,  cdma2000ehrpdSupportedRelease '020000'H,  eutranEpcSupportedRelease '020000'H,  contactlessSupportedRelease '090000'H,  rspCrlSupportedVersion, #RSP\_SVN\_H  nrEpcSupportedRelease '0F0000'H,  nr5gcSupportedRelease '0F0000'H,  eutran5gcSupportedRelease '0F0000'H,  unknownServiceSupport #S\_DEVICE\_CAP\_EXT  }  }  Note: the definition of DeviceInfo used above is equivalent to the definition in SGP.22 v2.3 (specific version of [2]) with the additional of a further field called “unknownServiceSupport” of type DeviceCapExt (see #S\_DEVICE\_CAP\_EXT) after the “eutran5gcSupportedRelease” field. | |
| S\_DEVICE\_INFO\_IMEI | deviceInfo {  tac #S\_TAC,  deviceCapabilities {  gsmSupportedRelease '050000'H,  utranSupportedRelease '080000'H,  cdma2000onexSupportedRelease '01000'H,  eutranSupportedRelease '020000'H  },  imei #S\_IMEI  } | |
| S\_EUICC\_CHALLENGE | 0x01 02 03 04 05 06 07 08 01 02 03 04 05 06 07 08 | |
| S\_EUICC\_CHALLENGE\_2 | 0x21 22 23 24 25 26 27 28 21 22 23 24 25 26 27 28 | |
| S\_EUICC\_INFO1 | euiccInfo1 EUICCInfo1 ::= {  svn #RSP\_SVN,  euiccCiPKIdListForVerification {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1  },  euiccCiPKIdListForSigning {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1  } } | |
| S\_EUICC\_INFO1\_V2\_2\_1 | euiccInfo1 EUICCInfo1 ::= {  svn #RSP\_SVN\_V2\_2\_1,  euiccCiPKIdListForVerification {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1  },  euiccCiPKIdListForSigning {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1  } } | |
| S\_EUICC\_INFO1\_V2\_2\_2 | euiccInfo1 EUICCInfo1 ::= {  svn #RSP\_SVN\_V2\_2\_2,  euiccCiPKIdListForVerification {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1  },  euiccCiPKIdListForSigning {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1  } } | |
| S\_EUICC\_INFO1\_V2\_3 | euiccInfo1 EUICCInfo1 ::= {  svn #RSP\_SVN\_V2\_3,  euiccCiPKIdListForVerification {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1  },  euiccCiPKIdListForSigning {  #EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1  } } | |
| S\_EUICC\_INFO2 | euiccInfo2 EUICCInfo2 ::= {  profileVersion #PROFILE\_VERSION,  svn #RSP\_SVN\_H,  euiccFirmwareVer   #EUICC\_FIRMWARE\_VER,  extCardResource   #S\_EXT\_CARD\_RESOURCE,  uiccCapability #UICC\_CAPABILITY,  rspCapability #RSP\_CAPABILITY,  euiccCiPKIdListForVerification   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1},  euiccCiPKIdListForSigning   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1},  ppVersion #PP\_VERSION,  sasAcreditationNumber   #SAS\_ACREDITATION\_NUMBER } | |
| S\_EUICC\_INFO2\_EXT | euiccInfo2 EUICCInfo2 ::= {  profileVersion #PROFILE\_VERSION,  svn #RSP\_SVN\_H,  euiccFirmwareVer   #EUICC\_FIRMWARE\_VER,  extCardResource   #S\_EXT\_CARD\_RESOURCE,  uiccCapability #UICC\_CAPABILITY,  rspCapability #RSP\_CAPABILITY,  euiccCiPKIdListForVerification   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1},  euiccCiPKIdListForSigning   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1},  ppVersion #PP\_VERSION,  sasAcreditationNumber   #SAS\_ACREDITATION\_NUMBER,  unknownEuiccInfo2Ext  #S\_EUICC\_INFO2\_UNKNOWN\_EXT } | |
| S\_EUICC\_INFO2\_UICC\_EXT | euiccInfo2 EUICCInfo2 ::= {  profileVersion #PROFILE\_VERSION,  svn #RSP\_SVN\_H,  euiccFirmwareVer   #EUICC\_FIRMWARE\_VER,  extCardResource   #S\_EXT\_CARD\_RESOURCE,  uiccCapability #UICC\_CAPABILITY\_EXT,  rspCapability #RSP\_CAPABILITY,  euiccCiPKIdListForVerification   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1},  euiccCiPKIdListForSigning   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1},  ppVersion #PP\_VERSION,  sasAcreditationNumber   #SAS\_ACREDITATION\_NUMBER } | |
| S\_EUICC\_INFO2\_UNKNOWN\_EXT | euiccInfo2Ext EuiccInfo2Ext ::= {  unknownServiceSupport2 }  using the following definition of EuiccInfo2Ext:  EuiccInfo2Ext ::= [120] INTEGER { -- Tag '9F78'  unknownServiceSupport1 (0),  unknownServiceSupport2 (1) } | |
| S\_EUICC\_INFO2\_DEV\_EXT | euiccInfo2 EUICCInfo2 ::= {  profileVersion #PROFILE\_VERSION,  svn #RSP\_SVN\_H,  euiccFirmwareVer   #EUICC\_FIRMWARE\_VER,  extCardResource   #S\_EXT\_CARD\_RESOURCE,  uiccCapability #UICC\_CAPABILITY,  rspCapability #RSP\_CAPABILITY\_EXT,  euiccCiPKIdListForVerification   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1},  euiccCiPKIdListForSigning   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1},  ppVersion #PP\_VERSION,  sasAcreditationNumber   #SAS\_ACREDITATION\_NUMBER } | |
| S\_EXT\_SHA256\_ECDSA | TLS extension data for "supported\_signature\_algorithms" set as:  o HashAlgorithm sha256 (04) and  o SignatureAlgorithm ecdsa (03). | |
| S\_IMEI | 0x00 00 00 00 11 11 11 11 | |
| S\_MNO\_F\_REQ\_ID | “S\_MNO” | |
| S\_SAH\_SHA256\_ECDSA | Signature And Hash Algorithm extension sent in the CertificateRequest message set as:  o HashAlgorithm sha256 (04) and  o SignatureAlgorithm ecsda(3). | |
| S\_SESSION\_ID\_EMPTY | Empty TLS session ID to identify a new session, with the Length set as ‘zero’. | |
| S\_SM\_DP+\_F\_REQ\_ID | “S\_SM\_DP\_PLUS” | |
| S\_SM\_DP+\_OID | 2.999.10 | |
| S\_SM\_DP+\_OID2 | 2.999.12 | |
| S\_SM\_DP+\_OID4 | 2.999.14 | |
| S\_SM\_DP+\_OID8 | 2.999.18 | |
| S\_SM\_DS\_F\_REQ\_ID | “S\_SM\_DS” | |
| S\_SM\_DS\_OID | 2.999.15 | |
| S\_TAC | 0x00 00 00 00 | |
| S\_TLS\_CIPHER\_SUITE | TLS cipher suite selected as follows:  o TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256  if present in <TLS\_CIPHER\_SUITES>, otherwise  o TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256 | |
| SERVER\_ADDRESS | FQDN of the SERVER Under Test which can be one of the following depending on the entity under test:   #IUT\_SM\_DP\_ADDRESS   #IUT\_SM\_DS\_ADDRESS\_ES11 | |
| SIMA\_RESULT\_OK | simaresp EUICCResponse ::= {  peStatus {  {status ok}  }  } | |
| SP\_NAME\_LONG | SP Name as thirty two characters  NOTE: the exact text above SHOULD be used, as it is exactly 32 characters long. | |
| SP\_NAME\_NON\_ASCII | SP Name UTF-8 encoding: 0x53 50 20 4E 61 6D 65 20 E3 83 AB | |
| SP\_NAME1 | SP Name 1 | |
| SP\_NAME2 | SP Name 2 | |
| SP\_NAME3 | SP Name 3 | |
| SP\_NAME4 | SP Name 4 | |
| SP\_NAME8 | SP Name 8 | |
| SP\_NAME9 | SP Name 9 | |
| SSD\_AID | 0xA0 00 00 05 59 10 10 01 02 73 64 56 61 6C 75 65 | |
| TEST\_ALT\_DS\_ADDRESS | testaltsmds.example.com | |
| TEST\_DEFAULT\_DP\_ADDRESS\_1 | testdefaultsmdpplus1.example.com | |
| TEST\_DP\_ADDRESS1 | testsmdpplus1.example.com | |
| TEST\_DP\_ADDRESS2 | testsmdpplus2.example.com | |
| TEST\_DP\_ADDRESS3 | testsmdpplus3.example.com | |
| TEST\_DP\_ADDRESS4 | testsmdpplus4.example.com | |
| TEST\_DP\_ADDRESS8 | testsmdpplus8.example.com | |
| TEST\_DS\_ADDRESS1 | testsmds1.example.com | |
| TEST\_ROOT\_DS\_ADDRESS | testrootsmds.example.com | |
| TLS\_VERSION\_1\_1 | 1.1 | |
| TLS\_VERSION\_1\_2 | 1.2  The minimum TLS Version supported by the Server. | |
| UNKNOWN\_BPP\_SEGMENT | 0xC9 05 01 02 03 04 05 | |
| UNKNOWN\_SERVER\_ADDRESS | unknownserver.example.com | |
| UNSUP\_TLS\_CIPHER\_SUITES | The TLS cipher suites proposed by the Client:  o TLS\_RSA\_WITH\_AES\_128\_CBC\_SHA  o TLS\_RSA\_WITH\_AES\_256\_CBC\_SHA256 | |
| UPP\_OP\_PROF1 | The Unprotected Profile Package related to the PROFILE\_OPERATIONAL1 (see Annex E). | |
| UPP\_OP\_PROF2 | The Unprotected Profile Package related to the PROFILE\_OPERATIONAL2 (see Annex E). | |
| UPP\_OP\_PROF3 | The Unprotected Profile Package related to the PROFILE\_OPERATIONAL3 (see Annex E). | |
| UPP\_OP\_PROF4 | The Unprotected Profile Package related to the PROFILE\_OPERATIONAL4 (see Annex E). | |
| UPP\_OP\_PROF9 | The Unprotected Profile Package related to the PROFILE\_OPERATIONAL9 (see Annex E). | |
| USIM\_AID | 0xA0 00 00 00 87 10 02 FF 33 FF 01 89 00 00 01 00 | |
| VENDOR\_SPECIFIC\_EXTENSION1 | VendorSpecificExtension : {  {  vendorOid 2.999.16,  vendorSpecificData ‘C1020304’  }  } | |
| VENDOR\_SPECIFIC\_EXTENSION2 | VendorSpecificExtension : {  {  vendorOid 2.999.17,  vendorSpecificData ‘02020202’  }  } | |

A.2 Test Certificates and Test Keys

All ECC certificates and keys described below are based on either:

 NIST P-256 curve, defined in Digital Signature Standard [11]

 brainpoolP256r1 curve, defined in RFC 5639 [8]

 FRP256V1 curve, defined in ANSSI ECC [9]

NOTE: SGP.26 [25] contains test keys, valid test certificates and instructions for how to generate invalid certificates. Unless specified differently, the test keys and test certificates used in the present document are bundled with SGP.26 [25].

|  |  |
| --- | --- |
| Name | Description |
| CERT\_CI\_ECDSA | Certificate of the CI for its Public ECDSA Key |
| CERT\_CLIENT\_TLS | CERT.CLIENT.TLS certificate of the Client under test, based on NIST or Brainpool for this version of the specification, where the Certificate MAY be one of the following depending on the type of Server and whether it is a Client under test or a Client Simulator:   #CERT\_SM\_DP\_TLS   #CERT\_SM\_DS\_TLS   #CERT\_S\_SM\_DP\_TLS   #CERT\_S\_SM\_DS\_TLS  **•** #CERT\_S\_OPERATOR\_TLS |
| CERT\_EUICC\_ECDSA | Certificate of the eUICC for its Public ECDSA key  CERT.EUICC.ECDSA in the X.509 format signed by the EUM with SK.EUM.ECDSA |
| CERT\_EUICC\_ECDSA\_EID2 | Certificate of the eUICC for its Public ECDSA key (CERT.EUICC.ECDSA) in the X509 format signed by the EUM with SK.EUM.ECDSA with the subject field value serialNumber set as #EID2.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUICC\_ECDSA\_EXPIRED | RSP Certificate of the eUICC (CERT.EUICC.ECDSA) set as a fixed test CERT with 13th January 2016 set in the validity field.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUICC\_ECDSA\_INVALID\_EX\_CP | RSP Certificate of the eUICC (CERT.EUICC.ECDSA) set as a fixed test CERT with an invalid Certificate Policies extension field OID extnValue set as “id-rspRole-ci”.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUICC\_ECDSA\_INVALID\_EX\_KU | RSP Certificate of the eUICC (CERT.EUICC.ECDSA) set as a fixed test CERT with an invalid Key Usage extension field extnValue set as “dataEncipherment”.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUICC\_ECDSA\_INVALID\_SIG | RSP Certificate of the eUICC (CERT.EUICC.ECDSA) set as a fixed test CERT with an invalid signature in the signatureValue field.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUICC\_ECDSA\_INVALID\_SUB\_ORG | RSP Certificate of the eUICC (CERT.EUICC.ECDSA) set as a fixed test CERT with an invalid 'organization' attribute value in the subject field set as “ERRORNAME”.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUICC\_ECDSA\_INVALID\_SUB\_SN | RSP Certificate of the eUICC (CERT.EUICC.ECDSA) set as a fixed test CERT with an invalid 'serialNumber' attribute value (starting with incorrect IIN) in the subject field set as “89299000112341234012345678901353”.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUM\_ECDSA | Certificate of the EUM for its Public ECDSA key  CERT.EUM.ECDSA in the X.509 format signed by the requested CI with SK.CI.ECDSA. |
| CERT\_EUM\_ECDSA\_EXPIRED | RSP Certificate of the eUICC (CERT.EUM.ECDSA) set as a fixed test CERT with 13th January 2016 set in the validity field.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUM\_ECDSA\_INVALID\_EX\_BC\_cA | RSP Certificate of the EUM (CERT.EUM.ECDSA) set as a fixed test CERT with an invalid Basic Constraints extension field set as “cA = false”.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUM\_ECDSA\_INVALID\_EX\_BC\_PLC | RSP Certificate of the EUM (CERT.EUM.ECDSA) set as a fixed test CERT with an invalid Basic Constraints extension field set as “pathLenConstraint = 1”.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUM\_ECDSA\_INVALID\_EX\_CP | RSP Certificate of the EUM (CERT.EUM.ECDSA) set as a fixed test CERT with an invalid Certificate Policies extension field OID extnValue set as “id-rspRole-ci”.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUM\_ECDSA\_INVALID\_EX\_KU | RSP Certificate of the EUM (CERT.EUM.ECDSA) set as a fixed test CERT with an invalid Key Usage extension field extnValue set as “dataEncipherment”.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUM\_ECDSA\_INVALID\_SIG | RSP Certificate of the EUM (CERT.EUM.ECDSA) set as a fixed test CERT with an invalid signature in the signatureValue field.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_EUM\_ECDSA\_UNKNOWN | RSP Certificate of the EUM (CERT.EUM.ECDSA) set as a fixed test CERT with the Authority Key Identity not trusted by the SM-DP+ as it is not found in #EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1 or #EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1.  Depending on the eUICC configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_S\_CLIENT\_TLS | CERT.CLIENT.TLS certificate of the S\_CLIENT, based on NIST or Brainpool for this version of the specification, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS   #CERT\_S\_SM\_DS\_TLS |
| CERT\_S\_CLIENT\_TLS\_EXPIRED | CERT.CLIENT.TLS certificate of the S\_CLIENT, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_EXPIRED   #CERT\_S\_SM\_DS\_TLS\_EXPIRED |
| CERT\_S\_CLIENT\_TLS\_INV\_CERT\_POL | CERT.CLIENT.TLS certificate of the S\_CLIENT, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_CERT\_POL   #CERT\_S\_SM\_DS\_TLS\_INV\_CERT\_POL |
| CERT\_S\_CLIENT\_TLS\_INV\_CRITICAL\_EXT | CERT.CLIENT.TLS certificate of the S\_CLIENT, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_CRITICAL\_EXT   #CERT\_S\_SM\_DS\_TLS\_INV\_CRITICAL\_EXT |
| CERT\_S\_CLIENT\_TLS\_INV\_EXT\_KEY\_USAGE | CERT.CLIENT.TLS certificate of the S\_CLIENT, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_EXT\_KEY\_USAGE   #CERT\_S\_SM\_DS\_TLS\_INV\_EXT\_KEY\_USAGE |
| CERT\_S\_CLIENT\_TLS\_INV\_KEY\_USAGE | CERT.CLIENT.TLS certificate of the S\_CLIENT, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_KEY\_USAGE   #CERT\_S\_SM\_DS\_TLS\_INV\_KEY\_USAGE |
| CERT\_S\_CLIENT\_TLS\_INV\_OID | CERT.CLIENT.TLS certificate of the S\_CLIENT, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_OID   #CERT\_S\_SM\_DS\_TLS\_INV\_OID |
| CERT\_S\_CLIENT\_TLS\_INV\_SIG | CERT.CLIENT.TLS certificate of the S\_CLIENT, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_SIG   #CERT\_S\_SM\_DS\_TLS\_INV\_SIG |
| CERT\_S\_OPERATOR\_TLS | Certificate of the S\_MNO in X.509 format and based on NIST or Brainpool for this version of the specification  The CERT\_S\_OPERATOR\_TLS Test certificate is not defined in SGP.26. The content of CERT\_S\_OPERATOR\_TLS is expected to be provided either by the test tool or by the SM-DP+ vendor. |
| CERT\_S\_SERVER\_TLS | CERT.SERVER.TLS certificate of the S\_SERVER, based on NIST or Brainpool for this version of the specification, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS on ES9+   #CERT\_S\_SM\_DS\_TLS on ES11 or ES12 |
| CERT\_S\_SERVER\_TLS\_EXPIRED | CERT.SERVER.TLS certificate of the S\_SERVER, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_EXPIRED   #CERT\_S\_SM\_DS\_TLS\_EXPIRED |
| CERT\_S\_SERVER\_TLS\_INV\_CERT\_POL | CERT.SERVER.TLS certificate of the S\_SERVER, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_CERT\_POL   #CERT\_S\_SM\_DS\_TLS\_INV\_CERT\_POL |
| CERT\_S\_SERVER\_TLS\_INV\_CRITICAL\_EXT | CERT.SERVER.TLS certificate of the S\_SERVER, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_CRITICAL\_EXT   #CERT\_S\_SM\_DS\_TLS\_INV\_CRITICAL\_EXT |
| CERT\_S\_SERVER\_TLS\_INV\_EXT\_KEY\_USAGE | CERT.SERVER.TLS certificate of the S\_SERVER, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_EXT\_KEY\_USAGE   #CERT\_S\_SM\_DS\_TLS\_INV\_EXT\_KEY\_USAGE |
| CERT\_S\_SERVER\_TLS\_INV\_KEY\_USAGE | CERT.SERVER.TLS certificate of the S\_SERVER, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_KEY\_USAGE   #CERT\_S\_SM\_DS\_TLS\_INV\_KEY\_USAGE |
| CERT\_S\_SERVER\_TLS\_INV\_SIG | CERT.SERVER.TLS certificate of the S\_SERVER, where the Certificate MAY be one of the following depending on the role of the simulator:   #CERT\_S\_SM\_DP\_TLS\_INV\_SIG   #CERT\_S\_SM\_DS\_TLS\_INV\_SIG |
| CERT\_S\_SM\_DP\_TLS | CERT.DP.TLS certificate of the S\_SM-DP+, based on the same CI as defined in #IUT\_LPAd\_CI based on NIST for this version of the specification |
| CERT\_S\_SM\_DP2\_TLS | CERT.DP.TLS certificate of the S\_SM-DP+, based on the same CI as defined in #IUT\_LPAd\_CI based on NIST for this version of the specification. Contains different SM-DP+ hostname (FQDN) as #CERT\_S\_SM\_DP2\_TLS. |
| CERT\_S\_SM\_DP4\_TLS | CERT.DP.TLS certificate of the S\_SM-DP+, based on the same CI as defined in #IUT\_LPAd\_CI based on NIST for this version of the specification. Contains the SM-DP+ hostname (FQDN) #TEST\_DP\_ADDRESS4 and OID value #S\_SM\_DP+\_OID4. |
| CERT\_S\_SM\_DP8\_TLS | CERT.DP.TLS certificate of the S\_SM-DP+, based on the same CI as defined in #IUT\_LPAd\_CI based on NIST for this version of the specification. Contains the SM-DP+ hostname (FQDN) #TEST\_DP\_ADDRESS8 and OID value #S\_SM\_DP+\_OID8. |
| CERT\_S\_SM\_DP\_TLS\_EXPIRED | Expired CERT.DP.TLS certificate of the S\_SM-DP+ with a valid signature, correctly formatted as X.509 certificate. |
| CERT\_S\_SM\_DP\_TLS\_INV\_CERT\_POL | CERT.DP.TLS certificate of the S\_SM-DP+ with invalid 'Certificate Policies' extension (OID not set to ‘id-rspRole-dp-tls' or 'id-rspRole-ds-tls'), formatted as X.509 certificate. |
| CERT\_S\_SM\_DP\_TLS\_INV\_CRITICAL\_EXT | CERT.DP.TLS certificate of the S\_SM-DP+ with one of the critical extensions not present, formatted as X.509 certificate. |
| CERT\_S\_SM\_DP\_TLS\_INV\_CURVE | CERT.DP.TLS certificate of the S\_SM-DP+, based on the different CI as defined in #IUT\_LPAd\_CI, not based on   NIST P-256 curve, defined in Digital Signature Standard [11]   brainpoolP256r1 curve, defined in RFC 5639 [8]   FRP256V1 curve, defined in ANSSI ECC [9] |
| CERT\_S\_SM\_DP\_TLS\_INV\_EXT\_KEY\_USAGE | CERT.DP.TLS certificate of the S\_SM-DP+ with invalid 'extended key usage' extension (not set to any combination of 'id-kp-serverAuth' or 'id-kp-clientAuth'), formatted as X.509 certificate. |
| CERT\_S\_SM\_DP\_TLS\_INV\_KEY\_USAGE | CERT.DP.TLS certificate of the S\_SM-DP+ with invalid 'key usage' extension (not set to 'digitalSignature'), formatted as X.509 certificate. |
| CERT\_S\_SM\_DP\_TLS\_INV\_OID | CERT.DP.TLS certificate of the S\_SM-DP+ containing an invalid SM-DP+OID, different to #S\_SM\_DP+\_OID, correctly formatted as X.509 certificate. |
| CERT\_S\_SM\_DP\_TLS\_INV\_SIG | Invalid CERT.DP.TLS certificate of the S\_SM-DP+ with an invalid signature with the same tag and length as a valid signature, correctly formatted as X.509 certificate. |
| CERT\_S\_SM\_DPauth\_ECDSA | Certificate of the S\_SM-DP+ for its Public ECDSA key used for SM‑DP+ authentication. This certificate contains the OID #S\_SM\_DP+\_OID. |
| CERT\_S\_SM\_DP2auth\_ECDSA | Certificate of the S\_SM-DP+ for its Public ECDSA key used for SM‑DP+ authentication. This certificate contains the OID #S\_SM\_DP+\_OID2. |
| CERT\_S\_SM\_DPauth\_INV\_SIGN | Invalid certificate of the S\_SM-DP+ for its Public ECDSA key used for authentication. This certificate contains the OID #S\_SM\_DP+\_OID and contains an invalid signature (i.e. not generated with the #SK\_CI\_ECDSA but with the same tag and length as a valid signature) |
| CERT\_S\_SM\_DPauth\_INV\_CURVE | Certificate of the S\_SM-DP+ for its Public ECDSA key used for Authentication. This certificate contains the OID #S\_SM\_DP+\_OID and a public key based on a curve different from the following ones:   NIST P-256 curve, defined in Digital Signature Standard [11]   brainpoolP256r1 curve, defined in RFC 5639 [8]   FRP256V1 curve, defined in ANSSI ECC [9] |
| CERT\_S\_SM\_DSauth\_INV\_CURVE | Certificate of the S\_SM-DS for its Public ECDSA key used for Authentication. This certificate contains the OID #S\_SM\_DS\_OID and a public key based on a curve different from the following ones:   NIST P-256 curve, defined in Digital Signature Standard [11]   brainpoolP256r1 curve, defined in RFC 5639 [8]   FRP256V1 curve, defined in ANSSI ECC [9] |
| CERT\_S\_SM\_DPpb\_ECDSA | Certificate of the S\_SM-DP+ for its Public ECDSA key used for Profile Package Binding. This certificate contains the OID #S\_SM\_DP+\_OID. |
| CERT\_S\_SM\_DPpb\_INV\_SIGN | Invalid certificate of the S\_SM-DP+ for its Public ECDSA key used for Profile Package Binding. This certificate contains the OID #S\_SM\_DP+\_OID and contains an invalid signature (i.e. not generated with the #SK\_CI\_ECDSA but with the same tag and length as a valid signature) |
| CERT\_S\_SM\_DPpb\_INV\_CURVE | Certificate of the S\_SM-DP+ for its Public ECDSA key used for Profile Package Binding. This certificate contains the OID #S\_SM\_DP+\_OID and a public key based on a curve different from the following ones:   NIST P-256 curve, defined in Digital Signature Standard [11]   brainpoolP256r1 curve, defined in RFC 5639 [8]   FRP256V1 curve, defined in ANSSI ECC [9] |
| CERT\_S\_SM\_DP2pb\_ECDSA | Certificate of the S\_SM-DP+ for its Public ECDSA key used for Profile Package Binding. This certificate contains the OID #S\_SM\_DP+\_OID2. |
| CERT\_S\_SM\_DS\_TLS | CERT.DS.TLS certificate of the S\_SM-DS based on the same CI as defined in #IUT\_LPAd\_CI based on NIST or Brainpool for this version of the specification |
| CERT\_S\_SM\_DS2\_TLS | CERT.DS.TLS certificate of the S\_SM-DS based on the same CI as defined in #IUT\_LPAd\_CI based on NIST or Brainpool for this version of the specification. Contains different SM-DS hostname (FQDN) as #CERT\_S\_SM\_DS2\_TLS. |
| CERT\_S\_SM\_DS\_TLS\_EXPIRED | Expired CERT.DS.TLS certificate of the S\_SM-DS with a valid signature, correctly formatted as X.509 certificate. |
| CERT\_S\_SM\_DS\_TLS\_INV\_CERT\_POL | CERT.DS.TLS certificate of the S\_SM-DS with invalid ‘Certificate Policies’ extension (OID not set to 'id-rspRole-ds-tls'), formatted as X.509 certificate. |
| CERT\_S\_SM\_DS\_TLS\_INV\_CRITICAL\_EXT | CERT.DS.TLS certificate of the S\_SM-DS with one of the critical extensions not present, formatted as X.509 certificate. |
| CERT\_S\_SM\_DS\_TLS\_INV\_CURVE | CERT.DP.TLS certificate of the S\_SM-DP+, based on the different CI as defined in #IUT\_LPAd\_CI, not based on   NIST P-256 curve, defined in Digital Signature Standard [11]   brainpoolP256r1 curve, defined in RFC 5639 [8]   FRP256V1 curve, defined in ANSSI ECC [9] |
| CERT\_S\_SM\_DS\_TLS\_INV\_EXT\_KEY\_USAGE | CERT.DS.TLS certificate of the S\_SM-DS with invalid 'extended key usage' extension (not set to any combination of 'id-kp-serverAuth' or 'id-kp-clientAuth'), formatted as X.509 certificate. |
| CERT\_S\_SM\_DS\_TLS\_INV\_KEY\_USAGE | CERT.DP.TLS certificate of the S\_SM-DS with invalid 'key usage' extension (not set to 'digitalSignature'), formatted as X.509 certificate. |
| CERT\_S\_SM\_DS\_TLS\_INV\_OID | CERT.DS.TLS certificate of the S\_SM-DS containing an invalid SM-DS OID, different to #S\_SM\_DS\_OID, correctly formatted as X.509 certificate. |
| CERT\_S\_SM\_DS\_TLS\_INV\_SIG | Invalid CERT.DS.TLS certificate of the S\_SM\_DS with an invalid signature with the same tag and length as a valid signature, correctly formatted as X.509 certificate. |
| CERT\_S\_SM\_DSauth\_ECDSA | Certificate of the S\_SM-DS for its Public ECDSA key used for SM‑DS authentication. This certificate contains the OID #S\_SM\_DS\_OID. |
| CERT\_S\_SM\_DSauth\_INV\_SIGN | Invalid certificate of the S\_SM-DS for its Public ECDSA key used for SM‑DS authentication. This certificate contains an invalid signature, (i.e. not generated with the #SK\_CI\_ECDSA but with the same tag and length as a valid signature) |
| CERT\_SERVER\_TLS | CERT.SERVER.TLS certificate of the Server under test, based on NIST or Brainpool for this version of the specification, where the Certificate MAY be one of the following depending on the type of Server and whether it is a Server under test or a Server simulator:   #CERT\_SM\_DP\_TLS   #CERT\_SM\_DS\_TLS   #CERT\_S\_SM\_DP\_TLS   #CERT\_S\_SM\_DS\_TLS |
| CERT\_SM\_DP\_TLS | Certificate of the SM-DP+ for securing TLS, based on NIST or Brainpool for this version of the specification.  CERT.DP.TLS in X.509 format. |
| CERT\_SM\_DPauth\_ECDSA | Certificate of the SM-DP+ for its Public ECDSA key used for SM‑DP+ authentication (CERT.DPauth.ECDSA) set as a fixed test CERT.  Depending on the SM-DP+ configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1.   The Authority Key Identifier is set as #CI\_PKI\_ID1 |
| CERT\_SM\_DPpb\_ECDSA | Certificate of the SM-DP+ for its Public ECDSA key used for Profile Package Binding (CERT.DPpb.ECDSA) set as a fixed test CERT.  Depending on the SM-DP+ configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| CERT\_SM\_DS\_TLS | Certificate of the SM-DS for securing TLS, based on NIST or Brainpool for this version of the specification.  CERT.DS.TLS in X.509 format. |
| CERT\_SM\_DSauth\_ECDSA | Certificate of the SM-DS for its Public ECDSA key used for SM‑DS authentication (CERT.DSauth.ECDSA) set as a fixed test CERT.  Depending on the SM-DS configuration, this certificate is based on NIST P-256, brainpoolP256r1 or FRP256V1.   The Authority Key Identifier is set as #CI\_PKI\_ID1 |
| CERT\_SM\_XXauth\_ECDSA | CERT\_SM\_XXauth\_ECDSA of the server under test, where XX = DP or XX = DS depending on the entity under test:   #CERT\_SM\_DPauth\_ECDSA   #CERT\_SM\_DSauth\_ECDSA |
| CI\_PKI\_ID1 | The CI Subject Key Identifier as defined in SGP.26 [25]. |
| CI\_PKI\_ID2 | 0x21 22 23 24 25 26 27 28 29 2A 2B 2C 2D 2E 2F 30 31 32 33 |
| CI\_PKI\_ID3 | 0x31 32 33 34 35 36 37 38 39 3A 3B 3C 3D 3E 3F 40 41 42 43 |
| CI\_PKI\_ID4 | 0x41 42 43 44 45 46 47 48 49 4A 4B 4C 4D 4E 4F 50 51 52 53 |
| CI\_PK\_ID\_INV | 0x00 01 02 03 04 05 06 07 08 09 0A 0B 0C 0D 0E 0F 10 11 12 |
| PK\_CI\_ECDSA | Public Key of the CI, contained within #CERT\_CI\_ECDSA |
| PK\_EUICC\_ECDSA | Public Key of the eUICC, contained within #CERT\_EUICC\_ECDSA |
| PK\_S\_CLIENT\_TLS | Public key of CERT\_S\_CLIENT\_TLS of the S\_CLIENT, where the key MAY be one of the following depending on the role of the simulator:   #PK\_S\_SM\_DP\_TLS   #PK\_S\_SM\_DS\_TLS |
| PK\_S\_SERVER\_TLS | Public key of CERT\_S\_SERVER\_TLS of the S\_SERVER, where the Certificate MAY be one of the following depending on the role of the simulator:   #PK\_S\_SM\_DP\_TLS on ES9+   #PK\_S\_SM\_DS\_TLS on ES11 |
| PK\_S\_SM\_DP\_TLS | Public key of CERT.DP.TLS of the S\_SM-DP+. |
| PK\_S\_SM\_DPauth\_ECDSA | Public Key of the S\_SM-DP+, contained within #CERT\_S\_SM\_DPauth\_ECDSA |
| PK\_S\_SM\_DPpb\_ECDSA | Public Key of the S\_SM-DP+, contained within #CERT\_S\_SM\_DPpb\_ECDSA |
| PK\_S\_SM\_DS\_TLS | Public key of CERT\_S\_DS\_TLS of the S\_SM-DS. |
| PK\_SM\_DPauth\_ECDSA | Public Key of the SM-DP+, contained within #CERT\_SM\_DPauth\_ECDSA |
| PK\_SM\_DPpb\_ECDSA | Public Key of the SM-DP+, contained within #CERT\_SM\_DPpb\_ECDSA |
| PK\_SM\_DSauth\_ECDSA | Public Key of the SM-DS, contained within #CERT\_SM\_DSauth\_ECDSA |
| PK\_SM\_XXauth\_ECDSA | PK\_SM\_XXauth\_ECDSA of the server under test, where XX = DP or XX = DS depending on the entity under test:   #PK\_SM\_DPauth\_ECDSA   #PK\_SM\_DSauth\_ECDSA |
| SK\_CI\_ECDSA | Private Key of the CI |
| SK\_EUICC\_ECDSA | Private key of the eUICC for creating signatures |
| SK\_S\_SM\_DPauth\_ECDSA | Private Key of the of S\_SM-DP+ for creating signatures for SM-DP+ authentication |
| SK\_S\_SM\_DSauth\_ECDSA | Private Key of the of S\_SM-DS for creating signatures for SM-DS authentication |
| SK\_S\_SM\_DPpb\_ECDSA | Private key of the S\_SM-DP+ used to provide signatures for Profile binding |

Annex B Dynamic Content

| **Variable** | **Description** |
| --- | --- |
| ANY\_SW\_IN\_ERROR | Any Status Word in error (different from 0x9000) |
| BPP | Content of a Bound Profile Package to download within the eUICC. |
| BPP\_OTPK\_EUICC\_ECKA | One-time Public Key of the eUICC for ECKA used for the BPP |
| BPP\_SEG\_A0 | Bound Profile Package TLV segment containing the tag and length fields of the firstSequenceOf87 TLV plus the first 0x87 TLV containing the ConfigureISDP command |
| BPP\_SEG\_A1 | Bound Profile Package following TLV segment array, as defined in SGP.22 [2] – section 2.5.5:   * array first element containing the Tag and length fields of the sequenceOf88 TLV * array following elements containing each of the ‘88’ TLVs containing the StoreMetadata command |
| BPP\_SEG\_A2 | Bound Profile Package TLV segment containing the Tag and length fields of the secondSequenceOf87 TLV plus the first '87' TLV, containing the ReplaceSessionKeys command |
| BPP\_SEG\_A3 | Bound Profile Package following TLV segment array, as defined in SGP.22 [2] – section 2.5.5:   * array first element containing the tag and length fields of the sequenceOf86 TLV * array following elements containing each of the '86' TLVs containing the Protected Profile Package (PPP) |
| BPP\_SEG\_INIT | Bound Profile Package TLV segment containing the tag and length fields of the BoundProfilePackage TLV plus the initialiseSecureChannelRequest command |
| C\_APDUS\_SCRIPT | List of Command APDUs formatted as an expanded structure with definite length coding as defined in ETSI TS 102 226 [14]. |
| CC | SCP80 cryptographic checksum as defined in ETSI TS 102 225 [13] (8 bytes long). |
| CHANNEL\_NUMBER | The logical channel number newly opened in the eUICC. If no logical channel is opened, the value is set to 0x00 (i.e. Basic Channel). |
| CLIENT\_TLS\_EPHEM\_KEY | Client's ephemeral key and associated information. |
| CONF\_ISDP\_PROF1\_ENC | An element of firstSequenceOf87, consisting of #CONF\_ISDP\_PROF1\_SMDP protected with <S\_ENC> and <S\_MAC> and encapsulated in a TLV with tag 0x87, length <L> to a maximum size of 1020 bytes including the tag and length fields. |
| EUICC\_CANCEL\_SESSION\_SIGNATURE | euiccCancelSessionSignature is created using the SK.EUICC.ECDSA signed over euiccCancelSessionSigned coded as ASN.1 OCTET STRING. |
| EUICC\_CANCEL\_SESSION\_SIGNATURE\_INVALID | eUICC signature randomly generated and coded as an ASN.1 OCTET STRING not equal to <EUICC\_CANCEL\_SESSION\_SIGNATURE> but with the same length as a valid signature |
| EUICC\_CHALLENGE | Random eUICC challenge, coded as asn.1 OCTET STRING, 16 bytes. |
| EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING | List of CI Public Key Identifiers supported on the eUICC for signature creation, coded as ASN.1 sequence of SubjectKeyIdentifier. The CI Public Key Identifier is from the list of possible CI Public Key Identifier. This possible CI Public Key Identifiers as supported by the eUICC will be defined later on. |
| EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION | List of CI Public Key Identifiers supported on the eUICC for signature verification, coded as ASN.1 sequence of SubjectKeyIdentifier. The CI Public Key Identifier is from the list of possible CI Public Key Identifier. This possible CI Public Key Identifiers as supported by the eUICC will be defined later on. |
| EUICC\_CI\_PK\_ID\_TO\_BE\_USED | CI Public Key Identifier to be used by the eUICC for signature, coded as ASN.1 sequence of SubjectKeyIdentifier. |
| EUICC\_CS\_SIGNATURE | The eUICC cancel session signature computed using the #SK\_EUICC\_ECDSA across the EuiccCancelSessionSigned present in the CancelSessionResponse structure |
| EUICC\_RSP\_CAPABILITY | RspCapability of the eUICC, coded as ASN.1 BIT STRING |
| EUICC\_SIGN\_PIR | The eUICC signature of the Profile Installation Result (PIR). The input data used to generate the <EUICC\_SIGN\_PIR> is the profileInstallationResultData TLV. |
| EUICC\_SIGNATURE1 | The eUICC signature 1 (euiccSignature1) computed using #SK\_EUICC\_ECDSA across the euiccSigned1 present in the AuthenticateServerResponse structure, coded as ASN.1 OCTET STRING. |
| EUICC\_SIGNATURE1\_INVALID | eUICC signature randomly generated and coded as an ASN.1 OCTET STRING not equal to <EUICC\_SIGNATURE1> |
| EUICC\_SIGNATURE2 | The eUICC signature 2 (euiccSignature2) computed using the #SK\_EUICC\_ECDSA across the following data objects:   * euiccSigned2 * smdpSignature2 present in the PrepareDownloadRequest structure |
| EUICC\_SIGNATURE2\_INVALID | eUICC signature randomly generated and coded as an ASN.1 OCTET STRING not equal to <EUICC\_SIGNATURE2> |
| EVENT\_ID | An EventID value in String format, generated by the SM-DP+ during Event Record registration. |
| EVENT\_ID\_D | An EventID value in String format, generated by the Alternative SM-DS during cascaded Event Record deletion on ES15 |
| EVENT\_ID\_R | The EventID value in String format generated by the Alternative SM-DS during cascaded Event Record registration on ES15. |
| EXT\_CARD\_RESOURCE | Extended Card Resource Information according to ETSI TS 102 226 [14], coded as ASN.1 OCTET STRING. 'Number of installed application' value field is '00'. |
| EXT\_SHA256\_ECDSA | TLS extension data for "supported\_signature\_algorithms" set as a minimum of HashAlgorithm sha256 (04) and SignatureAlgorithm ecdsa (03). |
| FORWARDING\_INDICATOR\_ANY | Any boolean value (TRUE/FALSE) |
| FREE\_MEM\_OP\_PROF\_INSTALLED | Non-volatile memory (tag 0x82) available in the eUICC when two or more PROFILE\_OPERATIONAL are installed |
| FREE\_MEM\_OP\_PROF1\_DELETED | Non-volatile memory (tag 0x82) available in the eUICC after PROFILE\_OPERATIONAL1 deletion |
| FREE\_MEM\_OP\_PROF1\_INSTALLED | Non-volatile memory (tag 0x82) available in the eUICC when only PROFILE\_OPERATIONAL1 is installed |
| FREE\_MEMORY\_NO\_PROFILE | Non-volatile memory (tag 0x82) available in the eUICC when there is no Profile installed |
| FUNCTION\_CALL\_ID | The function call ID generated by the entity that calls the function |
| FUNCTION\_REQ\_ID | The function requester ID |
| INVALID\_SM\_DP\_OID | SM-DP+ OID (as defined in section 1.3) not equal to #IUT\_SM\_DP\_OID |
| INVALID\_TRANSACTION\_ID | A Transaction Identifier generated by the S\_SM-DP+ or the S\_SM‑DS that SHALL be different from <S\_TRANSACTION\_ID> if exists. Otherwise, a random value is generated. |
| ISD\_P\_AID | The ISD-P AID newly created in the eUICC. This AID value is in the range from 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 00 10 00 to 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 FF FF 00. Last byte is set to '00' as defined in SGP.02[1]. |
| ISD\_P\_AID1 | The ISD-P AID created in the eUICC for the PROFILE\_OPERATIONAL1. This AID value belongs to the range from 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 00 10 00 to 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 FF FF 00. Last byte is set to '00' as defined in SGP.02[1]. |
| ISD\_P\_AID2 | The ISD-P AID created in the eUICC for the PROFILE\_OPERATIONAL2. This AID value belongs to the range from 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 00 10 00 to 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 FF FF 00. Last byte is set to '00' as defined in SGP.02[1]. |
| ISD\_P\_AID3 | The ISD-P AID created in the eUICC for the PROFILE\_OPERATIONAL3. This AID value belongs to the range from 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 00 10 00 to 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 FF FF 00. Last byte is set to '00' as defined in SGP.02[1]. |
| ISD\_P\_AID4 | The ISD-P AID created in the eUICC for the PROFILE\_OPERATIONAL4. This AID value belongs to the range from 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 00 10 00 to 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 FF FF 00. Last byte is set to '00' as defined in SGP.02[1]. |
| ISD\_P\_AIDX | An invalid ISD-P AID not present on the eUICC. This AID value is in the range from 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 00 10 00 to 0xA0 00 00 05 59 10 10 FF FF FF FF 89 00 FF FF 00. |
| L | Exact length of the corresponding tag or of the remaining data. |
| MATCHING\_ID | Unique identifier as defined in [2]. The content can be either empty, or the value of the EventID, or the value of the Activation Code token. |
| MATCHING\_ID\_EVENT | A Unique identifier of an Event for a specific EID generated by the SM-DP+ / SM-DS. |
| METADATA\_OP\_PROF1\_SEG | The #METADATA\_OP\_PROF1 is mac-ed with <S\_MAC> and split as necessary into segments of a maximum size of 1020 bytes (including the tag, length field, and MAC), |
| MNO\_SCP80\_COUNTER | SCP80 counter of the MNO-SD related to the KVN 0x01 (5 bytes long). Initial value is set to 0x00 00 00 00 01 and is incremented by one each time a secured packet is sent. |
| NB\_EXECUTED\_C\_APDUS | Number of executed Command TLV objects as defined in ETSI TS 102 226 [14]. |
| NOTIF\_SEQ\_NO\_DE1 | The Sequence Number of the Delete Notification related to the PROFILE\_OPERATIONAL1. |
| NOTIF\_SEQ\_NO\_DI1 | The Sequence Number of the Disable Notification related to the PROFILE\_OPERATIONAL1. |
| NOTIF\_SEQ\_NO\_EN1 | The Sequence Number of the Enable Notification related to the PROFILE\_OPERATIONAL1. |
| NOTIF\_SEQ\_NO\_EN2 | The Sequence Number of the Enable Notification related to the PROFILE\_OPERATIONAL2. |
| NOTIF\_SEQ\_NO\_IN1 | The Sequence Number of the Install Notification related to the PROFILE\_OPERATIONAL1. |
| NOTIF\_SEQ\_NO\_IN1\_PIR | The Sequence Number of the Install Notification (PIR) related to the PROFILE\_OPERATIONAL1. |
| NOTIF\_SEQ\_NO\_IN2 | The Sequence Number of the Install Notification related to the PROFILE\_OPERATIONAL2. |
| NOTIF\_SEQ\_NO\_IN2\_PIR | The Sequence Number of the Install Notification (PIR) related to the PROFILE\_OPERATIONAL2. |
| NOTIF\_SEQ\_NO2\_DE1 | The Sequence Number of the second Delete Notification related to the PROFILE\_OPERATIONAL1. |
| NOTIF\_SEQ\_NO2\_DI1 | The Sequence Number of the second Disable Notification related to the PROFILE\_OPERATIONAL1. |
| NOTIF\_SEQ\_NO2\_EN1 | The Sequence Number of the second Enable Notification related to the PROFILE\_OPERATIONAL1. |
| OT\_SK\_S\_SM\_DP+\_ECKA | One-time Private Key generated by the S\_SM-DP+ for ECKA. Depending on the eUICC configuration, this key is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| OTPK\_EUICC\_ECKA | One-time Public Key generated by the eUICC for ECKA. Depending on the eUICC configuration, this key is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| OTPK\_EUICC\_ECKA\_NEW | One-time Public Key of the eUICC for ECKA used for the BPP which is a new generated value different from <OTPK\_EUICC\_ECKA> |
| OTPK\_S\_SM\_DP+\_ECKA | One-time Public Key generated by the S\_SM-DP+ for ECKA. Depending on the eUICC configuration, this key is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| OTPK\_SM\_DP+\_ECKA | One-time Public Key generated by the SM-DP+ for ECKA. Depending on the eUICC configuration, this key is based on NIST P-256, brainpoolP256r1 or FRP256V1. |
| PPK\_ENC | Random PPK-ENC value (16 bytes key length). This value is different from <S\_ENC> value. |
| PPK\_INIT\_MAC | Random initial MAC chaining value (16 bytes). This value is different from the <S\_MAC\_CHAIN> value. |
| PPK\_MAC | Random PPK-MAC value (16 bytes key length). This value is different from <S\_MAC> value. |
| PPP\_OP\_PROF1\_SEG\_PPK | An element of sequenceOf86, consisting of a <UPP\_OP\_PROF1\_SEG> protected with <PPK\_ENC> and <PPK\_MAC> and encapsulated in a TLV with tag 0x86 length <L>, up to a maximum size of 1020 bytes including the tag and length field. |
| PPP\_OP\_PROF1\_SEG\_SK | An element of sequenceOf86, consisting of a <UPP\_OP\_PROF1\_SEG> segment protected with <S\_ENC> and <S\_MAC> and encapsulated in a TLV with tag 0x86, length <L>, up to a maximum size of 1020 bytes including the tag and length field. |
| PPP\_OP\_PROF1\_SEG\_SK\_INV | <PPP\_OP\_PROF1\_SEG\_SK> modified (wrong encryption) |
| PPR\_IDS | Forbidden Profile Policy Rules. This PPR list MAY be empty or MAY contain either PPR1 or PPR2 or both. |
| PROPRIETARY\_DATA | Proprietary Data returned by the eUICC as part of FCI template |
| R\_APDU\_PARTx | Sub-part of a R-APDU (see Annex D.4.2) |
| RANDOM\_SM\_DP+\_SIGN | Random SM-DP+ signature (i.e. content of the tag 0x5F37) with a size corresponding to a valid one. |
| RANDOM\_SM\_DS\_SIGN | Random SM-DS signature (i.e. content of the tag 0x5F37) with a size corresponding to a valid one. |
| REPLACE\_S\_KEYS\_REQ\_ENC | An element of secondSequenceOf87, consisting of #REPLACE\_S\_KEYS\_REQ protected with <S\_ENC> and <S\_MAC> and encapsulated in a TLV with tag 0x87, up to a maximum size of 1020 bytes including the tag and length field. |
| REASON\_CODE\_ANY | Any Reason Code, as defined in SGP.22 [2] – section 5.2.6.2 |
| RSP\_SERVER\_ADDRESS | RSP Server address in FQDN format where the operation corresponding to the Event can be processed. |
| S\_ENC | SCP03T Encryption Session key (128 bits length) resulting from the key agreement with eUICC. |
| S\_HASHED\_CC | Hashed Confirmation Code generated by the LPA. When generated by the S\_LPAd, the S\_LPAd SHALL use #CONFIRMATION\_CODE1 in the calculation unless otherwise specified. |
| S\_HASHED\_CC\_ERROR | A random generated hash value of the Confirmation Code not equal to S\_HASHED\_CC. |
| S\_INIT\_MAC | SCP03T Initial MAC chaining value (128 bits length) resulting from the key agreement with eUICC. |
| S\_MAC | SCP03T MACing Session key (128 bits length) resulting from the key agreement with eUICC. |
| S\_MAC\_CHAIN | Current MAC chaining value used for SCP03t BPP protection. |
| S\_SEL\_TLS\_CIPHER\_SUITE | TLS cipher suite selected by the Server set as follows:  o TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_GCM\_SHA256  if present in <TLS\_CIPHER\_SUITES>, otherwise  o TLS\_ECDHE\_ECDSA\_WITH\_AES\_128\_CBC\_SHA256. |
| S\_SESSION\_ID\_SERVER | Random value of the TLS session\_id in ServerHello which is different from <SESSION\_ID\_CLIENT>. This value is non-empty. |
| S\_SM\_DP+\_SIGN | The S\_SM-DP+ signature (smdpSign), computed using the #SK\_S\_SM\_DPpb\_ECDSA across the following data objects:   * remoteOpId * transactionId * controlRefTemplate * smdpOtpk * euiccOtpk, as provided earlier in the prepareDownloadResponse data object |
| S\_SM\_DP+\_SIGNATURE2 | The ASN.1 OCTET STRING encoded SM-DP+ signature 2 (field smdpSignature2) computed using the private key related to the server certificate (field smdpCertificate) present in the PrepareDownloadRequest structure. This signature SHALL be generated across the following data objects:   * smdpSignature2 * euiccSignature1 present in the AuthenticateServerResponse structure |
| S\_SMDP\_CHALLENGE | The SM-DP+ Challenge (serverChallenge) randomly chosen by the simulated SM-DP+ to be signed later by the eUICC for the eUICC authentication, coded as ASN.1 OCTET STRING of 16 bytes. |
| S\_SMDP\_SIGNATURE\_INV | <S\_SMDP\_SIGNATURE1> NOT computed with the #SK\_S\_SM\_DPauth\_ECDSA but with the same length as a valid signature |
| S\_SMDP\_SIGNATURE1 | The ASN.1 OCTET STRING encoded SM-DP+ signature (field serverSignature1) computed using the private key related to the server certificate (field serverCertificate) present in the AuthenticateServerRequest structure. |
| S\_SMDP\_SIGNED\_INV\_ADDR | <S\_SMDP\_SIGNED1> with a different SM-DP+ address (#TEST\_DP\_ADDRESS2 instead of #TEST\_DP\_ADDRESS1) |
| S\_SMDP\_SIGNED1  (ServerSigned1) | {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>  } |
| S\_SMDS\_CHALLENGE | The SM-DS Challenge (serverChallenge) randomly chosen by the simulated SM-DS to be signed later by the eUICC for the eUICC authentication, coded as ASN.1 OCTET STRING of 16 bytes. |
| S\_SMDS\_SIGNATURE\_INV | <S\_SMDS\_SIGNATURE1> NOT computed with the #SK\_S\_SM\_DSauth\_ECDSA but with the same length as a valid signature |
| S\_SMDS\_SIGNATURE1 | The SM-DS signature 1 (serverSignature1) computed using #SK\_S\_SM\_DSauth\_ECDSA across the serverSigned1 present in the AuthenticateServerRequest structure, coded as ASN.1 OCTET STRING |
| S\_SMDS\_SIGNED\_ADDR1  (ServerSigned1) | {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_DS\_ADDRESS1,  serverChallenge <S\_SMDS\_CHALLENGE>  } |
| S\_SMDS\_SIGNED\_INV\_ADDR | <S\_SMDS\_SIGNED1> with a different SM-DS address (#TEST\_DP\_ADDRESS1 instead of #TEST\_ROOT\_DS\_ADDRESS) |
| S\_SMDS\_SIGNED1  (ServerSigned1) | {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_ROOT\_DS\_ADDRESS,  serverChallenge <S\_SMDS\_CHALLENGE>  } |
| S\_TRANSACTION\_ID | The TransactionID (Unique Transaction Identifier) generated by the (S\_)SM-DP+, or (S\_)SM-DS which is used to uniquely identify the RSP session and to correlate the multiple ESXX request messages that belong to the same RSP session. This value (binary value) can start from 0x01 and can be increased by 1 each time a Profile is downloaded in the eUICC. 1-16 bytes (ASN.1 OCTET STRING). |
| SAH\_SHA256\_ECDSA | Signature And Hash Algorithm extension sent in the CertificateRequest message set as a minimum of:   * HashAlgorithm sha256 (04) and * SignatureAlgorithm ecdsa (03). |
| SEL\_TLS\_CIPHER\_SUITE | TLS cipher suite selected by the Server |
| SEQ\_NUMBER | Sequence Number related to a Notification Metadata generated by the eUICC. |
| SERVER\_CHALLENGE | Random value generated by the SM-XX server under test coded as ASN.1 OCTET STRING of 16 bytes which can be one of the following depending on the entity under test:   * <SMDP\_CHALLENGE> * <SMDS\_CHALLENGE> |
| SERVER\_CHALLENGE\_2 | Random value generated by the SM-XX server under test coded as ASN.1 OCTET STRING of 16 bytes which can be one of the following depending on the entity under test:   * <SMDP\_CHALLENGE\_2> * <SMDS\_CHALLENGE\_2> |
| SERVER\_FINISHED | The first protected message with the negotiated algorithms, keys, and secrets. It is the Hash of the concatenation of all the data from all messages in this handshake up to, but not including, this message i.e. all handshake messages starting at ClientHello up to, but not including, this Finished message itself.  NOTE: ChangeCipherSpec messages, alerts, and any other record type are not handshake messages and are not included in the hash computations. Also, HelloRequest messages are omitted from handshake hashes. |
| SERVER\_SIGNATURE1 | Server signature (serverSignature1) which can be one of the following depending on the entity under test:   * SM-DP+ signature (serverSignature1) generated over #SERVER\_SIGNED1 using SK.DPauth.ECDSA, coded as ASN.1 OCTET STRING * SM-DS signature (serverSignature1) generated over #SERVER\_SIGNED1 using SK.DSauth.ECDSA, coded as ASN.1 OCTET STRING |
| SERVER\_SIGNATURE1\_2 | SERVER signature (serverSignature1) which can be one of the following depending on the entity under test:   * SM-DP signature (serverSignature1) generated over #SERVER\_SIGNED1\_2 using SK.DPauth.ECDSA, coded as ASN.1 OCTET STRING * SM-DS signature (serverSignature1) generated over #SERVER\_SIGNED1\_2 using SK.DSauth.ECDSA, coded as ASN.1 OCTET STRING |
| SERVER\_TLS\_EPHEM\_KEY | Server's ephemeral key and associated information. |
| SESSION\_ID\_CLIENT | Random or empty value of the TLS session\_id in ClientHello. |
| SESSION\_ID\_RANDOM | Random value of the TLS session. |
| SHS | Shared Secret resulting from the key agreement with eUICC. |
| SM\_DP+\_SIGN | The SM-DP+ signature in ES8+/InitialiseSecureChannelRequest/smdpSign. |
| SMDP\_CHALLENGE | Random value generated by the SM-DP+ coded as ASN.1 OCTET STRING of 16 bytes. |
| SMDP\_CHALLENGE\_2 | Random value generated by the SM-DP+ coded as ASN.1 OCTET STRING of 16 bytes. |
| SMDP\_CHALLENGE\_INVALID | SM-DP+ Challenge randomly generated by the simulated SM-DP+ coded as ASN.1 OCTET STRING of 16 bytes not equal to <SMDP\_CHALLENGE>. |
| SMDP\_METADATA\_SEG\_MAC | An element of sequenceOf88, consisting of a segment of maximum size 1008 bytes protected with <S\_MAC> and encapsulated in a TLV with tag 0x88, length <L>, up to a maximum size of 1020 bytes including the tag and length field. |
| SMDP\_SIGNATURE2 | SM-DP+ signature (smdpSignature2) generated over smdpSigned2 using SK.DPauth.ECDSA, coded as ASN.1 OCTET STRING |
| SMDS\_CHALLENGE | Random value generated by the SM-DS coded as ASN.1 OCTET STRING of 16 bytes. |
| SMDS\_CHALLENGE\_2 | Random value generated by the SM-DS coded as ASN.1 OCTET STRING of 16 bytes. |
| SMDS\_CHALLENGE\_INVALID | SM-DS Challenge randomly generated by the simulated SM-DS coded as ASN.1 OCTET STRING of 16 bytes not equal to <SMDS\_CHALLENGE>. |
| STORE\_DATA\_BLOCK\_NUM | The STORE DATA block number coded sequentially from 0x00 to 0xFF. If the value 0xFF has been reached and more STORE DATA commands are needed to complete the transfer, the numbering restarts and the next STORE DATA block number is set to 0x00. |
| SUBJECT\_CODE\_ANY | Any Subject Code, as defined in SGP.22 [2] – section 5.2.6.1 |
| TBS\_EUICC\_NOTIF\_SIG | The eUICC signature generated over tbsOtherNotification. NotificationMetadata, coded as ASN.1 OCTET STRING. |
| TLS\_CIPHER\_SUITES | TLS cipher suite list supported by LPAd or the Client (SM-DP+ or SM-DS) under test. |
| TRANSACTION\_ID\_2 | A unique Transaction ID generated by an SM-DP+ or an SM-DS within the scope and lifetime of each SM-DP+ or SM-DS to uniquely identify the ongoing RSP session as OCTET STRING of up to 16 bytes. |
| TRANSACTION\_ID\_AC | A unique Transaction ID generated by an SM-DP+ or an SM-DS within the scope and lifetime of each SM-DP+ or SM-DS to uniquely identify the ongoing RSP session used by the AuthenticateClient function as OCTET STRING of up to 16 bytes. |
| TRANSACTION\_ID\_GBPP | A unique Transaction ID generated by an SM-DP+ within the scope and lifetime of each SM-DP+ to uniquely identify the ongoing RSP session used by the GetBoundProfilePackage function as OCTET STRING of up to 16 bytes. |
| TRANSACTION\_ID\_IA | A unique Transaction ID generated by an SM-DP+ or an SM-DS within the scope and lifetime of each SM-DP+ or an SM-DS to uniquely identify the ongoing RSP session used by the InitiateAuthentication function as OCTET STRING of up to 16 bytes. |
| TRANSACTION\_ID\_ISC | A unique Transaction ID generated by an SM-DP+ within the scope and lifetime of each SM-DP+ to uniquely identify the ongoing RSP session used by the InitialiseSecureChannelRequest function as OCTET STRING of up to 16 bytes. |
| TRANSACTION\_ID\_SIGNED | A unique Transaction ID generated by an SM-DP+ or an SM-DS within the scope and lifetime of each SM-DP+ or SM-DS to uniquely identify the ongoing RSP session as OCTET STRING of up to 16 bytes signed as part of #SERVER\_SIGNED1 |
| TRANSACTION\_ID\_SIGNED\_2 | A unique Transaction ID generated by an SM-DP+ or an SM-DS within the scope and lifetime of each SM-DP+ or SM-DS to uniquely identify the ongoing RSP session as OCTET STRING of up to 16 bytes signed as part of #SERVER\_SIGNED1 |
| TRANSACTION\_ID\_SIGNED\_AC | A unique Transaction ID generated by an SM-DP+ or an SM-DS within the scope and lifetime of each SM-DP+ or SM-DS to uniquely identify the ongoing RSP session used by the AuthenticateClient function as OCTET STRING of up to 16 bytes. |
| TRANSACTION\_ID\_SIGNED\_IA | A unique Transaction ID generated by an SM-DP+ or an SM-SD within the scope and lifetime of each SM-DP+ or SM-DS to uniquely identify the ongoing RSP session used by the InitiateAuthentication function as OCTET STRING of up to 16 bytes. |
| TRE\_PROPERTIES | The value of the treProperties field in EUICCInfo2. |
| TRE\_REFERENCE | The value of the treProductReference field in EUICCInfo2. |
| UPP\_OP\_PROF1\_SEG | A segment of the #UPP\_OP\_PROF1, with a maximum size of 1007 bytes. |
| UPP\_OP\_PROF2\_SEG | A segment of the #UPP\_OP\_PROF2, with a maximum size of 1007 bytes. |

Annex C Methods And Procedures

This section describes methods and procedures used in the interfaces compliance test cases. They are part of test cases and SHALL not be executed in standalone mode.

C.1 Methods

If the method is used in the “expected result” column, all parameters SHALL be verified by the simulated entity (test tool). If the method is used in the “Sequence / Description” column, the command SHALL be generated by the simulated entity.

|  |  |
| --- | --- |
| Method | MTD\_AUTHENTICATE\_CLIENT |
| Description | Generates or verifies the JSON formatted AuthenticateClient request |
| Parameter(s) | * paramTransactionId: random 16 byte identifier encoded as String Hexadecimal. * paramAuthenticateServerResponse: server authentication response structured as ASN.1 encoded as base 64. |
| Details | JSON body  {  "transactionId" : paramTransactionId,   "authenticateServerResponse" : paramAuthenticateServerResponse } |

|  |  |
| --- | --- |
| Method | MTD\_CANCEL\_ORDER |
| Description | Sends and checks the JSON formatted CancelOrder request |
| Parameter(s) |  paramFunctionRequesterId   paramFunctionCallId   paramIccid: identification of the targeted profile (mandatory)   paramEID: EID of the targeted eUICC (conditional)   paramMatchingId: matching ID generated by the Operator (conditional)   paramProfileStatus: final Profile status indicator (mandatory) |
| Details | JSON requestHeader  {  "header" : {  "functionRequesterIdentifier" : "paramFunctionRequesterId",  "functionCallIdentifier" : "paramFunctionCallId"  }  JSON body  {  "iccid" : paramIccid  "eid" : paramEID,  "matchingId" : paramMatchingId  "profileStatus" : paramProfileStatus  }  }  Note: if some of the value of the parameters above are not provided, those parameters are not included as part of JSON body |

|  |  |
| --- | --- |
| Method | MTD\_CANCEL\_SESSION |
| Description | Sends or verifies the JSON formatted CancelSession request |
| Parameter(s) |  paramTransactionId: random 16 byte identifier.   paramCancelSessionResponse: eUICC information structured as ASN.1 encoded as base 64. |
| Details | JSON body  {  "transactionId" : paramTransactionId,  "cancelSessionResponse" : paramCancelSessionResponse  } |

|  |  |
| --- | --- |
| Method | MTD\_CHECK\_SMS\_POR |
| Description | Check the content of the SMS POR containing the response of the ES6.UpdateMetadata request |
| Parameter(s) | paramExpectedSW: the expected Status Word of the last STORE DATA command |
| Details | Parse and retrieve the SCP80 response packet from the SMS.  SCP80 response status code SHALL be equal to 0x00 – POR OK.  The additional data from the response packet SHALL be formatted as an expanded structure with definite length as defined in ETSI TS 102 226 [14] and contains the following TLV:  AB <L>  80 <L> <NB\_EXECUTED\_C\_APDUS> *-- Number of executed C-APDUs*  23 <L> 00 90 00 *–- R-APDU of the INSTALL FOR PERSONALIZATION command*  23 <L> paramExpectedSW *–- SW of the last STORE DATA command executed*    <NB\_EXECUTED\_C\_APDUS> SHALL be equal to the number of executed C-APDUs (i.e. one INSTALL FOR PERSONALIZATION + n STORE DATA command(s)) |

|  |  |
| --- | --- |
| Method | MTD\_CONFIRM\_ORDER |
| Description | Sends and checks the JSON formatted ConfirmOrder request |
| Parameter(s) |  paramFunctionRequesterId   paramFunctionCallId   paramIccid: identification of the targeted profile (mandatory)   paramEID: EID of the targeted eUICC (conditional)   paramMatchingId: matching ID generated by the Operator (optional)   paramConfirmationCode: confirmation code provided by the Operator (optional)   paramSmdsAddress: SM-DS to be used for event registration (conditional)   paramReleaseFlag: boolean indicating if the profile shall be released (mandatory) |
| Details | JSON requestHeader  {  "header" : {  "functionRequesterIdentifier" : "paramFunctionRequesterId",  "functionCallIdentifier" : "paramFunctionCallId"  }  JSON body  {  "iccid" : paramIccid  "eid" : paramEID,  "matchingId" : paramMatchingId  "confirmationCode" : paramConfirmationCode  "smdsAddress" : paramSmdsAddress "releaseFlag" : paramReleaseFlag  }  }  Note: if some of the value of the parameters above are not provided, those parameters are not included as part of JSON body |

|  |  |
| --- | --- |
| Method | MTD\_DELETE\_EVENT |
| Description | Sends and checks the JSON formatted DeleteEvent request |
| Parameter(s) |  paramFunctionRequesterId: identification of the function requester.   paramFunctionCallId: identification of the function call.   paramEID: EID of the targeted eUICC   paramEventId: unique Identification of the Event to be registered |
| Details | JSON requestHeader  {  "header" : {  "functionRequesterIdentifier" : "paramFunctionRequesterId",  "functionCallIdentifier" : "paramFunctionCallId"  }  JSON body  {  "eid" : paramEID,  "eventId" : paramEventId  }  } |

|  |  |
| --- | --- |
| Method | MTD\_DISABLE\_PROFILE |
| Description | Generate the ASN.1 DisableProfileRequest structure according to the input parameters. |
| Parameter(s) |  paramIccidValue: The ICCID of the Profile to Disable (optional)   paramIsdpAidValue: The ISD-P AID of the Profile to Disable (optional)   paramRefreshFlag: Boolean, TRUE if refreshFlagSHALL be set, FALSE otherwise  Either paramIccidValue or paramIsdpAidValue is passed as a parameter. |
| Details | IF paramIccidValue is provided Then  req DisableProfileRequest::= {  profileIdentifier iccid : paramIccidValue,  refreshFlag paramRefreshFlag  }  Else  req DisableProfileRequest::= {  profileIdentifier isdpAid : paramIsdpAidValue,  refreshFlag paramRefreshFlag  }  End if |

|  |  |
| --- | --- |
| Method | MTD\_DOWNLOAD\_ORDER |
| Description | Sends and checks the JSON formatted DownloadOrder request |
| Parameter(s) |  paramFunctionRequesterId   paramFunctionCallId   paramEID: EID of the targeted eUICC (optional)   paramIccid: identification of the targeted profile (conditional)   paramProfileType: identification of the targeted profile type (conditional) |
| Details | JSON requestHeader  {  "header" : {  "functionRequesterIdentifier" :"paramFunctionRequesterId",  "functionCallIdentifier" :"paramFunctionCallId"  }  JSON body  {  "eid" : paramEID,  "iccid" : paramIccid  "profileType" : paramProfileType  }  }  Note: if some of the value of the parameters above are not provided, those parameters are not included as part of JSON body |

|  |  |
| --- | --- |
| Method | MTD\_ENABLE\_PROFILE |
| Description | Generate the ASN.1 EnableProfileRequest structure according to the input parameters. |
| Parameter(s) |  paramIccidValue: The ICCID of the Profile to Disable (optional)   paramIsdpAidValue: The ISD-P AID of the Profile to Disable (optional)   paramRefreshFlag: Boolean, TRUE if refreshFlagSHALL be set, FALSE otherwise  Either paramIccidValue or paramIsdpAidValue is passed as a parameter. |
| Details | IF paramIccidValue is provided Then  req EnableProfileRequest ::= {  profileIdentifier iccid : paramIccidValue,  refreshFlag paramRefreshFlag  }  Else  req EnableProfileRequest ::= {  profileIdentifier isdpAid : paramIsdpAidValue,  refreshFlag paramRefreshFlag  }  End if |

|  |  |
| --- | --- |
| Method | MTD\_DELETE\_PROFILE |
| Description | Generate the ASN.1 DeleteProfileRequest structure according to the input parameters. |
| Parameter(s) |  paramIccidValue: The ICCID of the Profile to Delete (optional)   paramIsdpAidValue: The ISD-P AID of the Profile to Delete (optional)  Either paramIccidValue or paramIsdpAidValue is passed as a parameter. |
| Details | IF paramIccidValue is provided Then  req DeleteProfileRequest ::= iccid : paramIccidValue  Else  req DeleteProfileRequest ::= isdpAid : paramIsdpAidValue  End if |

|  |  |
| --- | --- |
| Method | MTD\_GET\_PROFILE\_INFO |
| Description | Generate the ASN.1 ProfileInfoListRequest according to the input parameters. |
| Parameter(s) |  paramIccidValue: The ICCID of the Profile   paramIsdpAidValue: The ISD-P AID of the Profile  Either paramIccidValue or paramIsdpAidValue is passed as a parameter. |
| Details | IF paramIccidValue is provided Then  req ProfileInfoListRequest::= {  searchCriteria iccid: paramIccidValue  }  Else  req ProfileInfoListRequest::= {  searchCriteria isdpAid: paramIsdpAidValue  }  End If |

|  |  |
| --- | --- |
| Method | MTD\_GENERATE\_BPP |
| Description | Generate a BPP according to the input parameters. |
| Parameter(s) |  paramInitSC: The InitialiseSecureChannel request   paramConfISDP: The ConfigureISDP request (plain)   paramStoreMetadata: The StoreMetadata request (plain)   paramReplaceSessionKeys: The ReplaceSessionKeys request (plain) – Optional parameter   paramUPP: The Unprotected Profile Package to download |
| Details | Split the paramStoreMetadata in several segments of maximum 1008 bytes. Each Metadata segment is named <METADATA\_SEG> here after.  Split the paramUPP in several segments of maximum 1007 bytes. Each UPP segment named <UPP\_SEG> here after.  Create the following structure of data:  req BoundProfilePackage ::= {  paramInitSC,  firstSequenceOf87 {  0x87 <L> paramConfISDP  },  sequenceOf88 {  0x88 <L> <METADATA\_SEG>,  …  0x88 <L> <METADATA\_SEG>  },  -- secondSequenceOf87 SHALL be set only if paramReplaceSessionKeys is  -- provided  secondSequenceOf87 {  0x87 <L> paramReplaceSessionKeys  },  sequenceOf86 {  0x86 <L> <UPP\_SEG>,  …  0x86 <L> <UPP\_SEG>  }  }  Use <OT\_SK\_S\_SM\_DP+\_ECKA> and <OTPK\_EUICC\_ECKA> in order to generate the <SHS>.  Concatenate #KEY\_TYPE, #KEY\_LENGTH, <L> #HOST\_ID and <L> #EID1 as SharedInfo.  Retrieve <S\_ENC>, <S\_MAC> and <S\_INIT\_MAC> across SHA-256 calculated from <SHS> and SharedInfo.  Encrypt paramConfISDP with <S\_ENC>.  Calculate and add a MAC to the tag 0x87 of firstSequenceOf87 by using <S\_MAC>.  Calculate and add a MAC to all tags 0x88 of sequenceOf88 by using <S\_MAC>.  If paramReplaceSessionKeys is provided Then  Encrypt paramReplaceSessionKeys with <S\_ENC>  Calculate and add a MAC to the tag 0x87 of secondSequenceOf87 by using <S\_MAC>.  End If  Encrypt all <UPP\_SEG> with <S\_ENC>, or <PPK\_ENC> if paramReplaceSessionKeys is provided.  Calculate and add a MAC to all tags 0x86 of sequenceOf86 by using <S\_MAC>, or <PPK\_MAC> (and <PPK\_INIT\_MAC> for the first tag) if paramReplaceSessionKeys is provided. |

|  |  |
| --- | --- |
| Method | MTD\_GENERATE\_HASHED\_CC |
| Description | Generate an Hashed Confirmation Code based on the Confirmation Code and the Transaction ID given in parameter. |
| Parameter(s) |  paramConfirmationCode: The Confirmation Code (plain)   paramTransactionId: The Transaction ID (plain) |
| Details | Generate a SHA-256 of the paramConfirmationCode.  Concatenate the obtained hash value with the paramTransactionId.  Generate and return a SHA-256 of these two concatenated elements. |

|  |  |
| --- | --- |
| Method | MTD\_GET\_BPP |
| Description | Generates or verifies the JSON formatted GetBoundProfilePackage request |
| Parameter(s) |  paramTransactionId: random 16 byte identifier.   paramPrepareDownloadResponse structured as ASN.1 encoded as base 64. |
| Details | JSON body  {  "transactionId" : paramTransactionId,   "prepareDownloadResponse" : paramPrepareDownloadResponse  } |

|  |  |
| --- | --- |
| Method | MTD\_HANDLE\_NOTIF |
| Description | Generates or verifies the JSON formatted HandleNotification request |
| Parameter(s) | paramPendingNotification: PendingNotification data object |
| Details | JSON body  {  "pendingNotification" : paramPendingNotification  } |

|  |  |
| --- | --- |
| Method | MTD\_HTTP\_REQ |
| Description | Sends or verifies a secured HTTP request message delivering a JSON object payload using a network to an off-card entity. |
| Parameter(s) | * paramServerAddress: Target Server address * paramFunctionPath: Function path * paramRequestMessage: JSON Request message |
| Details | HTTP POST paramFunctionPath HTTP/1.1  Host: paramServerAddress  User-Agent: See NOTE 1  X-Admin-Protocol:gsma/rsp/v#RSP\_SVN Content-Type:application/json OR application/json;charset=UTF-8 (see NOTE 2) Content-Length: <L>  paramRequestMessage  NOTE 1: If the request is sent by the LPAd, the User-Agent SHALL be gsma-rsp-lpad. The "User-Agent" field may contain additional information after a semicolon. Otherwise the value of User-Agent is not specified by the current document. The additional information shall not be checked.  NOTE 2: the Content-Type checking is relaxed in this specification, in order to allow for common internet usage of “charset=UTF-8” and for compatibility with SGP.22 v3.0. If the request is sent by the entity under test, both values are acceptable (where linear white space as specified in RFC 2616 is allowed after the semi-colon). Further, all parts of these allowed Content-Type value SHALL be checked in a case-insensitive manner, as per RFC 2616. If the request is sent by a simulator, application/json shall be used.The HTTP POST request may contain additional header fields. These shall not be checked. |

|  |  |
| --- | --- |
| Method | MTD\_HTTP\_RESP |
| Description | Sends or verifies a secured HTTP response message delivering a JSON object payload using a network to an off-card entity. |
| Parameter(s) |  paramResponseMessage: JSON Response message |
| Details | HTTP/1.1 200 (OK)  X-Admin-Protocol: gsma/rsp/v#RSP\_SVN  Content-Type: application/json OR application/json;charset=UTF-8 (see NOTE)  Content-Length: <L>  paramResponseMessage  NOTE: the Content-Type checking is relaxed in this specification, in order to allow for common internet usage of “charset=UTF-8” and for compatibility with SGP.22 v3.0  If the response is sent by the entity under test, both values are acceptable (where linear white space as specified in RFC 2616 is allowed after the semi-colon). Further, all parts of these allowed Content-Type value SHALL be checked in a case-insensitive manner, as per RFC 2616. If the response is sent by a simulator, application/json shall be used.  The HTTP response may contain additional header fields. These shall not be checked. |

|  |  |
| --- | --- |
| Method | MTD\_INITIATE\_AUTHENTICATION |
| Description | Generates or verifies the JSON formatted Initiate Authentication request on ES9+ or ES11 as applicable. |
| Parameter(s) | * paramEUICCChallenge: random 16 byte challenge coded as base 64 * paramEUICCInfo1: eUICC information structured coded as base 64 * paramServerAddress: FQDN of the Server. |
| Details | JSON body  {  "euiccChallenge" : paramEUICCChallenge,   "euiccInfo1" : paramEUICCInfo1,  "smdpAddress" : paramServerAddress  } |

|  |  |
| --- | --- |
| Method | MTD\_REGISTER\_EVENT |
| Description | Send or checks the JSON formatted RegisterEvent request |
| Parameter(s) |  paramFunctionRequesterId: identification of the function requester.   paramFunctionCallId: identification of the function call.   paramEID: EID of the targeted eUICC   paramRspServerAddress: Address of the Server sending the RegisterEvent formatted as FQDN   paramEventId: unique Identification of the Event to be registered   paramForwardingIndicator: TRUE if registration has to be made to the Root SM-DS; FALSE if this is not to be made to the Root SM-DS |
| Details | JSON requestHeader  {  "header" : {  "functionRequesterIdentifier" : "paramFunctionRequesterId",  "functionCallIdentifier" : "paramFunctionCallId"  }  JSON body  {  "eid" : paramEID,  "rspServerAddress" : paramRspServerAddress,  "eventId" : paramEventId,  "forwardingIndicator" : paramForwardingIndicator  }  } |

|  |  |
| --- | --- |
| Method | MTD\_REMOVE\_NOTIF |
| Description | Constructs the command data for RemoveNotificationFromList |
| Parameter(s) |  paramSeqNumber: the sequence number to be removed |
| Details | request NotificationSentRequest ::= {  seqNumber paramSeqNumber  } |

|  |  |
| --- | --- |
| Method | MTD\_RETRIEVE\_NOTIF\_SEQ\_NUM |
| Description | Constructs the command data for RetrieveNotificationsList filtered by sequence number |
| Parameter(s) |  paramSeqNumber: the sequence number to be retrieved |
| Details | request RetrieveNotificationsListRequest ::= {  searchCriteria seqNumber paramSeqNumber } |

|  |  |
| --- | --- |
| Method | MTD\_SELECT |
| Description | Generates the SELECT command as defined in GlobalPlatform Card Specification [6]. |
| Parameter(s) |  paramAID: the AID to select |
| Details | - CLA = 0x or 4x (x = <CHANNEL\_NUMBER>)  - INS = A4  - P1 = 04  - P2 = 00  - LC = <L>  - paramAID  - LE = 00 |

|  |  |
| --- | --- |
| Method | MTD\_SEND\_SMS\_PP |
| Description | Generate and send an envelope SMS-PP download to the MNO-SD |
| Parameter(s) |  paramApdusList: the list of APDUs (plain) to send |
| Details | Generate and send the following envelope:  80 C2 00 00 <L>  D1 <L>  02 02 83 81 *-- Device identity Tag*  06 07 91 33 86 09 40 00 F0 *-- Address Tag (TON/NPI/..)*  0B <L> -- SMS TPDU  44 -- SMS-DELIVER  05 85 02 13 F2 -- TP-Originating-Address  7F -- TP-Protocol-Identifier  F6 -- TP-Data-Coding-Scheme  71 30 12 41 55 74 40 -- TP-Service-Centre-Time-Stamp  <L> -- TP-User-Data-Length  02 -- User-Data-Header-Length  70 -- IEIa  00 -- IEIDLa  <L> -- Command Packet Length (2 bytes)  <L> -- Command Header Length (1 byte)  12 21 -- SPI  00 -- KIC  15 –- KID (SCP80 Keyset version 0x01 in Triple DES)  B2 01 00 –- MNO-SD TAR  <MNO\_SCP80\_COUNTER>  00 -- Padding Counter  <CC> -- Cryptographic checksum  <C\_APDUS\_SCRIPT> -- Command APDUs script  <C\_APDUS\_SCRIPT> SHALL contain the paramApdusList (i.e. each APDU is named <APDU1>; <APDU2>; …; <APDUn> here after) formatted as an expanded structure with definite length as defined in ETSI TS 102 226 [14]:  AA <L>  22 <L> <APDU1>  22 <L> <APDU2>  …  22 <L> <APDUn>  The Cryptographic checksum <CC> SHALL be generated in Triple DES (outer-CBC mode using two different keys) with the #MNO\_SCP80\_AUTH\_KEY as defined in ETSI TS 102 225 [13].  If the command packet length is higher than 140 bytes, it SHALL be sent over several envelopes: SMS concatenation as defined in 3GPP TS 23.040 [22] SHALL be used. |

|  |  |
| --- | --- |
| Method | MTD\_STORE\_DATA |
| Description | Generates the STORE DATA command (Case 4) as defined in GlobalPlatform Card Specification [6]. |
| Parameter(s) |  paramCommandData: the command data |
| Details | - CLA = 8x or Cx (x = <CHANNEL\_NUMBER>)  - INS = E2  - P1 = 91  - P2 = 00  - LC = <L>  - paramCommandData  - LE = 00 |

|  |  |
| --- | --- |
| Method | MTD\_STORE\_DATA\_Case3 |
| Description | Generates the STORE DATA command (Case3) as defined in GlobalPlatform Card Specification [6]. |
| Parameter(s) |  paramCommandData: the command data |
| Details | - CLA = 8x or Cx (x = <CHANNEL\_NUMBER>)  - INS = E2  - P1 = 90  - P2 = 00  - LC = <L>  - paramCommandData |

|  |  |
| --- | --- |
| Method | MTD\_STORE\_DATA\_SCRIPT |
| Description | Generate (multiple) STORE DATA command(s) by breaking the data into smaller components (if needed) for transmission. |
| Parameter(s) |  paramTLVDataToTransmit: TLVs array or single TLV to transfer to the eUICC   paramCase4Command (optional parameter, default value = TRUE): TRUE if the APDU is a Case 4 command, FALSE if the APDU is a Case 3 command |
| Details | For each element of paramTLVDataToTransmit  If the size of the element is greater than 255 bytes, split the element in several blocks of  255 bytes. The last block MAY be shorter. Each block is named <DATA\_SUB\_PART> here  after.  If the element is up to 255 bytes, <DATA\_SUB\_PART> contains the value of the element.  The bit b1 of P1 in the STORE DATA commands is named <B1\_P1> here after and is  defined as below:  If paramCase4Command = TRUE Then  <B1\_P1> = 1  Else  <B1\_P1> = 0  End If  Set <STORE\_DATA\_BLOCK\_NUM> to 0  For each <DATA\_SUB\_PART>  If <DATA\_SUB\_PART> is an intermediate part, generate the following STORE DATA:  - CLA = 8x or Cx (x = <CHANNEL\_NUMBER>)  - INS = E2  - P1 = 1x (x = <B1\_P1>)  - P2 = <STORE\_DATA\_BLOCK\_NUM>  - LC = <L>  - <DATA\_SUB\_PART>  - LE = 00 –- present only if paramCase4Command = TRUE  If <DATA\_SUB\_PART> is the last part, generate the following STORE DATA:  - CLA = 8x or Cx (x = <CHANNEL\_NUMBER>)  - INS = E2  - P1 = 9x (x = <B1\_P1>)  - P2 = <STORE\_DATA\_BLOCK\_NUM>  - LC = <L>  - <DATA\_SUB\_PART>  - LE = 00 –- present only if paramCase4Command = TRUE  Increase the <STORE\_DATA\_BLOCK\_NUM> by 1  End  End |

|  |  |
| --- | --- |
| Method | MTD\_TEST\_ES8+\_GET\_BPP\_PPK |
| Description | Tests the received boundProfilePackage element according to #R\_GET\_BPP\_RESP\_OP1\_PPK |
| Parameter(s) |  paramResponse the response to GetBoundProfilePackage   paramS\_MAC the 128 bit SCP03t MACing Session key   paramS\_ENC the 128 bit SCP03t Encryption Session key   paramPPK\_MAC the 128 bit Profile Protection MACing Key   paramPPK\_ENC the 128 bit Profile Protection Encryption Key   * paramMetaData the ASN.1 StoreMetadataRequest element associated to a RSP profile |
| Details | Parse paramResponse into #R\_GET\_BPP\_RESP\_OP1\_PPK and perform the following tests:   Verify that each element in firstSequenceOf87, sequenceOf88, secondSequenceOf87 and sequenceOf86 has a total length (including tag and length fields) of 1020 or less   Verify the integrity of each element in firstSequenceOf87, sequenceOf88 and secondSequenceOf87 using paramS\_MAC   Verify that <TRANSACTION\_ID\_ISC> in #INIT\_SC\_PROF1 matches <S\_TRANSACTION\_ID>   Verify the validity of smdpSign <SM\_DP+\_SIGN> in #INIT\_SC\_PROF1 using #PK\_SM\_DPpb\_ECDSA   Retrieve #CONF\_ISDP\_PROF1\_SMDP from <CONF\_ISDP\_PROF1\_ENC> using paramS\_ENC and validate the content of #CONF\_ISDP\_PROF1\_SMDP   Construct the complete metadata element from the <SMDP\_METADATA\_SEG\_MAC> segment(s) and verify that it matches paramMetaData   Retrieve #REPLACE\_S\_KEYS\_REQ from <REPLACE\_S\_KEYS\_REQ\_ENC> using paramS\_ENC and validate the content of #REPLACE\_S\_KEYS\_REQ   Verify that the lengths of paramPPK\_ENC and paramPPK\_MAC in #REPLACE\_S\_KEYS\_REQ are each 16 bytes   Verify the integrity of each <PPP\_OP\_PROF1\_SEG\_PPK> element using paramPPK\_MAC   Retrieve the <UPP\_OP\_PROF1\_SEG> segment(s) from the <PPP\_OP\_PROF1\_SEG\_PPK> segment(s) using paramPPK\_ENC, construct the complete Profile from the <UPP\_OP\_PROF1\_SEG> segment(s), then verify that the complete Profile matches #UPP\_OP\_PROF1 |

|  |  |
| --- | --- |
| Method | MTD\_TEST\_ES8+\_GET\_BPP\_SK |
| Description | Tests the received boundProfilePackage element according to #R\_GET\_BPP\_RESP\_OP1\_SK |
| Parameter(s) |  paramResponse the response to GetBoundProfilePackage   paramS\_MAC the 128 bit SCP03t MACing Session key   paramS\_ENC the 128 bit SCP03t Encryption Session key   * paramMetaData the ASN.1 StoreMetadataRequest element associated to a RSP profile |
| Details | Parse paramResponse into #R\_GET\_BPP\_RESP\_OP1\_SK and perform the following tests:   Verify that each element in firstSequenceOf87, sequenceOf88 and sequenceOf86 has a total length (including tag and length fields) of 1020 or less   Verify the integrity of each element in firstSequenceOf87, sequenceOf88 and sequenceOf86 using paramSMAC   Verify that <TRANSACTION\_ID\_ISC> in #INIT\_SC\_PROF1 matches <S\_TRANSACTION\_ID>   Verify the validity of smdpSign <SM\_DP+\_SIGN> in #INIT\_SC\_PROF1 using #PK\_SM\_DPpb\_ECDSA   Retrieve #CONF\_ISDP\_PROF1\_SMDP from <CONF\_ISDP\_PROF1\_ENC> using paramS\_ENC and validate the content of #CONF\_ISDP\_PROF1\_SMDP   Construct the complete metadata element from the <SMDP\_METADATA\_SEG\_MAC> segment(s) and verify that it matches paramMetaData   Retrieve the <UPP\_OP\_PROF1\_SEG> segment(s) from the <PPP\_OP\_PROF1\_SEG\_SK> segment(s) using paramS\_ENC, then construct the complete Profile from the <UPP\_OP\_PROF1\_SEG> segment(s), then verify that the complete Profile matches #UPP\_OP\_PROF1 |

|  |  |
| --- | --- |
| Method | MTD\_TLS\_CLIENT\_KEY\_EXCH\_ETC |
| Description | Finalizes the Transport Layer Security (TLS) handshake in Server authentication mode on ES9+, or ES11 (Client side). |
| Parameter(s) |  paramClientKeyExchange: ClientKeyExchange message |
| Details | Sends the session key information in TLS ClientKeyExchange message, ChangeCipherSpec and Finished message. |

|  |  |
| --- | --- |
| Method | MTD\_TLS\_CLIENT\_HELLO |
| Description | Sends or checks the Client Hello message used to initiate the Transport Layer Security (TLS) handshake in Server authentication or Mutual authentication mode on ES9+, ES11, ES12 or ES15. |
| Parameter(s) |  paramTLSversion: TLS protocol version   paramAlgs: cipher suite types supported   paramSessionID: Session ID   paramExts: Extensions data for “supported\_signature\_algorithms”, “trusted\_ca\_keys” or other (optional) |
| Details | Sends or receives a TLS ClientHello message according to the parameters defined above.  In addition the following parameters will be set:   The list of compression algorithms supported by the client is not explicitly defined, but by default it will be set to NULL.   The random of 4 bytes representing time since epoch on client host and 28 random bytes is not explicitly defined but it SHALL be generated by the test tool TLS implementation  NOTE: The Supported Elliptic Curves Extension and the Supported Point Formats Extension extensions MAY be sent by the Client. |

|  |  |
| --- | --- |
| Method | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH |
| Description | Sends or checks the messages to finalize the Transport Layer Security (TLS) handshake in Mutual authentication mode on ES12 or ES15 (Client side). |
| Parameter(s) |  paramClientCertificate: TLS Client certificate for authentication used in the Client Certificate Message   paramClientKeyExchange: The Client TLS Ephemeral Key used in the ClientKeyExchange message |
| Details | Sends the TLS Client Certificate, ClientKeyExchange, Certificate Verify, ChangeCipherSpec and Finished message in this order according to the parameters defined above.  NOTE 1: The CertificateVerify Message is not explicitly defined in this method but the CLIENT or test tool implementation SHALL be responsible for generating this message. It is the signature of the concatenation of all the data from all messages in this handshake up to, but not including, this message i.e. all handshake messages starting at ClientHello up to, but not including, this message itself using the specified Signature and Hash Algorithm.  NOTE 2: ChangeCipherSpec messages, alerts, and any other record type are not handshake messages and are not included in the signature computations. |

|  |  |
| --- | --- |
| Method | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC |
| Description | Sends or checks the replies to the Client Hello in the Transport Layer Security (TLS) handshake in Mutual authentication mode on ES12 or ES15. |
| Parameter(s) | * paramTLSVersion: TLS protocol version used in the Server Hello Message * paramAlgs: cipher suite selected used in the Server Hello Message * paramSessionID: Session ID used in the Server Hello Message * paramServerCertificate: TLS Server certificate for authentication used in the Server Certificate Message * paramServerTLSEphemeralKey: TLS Server ephemeral key used in the Server Key Exchange Message * paramClientCertificateType: type of certificate requested used in the Client Certificate Request Message * paramSignatureAndHashAlgorithm: Signature and Hash Algorithm to be verified used in the Client Certificate Request Message * paramDistinguishedName: DN of the CI that signed and issued the certificate used in the Client Certificate Request Message |
| Details | Sends or receives a TLS ServerHello, Server Certificate, ServerKeyExchange, Client Certificate Request and ServerHelloDone message in this order according to the parameters defined above. In addition the following parameter will be received:   * ServerHello   o The random of 4 bytes representing time since epoch on client host and 28 random bytes is not explicitly defined but it SHALL be generated by the Server under test.   * ServerKeyExchange   o The ECParameters are not explicitly defined in the ServerKeyExchange message but it SHALL be generated by the Server under test or the test tool implementation.  NOTE: The Supported Elliptic Curves Extension and the Supported Point Formats Extension extensions MAY be sent by the CLIENT therefore this method SHALL respond appropriately when used by the SERVER or the S\_SERVER. |

|  |  |
| --- | --- |
| Method | MTD\_TLS\_SERVER\_END |
| Description | Send or checks the finalization of the Transport Layer Security (TLS) handshake in Server or Mutual authentication mode on ES9+,ES11, ES12 or ES15 (Server side). |
| Parameter(s) |  paramChangeCipherSpec: ChangeCipherSpec message   paramFinish: Finished message |
| Details | Sends a ChangeCipherSpec and Finished message in this order according to the parameters defined above. |

|  |  |
| --- | --- |
| Method | MTD\_TLS\_SERVER\_HELLO\_ETC |
| Description | Send or Receives to the Client Hello in the Transport Layer Security (TLS) handshake in Server authentication mode on ES9+, or ES11. |
| Parameter(s) |  paramTLSversion: TLS protocol version   paramAlgs: cipher suite selected   paramSessionID: Session ID   paramCertificate: TLS server certificate for authentication   paramServerTLSEphemeralKey: TLS Server ephemeral key. |
| Details | Sends or Receives a TLS ServerHello, Server Certificate, ServerKeyExchange and ServerHelloDone message in this order according to the parameters defined above.  NOTE 1: The random of 4 bytes representing time since epoch on client host and 28 random bytes is not explicitly defined in the Server Hello message but it SHALL be generated by the Server under test.  NOTE 2: If no parameter mentioned paramServerTLSEphemeralKey, the value SHALL be set as defined in [24] for ServerKeyExchange. No verification required. |

C.2 Procedures

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES11\_AUTH\_CLIENT | | |
|  | Description | Authenticate Server procedure and Event Retrieval from SM-SD. | | |
| For LPAd testing, execute the following steps: | | | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SM-DS | Send ES11.AuthenticateClient method | MTD\_HTTP\_REQ(#TEST\_ROOT\_DS\_ADDRESS, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>, #R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP (#AUTH\_CLIENT\_DS\_OK) | No error |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_EVENT\_ID | | |
|  | Description | Performs Common Mutual Authentication on ES11 from S\_LPAd to SM-DS under test supplying <EVENT\_ID\_R> and verifies that the pending Event #EVENT\_ENTRY\_1 is retrieved. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → SM-DS | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | |
| 2 | S\_LPAd → SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_EVENT\_ID\_R)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_OK) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_EVENT\_ID\_ERROR | | |
|  | Description | Performs Common Mutual Authentication on ES11 from S\_LPAd to SM-DS under test supplying <EVENT\_ID\_R> and verifies that the pending Event #EVENT\_ENTRY\_1 is not available. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → SM-DS | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | |
| 2 | S\_LPAd → SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_EVENT\_ID\_R)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_9\_5\_3\_9) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID | | |
|  | Description | Performs Common Mutual Authentication on ES11 from S\_LPAd to SM-DS under test supplying no MatchingId and verifies that the pending Event #EVENT\_ENTRY\_1 is retrieved. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → SM-DS | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | |
| 2 | S\_LPAd → SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_OMITTED)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_OK) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES11\_VERIFY\_EVENT\_RETRIEVAL\_NO\_EVENT\_ID\_ERROR | | |
|  | Description | Performs Common Mutual Authentication on ES11 from S\_LPAd to SM-DS under test supplying no MatchingId and verifies that no events are available. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → SM-DS | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | |
| 2 | S\_LPAd → SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DS\_ADDRESS\_ES11)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DS | MTD\_HTTP\_REQ(  #IUT\_SM\_DS\_ADDRESS\_ES11,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_MATCHING\_ID\_OMITTED)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_EMPTY\_OK) |  |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  | | Procedure | PROC\_ES11\_INIT\_AUTH | | |
|  | | Description | Initiate Authentication procedure with SM-DS. | | |
| For LPAd testing, execute the following steps: | | | | | |
| Step | | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SM-DS | Send ES11.InitiateAuthentication method | MTD\_HTTP\_REQ( #TEST\_ROOT\_DS\_ADDRESS, #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  <EUICC\_CHALLENGE>,   #R\_EUICC\_INFO1, #TEST\_ROOT\_DS\_ADDRESS)) |  |
| 2 | S\_SM-DS → LPAd | MTD\_HTTP\_RESP( #INITIATE\_AUTH\_DS\_OK) | No error |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_EUICC\_INITIALIZATION\_SEQUENCE | | |
|  | Description | Initialize communication between the S\_Device and the eUICC. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_Device → eUICC | RESET | ATR present |  |
| 2 | S\_Device → eUICC | [SELECT\_MF] | FCP Template present  SW=0x9000 |  |
| 3 | S\_Device → eUICC | [TERMINAL\_CAPABILITY\_LPAd] | SW=0x9000 |  |
| 4 | S\_Device → eUICC | [TERMINAL\_PROFILE] | Toolkit initialization THEN SW=0x9000 |  |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  | Procedure | PROC\_EUICC\_INITIALIZATION\_SEQUENCE\_eUICCProfileStateChanged | | | |
|  | Description | Initialize communication between the S\_Device and the eUICC. | | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_Device → eUICC | RESET | ATR returned by eUICC |  |
| 2 | S\_Device → eUICC | [SELECT\_MF] | FCP Template present  SW=0x9000 |  |
| 3 | S\_Device → eUICC | [TERMINAL\_CAPABILITY\_LPAd] | SW=0x9000 |  |
| 4 | S\_Device → eUICC | [TERMINAL\_PROFILE\_eUICCProfileStateChanged] | Toolkit initialization THEN SW=0x9000 |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_OPEN\_LOGICAL\_CHANNEL\_AND\_SELECT\_ISDR | | |
|  | Description | The LPAd opens a logical channel and selects the ISD-R. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | [MANAGE\_CHANNEL\_OPEN] | Extract the <CHANNEL\_NUMBER> from response data  SW=0x9000 |  |
| 2 | S\_LPAd → eUICC | MTD\_SELECT(#ISD\_R\_AID) | SW=0x9000 |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_AUTH\_CLIENT | | |
|  | **Description** | Authenticate Server procedure without Confirmation Code.  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO and #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK are used with the correct MatchingID defined by the Add Profile initiation procedure (Activation Code content or Empty MatchingID). | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| For LPAd testing, execute the following steps: | | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP (#AUTH\_CLIENT\_OK) | No error |  |
| For SM-DP+ testing, execute the following steps: | | | | |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK)) | MTD\_HTTP\_RESP(#R\_AUTH\_CLIENT\_OK) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_AUTH\_CLIENT\_CC | | |
|  | **Description** | Authenticate Server procedure (via Activation Code) with Confirmation Code. #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO and #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK are used with the correct MatchingID defined by the Add Profile initiation procedure (Activation Code content or Empty MatchingID). | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| For LPAd testing, execute the following steps: | | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.AuthenticateClient method | MTD\_HTTP\_REQ( #TEST\_DP\_ADDRESS1, #PATH\_AUTH\_CLIENT, MTD\_AUTHENTICATE\_CLIENT(<S\_TRANSACTION\_ID>,  #R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP (#AUTH\_CLIENT\_OK\_CC) | No error |  |
| For SM-DP+ testing, execute the following steps: | | | | |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK)) | MTD\_HTTP\_RESP(#R\_AUTH\_CLIENT\_OK\_CC) |  |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
|  | | Procedure | PROC\_ES9+\_GET\_BPP | | | |
|  | | Description | Get BPP procedure without Confirmation Code. | | | |
| Step | | Direction | Sequence / Description | Expected result | | REQ |
| For LPAd testing, execute the following steps: | | | | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_NO\_CC)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#GET\_BPP\_OK) | | No error |  |
| For SM-DP+ testing, execute the following steps: | | | | | |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP)) | | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_SK) |  |

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
|  | | Procedure | PROC\_ES9+\_GET\_BPP\_CC | | | |
|  | | Description | Get BPP procedure with Confirmation Code. | | | |
| Step | | Direction | Sequence / Description | Expected result | | REQ |
| For LPAd testing, execute the following steps: | | | | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.GetBoundProfilePackage method | | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_GET\_BPP, MTD\_GET\_BPP(<S\_TRANSACTION\_ID>,  #R\_PREP\_DOWNLOAD\_WITH\_CC)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP(#GET\_BPP\_OK) | | No error |  |
| For SM-DP+ testing, execute the following steps: | | | | | |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP\_CC)) | | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_SK) |  |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  | | Procedure | PROC\_ES9+\_HANDLE\_NOTIF | | |
|  | | Description | Handle Notification procedure. | | |
| Step | | Direction | Sequence / Description | Expected result | REQ |
| For LPAd testing, execute the following steps: | | | | | |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.HandleNotification method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_HANDLE\_NOTIF, MTD\_HANDLE\_NOTIF(#R\_PIR\_OK)) See NOTE 2 |  |
| 2 | S\_SM-DP+ → LPAd | #R\_HTTP\_204\_OK | No error |  |
| NOTE 1: Other Notifications MAY be sent within the same HTTPS session.  NOTE 2: The values of notificationAddress, iccid and smdpOid used in #R\_PIR\_OK MAY vary depending on the context (ICCID of the downloaded profile, used SM-DP+ address and certificate). | | | | |
| For SM-DP+ testing: Not Used (FFS). | | | | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_AUTH\_CLIENT\_FAIL\_DEF\_DP\_USE\_CASE\_INVALID\_MATCHING\_ID | | |
|  | **Description** | AuthenticateClient fails due to an Invalid Matching ID. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_6\_3\_8) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CANCEL\_SESSION\_SK | | |
|  | **Description** | End User cancels ongoing Profile Download after the generation of the one-time ECKA key pair, session keys and the generation of the Bound Profile Package. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK) |  |
| 4 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,   #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_SK) |  |
| 5 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS)  Cancel Session request accepted by SM-DP+ and ongoing RSP session SHALL enter retry mode. |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CANCEL\_SESSION\_PPK | | |
|  | **Description** | End User cancels ongoing Profile Download after the generation of the one-time ECKA key pair, session keys, profile protection keys and the generation of the Bound Profile Package. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK) |  |
| 4 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,   #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK) |  |
| 5 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS)  Cancel Session request accepted by SM-DP+ and ongoing RSP session SHALL enter retry mode. |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CC\_CANCEL\_SESSION\_PPK | | |
|  | **Description** | End User cancels ongoing Profile Download after the generation of the one-time ECKA key pair, session keys, profile protection keys and the generation of the Bound Profile Package when a Confirmation Code is required. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK\_CC) |  |
| 4 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,   #PREP\_DOWNLOAD\_RESP\_CC)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK) |  |
| 5 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS)  Cancel Session request accepted by SM-DP+ and ongoing RSP session SHALL enter retry mode. |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC\_EN | | |
|  | **Description** | Performs Common Mutual Authentication and then delivers the Bound Profile Package to the LPAd for enable metadata notifications. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK\_EN) |  |
| 4 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,   #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_PROF\_DOWNLOAD\_ACT\_CODE\_USE\_CASE\_CANCEL\_SESSION | | |
|  | **Description** | End User cancels ongoing Profile Download after the generation of the one-time ECKA key pair, session keys and the generation of the Bound Profile Package. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK) |  |
| 4 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,   #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK) |  |
| 5 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS)  Cancel Session request accepted by SM-DP+ and ongoing RSP session SHALL enter retry mode. |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_PROF\_DOWNLOAD\_SM\_DS\_USE\_CASE\_CANCEL\_SESSION | | |
|  | **Description** | End User cancels ongoing Profile Download after the generation of the one-time ECKA key pair, session keys and the generation of the bound profile package. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_ES9+\_TLS\_INITIALIZATION\_SERVER\_AUTH | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(    #IUT\_SM\_DP\_ADDRESS,    #PATH\_INITIATE\_AUTH,    MTD\_INITIATE\_AUTHENTICATION(       #S\_EUICC\_CHALLENGE,        #S\_EUICC\_INFO1,       #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(    #IUT\_SM\_DP\_ADDRESS,    #PATH\_AUTH\_CLIENT,    MTD\_AUTHENTICATE\_CLIENT(       <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_SMDS\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK) |  |
| 4 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(   #IUT\_SM\_DP\_ADDRESS,     #PATH\_GET\_BPP,   MTD\_GET\_BPP(     <S\_TRANSACTION\_ID>,      #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK) |  |
| 5 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(    #IUT\_SM\_DP\_ADDRESS,    #PATH\_CANCEL\_SESSION,    MTD\_CANCEL\_SESSION(       <S\_TRANSACTION\_ID>,        #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS)  Cancel Session request accepted by SM-DP+ and ongoing RSP session shall enter retry mode. |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |
|  | **Description** | Performs Common Mutual Authentication for the Profile Download Default SM\_DP+ use case without a confirmation code. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC | | |
|  | **Description** | Performs Common Mutual Authentication for the Profile Download Default SM\_DP+ use case with a confirmation code. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK\_CC) |  |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  | | Procedure | PROC\_ES9+\_INIT\_AUTH | | |
|  | | **Description** | Initiate Authentication procedure. | | |
| For LPAd testing, execute the following steps: | | | | | |
| Step | | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SM-DP+ | Send ES9+.InitiateAuthentication method | MTD\_HTTP\_REQ(  #TEST\_DP\_ADDRESS1,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  <EUICC\_CHALLENGE>,   #R\_EUICC\_INFO1, #TEST\_DP\_ADDRESS1)) |  |
| 2 | S\_SM-DP+ → LPAd | MTD\_HTTP\_RESP( #INITIATE\_AUTH\_OK) | No error |  |
| For SM-DP+ testing, execute the following steps: | | | | |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION( #S\_EUICC\_CHALLENGE,  #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_VERIFY\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_NO\_CC\_FAIL | | |
|  | **Description** | Verifies that Common Mutual Authentication for the Profile Download Default SM\_DP+ use case without a confirmation code fails due to the profile being in the ‘Installed‘ or ‘Error’ state. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(    #IUT\_SM\_DP\_ADDRESS,    #PATH\_INITIATE\_AUTH,    MTD\_INITIATE\_AUTHENTICATION(       #S\_EUICC\_CHALLENGE,        #S\_EUICC\_INFO1,       #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP(#R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(    #IUT\_SM\_DP\_ADDRESS,    #PATH\_AUTH\_CLIENT,    MTD\_AUTHENTICATE\_CLIENT(       <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_1\_1\_3\_8) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_VERIFY\_SESSION\_IS\_CANCELLED | | |
|  | **Description** | Verify that the RSP session identified by the TransactionID <S\_TRANSACTION\_ID> has been cancelled by the eUICC (i.e. Common Mutual Authentication and Profile Download procedures SHALL be rejected as long as no GetEUICCChallenge has been requested). | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #PREP\_DOWNLOAD\_NO\_CC) | #R\_PREP\_DOWN\_NO\_SESSION  SW=0x9000  The transactionId returned in the response SHALL not be checked (any value SHALL be accepted) |  |
| 2 | S\_LPAd → eUICC | MTD\_STORE\_DATA\_SCRIPT(  #AUTHENTICATE\_SMDP) | #R\_AUTH\_SERVER\_NO\_SESSION  SW = 0x9000  The transactionId returned in the response SHALL not be checked (any value SHALL be accepted) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_PROF\_DOWNLOAD\_DEF\_DP\_USE\_CASE\_CC\_CANCEL\_SESSION\_SK | | |
|  | **Description** | End User cancels ongoing Profile Download after the generation of the one-time ECKA key pair, session keys and the generation of the Bound Profile Package when a Confirmation Code is required. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK\_CC) |  |
| 4 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,   #PREP\_DOWNLOAD\_RESP\_CC)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_SK) |  |
| 5 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_CANCEL\_SESSION,  MTD\_CANCEL\_SESSION(  <S\_TRANSACTION\_ID>,   #CS\_RESP\_OK\_POSTPONED)) | MTD\_HTTP\_RESP( #R\_SUCCESS)  Cancel Session request accepted by SM-DP+ and ongoing RSP session SHALL enter retry mode. |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC\_RETRY | | |
|  | **Description** | Performs Common Mutual Authentication for the Profile Download Default SM\_DP+ use case without a confirmation code. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_RETRY\_OK) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_INVALID\_CC | | |
|  | **Description** | Performs Common Mutual Authentication for the Profile Download Default SM\_DP+ use case with an invalid confirmation code provided in the GetBoundProfilePackage. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| IC1 | PROC\_ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_CC | | |  |
| 1 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>, #PREP\_DOWNLOAD\_RESP\_8\_2\_7\_3\_8)) | MTD\_HTTP\_RESP(  #R\_ERROR\_8\_2\_7\_3\_8) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC**\_**ES9+\_CMA\_PD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC\_RETRY | | |
|  | **Description** | Performs Common Mutual Authentication for the Profile Download Default SM\_DP+ use case without a confirmation code. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_RETRY\_OK) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH | | |
| **Description** | Establishes the Transport Layer Security (TLS) v1.2 connection between the Client (S\_)LPAd and (S\_)SERVER using Server authentication mode on ES9+ or ES11. | | |
| For LPAd testing, execute the following steps: | | | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | LPAd → S\_SERVER | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(  #IUT\_TLS\_VERSION, <TLS\_CIPHER\_SUITES>, <SESSION\_ID\_CLIENT>, <EXT\_SHA256\_ECDSA>) |  |
| 2 | S\_SERVER → LPAd | MTD\_TLS\_SERVER\_HELLO\_ETC(#TLS\_VERSION\_1\_2, #S\_TLS\_CIPHER\_SUITE, <S\_SESSION\_ID\_SERVER>, #CERT\_S\_SERVER\_TLS) | MTD\_TLS\_CLIENT\_KEY\_EXCH\_ETC(<CLIENT\_TLS\_EPHEM\_KEY>) |  |
| 3 | S\_SERVER → LPAd | Finalize TLS Handshake (send Server ChangeCipherSpec and Finished messages) | HTTPS connection established |  |
| For Server (SM-DP+ or SM-DS) testing, execute the following steps: | | | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | S\_LPAd → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2, <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,  #CERT\_SERVER\_TLS) |  |
| 2 | S\_LPAd → SERVER | MTD\_TLS\_CLIENT\_KEY\_EXCH\_ETC( <CLIENT\_TLS\_EPHEM\_KEY>) | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,  <SERVER\_FINISHED>) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC\_NO\_CC | | |
|  | **Description** | Performs Common Mutual Authentication and then delivers the Bound Profile Package to the LPAd. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK) |  |
| 4 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,   #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_VERIFY\_PROFILE\_DOWNLOAD\_DEF\_SMDP\_ADDRESS\_UC | | |
|  | **Description** | Verifies that Common Mutual Authentication occurs successfully and that the Bound Profile Package is generated and successfully delivered to the LPAd. | | |
| Step | Direction | Sequence / Description | Expected result | REQ |
| 1 | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | | | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH, MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK)  OR  MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_RETRY\_OK) |  |
| 4 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,   #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,   #PREP\_DOWNLOAD\_RESP)) | MTD\_HTTP\_RESP( #R\_GET\_BPP\_RESP\_OP1\_PPK) |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_VERIFY\_PROFILE\_NOT\_RELEASED\_EMPTY\_MID | | |
|  | **Description** | Performs Common Mutual Authentication on ES9+ from S\_LPAd to SM-DP+ under test supplying an empty MatchingId and verifies that there is no pending profile in Released state. | | |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| 1 | S\_LPAd → SM-DP+ | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | |  | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  | |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>, #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_ERROR\_8\_2\_1\_2) |  | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_VERIFY\_PROFILE\_RELEASED\_EMPTY\_MID\_WITH\_CC | | |
|  | **Description** | Performs Common Mutual Authentication on ES9+ from S\_LPAd to SM-DP+ under test supplying an empty MatchingId and verifies that there is at least one pending profile in Released state. | | |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| 1 | S\_LPAd → SM-DP+ | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | |  | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  | |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK)) | MTD\_HTTP\_RESP( # R\_AUTH\_CLIENT\_OK\_CC) |  | |
| 4 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP\_CC)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_PPK) |  | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH | | |
|  | **Description** | Establishes the Transport Layer Security (TLS) v1.2 connection between the Client and Server using Mutual authentication mode on ES2+, ES12 or ES15.  For Client and Server testing the Server MAY be the SM-DS or the SM-DP+. | | |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| For Client testing, execute the following steps: | | | | | |
| 1 | CLIENT → S\_SERVER | Send TLS Client Hello | MTD\_TLS\_CLIENT\_HELLO(    #IUT\_CLIENT\_TLS\_VER,   <TLS\_CIPHER\_SUITES>,   <SESSION\_ID\_CLIENT>,   <EXT\_SHA256\_ECDSA>) |  | |
| 2 | S\_SERVER → CLIENT | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(     #TLS\_VERSION\_1\_2, <S\_SEL\_TLS\_CIPHER\_SUITE>,   <SESSION\_ID\_RANDOM>,   #CERT\_S\_SERVER\_TLS,   <SERVER\_TLS\_EPHEM\_KEY>,   #CLIENT\_CERT\_TYPE,   #S\_SAH\_SHA256\_ECDSA,   #DIST\_NAME\_CI) | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(   #CERT\_CLIENT\_TLS, <CLIENT\_TLS\_EPHEM\_KEY>) |  | |
| 3 | S\_SERVER → CLIENT | MTD\_TLS\_SERVER\_END(    #CHANGE\_CIPHER\_SPEC,   <SERVER\_FINISHED>) | HTTPS connection established |  | |
| For Server testing, execute the following steps: | | | | | |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI) |  | |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_CLIENT\_TLS,  <CLIENT\_TLS\_EPHEM\_KEY>) | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,   <SERVER\_FINISHED>) |  | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_ES9+\_VERIFY\_PROFILE\_RELEASED\_WITH\_MID\_WITH\_CC | | |
|  | **Description** | Performs Common Mutual Authentication on ES9+ from S\_LPAd to SM-DP+ under test supplying a MatchingId set to #MATCHING\_ID\_1 and verifies that there is a pending profile in Released state. | | |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| 1 | S\_LPAd → SM-DP+ | PROC\_TLS\_INITIALIZATION\_SERVER\_AUTH on ES9+ | |  | |
| 2 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_INITIATE\_AUTH,  MTD\_INITIATE\_AUTHENTICATION(  #S\_EUICC\_CHALLENGE,   #S\_EUICC\_INFO1,  #IUT\_SM\_DP\_ADDRESS)) | MTD\_HTTP\_RESP( #R\_INITIATE\_AUTH\_OK) |  | |
| 3 | S\_LPAd → SM-DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_AUTH\_CLIENT,  MTD\_AUTHENTICATE\_CLIENT(  <S\_TRANSACTION\_ID>,  #AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK)) | MTD\_HTTP\_RESP( #R\_AUTH\_CLIENT\_OK\_CC) |  | |
| 4 | S\_LPAd → SM‑DP+ | MTD\_HTTP\_REQ(  #IUT\_SM\_DP\_ADDRESS,  #PATH\_GET\_BPP,  MTD\_GET\_BPP(  <S\_TRANSACTION\_ID>,  #PREP\_DOWNLOAD\_RESP\_CC)) | MTD\_HTTP\_RESP(#R\_GET\_BPP\_RESP\_OP1\_PPK) |  | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Procedure | PROC\_TLS\_INITIALIZATION\_MUTUAL\_AUTH\_INV\_OID | | |
|  | **Description** | Establishes the Transport Layer Security (TLS) v1.2 connection between the Client and Server using Mutual authentication mode on ES12 or ES15 with a Client Certificate that has an invalid OID.  For Client and Server testing the Server MAY be the SM-DS or the SM-DP+. | | |
| Step | Direction | Sequence / Description | Expected result | REQ | |
| 1 | S\_CLIENT → SERVER | MTD\_TLS\_CLIENT\_HELLO(  #TLS\_VERSION\_1\_2,  #MIN\_TLS\_CIPHER\_SUITES,  #S\_SESSION\_ID\_EMPTY,  #S\_EXT\_SHA256\_ECDSA) | MTD\_TLS\_MUTUAL\_AUTH\_SERVER\_HELLO\_ETC(   #TLS\_VERSION\_1\_2,  <SEL\_TLS\_CIPHER\_SUITE>,  <SESSION\_ID\_RANDOM>,   #CERT\_SERVER\_TLS,  #CLIENT\_CERT\_TYPE,  <SAH\_SHA256\_ECDSA>,  #DIST\_NAME\_CI) |  | |
| 2 | S\_CLIENT → SERVER | MTD\_TLS\_MUTUAL\_AUTH\_CLIENT\_EXCH(  #CERT\_S\_CLIENT\_TLS\_INV\_OID,  <CLIENT\_TLS\_EPHEM\_KEY>) | MTD\_TLS\_SERVER\_END(  #CHANGE\_CIPHER\_SPEC,   <SERVER\_FINISHED>) |  | |

Annex D Commands And Responses

D.1 ES8+ Requests And Responses

D.1.1 ES8+ Requests

|  |  |
| --- | --- |
| Name | Content |
| CONF\_ISDP\_EMPTY | req ConfigureISDPRequest ::={} |
| CONF\_ISDP\_MAX\_LENGTH | req ConfigureISDPRequest ::={  dpProprietaryData { *-- size=128 bytes*  dpOid #S\_SM\_DP+\_OID,  additionalSmdpData #ADDITIONAL\_SMDP\_DATA\_MAX\_LENGTH  }  }  -- NOTE: Instead of  DpProprietaryData ::= SEQUENCE {  dpOid OBJECT IDENTIFIER  -- additional data objects defined by the  -- SM-DP+ MAY follow  }  -- the following structure is used to test the  -- DpProprietaryData size:  DpProprietaryData ::= SEQUENCE {  dpOid OBJECT IDENTIFIER,  additionalSmdpData OCTET STRING OPTIONAL  } |
| CONF\_ISDP\_PROF1 | req ConfigureISDPRequest ::={  dpProprietaryData {  dpOid #S\_SM\_DP+\_OID  }  } |
| CONF\_ISDP\_PROF1\_SMDP | req ConfigureISDPRequest ::={  dpProprietaryData {  dpOid #IUT\_SM\_DP\_OID  -- additional data objects defined by the SM-DP+ MAY follow  }-- optional } |
| CONF\_ISDP\_SIZE\_EXCEEDED | req ConfigureISDPRequest ::={  dpProprietaryData { *-- size=129 bytes*  dpOid #S\_SM\_DP+\_OID,  additionalSmdpData   #ADDITIONAL\_SMDP\_DATA\_EXCEEDED\_MAX  }  }  -- NOTE: Instead of  DpProprietaryData ::= SEQUENCE {  dpOid OBJECT IDENTIFIER  -- additional data objects defined by the  -- SM-DP+ MAY follow  }  -- the following structure is used to test the  -- DpProprietaryData size:  DpProprietaryData ::= SEQUENCE {  dpOid OBJECT IDENTIFIER,  additionalSmdpData OCTET STRING OPTIONAL  } |
| FULL\_METADATA | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC1  },  profilePolicyRules {ppr1}  } |
| INIT\_SC\_INVALID\_CRT | req InitialiseSecureChannelRequest ::={  remoteOpId #REMOTE\_OP\_ID\_INSTALL,  transactionId <S\_TRANSACTION\_ID>,  controlRefTemplate {  keyType #INVALID\_KEY\_TYPE,  keyLen #KEY\_LENGTH,  hostId #HOST\_ID  },  smdpOtpk <OTPK\_S\_SM\_DP+\_ECKA>,  smdpSign <S\_SM\_DP+\_SIGN>  } |
| INIT\_SC\_INVALID\_OP\_ID | req InitialiseSecureChannelRequest ::={  remoteOpId #INVALID\_REMOTE\_OP\_ID,  transactionId <S\_TRANSACTION\_ID>,  controlRefTemplate {  keyType #KEY\_TYPE,  keyLen #KEY\_LENGTH,  hostId #HOST\_ID  },  smdpOtpk <OTPK\_S\_SM\_DP+\_ECKA>,  smdpSign <S\_SM\_DP+\_SIGN>  } |
| INIT\_SC\_INVALID\_SIGN | req InitialiseSecureChannelRequest ::={  remoteOpId #REMOTE\_OP\_ID\_INSTALL,  transactionId <S\_TRANSACTION\_ID>,  controlRefTemplate {  keyType #KEY\_TYPE,  keyLen #KEY\_LENGTH,  hostId #HOST\_ID  },  smdpOtpk <OTPK\_S\_SM\_DP+\_ECKA>,  smdpSign <S\_SM\_DP+\_SIGN>  }  *The <S\_SM\_DP+\_SIGN> SHALL NOT be computed using the #SK\_S\_SM\_DPpb\_ECDSA but SHALL have the same length as for a valid signature* |
| INIT\_SC\_INVALID\_TRANS\_ID | req InitialiseSecureChannelRequest ::={  remoteOpId #REMOTE\_OP\_ID\_INSTALL,  transactionId <INVALID\_TRANSACTION\_ID>,  controlRefTemplate {  keyType #KEY\_TYPE,  keyLen #KEY\_LENGTH,  hostId #HOST\_ID  },  smdpOtpk <OTPK\_S\_SM\_DP+\_ECKA>,  smdpSign <S\_SM\_DP+\_SIGN>  } |
| INIT\_SC\_PROF1 | req InitialiseSecureChannelRequest ::={  remoteOpId #REMOTE\_OP\_ID\_INSTALL,  transactionId <TRANSACTION\_ID\_ISC>,  controlRefTemplate {  keyType #KEY\_TYPE,  keyLen #KEY\_LENGTH,  hostId #IUT\_SM\_DP\_HOST\_ID  },  smdpOtpk <OTPK\_SM\_DP+\_ECKA>,  smdpSign <SM\_DP+\_SIGN>  } |
| METADATA\_ICCID\_MISMATCH | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF2,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1  } |
| METADATA\_MCCMNC\_MISMATCH | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  profileOwner {  mccMnc #MCC\_MNC2  },  profilePolicyRules {ppr2}  } |
| METADATA\_NO\_CLASS | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  }  } |
| METADATA\_OP\_PROF1 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC1  }  } |
| METADATA\_OP\_PROF1\_EN | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationEnable  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC1  }  } |
| METADATA\_OP\_PROF1\_INST\_DIFF | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS2  }  },  profileOwner {  mccMnc #MCC\_MNC1  }  } |
| METADATA\_OP\_PROF1\_NO\_NOTIF | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  profileOwner {  mccMnc #MCC\_MNC1  }  } |
| METADATA\_OP\_PROF2\_MEMRES1 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF2,  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType png,  icon #ICON\_OP\_PROF2,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS2  }  },  profileOwner {  mccMnc #MCC\_MNC2  },  profilePolicyRules { ppr2 }  } |
| METADATA\_OP\_PROF4\_MEMRES1 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF4,  serviceProviderName #SP\_NAME4,  profileName #NAME\_OP\_PROF4,  iconType png,  icon #ICON\_OP\_PROF4,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS4  }  },  profileOwner {  mccMnc #MCC\_MNC4  },  profilePolicyRules {  ppr1  }  } |
| METADATA\_OP\_PROF2 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF2,  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType png,  icon #ICON\_OP\_PROF2,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS2  }  },  profileOwner {  mccMnc #MCC\_MNC2  }  } |
| METADATA\_OP\_PROF2\_NO\_INSTALL | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF2,  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType png,  icon #ICON\_OP\_PROF2,  profileClass operational,  notificationConfigurationInfo {  {  profileManagementOperation {  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS2  }  },  profileOwner {  mccMnc #MCC\_MNC2  }  } |
| METADATA\_OP\_PROF2\_NO\_NOTIF | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF2,  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType png,  icon #ICON\_OP\_PROF2,  profileClass operational,  profileOwner {  mccMnc #MCC\_MNC2  }  } |
| METADATA\_OP\_PROF1\_NO\_INSTALL | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  {  profileManagementOperation {  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC1  }  } |
| METADATA\_OP\_PROF2\_TEST\_DP\_ADDRESS1 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF2,  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType png,  icon #ICON\_OP\_PROF2,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC2  }  } |
| METADATA\_OP\_PROF3 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF3,  serviceProviderName #SP\_NAME3,  profileName #NAME\_OP\_PROF3,  iconType png,  icon #ICON\_OP\_PROF3,  profileClass operational,  profileOwner {  mccMnc #MCC\_MNC2  },  profilePolicyRules { ppr2 }  } |
| METADATA\_OP\_PROF4 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF4,  serviceProviderName #SP\_NAME4,  profileName #NAME\_OP\_PROF4,  iconType png,  icon #ICON\_OP\_PROF4,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS4  }  },  profileOwner {  mccMnc #MCC\_MNC4  },  profilePolicyRules {  ppr1  }  } |
| METADATA\_OP\_PROF5 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF5,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF5,  iconType png,  icon #ICON\_OP\_PROF5,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC1  }  } |
| METADATA\_OP\_PROF6 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF6,  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF6,  iconType png,  icon #ICON\_OP\_PROF6,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS2  }  },  profileOwner {  mccMnc #MCC\_MNC2  }  } |
| METADATA\_OP\_PROF7 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF7,  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF7,  iconType png,  icon #ICON\_OP\_PROF7,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS8  }  },  profileOwner {  mccMnc #MCC\_MNC2  },  profilePolicyRules {  ppr2  }  } |
| METADATA\_OP\_PROF8 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF8,  serviceProviderName #SP\_NAME8,  profileName #NAME\_OP\_PROF8,  iconType png,  icon #ICON\_OP\_PROF8,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS8  }  },  profileOwner {  mccMnc #MCC\_MNC2  },  profilePolicyRules {  ppr2  }  } |
| METADATA\_OP\_PROF9 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF9,  serviceProviderName #SP\_NAME9,  profileName #NAME\_OP\_PROF9,  profileOwner {  mccMnc #MCC\_MNC9,  gid1 #GID1,  gid2 #GID2  },  profilePolicyRules {  ppr2  }  } |
| METADATA\_OP1\_GID1GID2\_PRESENT | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  profileOwner {  mccMnc #MCC\_MNC1,  gid1 #GID1,  gid2 #GID2  },  profilePolicyRules {ppr2}  } |
| METADATA\_OP9\_GID1GID2\_MISSING | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF9,  serviceProviderName #SP\_NAME9,  profileName #NAME\_OP\_PROF9,  profileOwner {  mccMnc #MCC\_MNC9  }  } |
| METADATA\_PPR\_NO\_OWNER | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  profilePolicyRules {ppr2}  } |
| METADATA\_SERVICE\_SPECIFIC\_STORED | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC1  },  profilePolicyRules {ppr1},  serviceSpecificDataStoredInEuicc #VENDOR\_SPECIFIC\_EXTENSION1  } |
| METADATA\_SERVICE\_SPECIFIC\_NOT\_STORED | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC1  },  profilePolicyRules {ppr1},  serviceSpecificDataNotStoredInEuicc #VENDOR\_SPECIFIC\_EXTENSION2  } |
| METADATA\_SERVICE\_SPECIFIC\_STORED\_AND\_NOT\_STORED | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC1  },  profilePolicyRules {ppr1},  serviceSpecificDataStoredInEuicc #VENDOR\_SPECIFIC\_EXTENSION1,  serviceSpecificDataNotStoredInEuicc #VENDOR\_SPECIFIC\_EXTENSION2  } |
| METADATA\_WILDCARD | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  profileOwner {  mccMnc #MCC\_MNC\_WILDCARD  },  profilePolicyRules {ppr2}  } |
| METADATA\_WITH\_JPG | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType jpg,  icon #ICON\_JPG  } |
| METADATA\_WITH\_NOTIFS | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS3  },  { profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS2  },  { profileManagementOperation {  notificationEnable  },  notificationAddress #TEST\_DP\_ADDRESS2  },  { profileManagementOperation {  notificationEnable  },  notificationAddress #TEST\_DP\_ADDRESS3  },  { profileManagementOperation {  notificationDisable  },  notificationAddress #TEST\_DP\_ADDRESS3  },  { profileManagementOperation {  notificationDisable  },  notificationAddress #TEST\_DP\_ADDRESS4  },  { profileManagementOperation {  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  },  { profileManagementOperation {  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS3  }  }  } |
| METADATA\_WITH\_PPR1\_PPR2 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  profileOwner {  mccMnc #MCC\_MNC1  },  profilePolicyRules {ppr1,ppr2}  } |
| METADATA\_WITH\_PPR2 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  profileOwner {  mccMnc #MCC\_MNC1  },  profilePolicyRules {ppr2}  } |
| METADATA\_WITH\_PPRS\_AND\_ICON | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileOwner {  mccMnc #MCC\_MNC1  },  profilePolicyRules {ppr1,ppr2}  } |
| METADATA\_WITHOUT\_ICON | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType jpg  } |
| REPLACE\_S\_KEYS\_REQ | req ReplaceSessionKeysRequest ::={  initialMacChainingValue <PPK\_INIT\_MAC>,  ppkEnc <PPK\_ENC>,  ppkCmac <PPK\_MAC>  } |
| REPLACE\_S\_KEYS\_REQ\_INV\_SIZE | req ReplaceSessionKeysRequest ::={  initialMacChainingValue #PPK\_INIT\_MAC\_INV\_SIZE,  ppkEnc #PPK\_ENC\_INV\_SIZE,  ppkCmac #PPK\_MAC\_INV\_SIZE  } |
| S\_INIT\_SC\_PROF1 | req InitialiseSecureChannelRequest ::={  remoteOpId #REMOTE\_OP\_ID\_INSTALL,  transactionId <S\_TRANSACTION\_ID>,  controlRefTemplate {  keyType #KEY\_TYPE,  keyLen #KEY\_LENGTH,  hostId #HOST\_ID  },  smdpOtpk <OTPK\_S\_SM\_DP+\_ECKA>,  smdpSign <S\_SM\_DP+\_SIGN>  } |
| SMDP\_METADATA\_ABS | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1 } |
| SMDP\_METADATA\_ALL | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  {   profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #IUT\_SM\_DP\_ADDRESS  }  },  profileOwner {   mccMnc #MCC\_MNC1  },  profilePolicyRules { ppr1, ppr2 } } |
| SMDP\_METADATA\_NON\_ASCII | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME\_NON\_ASCII,  profileName #NAME\_OP\_PROF1\_NON\_ASCII } |
| SMDP\_METADATA\_NOTIF\_MULTI | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  notificationConfigurationInfo {  {   profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #IUT\_SM\_DP\_ADDRESS  },  {   profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1   }  } } |
| SMDP\_METADATA\_OP\_PROF1\_EN | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationEnable  },  notificationAddress #IUT\_SM\_DP\_ADDRESS  }  }  } |
| SMDP\_METADATA\_OP\_PROF1\_PPR2 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  profileClass operational,  profileOwner {   mccMnc #MCC\_MNC1  },  profilePolicyRules { ppr2 } } |
| SMDP\_METADATA\_PN\_LONG | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF\_LONG } |
| SMDP\_METADATA\_SPN\_LONG | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME\_LONG,  profileName #NAME\_OP\_PROF1 } |

D.2 ES9+ Requests And Responses

D.2.1 ES9+ Requests

|  |  |  |
| --- | --- | --- |
| Name | Content | |
| AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress  #IUT\_SM\_DP\_ADDRESS,  serverChallenge  <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1  #CTX\_PARAMS1\_ACT\_CODE  },  euiccSignature1  <EUICC\_SIGNATURE1>,  euiccCertificate  #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_ACT\_CODE\_UC\_OK\_EID2 | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress  #IUT\_SM\_DP\_ADDRESS,  serverChallenge  <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1  #CTX\_PARAMS1\_ACT\_CODE  },  euiccSignature1  <EUICC\_SIGNATURE1>,  euiccCertificate  #CERT\_EUICC\_ECDSA\_EID2,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_ACT\_CODE\_2\_UC\_OK | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress  #IUT\_SM\_DP\_ADDRESS,  serverChallenge  <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1  #CTX\_PARAMS1\_ACT\_CODE\_2  },  euiccSignature1  <EUICC\_SIGNATURE1>,  euiccCertificate  #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_OK\_eUICC\_EXT | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress  #IUT\_SM\_DP\_ADDRESS,  serverChallenge  <SMDP\_CHALLENGE>,  euiccInfo2  #S\_EUICC\_INFO2\_EXT  ctxParams1  #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_OK\_UICC\_EXT | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress  #IUT\_SM\_DP\_ADDRESS,  serverChallenge  <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2\_UICC\_EXT  ctxParams1  #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_OK\_DEVICE\_EXT | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress  #IUT\_SM\_DP\_ADDRESS,  serverChallenge  <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2\_DEV\_EXT  ctxParams1  #CTX\_PARAMS1\_DEVICE\_INFO\_EXT  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_1\_3\_8 | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_EID2,  eumCertificate #CERT\_EUM\_ECDSA } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_4\_8 | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2   #S\_EUICC\_INFO2\_INSUF\_MEM\_ERROR,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_1\_EX\_BC\_cA | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_INVALID\_EX\_BC\_cA } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_1\_EX\_BC\_PLC | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_INVALID\_EX\_BC\_PLC } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_1\_EX\_CP | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_INVALID\_EX\_CP } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_1\_EX\_KU | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_INVALID\_EX\_KU } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_1\_SIG | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_INVALID\_SIG } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_2\_6\_3 | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_EXPIRED } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_1\_EX\_CP | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_INVALID\_EX\_CP,  eumCertificate   #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_1\_EX\_KU | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_INVALID\_EX\_KU,  eumCertificate   #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_1\_SIG | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_INVALID\_SIG,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_1\_SUB\_ORG | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_INVALID\_SUB\_ORG,  eumCertificate   #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_1\_SUB\_SN | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_INVALID\_SUB\_SN,  eumCertificate   #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_3\_6\_3 | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA\_EXPIRED,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_6\_1\_CHA | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE\_INVALID>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_1\_6\_1\_SIG | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1\_INVALID>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_2\_5\_4\_3 | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2\_PPR2,   ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_10\_1\_3\_9 | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <INVALID\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_8\_11\_1\_3\_9 | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_UNKNOWN } | |
| AUTH\_SERVER\_RESP\_DEF\_DP\_UC\_OK | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress  #IUT\_SM\_DP\_ADDRESS,  serverChallenge  <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2  ctxParams1  #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_SMDP\_MATCHING\_ID\_EMPTY | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } | |
| AUTH\_SERVER\_RESP\_SMDP\_MATCHING\_ID\_OMITTED | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress  #IUT\_SM\_DP\_ADDRESS,  serverChallenge  <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2  ctxParams1  #CTX\_PARAMS1\_MATCHING\_ID\_OMITTED  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| AUTH\_SERVER\_RESP\_SMDS\_UC\_OK | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1 #CTX\_PARAMS1\_SMDS   },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } | |
| AUTH\_SERVER\_RESP\_SMDS\_UC\_OK\_EID2 | resp AuthenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId  <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DP\_ADDRESS,  serverChallenge   <SMDP\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1 #CTX\_PARAMS1\_SMDS   },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA\_EID2,  eumCertificate #CERT\_EUM\_ECDSA } | |
| CS\_RESP\_ERROR\_8\_1\_6\_1 | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #IUT\_SM\_DP\_OID,  reason postponed   },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE\_INVALID> } | |
| CS\_RESP\_ERROR\_8\_8\_3\_10 | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid <INVALID\_SM\_DP\_OID>,  reason postponed   },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE> } | |
| CS\_RESP\_ERROR\_8\_10\_1\_3\_9 | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <INVALID\_TRANSACTION\_ID>,   smdpOid #IUT\_SM\_DP\_OID,  reason postponed   },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE> } | |
| CS\_RESP\_OK\_EU\_REJ | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #IUT\_SM\_DP\_OID,  reason endUserRejection   },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } | |
| CS\_RESP\_OK\_L\_BPP\_EXE\_ERROR | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #IUT\_SM\_DP\_OID,  reason loadBppExecutionError   },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } | |
| CS\_RESP\_OK\_M\_DATA\_MISMATCH | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #IUT\_SM\_DP\_OID,  reason metadataMismatch   },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } | |
| CS\_RESP\_OK\_POSTPONED | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #IUT\_SM\_DP\_OID,  reason postponed  },  euiccCancelSessionSignature  <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } | |
| CS\_RESP\_OK\_PPR\_NOT\_ALLOWED | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #IUT\_SM\_DP\_OID,  reason pprNotAllowed   },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } | |
| CS\_RESP\_OK\_TIMEOUT | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #IUT\_SM\_DP\_OID,  reason timeout  },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } | |
| CS\_RESP\_OK\_UNDEFINED | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #IUT\_SM\_DP\_OID,  reason undefinedReason   },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } | |
| CTX\_PARAMS1\_ACT\_CODE | ctx CtxParams1 ::= ctxParamsForCommonAuthentication : {  matchingId #MATCHING\_ID\_1,  deviceInfo #S\_DEVICE\_INFO  } | |
| CTX\_PARAMS1\_ACT\_CODE\_2 | ctx CtxParams1 ::= ctxParamsForCommonAuthentication : {  matchingId #MATCHING\_ID\_2,  deviceInfo #S\_DEVICE\_INFO  } | |
| CTX\_PARAMS1\_MATCHING\_ID\_EMPTY | ctx CtxParams1 ::= ctxParamsForCommonAuthentication : {  matchingId #MATCHING\_ID\_EMPTY,  deviceInfo #S\_DEVICE\_INFO } | |
| CTX\_PARAMS1\_SMDS | ctx CtxParams1 ::= ctxParamsForCommonAuthentication : {  matchingId <MATCHING\_ID\_EVENT>,  deviceInfo #S\_DEVICE\_INFO } | |
| EUICC\_FIRMWARE\_VER | 0x01 00 00 | |
| EXT\_CARD\_RESOURCE\_LIMITED\_SPACE | The Extended Card Resource Information according to ETSI TS 102 226 and set as:  0x81 <L> #INSTALLED\_PROFILES  0x82 <L> #NON\_VOLATILE\_MEM\_LIMITED\_SPACE  0x83 <L> #S\_VOLATILE\_MEM | |
| INITIATE\_AUTH\_DS\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDS\_SIGNED1>,  "serverSignature1" :  <S\_SMDS\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" :  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  "serverCertificate" :  #CERT\_S\_SM\_DSauth\_ECDSA  }  -- NOTE: select the CI as defined in the note in the chapter 2.1.4 of SGP.23 | |
| INITIATE\_AUTH\_DS\_OK\_1 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDS\_SIGNED\_ADDR1>,  "serverSignature1" :  <S\_SMDS\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" :  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  "serverCertificate" :  #CERT\_S\_SM\_DSauth\_ECDSA  }  -- NOTE: select the CI as defined in the note in the chapter 2.1.4 of SGP.23 | |
| INITIATE\_AUTH\_INV\_CERT\_DS | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDS\_SIGNED1>,  "serverSignature1" : <S\_SMDS\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" : <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  -- NOTE: select the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> "serverCertificate" : #CERT\_S\_SM\_DSauth\_INV\_SIGN } | |
| INITIATE\_AUTH\_INV\_CI\_DS | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDS\_SIGNED1>,  "serverSignature1" : <S\_SMDS\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" : #CI\_PK\_ID\_INV,   "serverCertificate" : #CERT\_S\_SM\_DSauth\_ECDSA  -- NOTE: select and choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> } | |
| INITIATE\_AUTH\_INV\_SIGN\_DS | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDS\_SIGNED1>,  "serverSignature1" : <S\_SMDS\_SIGNATURE\_INV>,  "euiccCiPKIdTobeUsed" : <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  "serverCertificate" : #CERT\_S\_SM\_DSauth\_ECDSA }  -- NOTE: select the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the same Root CI certificate | |
| INITIATE\_AUTH\_INV\_SMDS\_ADDRESS | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDS\_SIGNED\_INV\_ADDR>,  "serverSignature1" : <S\_SMDS\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" : <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  "serverCertificate" : #CERT\_S\_SM\_DSauth\_ECDSA }  -- NOTE: select the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and choose the #CERT\_S\_SM\_DSauth\_ECDSA leading to the same Root CI certificate | |
| INITIATE\_AUTH\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDP\_SIGNED1>,  "serverSignature1" :  <S\_SMDP\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" :  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  "serverCertificate" :  #CERT\_S\_SM\_DPauth\_ECDSA  }  -- NOTE: select the CI as defined in the note in the chapter 2.1.4 of SGP.23 | |
| INITIATE\_AUTH\_INV\_CERT | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDP\_SIGNED1>,  "serverSignature1" :  <S\_SMDP\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" :  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,-- NOTE:  select the CI Key ID in highest  priority from the  <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>  "serverCertificate" :  #CERT\_S\_SM\_DPauth\_INV\_SIGN  } | |
| INITIATE\_AUTH\_INV\_CI | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDP\_SIGNED1>,  "serverSignature1" :  <S\_SMDP\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" : #CI\_PKI\_ID2,  "serverCertificate" :  #CERT\_S\_SM\_DPauth\_ECDSA -- NOTE:  select and choose the  #CERT\_S\_SM\_DPauth\_ECDSA leading to  the CI Key ID in highest priority from  the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>  } | |
| INITIATE\_AUTH\_INV\_OID | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDP\_SIGNED1>,  "serverSignature1" :  <S\_SMDP\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" :  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  "serverCertificate" :  #CERT\_S\_SM\_DP2auth\_ECDSA  }  -- NOTE: select the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>  -- NOTE: serverSignature1 SHALL be calculated correctly, using the secret key related to CERT\_S\_SM\_DP2auth\_ECDSA. | |
| INITIATE\_AUTH\_INV\_SIGN | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" : <S\_SMDP\_SIGNED1>,  "serverSignature1" :  <S\_SMDP\_SIGNATURE\_INV>,  "euiccCiPKIdTobeUsed" :  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  "serverCertificate" :  #CERT\_S\_SM\_DPauth\_ECDSA  }  -- NOTE: select the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate | |
| INITIATE\_AUTH\_INV\_SMDP+\_ADDRESS | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "serverSigned1" :  <S\_SMDP\_SIGNED\_INV\_ADDR>,  "serverSignature1" :  <S\_SMDP\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" :  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  "serverCertificate" :  #CERT\_S\_SM\_DPauth\_ECDSA  }  -- NOTE: select the CI Key ID in highest priority from the <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING> and choose the #CERT\_S\_SM\_DPauth\_ECDSA leading to the same Root CI certificate  -- NOTE: serverSignature1 SHALL be calculated correctly, using <S\_SMDP\_SIGNED\_INV\_ADDR>. | |
| MATCHING\_ID\_EMPTY |  | |
| NON\_VOLATILE\_MEM\_LIMITED\_SPACE | '0x00 01' | |
| PENDING\_NOTIF\_DEL1 | response PendingNotification ::= otherSignedNotification :{ tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationDelete  },  notificationAddress  #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_DEL2 | response PendingNotification ::= otherSignedNotification :  {  tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation  {  notificationDelete  },  notificationAddress  #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF2  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_DEL4 | response PendingNotification ::= otherSignedNotification :{ tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationDelete  },  notificationAddress  #TEST\_DP\_ADDRESS4,  iccid #ICCID\_OP\_PROF4  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_DEL5 | response PendingNotification ::= otherSignedNotification :{ tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationDelete  },  notificationAddress  #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF5  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_DEL6 | response PendingNotification ::= otherSignedNotification :{ tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationDelete  },  notificationAddress  #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF6  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_DIS1 | response PendingNotification ::= otherSignedNotification : {    tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationDisable  },  notificationAddress  #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_DIS5 | response PendingNotification ::= otherSignedNotification : {    tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationDisable  },  notificationAddress  #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF5  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_DIS8 | response PendingNotification ::= otherSignedNotification : {    tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationDisable  },  notificationAddress  #TEST\_DP\_ADDRESS8,  iccid #ICCID\_OP\_PROF8  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_EN1 | response PendingNotification ::= otherSignedNotification : {  tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationEnable  },  notificationAddress  #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_EN2 | response PendingNotification ::= otherSignedNotification : {  tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationEnable  },  notificationAddress  #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF2  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_EN5 | response PendingNotification ::= otherSignedNotification : {  tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationEnable  },  notificationAddress  #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF5  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PENDING\_NOTIF\_EN6 | response PendingNotification ::= otherSignedNotification : {  tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationEnable  },  notificationAddress  #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF6  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } | |
| PP\_VERSION | 0x01 00 00 | |
| PREP\_DOWNLOAD\_RESP\_8\_1\_6\_1 | resp PrepareDownloadResponse ::=  downloadResponseOk : {  euiccSigned2 {  transactionId <S\_TRANSACTION\_ID>,  euiccOtpk <BPP\_OTPK\_EUICC\_ECKA>  },  euiccSignature2 <EUICC\_SIGNATURE2\_INVALID>  } | |
| PREP\_DOWNLOAD\_RESP\_8\_2\_7\_3\_8 | resp PrepareDownloadResponse ::=  downloadResponseOk : {  euiccSigned2 {  transactionId <S\_TRANSACTION\_ID>,  euiccOtpk <BPP\_OTPK\_EUICC\_ECKA>,  hashCc <S\_HASHED\_CC\_ERROR>  },  euiccSignature2 <EUICC\_SIGNATURE2>  } | |
| PREP\_DOWNLOAD\_RESP\_8\_10\_1\_3\_9 | resp PrepareDownloadResponse ::=  downloadResponseOk : {  euiccSigned2 {  transactionId <INVALID\_TRANSACTION\_ID>,  euiccOtpk <BPP\_OTPK\_EUICC\_ECKA>  },  euiccSignature2 <EUICC\_SIGNATURE2>  } | |
| PREP\_DOWNLOAD\_RESP | resp PrepareDownloadResponse ::=   downloadResponseOk : {  euiccSigned2 {  transactionId <S\_TRANSACTION\_ID>,  euiccOtpk <BPP\_OTPK\_EUICC\_ECKA>  },  euiccSignature2 <EUICC\_SIGNATURE2>  } | |
| PREP\_DOWNLOAD\_RESP\_CC | resp PrepareDownloadResponse ::=   downloadResponseOk : {  euiccSigned2 {  transactionId <S\_TRANSACTION\_ID>,  euiccOtpk <BPP\_OTPK\_EUICC\_ECKA>,  hashCc <S\_HASHED\_CC>  },  euiccSignature2 <EUICC\_SIGNATURE2>  } | |
| PREP\_DOWNLOAD\_RESP\_NEW\_OTPK | resp PrepareDownloadResponse ::=  downloadResponseOk : {  euiccSigned2 {  transactionId <S\_TRANSACTION\_ID>,  euiccOtpk <OTPK\_EUICC\_ECKA\_NEW>  },  euiccSignature2 <EUICC\_SIGNATURE2>  } | |
| PREP\_DOWNLOAD\_RESP\_NEW\_OTPK\_CC | resp PrepareDownloadResponse ::=  downloadResponseOk : {  euiccSigned2 {  transactionId <S\_TRANSACTION\_ID>,  euiccOtpk <OTPK\_EUICC\_ECKA\_NEW>,  hashCc <S\_HASHED\_CC>  },  euiccSignature2 <EUICC\_SIGNATURE2>  } | |
| PROFILE\_VERSION | 0x02 01 00 | |
| RSP\_CAPABILITY | rspCapability RspCapability ::= {   additionalProfile, rpmSupport,   testProfileSupport } | |
| RSP\_CAPABILITY\_EXT | rspCapability RspCapability ::= {   additionalProfile, rpmSupport,   testProfileSupport, deviceInfoExtensibilitySupport,  serviceSpecificDataSupport  } | |
| S\_EUICC\_INFO2\_INSUF\_MEM\_ERROR | euiccInfo2 EUICCInfo2 ::= {  profileVersion #PROFILE\_VERSION,  svn #RSP\_SVN\_H,  euiccFirmwareVer #EUICC\_FIRMWARE\_VER,  extCardResource   #EXT\_CARD\_RESOURCE\_LIMITED\_SPACE,  uiccCapability #UICC\_CAPABILITY,  rspCapability #RSP\_CAPABILITY,  euiccCiPKIdListForVerification   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1},  euiccCiPKIdListForSigning   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1},  ppVersion #PP\_VERSION,  sasAcreditationNumber   #SAS\_ACREDITATION\_NUMBER } | |
| S\_EUICC\_INFO2\_PPR2 | euiccInfo2 EUICCInfo2 ::= {  profileVersion #PROFILE\_VERSION,  svn #RSP\_SVN\_H,  euiccFirmwareVer   #EUICC\_FIRMWARE\_VER,  extCardResource   #S\_EXT\_CARD\_RESOURCE,  uiccCapability #UICC\_CAPABILITY,  rspCapability #RSP\_CAPABILITY,  euiccCiPKIdListForVerification   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION\_1},  euiccCiPKIdListForSigning   {#EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING\_1},  forbiddenProfilePolicyRules { ppr2 },  ppVersion #PP\_VERSION,  sasAcreditationNumber   #SAS\_ACREDITATION\_NUMBER } | |
| S\_EXT\_CARD\_RESOURCE | The Extended Card Resource Information according to ETSI TS 102 226:  0x81 <L> #INSTALLED\_PROFILES  0x82 <L> #S\_NON\_VOLATILE\_MEM  0x83 <L> #S\_VOLATILE\_MEM | |
| S\_NON\_VOLATILE\_MEM | 0xA0 00 | |
| S\_PN\_PIR\_OK1 | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_INVALID\_TRANS\_ID | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <INVALID\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress   #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_INCORRECT\_INPUT\_VALUES | response PendingNotification ::= profileInstallationResult : profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId configureISDP,  errorReason incorrectInputValues  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_INVALID\_SIGN | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId initialiseSecureChannel,  errorReason invalidSignature }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_UNSUPPORTED\_CRT | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId initialiseSecureChannel,  errorReason unsupportedCrtValues  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_UNSUP\_REMOTE\_OP\_TYPE | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId initialiseSecureChannel,  errorReason   unsupportedRemoteOperationType  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_UNSUP\_PROFILE\_CLASS | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId storeMetadata,  errorReason unsupportedProfileClass  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_SCP03T\_STRUCTURE\_ERROR | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId storeMetadata,  errorReason scp03tStructureError  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_SCP03T\_SECURITY\_ERROR | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId replaceSessionKeys,  errorReason scp03tSecurityError  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_ICCID\_ALREADY\_EXISTS | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId storeMetadata,  errorReason   installFailedDueToIccidAlreadyExistsOnEuicc  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_INSUFFICIENT\_MEMORY | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId storeMetadata,  errorReason installFailedDueToInsufficientMemoryForProfile  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_INSTALL\_INTERRUPTION | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId storeMetadata,  errorReason  installFailedDueToInterruption  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_PE\_PROCESSING\_ERROR | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId loadProfileElements,  errorReason  installFailedDueToPEProcessingError  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_DATA\_MISMATCH | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId loadProfileElements,  errorReason  installFailedDueToDataMismatch  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_TEST\_PROFILE\_INVALID\_NAA\_KEY | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId loadProfileElements,  errorReason testProfileInstallFailedDueToInvalidNaaKey  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_PPR\_NOT\_ALLOWED | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId storeMetadata,  errorReason pprNotAllowed  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PN\_PIR\_UNKNOWN\_ERROR | response PendingNotification ::= profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  smdpOid #IUT\_SM\_DP\_OID,  finalResult errorResult : {  bppCommandId storeMetadata,  errorReason   installFailedDueToUnknownError  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| S\_PENDING\_NOTIF\_OTHER\_INST1 | response PendingNotification ::= otherSignedNotification :  {  tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation  {  notificationInstall  },  notificationAddress   #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  euiccNotificationSignature   <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| S\_PENDING\_NOTIF\_EN1 | response PendingNotification ::= otherSignedNotification : {  tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationEnable  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  euiccNotificationSignature   <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| S\_PENDING\_NOTIF\_DIS1 | response PendingNotification ::= otherSignedNotification : {  tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationDisable  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  euiccNotificationSignature   <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| S\_PENDING\_NOTIF\_DE1 | response PendingNotification ::= otherSignedNotification :{ tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationDelete  },  notificationAddress #IUT\_SM\_DP\_ADDRESS,  iccid #ICCID\_OP\_PROF1  },  euiccNotificationSignature   <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| S\_SMDP\_SIGNED2 | req SmdpSigned2 ::= {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag FALSE  } | |
| S\_SMDP\_SIGNED2\_CC | req SmdpSigned2 ::= {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag TRUE  } | |
| S\_SMDP\_SIGNED2\_INV\_TRANSACTION\_ID | req SmdpSigned2 ::= {  transactionId <INVALID\_TRANSACTION\_ID>,  ccRequiredFlag FALSE  } | |
| S**\_**VOLATILE\_MEM | '0x01 00' | |
| SAS\_ACREDITATION\_NUMBER | GSMA\_SAS\_123456789 | |
| UICC\_CAPABILITY | uiccCapability UICCCapability ::= {   contactlessSupport, usimSupport,   isimSupport,   akaMilenage, akaTuak128,   gbaAuthenUsim, eapClient,   javacard, multipleUsimSupport  } | |
| UICC\_CAPABILITY\_EXT | uiccCapability UICCCapability ::= {   contactlessSupport, usimSupport,   isimSupport,   akaMilenage, akaTuak128,   gbaAuthenUsim, eapClient,   javacard, multipleUsimSupport, berTlvFileSupport, dfLinkSupport, catTp, getIdentity, profile-a-x25519, profile-b-p256, suciCalculatorApi, unknownServiceSupport  }  Note: the definition of UICCCapability used above is equivalent to the definition in SGP.22 v2.3 (specific version of [2]) with the additional of a further field called “unknownServiceSupport” after the “suciCalculatorApi” field. | |

D.2.2 ES9+ Responses

|  |  |
| --- | --- |
| Name | Content |
| AUTH\_CLIENT\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "profileMetadata" :  #METADATA\_OP\_PROF1,  "smdpSigned2" : #S\_SMDP\_SIGNED2,  "smdpSignature2" :   <S\_SM\_DP+\_SIGNATURE2>,  "smdpCertificate" :  #CERT\_S\_SM\_DPpb\_ECDSA } |
| AUTH\_CLIENT\_OK\_CC | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "profileMetadata" :  #METADATA\_OP\_PROF1,  "smdpSigned2" : #S\_SMDP\_SIGNED2\_CC,  "smdpSignature2" :   <S\_SM\_DP+\_SIGNATURE2>,  "smdpCertificate" :  #CERT\_S\_SM\_DPpb\_ECDSA } |
| AUTH\_CLIENT\_INV\_PB\_CERT | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "profileMetadata" :  #METADATA\_OP\_PROF1,  "smdpSigned2" : #S\_SMDP\_SIGNED2,  "smdpSignature2" :   <S\_SM\_DP+\_SIGNATURE2>,  "smdpCertificate" :  #CERT\_S\_SM\_DPpb\_INV\_SIGN } |
| AUTH\_CLIENT\_INV\_CI | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "profileMetadata" :  #METADATA\_OP\_PROF1,  "smdpSigned2" : #S\_SMDP\_SIGNED2,  "smdpSignature2" :   <S\_SM\_DP+\_SIGNATURE2>,  "smdpCertificate" :  #CERT\_S\_SM\_DP2pb\_ECDSA } |
| AUTH\_CLIENT\_INV\_SIGN | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "profileMetadata" :  #METADATA\_OP\_PROF1,  "smdpSigned2" : #S\_SMDP\_SIGNED2,  "smdpSignature2" :   <S\_SM\_DP+\_SIGNATURE2>,  "smdpCertificate" :  #CERT\_S\_SM\_DPpb\_ECDSA }  The <S\_SM\_DP+\_SIGNATURE2> SHALL NOT be computed using the #SK\_S\_SM\_DPpb\_ECDSA *but SHALL have the same length as for a valid signature* |
| AUTH\_CLIENT\_INV\_TRANSACTION\_ID | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" :  <S\_TRANSACTION\_ID>,  "profileMetadata" :  #METADATA\_OP\_PROF1,  "smdpSigned2" : #S\_SMDP\_SIGNED2\_INV\_TRANSACTION\_ID,  "smdpSignature2" :   <S\_SM\_DP+\_SIGNATURE2>,  "smdpCertificate" :  #CERT\_S\_SM\_DPpb\_ECDSA } |
| CS\_OK\_EU\_LOAD\_BPP\_ERROR | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason loadBppExecutionError   },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } |
| CS\_OK\_EU\_POSTPONED | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason postponed  },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } |
| CS\_OK\_EU\_REJ | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason endUserRejection  },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } |
| CS\_OK\_PPR\_NOT\_ALLOWED | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason pprNotAllowed  },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } |
| CS\_OK\_TIMEOUT | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason timeout  },  euiccCancelSessionSignature   <EUICC\_CANCEL\_SESSION\_SIGNATURE>  } |
| GET\_BPP\_LOAD\_ERROR | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "boundProfilePackage" : BoundProfilePackage {  #S\_INIT\_SC\_PROF1,  firstSequenceOf87 {  #CONF\_ISDP\_PROF1  },  sequenceOf88 {  <METADATA\_OP\_PROF1\_SEG>  …  <METADATA\_OP\_PROF1\_SEG>   }  } }  NOTE 1: boundProfilePackage is enconded as base64 therefore the test tool SHALL decode boundProfilePackage to access the ASN.1.  NOTE 2: For sequenceOf88 there will be only one or two '88' TLV segments depending on the size of StoreMetadata. |
| GET\_BPP\_LOAD\_ERROR\_UNKNOWN\_TAG | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "boundProfilePackage" {  #S\_INIT\_SC\_PROF1,  #UNKNOWN\_BPP\_SEGMENT,  firstSequenceOf87 {  #CONF\_ISDP\_PROF1  },  sequenceOf88 {  <METADATA\_OP\_PROF1\_SEG>  …  <METADATA\_OP\_PROF1\_SEG>  },  sequenceOf86 {  <PPP\_OP\_PROF1\_SEG\_SK>  …  <PPP\_OP\_PROF1\_SEG\_SK>  }  }  }  NOTE 1: boundProfilePackage is encoded as base64 therefore the test tool shall decode boundProfilePackage to access the ASN.1.  NOTE 2: For sequenceOf88 there will be only one or two '88' TLV segments depending on the size of StoreMetadata. |
| GET\_BPP\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "boundProfilePackage" : BoundProfilePackage {  #S\_INIT\_SC\_PROF1,  firstSequenceOf87 {  #CONF\_ISDP\_PROF1  },  sequenceOf88 {  <METADATA\_OP\_PROF1\_SEG>  …  <METADATA\_OP\_PROF1\_SEG>  },  sequenceOf86 {  <PPP\_OP\_PROF1\_SEG\_SK>  …  <PPP\_OP\_PROF1\_SEG\_SK>  }  }  }  NOTE 1: boundProfilePackage is enconded as base64 therefore the test tool SHALL decode boundProfilePackage to access the ASN.1.  NOTE 2: For sequenceOf88 there will be only one or two '88' TLV segments depending on the size of StoreMetadata. |
| GET\_BPP\_OK\_PPK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "boundProfilePackage" : BoundProfilePackage {  #S\_INIT\_SC\_PROF1,  firstSequenceOf87 {  0x87 <L> #CONF\_ISDP\_PROF1  },  sequenceOf88 {  <METADATA\_OP\_PROF1\_SEG>  …  <METADATA\_OP\_PROF1\_SEG>  },  secondSequenceOf87 {  0x87 <L> #REPLACE\_S\_KEYS\_REQ  },  sequenceOf86 {  <PPP\_OP\_PROF1\_SEG\_SK>  …  <PPP\_OP\_PROF1\_SEG\_SK>  }  }  } |
| GET\_BPP\_INV | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "boundProfilePackage" : BoundProfilePackage {  #S\_INIT\_SC\_PROF1,  firstSequenceOf87 {  0x87 <L> #CONF\_ISDP\_PROF1  },  sequenceOf88 {  <METADATA\_OP\_PROF1\_SEG>  …  <METADATA\_OP\_PROF1\_SEG>  },  sequenceOf86 {  <PPP\_OP\_PROF1\_SEG\_SK\_INV>  …  <PPP\_OP\_PROF1\_SEG\_SK\_INV>  }  }  } |
| PENDING\_NOTIF\_INST\_ADDRESS2 | response PendingNotification ::= otherSignedNotification :  {  tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation  {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF1  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| PENDING\_NOTIF\_INST1 | response PendingNotification ::= otherSignedNotification :  {  tbsOtherNotification {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation  {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  },  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| R\_AUTH\_CLIENT\_META\_ABS | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" : #SMDP\_METADATA\_ABS,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_META\_ALL | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" : #SMDP\_METADATA\_ALL,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_META\_LARGE\_ICON | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" : #SMDP\_METADATA\_OP\_PROF1\_2\_SEG,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_META\_NON\_ASCII | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" : #SMDP\_METADATA\_NON\_ASCII,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_META\_NOTIF\_MULTI | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" : #SMDP\_METADATA\_NOTIF\_MULTI,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_META\_PN\_LONG | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" : #SMDP\_METADATA\_PN\_LONG,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_META\_SPN\_LONG | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" : #SMDP\_METADATA\_SPN\_LONG,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" :   #SMDP\_METADATA\_OP\_PROF1,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_OK\_ALL\_NOTIF | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" :   #SMDP\_METADATA\_ALL\_NOTIF,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_OK\_CC | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" :   #SMDP\_METADATA\_OP\_PROF1,  "smdpSigned2" : #SMDP\_SIGNED2\_CC,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_OK\_EN | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" :   #SMDP\_METADATA\_OP\_PROF1\_EN,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_OK\_PPR2 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" :   #SMDP\_METADATA\_OP\_PROF1\_PPR2,  "smdpSigned2" : #SMDP\_SIGNED2,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_RETRY\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" :   #SMDP\_METADATA\_OP\_PROF1,  "smdpSigned2" : #SMDP\_SIGNED2\_RETRY,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_CLIENT\_RETRY\_OK\_CC | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_AC>,  "profileMetadata" : #SMDP\_METADATA\_OP\_PROF1,  "smdpSigned2" : #SMDP\_SIGNED2\_CC\_RETRY,  "smdpSignature2" : <SMDP\_SIGNATURE2>,  "smdpCertificate" : #CERT\_SM\_DPpb\_ECDSA } |
| R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO | resp AuthenticateServerResponse ::authenticateResponseOk : {  euiccSigned1 {  transactionId <S\_TRANSACTION\_ID>,  serverAddress #TEST\_ROOT\_DS\_ADDRESS,  serverChallenge <S\_SMDS\_CHALLENGE>,  euiccInfo2 #R\_EUICC\_INFO2, -- check only that the field is present but not the values  ctxParams1 #CTX\_PARAMS1\_MATCH\_ID\_DEV\_INFO  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| R\_AUTH\_SERVER\_DS\_MATCH\_ID\_DEV\_INFO\_1 | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId <S\_TRANSACTION\_ID>,  serverAddress #TEST\_DS\_ADDRESS1,  serverChallenge <S\_SMDS\_CHALLENGE>,  euiccInfo2 #R\_EUICC\_INFO2, -- check only that the field is present but not the values  ctxParams1 #CTX\_PARAMS1\_MATCH\_ID\_DEV\_INFO  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| R\_AUTH\_SERVER\_MATCH\_ID\_DEV\_INFO | resp AuthenticateServerResponse ::= authenticateResponseOk {  euiccSigned1 {  transactionId <S\_TRANSACTION\_ID>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>,  euiccInfo2 #R\_EUICC\_INFO2, -- check only that the field is present but not the values  ctxParams1 #CTX\_PARAMS1\_MATCH\_ID\_DEV\_INFO  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| R\_GET\_BPP\_RESP\_OP1\_PPK  (Pre-generated PPP for Profiles) | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId": <TRANSACTION\_ID\_GBPP>,  "boundProfilePackage" : BoundProfilePackage {  #INIT\_SC\_PROF1,  firstSequenceOf87 {  <CONF\_ISDP\_PROF1\_ENC>  },  sequenceOf88 {  <SMDP\_METADATA\_SEG\_MAC>  …  <SMDP\_METADATA\_SEG\_MAC>  },  secondSequenceOf87 {  <REPLACE\_S\_KEYS\_REQ\_ENC>  },  sequenceOf86 {  <PPP\_OP\_PROF1\_SEG\_PPK>  …  <PPP\_OP\_PROF1\_SEG\_PPK>  }  }  }  NOTE 1: boundProfilePackage is enconded as base64 therefore the test tool SHALL decode boundProfilePackage to access the ASN.1.  NOTE 2: For sequenceOf88 there will be only one or two '88' TLV segments depending on the size of StoreMetadata. |
| R\_GET\_BPP\_RESP\_OP1\_SK  (Dynamically-generated PPP for Profiles) | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId": <TRANSACTION\_ID\_GBPP>,  "boundProfilePackage" : BoundProfilePackage {  #INIT\_SC\_PROF1,  firstSequenceOf87 {  <CONF\_ISDP\_PROF1\_ENC>  },  sequenceOf88 {  <SMDP\_METADATA\_SEG\_MAC>  …  <SMDP\_METADATA\_SEG\_MAC>  },  sequenceOf86 {  <PPP\_OP\_PROF1\_SEG\_SK>  …  <PPP\_OP\_PROF1\_SEG\_SK>  }  }  }  NOTE 1: boundProfilePackage is enconded as base64 therefore the test tool SHALL decode boundProfilePackage to access the ASN.1.  NOTE 2: For sequenceOf88 there will be only one or two '88' TLV segments depending on the size of StoreMetadata. |
| R\_HTTP\_204\_OK | HTTP/1.1 204 No Content  X-Admin-Protocol: gsma/rsp/v#RSP\_SVN  NOTE: If the HTTP response is being received from the server under test, then the "Content-type" header MAY be present. |
| R\_INITIATE\_AUTH\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_IA>,  "serverSigned1" : #SERVER\_SIGNED1,  "serverSignature1" : <SERVER\_SIGNATURE1>,  "euiccCiPKIdTobeUsed" : #CI\_PKI\_ID1,  "serverCertificate" : #CERT\_SM\_XXauth\_ECDSA } |
| R\_INITIATE\_AUTH\_OK\_2 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <TRANSACTION\_ID\_2>,  "serverSigned1" : #SERVER\_SIGNED1\_2,  "serverSignature1" : <SERVER\_SIGNATURE1\_2>,  "euiccCiPKIdTobeUsed" : #CI\_PKI\_ID1,  "serverCertificate" : #CERT\_SM\_XXauth\_ECDSA } |
| SERVER\_SIGNED1 | For InitiateAuthentication testing XX = IA, and for AuthenticateClient testing XX = AC:  ss1 ServerSigned1 ::= {   transactionId   <TRANSACTION\_ID\_SIGNED\_IA>,  euiccChallenge #S\_EUICC\_CHALLENGE,  serverAddress   #SERVER\_ADDRESS,  serverChallenge <SERVER\_CHALLENGE> } |
| SERVER\_SIGNED1\_2 | ss1\_2 ServerSigned1 ::= {   transactionId <TRANSACTION\_ID\_SIGNED\_2>,  euiccChallenge #S\_EUICC\_CHALLENGE\_2,  serverAddress #SERVER\_ADDRESS,  serverChallenge <SERVER\_CHALLENGE\_2> } |
| SMDP\_METADATA\_ALL\_NOTIF | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #IUT\_SM\_DP\_ADDRESS  }  }  } |
| SMDP\_METADATA\_OP\_PROF1 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  profileClass operational } |
| SMDP\_METADATA\_OP\_PROF1\_2\_SEG | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1\_2\_SEG,  profileClass operational,  notificationConfigurationInfo {  {   profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #IUT\_SM\_DP\_ADDRESS  }  },  profileOwner {   mccMnc #MCC\_MNC1  } } |
| SMDP\_METADATA\_OP\_PROF3 | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF3,  serviceProviderName #SP\_NAME3,  profileName #NAME\_OP\_PROF3,  profileClass operational,  profileOwner {  mccMnc #MCC\_MNC2  },  profilePolicyRules { ppr2 }  } |
| SMDP\_SIGNED2 | smdpSigned2 SmdpSigned2 ::= {  transactionId <TRANSACTION\_ID\_SIGNED\_AC>,  ccRequiredFlag FALSE } |
| SMDP\_SIGNED2\_CC | smdpSigned2 SmdpSigned2 ::= {  transactionId <TRANSACTION\_ID\_SIGNED\_AC>,  ccRequiredFlag TRUE } |
| SMDP\_SIGNED2\_CC\_RETRY | smdpSigned2 SmdpSigned2 ::= {  transactionId <TRANSACTION\_ID\_SIGNED\_AC>,  ccRequiredFlag TRUE,  bppEuiccOtpk <BPP\_OTPK\_EUICC\_ECKA> } |
| SMDP\_SIGNED2\_RETRY | smdpSigned2 SmdpSigned2 ::= {  transactionId <TRANSACTION\_ID\_SIGNED\_AC>,  ccRequiredFlag FALSE,  bppEuiccOtpk <BPP\_OTPK\_EUICC\_ECKA> } |

D.3 ES10x Requests And Responses

D.3.1 ES10x Requests

|  |  |
| --- | --- |
| Name | Content |
| AUTH\_SMDP\_MATCH\_ID | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>  },  serverSignature1 <S\_SMDP\_SIGNATURE1>,  euiccCiPKIdToBeUsed  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DPauth\_ECDSA,  ctxParams1 #CTX\_PARAMS1\_MATCH\_ID  } |
| AUTH\_SMDP\_IMEI | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>  },  serverSignature1 <S\_SMDP\_SIGNATURE1>,  euiccCiPKIdToBeUsed  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DPauth\_ECDSA,  ctxParams1 #CTX\_PARAMS1\_IMEI  } |
| AUTH\_SMDP\_INV\_CERT | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>  },  serverSignature1 <S\_SMDP\_SIGNATURE1>,  euiccCiPKIdToBeUsed  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DPauth\_INV\_SIGN,  ctxParams1 #CTX\_PARAMS1  } |
| AUTH\_SMDP\_INV\_CURV | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>  },  serverSignature1 <RANDOM\_SM\_DP+\_SIGN>,  euiccCiPKIdToBeUsed  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DPauth\_INV\_CURVE,  ctxParams1 #CTX\_PARAMS1  } |
| AUTH\_SMDP\_INV\_CHALLENGE | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge #S\_EUICC\_CHALLENGE,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>  },  serverSignature1 <S\_SMDP\_SIGNATURE1>,  euiccCiPKIdToBeUsed  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DPauth\_ECDSA,  ctxParams1 #CTX\_PARAMS1  } |
| AUTH\_SMDP\_INV\_OID | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>  },  serverSignature1 <S\_SMDP\_SIGNATURE1>,  euiccCiPKIdToBeUsed  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DPpb\_ECDSA,  ctxParams1 #CTX\_PARAMS1  } |
| AUTH\_SMDS\_IMEI | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_ROOT\_DS\_ADDRESS,  serverChallenge <S\_SMDS\_CHALLENGE>  },  serverSignature1 <S\_SMDS\_SIGNATURE1>,  euiccCiPKIdToBeUsed  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DSauth\_ECDSA,  ctxParams1 #CTX\_PARAMS1\_EVENT\_ID\_IMEI  } |
| AUTH\_SMDS\_INV\_CERT | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_ROOT\_DS\_ADDRESS,  serverChallenge <S\_SMDS\_CHALLENGE>  },  serverSignature1 <S\_SMDS\_SIGNATURE1>,  euiccCiPKIdToBeUsed <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DSauth\_INV\_SIGN,  ctxParams1 #CTX\_PARAMS1\_EVENT\_ID  } |
| AUTH\_SMDS\_INV\_CHALLENGE | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge #S\_EUICC\_CHALLENGE,  serverAddress #TEST\_ROOT\_DS\_ADDRESS,  serverChallenge <S\_SMDS\_CHALLENGE>  },  serverSignature1 <S\_SMDS\_SIGNATURE1>,  euiccCiPKIdToBeUsed  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DSauth\_ECDSA,  ctxParams1 #CTX\_PARAMS1\_EVENT\_ID  } |
| AUTH\_SMDS\_INV\_CURV | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_ROOT\_DS\_ADDRESS,  serverChallenge <S\_SMDS\_CHALLENGE>  },  serverSignature1 <RANDOM\_SM\_DS\_SIGN>,  euiccCiPKIdToBeUsed <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DSauth\_INV\_CURVE,  ctxParams1 #CTX\_PARAMS1\_EVENT\_ID  } |
| AUTHENTICATE\_SMDP | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>  },  serverSignature1 <S\_SMDP\_SIGNATURE1>,  euiccCiPKIdToBeUsed  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DPauth\_ECDSA,  ctxParams1 #CTX\_PARAMS1  } |
| AUTHENTICATE\_SMDS | req AuthenticateServerRequest ::= {  serverSigned1 {  transactionId <S\_TRANSACTION\_ID>,  euiccChallenge <EUICC\_CHALLENGE>,  serverAddress #TEST\_ROOT\_DS\_ADDRESS,  serverChallenge <S\_SMDS\_CHALLENGE>  },  serverSignature1 <S\_SMDS\_SIGNATURE1>,  euiccCiPKIdToBeUsed  <EUICC\_CI\_PK\_ID\_TO\_BE\_USED>,  serverCertificate #CERT\_S\_SM\_DSauth\_ECDSA,  ctxParams1 #CTX\_PARAMS1\_EVENT\_ID  } |
| CANCEL\_SESSION\_INV\_TRANS\_ID | req CancelSessionRequest ::={  transactionId <INVALID\_TRANSACTION\_ID>,  reason endUserRejection  } |
| CANCEL\_SESSION\_REJECT | req CancelSessionRequest ::={  transactionId <S\_TRANSACTION\_ID>,  reason endUserRejection  } |
| CANCEL\_SESSION\_POSTPONED | req CancelSessionRequest ::={  transactionId <S\_TRANSACTION\_ID>,  reason postponed  } |
| CANCEL\_SESSION\_TIMEOUT | req CancelSessionRequest ::={  transactionId <S\_TRANSACTION\_ID>,  reason timeout  } |
| CANCEL\_SESSION\_PPR | req CancelSessionRequest ::={  transactionId <S\_TRANSACTION\_ID>,  reason pprNotAllowed  } |
| CANCEL\_SESSION\_METADATA | req CancelSessionRequest ::={  transactionId <S\_TRANSACTION\_ID>,  reason metadataMismatch  } |
| CANCEL\_SESSION\_LOAD\_BPP | req CancelSessionRequest ::={  transactionId <S\_TRANSACTION\_ID>,  reason loadBppExecutionError  } |
| CANCEL\_SESSION\_UNDEF | req CancelSessionRequest ::={  transactionId <S\_TRANSACTION\_ID>,  reason undefinedReason  } |
| EUICC\_MEMORY\_RESET | req EuiccMemoryResetRequest ::= {  resetOptions {  deleteOperationalProfiles,  resetDefaultSmdpAddress  }  } |
| EUICC\_MEMORY\_RESET\_DEF\_SMDPADDRESS | req EuiccMemoryResetRequest ::= {  resetOptions { resetDefaultSmdpAddress }  } |
| EUICC\_MEMORY\_RESET\_OP\_PRO | req EuiccMemoryResetRequest ::= {  resetOptions { deleteOperationalProfiles }  } |
| GET\_CONF\_OP\_PROF1 | opConfProf1Req ProfileInfoListRequest ::= {  searchCriteria iccid: #ICCID\_OP\_PROF1,  tagList '4FB8'H  } |
| GET\_EID | getEIDReq GetEuiccDataRequest ::= {  tagList '5A'H  } |
| GET\_EID\_INVALID | getEIDReq GetEuiccDataRequest ::= {  tagList '6B'H  } |
| GET\_EUICC\_CHALLENGE | request GetEuiccChallengeRequest ::= {} |
| GET\_EUICC\_CONFIGURED\_ADDRESSES | request EuiccConfiguredAddressesRequest ::={} |
| GET\_EUICC\_INFO1 | request GetEuiccInfo1Request::= { } |
| GET\_EUICC\_INFO2 | request GetEuiccInfo2Request::= { } |
| GET\_METADATA\_OP\_PROF1 | opConfProf1Req ProfileInfoListRequest ::= {  searchCriteria iccid: #ICCID\_OP\_PROF1,  tagList '5A9192939495B6B799'H  } |
| GET\_METADATA\_OP\_PROF1\_SERVICE\_SPECIFIC | opConfProf1Req ProfileInfoListRequest ::= {  searchCriteria iccid: #ICCID\_OP\_PROF1,  tagList '5A9192939495B6B799BF22'H  } |
| GET\_NEW\_METADATA | getupdate1Req ProfileInfoListRequest ::= {  searchCriteria iccid: #ICCID\_OP\_PROF1,  tagList '9192939499'H *-- names, icon and PPRs*  } |
| GET\_NOTIF\_CONF\_OP\_PROF1 | opConfProf1Req ProfileInfoListRequest ::= {  searchCriteria iccid: #ICCID\_OP\_PROF1,  tagList '5AB6'H  } |
| GET\_PPR\_OP\_PROF1 | opConfProf1Req ProfileInfoListRequest ::= {  searchCriteria iccid: #ICCID\_OP\_PROF1,  tagList '5A99'H  } |
| GET\_PROFILES\_INFO\_ALL | request ProfileInfoListRequest::= { } |
| GET\_PROFILES\_INFO\_ICCID\_TAGLIST1 | request ProfileInfoListRequest::= {  searchCriteria iccid: #ICCID\_OP\_PROF1,  tagList '9F70'H *--state* } |
| GET\_PROFILES\_INFO\_ICCID\_TAGLIST2 | request ProfileInfoListRequest::= {  searchCriteria iccid: #ICCID\_OP\_PROF1,  tagList '93'H *--icon type* } |
| GET\_PROFILES\_INFO\_ICCID\_TAGLIST3 | request ProfileInfoListRequest::= {  searchCriteria iccid: #ICCID\_OP\_PROF1,  tagList '95'H *--Profile Class* } |
| GET\_PROFILES\_INFO\_ICCID\_TAGLIST4 | request ProfileInfoListRequest::= {  searchCriteria iccid: #ICCID\_OP\_PROF1,  tagList 'B6'H *--Notification configuration* } |
| GET\_PROFILES\_INFO\_ICCID\_TAGLIST5 | request ProfileInfoListRequest::= {  searchCriteria iccid: #ICCID\_OP\_PROF3,  tagList '99'H *--ppr* } |
| GET\_PROFILES\_INFO\_OPTAGLIST1 | request ProfileInfoListRequest::= {  searchCriteria profileClass: operational,  tagList '5A9F70'H *-- ICCID and State* } |
| GET\_PROFILES\_INFO\_OPTAGLIST2 | request ProfileInfoListRequest::= {  searchCriteria profileClass: operational,  tagList '909F70'H *--Nickname and State* } |
| GET\_PROFILES\_INFO\_OPTAGLIST3 | request ProfileInfoListRequest::= {  searchCriteria profileClass: operational,  tagList '9493'H *--Icon, Icon type* } |
| GET\_PROFILES\_INFO\_OPTAGLIST4 | request ProfileInfoListRequest::= {  searchCriteria profileClass: operational,  tagList '949F70'H *--Icon, state* } |
| GET\_PROFILES\_INFO\_PROFCLASS | request ProfileInfoListRequest::= {  searchCriteria profileClass: operational } |
| GET\_PROFILES\_INFO\_TAGLIST\_ICCID | request ProfileInfoListRequest::= {  tagList '5A'H } |
| GET\_PROFILES\_INFO\_TAGLIST\_ICON | request ProfileInfoListRequest::= {  tagList '94'H } |
| GET\_PROFILES\_INFO\_TAGLIST\_ISDPAID | request ProfileInfoListRequest::= {  tagList '4F'H } |
| GET\_PROFILES\_INFO\_TAGLIST\_PROFILE\_NAME | request ProfileInfoListRequest::= {  tagList '92'H } |
| GET\_PROFILES\_INFO\_TAGLIST\_PROFILE\_NICKNAME | request ProfileInfoListRequest::= {  tagList '90'H } |
| GET\_PROFILES\_INFO\_TAGLIST\_PROFILE\_OWNER | request ProfileInfoListRequest::= {  tagList 'B7'H } |
| GET\_PROFILES\_INFO\_TAGLIST\_SMDP\_PROP\_DATA | request ProfileInfoListRequest::= {  tagList 'B8'H } |
| GET\_PROFILES\_INFO\_TAGLIST\_SP\_NAME | request ProfileInfoListRequest::= {  tagList '91'H } |
| GET\_PROFILES\_INFO\_TAGLIST1 | request ProfileInfoListRequest::= {  tagList '5A9F70'H *-- ICCID and State* } |
| GET\_PROFILES\_INFO\_TAGLIST2 | request ProfileInfoListRequest::= {  tagList '909F70'H *--Nickname and State* } |
| GET\_PROFILES\_INFO\_TAGLIST3 | request ProfileInfoListRequest::= {  tagList '9493'H  *--Icon, Icon type* } |
| GET\_PROFILES\_INFO\_TAGLIST4 | request ProfileInfoListRequest::= {  tagList '949F70'H *--Icon, state* } |
| GET\_PROFILES\_OWNERS | request ProfileInfoListRequest::= {  tagList 'B7'H } |
| GET\_RAT | request GetRatRequest ::={} |
| LIST\_NOTIF\_ALL | request ListNotificationRequest ::= {  profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  } } |
| LIST\_NOTIF\_OMITTED | request ListNotificationRequest ::= {} |
| LIST\_NOTIF\_NONE | request ListNotificationRequest ::= {  profileManagementOperation {} } |
| LIST\_NOTIF\_INSTALL | request ListNotificationRequest ::= {  profileManagementOperation {  notificationInstall  } } |
| LIST\_NOTIF\_ENABLE | request ListNotificationRequest ::= {  profileManagementOperation {  notificationEnable  } } |
| LIST\_NOTIF\_DISABLE | request ListNotificationRequest ::= {  profileManagementOperation {  notificationDisable  } } |
| LIST\_NOTIF\_DELETE | request ListNotificationRequest ::= {  profileManagementOperation {  notificationDelete  } } |
| LIST\_NOTIF\_INSTALL\_ENABLE | request ListNotificationRequest ::= {  profileManagementOperation {  notificationInstall,  notificationEnable  } } |
| LIST\_NOTIF\_DISABLE\_DELETE | request ListNotificationRequest ::= {  profileManagementOperation {  notificationDisable,  notificationDelete  } } |
| LIST\_NOTIF\_DISABLE\_ENABLE | request ListNotificationRequest ::= {  profileManagementOperation {  notificationDisable,  notificationEnable  } } |
| LIST\_NOTIF\_INSTALL\_ENABLE\_DISABLE | request ListNotificationRequest ::= {  profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable  } } |
| LIST\_NOTIF\_ENABLE\_DISABLE\_DELETE | request ListNotificationRequest ::= {  profileManagementOperation {  notificationEnable,  notificationDisable,  notificationDelete  } } |
| METADATA\_EN\_DI\_DE\_NOTIFS | metadataReq StoreMetadataRequest ::= {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  notificationConfigurationInfo {  { profileManagementOperation {  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  },  { profileManagementOperation {  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS2  }  }  } |
| PREP\_DOWNLOAD\_INVALID\_CC | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag TRUE  },  smdpSignature2 <S\_SM\_DP+\_SIGNATURE2>,  smdpCertificate #CERT\_S\_SM\_DPpb\_ECDSA  } |
| RETRIEVE\_NOTIF\_ALL | request RetrieveNotificationsListRequest ::= {  searchCriteria profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  } } |
| RETRIEVE\_NOTIF\_OMITTED | request RetrieveNotificationsListRequest ::= {  } |
| RETRIEVE\_NOTIF\_NONE | request RetrieveNotificationsListRequest ::= {  searchCriteria profileManagementOperation {} } |
| RETRIEVE\_NOTIF\_INSTALL | request RetrieveNotificationsListRequest::= {  searchCriteria profileManagementOperation {  notificationInstall  } } |
| RETRIEVE\_NOTIF\_ENABLE | request RetrieveNotificationsListRequest::= {  searchCriteria profileManagementOperation {  notificationEnable  } } |
| RETRIEVE\_NOTIF\_DISABLE | request RetrieveNotificationsListRequest::= {  searchCriteria profileManagementOperation {  notificationDisable  } } |
| RETRIEVE\_NOTIF\_DELETE | request RetrieveNotificationsListRequest::= {  searchCriteria profileManagementOperation {  notificationDelete  } } |
| RETRIEVE\_NOTIF\_INSTALL\_ENABLE | request RetrieveNotificationsListRequest ::= {  searchCriteria profileManagementOperation {  notificationInstall,  notificationEnable  } } |
| RETRIEVE\_NOTIF\_DISABLE\_DELETE | request RetrieveNotificationsListRequest ::= {  searchCriteria profileManagementOperation {  notificationDisable,  notificationDelete  } } |
| RETRIEVE\_NOTIF\_DISABLE\_ENABLE | request RetrieveNotificationsListRequest ::= {  searchCriteria profileManagementOperation {  notificationDisable,  notificationEnable  } } |
| RETRIEVE\_NOTIF\_INSTALL\_ENABLE\_DISABLE | request RetrieveNotificationsListRequest ::= {  searchCriteria profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable  } } |
| PREP\_DOWN\_INV\_CURVE | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag FALSE  },  smdpSignature2 <RANDOM\_SM\_DP+\_SIGN>,  smdpCertificate #CERT\_S\_SM\_DPpb\_INV\_CURVE  } |
| PREP\_DOWNLOAD\_CERT\_SMDP2 | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag FALSE  },  smdpSignature2 <S\_SM\_DP+\_SIGNATURE2>,  smdpCertificate #CERT\_S\_SM\_DP2pb\_ECDSA  } |
| PREP\_DOWNLOAD\_INV\_CERT | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag FALSE  },  smdpSignature2 <S\_SM\_DP+\_SIGNATURE2>,  smdpCertificate #CERT\_S\_SM\_DPpb\_INV\_SIGN  } |
| PREP\_DOWNLOAD\_INV\_OID | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag FALSE  },  smdpSignature2 <S\_SM\_DP+\_SIGNATURE2>,  smdpCertificate #CERT\_S\_SM\_DPauth\_ECDSA  } |
| PREP\_DOWNLOAD\_INV\_SIGN | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag FALSE  },  smdpSignature2 <S\_SM\_DP+\_SIGNATURE2>,  smdpCertificate #CERT\_S\_SM\_DPpb\_ECDSA  }  NOTE: The <S\_SM\_DP+\_SIGNATURE2> SHALL NOT be computed using the #SK\_S\_SM\_DPpb\_ECDSA but SHALL have the same length as for a valid signature. |
| PREP\_DOWNLOAD\_INV\_TRANS\_ID | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <INVALID\_TRANSACTION\_ID>,  ccRequiredFlag FALSE  },  smdpSignature2 <S\_SM\_DP+\_SIGNATURE2>,  smdpCertificate #CERT\_S\_SM\_DPpb\_ECDSA  } |
| PREP\_DOWNLOAD\_NO\_AUTH | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag FALSE  },  smdpSignature2 <RANDOM\_SM\_DP+\_SIGN>,  smdpCertificate #CERT\_S\_SM\_DPpb\_ECDSA  } |
| PREP\_DOWNLOAD\_NO\_CC | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag FALSE  },  smdpSignature2 <S\_SM\_DP+\_SIGNATURE2>,  smdpCertificate #CERT\_S\_SM\_DPpb\_ECDSA  } |
| PREP\_DOWNLOAD\_RETRY\_CC | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag TRUE,  bppEuiccOtpk <OTPK\_EUICC\_ECKA>  },  smdpSignature2 <S\_SM\_DP+\_SIGNATURE2>,  hashCc <S\_HASHED\_CC>,  smdpCertificate #CERT\_S\_SM\_DPpb\_ECDSA  } |
| PREP\_DOWNLOAD\_WITH\_CC | req PrepareDownloadRequest ::= {  smdpSigned2 {  transactionId <S\_TRANSACTION\_ID>,  ccRequiredFlag TRUE  },  smdpSignature2 <S\_SM\_DP+\_SIGNATURE2>,  hashCc <S\_HASHED\_CC>,  smdpCertificate #CERT\_S\_SM\_DPpb\_ECDSA  } |
| SET\_EUICC\_CONFIGURED\_ADDRESS\_1 | request SetDefaultDpAddressRequest::={  defaultDpAddress #TEST\_DP\_ADDRESS1  } |
| SET\_EUICC\_CONFIGURED\_ADDRESS\_2 | request SetDefaultDpAddressRequest::={  defaultDpAddress #TEST\_DP\_ADDRESS2  } |
| SET\_EUICC\_CONFIGURED\_ADDRESS\_EMPTY | request SetDefaultDpAddressRequest::={  defaultDpAddress ""  } |
| SET\_NICKNAME\_EMPTY\_OP\_PROF1 | setNicknameReq SetNicknameRequest ::= {  iccid #ICCID\_OP\_PROF1,  profileNickname ""  } |
| SET\_NICKNAME\_ICCID\_UNKNOWN | setNicknameReq SetNicknameRequest ::= {  iccid #ICCID\_UNKNOWN,  profileNickname #NICKNAME2  } |
| SET\_NICKNAME\_OP\_PROF1 | setNicknameReq SetNicknameRequest ::= {  iccid #ICCID\_OP\_PROF1,  profileNickname #NICKNAME2  } |

D.3.2 ES10x Responses

|  |  |
| --- | --- |
| Name | Content |
| NOTIF\_METADATA\_DELETE1  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO\_DE1>,  profileManagementOperation { notificationDelete },  notificationAddress #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  } |
| NOTIF\_METADATA2\_DELETE1  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO2\_DE1>,  profileManagementOperation { notificationDelete },  notificationAddress #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF1  } |
| NOTIF\_METADATA\_DISABLE1  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO\_DI1>,  profileManagementOperation { notificationDisable },  notificationAddress #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  } |
| NOTIF\_METADATA2\_DISABLE1  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO2\_DI1>,  profileManagementOperation { notificationDisable },  notificationAddress #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF1  } |
| NOTIF\_METADATA\_ENABLE1  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO\_EN1>,  profileManagementOperation { notificationEnable },  notificationAddress #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  } |
| NOTIF\_METADATA2\_ENABLE1  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO2\_EN1>,  profileManagementOperation { notificationEnable },  notificationAddress #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF1  } |
| NOTIF\_METADATA\_ENABLE2  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO\_EN2>,  profileManagementOperation { notificationEnable },  notificationAddress #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF2  } |
| NOTIF\_METADATA\_INSTALL1  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO\_IN1>,  profileManagementOperation { notificationInstall },  notificationAddress #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  } |
| NOTIF\_METADATA\_INSTALL1\_PIR  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO\_IN1\_PIR>,  profileManagementOperation {   notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  } |
| NOTIF\_METADATA\_INSTALL2  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO\_IN2>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF2  } |
| NOTIF\_METADATA\_INSTALL2\_PIR  (NotificationMetadata) | {  seqNumber <NOTIF\_SEQ\_NO\_IN2\_PIR>,  profileManagementOperation {   notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS2,  iccid #ICCID\_OP\_PROF2  } |
| PPR1\_WITH\_OWNER\_GID  (ProfilePolicyAuthorisationRule) | {  pprIds { ppr1 },  allowedOperators {  { mccMnc #MCC\_MNC2,  gid1 #GID1,  gid2 #GID2  }  },  pprFlags {consentRequired}  } |
| PPR1\_WITHOUT\_GID  (ProfilePolicyAuthorisationRule) | {  pprIds { ppr1 },  allowedOperators {  { mccMnc #MCC\_MNC4 }  },  pprFlags {consentRequired}  } |
| PPR2\_WITHOUT\_CONSENT  (ProfilePolicyAuthorisationRule) | {  pprIds { ppr2 },  allowedOperators {  { mccMnc '92EEEE'H, gid1 ''H, gid2 ''H}  },  pprFlags { }  } |
| PPRS\_ALLOWED  (ProfilePolicyAuthorisationRule) | {  pprIds { ppr1, ppr2 },  allowedOperators {  { mccMnc 'EEEEEE'H, gid1 ''H, gid2 ''H}  },  pprFlags {consentRequired}  } |
| PROFILE\_INFO1  (ProfileInfo) | {  iccid #ICCID\_OP\_PROF1,  isdpAid <ISD\_P\_AID1>,  profileState enabled,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational  } |
| PROFILE\_INFO1\_DISABLED  (ProfileInfo) | {  iccid #ICCID\_OP\_PROF1,  isdpAid <ISD\_P\_AID1>,  profileState disabled,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational  } |
| PROFILE\_INFO2  (ProfileInfo) | {  iccid #ICCID\_OP\_PROF2,  isdpAid <ISD\_P\_AID2>,  profileState disabled,  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType png,  icon #ICON\_OP\_PROF2,  profileClass operational  } |
| PROFILE\_INFO2\_ENABLED  (ProfileInfo) | {  iccid #ICCID\_OP\_PROF2,  isdpAid <ISD\_P\_AID2>,  profileState enabled,  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType png,  icon #ICON\_OP\_PROF2,  profileClass operational  } |
| PROFILE\_INFO3  (ProfileInfo) | {  iccid #ICCID\_OP\_PROF3,  isdpAid <ISD\_P\_AID3>,  profileState disabled,  profileNickname #NICKNAME3,  serviceProviderName #SP\_NAME3,  profileName #NAME\_OP\_PROF3,  iconType png,  icon #ICON\_OP\_PROF3,  profileClass operational  } |
| PROFILE\_INFO4  (ProfileInfo) | {  iccid #ICCID\_OP\_PROF4,  isdpAid <ISD\_P\_AID4>,  profileState disabled,  serviceProviderName #SP\_NAME4,  profileName #NAME\_OP\_PROF4,  iconType png,  icon #ICON\_OP\_PROF4,  profileClass operational  } |
| PROFILE\_INFO4\_ENABLED  (ProfileInfo) | {  iccid #ICCID\_OP\_PROF4,  isdpAid <ISD\_P\_AID4>,  profileState enabled,  serviceProviderName #SP\_NAME4,  profileName #NAME\_OP\_PROF4,  iconType png,  icon #ICON\_OP\_PROF4,  profileClass operational  } |
| PROFILES\_INFO\_ICCID\_TAGLIST1  (ProfileInfo) | {profileState enabled} |
| PROFILES\_INFO\_ICCID\_TAGLIST2  (ProfileInfo) | {iconType png} |
| PROFILES\_INFO\_ICCID\_TAGLIST3  (ProfileInfo) | {profileClass operational } |
| PROFILES\_INFO\_ICCID\_TAGLIST4  (ProfileInfo) | notificationConfigurationInfo from #METADATA\_OP\_PROF1 |
| PROFILES\_INFO\_ICCID\_TAGLIST5  (ProfileInfo) | profilePolicyRules from #METADATA\_OP\_PROF3 |
| PROFILES\_INFO\_TAGLIST\_ICCID  (ProfileInfo) | {iccid #ICCID\_OP\_PROF1},  {iccid #ICCID\_OP\_PROF2},  {iccid #ICCID\_OP\_PROF3} |
| PROFILES\_INFO\_TAGLIST\_ICON  (ProfileInfo) | {icon #ICON\_OP\_PROF1},  {icon #ICON\_OP\_PROF2},  {icon #ICON\_OP\_PROF3} |
| PROFILES\_INFO\_TAGLIST\_ISDPAID  (ProfileInfo) | {isdpAid <ISD\_P\_AID1>},  {isdpAid <ISD\_P\_AID2>},  {isdpAid <ISD\_P\_AID3>} |
| PROFILES\_INFO\_TAGLIST\_PROFILE\_NAME  (ProfileInfo) | {profileName #NAME\_OP\_PROF1},  {profileName #NAME\_OP\_PROF2},  {profileName #NAME\_OP\_PROF3} |
| PROFILES\_INFO\_TAGLIST\_PROFILE\_NICKNAME  (ProfileInfo) | {profileNickname #NICKNAME3} |
| PROFILES\_INFO\_TAGLIST\_PROFILE\_OWNER  (ProfileInfo) | {profileOwner #OWNER\_OP\_PROF1},  {profileOwner #OWNER\_OP\_PROF2},  {profileOwner #OWNER\_OP\_PROF2} |
| PROFILES\_INFO\_TAGLIST\_SMDP\_PROP\_DATA  (ProfileInfo) | {dpProprietaryData #SMDP\_PROP\_DATA1} |
| PROFILES\_INFO\_TAGLIST\_SP\_NAME  (ProfileInfo) | {serviceProviderName #SP\_NAME1},  {serviceProviderName #SP\_NAME2},  {serviceProviderName #SP\_NAME3} |
| PROFILES\_INFO\_TAGLIST1  (ProfileInfo) | {  iccid #ICCID\_OP\_PROF1,   profileState enabled  },  {  iccid #ICCID\_OP\_PROF2,   profileState disabled  },  {  iccid #ICCID\_OP\_PROF3,   profileState disabled  } |
| PROFILES\_INFO\_TAGLIST2  (ProfileInfo) | {  profileState enabled  },  {  profileState disabled  },  {  profileState disabled,  profileNickname #NICKNAME3 } |
| PROFILES\_INFO\_TAGLIST3  (ProfileInfo) | {  iconType png,  icon #ICON\_OP\_PROF1  },  {  iconType png,  icon #ICON\_OP\_PROF2  },  {  iconType png,  icon #ICON\_OP\_PROF3  } |
| PROFILES\_INFO\_TAGLIST4  (ProfileInfo) | {  profileState enabled,  icon #ICON\_OP\_PROF1  },  {  profileState disabled,  icon #ICON\_OP\_PROF2  },  {  profileState disabled,  icon #ICON\_OP\_PROF3  } |
| R\_AUTH\_SMDP\_MATCH\_ID | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId <S\_TRANSACTION\_ID>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>,  euiccInfo2 #R\_EUICC\_INFO2, -- check only that the field is present and has a valid TLV asn.1 structure  ctxParams1 #CTX\_PARAMS1\_MATCH\_ID  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| R\_AUTH\_SMDP\_IMEI | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId <S\_TRANSACTION\_ID>,  serverAddress #TEST\_DP\_ADDRESS1,  serverChallenge <S\_SMDP\_CHALLENGE>,  euiccInfo2 #R\_EUICC\_INFO2, -- check only that the field is present and has a valid TLV asn.1 structure  ctxParams1 #CTX\_PARAMS1\_IMEI  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| R\_AUTH\_SERVER\_INV\_CERT | resp AuthenticateServerResponse ::= authenticateResponseError : {  transactionId <S\_TRANSACTION\_ID>,  authenticateErrorCode invalidCertificate  } |
| R\_AUTH\_SERVER\_INV\_SIGN | resp AuthenticateServerResponse ::= authenticateResponseError : {  transactionId <S\_TRANSACTION\_ID>,  authenticateErrorCode invalidSignature  } |
| R\_AUTH\_SERVER\_INV\_CURV | resp AuthenticateServerResponse ::= authenticateResponseError : {  transactionId <S\_TRANSACTION\_ID>,  authenticateErrorCode unsupportedCurve  } |
| R\_AUTH\_SERVER\_INV\_CHALLENGE | resp AuthenticateServerResponse ::= authenticateResponseError : {  transactionId <S\_TRANSACTION\_ID>,  authenticateErrorCode euiccChallengeMismatch  } |
| R\_AUTH\_SERVER\_INV\_CI | resp AuthenticateServerResponse ::= authenticateResponseError : {  transactionId <S\_TRANSACTION\_ID>,  authenticateErrorCode ciPKUnknown  } |
| R\_AUTH\_SERVER\_INV\_OID | resp AuthenticateServerResponse ::= authenticateResponseError : {  transactionId <S\_TRANSACTION\_ID>,  authenticateErrorCode invalidOid  } |
| R\_AUTH\_SERVER\_NO\_SESSION | resp AuthenticateServerResponse ::= authenticateResponseError : {  transactionId <S\_TRANSACTION\_ID>,  authenticateErrorCode noSessionContext  } |
| R\_AUTH\_SMDS\_IMEI | resp AuthenticateServerResponse ::= authenticateResponseOk : {  euiccSigned1 {  transactionId <S\_TRANSACTION\_ID>,  serverAddress #TEST\_ROOT\_DS\_ADDRESS,  serverChallenge <S\_SMDS\_CHALLENGE>,  euiccInfo2 #R\_EUICC\_INFO2, -- check only that the field is present and has a valid TLV asn.1 structure  ctxParams1 #CTX\_PARAMS1\_EVENT\_ID\_IMEI  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| R\_AUTHENTICATE\_SMDP | resp AuthenticateServerResponse ::= authenticateResponseOk: {  euiccSigned1 #EUICC\_SIGNED1,  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| R\_AUTHENTICATE\_SMDS | resp AuthenticateServerResponse ::= authenticateResponseOk: {  euiccSigned1 {  transactionId <S\_TRANSACTION\_ID>,  serverAddress #TEST\_ROOT\_DS\_ADDRESS,  serverChallenge <S\_SMDS\_CHALLENGE>,  euiccInfo2 #R\_EUICC\_INFO2, -- check only that the field is present and has a valid TLV asn.1 structure  ctxParams1 #CTX\_PARAMS1\_EVENT\_ID  },  euiccSignature1 <EUICC\_SIGNATURE1>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  } |
| R\_CANCEL\_SESSION\_INV\_TRANS\_ID | resp CancelSessionResponse ::= cancelSessionResponseError : invalidTransactionId |
| R\_CANCEL\_SESSION\_METADATA | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason metadataMismatch  },  euiccCancelSessionSignature <EUICC\_CS\_SIGNATURE>  } |
| R\_CANCEL\_SESSION\_REJ | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason endUserRejection  },  euiccCancelSessionSignature <EUICC\_CS\_SIGNATURE>  } |
| R\_CANCEL\_SESSION\_POSTPONED | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason postponed  },  euiccCancelSessionSignature <EUICC\_CS\_SIGNATURE>  } |
| R\_CANCEL\_SESSION\_TIMEOUT | resp CancelSessionResponse ::= cancelSessionResponseOk {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason timeout  },  euiccCancelSessionSignature <EUICC\_CS\_SIGNATURE>  } |
| R\_CANCEL\_SESSION\_PPR | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason pprNotAllowed  },  euiccCancelSessionSignature <EUICC\_CS\_SIGNATURE>  } |
| R\_CANCEL\_SESSION\_LOAD\_BPP | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason loadBppExecutionError  },  euiccCancelSessionSignature <EUICC\_CS\_SIGNATURE>  } |
| R\_CANCEL\_SESSION\_UNDEF | resp CancelSessionResponse ::= cancelSessionResponseOk : {  euiccCancelSessionSigned {  transactionId <S\_TRANSACTION\_ID>,  smdpOid #S\_SM\_DP+\_OID,  reason undefinedReason  },  euiccCancelSessionSignature <EUICC\_CS\_SIGNATURE>  } |
| R\_CHALLENGE | response GetEuiccChallengeResponse ::=  {  euiccChallenge <EUICC\_CHALLENGE>  } |
| R\_CONF\_OP\_PROF1 | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  isdpAid <ISD\_P\_AID>,  dpProprietaryData {  dpOid #S\_SM\_DP+\_OID,  additionalSmdpData  #ADDITIONAL\_SMDP\_DATA\_MAX\_LENGTH  }  }  }  -- NOTE: Instead of  DpProprietaryData ::= SEQUENCE {  dpOid OBJECT IDENTIFIER  -- additional data objects defined by the  -- SM-DP+ MAY follow  }  -- the following structure is used to test the  -- DpProprietaryData size:  DpProprietaryData ::= SEQUENCE {  dpOid OBJECT IDENTIFIER,  additionalSmdpData OCTET STRING OPTIONAL  } |
| R\_DEFAULT\_RAT | response GetRatResponse ::= {  rat {  #PPRS\_ALLOWED  }  } |
| R\_DELETE\_PROFILE\_DISALLOWEDBYPOLICY | respDelProf DeleteProfileResponse ::= {  deleteResult disallowedByPolicy  } |
| R\_DELETE\_PROFILE\_NOTDISABLESTATE | respDelProf DeleteProfileResponse ::= {  deleteResult profileNotInDisabledState  } |
| R\_DELETE\_PROFILE\_OK | respDelProf DeleteProfileResponse ::= {  deleteResult ok  } |
| R\_DELETE\_PROFILE\_ICCID\_ISDP\_NOTFOUND | resp DeleteProfileResponse ::= {  deleteResult iccidOrAidNotFound  } |
| R\_DISABLE\_PROFILE\_DISALLOWEDbyPOLICY | resp DisableProfileResponse ::= {  disableResult disallowedByPolicy  } |
| R\_DISABLE\_PROFILE\_ICCID\_ISDP\_NOTFOUND | resp DisableProfileResponse ::= {  disableResult iccidOrAidNotFound  } |
| R\_DISABLE\_PROFILE\_NOT\_ENABLE\_STATE | resp DisableProfileResponse ::= {  disableResult profileNotInEnabledState  } |
| R\_DISABLE\_PROFILE\_OK | resp DisableProfileResponse ::= {  disableResult ok  } |
| R\_ENABLE\_PROFILE\_ICCID\_ISDP\_NOTFOUND | respEnaPro EnableProfileResponse ::= {  enableResult iccidOrAidNotFound  } |
| R\_ENABLE\_PROFILE\_NOT\_DISABLE\_STATE | respEnaPro EnableProfileResponse ::= {  enableResult profileNotInDisabledState  } |
| R\_ENABLE\_PROFILE\_DISALLOWEDbyPOLICY | respEnaPro EnableProfileResponse ::= {  enableResult disallowedByPolicy  } |
| R\_ENABLE\_PROFILE\_OK | resp EnableProfileResponse ::= {  enableResult ok  } |
| R\_ES10a\_GECA\_DS | response EuiccConfiguredAddressesResponse ::= {  *-- defaultDpAddress SHALL not be present*  rootDsAddress #TEST\_ROOT\_DS\_ADDRESS  } |
| R\_ES10a\_GECA\_DS\_DP\_1 | response EuiccConfiguredAddressesResponse ::= {  defaultDpAddress #TEST\_DP\_ADDRESS1,  rootDsAddress #TEST\_ROOT\_DS\_ADDRESS  } |
| R\_ES10a\_GECA\_DS\_DP\_2 | response EuiccConfiguredAddressesResponse ::= {  defaultDpAddress #TEST\_DP\_ADDRESS2,  rootDsAddress #TEST\_ROOT\_DS\_ADDRESS  } |
| R\_ES10a\_SD\_DP\_A\_OK | response SetDefaultDpAddressResponse::= {  setDefaultDpAddressResult ok  } |
| R\_EUICC\_INFO1 | response EUICCInfo1::=  {  svn #RSP\_SVN\_H, -- for device testing, check only that the field is present and has a valid TLV asn.1 structure  euiccCiPKIdListForVerification  <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION>,  euiccCiPKIdListForSigning  <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>  } |
| R\_EUICC\_INFO2 | response EUICCInfo2::=  {  profileVersion #IUT\_SIMA\_VERSION,  svn #RSP\_SVN\_H,  euiccFirmwareVer #IUT\_EUICC\_FIRMWARE\_VER,  extCardResource <EXT\_CARD\_RESOURCE>,  uiccCapability #IUT\_UICC\_CAPABILITY,  ts102241Version #IUT\_TS102241\_VERSION,  globalplatformVersion   #IUT\_GLOBALPLATFORM\_VERSION,  rspCapability <EUICC\_RSP\_CAPABILITY>,  euiccCiPKIdListForVerification  <EUICC\_CI\_PK\_ID\_LIST\_FOR\_VERIFICATION>,  euiccCiPKIdListForSigning  <EUICC\_CI\_PK\_ID\_LIST\_FOR\_SIGNING>,  euiccCategory #IUT\_EUICC\_CATEGORY, *-- OPTIONAL*  forbiddenProfilePolicyRules <PPR\_IDS>, *-- OPTIONAL*  ppVersion #IUT\_PP\_VERSION,  sasAcreditationNumber #IUT\_SAS\_ACCREDITATION\_NUMBER,  certificationDataObject {  platformLabel #IUT\_PLATFORM\_LABEL,  discoveryBaseURL #IUT\_DLOA\_URL  },-- OPTIONAL  treProperties <TRE\_PROPERTIES>, -- OPTIONAL  treProductReference <TRE\_REFERENCE>, -- OPTIONAL  additionalEuiccProfilePackageVersions #IUT\_EUICC\_ADD\_PP\_VERSIONS -- OPTIONAL  /\* The presence and content of the additionalEuiccProfilePackageVersions field SHALL only be checked for eUICCs supporting SGP.22 v2.3 or later.  If #IUT\_EUICC\_ADD\_PP\_VERSIONS is non-empty, the additionalEuiccProfilePackageVersions SHALL be present and its content SHALL be checked.  If #IUT\_EUICC\_ADD\_PP\_VERSIONS is empty, the additionalEuiccProfilePackageVersions field is expected to be absent, or present with an empty content\*/  } |
| R\_EUICC\_MEMORY\_RESET\_OK | resp EuiccMemoryResetResponse ::= {  resetResult ok  } |
| R\_GET\_UPDATE\_N1 | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profilePolicyRules { ppr2 }  }  } |
| R\_GET\_UPDATE\_N2 | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType jpg,  icon #ICON\_JPG,  profilePolicyRules { ppr1 }  }  } |
| R\_GET\_UPDATE\_N3 | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType png,  icon #ICON\_OP\_PROF1  *-- profilePolicyRules SHALL not be present*  }  } |
| R\_GET\_UPDATE\_N4 | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  *-- serviceProviderName SHALL not be present*  *-- profileName SHALL not be present*  iconType png,  icon #ICON\_OP\_PROF1  *-- profilePolicyRules SHALL not be present*  }  } |
| R\_GET\_UPDATE\_N6 | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType png,  icon #ICON\_OP\_PROF1  *-- profilePolicyRules SHALL not be present*  }  } |
| R\_LIST\_NOTIF\_DI1\_EN2 | response ListNotificationResponse ::= notificationMetadataList : {  #NOTIF\_METADATA\_DISABLE1,  #NOTIF\_METADATA\_ENABLE2  } |
| R\_METADATA\_UNCHANGED | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profilePolicyRules {ppr1,ppr2}  }  } |
| R\_PIR\_DATA\_MISMATCH | resp ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1,  ...  },  smdpOid #S\_SM\_DP+\_OID,  finalResult errorResult : {  bppCommandId loadProfileElements,  errorReason installFailedDueToDataMismatch,  ...  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_OK\_PROF9 | response ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF9  },  smdpOid #S\_SM\_DP+\_OID,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_PPR\_NOT\_ALLOWED | resp ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1,  ...  },  smdpOid #S\_SM\_DP+\_OID,  finalResult errorResult : {  bppCommandId storeMetadata,  errorReason pprNotAllowed  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_GET\_METADATA\_OP\_PROF1 | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC1  },  profilePolicyRules {ppr1}  }  } |
| R\_GET\_METADATA\_OP\_PROF1\_SERVICE\_SPECIFIC | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  iccid #ICCID\_OP\_PROF1,  serviceProviderName #SP\_NAME1,  profileName #NAME\_OP\_PROF1,  iconType png,  icon #ICON\_OP\_PROF1,  profileClass operational,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall,  notificationEnable,  notificationDisable,  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  }  },  profileOwner {  mccMnc #MCC\_MNC1  },  profilePolicyRules {ppr1},  serviceSpecificDataStoredInEuicc #VENDOR\_SPECIFIC\_EXTENSION1  }  } |
| R\_GET\_PROF\_NOTIF\_CONF | resp ProfileInfoListResponse ::=  profileInfoListOk :{  {  iccid #ICCID\_OP\_PROF1,  notificationConfigurationInfo {  { profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS3  },  { profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS2  },  { profileManagementOperation {  notificationEnable  },  notificationAddress #TEST\_DP\_ADDRESS2  },  { profileManagementOperation {  notificationEnable  },  notificationAddress #TEST\_DP\_ADDRESS3  },  { profileManagementOperation {  notificationDisable  },  notificationAddress #TEST\_DP\_ADDRESS3  },  { profileManagementOperation {  notificationDisable  },  notificationAddress #TEST\_DP\_ADDRESS4  },  { profileManagementOperation {  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS1  },  { profileManagementOperation {  notificationDelete  },  notificationAddress #TEST\_DP\_ADDRESS3  }  }  }  } |
| R\_ISDR\_SELECTION | resp ISDRProprietaryApplicationTemplate::= {  svn #RSP\_SVN\_H  } |
| R\_LIST\_NOTIF\_DE1 | response ListNotificationResponse ::= notificationMetadataList : {  #NOTIF\_METADATA\_DELETE1  } |
| R\_LIST\_NOTIF\_DE1\_DE1 | response ListNotificationResponse ::= notificationMetadataList : {  #NOTIF\_METADATA\_DELETE1,  #NOTIF\_METADATA2\_DELETE1  } |
| R\_LIST\_NOTIF\_DI1 | response ListNotificationResponse ::= notificationMetadataList : {  #NOTIF\_METADATA\_DISABLE1  } |
| R\_LIST\_NOTIF\_DI1\_DE1 | response ListNotificationResponse ::= notificationMetadataList : {  #NOTIF\_METADATA\_DISABLE1,  #NOTIF\_METADATA\_DELETE1  } |
| R\_LIST\_NOTIF\_DI1\_DI1 | response ListNotificationResponse ::= notificationMetadataList : {  #NOTIF\_METADATA\_DISABLE1,  #NOTIF\_METADATA2\_DISABLE1  } |
| R\_LIST\_NOTIF\_EN1 | response ListNotificationResponse ::= notificationMetadataList: {  #NOTIF\_METADATA\_ENABLE1  } |
| R\_LIST\_NOTIF\_EN1\_EN1 | response ListNotificationResponse ::= notificationMetadataList : {  #NOTIF\_METADATA\_ENABLE1,  #NOTIF\_METADATA2\_ENABLE1  } |
| R\_LIST\_NOTIF\_IN1 | response ListNotificationResponse ::= notificationMetadataList: {  #NOTIF\_METADATA\_INSTALL1  } |
| R\_LIST\_NOTIF\_IN1\_IN1\_PIR | response ListNotificationResponse ::= notificationMetadataList: {  #NOTIF\_METADATA\_INSTALL1,  #NOTIF\_METADATA\_INSTALL1\_PIR  } |
| R\_LIST\_NOTIF\_IN1\_PIR | response ListNotificationResponse ::= notificationMetadataList: {  #NOTIF\_METADATA\_INSTALL1\_PIR  } |
| R\_LIST\_NOTIF\_IN1\_EN1 | response ListNotificationResponse ::= notificationMetadataList: {  #NOTIF\_METADATA\_INSTALL1,  #NOTIF\_METADATA\_ENABLE1  } |
| R\_LIST\_NOTIF\_IN1\_PIR\_EN1 | response ListNotificationResponse ::= notificationMetadataList: {   #NOTIF\_METADATA\_INSTALL1\_PIR,  #NOTIF\_METADATA\_ENABLE1  } |
| R\_LIST\_NOTIF\_IN2\_PIR | response ListNotificationResponse ::= notificationMetadataList: {  #NOTIF\_METADATA\_INSTALL2\_PIR  } |
| R\_LIST\_NOTIF\_IN2\_PIR\_IN2 | response ListNotificationResponse ::= notificationMetadataList: {  #NOTIF\_METADATA\_INSTALL2\_PIR,  #NOTIF\_METADATA\_INSTALL2  } |
| R\_LIST\_NOTIF\_IN1\_PIR\_IN2\_PIR | response ListNotificationResponse ::= notificationMetadataList: {  #NOTIF\_METADATA\_INSTALL1\_PIR,  #NOTIF\_METADATA\_INSTALL2\_PIR  } |
| R\_LIST\_NOTIF\_NONE | response ListNotificationResponse ::=  notificationMetadataList: {} |
| R\_LIST\_NOTIF\_UNDEFINED\_ERROR | response ListNotificationResponse ::= listNotificationsResultError : undefinedError |
| R\_LIST\_NOTIF\_EN1\_IN2\_PIR | response ListNotificationResponse ::= notificationMetadataList: {  #NOTIF\_METADATA\_ENABLE1,  #NOTIF\_METADATA\_INSTALL2\_PIR  } |
| R\_PIR\_ICCID\_ALREADY\_EXIST | resp ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  },  smdpOid #S\_SM\_DP+\_OID,  finalResult errorResult : {  bppCommandId storeMetadata,  errorReason  installFailedDueToIccidAlreadyExistsOnEuicc  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_INVALID\_CRT | resp ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1  },  smdpOid #S\_SM\_DP+\_OID,  finalResult errorResult : {  bppCommandId initialiseSecureChannel,  errorReason unsupportedCrtValues  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_INVALID\_DATA | resp ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1  },  smdpOid #S\_SM\_DP+\_OID,  finalResult errorResult : {  bppCommandId configureISDP,  errorReason incorrectInputValues  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_INVALID\_OP\_ID | resp ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1  },  smdpOid #S\_SM\_DP+\_OID,  finalResult errorResult : {  bppCommandId initialiseSecureChannel,  errorReason unsupportedRemoteOperationType  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_INVALID\_SIGN | resp ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1  },  smdpOid #S\_SM\_DP+\_OID,  finalResult errorResult : {  bppCommandId initialiseSecureChannel,  errorReason invalidSignature }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_INVALID\_TRANS\_ID | resp ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <INVALID\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1  },  smdpOid #S\_SM\_DP+\_OID,  finalResult errorResult : {  bppCommandId initialiseSecureChannel,  errorReason invalidTransactionId  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_METADATA\_INVALID | resp ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1,  …  },  smdpOid #S\_SM\_DP+\_OID,  finalResult errorResult : {  bppCommandId storeMetadata,  errorReason  scp03tStructureError  OR  incorrectInputValues  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_OK | response ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata {  seqNumber <SEQ\_NUMBER>,  profileManagementOperation {  notificationInstall  },  notificationAddress #TEST\_DP\_ADDRESS1,  iccid #ICCID\_OP\_PROF1  },  smdpOid #S\_SM\_DP+\_OID,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_PPK\_INV | resp ProfileInstallationResult ::= {  profileInstallationResultData {  ...  finalResult errorResult : {  bppCommandId replaceSessionKeys,  errorReason  incorrectInputValues  OR  scp03tStructureError  OR  scp03tSecurityError  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PIR\_SECU\_INVALID | resp ProfileInstallationResult ::= {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  …  smdpOid #S\_SM\_DP+\_OID,  finalResult errorResult : {  bppCommandId loadProfileElements,  errorReason incorrectInputValues  OR  scp03tStructureError  OR  scp03tSecurityError  …  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  } |
| R\_PREP\_DOWN\_INV\_CURVE | resp PrepareDownloadResponse ::= downloadResponseError : {  transactionId <S\_TRANSACTION\_ID>,  downloadErrorCode unsupportedCurve  } |
| R\_PREP\_DOWN\_INV\_TRANS\_ID | resp PrepareDownloadResponse ::= downloadResponseError : {  transactionId <INVALID\_TRANSACTION\_ID>,  downloadErrorCode invalidTransactionId  } |
| R\_PREP\_DOWN\_NO\_SESSION | resp PrepareDownloadResponse ::= downloadResponseError : {  transactionId <S\_TRANSACTION\_ID>,  downloadErrorCode noSessionContext  } |
| R\_PREP\_DOWNLOAD\_INV\_CERT | resp PrepareDownloadResponse ::= downloadResponseError : {  transactionId <S\_TRANSACTION\_ID>,  downloadErrorCode invalidCertificate  } |
| R\_PREP\_DOWNLOAD\_INV\_SIGN | resp PrepareDownloadResponse ::= downloadResponseError : {  transactionId <S\_TRANSACTION\_ID>,  downloadErrorCode invalidSignature  } |
| R\_PREP\_DOWNLOAD\_NO\_CC | resp PrepareDownloadResponse ::= downloadResponseOk : {  euiccSigned2 {  transactionId <S\_TRANSACTION\_ID>,  euiccOtpk <OTPK\_EUICC\_ECKA>  },  euiccSignature2 <EUICC\_SIGNATURE2>  } |
| R\_PREP\_DOWNLOAD\_WITH\_CC | resp PrepareDownloadResponse ::= downloadResponseOk : {  euiccSigned2 {  transactionId <S\_TRANSACTION\_ID>,  euiccOtpk <OTPK\_EUICC\_ECKA>,  hashCc <S\_HASHED\_CC>  },  euiccSignature2 <EUICC\_SIGNATURE2>  } |
| R\_RAT\_WITH\_OTHER\_RULES | response GetRatResponse ::= {  rat {  #PPR1\_WITH\_OWNER\_GID,  #PPR1\_WITHOUT\_GID,  #PPR2\_WITHOUT\_CONSENT,  #PPRS\_ALLOWED  }  } |
| R\_REMOVE\_NOTIF\_NOTHING\_TO\_DELETE | response NotificationSentResponse ::= {  deleteNotificationStatus nothingToDelete  } |
| R\_REMOVE\_NOTIF\_OK | response NotificationSentResponse ::= {  deleteNotificationStatus ok  } |
| R\_RETRIEVE\_NOTIF\_IN1\_IN1\_PIR | resp RetrieveNotificationsListResponse ::=  notificationList : {  profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata #NOTIF\_METADATA\_INSTALL1\_PIR,  smdpOid #S\_SM\_DP+\_OID,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  },  otherSignedNotification : {  tbsOtherNotification #NOTIF\_METADATA\_INSTALL1,   euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  }  } |
| R\_RETRIEVE\_NOTIF\_IN1\_PIR | resp RetrieveNotificationsListResponse ::=  notificationList : {  profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata #NOTIF\_METADATA\_INSTALL1\_PIR,  smdpOid #S\_SM\_DP+\_OID,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  }  } |
| R\_RETRIEVE\_NOTIF\_IN1 | resp RetrieveNotificationsListResponse ::=  notificationList : {  otherSignedNotification : {  tbsOtherNotification #NOTIF\_METADATA\_INSTALL1,  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  }  } |
| R\_RETRIEVE\_NOTIF\_EN1 | resp RetrieveNotificationsListResponse ::=  notificationList : {  otherSignedNotification : {  tbsOtherNotification #NOTIF\_METADATA\_ENABLE1,  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  }  } |
| R\_RETRIEVE\_NOTIF\_IN2\_PIR | resp RetrieveNotificationsListResponse ::=  notificationList : {  profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata #NOTIF\_METADATA\_INSTALL2\_PIR,  smdpOid #S\_SM\_DP+\_OID2,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  }  } |
| R\_RETRIEVE\_NOTIF\_DI1 | resp RetrieveNotificationsListResponse ::=  notificationList : {  otherSignedNotification : {  tbsOtherNotification #NOTIF\_METADATA\_DISABLE1,  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  }  } |
| R\_RETRIEVE\_NOTIF\_DE1 | resp RetrieveNotificationsListResponse ::=  notificationList : {  otherSignedNotification : {  tbsOtherNotification #NOTIF\_METADATA\_DELETE1,  euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  }  } |
| R\_RETRIEVE\_NOTIF\_NONE | resp RetrieveNotificationsListResponse ::=  notificationList : {} |
| R\_RETRIEVE\_NOTIF\_IN1\_PIR\_EN1 | resp RetrieveNotificationsListResponse ::=  notificationList : {  profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata #NOTIF\_METADATA\_INSTALL1\_PIR,  smdpOid #S\_SM\_DP+\_OID,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  },  otherSignedNotification : {  tbsOtherNotification #NOTIF\_METADATA\_ENABLE1,   euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  }  } |
| R\_RETRIEVE\_NOTIF\_IN1\_PIR\_IN2\_PIR | resp RetrieveNotificationsListResponse ::=  notificationList : {  profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata #NOTIF\_METADATA\_INSTALL1\_PIR,  smdpOid #S\_SM\_DP+\_OID,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  },  profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata #NOTIF\_METADATA\_INSTALL2\_PIR,  smdpOid #S\_SM\_DP+\_OID2,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  }  } |
| R\_RETRIEVE\_NOTIF\_DI1\_DE1 | resp RetrieveNotificationsListResponse ::=  notificationList : {  otherSignedNotification : {  tbsOtherNotification #NOTIF\_METADATA\_DISABLE1,   euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA   },  otherSignedNotification : {  tbsOtherNotification #NOTIF\_METADATA\_DELETE1,   euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  }  } |
| R\_RETRIEVE\_NOTIF\_IN1\_EN1 | resp RetrieveNotificationsListResponse ::=  notificationList : {  otherSignedNotification : {  tbsOtherNotification #NOTIF\_METADATA\_INSTALL1,   euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA   },  otherSignedNotification : {  tbsOtherNotification #NOTIF\_METADATA\_ENABLE1,   euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  }  } |
| R\_RETRIEVE\_NOTIF\_EN1\_IN2\_PIR | resp RetrieveNotificationsListResponse ::=  notificationList : {  profileInstallationResult : {  profileInstallationResultData {  transactionId <S\_TRANSACTION\_ID>,  notificationMetadata #NOTIF\_METADATA\_INSTALL2\_PIR,  smdpOid #S\_SM\_DP+\_OID2,  finalResult successResult : {  aid <ISD\_P\_AID>,  simaResponse #SIMA\_RESULT\_OK  }  },  euiccSignPIR <EUICC\_SIGN\_PIR>  },  otherSignedNotification : {  tbsOtherNotification#NOTIF\_METADATA\_ENABLE1,   euiccNotificationSignature <TBS\_EUICC\_NOTIF\_SIG>,  euiccCertificate #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA  }  } |
| SMDP\_PROP\_DATA1  (DpProprietaryData) | {  dpOid #S\_SM\_DP+\_OID  } |

D.4 APDU

D.4.1 APDU Commands

|  |  |
| --- | --- |
| Name | Content |
| DELETE\_SSD | - CLA = 80, INS = E4, P1 = 00, P2 = 80, LC = <L>  - Data = 4F <L> #SSD\_AID  - LE = 00 |
| GET\_RESPONSE | - CLA = 0x (x = <CHANNEL\_NUMBER>), INS = C0,  P1 = 00, P2 = 00, LE = <L> |
| GET\_MNO\_SD | - CLA = 80, INS = F2, P1 = 80, P2 = 02, LC = <L>  - Data = 4F 00  - LE = 00 |
| INSTALL\_PERSO\_RES\_ISDP | - CLA = 80, INS = E6, P1 = 20, P2 = 00, LC = 16  - Data = 00 00 10 A0 00 00 05 59 10 10 FF FF FF FF 89 00 00 0F 00 00 00 00  - LE = 00 |
| MANAGE\_CHANNEL\_OPEN | - CLA = 00, INS = 70, P1 = 00, P2 = 00, LE = 01 |
| READ\_BINARY | - CLA = 00, INS = B0, P1 = 00, P2 = 00, LE = <L> |
| SELECT\_MF | - CLA = 00, INS = A4, P1 = 00, P2 = 04, LC = <L>  - Data = 3F 00  - LE = 00 |
| SELECT\_ICCID | - CLA = 00, INS = A4, P1 = 00, P2 = 0C, LC = 02  - Data = 2F E2 |
| SELECT\_USIM | - CLA = 00, INS = A4, P1 = 04, P2 = 04, LC = <L>  - Data = #USIM\_AID  - LE = 00 |
| TERMINAL\_CAPABILITY\_LPAd | - CLA = 80, INS = AA, P1 = 00, P2 = 00, LC = <L>  - Data = A9 05 81 00 83 01 07 |
| TERMINAL\_PROFILE | - CLA = 80, INS = 10, P1 = 00, P2 = 00, LC = <L>  - Data = FF FF FF FF 7F 9D 00 DF BF 00 00 1F E2 00 00 00 C7 EB 00 00 00 01 68 00 50 00 00 00 00 00 02 00 |
| TERMINAL\_PROFILE\_eUICCProfileStateChanged | - CLA = 80, INS = 10, P1 = 00, P2 = 00, LC = <L>  - Data = FF FF FF FF FF FF 1F FF FF 03 02 FF FF 9F FF EF DF FF 0F FF 0F FF FF 0F FF 03 00 3F 7F FF 03 FF FF 20 |

D.4.2 R-APDU Chaining

During the execution of all sequences related to the eUICC testing (i.e. section 4.2), for commands where the response exceeds 256 bytes, the chaining mechanism defined in ISO/IEC 7816-4 [7], using the 61XX status word and multiple GET RESPONSE commands, SHALL be used.

As an example, the following generic sequence, which describes this mechanism, SHALL apply.

|  |  |  |  |
| --- | --- | --- | --- |
| Step | Direction | Sequence / Description | Result |
| 1 | OCE 🡪 eUICC | Send APDU command on logical channel x | <R\_APDU\_PART1>  SW=0x61XX |
| 2 | OCE 🡪 eUICC | Send [GET\_RESPONSE] on logical channel x with LE='XX' | <R\_APDU\_PART2>  SW=0x61XX |
| 3 | OCE 🡪 eUICC | Send [GET\_RESPONSE] on logical channel x with LE='XX' | <R\_APDU\_PART3>  SW=0x61XX |
| 4 | OCE 🡪 eUICC | Send [GET\_RESPONSE] on logical channel x with LE='XX' | <R\_APDU\_PART4>  SW=0x9000  The complete response is the result of the concatenation of all R-APDUs from <R\_APDU\_PART1> to <R\_APDU\_PART4> |

D.5 ES6 Requests And Responses

D.5.1 ES6 Requests

|  |  |
| --- | --- |
| Name | Content |
| REMOVE\_PPR1 | metadataReq UpdateMetadataRequest ::= {  profilePolicyRules {ppr2}  } |
| UPD\_ICON\_REM\_PPR2 | metadataReq UpdateMetadataRequest ::= {  iconType jpg,  icon #ICON\_JPG,  profilePolicyRules {ppr1}  } |
| UPD\_NAMES\_REM\_PPRS | metadataReq UpdateMetadataRequest ::= {  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  profilePolicyRules {}  } |
| REMOVE\_NAMES\_PPRS | metadataReq UpdateMetadataRequest ::= {  serviceProviderName "",  profileName "",  profilePolicyRules {}  } |
| UPD\_PPR\_CONTROL | metadataReq UpdateMetadataRequest ::= {  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType jpg,  icon #ICON\_JPG,  profilePolicyRules {pprUpdateControl, ppr1}  } |
| UPD\_NO\_METADATA | metadataReq UpdateMetadataRequest ::= { } |
| UPD\_ICON\_NO\_TYPE | metadataReq UpdateMetadataRequest ::= {  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  icon #ICON\_JPG,  profilePolicyRules {}  } |
| UPD\_ICON\_TYPE\_ONLY | metadataReq UpdateMetadataRequest ::= {  serviceProviderName #SP\_NAME2,  profileName #NAME\_OP\_PROF2,  iconType jpg,  profilePolicyRules {}  } |

D.6 ES11 Requests And Responses

D.6.1 ES11 Requests

|  |  |
| --- | --- |
| Name | Content |
| AUTH\_SERVER\_RESP\_MATCHING\_ID\_EMPTY | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_MATCHING\_ID\_EVENT\_ID | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EVENT\_ID  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_MATCHING\_ID\_EVENT\_ID\_R | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EVENT\_ID\_R  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_MATCHING\_ID\_OMITTED | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_OMITTED  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_1\_EX\_BC\_cA | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_INVALID\_EX\_BC\_cA } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_1\_EX\_BC\_PLC | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_INVALID\_EX\_BC\_PLC } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_1\_EX\_CP | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_INVALID\_EX\_CP } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_1\_EX\_KU | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_INVALID\_EX\_KU } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_1\_SIG | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_INVALID\_SIG } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_2\_6\_3 | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate   #CERT\_EUM\_ECDSA\_EXPIRED } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_1\_EX\_CP | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_INVALID\_EX\_CP,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_1\_EX\_KU | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_INVALID\_EX\_KU,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_1\_SIG | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_INVALID\_SIG,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_1\_SUB\_ORG | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_INVALID\_SUB\_ORG,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_1\_SUB\_SN | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_INVALID\_SUB\_SN,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_3\_6\_3 | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA\_EXPIRED,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_6\_1\_CHA | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE\_INVALID>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_1\_6\_1\_SIG | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <S\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1\_INVALID>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } |
| AUTH\_SERVER\_RESP\_SMDS\_8\_10\_1\_3\_9 | resp authenticateServerResponse ::= authenticateResponseOk : {   euiccSigned1 {  transactionId   <INVALID\_TRANSACTION\_ID>,  serverAddress   #IUT\_SM\_DS\_ADDRESS\_ES11,  serverChallenge   <SMDS\_CHALLENGE>,  euiccInfo2 #S\_EUICC\_INFO2,  ctxParams1   #CTX\_PARAMS1\_MATCHING\_ID\_EMPTY  },  euiccSignature1   <EUICC\_SIGNATURE1>,  euiccCertificate   #CERT\_EUICC\_ECDSA,  eumCertificate #CERT\_EUM\_ECDSA } |
| CTX\_PARAMS1\_MATCHING\_ID\_EVENT\_ID (CtxParams1) | ctxParamsForCommonAuthentication : {  matchingId #EVENT\_ID\_1,  deviceInfo #S\_DEVICE\_INFO } |
| CTX\_PARAMS1\_MATCHING\_ID\_EVENT\_ID\_R (CtxParams1) | ctxParamsForCommonAuthentication : {  matchingId <EVENT\_ID\_R>,  deviceInfo #S\_DEVICE\_INFO } |
| CTX\_PARAMS1\_MATCHING\_ID\_OMITTED  (CtxParams1) | ctxParamsForCommonAuthentication : {  deviceInfo #S\_DEVICE\_INFO } |

D.6.2 ES11 Responses

|  |  |
| --- | --- |
| Name | Content |
| AUTH\_CLIENT\_DS\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "eventEntries" : #EVENT\_ENTRY  } |
| AUTH\_CLIENT\_DS\_OK1 | {  "header" :{  "functionExecutionStatus":{  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "eventEntries" : [ #EVENT\_ENTRY\_1 ]  } |
| AUTH\_CLIENT\_DS\_OK2 | {  "header" :{  "functionExecutionStatus":{  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "eventEntries" : [ #EVENT\_ENTRY\_2 ]  } |
| AUTH\_CLIENT\_DS\_OK\_DSADDR1 | {  "header" :{  "functionExecutionStatus":{  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "eventEntries" : [ #EVENT\_ENTRY\_DSADDR1 ]  } |
| EVENT\_ENTRY | {  "eventId" : <EVENT\_ID>,  "rspServerAddress" : <RSP\_SERVER\_ADDRESS>  } |
| EVENT\_ENTRY\_1 | {  "eventId" : #EVENT\_ID\_1,  "rspServerAddress" : #TEST\_DP\_ADDRESS1 } |
| EVENT\_ENTRY\_1\_ALT\_DS | {  "eventId" : #EVENT\_ID\_1,  "rspServerAddress" : #TEST\_ALT\_DS\_ADDRESS } |
| EVENT\_ENTRY\_2 | {  "eventId" : #EVENT\_ID\_2,  "rspServerAddress" : #TEST\_DP\_ADDRESS1  } |
| EVENT\_ENTRY\_DSADDR1 | {  "eventId" : #EVENT\_ID\_1,  "rspServerAddress" : #TEST\_DS\_ADDRESS1  } |
| EVENT\_ENTRY\_MULTI | {  "eventId" : #EVENT\_ID\_1,  "rspServerAddress" : #TEST\_DP\_ADDRESS1 },  {  "eventId" : #EVENT\_ID\_2,  "rspServerAddress" : #TEST\_DP\_ADDRESS2 } |
| R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_ALT\_DS\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "eventEntries" : [#EVENT\_ENTRY\_1\_ALT\_DS]  } |
| R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_1\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "eventEntries" : [#EVENT\_ENTRY\_1]  } |
| R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_EMPTY\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "eventEntries" : []  } |
| R\_AUTH\_CLIENT\_DS\_EVENT\_ENTRY\_MULTI\_OK | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  },  "transactionId" : <S\_TRANSACTION\_ID>,  "eventEntries" : [#EVENT\_ENTRY\_MULTI]  } |

D.7 ES12 Requests And Responses

There are no specific ES12 requests or responses defined in the present document.

D.8 ES15 Requests And Responses

There are no specific ES15 requests or responses defined in the present document.

D.9 Common Server Responses

For all responses with a JSON component the “subjectIdentifier” and “message” are optional and may or may not be present in the response received from the RSP server.

|  |  |
| --- | --- |
| Name | Content |
| R\_ERROR\_1\_2\_4\_2 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "1.2",  "reasonCode" : "4.2"  }  }  } } |
| R\_ERROR\_8\_1\_1\_2\_2 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.1.1",  "reasonCode" : "2.2"  }  }  }  } |
| R\_ERROR\_8\_1\_1\_3\_8 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.1.1",  "reasonCode" : "3.8"  }  }  } } |
| R\_ERROR\_8\_1\_1\_3\_10 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.1.1",  "reasonCode" : "3.10"  }  }  }  } |
| R\_ERROR\_8\_1\_2\_6\_1 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.1.2",  "reasonCode" : "6.1"  }  }  } } |
| R\_ERROR\_8\_1\_2\_6\_3 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.1.2",  "reasonCode" : "6.3"  }  }  } } |
| R\_ERROR\_8\_1\_3\_6\_1 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.1.3",  "reasonCode" : "6.1"  }  }  } } |
| R\_ERROR\_8\_1\_3\_6\_3 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.1.3",  "reasonCode" : "6.3"  }  }  } } |
| R\_ERROR\_8\_1\_4\_8 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.1",  "reasonCode" : "4.8"  }  }  } } |
| R\_ERROR\_8\_1\_6\_1 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.1",  "reasonCode" : "6.1"  }  }  } } |
| R\_ERROR\_8\_2\_1\_2 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.2",  "reasonCode" : "1.2"  }  }  } } |
| R\_ERROR\_8\_2\_1\_3\_3 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData" : {  "subjectCode" : "8.2.1",  "reasonCode" : "3.3"  }  }  } } |
| R\_ERROR\_8\_2\_1\_3\_9 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData" : {  "subjectCode" : "8.2.1",  "reasonCode" : "3.9"  }  }  } } |
| R\_ERROR\_8\_2\_3\_7 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData" : {  "subjectCode" : "8.2",  "reasonCode" : "3.7"  }  }  }  } |
| R\_ERROR\_8\_2\_5\_4\_3 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.2.5",  "reasonCode" : "4.3"  }  }  } } |
| R\_ERROR\_8\_2\_6\_3\_3 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.2.6",  "reasonCode" : "3.3"  }  }  }  } |
| R\_ERROR\_8\_2\_6\_3\_8 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.2.6",  "reasonCode" : "3.8"  }  }  } } |
| R\_ERROR\_8\_2\_6\_3\_10 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.2.6",  "reasonCode" : "3.10"  }  }  }  } |
| R\_ERROR\_8\_2\_7\_2\_2 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData" : {  "subjectCode" : "8.2.7",  "reasonCode" : "2.2"  }  }  }  } |
| R\_ERROR\_8\_2\_7\_3\_8 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData" : {  "subjectCode" : "8.2.7",  "reasonCode" : "3.8"  }  }  }  } |
| R\_ERROR\_8\_2\_7\_6\_4 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.2.7",  "reasonCode" : "6.4"  }  }  }  } |
| R\_ERROR\_8\_8\_1\_3\_8 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.8.1",  "reasonCode" : "3.8"  }  }  } } |
| R\_ERROR\_8\_8\_2\_3\_1 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.8.2",  "reasonCode" : "3.1"  }  }  } } |
| R\_ERROR\_8\_8\_3\_3\_1 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.8.3",  "reasonCode" : "3.1"  }  }  } } |
| R\_ERROR\_8\_8\_3\_10 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.8",  "reasonCode" : "3.10"  }  }  } } |
| R\_ERROR\_8\_8\_4\_3\_7 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.8.4",  "reasonCode" : "3.7"  }  }  } } |
| R\_ERROR\_8\_8\_5\_4\_10 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.8.5",  "reasonCode" : "4.10"  }  }  } } |
| R\_ERROR\_8\_8\_5\_6\_4 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.8.5",  "reasonCode" : "6.4"  }  }  } } |
| R\_ERROR\_8\_9\_1\_3\_8 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.9.1",  "reasonCode" : "3.8"  }  }  } } |
| R\_ERROR\_8\_9\_2\_3\_1 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.9.2",  "reasonCode" : "3.1"  }  }  } } |
| R\_ERROR\_8\_9\_3\_3\_1 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.9.3",  "reasonCode" : "3.1"  }  }  } } |
| R\_ERROR\_8\_9\_4\_2 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.9",  "reasonCode" : "4.2"  }  }  } } |
| R\_ERROR\_8\_9\_4\_3\_7 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.9.4",  "reasonCode" : "3.7"  }  }  } } |
| R\_ERROR\_8\_9\_5\_1 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.9",  "reasonCode" : "5.1"  }  }  } } |
| R\_ERROR\_8\_9\_5\_3\_3 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.9.5",  "reasonCode" : "3.3"  }  }  } } |
| R\_ERROR\_8\_9\_5\_3\_9 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.9.5",  "reasonCode" : "3.9"  }  }  } } |
| R\_ERROR\_8\_10\_1\_3\_9 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.10.1",  "reasonCode" : "3.9"  }  }  } } |
| R\_ERROR\_8\_11\_1\_3\_9 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : "8.11.1",  "reasonCode" : "3.9"  }  }  } } |
| R\_ERROR\_ANY | {  "header" : {  "functionExecutionStatus" : {  "status" : "Failed",  "statusCodeData” : {  "subjectCode" : <SUBJECT\_CODE\_ANY>,  "reasonCode" : <REASON\_CODE\_ANY>  }  }  }  } |
| R\_ERROR\_SMXX\_1\_3\_8 | The error response will be as follows dependent on the entity under test:   for SM-DP+ testing on ES9+ SHALL be #R\_ERROR\_8\_8\_1\_3\_8   for SM-DS testing on ES11 SHALL be #R\_ERROR\_8\_9\_1\_3\_8 |
| R\_ERROR\_SMXX\_2\_3\_1 | The error response will be as follows dependent on the entity under test:   for SM-DP+ testing on ES9+ SHALL be #R\_ERROR\_8\_8\_2\_3\_1   for SM-DS testing on ES11 SHALL be #R\_ERROR\_8\_9\_2\_3\_1 |
| R\_ERROR\_SMXX\_3\_3\_1 | The error response will be as follows dependent on the entity under test:   for SM-DP+ testing on ES9+ SHALL be #R\_ERROR\_8\_8\_3\_3\_1   for SM-DS testing on ES11 SHALL be #R\_ERROR\_8\_9\_3\_3\_1 |
| R\_ERROR\_SMXX\_4\_3\_7 | The error response will be as follows dependent on the entity under test:   for SM-DP+ testing on ES9+ SHALL be #R\_ERROR\_8\_8\_4\_3\_7   for SM-DS testing on ES11 SHALL be #R\_ERROR\_8\_9\_4\_3\_7 |
| R\_SUCCESS | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  } } |

D.10 ES2+ Requests And Responses

**D.10.1 ES2+ Requests**

**D.10.2 ES2+ Responses**

|  |  |  |
| --- | --- | --- |
| Name | | Content |
| R\_SUCCESS\_ICCID1 | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  }  "iccid" : "#ICCID\_OP\_PROF1" } | |
| R\_SUCCESS\_MATCHING\_ID | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  }  "matchingId" : <MATCHING\_ID>  } | |
| R\_SUCCESS\_MATCHING\_ID\_EID | {  "header" : {  "functionExecutionStatus" : {  "status" : "Executed-Success"  }  }  "matchingId" : <MATCHING\_ID>  "eid" : "#EID1"  } | |

Annex E Profiles

|  |  |
| --- | --- |
| Profile | GENERIC\_PROFILE\_STRUCTURE |
| Description | Generic Operational Profile ASN.1 structure to be used as a basis for all Profiles used in this specification. |
| Details | headerValue ProfileElement ::= header : {  major-version 2,  minor-version 3,  profileType "GSMA Profile Package",  iccid '89019990001234567893'H,  eUICC-Mandatory-services {  usim NULL,  milenage NULL  },  eUICC-Mandatory-GFSTEList {  -- see Note 1  id-MF,  id-USIM  }  }  mfValue ProfileElement ::= mf : {  mf-header {  mandated NULL,  identification 1  },  templateID id-MF,  mf {  fileDescriptor : {  pinStatusTemplateDO '01020A'H  }  },  ef-pl {  fileDescriptor : {  -- EF PL modified to use Access Rule 15 within EF ARR  securityAttributesReferenced '0F'H  }  },  ef-iccid {  -- swapped ICCID: 98109909002143658739  fillFileContent '98109909002143658739'H  },  ef-dir {  fileDescriptor {  -- Shareable Linear Fixed File  -- 4 records, record length: 38 bytes  fileDescriptor '42210026'H,  efFileSize '98'H  },  -- USIM AID: A0000000871002FF33FF018900000100  fillFileContent  '61184F10A0000000871002FF33FF01890000010050045553494D'H  },  ef-arr {  fileDescriptor : {  fileDescriptor '42210025'H,  lcsi '05'H,  efFileSize '022B'H  },  fillFileContent : '8001019000800102A406830101950108800158A40683010A950108'H,  fillFileOffset : 10,  fillFileContent : '800101A40683010195010880015AA40683010A950108'H,  fillFileOffset : 15,  fillFileContent : '80015BA40683010A950108'H,  fillFileOffset : 26,  fillFileContent : '800101900080015A9700'H,  fillFileOffset : 27,  fillFileContent : '800103A406830101950108800158A40683010A950108'H,  fillFileOffset : 15,  fillFileContent : '800111A40683010195010880014AA40683010A950108'H,  fillFileOffset : 15,  fillFileContent : '800103A406830101950108800158A40683010A950108840132A406830101950108'H,  fillFileOffset : 4,  fillFileContent : '800101A406830101950108800102A406830181950108800158A40683010A950108'H,  fillFileOffset : 4,  fillFileContent : '800101900080011AA406830101950108800140A40683010A950108'H,  fillFileOffset : 10,  fillFileContent : '800101900080015AA40683010A950108'H,  fillFileOffset : 21,  fillFileContent : '8001019000800118A40683010A9501088001429700'H,  fillFileOffset : 16,  fillFileContent : '800101A40683010195010880015A9700'H,  fillFileOffset : 21,  fillFileContent : '800113A406830101950108800148A40683010A950108'H,  fillFileOffset : 15,  fillFileContent : '80015EA40683010A950108'H,  fillFileOffset : 26,  fillFileContent '8001019000800102A010A40683010195  0108A406830102950108800158A40683  010A950108'H  }  }  pukVal ProfileElement ::= pukCodes : {  puk-Header {  mandated NULL,  identification 2  },  pukCodes {  {  keyReference pukAppl1,  pukValue '3030303030303030'H,  -- maxNumOfAttemps:9, retryNumLeft:9  maxNumOfAttemps-retryNumLeft 153  },  {  keyReference pukAppl2,  pukValue '3132333435363738'H  },  {  keyReference secondPUKAppl1,  pukValue '3932393435363738'H,  -- maxNumOfAttemps:8, retryNumLeft:8  maxNumOfAttemps-retryNumLeft 136  }  }  }  pinVal ProfileElement ::= pinCodes : {  pin-Header {  mandated NULL,  identification 3  },  pinCodes pinconfig : {  {  keyReference pinAppl1,  pinValue '31323334FFFFFFFF'H,  unblockingPINReference pukAppl1  },  {  keyReference pinAppl2,  pinValue '30303030FFFFFFFF'H,  unblockingPINReference pukAppl2  },  {  keyReference adm1,  pinValue '35363738FFFFFFFF'H,  pinAttributes 1  }  }  }  usimValue ProfileElement ::= usim : {  usim-header {  mandated NULL,  identification 4  },  templateID id-USIM,  adf-usim {  fileDescriptor : {  fileID '7FF1'H,  dfName 'A0000000871002FF33FF018900000100'H,  pinStatusTemplateDO '01810A'H  }  },  ef-imsi {  -- numerical format: 234101943787656  fillFileContent '082943019134876765'H  },  ef-arr {  fileDescriptor {  linkPath '2F06'H  }  },  ef-ust {  -- Service Dialling Numbers, Short Message Storage…  fillFileContent '0A2E178CE73204000000000000'H  },  ef-spn {  -- ASCII format: "GSMA eUICC"  fillFileContent '0247534D41206555494343FFFFFFFFFFFF'H  },  ef-est {  -- Services deactivated  fillFileContent '00'H  },  ef-acc {  -- Access class 4  fillFileContent '0040'H  },  ef-ecc {  -- Emergency Call Code 911  fillFileContent '19F1FF01'H  }  }  usimPin ProfileElement ::= pinCodes : {  pin-Header {  mandated NULL,  identification 5  },  pinCodes pinconfig : {  {  keyReference secondPINAppl1,  pinValue '39323338FFFFFFFF'H  unblockingPINReference secondPUKAppl1,  -- PIN is Enabled  pinAttributes 1,  -- maxNumOfAttemps:2, retryNumLeft:2  maxNumOfAttemps-retryNumLeft 34  }  }  }  akaParamValue ProfileElement ::= akaParameter : {  aka-header {  mandated NULL,  identification 6  },  algoConfiguration algoParameter : {  algorithmID milenage,  -- RES and MAC 64 bits, CK and IK 128 bits  algorithmOptions '01'H,  key '000102030405060708090A0B0C0D0E0F'H,  opc '0102030405060708090A0B0C0D0E0F00'H,  -- rotationConstants uses default: '4000204060'H  -- xoringConstants uses default value  authCounterMax '010203'H  }  -- sqnOptions uses default: '02'H  -- sqnDelta uses default: '000010000000'H  -- sqnAgeLimit uses default: '000010000000'H  -- sqnInit uses default: all bytes zero  }  mnoSdValue ProfileElement ::= securityDomain : {  sd-Header {  mandated NULL,  identification 7  },  instance {  applicationLoadPackageAID 'A0000001515350'H,  classAID 'A000000151535041'H,  instanceAID 'A000000151000000'H,  applicationPrivileges '82FC80'H,  -- Secured  lifeCycleState '0F'H,  -- SCP80 supported  applicationSpecificParametersC9 '810280008201F08701F0'H,  -- other parameters MAY be necessary  applicationParameters {  -- TAR: B20100, MSL: 12  uiccToolkitApplicationSpecificParametersField  '0100000100000002011203B2010000'H  }  },  keyList {  {  -- C-ENC + R-ENC  keyUsageQualifier '38'H,  -- ENC key  keyIdentifier '01'H,  keyVersionNumber '01'H,  keyCompontents {  {  -- DES mode implicitly known (as an example)  keyType '80'H,  -- This value MAY be freely changed  keyData '112233445566778899AABBCCDDEEFF10'H  }  }  },  {  -- C-MAC + R-MAC  keyUsageQualifier '34'H,  -- MAC key  keyIdentifier '02'H,  keyVersionNumber '01'H,  keyCompontents {  {  -- DES mode implicitly known (as an example)  keyType '80'H,  -- This value MAY be freely changed  keyData '112233445566778899AABBCCDDEEFF10'H  }  }  },  {  -- C-DEK + R-DEK  keyUsageQualifier 'C8'H,  -- data ENC key  keyIdentifier '03'H,  keyVersionNumber '01'H,  keyCompontents {  {  -- DES mode implicitly known (as an example)  keyType '80'H,  -- This value MAY be freely changed  keyData '112233445566778899AABBCCDDEEFF10'H  }  }  },  -- AES Token Key (as an example)  -- This value MAY be freely changed  keyUsageQualifier '81'H,  -- MAY be used by SD  keyAccess '01'H,  -- Key Id 01  keyIdentifier '01'H,  keyVersionNumber '70'H,  keyCompontents {  {  -- AES (16 bytes key length)  -- This value MAY be freely changed  keyType '88'H,  -- This value MAY be freely changed  keyData 'CDFE56B7B72FAE6A047341F003D7A48D'H  }  }  },  {  -- Receipt (the AES scheme SHALL be supported)  keyUsageQualifier '44'H,  -- MAY be used by SD  keyAccess '01'H,  -- Key Id 01  keyIdentifier '01'H,  keyVersionNumber '71'H,  keyCompontents {  {  -- AES (16 bytes key length)  keyType '88'H,  -- This value MAY be freely changed  keyData '11121314212223243132333441424344'H  }  }  }  }  }  ssdValue ProfileElement ::= securityDomain : {  sd-Header {  mandated NULL,  identification 8  },  instance {  applicationLoadPackageAID 'A0000001515350'H,  classAID 'A000000151535041'H,  instanceAID 'A00000055910100102736456616C7565'H,  -- by default extradited under MNO-SD  -- Privileges: Security Domain + Trusted Path  applicationPrivileges '808000'H,  -- Personalized  lifeCycleState '0F'H,  -- SCP80 supported, extradiction supported  applicationSpecificParametersC9 '810280008201F0'H,  applicationParameters {  -- TAR: 6C7565, MSL: 12  uiccToolkitApplicationSpecificParametersField  '01000001000000020112036C756500'H  }  },  keyList {  {  -- C-ENC + R-ENC  keyUsageQualifier '38'H,  keyIdentifier '01'H,  keyVersionNumber '01'H,  keyCompontents {  {  -- DES mode implicitly known (as an example)  keyType '80'H,  -- This value MAY be freely changed  keyData '11223344556677881122334455667788'H  }  }  },  {  -- C-MAC + R-MAC  keyUsageQualifier '34'H,  -- MAC key  keyIdentifier '02'H,  keyVersionNumber '01'H,  keyCompontents {  {  -- DES mode implicitly known (as an example)  keyType '80'H,  -- This value MAY be freely changed  keyData '11223344556677881122334455667788'H  }  }  },  {  -- C-DEK + R-DEK  keyUsageQualifier 'C8'H,  -- data ENC key  keyIdentifier '03'H,  keyVersionNumber '01'H,  keyCompontents {  {  -- DES mode implicitly known (as an example)  keyType '80'H,  -- This value MAY be freely changed  keyData '11223344556677881122334455667788'H  }  }  }  }  }  rfmUicc ProfileElement ::= rfm : {  rfm-header {  identification 11  },  -- Instance AID  instanceAID ' A00000055910100001'H,  tarList {  'B00000'H  },  -- cryptographic checksum + counter higher  minimumSecurityLevel '12'H,  -- full access  uiccAccessDomain '00'H,  -- full access  uiccAdminAccessDomain '00'H  }  rfmUsim ProfileElement ::= rfm : {  rfm-header {  identification 12  },  -- Instance AID  instanceAID 'A00000055910100002'H,  tarList {  'B00020'H  },  -- cryptographic checksum + counter higher  minimumSecurityLevel '12'H,  -- full access  uiccAccessDomain '00'H,  -- full access  uiccAdminAccessDomain '00'H,  adfRFMAccess {  adfAID 'A0000000871002FF33FF018900000100'H,  -- UICC access condition: ADM1  adfAccessDomain '02000100'H,  -- UICC access condition: ADM1  adfAdminAccessDomain '02000100'H  }  }  endValue ProfileElement ::= end : {  end-header {  mandated NULL,  identification 99  }  } |
| *Note 1: The following OIDs are used:*  *id-MF OBJECT IDENTIFIER ::=*  *{joint-iso-itu-t(2) international-organizations(23) simalliance(143) euicc-profile(1) template(2) mf(1)}*  *id-USIM OBJECT IDENTIFIER ::=*  *{joint-iso-itu-t(2) international-organizations(23) simalliance(143) euicc-profile(1) template(2) usim(4)}* | |

|  |  |
| --- | --- |
| Profile | PROFILE\_OPERATIONAL1 |
| Description | Operational Profile  This Profile acts as an Operational Profile in the scope of this specification.  NOTE: Milenage algorithm is used in this Profile |
| Details | The Profile Metadata SHALL be set to #METADATA\_OP\_PROF1, except if defined differently in the test sequence.  The Unprotected Profile Package content SHALL follow the ASN.1 structure specified above for GENERIC\_PROFILE\_STRUCTURE except that:   the *iccid* field SHALL be set to #ICCID\_OP\_PROF1 in the *ProfileHeader* element, in non-swapped format   the ef-iccid present in the PE-MF SHALL be set to #ICCID\_OP\_PROF1   the ef-imsi present in the PE-USIM SHALL be set to #IMSI\_OP\_PROF1   the pinAttributes of pinAppl1 present in the PE\_PIN SHALL be set to 6   the SCP80 encryption key configured in the PE-SecurityDomain that corresponds to the MNO-SD SHALL be set to #MNO\_SCP80\_ENC\_KEY   the SCP80 message authentication key configured in the PE-SecurityDomain that corresponds to the MNO-SD SHALL be set to #MNO\_SCP80\_AUTH\_KEY   the SCP80 data encryption key configured in the PE-SecurityDomain that corresponds to the MNO-SD SHALL be set to #MNO\_SCP80\_DATA\_ENC\_KEY   the instance AID configured in the PE-SecurityDomain that corresponds to the Supplementary Security Domain PE\_SSD SHALL be set to #SSD\_AID   the ef-dir present in the PE-MF SHALL be configured with the AID #USIM\_AID   the ef-ust SHALL be set in accordance to #EF\_UST1 (service 17 and 18 are not available)   the applicationPrivileges in PE-MNO-SD SHALL be set to '82DC00'H   * the Token Verification and the Receipt Generation keys SHALL not be set in the PE-MNO-SD    the applicationSpecificParametersC9 in PE-MNO-SD SHALL be set to '810280008201F08701F0'H  The PROFILE\_OPERATIONAL1 UPP is named #UPP\_OP\_PROF1 in the scope of this document. |

|  |  |
| --- | --- |
| Profile | PROFILE\_OPERATIONAL2 |
| Description | Operational Profile  This Profile acts as an Operational Profile in the scope of this specification.  NOTE: Milenage algorithm is used in this Profile |
| Details | The Profile Metadata SHALL be set to #METADATA\_OP\_PROF2, except if defined differently in the test sequence.  The Unprotected Profile Package content SHALL follow the ASN.1 structure specified above for GENERIC\_PROFILE\_STRUCTURE except that:   the *iccid* field SHALL be set to #ICCID\_OP\_PROF2 in the *ProfileHeader* element, in non-swapped format   the ef-iccid present in the PE-MF SHALL be set to #ICCID\_OP\_PROF2   the ef-imsi present in the PE-USIM SHALL be set to #IMSI\_OP\_PROF2   The pinAttributes of pinAppl1 present in the PE\_PIN SHALL be set to 6   the ef-ust SHALL be set in accordance to #EF\_UST1 (service 17 and 18 are not available)   the applicationPrivileges in PE-MNO-SD SHALL be set to '82DC00'H   * the Token Verification and the Receipt Generation keys SHALL not be set in the PE-MNO-SD    the applicationSpecificParametersC9 in PE-MNO-SD SHALL be set to '810280008201F08701F0'H  The PROFILE\_OPERATIONAL2 UPP is named #UPP\_OP\_PROF2 in the scope of this document. |

|  |  |
| --- | --- |
| Profile | PROFILE\_OPERATIONAL3 |
| Description | Operational Profile with PPR2 but without notification  This Profile acts as an Operational Profile in the scope of this specification.  NOTE: Milenage algorithm is used in this Profile |
| Details | The Profile Metadata SHALL be set to #METADATA\_OP\_PROF3, except if defined differently in the test sequence.  The Unprotected Profile Package content SHALL follow the ASN.1 structure specified above for GENERIC\_PROFILE\_STRUCTURE except that:   the *iccid* field SHALL be set to #ICCID\_OP\_PROF3 in the *ProfileHeader* element, in non-swapped format   the ef-iccid present in the PE-MF SHALL be set to #ICCID\_OP\_PROF3   the ef-imsi present in the PE-USIM SHALL be set to #IMSI\_OP\_PROF3   the pinAttributes of pinAppl1 present in the PE\_PIN SHALL be set to 6   the ef-ust SHALL be set in accordance to #EF\_UST1 (service 17 and 18 are not available)   the applicationPrivileges in PE-MNO-SD SHALL be set to '82DC00'H   * the Token Verification and the Receipt Generation keys SHALL not be set in the PE-MNO-SD    the applicationSpecificParametersC9 in PE-MNO-SD SHALL be set to '810280008201F08701F0'H  The PROFILE\_OPERATIONAL3 UPP is named #UPP\_OP\_PROF3 in the scope of this document. |

|  |  |
| --- | --- |
| Profile | PROFILE\_OPERATIONAL4 |
| Description | Operational Profile with PPR1 and notification  This Profile acts as an Operational Profile in the scope of this specification.  NOTE: Milenage algorithm is used in this Profile |
| Details | The Profile Metadata SHALL be set to #METADATA\_OP\_PROF4, except if defined differently in the test sequence.  The Profile Package content SHALL follow the ASN.1 structure specified above for GENERIC\_PROFILE\_STRUCTURE] except that:   the *iccid* field SHALL be set to #ICCID\_OP\_PROF4 in the *ProfileHeader* element, in non-swapped format   the ef-iccid present in the PE-MF SHALL be set to #ICCID\_OP\_PROF4   the ef-imsi present in the PE-USIM SHALL be set to #IMSI\_OP\_PROF4   the pinAttributes of pinAppl1 present in the PE\_PIN SHALL be set to 6   the ef-ust SHALL be set in accordance to #EF\_UST1 (service 17 and 18 are not available)   the applicationPrivileges in PE-MNO-SD SHALL be set to '82DC00'H   * the Token Verification and the Receipt Generation keys SHALL not be set in the PE-MNO-SD    the applicationSpecificParametersC9 in PE-MNO-SD SHALL be set to '810280008201F08701F0'H  The PROFILE\_OPERATIONAL4 UPP is named #UPP\_OP\_PROF4 in the scope of this document. |

|  |  |
| --- | --- |
| Profile | PROFILE\_OPERATIONAL5 |
| Description | Operational Profile with pinAppl1 enabled.  This Profile acts as an Operational Profile in the scope of this specification.  NOTE: Milenage algorithm is used in this Profile |
| Details | The Profile Metadata SHALL be set to #METADATA\_OP\_PROF5, except if defined differently in the test sequence.  The Unprotected Profile Package content SHALL follow the ASN.1 structure specified above for GENERIC\_PROFILE\_STRUCTURE except that:   the *iccid* field SHALL be set to #ICCID\_OP\_PROF5 in the *ProfileHeader* element, in non-swapped format   the ef-iccid present in the PE-MF SHALL be set to #ICCID\_OP\_PROF5   the ef-imsi present in the PE-USIM SHALL be set to #IMSI\_OP\_PROF5   the pinAppl1 present in the PE\_PIN SHALL be enabled and has the value #PO1\_PIN1   the ef-ust SHALL be set in accordance to #EF\_UST1 (service 17 and 18 are not available)   the applicationPrivileges in PE-MNO-SD SHALL be set to '82DC00'H   * the Token Verification and the Receipt Generation keys SHALL not be set in the PE-MNO-SD    the applicationSpecificParametersC9 in PE-MNO-SD SHALL be set to '810280008201F08701F0'H |

|  |  |
| --- | --- |
| Profile | PROFILE\_OPERATIONAL6 |
| Description | Operational Profile with pinAppl1 enabled.  This Profile acts as an Operational Profile in the scope of this specification.  NOTE: Milenage algorithm is used in this Profile |
| Details | The Profile Metadata SHALL be set to #METADATA\_OP\_PROF6, except if defined differently in the test sequence.  The Unprotected Profile Package content SHALL follow the ASN.1 structure specified above for GENERIC\_PROFILE\_STRUCTURE except that:   the *iccid* field SHALL be set to #ICCID\_OP\_PROF6 in the *ProfileHeader* element, in non-swapped format   the ef-iccid present in the PE-MF SHALL be set to #ICCID\_OP\_PROF6   the ef-imsi present in the PE-USIM SHALL be set to #IMSI\_OP\_PROF6   The pinAppl1 present in the PE\_PIN SHALL be enabled and has the value #PO2\_PIN1   the ef-ust SHALL be set in accordance to #EF\_UST1 (service 17 and 18 are not available)   the applicationPrivileges in PE-MNO-SD SHALL be set to '82DC00'H   * the Token Verification and the Receipt Generation keys SHALL not be set in the PE-MNO-SD    the applicationSpecificParametersC9 in PE-MNO-SD SHALL be set to '810280008201F08701F0'H |

|  |  |
| --- | --- |
| Profile | PROFILE\_OPERATIONAL7 |
| Description | Operational Profile with PPR2 and notification  This Profile acts as an Operational Profile in the scope of this specification.  NOTE: Milenage algorithm is used in this Profile |
| Details | The Profile Metadata SHALL be set to #METADATA\_OP\_PROF7, except if defined differently in the test sequence.  The Profile Package content SHALL follow the ASN.1 structure specified above for GENERIC\_PROFILE\_STRUCTURE except that:   the *iccid* field SHALL be set to #ICCID\_OP\_PROF7 in the *ProfileHeader* element, in non-swapped format   the ef-iccid present in the PE-MF SHALL be set to #ICCID\_OP\_PROF7   the ef-imsi present in the PE-USIM SHALL be set to #IMSI\_OP\_PROF7   the pinAttributes of pinAppl1 present in the PE\_PIN SHALL be set to 6   the ef-ust SHALL be set in accordance to #EF\_UST1 (service 17 and 18 are not available)   the applicationPrivileges in PE-MNO-SD SHALL be set to '82DC00'H   * the Token Verification and the Receipt Generation keys SHALL not be set in the PE-MNO-SD    the applicationSpecificParametersC9 in PE-MNO-SD SHALL be set to '810280008201F08701F0'H |

|  |  |
| --- | --- |
| Profile | PROFILE\_OPERATIONAL8 |
| Description | Operational Profile with PPR2, pinAppl1 enabled and notification  This Profile acts as an Operational Profile in the scope of this specification.  NOTE: Milenage algorithm is used in this Profile |
| Details | The Profile Metadata SHALL be set to #METADATA\_OP\_PROF8, except if defined differently in the test sequence.  The Profile Package content SHALL follow the ASN.1 structure specified above for GENERIC\_PROFILE\_STRUCTURE except that:   the *iccid* field SHALL be set to #ICCID\_OP\_PROF8 in the *ProfileHeader* element, in non-swapped format   the ef-iccid present in the PE-MF SHALL be set to #ICCID\_OP\_PROF8   the ef-imsi present in the PE-USIM SHALL be set to #IMSI\_OP\_PROF8   The pinAppl1 present in the PE\_PIN SHALL be enabled and has the value #PO2\_PIN1   the ef-ust SHALL be set in accordance to #EF\_UST1 (service 17 and 18 are not available)   the applicationPrivileges in PE-MNO-SD SHALL be set to '82DC00'H   * the Token Verification and the Receipt Generation keys SHALL not be set in the PE-MNO-SD    the applicationSpecificParametersC9 in PE-MNO-SD SHALL be set to '810280008201F08701F0'H |

|  |  |
| --- | --- |
| Profile | PROFILE\_OPERATIONAL9 |
| Description | Operational Profile with GID1 and GID2 set  This Profile acts as an Operational Profile in the scope of this specification.  NOTE: Milenage algorithm is used in this Profile |
| Details | The Profile Metadata SHALL be set to #METADATA\_OP\_PROF9, except if defined differently in the test sequence.  The Unprotected Profile Package content SHALL follow the ASN.1 structure specified above for GENERIC\_PROFILE\_STRUCTURE except that:   the *iccid* field SHALL be set to #ICCID\_OP\_PROF9 in the *ProfileHeader* element, in non-swapped format   the ef-iccid present in the PE-MF SHALL be set to #ICCID\_OP\_PROF9   the ef-imsi present in the PE-USIM SHALL be set to #IMSI\_OP\_PROF9   the pinAppl1 present in the PE\_PIN SHALL be enabled and has the value #PO1\_PIN1   the ef-ust SHALL be set to #EF\_UST2 (service 17 and 18 are available)   the applicationPrivileges in PE-MNO-SD SHALL be set to '82DC00'H   * the Token Verification and the Receipt Generation keys SHALL not be set in the PE-MNO-SD    the applicationSpecificParametersC9 in PE-MNO-SD SHALL be set to '810280008201F08701F0'H   the following new Profile Element PE\_OPT\_USIM SHALL be inserted right after PE\_USIM:   |  | | --- | | PE\_OPT\_USIM | | optusimValue ProfileElement ::= opt-usim : {  optusim-header {  mandated NULL,  identification 15  },  templateID id-OPT-USIM,  ef-gid1 {  fileDescriptor {        efFileSize '04'H      },  fillFileContent #GID1  },  ef-gid2 {  fileDescriptor {        efFileSize '04'H      },  fillFileContent #GID2  }  } | | NOTE : The following OIDs are used:  id-OPT-USIM OBJECT IDENTIFIER ::=  {joint-iso-itu-t(2) international-organizations(23) simalliance(143) euicc-profile(1) template(2) opt-usim(5)} |   The PROFILE\_OPERATIONAL9 UPP is named #UPP\_OP\_PROF9 in the scope of this document. |

Annex F IUT Settings

F.1 eUICC Settings

In order to execute the test cases defined in this document, the eUICC Manufacturer SHALL deliver following settings:

|  |  |
| --- | --- |
| eUICC Setting name | Description |
| IUT\_DLOA\_URL | Discovery Base URL of the SE default DLOA Registrar as defined in GlobalPlatform DLOA specification [19] (optional) |
| IUT\_EUICC\_ADD\_PP\_VERSIONS | The expected content, if any, of the additionalEuiccProfilePackageVersions field in EUICCInfo2, coded as binary value without tag and length.  This setting is only applicable for eUICCs supporting SGP.22 v2.3 or later.  NOTE: the version(s) indicated in this field shall be version(s) listed in section 7.1 in the “Allowed values for #IUT\_EUICC\_ADD\_PP\_VERSIONS” column. |
| IUT\_EUICC\_CATEGORY | The category, if provided, SHALL be either not present or:   other(0)   or basicEuicc(1)   or mediumEuicc(2)   or contactlessEuicc(3) |
| IUT\_EUICC\_FIRMWARE\_VER | eUICC Firmware version coded as binary value (3 bytes representing major/minor/revision). |
| IUT\_GLOBALPLATFORM\_VERSION | GlobalPlatform version coded as binary value (3 bytes representing major/minor/revision, 2.3.0 or higher). The support of GlobalPlatform is considered as mandatory in the scope of this specification. |
| IUT\_PLATFORM\_LABEL | Platform\_Label as defined in GlobalPlatform DLOA specification [19] (optional) |
| IUT\_PP\_VERSION | Protection Profile version coded as binary value (3 bytes representing major/minor/revision). |
| IUT\_SAS\_ACCREDITATION\_NUMBER | SAS Accreditation Number, coded as ASN.1 UTF8String |
| IUT\_SIMA\_VERSION | Version of eUICC Profile Package Specification [4] supported by the eUICC (3 bytes representing major/minor/revision) e.g. 0x020100 |
| IUT\_TS102241\_VERSION | The ts102241 version field is coded as binary value (3 bytes representing major/minor/revision, 9.0.0 or higher). The support of Java Card is considered as mandatory in the scope of this specification.  The ts102241 Version field indicates the latest version of ETSI TS102 241[17] supported by the eUICC |
| IUT\_UICC\_CAPABILITY | Sequence is derived from ServicesList[] defined in eUICC Profile Package PEDefinitions, coded as ASN.1 BIT STRING. |

F.2 Platforms Settings

In order to execute the test cases defined in this document, the Platform (i.e. SM-DP+ or SM-DS) provider SHALL deliver following settings:

|  |  |
| --- | --- |
| SM-DP+ Setting name | Description |
| IUT\_SM\_DP\_ADDRESS | FQDN of the SM-DP+ Under Test. |
| IUT\_SM\_DP\_HOST\_ID | SM-DP+ Host ID of the SM-DP+ Under Test coded as an ASN.1 octet string. |
| IUT\_SM\_DP\_OID | SM-DP+ OID (as defined in section 1.3) of the SM-DP+ Under Test. |
| IUT\_SM‑DP+\_MAX\_NUMBER\_DOWNLOAD\_ATTEMPTS | Maximum number of download attempts allowed by the SM-DP+. After this number, no further download is allowed. |
| IUT\_SM\_DP\_ADDRESS\_ES2\_PLUS | FQDN, or FQDN:<port> of the SM-DP+ Under Test ES2+ Interface.  This Value SHALL be different from the IUT\_SM\_DP\_ADDRESS |
| SM-DS Setting name | Description |
| IUT\_SM\_DS\_ADDRESS\_ES11 | FQDN of the SM-DS Under Test for access on ES11. |
| IUT\_SM\_DS\_ADDRESS\_ES12 | FQDN of the SM-DS Under Test for access on ES12. |
| IUT\_SM\_DS\_ADDRESS\_ES15 | FQDN of the SM-DS Under Test for access on ES15. |
| Shared Setting name | Description |
| IUT\_CLIENT\_TLS\_VER | Applicability: this IUT setting is applicable for SM-DP+ and Alternative SM-DS. It is not applicable for Root SM-DS.  Highest TLS protocol version supported by the Client (SM-DP+ on ES12 or Alternative SM-DS on ES15) under test, which SHALL be at least v1.2. For versions higher than TLS v1.2 backwards compatibility is assumed. |

F.3 Device Settings

| Device Setting name | Description |
| --- | --- |
| IUT\_CDMA2000\_1X\_REL | If cdma2000 1X is supported, this SHALL be encoded as the octet string {1, 0, 0}. |
| IUT\_CDMA2000\_EHRPD\_REL | If cdma2000 eHRPD, is supported this SHALL be the highest 3GPP release N fully supported by the Device, encoded as the octet string {N, 0, 0}. |
| IUT\_CDMA2000\_HRPD\_REL | If cdma2000 HRPD is supported, this SHALL be encoded as the octet string {R, 0, 0}. The value R SHALL represent the EVDO revision as follows: Rev 0 SHALL be encoded as 1 Rev A SHALL be encoded as 2 Rev B SHALL be encoded as 3 |
| IUT\_EU\_CONFIRMATION\_TIMEOUT | Timeout in seconds for LPAd for the End User Intent confirmation starting when the LPAd displays the dialog for confirmation. |
| IUT\_GSM\_GERAN\_REL | If GSM/GERAN is supported, this is the highest 3GPP release N fully supported by the Device, encoded as the octet string {N, 0, 0}. |
| IUT\_IMEI | International Mobile Equipment Identity value of the Device in human readable format, including the check digit. The value is used as a reference for verification of the TAC (mandatory) and IMEI (optional) retrieved from DeviceInfo. |
| IUT\_LPAd\_Confirmation | Description of the way to perform Authenticated Confirmation (devices supporting SGP.22 v2.2.2 or earlier) or Strong Confirmation (devices supporting SGP.22 v2.3 or later). |
| IUT\_LPAd\_CI | CI subjectPublicKeyInfo of CERT.CI.ECDSA (used to verify CERT.DP.TLS) stored in LPAd. Based on NIST [11] in this version of specification. |
| IUT\_LPAd\_NOTIFICATION\_TIMEOUT | Timeout in seconds for LPAd to send a Notification to the SM-DP+ on ES9+ interface assuming IP connection is available. |
| IUT\_LPAd\_READY\_AFTER\_REBOOT\_TIMEOUT | Timeout in seconds for the LPAd to be ready after a reboot. The time starts from the power off at the start of the reboot and ends when the LPAd is ready after the reboot. |
| IUT\_LPAd\_SESSION\_CLOSE\_TIMEOUT | Timeout in seconds for LPAd to send a next command for Profile Download to the SM-DP+ (or SM-DS) on ES9+ (or ES11) interface assuming IP connection is available. The timeout SHALL start after sending of the previous command by the LPAd. |
| IUT\_LTE\_EUTRAN\_REL | If LTE/E-UTRAN is supported, this SHALL be the highest 3GPP release N fully supported by the Device, encoded as the octet string {N, 0, 0}. |
| IUT\_NFC\_REL | If NFC is supported, this SHALL be the highest (version, revision) number of TS.26 [15], encoded as the octet string {version, revision, 0}. |
| IUT\_TLS\_VERSION | Highest TLS protocol version supported by LPAd, at least v1.2. By versions higher then TLS v1.2 backwards compatibility is assumed. |
| IUT\_UMTS\_UTRAN\_REL | If UMTS/UTRAN is supported, this SHALL be the highest 3GPP release N fully supported by the Device, encoded as the octet string {N, 0, 0}. |

F.4 Common Settings

In order to execute the test cases defined in this document, the IUT provider SHALL deliver following settings:

|  |  |
| --- | --- |
| IUT Setting name | Description |
| IUT\_RSP\_VERSION | Version of SGP.22 supported by the IUT encoded as a string of three integers separated with dots (for example: 2.1.0).  In the scope of this specification, this value SHALL indicate one of the versions of SGP.22 for which this specification contains test cases, as specified in section 1.2. |

Annex G Initial States

Unless it is defined differently in a particular test case, the IUTs SHALL be set in the following initial state before the test case execution.

G.1 Device

G.1.1 Device (default)

The Device is “powered on”.

The Device is in the normal execution mode after Device boot-up and Device initial configuration. The Device is NOT in the Test Mode.

The LPAd has access to the root CI key #CERT\_CI\_ECDSA (or the CI public key) for verification of the TLS certificates of SM-DP+ or SM-DS. No CRL is loaded.

The Device contains a Test eUICC pre-configured as defined below in G.1.3.

G.1.2 Companion Device connected to a Primary Device

The Companion Device is connected to the Primary Device as defined by the Device vendor.

Companion Device and the connected Primary Device are “powered on”.

The Companion Device and Primary Device are in the normal execution mode (NOT in the boot-up mode).

The LPAd of the Companion Device has access to the root CI #CERT\_CI\_ECDSA (or the CI public key) for verification of the TLS certificates of SM-DP+ or SM-DS. No CRL is loaded.

The Companion Device contains a Test eUICC preconfigured as defined below in G.1.3.

G.1.3 Test eUICC Settings

Depending on the test cases and on the supported options, the Test eUICC SHALL be configured according to the following Initial States.

 The Test eUICC is configured with the ISD-R AID #ISD\_R\_AID and the EID #EID1.

 The Test eUICC does not contain any Profile.

 The Test eUICC is configured with the default SM-DS address #TEST\_ROOT\_DS\_ADDRESS.

 The Test eUICC contains #TEST\_DP\_ADDRESS1 as default SM-DP+ address.

The ECASD is configured with at least the following Keys and Certificates based on NIST P-256 [11] or on brainpoolP256r1 [8] for this version of the SGP.23:

 The Test eUICC’s Private Key #SK\_EUICC\_ECDSA (for creating ECDSA signatures)

 The Test eUICC’s Certificate #CERT\_EUICC\_ECDSA (for eUICC authentication) containing the eUICC’s Public Key #PK\_EUICC\_ECDSA

 The GSMA Certificate Issuer’s Public Key #PK\_CI\_ECDSA (for verifying off-card entities certificates)

 The Certificate of the EUM #CERT\_EUM\_ECDSA

Other Certificates and Keys MAY be present. No CRL is loaded on the Test eUICC.

The CI, identified as highest priority in euiccCiPKIdListForSigning, is also selectable in the euiccCiPKIdListForVerification (i.e. all EUM and eUICC Certificates lead to a Root CI certificate linked to a #PK\_CI\_ECDSA contained in the eUICC).

This CI corresponds to the SubjectKeyIdentifier of one of the #CERT\_CI\_ECDSA defined in sections G.2.2 and G.2.3.

For devices supporting O\_D\_REMOVABLE\_DOWNLOAD\_PPR, the Test eUICC SHALL contain the RAT configuration specified in #PPRS\_ALLOWED.

For devices supporting a removable eUICC but not supporting O\_D\_REMOVABLE\_DOWNLOAD\_PPR, the Test eUICC can be configured with any RAT.

For devices supporting a non-removable eUICC:

* For some combinations of device options, RAT configurations with certain constraints are required for some sequences, as specified below. These constraints can be satisfied using any valid RAT table; for example, Allowed Operators can be specified explicitly or using wildcards.

|  |  |
| --- | --- |
| **Device option(s) supported** | **RAT configuration of Test eUICC** |
| O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_REQ | PPR1 is allowed and End User Consent is required for #MCC\_MNC4 with gid1 and gid2 absent. |
| O\_D\_EMB\_ALLOWS\_PPR2\_EUC\_REQ | PPR2 is allowed and End User Consent is required for #MCC\_MNC2 with gid1 and gid2 absent. |
| NOT O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_REQ AND O\_D\_EMB\_ALLOWS\_PPR1\_EUC\_NOT\_REQ | PPR1 is allowed and End User Consent is not required for #MCC\_MNC4 with gid1 and gid2 absent. |
| NOT O\_D\_EMB\_ALLOWS\_PPR2\_EUC\_REQ AND O\_D\_EMB\_ALLOWS\_PPR2\_EUC\_NOT\_REQ | PPR2 is allowed and End User Consent is not required for #MCC\_MNC2 with gid1 and gid2 absent. |

* If none of the constraints above apply, the Test eUICC can be configured with any RAT.
* Note: in the current version of this document, it is possible to satisfy the relevant constraints above with a single RAT configuration. It is recommended to supply a single device for testing with the RAT configuration satisfying all of the relevant constraints above, rather than to supply multiple devices.

A separate Test eUICC needs to be provided for each additional RAT configuration (not used in this version of the test specification). In case the Test eUICC is non-removable the additional Device SHALL contain the same software and hardware except the Test eUICC configuration.

G.2 eUICC

Depending on the test cases and on the supported options, the EUM SHALL configure the eUICC according to the following Initial States. The initial conditions SHALL be restored, as described in the following subsections, after each test sequence.

G.2.1 Common Initial States

The following initial states apply for all test cases defined in this Test Plan whatever the options supported by the eUICC:

 The eUICC is configured with the ISD-R AID #ISD\_R\_AID and the EID #EID1.

 The eUICC does not contain any Profile.

 The default files system does not contain EF\_ICCID.

 The eUICC’s Pending Notifications List is empty.

 No RSP session is ongoing.

 The eUICC is configured with the default SM-DS address #TEST\_ROOT\_DS\_ADDRESS.

 The eUICC is configured without Default SM-DP+ address.

 No CRL is loaded on the eUICC.

 The ECASD is configured as defined in section G.2.2 and/or G.2.3 depending on the support of the options O\_E\_NIST and O\_E\_BRP.

o If the eUICC only supports O\_E\_NIST, the ECASD is configured as defined in section G.2.2.

o If the eUICC only supports O\_E\_BRP, the ECASD is configured as defined in section G.2.3.

o If the eUICC supports O\_E\_NIST and O\_E\_BRP, the ECASD is configured as defined in sections G.2.2 and G.2.3 (i.e. several EUM / eUICC Certificates and Keys are configured in the eUICC).

The CI, identified as highest priority in euiccCiPKIdListForSigning, is also selectable in the euiccCiPKIdListForVerification (i.e. all EUM and eUICC Certificates lead to a Root CI certificate linked to a #PK\_CI\_ECDSA contained in the eUICC).

This CI corresponds to the SubjectKeyIdentifier of one of the #CERT\_CI\_ECDSA defined in sections G.2.2 and G.2.3.

The default RAT configuration defined in section G.2.4 applies for all test sequences except if the Test Case overrides it. Particular RAT configurations for those specific Test Cases are defined in section G.2.5.

G.2.2 For eUICC supporting NIST P-256

If the eUICC supports O\_E\_NIST, the ECASD contains at least:

 The eUICC’s Private Key #SK\_EUICC\_ECDSA (for creating ECDSA signatures) based on NIST P-256 [11]

 The eUICC’s Certificate #CERT\_EUICC\_ECDSA (for eUICC authentication) containing the eUICC’s Public Key #PK\_EUICC\_ECDSA based on NIST P-256 [11]

 The GSMA Certificate Issuer’s Public Key #PK\_CI\_ECDSA (for verifying off-card entities certificates) based on NIST P-256 [11]

 The Certificate of the EUM #CERT\_EUM\_ECDSA based on NIST P-256 [11]

Other Certificates and Keys MAY be present.

G.2.3 For eUICC supporting BrainpoolP256r1

If the eUICC supports O\_E\_BRP, the ECASD contains at least:

 The eUICC’s Private Key #SK\_EUICC\_ECDSA (for creating ECDSA signatures) based on brainpoolP256r1 [8]

 The eUICC’s Certificate #CERT\_EUICC\_ECDSA (for eUICC authentication) containing the eUICC’s Public Key #PK\_EUICC\_ECDSA based on brainpoolP256r1 [8]

 The GSMA Certificate Issuer’s Public Key #PK\_CI\_ECDSA (for verifying off-card entities certificates) based on brainpoolP256r1 [8]

 The Certificate of the EUM #CERT\_EUM\_ECDSA based on brainpoolP256r1 [8]

 Other Certificates and Keys MAY be present.

G.2.4 With default RAT configuration

The eUICC’s RAT is configured as detailed in SGP.21 Annex H:

 Only one PPAR authorizing PPR1 and PPR2 for all MNOs with End User consent required i.e. #PPRS\_ALLOWED

G.2.5 With Additional PPARs in the RAT

The eUICC’s RAT is configured as below (following this order):

 Additional PPARs representing custom agreements between MNOs and OEMs:

o #PPR1\_WITH\_OWNER\_GID

o #PPR1\_WITHOUT\_GID

o #PPR2\_WITHOUT\_CONSENT

 The last PPAR authorizes PPR1 and PPR2 for all MNOs with End User consent required i.e. #PPRS\_ALLOWED

G.2.6 Clean-up procedure

Unless differently specified in the test case, the following procedure SHALL be executed after each test sequence to bring the eUICC back to its Common Initial State:

* eUICC Memory Reset to delete all profiles and reset the SM-DP+ Address
* Retrieve and Remove all pending notifications

Where necessary, in addition to the above, other steps may be executed to restore the initial state specified in this Annex.

G.3 SM-DP+ and SM-DS

The SM-DP+ SHALL be configured with #CERT\_SM\_DPauth\_ECDSA, #CERT\_SM\_DPpb\_ECDSA and #CERT\_SM\_DP\_TLS for both NIST and BRP unless it is specified differently to verify specific configuration (e.g. test cases dedicated for NIST or BRP only).

The SM-DP+ provider SHALL provide the capability to provision the SM-DP+ with Profiles as required by the specific test cases, with the following associated data where required:

 Profile Metadata

 MatchingID

 EID

 Confirmation Code

 Protected with random keys in advance, or with session keys during an RSP session, as required

 Number of retries for receipt of a valid Confirmation Code.

The SM-DP+ provider SHALL provide the capability to expire a download order.

NOTE: as ES2+ is out of scope in the current version of the present document, proprietary means MAY be used to provide these capabilities.

The SM-DS SHALL be configured with #CERT\_SM\_DSauth\_ECDSA and #CERT\_SM\_DS\_TLS for both NIST and BRP, unless it is specified differently to verify specific configuration (e.g. test cases dedicated for NIST or BRP only).

For TLS level and for the SM-XX testing, NIST shall be used unless it is specified otherwise.

The SM-DS provider SHALL provide the capability to register an event.

The SM-DS provider SHALL provide the capability to remove the record of a particular EventID having been used from the SM-DS.

Annex H Icons and QR Codes

The files for the eUICC Consumer Devices Icons and QR Codes are provided within in SGP.23\_AnnexH\_Icons.zip and SGP.23\_AnnexH\_QRCodes.zip packages, which accompany the present document.

Annex I Requirements

The requirements used in the specified test cases are provided within SGP\_23\_AnnexI\_Requirements\_v1\_3.zip package, which accompanies the present document.

Annex J Integrated eUICC Testing (Normative)

**J.1 Overview (Informative)**

An Integrated eUICC hardware resides in an SoC along with other subsystems such as general processing and mobile broadband modem, all connected through a proprietary SoC interconnect channel. Alternatively, an Integrated eUICC may communicate with a mobile broadband modem external to the SoC via an external interface, which may be proprietary or based on a standard not associated with UICC. As such, Integrated eUICC may not include a physical UICC-Terminal interface [5].

In order to test the functionality and compliancy of an Integrated eUICC, hardware and OS, Integrated eUICC manufacturers need to provide and support a test interface to which testing equipment can be connected to. Having a standardized testing interface, will increase interoperable and reusability between different manufacturer of Integrated eUICC and test equipment.

For Integrated eUICC with a USB CCID [29] test interface, this annex describes its properties. In cases where a USB interface is not available in a device containing an Integrated eUICC, an adapter to USB CCID needs to be provided, e.g. Bluetooth to USB CCID. The functionality needed to provide and support the test interface, shall be considered part of the test environment and not the IUT.
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**Figure 1 Integrated eUICC with USB CCID [29] Test Interface**

Note: The mechanism providing USB CCID to the RSP eUICC Test System, and described in this Annex, is implementation specific. As such, it may be implemented in the SoC, on-Device, off-Device or any combination thereof.

**J.2 Integrated eUICC test requirements**

An Integrated eUICC manufacturer shall provide a USB CCID test interface implementing the functionality specified in J.3.

The test interface shall maintain the integrity and order of the data between the Integrated eUICC and the test system.

The Integrated eUICC manufacturer shall ensure that during testing no other clients or SoC subsystems interfere with the testing.

The Integrated eUICC may use any physical or logical interface between the Integrated eUICC and the test system, as long as a USB CCID is provided to the test system and the channel is reliable (i.e. maintain integrity and order).

**J.3 USB CCID test interface**

The Integrated eUICC USB CCID test interface shall operate in a card reader mode.

The Integrated eUICC USB CCID test interface shall support the following [29] section 6 messages:

* [29] section 6.1 Messages:
  + PC\_to\_RDR\_IccPowerOn
  + PC\_to\_RDR\_IccPowerOff
  + PC\_to\_RDR\_GetSlotStatus
  + PC\_to\_RDR\_Escape
  + PC\_to\_RDR\_XfrBlock
  + PC\_to\_RDR\_T0APDU
  + PC\_to\_RDR\_Secure
  + PC\_to\_RDR\_Abort
* [29] section 6.2 Messages:
  + RDR\_to\_PC\_SlotStatus
  + RDR\_to\_PC\_Escape
  + RDR\_to\_PC\_DataBlock

Note: For test systems using wincard.h/PCSC lite APIs to connect to the Integrated eUICC USB CCID test interface, the following APIs are expected to be used:

* SCardEstablishContext
* SCardListReaders[A|W]
* SCardConnect[A|W]
* SCardControl
* SCardTransmit
* SCardDisconnect
* SCardStatus[A|W]
* SCardReleaseContext
* SCardReconnect
* SCardBeginTransaction
* SCardEndTransaction
* SCardGetStatusChange
* SCardFreeMemory
* SCardGetAttrib
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