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The following is Bound SPB image download procedure in Section 12.3.3.2 of ETSI TS 103 666-2.
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The CR proposes step (10) of the procedure (eligibility check) for downloading the Telecom Bundles conforming to SGP.51.
== End of NOTE 1 ==


== NOTE 2 ==
The following ASN.1 definition is from ETSI TS 103 666-2 v0.13:
--
SspInfoProtected ::= SEQUENCE 
{
	aPpIdentifier OCTET STRING, -- Primary Platform Identifier (FFS)
	aFamilySpecificSspInfoBlock FamilySpecificSspInfoBlock OPTIONAL, -- Family Identifier-specific SSP information
}

FamilySpecificSspInfoBlock ::= SEQUENCE
{
	aSpbFamilyId UUID, -- Family Identifier
	aFamilySpecificSspInfo ANY DEFINED BY aSpbFamilyId OPTIONAL,
	aOidSpecificSspInfoBlock SET OF OidSpecificInfoBlock -- OID specific SSP information
}

TerminalInfo ::= SEQUENCE 
{
	aLbaSpecVerInfo VersionType,
	aFamilySpecificTerminalInfoBlock SET OF FamilySpecificTerminalInfoBlock OPTIONAL
}

FamilySpecificTerminalInfoBlock ::= SEQUENCE
{
	aSpbFamilyId UUID, -- Family Identifier
	aFamilySpecificTerminalInfo ANY DEFINED BY aSpbFamilyId OPTIONAL,
	aOidSpecificTerminalInfoBlock SET OF OidSpecificInfoBlock -- OID specific terminal information
}
--
== End of NOTE 2, changes follow ==


1 Introduction
[...]
[bookmark: _Toc10766416]1.5	Terms
The following terms are used throughout this document:
	Term 
	Description

	Active State
	The Secondary Platform is running.

	Enabled State
	The Secondary Platform Bundle can be activated.

	Disabled State
	The Secondary Platform Bundle cannot be activated.

	Deleted stateState
	The Secondary Platform Bundle and all its data are permanently deleted from the iSSP.*

	eUICC
	A removable or non-removable UICC which enables the remote and/or local management of Profiles in a secure way.
Note: The term originates from “embedded UICC”.

	M2M Telecom Bundle
	A Telecom Bundle that, once installed on an iSSP, is functionally equivalent to an eUICC as described in SGP.01 and SGP.02 containing an M2M eUICC OS.

	Profile 
	A combination of data and applications to be provisioned on an eUICC for the purpose of providing services as defined in SGP.21.
Editor’s note: Need to consider M2M equivalent.

	Protected SSP Information
	As defined by ETSI TS 102 666-2.

	RSP Telecom Bundle
	A Telecom Bundle that, once installed on an iSSP, is functionally equivalent to an eUICC as described in SGP.21 and SGP.22 containing an RSP eUICC OS.

	Secondary Platform Bundle (SPB) Manager
	As defined by ETSI TS 103 465.

	Service Provider
	As defined by GSMA PRD SGP.21.

	SSP
	A Smart Secure Platform as defined in [X].

	SSP Device
	User equipment used in conjunction with an iSSP to connect to a mobile network. e.g. a tablet, wearable, smartphone or handset.

	SSP Eligibility Check
	Procedure operated between the SSP Device and SPB Manager to enable the SPB Manager and the Service Provider to validate the eligibility of the iSSP and the SSP Device for the installation of a Telecom Bundle using SSP Eligibility Check Information sent by the SSP Device.

	SSP Eligibility Check Information
	The information, comprising Protected SSP Information and Terminal Information, sent from the SSP Device to the SPB Manager to allow eligibility checking of the SSP Device.

	SSP Profile
	This can be either a Profile as defined in SGP.21 and SGP.22 or a Standalone Telecom Bundle.

	Standalone Telecom Bundle
	A Telecom Bundle that is functionally equivalent to a traditional UICC.

	Telecom Bundle
	As defined by ETSI TS 103 465. In the context of this specification, either a Standalone Telecom Bundle, an RSP Telecom Bundle, or an M2M Telecom Bundle.

	Terminal Information
	As defined by ETSI TS 103 465 and TS 103 666-2.

	UICC
	TBD
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3.	Requirements
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3.5	Interaction with RSP system
[...]
[bookmark: _Toc10766427]3.Y	SSP Eligibility Check Information Requirements
This section contains the requirements regarding the SSP Eligibility Check Information in the context of this document.

	Req no.
	Description

	ELG1
	The Protected SSP Information SHALL include the specification version number of SGP.52 [XX] supported by the iSSP.

	ELG2
	The Terminal Information SHALL include the specification version number of SGP.52 [XX] supported by the LBA.

	ELG3
	The Terminal Information SHALL include the Type Allocation Code.
Editor's Note: IMEI is FFS.

	ELG4
	The Terminal Information SHALL include the radio access technologies (RATs) including release numbers per baseband, which SHALL be as many as the Telecom Bundle Concurrency Capability (TBCC) of the SSP.


Table Y1: SSP Eligibility Check Information Requirements
[...]
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