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	Comments
	This CR propose some modification in SGP21 to reflect SGP28, SGP14 regarding the potential support by the eUICC of different CIs, including potential independent CI.
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	Term 
	Description

	Independent eSIM CA
	A non-GSMA CI that issues digital public key Certificates for a specific region, company or group of companies for eSIM purposes.



[…]
4.3 eUICC Requirements

	EUICC58
	Only valid Certificates signed by a GSMA CI SHALL be used by the eUICC for: The eUICC SHALL support at least one GSMA CI, and MAY also support Independent eSIM CAs for:
· Profile binding 
· mutual authentication between eUICC and SM-DP+ 
· mutual authentication between eUICC and SM-DS.
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[…]
4.15.6 Public Key Certificates Management Requirements
	CERTPK9
	The eUICC SHALL be able to support a set of GSMA CIs.
The eUICC SHALL support at least one GSMA CI, and MAY also support Independent eSIM CAs.

	[bookmark: _Hlk18037053]CERTPK10
	A Public Key Certificate SHALL be considered as valid if:
it has a valid signature
it is signed by a GSMA CI, or by an Independent eSIM CA, or a trusted chain of Certificates up to a GSMA CI or an Independent eSIM CA. Certificate Path validation SHALL follow the process defined in RFC 5280 [1]. 
it has not been revoked, and no Certificate in the trust chain has been revoked
it has not expired 
If any of these applicable verifications fail, the Public Key Certificate SHALL be considered as invalid. 
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	The use of the Independent eSIM CA Certificate SHALL NOT compromise any operations that use the Certificate provided by the GSMA CI.
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