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Summary
This LS would like to inform ETSI TC SCP about provides the introduction of the Integrated eUICC work item in GSMA eSIM Group.
Description
GSMA eSIM Group has been working on the requirements for Integrated eUICC in scope of GSMA PRD SGP.21 v3.0. 
GSMA eSIM Group defines Integrated eUICC as an eUICC implemented on a Tamper Resistant Element (TRE) that is integrated into a System-on-Chip (SoC), optionally making use of remote volatile/non-volatile memory.


Action
[bookmark: _GoBack]GSMA welcomes feedback or questions from ETSI TC SCP on the is kindly requested to provide, if any, feedback or question about the Integrated eUICC work item in progress within the GSMA eSIM Group. GSMA eSIM Group looks forward to continuing the fruitful cooperation with ETSI TC SCP.

Next meetings
14 – 18 October 2019			eSIM1#4, Cupertino, CA, USA
112 – 156 November 2019			eSIM1#5, London, UK
97 – 131 December 2019		eSIM1#6, London, UK

Contact
In the case of any questions and/or feedback these can be directed to Carmen Kwok, GSMA (ckwok@gsma.com).
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