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Summary
This LS provides GSMA eSIM Group's response to the Liaison Statement "Reply LS on SSP matters" (SCP(19)000140) sent from ETSI TC SCP.
Description
GSMA eSIM Group thanks ETSI TC SCP for the Liaison Statement "Reply LS on SSP matters" (SCP(19)000140) which confirms the GSMA eSIM Group's understanding on the Smart Secure Platform with regard to the family identifier and custodian, and the additional family identifier specific requirements that can be defined by any industry or organisation with reference to the ETSI SSP specifications.
Based on this confirmation, GSMA eSIM Group would like to inform ETSI TC SCP about its working plan on the Smart Secure Platform. GSMA eSIM Group plans to produce the following two specifications which define additional requirements and respective technical solutions that are telecom family identifier specific and to be supported by the GSMA ecosystem:
· PRD SGP.51: Requirements specification
· PRD SGP.52: Technical specification
Up to now, GSMA eSIM Group produced a working draft of the SGP.51, the scope of which is attached. as attached, which includes the scope of its work in the section 1.2.
As requested in the LS from ETSI TC SCP, GSMA eSIM Group will keep ETSI TC SCP updated on the progress of the two specifications (SGP.51 and SGP.52). Also, in case GSMA eSIM Group identifies the need for features that may affect the generic SSP framework, GSMA eSIM Group will request inform ETSI TC SCP. to develop the respective solutions.
GSMA eSIM Group looks forward to continuing the fruitful cooperation with ETSI TC SCP on the Smart Secure Platform topic.
Next meetings
[bookmark: _GoBack]16 – 20 September 2019		eSIM#3, London, UK
14 – 18 October 2019			eSIM#4, Cupertino, CA, USA
112 – 156 November 2019			eSIM#5, London, UK
97 – 131 December 2019		eSIM#6, London, UK
Contact
In the case of any questions and/or feedback these can be directed to Gary Waite, GSMA (gwaite@gsma.com).
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