[image: gsma_logo_coloursmall]NEW WORK ITEM PROPOSAL

This form allows organisations to put forward a proposal for a new work item for consideration by the eSIM group. 
Please feel free to include extra information as required in addition to this form. 

	
1. Originating Organisation (Mandatory)
Google Inc / Aguibou Barry

2. Work item Title (Mandatory)
Remote Storage of Disabled Profiles controlled by discrete eUICC

3. Work Item Description (Mandatory)

Tl,dr:Summary: The present work item proposes define mechanisms similar to the ieUICC’s Remote Memory Protection Function but for discrete eUICCs.

SIM Cards used in smartphones have very short non-volatile memory size and are really similar to Basic eUICCs (see clause 4.3), a number of SIM cards are having memory sizes similar to Contactless eUICCs. It is however not always a possibility for OEMs who build affordable devices to use Contactless eUICCs in low-end devices. As Integrated eUICCs will have the capability to securely store non-volatile and volatile memory in the device memory (with the Remote Memory Protection Function), the discrete eUICCs should be able to use similar.

User needs and benefits
[image: https://lh6.googleusercontent.com/_UnI8fBKMmluFhm9U9GY5ntapdd1bb0nKUVGm9Mh_SsW_9W7xtWauiaw6k2a9LhZ606MbxVttwJ0arBpIV61TKZOxylbxvVDGnvlmn5CoE6FfiXWZpWOSQg3LD3RO1Qxk1dOjfmb]

End Users want to be able to install one or more Telecom profiles and other types of applications (e.g. Contactless Applications for Transport) of their choosing without worrying about the available memory in the eUICC/eSE.

The eUICC memory effectively needs to be at most as large as the number of active logical basebands onto a mobile device and the number of non-telco applications the user should make use of. So for example, a smartphone would need eUICC/eSE memory user space large enough for the enabled profile and for the download/installation of a profile before it is securely stored onto the device memory.

The End User should be able to keep in their device memory the disabled profiles containing telecom applications or non-telecom applications until they need to use them.
[bookmark: _GoBack]
eUICC-powered profile data at rest security

The encryption and protection of the profile stored in the non-volatile memory of the device should be ensured by the eUICC/eSE 
The eUICC/eSE has the hardware and software capability to provide Root-of-trust-like services.
The level of security provided by the eUICC/eSE to the profile must be sufficient so that no additional and external cryptographic components need to be added in order to maintain the confidentiality and integrity of the profile content.

Objective
The objectives of this work item are to:
· Add and update the relevant requirements in SGP.21 to enable support of remote storage of disabled profiles in the Terminal in Phase 4.

Profile export i.e. transfer of a profile from one eUICC to another is out of scope of the present specification.

The work item is expected to create CRs to SGP.21, SGP.22, SGP.23 and possible other specifications.

The solution shall be Ccompatiblilitye with RSP V2 and RSP V3 architectures to be considered.

The expected architecture impacts are  as follow:
	Affects:
	eUICC
	LPA
	SM-DP+
	SM-DS
	Others (specify)

	Yes
	X
	
	
	
	

	No
	
	
	X
	X
	

	Don’t know
	
	X
	X
	
	




4. Affected eSIM Specifications (Mandatory)
Editor’s Note: Please mark with “X” all the core specification affecting by this Work Item
	
	SGP.01 Embedded SIM Remote Provisioning Architecture

	
	SGP.02 Remote Provisioning Architecture for Embedded UICC Technical Specification

	X
	SGP.21 RSP Architecture

	X
	SGP.22 RSP Technical Specification

	X
	SGP.23 RSP Test Specification








5. Potential Solution(s) for this Work Item (Optional)
N/A

6. Expected Deliverables and Timelines (Optional)
	PRD/IS No.
	Description of change
	Target completion date

	PRD SGP.21
	CRs to SGP.21
	December 2019




7. Supporting individual companies (Optional)
In Alphabetical Order
· Google Inc.
· ST Microelectronics


The following will be completed by the eSIM Group once the proposal has been reviewed:

	Work Item Status

	Please mark with “X” to indicate the Work Item status according to AA.35 

	 
	Active 
	The status of a Work Item that has been accepted and is currently being addressed in an effort to reach final resolution.

	
	Pending
	The status of a Work Item that has been previously in Active Status for which sufficient information or resources is not available to progress to closure.

	
	Closed
	The status of a Work Item that has been resolved.

	
	Withdrawn
	The status of a Work Item that was accepted by the eSIM Group and later withdrawn by decision of the respective eSIM Group

	
	No Agreement
	The status of a Work Item for which no industry agreement can be reached. No industry agreement exists when an eSIM Group is unable to reach a decision on the resolution of a Work Item
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