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This form allows organisations to put forward a proposal for a new work item for consideration by the eSIM group. 
Please feel free to include extra information as required in addition to this form. 

	
1. Originating Organisation (Mandatory)
Orange 

2. Work item Title (Mandatory)
Supporting Common Security Domain (CSD) in eUICCs

3. Work Item Description (Mandatory)

One of the constraints for service providers wanting to deploy services on secure elements (SEs) in devices is the fragmentation in terms of SE capability, deployment complexity and reachability. Service Providers can take benefit of the eUICCs regarding the heterogeneity of SEs.

However such improvement is limited regarding existing eUICC RSP specifications as the service application which could be attached to a profile may have dependencies regarding the profile (e.g. activation / deactivation, specific deployment mode…).

The Common Security Domain as proposed in this Work Item will improve eUICCs attractiveness and relevance for service providers, with facilitating service deployment by bringing more independence, more flexibility and more interoperability.

The scope of this work is to define the requirements and the technical solution for a common security domain with the main principles:
· The common security domain is a security domain which is active within the eUICC regardless of any eSIM profiles state (‘always on’).
· This security domain is managed by the end user and the service providers.
· It is based on an open ecosystem to facilitate service deployments (identity, payment…). 
· One way to cover this WI would be to use SCP11c protocol defined by GlobalPlatform. 
· Could reuse existing RSP architecture elements.


Objective
The objectives of this work item are to:
· Update eUICC architecture in SGP.21 to include main CSD requirements
· Update technical solution in SGP.22 :
· Certificate chain definition
· Service provider secure script generation guideline 
· LPA API evolution to deploy a secure script
· eUICC architecture update with CSD independent from operator profiles
· an example of a simplified proposal could be : 



· Add and update the test cases in SGP.23.
The work item is expected to create CRs to SGP.21, SGP.22, SGP.23 and possible other specifications.

The expected architecture impacts are as follow:
	Affects:
	eUICC
	LPA
	SM-DP+
	[bookmark: _GoBack]SM-DS
	Others (specify)

	Yes
	X
	X
	X
	
	Certificate chain for service deployment
may shall be defined (e.g. SCP11)


	No
	
	
	
	
	

	Don’t know
	
	
	
	X
	Integreted eUICC






4. Affected eSIM Specifications (Mandatory)
Editor’s Note: Please mark with “X” all the core specification affecting by this Work Item
	
	SGP.01 Embedded SIM Remote Provisioning Architecture

	
	SGP.02 Remote Provisioning Architecture for Embedded UICC Technical Specification

	X
	SGP.21 RSP Architecture

	X
	SGP.22 RSP Technical Specification

	X
	SGP.23 RSP Test Specification








5. Potential Solution(s) for this Work Item (Optional)
N/A

6. Expected Deliverables and Timelines (Optional)
	PRD/IS No.
	Description of change
	Target completion date

	PRD SGP.21
	CRs to SGP.21
	December 2019

	PRD SGP.22
	CRs to SGP.22
	June 2020

	PRD SGP.23
	CRs to SGP.23
	October 2020




7. Supporting individual companies (Optional)
In Alphabetical Order
· Orange



The following will be completed by the eSIM Group once the proposal has been reviewed:

	Work Item Status

	Please mark with “X” to indicate the Work Item status according to AA.35 

	 
	Active 
	The status of a Work Item that has been accepted and is currently being addressed in an effort to reach final resolution.

	
	Pending
	The status of a Work Item that has been previously in Active Status for which sufficient information or resources is not available to progress to closure.

	
	Closed
	The status of a Work Item that has been resolved.

	
	Withdrawn
	The status of a Work Item that was accepted by the eSIM Group and later withdrawn by decision of the respective eSIM Group

	
	No Agreement
	The status of a Work Item for which no industry agreement can be reached. No industry agreement exists when an eSIM Group is unable to reach a decision on the resolution of a Work Item




IC Hardware


eUICC OS (Javacard & low level APIs )


ISD-R


ISD-P 1 


GP, ETSI, GSMA framework 


MNO1 Profile 


ISP-P 2


MNO2 Profile


CSD


Secure Application 1


Secure Application 2
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