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Summary
This LS provides GSMA eSIM Group’s feedback on the Smart Secure Platform, in particular SSP Activation Code, Primary Platform Identifier, and SPB download procedure.
[bookmark: _GoBack]Description
GSMA eSIM Group thanks ETSI TC SCP for the productive conference call on 9th July. During the conference call, GSMA eSIM Group was requested by ETSI TC SCP to provide feedback on the SSP Activation Code, Primary Platform Identifier and SPB download procedure.
Following the conference call, GSMA eSIM Group would like to provide its comments as follows:
1. SSP Activation Code: This is currently under discussion within the GSMA eSIM Group. definedThe intention is to define a set of requirements on the Activation Code for the usage within the GSMA telecom ecosystem. Please find attached the latest version of SGP.22 v3.0 Draft 18 where the Activation Code is defined in section 4.1.  Such an Activation Code is defined as Telecom Activation Code, whose definition, use cases and requirements are described in the attached CR against GSMA PRD SGP.51 (eSIMWG1_2_Doc_014r03).
2. Primary Platform Identifier: GSMA eSIM Group considers that the Primary Platform Identifier needs to be immutable, globally unique and human readable, in order for the SSP to be used for the telecom industry. For information of ETSI TC SCP, GSMA eSIM Group provides a working document on its new format of eUICC Identifier (EID) as eSIMG_2_Doc_011r00.
3. SPB download procedure: GSMA eSIM Group has no further comments on this topic at this time.
GSMA eSIM Group looks forward to continuing the fruitful cooperation with ETSI TC SCP on the Smart Secure Platform.
Action
ETSI TC SCP is kindly requested to take the above comments into consideration when defining the respective solutions, and inform GSMA eSIM Group about the conclusion in ETSI TC SCP.
Next meetings
16 – 20 September 2019		eSIM#3, London, UK
14 – 18 October 2019			eSIM#4, Cupertino, CA, USA
112 – 156 November 2019			eSIM#5, London, UK
97 – 131 December 2019		eSIM#6, London, UK
Contact
In the case of any questions and/or feedback these can be directed to Gary Waite, GSMA (gwaite@gsma.com).
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