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Summary
The GSMA RSPTFTEC WG would like to thank ITU-T Study Group 2 for their Liaison Statement entitled “Issues to be clarified as regards revision of recommendation E.118 and GSMA Technical Specification on EID”. Thise present Reply LS provides comments and answers to the questions raised therein.
Proposed way forward
To properly evaluate the impact, we would first like to provide some information:
The EID in its current format was first defined in ETSI TS 103 384 “Embedded UICC; Technical Specification”. To the best of our knowledge, no eUICCs were ever produced according to this specification and ETSI SCP intends to withdraw the specification in the near future.
GSMA decided to use the same format first in SGP.02 and then later in SGP.22. eUICCs according to both specifications are in the field.
GSMA now discussed the different aspects raised in the LS and came to the following conclusions:
1. The EID is not and will not be used to charge for telecommunication services.
2. The central purpose of the EID is to uniquely identify the chip running the eSIM operating system.
3. For these reasons, it is neither required to keep a unified assignment scheme for ICCIDs and EIDs, not is it required to maintain compatibility with ISO/IEC 7812, i.e. limit the first 2 digits to 89.
4. Thus GSMA would recommend to dissociate the EID assignment from ITU E.118.
5. The length of the EID and the check digits should not change if a new scheme is defined. This should allow an easy migration of SGP.02 and SGP.22.
Taking these considerations and the needs for the assignment of unique EIDs into account, GSMA considers a scheme as follows appropriate for future identifier assignments:
--- here comes our scheme once we agree ---

Answers to ITU-T SG2 questions.
In drafting these answers this requirement on EID is taken into account: every EID shall be unique, that implies that every IIN or eIIN when coded in EIDs (i.e. when coded on 8 digits) shall be unique.

Question 1) Do you agree with the idea that the padding zeros in the information technology, operation and maintenance systems do not make a different value, that is 89 39 01 has the same value also if it is encoded with padding zeros, as 89 039 001? So, if 89 39 01 is assigned to company A for generating ICCID and 89 039 001 is assigned to company B for generating EID, does that mean in reality the same value (on the basis of your document) is assigned to two different companies? If SG2 follows this idea, could that create any problem?
GSMA RSPTFTEC has the same understanding. Following on the example above:
· With the current assignment scheme, the IIN 893901, currently reserved to Telecom Italia, this company may generate ICCIDs and EIDs. The IIN in EIDs will be coded as 89 039 001. 
· If a different company, say Antarctica Telecom, will be released IIN 89 039 001, this will be coded in EIDs in the same way: 89 039 001
There will be no way to distinguish EIDs generated by Telecom Italia by those generated by Antarctica Telecom, and this is not acceptable from a eUICC specification point of view (EIDs are not guaranteed to be unique).
Question 2) What would be the impacts and costs of overlapping of IIN with eIIN, only differentiated with padding zeros?
As clarified in the above example, from an EID generation point of view, IINs and eIINs that differ only with padding zeroes cannot be distinguished. 
Question 3) In SGP.02, paragraph “2.2.2 Identification of eUICC: EID”, describing the structure of EID, it is foreseen that “An additional three digits for issuer identifier (6th to 8th digits); If the issuer identifier is one digit long, its value shall be prefixed by two digits of 0, If the issuer identifier is two digits long, its value shall be prefixed by one digit of 0 … The country code and issuer identifier shall be assigned as specified in ITU E.118”. In SG2-TD459-R1/GEN, this field is called eIIN and it is foreseen “embedded Issuer Identifier Number (eIIN) has a length of 3 digits, where the last digits are the IIN [To be checked with GSMA]”. If a separate assignment for IIN and eIIN (i.e. in the approach suggested in the contributions of Italy and China) will be realised, the eIIN will not depend on IIN (used for generating ICCID), but eIIN will have a direct assignment. Therefore, it could occurs that:
a. the value 89 39 01 is assigned to an operator for generating ICCID (the unique number used to identify a Profile in an eUICC in SGP.02). In this example, the operator will not have the right for generating EID. (Note: This does not exclude, in general, that an operator can be entitled to generate EID, provided that the operator asks for numbering resources for this use).
b. the value 89 039 001 could be assigned to an eUICC Manufacturer (EUM) for generating EID. In this example, the EUM will not have the right for generating ICCID.
Could this create any incompatibility with the procedures defined in your specifications SGP.02 and/or SGP.22? In case of any incompatibility, could you explain what this incompatibility is referring to your specification indicating the procedure(s) that could have any trouble?
GSMA is aware that, as of today, few Operators used their IINs for the generation of EIDs. Separate assignments of eIIN and IINs are welcome, however it shall be ensured that in no way eIINs and IINs can have the same value when coded in EIDs, both now and in future assignments.
Question 4) In SGP.02, it is foreseen that the value of eIIN is obtained from IIN of padding of “0”. Is there any issue in case that an IIN is constituted of 2 digits and eIIN assume also values with first digit different from “0”? E.g. IIN=”01” and eIIN = “101”. Could you explain possible issues in the procedures defined in your specifications when such values of eIIN are used?
It shall be ensured that IINs and eIINs will never collide, both now and in the future. In the example above, if in one country IINs are assigned on two digits and eIINs are assigned on three digits with the first digit=1, it shall be ensured that no IIN, in that country, will ever be assigned on three digits with the first digit = 1.
Question 5) Could the assignee of an EID charge for any telecommunication service? Please describe the scenario in which an EID assignee (EUM) may charge for a telecommunication service. Or the telecommunication charging can be done only by the assignee of an ICCID? Please explain the rationale why EID make reference to E.118 concerning “The international telecommunication charge card” (in particular in case an EUM cannot charge for a telecommunication service).
EIDs are generated by EUMs (eUICC manufacturers). The role of eUICC Manufacturer is defined in SGP.21: “The eUICC Manufacturer provides eUICC products.”. EUMs as such are not providing telecommunication services.	Comment by Author: This text is not answering to the second part of the question.
Question 6) What could be the issues in case a separate recommendation for EID would be adopted by ITU-T.
GSMA welcomes the idea that EIDs are generated based on dedicated recommendations. However unicity of EIDs shall be ensured, that implies that the new recommendation for EIDs assignment shall be designed in such a way that no future EID may ever be equal to another one already generated, even with the present assignment scheme.
To this extent, GSMA may suggest that a brand new identifier for EUMs is designed to replace the IIN in EIDs. Such identifier should be assigned directly to an EUM. As an additional option, such identifier may be assigned to an administration (be it GSMA or a local governmental administration) that in turn will assign a sub-identifier to address a specific EUM.
Question 7) In TG Doc 07_021, it has been written that “A (3 digit) “shared country code” or “global service code” from the spare code range of the country codes could be assigned to GSMA for allocation to future EUMs. This would allow handling of 1000 additional companies operating as EUMs”. If this solution would be allowed, the assignment should be done directly by TSB. In this case, it would be necessary to define assignment criteria. It seems that a possible criterion is that the applicant should have an EUM Certificate and/or it should be compliant with Security Accreditation Scheme for UICC production. Do you publish the list of subject that respect the criteria for the assignment of issuer identifier for generating EID? What could be the criteria to be adopted?
As of today GSMA is not publishing the list of subjects owning an IIN, eligible to generate EIDs. GSMA manages a list of the EUMs that are eligible to be assigned an EUM certificate, that are a subset of the above, but this list is not public. In any case an EUM, although eligible, may ask not to appear on this list. 
IINs assignment criteria by GSMA are not defined as yet. Nevertheless it is unlikely that SAS can be selected as one such criterion, for process reasons: SAS certification can be granted once a dedicated audit following a first “real” production is completed. In order to perform such real production, EIDs have to be generated, so the assignment has to be done before SAS certification.	Comment by Author: For discussion: one criterion may be that the EUM undergoes GP functional certification of a first eUICC product.
Question 8) What are the assignment criteria that you suggest in case the assignment of eIIN is done by a Country? Could be the same of previous question or could be different?
GSMA foresees the criteria to be the same. 
Question 9)  In your opinion, what are the differences between EID resources obtained from shared country code and resources assigned from geographic country codes? Is there any impact on their（eUICC manufacturers） eSIM services?
From a technical point of view there’s no difference. One argument that favours a shared country code is the fact that often EUMs manufacture products in a number of different countries.
Nevertheless it is possible that one Country may decide to restrict operations in its boundaries to the EIDs generated specifically in that country, that’s why a geographic country code should also be considered.
 
Question 10)  Do you have any comment on the text in SG2-TD459-R1?
GSMA appreciates that all proposals quoted in document SG2-TD459-R1 address the requirement of the unicity of current and future assignments for EIDs. However it is noted that the proposals by the Chinese Ministry of Industry and Information Technology and by AGCOM, providing a sharp separation between assignments for EIDs and ICCIDs, may be more future proof. It is acknowledged that national regulations may have to be taken into account when generating EIDs on specific territories.
After internal discussions, GSMA would suggest ITU-T that, for EID assignments not bound to a specific country, out of the 8 digits currently used in eUICC specifications SGP.02 and SGP.22, at least 5 are reserved to identify the EUM and the other 3 are reserved to the assignment scheme.


Next meetings
3 – 7 June 2019		RSPTFTEC#48, Beijing, China
8 – 12 July 2019		RSPTFTEC#49, London, UK
Contact
In the case of any questions and/or feedback, these can be directed to Yolanda Sanz, GSMA RSPTEC leader via ysanz@gsma.com. 
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