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[bookmark: _Toc340673102][bookmark: _Toc529185356]Introduction
[bookmark: _Toc340673103][bookmark: _Toc529185357]Overview
The IP packet eXchange (IPX) is a global, private, secure, IP network which supports end-to-end quality of service and the principle of cascading interconnect payments. In order to provide these features, the IPX can be service aware, unlike the Internet and the GPRS Roaming eXchange (GRX) network. The GRX network was originally created to fulfil the need of data connectivity between GSM/GPRS operators in a closed and secure environment. A few services were later added to the basic GPRS Tunnelling Protocol (GTP) for data roaming including MMS, WIFI roaming authentication and SMS over IP. As the mobile technology evolves toward an all IP core, the IPX network is required to support many new services and not only at the transport level.
New requirements for Quality of Service (QoS), service awareness and cascade responsibilities are being added to what has now become a framework, meaning a base transport network with a set of defined services and their specific requirements.

[image: ]
Figure 1 [bookmark: _Toc340658166] IPX concept
The IPX network is built on the key principles of openness, quality of service, cascading payments and efficiency. 

[image: ]
Figure 2 [bookmark: _Toc340658167] The IPX network


[bookmark: _Toc340673104][bookmark: _Toc529185358]Scope
The objectives of this document are to present an overview of the latest, stable set of features, services and supporting documents that constitute the IPX., which will be deemed the latest ‘Release’ of IPX.  It will also describe the release process for IPX.  As a general rule, the information in this document is superseded by the information in the supporting documents.
This PRD presents the IPX according to the concept of releases. The document will provide an overview and references about the IPX transport aspects and the IPX services. 
This document is in no way exhaustive; some services may use the IPX network based on existing GSMA PRDs and are not listed or described in the document because the GRX/IPX Group considers the service requires more maturity before being included in an official IPX release and/or the service did not exist at the time this document was written.
The document will use the terms Service Provider and IPX Provider. A Service Provider can be a Mobile Network Operator (MNO), a Fixed Operator or an Application Service Provider (ASP).  An IPX provider is an entity that carries IPX IP traffic between service providers. 
Note: 
An IPX Provider can also be considered an “application service provider” when providing services to a MNO. 
Example: IPX Diameter proxy service (See IR.88). 
A provider that provides only IPX services without the transport service is considered an ASP.
[bookmark: _Toc101946534][bookmark: _Toc194631365][bookmark: _Toc340673105][bookmark: _Toc529185359][bookmark: _Toc194631367][bookmark: _Ref209587465][bookmark: _Toc340673107][bookmark: _Toc437780036][bookmark: _Toc51656806][bookmark: _Toc74460304]Definition of Terms
	Term
	Description

	BG
	Border Gateway

	DSCP
	Differential Service Code Point

	GPRS
	General Packet Radio Service

	GTP
	GPRS Tunnelling Protocol

	HPMN
	Home Public Mobile Network

	HSS
	Home Subscriber Server

	IMS
	IP Multimedia Subsystem

	IP-CAN
	IP Connectivity Access Network

	IGP
	International roaming Gateway Provider

	IPX
	Inter Provider exchange

	KPI
	Key Performance Indicator

	LTE
	Long Term Evolution

	MAP
	Mobile Application Part (protocol)

	MPLS 
	Multi-Protocol Label Switching

	NNI
	Network to Network Interface

	OTT
	Over The Top

	P-CSCF
	Proxy Call Session Control Function

	PGW
	PDN (Packet Data Network) Gateway

	PMIP
	Proxy Mobile IP

	RAVEL
	Roaming Architecture for Voice on LTE with Local Breakout

	SBC
	Session Border Control

	SCTP
	Stream Control Transmission Protocol

	S-CSCF
	Serving Call Session Control Function

	UNI
	User to Network Interface

	VLAN
	Virtual Local Area Network

	VPMN
	Visited Public Mobile Network

	VPN
	Virtual Private Network

	VoLTE
	Voice Over Long Term Evolution



[bookmark: _Toc529185360]Overview of IPX release 1
[bookmark: _Toc194631368][bookmark: _Toc340673108][bookmark: _Toc529185361]The IPX Network
IPX consists of an IP network transport that provides end-to-end QoS and application/protocol proxies that provide service awareness to manage IP based application service exchanges. In addition to the IP transport network, IPX also supports cascading responsibility. To summarize, the key components are:
· IP network Transport
· Service awareness gateways, also described as IPX Proxies in supporting documentation.
· Cascading responsibility/support for billing and SLAs.

[image: ]
Figure 3  IPX network high level description

[bookmark: _Toc340673109]
[bookmark: _Toc529185362]IPX Connectivity Options
The IPX, between two service providers, can be established in any one of three connectivity options:
1. Transport only
2. Bilateral service transit
3. Multilateral service hub
[bookmark: _Transport_only][bookmark: _Ref208475582][bookmark: _Ref208479002][bookmark: _Toc340673110][bookmark: _Toc529185363]Transport Only
The Transport only connectivity option enables bilateral interconnections between the Service Providers without service awareness but with guaranteed QoS or traffic prioritization. 
The Transport option allows two Service Providers to use the IP network to interconnect directly with a peer without any involvement at the service level from the IPX Provider.
The Transport option charging can, for instance, be based on data volumes or capacity since it is service unaware.
The transport option can be point-to-point or point-to-multipoint.
A Transport service is used between service “demarcations”. This means that a Service Provider may contract a point-to-point transport from an IPX Provider to reach a service on the IPX network.
[image: ]

Figure 4 [bookmark: _Toc340658169] IPX Transport mode
[bookmark: _Toc340673111][bookmark: _Toc529185364]Bilateral Service Transit
The Service Transit connectivity option enables bilateral relations between Service Providers using both the IPX transport layer and service layer.
The Service Provider uses the IPX facilities such as proxies for voice or signalling while maintaining a direct commercial relationship with the other Service Providers.
In this case, the IPX Provider provides a Service Level Agreement (SLA) on service basis.
The IPX Provider can also provide cascade billing when required (that is LD voice).
The Transit option charging model is usually based on the service usage.
In most cases, the underlying IP network does not provide an end-to-end IP connectivity between service providers but it is used to connect the service providers with the IPX proxies.
[image: ]
Figure 5 [bookmark: _Toc340658170] IPX service transit model
[bookmark: _Toc340673112][bookmark: _Toc529185365]Multi-lateral Service Hub
· The Service Hub functionality (IPX Hub) is a multilateral connection based on service awareness. Traffic is exchanged between the Service Provider and multiple participating Service Providers through the IPX Hub.
· In this model, a Service Provider can get access to multiple IPX destinations on a per service basis. 
· On top of the connectivity and SLA for each service, the Service Provider is provided with cascaded billing and settlement. 
[image: ]
Figure 6 [bookmark: _Toc340658171] IPX service hub model
[bookmark: _Toc194631369][bookmark: _Ref208479057][bookmark: _Toc340673113]IPX Service Transit and IPX Service Hub are the same from an IP and service connectivity perspective and are better defined as business operating models. References regarding the hub model can be found in the GSMA PRD IR.80.
Details for the Ne2twork connectivity technical requirements can be found in the GSMA PRD IR.34.
Details regarding the commercial aspects of the three connectivity options can be found in the GSMA PRD AA.80
[bookmark: _Toc529185366]IPX Transport Network
The IPX transport network refers to all the elements in the IPX network that provide IP routing, segregation of traffic between the services, security and Quality of Service.
Typically, Service Providers are connected to each other using the IPX network. Each Service Provider is interconnected to an IPX Provider. The IPX Providers are connected via the peering interface at the peering points or via private interconnects. It is also possible for Service Providers to have direct bilateral IP interconnects. Service Providers and IPX Providers can also be interconnected directly at the peering point. 
· Details about IPX Transport network requirements can be found in the GSMA PRDs IR.34 and IR.77
[bookmark: _IPX_Services][bookmark: _Toc194631371][bookmark: _Toc340673114][bookmark: _Toc529185367][bookmark: _Toc194631377][bookmark: _Toc340673115]IPX VLAN
As described in section 2.2.1, services on IPX are separated logically. The logical separation can be, or not, only visible by the IPX Providers (see IR.34.) At the peering points, the services are grouped in Virtual Local Area Networks (VLANs). See Figure 7:
[image: ]
Figure 7  VLAN separation schema
The separation of VLAN is necessary to ensure better isolation between services on IPX which provides improved security, better bandwidth management and improved quality.
When an IPX Provider elects not to offer a particular service then the Provider does not have to peer on the related VLAN. Refer to IR.34 for details on service separation at the peering point.



[bookmark: _Toc529185368]IPX Services
The table below is a summary of the defined IPX services 
	Services
	PRD
	Description

	GRX
	IR.33, IR.88
	GPRS and 3G packet data roaming,
Gp (for GPRS) and S8 (including LBO or HR, for 3G) interfaces

	SIGTRAN Signalling
	IR.72
	Transport of the signalling protocols over IP for 3G

	DNS service on IPX
	IR.67
	Guidelines for DNS on IPX and GRX.

	MMS, SMS Hubbing
	IR.75, IR.51, IR.52, AA80
	SMS hubbing over IP and MMS

	VoIPX (PVI)
	IR.83, AA.8
	Packet voice interconnect, VoIMS NNI

	WIFI roaming
	IR.61
	WIFI roaming guidelines

	Diameter transport
	IR.88
	Diameter interfaces for LTE and EPC roaming, S6a, S6d, S9, Gy, Gx interfaces


	IMS Interconnect and Roaming
	IR.65, IR.58
IR.95 for II-NNI
IR.92 for VoLTE and IMS SMS
IR.94 for ViLTE 
	Inter IMS NNI (II-NNI), Ici/Izi interfaces with IBCF or Mb/Mw interface without IBCF

For VoLTE, support of LBO-HR, LBO-VR or S8HR as per IR.65

	RCS Interconnect
	IR.90
	IMS NNI, plus interworking functions as described in IR.90

	RCS Roaming
	IR.65, IR.90
	

	Intercarrier ENUM
	NG.105
	Support for IPX based intercarrier ENUM


Table 1 IPX Services in IPX Releases

	[bookmark: _Hlk492044255]Service
	PRD
	Description

	Intercarrier ENUM
	IR.67 and new PRD
	Support for IPX based intercarrier ENUM


Table 2  Additional IPX ServicesRelease 5 candidates

[bookmark: _Toc340673116]The remainder of Section 3 describes Release 1 forthe IPX services listed in Table 1 above in more detail and gives references to the GSMA documentation about those services.
The services in Table 2 are briefly documented in section 3. However, the purpose of this section is to give an idea of the next IPX release.  Other services may be added and some may be withdrawn from that list. For a service to be part of a release; stable documentation is needed such a GSMA PRD so that the service can be properly understood by the community from a technical and commercial standpoint. 
[bookmark: _Toc529185369]GRX
[bookmark: _Toc194631381][bookmark: _Toc340673117]The GRX service legacy provides connectivity for the GTP traffic between mobile network operators. GRX also makes use of the Domain Name System (DNS) service for Access Point Name (APN) resolution. Details about the GPRS roaming guidelines and the GPRS roaming architecture can be found in the GSMA PRD IR.33.
Generally, the GRX network is used as a service unaware transport network with full IP connectivity between service providers.
Details about the network requirements for GRX can be found in the GSMA PRD IR.34.
[bookmark: _Toc529185370]SIGTRAN (Transit of SCCP traffic over IP)
[bookmark: _Toc194631382][bookmark: _Toc340673118]The Mobile Application Protocol was traditionally carried by SS7 over TDM links. In recent years SIGnaling TRANsport (SIGTRAN: that is SS7 over IP) has been adopted by many service providers and International Gateway Providers (IGPs). While not being exclusively an IPX service, SIGTRAN can be carried over the IPX network. Guidelines about SIGTRAN can be found in GSMA PRD IR.72. Information about SCCP and roaming in GSM can be found in the GSMA PRD IR.22. 

[bookmark: _Toc529185371]IPX Voice Service
IPX may support IP voice telephony services, Voice over IPX (VoIPX).
There are essentially two types of VoIP to be considered in IPX:
4. Voice originating on a circuit bearer (for example, GSM voice) and then encapsulated in Real-time Transport Protocol (RTP) / User Datagram Protocol (UDP)/IP protocols. Here, the signalling likely to be used is Session Initiation Protocol with encapsulated ISUP (SIP-I). This is termed 3GPP Release 4 voice.
5. Voice originating on a packet bearer (for example, 3GPP Session Initiation Protocol (SIP) or IP Multimedia Subsystem (IMS) voice). Again, the media will be carried as RTP/UDP/IP, but the standardized signalling for voice is 3GPP-SIP or SIP-I.
The IPX voice service can be supported in Transit or using the Hub connectivity option. 
The following PRDs provide the guidelines for IPX voice; IMS voice profile and roaming guidelines:
· IR.83 SIP-I Interworking
· [bookmark: _Toc340673119]AA.80 Packet Voice Interconnection Service Schedule to AA.80
[bookmark: _Toc529185372]DNS
The Domain Name System has several functions in IPX:
Name service for the traditional data roaming service (GPRS, 3G, LTE) used for the resolution of the Access Point Names to determine the address of the anchor Gateway GPRS Support Node (GGSN).
· MMS routing.
The DNS service, according to IR.34 has to be supported by IPX providers on the IPX vlans where applicable.
GSMA PRD IR.67 covers the guidelines for the implementation of DNS in the IPX network.
DNS shall not be confused with carrier ENUM. Although they share the same PRD GSMA PRD IR.67, and the same protocol, they do not provide or support the same services.
DNS is part of the IPX release 1 definition.
[bookmark: _Toc340673120][bookmark: _Toc529185373]MMS and SMS Hubbing
MMS transport between mobile network operators uses IPX transport. MMS interworking guidelines can be found in the GSMA PRD IR.52 and MMS interworking tests can be found in the GSMA PRD IR.53.
SMS Hubbing is normally based on SS7/ Mobile Application Part (MAP) transport. It is however possible to use IPX and the Short Message Peer-to-Peer (SMPP) protocol for SMS delivery between SMS Hubs and SMS Hub customers. The guidelines for SMS Hubs can be found in the GSMA PRD IR.75.
Note: 
Providers offering only those services are not defined as IPX providers but as “Service Providers” as per IPX definitions.
[bookmark: _Toc340673121][bookmark: _Toc529185374]Wi-Fi Roaming
Wi-Fi roaming, more specifically the use of Extensible Authentication Protocol Method for GSM Subscriber Identity Module (EAP-SIM) for authentication on Wi-Fi hotspots is done using the IPX network. Participating hotspot providers forward the authentication parameters to a gateway to the IPX network. The authentication requests are then forwarded onto the MNO. The guidelines for Wi-Fi roaming can be found in the GSMA PRD IR.61.
Wi-Fi roaming can use IPX services, for example. IPX transport to send the necessary information.
Note: 
Providers offering only those services are not defined as IPX providers but as “Service
Providers” as per IPX definitions.
[bookmark: _Toc529185375]Diameter Signalling
The Diameter Signalling interfaces have been introduced with LTE has a replacement to the SS7 based interfaces used in 2G, 3G.
An IPX Provider offering Service Transit or Service Hub connectivity options is expected to provide Diameter Relay and routing services for Diameter
The guidelines for Diameter transport in the context of LTE roaming can be found in the GSMA PRD IR.88.
More details about the Diameter protocol can be found in IETF RFC3588. Table 1 provides the complete list of Diameter interfaces and Table 3 below lists the most common diameter interfaces used between service providers on IPX.
	Nodes
	Interface ID
	Protocol

	MME – HSS
	S6a
	Diameter Base Protocol  (IETF RFC 3588 [3]) and 3GPP TS 29.272 [8])

	PCRF-PCRF
	S9
	3GPP TS 23.203


Table 3 Diameter Protocols
[bookmark: _Toc529185376]VOLTE (IMS) Interworking and RCS in Hub or Transit Mode
IMS and Rich Communication Suite (RCS) include many services that can be carried in Hub or Transit mode. IMS in Transit or Hub mode can support the transfer of presence information, video, file transfer, etc. A provider working in Transit or Hub mode must also be able to support SIP domain routing and E.164 Number Mapping (ENUM). 
The use of a Hub for those services is the better option for Service Providers who do not wish to manage multiple bilateral relationships for the enablement of those services across multiple mobile network operators.
[image: ][image: ]
Figure 8  VOLTE (IMS) interworking in transit or hub mode reference architecture
Below is the list of the current GSMA PRDs describing IMS services:
· IR.58 	IMS Profile for Voice over HSPA
· IR.65 	IMS Roaming and Interworking Guidelines
· IR.90 	RCS interworking guidelines
· IR.92 	IMS Profile for Voice and SMS
· IR.94  	IMS Profile for Conversational Video Service
· IR.95   SIP-SDP Inter-IMS NNI Profile (New PRD)


[bookmark: _Toc529185377]VoLTE/IMS/RCS Interconnection ENUM
[bookmark: _Hlk492045886]ENUM (E.164 Number translation service) is a service based on the Domain Name System protocol and hierarchy that allows the mapping of E.164 numbers into SIP domains, and hosts services and protocols. In the referenced hierarchy for ENUM (see GSMA PRD IR.67NG.105), T0 is the root database for the World, T1 is the national level database and T2 is the service provider level database.
 ENUM is a critical component for interworking between IMS operators. ENUM allows one network to determine if the destination of an IMS communication is IMS capable and accordingly select the proper NNI to ensure that “richer” communication services are available to the end users. A service provider wishing to launch an IMS/VoLTE service within its own domain but also considering VoLTE interworking with other IMS capable networks is strongly encouraged to create its own ENUM Tier 2 directory and open it to the IPX community. Alternatively, ENUM T2 service can be offered by the IPX provider on behalf of the service provider as well as ENUM T1 services where this is not available.
IPX uses carrier ENUM instead of public ENUM. See GSMA PRD NG.105.
The GSMA PRD NG.105 provides the guidelines for the implementation of DNS/ENUM in the IPX network
[bookmark: _Toc529185379]VoLTE roaming
VoLTE roaming is supported in three different architectures endorsed by the GSMA;
Local Breakout (LBO), with two options, LBO-VR and LBO-HR: As the name indicates, local breakout expects that the user data and media session breakout at the visited PLMN.  Local breakout is in line with the legacy voice roaming architecture on 2G and 3G. The VR and HR part indicate if the media plane is routed or not towards the Home Network. The local breakout architectures are described in GSMA PRD IR.65 section 2.3.1.
[image: Arch_r5]
Figure 9  Control and User Plane Routing – LBO-VR
[image: HR-rev5]
Figure 10  Control and User Plane Routing – LBO-HR
· 
[image: ]
Figure 11  Local breakout high level architecture
S8 Home routed: Unlike the local breakout architecture, the data and media planes are routed to the home network over the S8 interface and the GRX. The S8HR architecture is described in GSMA PRD IR.65 section 2.3


Figure 12  S8HR VoLTE Roaming Architecture
· 
[image: ]
Figure 13  S8 home routed architecture

 

  
[bookmark: _Toc194631388][bookmark: _Toc340673127][bookmark: _Toc529185380]IPX Release 1, 2 and 3 Definition
IPX can be described as a private network with a strong end-to-end SLA that carries a set of defined services. In this context, it is useful to use “Releases” to describe the current state of IPX. This will add clarity and provide a stable baseline for IPX providers and Service Providers. In Release 1 for example, only a subset of possible services is expected to be fully defined while more services shall be added to later Releases of IPX.
The goal of IPX Releases is to capture, at a specific time a set of requirements for the IP Transport network and also a certain set of stable services that may be part of an IPX provider offer.  The services and IP Transport network requirements are based solely on other PRD versions that are referenced throughout this document.
The IPX releases are not binding. An IPX Service Provider does not need to offer all services contained in a release and may at their discretion offer only a single service from the list below. It should however only claim IPX release compliancy to the service it is offering. 
[bookmark: _Toc529185381][bookmark: _Toc194631390][bookmark: _Toc340673129]IPX Reference Documents
Table 4 lists the current GSMA PRDs relevant to IPX.
	Service
	Document

	IP backbone and transport guidelines
	

	IP backbone
	R.34 Guidelines for IPX Provider networks (Previously Inter-Service Provider IP Backbone Guidelines) v12.0 (Current)

	IP addressing
	
IR.40 Guidelines for IPv4 Addressing, AS Numbering for GPRS Network and Mobile Terminals v8.0 (Current)

	IP security
	IR.77 V 2.1 Inter-Operator IP Backbone Security Requirements For Service Providers and Inter-operator IP backbone Providers

	DNS, ENUM
	IR.67 DNS and ENUM Guidelines for Service Providers and GRX and IPX Providers v13.0 (Current)
NG.105 ENUM Guidelines for Service Providers and IPX Providers v1.1 (Current)

	IPX service agreement
	AA.80 Agreement for IP Packet eXchange (IPX) Services v6.0 (Current)

	SIP based services (IMS, RCS, VoIP)
	

	IP Multimedia Subsystem
	IR.58 IMS Profile for Voice over HSPA v7.0 (Current)

	
	IR.64 IMS Service Centralization and Continuity Guidelines v13.0 (Current)

	
	IR.65 IMS Roaming and Interworking Guidelines v20.0 (Current)

	
	IR.92 IMS Profile for Voice and SMS v10.0 (Current)

	
	IR.94 IMS Profile for Conversational Video Service v11.0 (Current)

	
	IR.95 SIP-SDP Inter-IMS NNI Profile v1.0 (Current)

	Data roaming, roaming enablement
	

	GPRS roaming
	IR.33 GPRS Roaming Guidelines v8.0 (Current)

	LTE Roaming and Diameter
	IR.88 LTE and EPC Roaming Guidelines v14.0 (Current)

	SIGTRAN
	IR.72 V 1.0 SIGTRAN basic design principles

	WIFI roaming
	IR.61 Wi-Fi Roaming Guidelines v10.0 (Current)

	Messaging support
	

	SMS Hubbing
	IR.75 V 2.0 Open Connectivity SMS Hubbing Architecture

	Multimedia message service
	IR.52 V 3.3 MMS Interworking Guidelines



Table 4  Table 4 GSMA PRDs relevant to IPX
[bookmark: _Toc529185382]IPX Future Releases and the Release Process
IPX Releases are described through a set of GSMA publications, the production and implementation of which, unlike publications from other standards organizations rely heavily on the goodwill and contribution of the GSMA members. It is therefore difficult to set a timeline for future releases of IPX. IPX releases will therefore be reactive in nature, and dependent on certain prerequisites being met, such as market demand for new features or services on IPX. When such services or features are properly documented a new release can be published. In this context release planning is still possible since some of the coming features, PRD changes or new services are foreseeable. A tentative Release plan and date shall be published on the GSMA Infocentre. The plan can be later revised and finalised as the new features and services are known or clearly defined and accepted for the next release through the process below.
A service is considered mature enough to be part of a release when there is little or no ambiguity on how an IPX provider can provide the service and most importantly be able to interconnect with other IPX providers for this service.
The documents in section 3 describe the current Release of IPX.  Future Releases of IPX shall be defined and published when certain conditions are met. In principle, a trigger for a new IPX Release can be a new feature(s) requested by external organizations or by GSMA groups, or when many of the related PRDs (listed in this document) are revised with significant changes. Those “conditions” constitute triggers to start the work on a new IPX Release.
The decision to publish a new Release of IPX should go through the following process. This PRD is owned by the GRXIPX working group, and therefore all changes to the IPX Releases PRD have to be approved GRXIPX working group but also by Network Group (NG).
[bookmark: OLE_LINK2]An external organization or a GSMA group/subgroup makes the request through liaison to Network Group (NG) to include a new service, modify a service or include a new feature to an existing service in the next IPX Release. 
6. NG, may submit the request to the GRX/IPX subgroup. The request is acknowledged by GRX/IPX subgroup.
7. The new request is analysed by the GRX/IPX subgroup and an impact assessment on the current PRD is made. 
8. If necessary, Change Requests (CRs) to the various impacted PRDs and new PRDs are drafted. A Release plan for the new IPX Release is produced.
9. The Release plan is agreed upon by the GRX/IPX working group. A target Release date for the new Release is proposed.
10. The drafted CRs are published and presented to the owning subgroup for approval.
11. The CRs are approved following the standard process.
12. Once all documents are approved and stable (new CRs or new PRD approved) this IPX Releases PRD document is finalised to reflect the new IPX Release. The approval of the new version of this document goes through the normal CR approval process.
The Release process operating model is illustrated by  :



[image: ]
Figure 14 [bookmark: _Ref194566349][bookmark: _Ref194566326][bookmark: _Toc340658174] IPX Release process operating model


In figure 10 the specific steps to a new IPX Release are illustrated. The Release plan can span more than one Release, in some cases the feature or service for IPX can be pushed to the next Release or the Release after depending on the amount of work required and the availability of resources to work on it. 


[image: ]
Figure 15 [bookmark: _Toc340658175] IPX Release steps
[bookmark: _Toc194631391][bookmark: _Toc340673130][bookmark: _Toc529185383]IPX Stakeholders
Table 5 lists the stakeholders in the IPX definition and Release process. It should be noted that work on Release definition, Release plan and the content of the Releases should be approved by the groups or subgroups listed as major contributors.
Primary: Subgroup owning and/or working on IPX Releases and from which approval is mandatory at the various phase of the Release process.
Major: A group or subgroup from which final approval is mandatory.
Minor: A group, subgroup or external groups to GSMA with a stake in IPX, that can propose and contribute to change in IPX Releases but from which no formal approval is necessary.  Table 5 does not list all possible minor stakeholders in IPX.
	[bookmark: OLE_LINK3]Stakeholder
	Contributor

	NG subgroup GRX/IPX
	Primary

	NG subgroup PACKET
	Minor

	NG 
	Major

	RILTE
	Minor

	SIGSG
	Minor

	I3F
	Minor


Table 5  IPX stakeholders
The stakeholders listed above do not constitute a finite list. Other organizations may have a stake in IPX releases and can submit requests for additions or changes through the same process. The I3F is the only organization listed above outside of GSMA but other organizations can liaise with NG when requesting changes to future IPX Releases.
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Figure 16 [bookmark: _Toc340658176] IPX releases organizational structure
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Figure 17  Timeline of an IPX release
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