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Contact Points

		IMS based Interworking						Confidential









		 Interworking - Technical Data









		Interworking Form for IMS based Services

		Status xyz



		for



		Mobile Operator:						(enter)

		(Active Participating Company)



		Contact points

		Provisioning contact

		Company Name

		Address

		Postcode

		Ccountry

		Contact name

		Fix phone

		Mobile phone

		Email address

		Testing contact

		Name

		Fix phone

		Mobile phone

		Email address

		Planning contact

		Name

		Fix phone

		Mobile phone

		Email address

		Operatoins contact

		Name

		Fix phone

		Mobile phone

		Email address





		Scope

		This document addresses the information to be exchanged between MNOs and Groups of MNO 

		in order to implement a Bilateral IMS based Interconnection.



		The interconnect partner (MNO A) describes within this document his view about the interconnect

		This includes for e.g. the outgoing message and the requested incoming message format from MNO B



		If there are adjustments necessary e.g. message format reformatting it is recommended to do this at the egress point



		This document deals with 

		- the RCS service layer

		- the ENUM layer covering routing and mobile number portability

		- the IBCF/TrGW layer

		- the IP layer

		- the pysical location and nessesary infrastructure

		- network assurance information needed to maintain such interconnection (next version)





























RCS Layer

		IMS based Interworking



		RCS Layer





		Signalling Parameters 

		Signalling protocol

		SIP		 SIP profile as specified in 3GPP TS 29.165 (Yes/No)

				Other

				P-Charging-Vector exchanged across NNI (Yes/No)



		Addressing

						live-network		test-network		comment

		Address Format						if nothing stated the live network setting is valid

		URI Format in SIP-Header
(Options: 
tel-URI in international format

pure SIP-URI without user=phone)		TO Field

				FROM Field

				P-ASSERTED-IDENTITY Field				 		May contain a tel-URI and/or a SIP-URI. If both a tel-URI and a SIP-URI are present, then the user part of the SIP-URI shall contain the same E.164 number

				REQUEST ID Field						In national call scenarios the definitions of local regulation/ standardisation shall apply. Hence, additional to the <E.164 number> other parameters like RN, npdi, etc. may be agreed

		Tech prefix before addressing for national interconnect (Routing Number) 		incoming traffic

				outgoing traffic

		Application Server Addresses (IP or FQDN)		Conference Focus (Group Chat)

				Content Server (File Transfer)

				File Transfer Localisation function (optional)

		Service Parameter

		Service related parameter

		RCS services supported across NNI		Standalone Messaging

				1-to-1 Chat (Session Mode Messaging)

				Group Chat (Session Mode Messaging)

				A2P/P2A 1-to-1 Messaging (Session Mode)

				File Transfer

				Geolocation Push

				Capability Discovery Mechanism						Indicates the capability and
new user discovery mechanism to be used across NNI;  may be either OPTIONS or PRESENCE.  Note that this is not a  retail service.

				Enriched calling call composer

				Enriched calling call unanswered (post-call)

				Enriched calling shared map

				Enriched calling shared sketch

		RCS service parameter		Max Number of participants in Group chat: 

				Auto-accept for Group Chat 				 

				Participant Information in Group Chat Mechanism (subscription or MSRP)

				Group Session Data Management supported

				Delivery Assurance Mechanism (Revocation or Network Fallback)

				Message Revocation enabled on client

				Expiry of message in deferred Storage Queue

				File Transfer HTTP retention period (originating side)		 		 

				Max MSRP chunk size

				SIP Content-Compression Enabled

		RCS service thresholds
(Terminating MNO may cancel session if exceeded; no contractual obligation for sending MNO to control)		One-to-One Chat session inactivity timer (seconds)		 

				Group Chat session inactivity timer (seconds, i.e. timer in conference focus)		 		 

				Capability Info Expiry (seconds)		 		 

				Service Availability Info Expiry (seconds)

		Class of Service Allocation

		Class of Service Allocation

		RCS services supported (indicate setting of PHB as defined in IR.34, e.g. AF11, BE, AF31, AF32)		Standalone Messaging - Signaling

				Standalone Messaging - Media

				Chat (Session Mode Messaging) - Signaling

				Chat (Session Mode Messaging) - Media

				Group Chat - Signaling

				Group Chat - Media

				File Transfer - Media

				File Transfer Thumbnail - Media

				Capability Discovery via presence

				IP Voice Call - Signaling												 

				IP Voice Call - Media

				IP Video Call - Signaling

				IP Video Call - Media

				Geolocation Push - Media



		InterworkingFunctions 

		Interworking Function				 				comment

		RCS interworking functions supported		Capabilities Exchange interworking 

		 

		 

		 





ENUM Layer

		IMS based Interworking								0



		ENUM Layer





		ENUM

		Supplier

		ENUM		Vendor

				Model/release

						live-network		test-network		comment

		ENUM IP address						if nothing stated the live network setting is valid

		ENUM Server (Sending)		 IP address 1:Port

				 IP address 2:Port

		RENUM Resolver (Receiving)
if different from ENUM server		 IP address 1:Port

				 IP address 2:Port

		ENUM Configuration		ENUM time to live

				Format of ENUM query
compliant to IETF RFC 3761 [3] with the difference that the top-level domain is e164enum.net. (Yes/No)

				Format of ENUM response
compliant to IR.67 v5.1 section 5.4.3.2.1 (SIP/IMS URI format) using the  domain name as specified in IR.67 v5.1 section 2.3.3 (used in IMS in SIP addressing) (Yes/No)						Format of ENUM response if no redirect:
sip:+<E.164 number>@<domain>;user=phone
with domain = ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org



		Valid domain names		Default domain to be used by other national MNOs to construct SIP-URI		sip:+<E.164_number>@ 
ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org;user=phone

				Alternative domain name 		N/A				If agreed nationally





		Allocated number blocks (required to identify Original Number Range Owner)		Differenent from IR.21 (Yes/No)		No

				Difference 1

				Difference 2 



		Other

		Other routing and MNP related information

				RCS signalling messages are compliant to 3GPP 24.229: support of NPDI parameter  Yes/no (to indicate if MNP resolution has been already done or not).		N/A

		ENUM Usage		Method of identifying terminating operator and voice NNI (Carrier ENUM, Destination Number Routing)

				Method of converting E.164 Numbers to SIP URIs (Carrier ENUM, Other)



		Comments: 









		Use of Caller Category and Destination Address to select voice NNI (if applicable)

						Destination Address



		Originating Caller Type









		Comments: 		Originating caller type may be, for example, "Mobile IMS/VoIP", "Fixed IMS/VoIP", "Mobile circuit switched", "Fixed line", or any other categories mutually agreeable by the operators.  Destination address may be an explicit subset of national numbers under the control of an operator, a reference to an external data set, an aggregation of national numbers (e.g., in WZ1, NPA-NXX codes associated with a given CLLI or group of CLLIs), or any other aggregation of address data mutually agreeable by the operators.  Shaded boxes indicate the type of NNI to be used for each combination of originating caller type and destination address (e.g., "IMS NNI", "Circuit-Switched NNI").  Separate instances of the table should be completed by each service provider.











sip:+%3cE.164%20number%3e@%3cdomain%3e;user=phonewith%20domain%20=%20ims.mnc%3cMNC%3e.mcc%3cMCC%3e.3gppnetwork.orgsip:+%3cE.164_number%3e@%20ims.mnc%3cMNC%3e.mcc%3cMCC%3e.3gppnetwork.org;user=phone

IBCF-TrGW Layer

		IMS based Interworking



		IBCF/TrGW Layer



		IBCF Parameters

		Session Border Controller		Vendor

				Model/release

						live-network		test-network		comment

		Signalling IP address						if nothing stated the live network setting is valid

		Signalling IP (Sending)		 IP address 1:Port

				 IP address 2:Port

		Signalling IP (Receiving)
if different from sending SBC		 IP address 1:Port

				 IP address 2:Port



		Media gateway (if Signalling and Media are separated in the SBC)

		Media  IP (Sending)		 IP address 1:Port

				 IP address 2:Port

		Media IP (Receiving)
if different from sending SBC		 IP address 1:Port

				 IP address 2:Port



		IBCF specific configuration

		Border Functions

		Border Functions		Session Border Controllers                             (back-to-back with softswitch)

				Session Border Controllers                             (as proxy servert)

				SIP Options used for polling (Yes/No)

				Other

		Comments: 













IP Layer

		IMS based Interworking										Confidential



		IP Layer



		Interconnection Configurations (tick the selected configuration)						0

								live-network		test-network		comment

		IP interconnection mode								if nothing stated the live network setting is valid																		 

		Layer 1		 Physical Interface		Copper

						Fibre

		Layer 2		Interface Speed		GiGEthernet   

						FastEthernet    

						other

				Interface Protocol		FastEthernet  IEEE 802.3u

						GiGEthernet  IEEE 802.3ab (Copper)

						GiGEthernet  IEEE 802.3.z (Fibre)

				Layer2 QoS		IEEE 802.1Q/p

						other 

				VLAN or RVF/VPN for live traffic		IEEE 802.1p  

						other 

				VLAN or RVF/VPN for live traffic		IEEE 802.1p  

						other 

		Layer 3		IP version		IPv4 or IPv6

				QoS		Precedence Bits (RFC 1812)

						TOS Bits (RFC 1349)

						DiffServ (RFC3260)

				Routing Protocol		BGP 4 (RFC 4271)

				Other		IP address and port for reachability test

		Layer 4		Bearer Traffic		UDP (RFC 768)

						TCP (RFC 793)

						SCTP(3873)

				NNI Signalling		UDP (RFC 768)

						TCP  (RFC 793)

						SCTP (3873)

						ENUM (RFC 6117)

						ICMP

		Layer 5		Bearer Traffic		RTP (RFC 3550)

						RTCP (RFC 3550)

						MSRP (RFC6135)

				NNI Signalling		SIP 2.0 (RFC3261)



		Dimensioning

		IP Dimensioning

				Overdimensioning		 Factor (%) per channel

				Bandwidth		Allocated bandwidth



		Security

		Security Features

		Firewall				  Yes  /  No

						Vendor:       

						Version/Release:      

		IP Level				 Intrusion Detection

						 Intrusion Prevention

						 DoS Attack Defence

		Traffic Flow				Bandwidth Limitation

		Security Protocol				IPSec

						TLS





		Element Visibility

		Visibility of Elements Across the NNI

		Address Format may be IP Address or SIP URI for those elements visible across the NNI.		IBCF/TrGW		Visible (Yes/No)

						Address Format

				CSCF		Visible (Yes/No)

						Address Format

				BGCF		Visible (Yes/No)

						Address Format

				MGCF		Visible (Yes/No)

						Address Format

				BG		Visible (Yes/No)

						Address Format



				Comments: 



		0





Point of Interconnect

		IMS based Interworking



		Point of Interconnect



		Physical Location of Interconnect 

						live-network 		test-network		comment

		IP interconnection mode						if nothing stated the live network setting is valid																		 

		Address		Address

				Postcode

				Ccountry

		Location		Room

				Rack

				Port

		Other





		IPX/GRX used for Interconnect

		GRX/IPX																								 

		Usage of GRX/IPX Interconnection		Yes/No

		Other





		Additional Information  (enter text)

		Infrastructure related
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