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Captive Portal Issue Description
When you are in hotel or airports and you connect via WiFi by hitting the browser with an application of your choice, a default window opens up which launches the captive portal. In case the web address entered into is encrypted website application, the pop-up for captive portal does not launch on some devices with specific operating systems. If website is non-encrypted it works just fine. Manily happens with https kind of applications. We wanted to check if this issue will occur with 5G as well and how this can be solved for organisations who have come across this with past technologies. Any ideas.


[bookmark: _GoBack]Based on the volunteer call and information gathered we weren’t convinced if Captive Portal qualifies as a work item due to below reasons:
· IETF has published a paper on this and closed the discussion. So that paper can be used for any further understanding.
· Networks Group doesn’t see this as a topic for 5G architecture
· Terminal Steering Group- responsible for devices isn’t discussing this topic either.
· Not many operators have this as in issue perhaps barring Orange 
· Couldn’t identify necessary value add from IG and impact we can have
· One use case for Captive Portal in 5G World might be the advertisement of “DoH hints” by the 5G network when device connects to the network. This is better off being covered in the DNS hardening discussions instead.
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