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Overall Description
In order to provide easy and standardized access to secure services supported within an IoT Device, GlobalPlatform has set up a new committee called the Trusted Platform Services committee (as announced in GP_LS_040).
The TPS Committee creates open specifications that:
Provide mechanisms enabling access to platform services offered by standardized secure components (such as the SE and TEE), both from within a device and from platforms external to it.
Assure the trustworthiness of a secure component within a device enabling a secure service, thanks to an attestable Chain of Trust (from the Root of Trust (RoT)) to the application or the cloud).
The aim is to make it easier for service providers and application developers in different market sectors to link together the strong security technology offered by secure components in their products. This will be achieved through GlobalPlatform’s Device Trust Architecture (DTA). DTA is a security framework showing how standardized secure component technology can be used to build a Chain of Trust to protect devices and digital services. 
The TPS committee has created a first set of Device APIs (Entity Attestation APIs, Crypto APIs …) and the 2nd review phase in on going. 
TPS APIs are intended to be implemented in Simple Device OS used in the IOT environment.
UICC low level API member review start
[bookmark: _GoBack]This document provides a low-level API for the bare minimum UICC functionality needed in low-cost constrained IoT devices and is applicable to any form of device architecture:
embedded UICC solutions such as eUICC and removable UICC
Integrated UICC realizations
ETSI‑defined Smart Secure Platform (SSP) with a telecom secondary platform bundle supporting UICC functionality
This includes functions for network attachment and functions for cellular subscription profile download and management. To reduce the cost of a constrained IoT device the UICC functionality is likely to be an integrated part of the application processor or the modem of the IoT device. The API hides the realization and location of the UICC functionality to device application users (network stacks and assistants for profile management operations).
Actions:
The document has started a 2nd review and GlobalPlatform platform is pleased to share this member document with GSMA TSG as part of our MOU.
The review is ending on … 
Looking forward to fruitful collaboration with GSMA TSG.
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