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Device Information is mainly in destination of the SM-DP+ for the purpose of Device eligibility check. The SM-DP+/Operator is free to use or ignore this information at their discretion.
Device Information includes:
	TAC
	Device capabilities: The Device SHALL set all the capabilities it supports
	Radio access technologies, including release.
	Contactless: the SWP and HCI interfaces as well as the associated APIs
	RSP CRL SVN
	LPA SVN
	Card Application Toolkit support.
	eUICC form factor type
	IMEI (optional)
	Preferred languages (optional)
	Indication for Enterprise Capable Device
· Device Test Mode
· RSP functions supported:
	CRL stapling
	RSP Server certificate chain variant A, B, and C
	APDU API
	LPA API
	LPA Proxy (Profile Content Management)
Device Information
DeviceInfo is defined as follows:
-- ASN1START
DeviceInfo ::= SEQUENCE {
	tac Octet4,
	deviceCapabilities DeviceCapabilities,
	imei Octet8 OPTIONAL,
	preferredLanguages SEQUENCE OF UTF8String OPTIONAL, -- #SupportedFromV3.0.0#
	enterpriseCapableDevice NULL OPTIONAL, -- #SupportedForEnterpriseV3.0.0#
	deviceTestMode NULL OPTIONAL, -- #SupportedFromV3.0.0# if present the Device is operating in Device Test Mode
	lpaRspCapability LpaRspCapability OPTIONAL -- #SupportedFromV3.0.0#
}

DeviceCapabilities ::= SEQUENCE { -- Highest fully supported release for each definition
  -- The device SHALL set all the capabilities it supports
	gsmSupportedRelease VersionType OPTIONAL,
	utranSupportedRelease VersionType OPTIONAL,
	cdma2000onexSupportedRelease VersionType OPTIONAL,
	cdma2000hrpdSupportedRelease VersionType OPTIONAL,
	cdma2000ehrpdSupportedRelease VersionType OPTIONAL,
	eutranEpcSupportedRelease VersionType OPTIONAL,
	contactlessSupportedRelease VersionType OPTIONAL,
	rspCrlSupportedVersion VersionType OPTIONAL, -- #SupportedOnlyBeforeV3.0.0#
	nrEpcSupportedRelease VersionType OPTIONAL, -- #SupportedFromV2.2.2#
	nr5gcSupportedRelease VersionType OPTIONAL, -- #SupportedFromV2.2.2#
	eutran5gcSupportedRelease VersionType OPTIONAL, -- #SupportedFromV2.2.2#
	lpaSvn VersionType OPTIONAL, -- #SupportedFromV3.0.0# provided for information only
	catSupportedClasses CatSupportedClasses OPTIONAL, -- #SupportedFromV3.0.0#
	euiccFormFactorType EuiccFormFactorType OPTIONAL, -- #SupportedFromV3.0.0#
	nrEpcSupportedRelease VersionType OPTIONAL, -- #SupportedFromV3.0.0#
	nr5gcSupportedRelease VersionType OPTIONAL, -- #SupportedFromV3.0.0#
	eutran5gcSupportedRelease VersionType OPTIONAL -- #SupportedFromV3.0.0#
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CatSupportedClasses ::= BIT STRING {
    a(0), b(1), c(2), d(3), e(4), f(5), g(6), h(7), i(8), j(9),
    k(10), l(11), m(12), n(13), o(14), p(15), q(16), r(17), s(18), t(19),
    u(20), v(21), w(22), x(23), y(24), z(25), aa(26), ab(27), ac(28), ad(29)
}

-- Definition of EuiccFormFactorType
EuiccFormFactorType ::= INTEGER {
	removableEuicc (0), -- eUICC can be removed
	nonRemovableEuicc (1) -- eUICC cannot be removed
}

-- Definition of LpaRspCapability
LpaRspCapability ::= BIT STRING {
	crlStaplingV3Support (0),
	certChainV3Support (1),
	apduApiSupport (2),
	lpaApiSupport (3),
	lpaProxySupport (4),
	signedEventRecordsV3Support (5),
	euiccCiUpdateSupport (6)
}
-- ASN1STOP

The TAC and IMEI are defined in 3GPP TS 23.003 [35].
The TAC SHALL be represented as a string of 4 octets that is coded as a Telephony Binary Coded Decimal String as defined in 3GPP TS 29.002 [63].
The IMEI (including the check digit) SHALL be represented as a string of 8 octets that is coded as a Telephony Binary Coded Decimal String as defined in 3GPP TS 29.002 [63], except that the last octet contains the check digit (in low nibble) and an 'F' filler (in high nibble). The check digit SHALL be computed according to 3GPP TS 23.003 [35]. The IMEI SHOULD be present if the Device contains a non-removable eUICC.
Example: If IMEI (14 digits) is: 12345678901234, then the check digit is 7 and the value part of the imei ASN.1 object is '21 43 65 87 09 21 43 F7'. The value part of the tac ASN.1 object is '21 43 65 87'.

NOTE:	The SM-DP+ and the Operator should be aware that the IMEI in version 2 of this specification defines an encoding where the order of the nibbles in the last octet is different.
Notwithstanding additional description hereunder, the Device Information SHALL NOT include any elements defined for version 3.0.0 or higher if the eUICC version is lower than 3.
The Device Information MAY include preferred languages. If provided, the preferred languages SHALL be represented as a sequence of language tags as defined by RFC 5646 [70] in decreasing order of preference.
NOTE:	The method by which the Device determines the preferred languages is out of scope of this specification.
[bookmark: _Hlk508722077]The indicator for an Enterprise Capable Device SHALL be identical to the corresponding setting in the RSP Device Capabilities.
The Device SHALL indicate whether it is currently operating in Device Test Mode.
The capabilities SHALL be represented as follows:
	gsmSupportedRelease – if GSM/GERAN is supported, this SHALL be the highest 3GPP release N fully supported by the device, encoded as the octet string {N, 0, 0}. If GSM/GERAN is not supported this SHALL NOT be present.
	utranSupportedRelease – if UMTS/UTRAN is supported, this SHALL be the highest 3GPP release N fully supported by the device, encoded as the octet string {N, 0, 0}. If UMTS/UTRAN is not supported this SHALL NOT be present.
	cdma2000onexSupportedRelease – if cdma2000 1X is supported, this SHALL be encoded as the octet string {1, 0, 0}. If cdma2000 1X is not supported this SHALL NOT be present.
	cdma2000hrpdSupportedRelease – if cdma2000 HRPD is supported, this SHALL be encoded as the octet string {R, 0, 0}. If cdma2000 HRPD is not supported this SHALL NOT be present. The value R SHALL represent the EVDO revision as follows:
o	Rev 0 SHALL be encoded as 1
o	Rev A SHALL be encoded as 2
o	Rev B SHALL be encoded as 3
	cdma2000ehrpdSupportedRelease – if cdma2000 eHRPD, is supported this SHALL be the highest 3GPP release N fully supported by the device, encoded as the octet string {N, 0, 0}. If cdma2000 eHRPD is not supported this SHALL NOT be present.
	eutranEpcSupportedRelease – if LTE/E-UTRAN using a 4G core network (Evolved Packet Core) is supported, this SHALL be the highest 3GPP release N fully supported by the device, encoded as the octet string {N, 0, 0}. If LTE/E-UTRAN is not supported this SHALL NOT be present.
	contactlessSupportedRelease – if NFC is supported, this SHALL be the highest (version, revision) number of TS.26 [40], encoded as the octet string {version, revision, 0}. If NFC is not supported this SHALL NOT be present.
	rspCrlSupportedVersion – if load eUICC CRL as it was defined in section 5.7.12 of version 2 of this specification is supported, this SHALL be the highest SGP.22 version number supported by the Device for this function. If this function is not supported, this field SHALL NOT be present.
	lpaSvn – indicates the highest Specification Version Number of this specification supported by the LPA. The SVN SHALL have the same three digit number as the highest supported specification version. Example of value: '3.0.0'. A version 3, or higher, Device SHALL include this information. The lpaSvn is provided for information only (see Annex O).
[bookmark: _Toc456309369]	catSupportedClasses – indicates the set of supported Card Application Toolkit letter classes as defined in [31] and [76]. A version 3, or higher, Device SHALL include this information.
	euiccFormFactorType – indicates whether the eUICC is removable or non-removable. A version 3, or higher, Device SHALL include this information. If this element is omitted the form factor type of the eUICC is unspecified.
	nrEpcSupportedRelease – if NR (5G New Radio) using a 4G core network (Evolved Packet Core) is supported, this SHALL be the highest 3GPP release N fully supported by the device, encoded as the octet string {N, 0, 0}. If NR using a 4G core network is not supported this SHALL NOT be present.
	nr5gcSupportedRelease – if NR using a 5G core network is supported, this SHALL be the highest 3GPP release N fully supported by the device, encoded as the octet string {N, 0, 0}. If NR using a 5G core network is not supported this SHALL NOT be present.
	eutran5gcSupportedRelease – if LTE/E-UTRAN using a 5G core network is supported, this SHALL be the highest 3GPP release N fully supported by the device, encoded as the octet string {N, 0, 0}. If LTE/E-UTRAN using a 5G core network is not supported this SHALL NOT be present.
Description of LpaRspCapability:
A version 3 or higher Device SHALL include this data object in DeviceInfo. Refer to Annex O that describes how a version 3 LPA SHALL be configured.
	The crlStaplingV3Support bit SHALL be set to '1' if and only if the LPA supports the CRL stapling during the Common Mutual Authentication procedure.
	The certChainV3Support bit SHALL be set to '1' if and only if the LPA supports RSP Server certificate chain Variant A, B and C.
	The apduApiSupport bit SHALL be set to '1' if and only if the Device supports the APDU API.
	The lpaApiSupport bit SHALL be set to '1' if and only if the Device supports the LPA API.
NOTE: The LPA API is available only if it is also supported by the eUICC (EuiccRspCapability.lpaApiSupport in section 5.7.8).
	The lpaProxySupport bit SHALL be set to '1' if and only if the Device supports the LPA Proxy.
NOTE:	The LPA Proxy is usable only if the Local Proxy Configuration (section 2.4a.1.5) is also present in the Profile Metadata of the Enabled Profile.
· The signedEventRecordsV3Support bit SHALL be set to '1' if and only if the LPA supports the handling of SM-DS signed Event Records.
· The euiccCiUpdateSupport bit SHALL be set to '1' if and only if the Device together with the eUICC supports update of GSMA CI RootCA Public Keys on the eUICC. The method by which the Device determines its compatibility with the eUICC for update is proprietary to the Device Manufacturer and EUM.
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