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SAM#5 Agenda
    17th March (14:00-16:00am UK Time)
Conference Bridge: https://gsma.webex.com/join/ysanzgsma.com, Access code:  701 064 430
	
	Location for the documents assigned in the agenda

	CRs against SAM.01 (CR00XX)
	O365  SAM  CR

	Discussion documents (SAM_X_Doc_XXX)
	Infocentre  SAM  SAM#5



Welcome, Anti-trust 		                                                        				14.00 – 14.05
Yolanda Sanz, GSMA

SAM.01 CRs:										14.15 – 15.55
· Banking Use cases
(CR002R04) Jean Marc Padova, Apple
· ChangeDelation_A1 Banking Use cases
(CR006R01) Jan Eichholz, G+D
· eUICC Definition to include integrated eUICC 
(CR008R00) Said Gharout, ARM
· [bookmark: _GoBack]SAM Requirements 
(CR003R02) Laurent Coureau, Orange


AOB (SAM delegates)									15.55 – 16.00


Actions

	Action No
	Related Doc no.
	Description
	Owner
	Status
	Due date

	SAM#4_AP01
	CR002R04
	to work on the new working on the Bank Application use cases to address Apple’s points. Also, G+D CR on 006R01 can be considered as part of this revision. 
	Orange, Apple and G+D
	Closed
	17 March

	SAM#4_AP02
	CR002R04
	to provide an eUICC definition that includes integrated eUICC.
	ARM
	Closed
	17 March

	SAM#4_AP03
	CR007R02
	to provide the missing references to cover other MobileID standards e.g.: drive licence  
	Thales
	Open
	17 March

	SAM#4_AP04
	CR007R02
	to put the following sentence: “The attestation information provided by the eUICC must guarantee integrity and authenticity” in a requirement format.
	G+D
	Open
	17 March
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GSMA Antitrust Policy

« Anti-trust law prohibits (i) agreements (written or implicit) between
competitors which may negatively impact consumers or competitors and (i
sharing of confidential information

* All GSMA participants must abide by the following rules:
¥'DO clearly identify the positive purpose of each project and follow it
¥'DO consult with legal in areas where you are unsure
XDON'T enter into agreements that restrict other parties’ actions o creates barriers to
market entry

XDON'T discuss or exchange information on pricing, business plans, or any other
confidential or commercially sensitive data
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GSMA position regarding US Entity List

The US government has revised its “Entity List", restricting the transfer of non-public US technology
in a private forum to affected companies. The GSMA does not consider that it would be affected by
these restrictions as:

(i) Companies generally do not submit non-public technology

(i) Relevant GSMA information s public, either through industry specifications or PRDs

(i) any interested party can join GSMA projects, making them open fora

To address some Member concerns of inadvertent breach, the GSMA will put the relevant group
minutes and contributions on a public website at o/ /uw.zsma corm/

Some matters may not be suitable for a public website. We ask participants to identify:
(i) 1f this is the case and why; and

(i) s there a risk of the transfer of US private technology in those circumstances

Once we have established if this is an issue we wil revert with more guidance
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