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This form allows organisations to put forward a proposal for a new work item for consideration by the eSIM group. 


1. Originating Organisation (Mandatory)
Provide the name of your organisation, also name of the primary contact details

Telefónica S.A., Juan A. Cáceres (jacaceres@telefonica.com)]

2. Supporting individual companies (Optional)
Please list, in alphabetic order, the companies that supports this work item 

[Please enter the text here]

3. Work item Title (Mandatory)
Editor’s Note: Provide the name of work item

Portable DP+ for Offline eSIM provisioning

4. Problem or Opportunity (Mandatory)
Provide a description of problem statement, which this work item is intended to cover, or provide a description of the opportunity, which this work item could provide 

There are situations where the device has no Internet connection and then it could not download an eSIM Profile. 
This solution will allow the off-line eSIM profile provisioning:
· Device without provisioning profile and no Internet available (e.g. third-party point of sales or customers without mobile or WiFi connectivity, quick deployment of device in emergency areas, employee’s equipment or private networks for enterprise, etc.).
· When the cost of maintaining a provisioning profile for the entire device lifecycle is not affordable (e.g. IoT or low-cost wearable devices).
· Device Manufacturing plants without Internet Access (e.g. HSM hosting profiles is connected to the device at the end of the manufacturing process to load the final service provider profile).

This work item proposal would like to investigate methods to provision eSIM profiles in off-line scenarios where the eSIM device has no access to Internet and therefore no access to remote SM-DP+ servers.

Our proposal to solve this situation is based on a “Portable SM-DP+” concept: 
1. The portable DP+ (Port-DP+) is a SM-DP+ server hosted in an embedded secure element. This secure element may be a discrete Smart Card or Secure element, embedded Secure Element or a Hardware Secure Module (HSM).
2. For the eUICC the Port-DP+ should be just another SM-DP+, it should use interface ES8+. 
3. The Port-DP+ manages the eSIM profiles (download and notifications) through proximity transport connections (e.g. USB, Bluetooth or NFC)
4. An interface to deliver eSIM profiles (Bound Profile Package) between Port-DP+ and LPA should be defined
· Note: This secure channel may be based on and/or extends existing ES9+
5. An interface to transfer eSIM profiles (Unbounded Profile Package) between SM-DP+ (any combination of port-DP+ an Internet SM-DP+) should be defined.

[bookmark: _GoBack]Note: The port-DP+ solution could also be used for subscription transfer when running at the eUICC.

5. Example Use Cases (Mandatory)
Provide a description of the use cases that may be covered by this work item. Please note that this list of use cases does not need to be exhaustive

USE CASE 1: Off-line eSIM installation with Port-DP+ on contactless Smart Card (NFC)
1. A user acquires one or several mobile subscriptions and receives a contactless Smart Card (NFC) with Port-DP+ functionality with one or several eSIM Profiles.
2. The user has an eSIM enabled device with NFC and no connectivity
3. The user opens the LPA and taps the Port-DP+ contactless Smart Card 
4. The user selects in the LPA to install an available profile from the Port-DP+.
5. Installation is performed:
a. The LPA contacts the Port-DP+ to download and install the profile in the eUICC.
b. The eSIM profile (Bound Profile Package) is sent from the Port-DP+ to the LPA.
c. The eSIM profile is installed in the eUICC.
d. The LPA notifies to the Port-DP+ the eSIM profile is installed.
6. The user enables the profile and the device starts operating on the mobile network

USE CASE 2: Off-line eSIM profile deletion with port-DP+ on contactless Smart Card (NFC)
1. The user deletes the eSIM profile in the device using the LPA
2. The user taps the Port-DP+ contactless Smart Card on the LPA device
3. The device LPA notifies to the Port-DP+ that the eSIM profile has been deleted
4. If allowed by configuration parameters in the Port-DP+, the deleted eSIM profile is available to be installed again

USE CASE 3: Off-line eSIM profile install with Port-DP+ on an embedded Secure Element (eSE)
1. The user owns a Device (e.g. smartphone, tablet or laptop) with an eSE with Port-DP+ managing one or several eSIM Profiles for installation (see use cases 4 and 5 for profile transfer)
2. The user has one eSIM enabled device with no Internet Connectivity and at least one compatible proximity technology with the Port-DP+ device.
3. (Optionally) The user connects through a proximity technology both devices (e.g. Bluetooth or USB)
4. The user opens the LPA on the eSIM device, selects “Add Profile”
5. The LPA checks if there is any connected device with Port-DP+ or instructs the user to connect both devices (Bluetooth, USB, NFC, …). 
6. The user selects in the LPA to install an available profile from the Port-DP+.
7. Installation is performed:
a. The LPA contacts the Port-DP+ to download and install the profile in the eUICC.
b. The eSIM profile (Bound Profile Package) is sent from the Port-DP+ to the LPA.
c. The eSIM profile is installed in the eUICC.
d. The LPA notifies to the Port-DP+ the eSIM profile is installed.
8. The user enables the profile and the device starts operating on the mobile network.

USE CASE 4: Off-line Transfer of eSIM profiles between Port-DP+ servers
1. The user acquires one or several mobile subscriptions and receives a contactless Smart Card (NFC) with Port-DP+ functionality and one or several eSIM Profiles 
2. The user has an NFC device with an embedded Secure Element (eSE) with the Port-DP+ functionality.
3. The user opens an User Interface of the destination Port-DP+ at eSE and taps Smart Card with the source Port-DP+
4. The user selects the eSIM profiles that want to transfer between the source Port-DP+ and the destination Port-DP+
5. The destination Port-DP+ opens a secure channel to receive the eSIM profiles (in Unbound Profile Package format) and their management data from the source Port-DP+.
Note1: this process can be repeated to transmit profiles from one Port-DP+ instance to another.

USE CASE 5: On-line Transfer of eSIM profiles between remote SM-DP+ and local Port-DP+ 
1. The user has contracted one/more mobile lines with a service provider.
2. The user has a device with an embedded Secure Element (eSE) with the Port-DP+ functionality.
3. The user opens the Port-DP+ Management function (LPAp) that controls a local Port-DP+ server on the eSE.
4. The user selects to transfer the remote eSIM profiles from a SM-DP+ to the local Port-DP+.
5. The Profile Management App opens a secure channel with the source SM-DP+ and downloads the profiles in Interoperable Profile Package format to the local Port-DP+.

USE CASE 6: Off-line batch installation of eSIM profiles at Manufacturing Chain
1. A device manufacturer receives an HSM server with a Port-DP+ and a batch of eSIM profiles stored.
2. The device manufacturer pairs an eSIM device at the manufacturing chain to the port-DP+ server.
3. The device downloads an eSIM profile from the Port-DP+ at the HSM server
Note: The manufacturing chain may have an external LPA that gets connected to both, the Port-DP+ server and the eUICC at the device to install directly the eSIM Profile. ES10+ interface might be encapsulated over an internal interface for manufacturing.
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