[image: gsma_logo_coloursmall]NEW STUDY ITEM PROPOSAL

This form allows organisations to put forward a proposal for a new study item/feature within the eSIM group. 


1. Originating Organisation (Mandatory)
Apple Inc.

2. Supporting individual companies (Mandatory)
In Alphabetical Order:
· Apple Inc.
· Google
· [bookmark: _GoBack]Huawei
· Samsung
· Sony
· Telna
· Xiaomi

3. Study item/Feature Title (Mandatory)
eSIM Export
(as a technical solution to the subscription transfer study item)

4. Problem or Opportunity (Mandatory)
The present work item proposes to define mechanisms that allow eSIM export from the eUICC.

In current eSIM specification, eSIM export is explicitly forbidden. This prevents a user from moving an eSIM Profile installed on its device/eUICC to another device/eUICC as they would be able to do with physical SIM cards. 

The existing specification does not permit the use of the same profile packages to fulfil subscription transfer use cases. Still, under the subscription transfer work item, such a mechanism is being discussed. It would require that the old eSIM Profile is deleted on the old Device in order to download the same eSIM Profile Package on the new Device. Additionally, the SM-DP+ may maintain a cloned copy of the eSIM Profile Package - the cloned copy that is maintained by the SM-DP+ may be able to track all the local/remote updates, but this is most likely infeasible. Such an implementation would lead to a user experience regression in many ways. For example, both devices must be online at the same time (or at least, the old Device needs to be done with its deletion procedure before the new Device is brought online – including the sending of the deletion receipt to the SM-DP+); any post-installation updates on the original eSIM via OTA are lost as the new eSIM Profile generated by SM-DP+ would not preserve those updates by service providers/user. In addition, the existing solution adds extra cost and overhead for the operator, since using the current specification, connectivity to carrier services from potentially both devices, such as SM-DP+ and account management portal/BSS, is required to fulfill the transfer of service to the new device.

5. Example Use Cases (Mandatory)

There are two main use cases that drive the need for an eSIM export capability: Device upgrade and device repair. In both cases, the operation should be as simple and seamless as possible; just as simple as taking a SIM card out of one device to inserting it into another.

Device Upgrade:
The end user wants to upgrade from device 1 to device 2, at an operator or reseller store. The following steps are a potential use case for a device upgrade scenario:
· The end user initiates the export function from device 1 by scanning the EID from the box of device 2. 
· Device 1 contacts the managing SM-DP+ for the profile to be exported and initiates the export function
· Device 1 disables the eSIM profile to be exported and packages it up for export using the ephemeral key provided by the SM-DP+; this operation cannot be undone.
· Device 1 uploads the package to the SM-DP+, which includes the EID of device 2.
· The SM-DP+ makes the profile available to download for device 2 and propagates the download event to the discovery service.
· Device 2 is powered up and can now go fetch and download the exported profile, as per the current specification.

Device Repair: 
The end user’s device is still functional but in need of repair (cracked screen, degraded battery etc.). The end user will then be using an older device or a loaner device while their device is being repaired. The repair shop does not provide any connectivity or other operator services. The following steps are a potential set of steps to realize this scenario:
· End user initiates export function on device 1.
· End user initiates import function on device 2.
· P2P connectivity is established between the two devices (out of scope of this specification)
· Device 1 disables the eSIM profile to be exported and packages it up for export using the ephemeral key provided by device 2
· Device 2 then downloads the packaged profile from device 1 and installs it.
· Once the repair is completed, the same operations can be done in reverse (i.e. from device 2 to device 1).

Level of control, and security configuration can be set in the eSIM to ensure the target entity eUICC or SM-DP+ (or must carry certificate(s) from a trust CI, or the eUICC OS must be newer than certain version. Details on security configuration and controls are provided under a separate cover.


6. Work Plan

Even though eSIM Export is one possible technical solution to some subscription transfer use cases, it should be considered as its own, separate work item.

The objectives of this study item are to:
1. Add and update the relevant requirements in SGP.21 to enable optional support of eSIM exporting function in Phase 3 or in Phase 4 (scope discussion to happen separately).
2. Define technical specifications in SGP.22 to support eSIM export, and ensure its security level remains the same as existing eSIM provisioning.

The work item is expected to create CRs to SGP.21, SGP.22 and possible other specifications.
Compatibility with RSP V2 and RSP V3 architectures to be considered.
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