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This form allows organisations to put forward a proposal for a new Work Item for consideration by the eSIM group. 


1. Originating Organisation (Mandatory)
Provide the name of your organisation, also name of the primary contact details

Huawei

Davide Pratone

2. [bookmark: _GoBack]Supporting individual companies (Optional)
Please list, in alphabetic order, the companies that supports this Work Item

China Telecom
Huawei
Infineon Technologies
NXP
Samsung
STMicroelectronics
Truphone

3. Work item Title (Mandatory)
Editor’s Note: Provide the name of Work Item

eUICC OS Update interfaces

4. Problem or Opportunity (Mandatory)
Provide a description of problem statement, which this Work Item is intended to cover, or provide a description of the opportunity, which this Work Item could provide 

OS Update requirements have been included in SGP.21 since a while and the OS Update implementation has been kept proprietary. 
Even if the eUICC OS Update will remain proprietary or specified by other industry bodies, in order to reduce the fragmentation within the eSIM ecosystem there is the need to harmonize the interfaces between the EUM OS Update server, the OEM Device update server, the eUICC OS Update agent on the Device (it may be the LPA but it is not limited to it) and the eUICC.
The OEM is the one that is able to reach the Device to perform the Device update and can even reach the eUICC OS Update agent on the Device to route perform the eUICC OS Update. The EUM needs to be interfaced with the OEM to route provide the appropriate eUICC OS Update to for the proper eUICCs. 
While the OS Update mechanism will remain proprietary and completely transparent to the Device/agent, the definition of this interface will avoid fragmentation between the eUICC OS Update agent on the Device and the different eUICCs.
The OEM will be able to manage the Device Update and the eUICC OS Update in a unified way.
This Work Item intends to analyse the possible architectures and security requirements for the eUICC OS Update functionality and to identify those that need to be specified. At least tThe interface between the eUICC OS Update agent on the Device and the eUICC has to will be specified. 
Interface in this context refers to the commands and responses interface, the targeted solution should be agnostic from any physical interface. 

5. Example Use Cases (Mandatory)
Provide a description of the use cases that may be covered by this Work Item. Please note that this list of use cases does not need to be exhaustive

The OEM decides to have two or more eUICC providers for its Device.
When there is the need to update one of the eUICC OS the OEM receives from connects with the EUM for the secured eUICC OS updatepackage to be send to the eUICC.
The OEM prepares a Device software update and notifies the user to perform the Device update.
The Device software update contains the eUICC OS update and thanks to the specified interface between the eUICC OS Update agent on the Device and the eUICC, the OEM does not need to implement different commands for any eUICC provider.
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