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1. [bookmark: _Ref315354793]
1. 
1. 
1. 
1. 
1. 
1. 
1. 
5. 
0. Capability discovery process through SIP OPTIONS message
This mechanism for capability discovery is based on the exchange of a SIP OPTIONS request as defined in [RFC3261], a peer-to-peer message exchanged between clients.
This mechanism is based on the use of tags corresponding to the different RCS services that are defined in section 2.6.1.3 that are transported in the Contact header field for the SIP OPTIONS and its responses:
The tags corresponding to the set of functionalities supported by the requesting terminal at the time this request is made are carried in the Contact header field of the SIP OPTIONS request.
The tags corresponding to the subset of the functionalities that are supported by the receiver are included in the Contact header of the 200 OK responses.
In RCS, the SIP OPTIONS request shall NOT contain a Session Description Protocol (SDP) body.
Next to the relevant tags defined in section 2.6.1.3, a device should also add to the Contact header field the same feature tags used at SIP Registration (see section 2.4.4) if not already included in the SIP OPTIONS request/response for capability exchange and if they are part of the capabilities supported by the device at this time. 
When a SIP OPTIONS message is sent from User A to User B, User A shall handle the response as described in the following table:
	Response
	User B was a known RCS user before
	User B was not a known RCS user before

	200 OK including at least, one of the tags assigned to the RCS Services (see Table 9) 
Returned when User B is an RCS user and is currently registered
	User B remains an RCS user
The capabilities returned in the 200 OK response (using tags as described in Table 9) are considered as the current communication options with User B
	User B is marked as an RCS user
The capabilities returned in the 200 OK response (using tags as described in section Table 9) are considered as the current communication options with User B

	200 OK not including any of the tags used by RCS services (see Table 9)
Returned when User B is registered, but not with an RCS client 
	User B is not considered as an RCS user any longer
Only the non-RCS communication services (e.g. voice calls, SMS, MMS, etc.) are indicated as available[footnoteRef:1] [1: ] 

	No change in User B’s status
Only the non-RCS communication services (e.g. voice calls, SMS, MMS, etc.) are indicated as available

	480 TEMPORARY UNAVAILABLE or 
408 REQUEST TIMEOUT
Returned by the network if User B is an IMS (and potentially thus an RCS) user, but is currently not registered
	User B remains an RCS user
but only the capabilities available to an offline contact are offered
	No change in User B’s status
Only the non-RCS communication services (e.g. voice calls, SMS, MMS, etc.) are indicated as available

	404 Not Found or 604 Does Not Exist Anywhere 
	User B is not considered as an RCS user any longer
Only the non-RCS communication services (e.g. voice calls, SMS, MMS, etc.) are indicated as available
	No change in User B’s status
Only the non-RCS communication services (e.g. voice calls, SMS, MMS, etc.) are indicated as available

	Any other Final response returned by the network
	User B remains an RCS user with unchanged capabilities. 
NOTE: The client treats the final response as described in [3GPP TS 24.229].
	No change in User B’s status


[bookmark: _Ref33098655]Table 6: Options response handling 
The handling of a 200 OK not including any of the tags used by RCS services defined in Table 6, means that an AS like the OPTIONS-AS described in section 2.6.1.1.1 would have to include the Chat capability defined in section 2.6.1.3 in the response if the user has multiple devices sharing the same IMS identity some of which are not RCS capable. When including this tag in situations where none of the RCS capable devices is online, the OPTIONS-AS shall also include the automata tag defined in [RFC3840] to indicate that this response does not originate from an end user device.	Comment by Tom Van Pelt: Not putting it as a note because it contained normative text	Comment by Tom Van Pelt: Correct reference	Comment by Tom Van Pelt: Improve description

This is illustrated in Figure 2:
[image: ]
[bookmark: _Ref473794711][bookmark: _Ref473794706]Figure 2: Capabilities discovery via SIP OPTIONS message
1.5.0.1 [bookmark: _Ref22051566]
Service/capability indicators
[bookmark: _Ref316043108][bookmark: _Ref315372730][bookmark: _Ref315372725]The RCS capabilities represent the list of services that an RCS user/client can access at a certain point in time. The capabilities depend on four factors:
User Service Provider provisioning status: A Service Provider may choose to limit service to customers depending on subscription status (e.g. chat and file share, but not video).
The terminal hardware (HW): A terminal with limited HW (i.e. no capability to process video) may not be able to access all the RCS Services.
The terminal status: Even if a terminal HW supports all the services, it could be that the device status introduces a limitation (e.g. receiving files is not possible when the file storage is full).
Connectivity status: Some services may require a certain level of network Quality of Service (QoS). For example, streaming video over a 2G General Packet Radio Service (GPRS) is not possible with the used enablers.
In addition to the factors presented above and as presented in Annex A section A.1, it is possible for a Service Provider to select which services are available for a particular user. Therefore, the previous considerations shall only be taken into account assuming that the relevant RCS services are enabled via configuration and consequently, Table 8 assumes that all the user’s devices have been configured with all the RCS services enabled and the network supports all the RCS services.
	Service
	TERMINAL and STATUS REQUIREMENTS
	Data Bearer

	
	
	2G / 
EDGE
	3G / 
HSPA
	LTE
	5G NR
	Wi-Fi

	Chat (1-to-1 or group)
	None
	Y
	Y
	Y
	Y
	Y

	File Transfer via HTTP
	The relevant configuration parameters are correctly set
	Y

	Y
	Y
	Y
	Y

	File Transfer via SMS
	The relevant configuration parameters are correctly set
	Y
	Y
	Y
	Y
	Y

	Geolocation PUSH
	Minimum threshold of free space to store files
From the capability exchange point of view, there are no additional terminal requirements however on the sender the service shall be only available if the terminal (UE) provides a mean to access the location information required for the service.
	Y
	Y
	Y
	Y
	Y

	Geolocation PUSH via SMS
	The relevant configuration parameters are correctly set
	Y

	Y

	Y
	Y
	Y

	Call Composer via Enriched Calling session
	The relevant configuration parameters are correctly set

	[bookmark: _Ref474155148]Y (see NOTE1)[footnoteRef:2] [2: ] 

	Y
	Y
	Y
	Y

	Call Composer via Multimedia Telephony session
	The relevant configuration parameters are correctly set.
	N
	N
	Y
(IR.92)
	Y
(NG.114)
	Y
(IR.51)

	Post-Call
	Support audio message profile (encoding /decoding).
	Y
	Y
	Y
	Y
	Y

	Shared Map
	[bookmark: _Ref520992355]The terminal should be on an active call[footnoteRef:3] (see NOTE2) with the user the map is willing to be shared with. It is not available in multiparty calls. [3: ] 

	Y (see NOTE1)2
	Y
	Y
	Y
	Y

	Shared Sketch
	The terminal should be on an active call (see NOTE2)3 with the user the canvas is willing to be shared with. It is not available in multiparty calls.
	Y (see NOTE1)2
	Y
	Y
	Y
	Y

	Chatbot communication
	The relevant configuration parameters are correctly set
	Y
	Y
	Y
	Y
	Y


[bookmark: _Ref474152958]Table 8: RCS services: Terminal, status and data bearer requirements
NOTE1: 	On 2G/Edge, data Services during a voice call are only possible if device and the cellular network support Dual-Transfer Mode (DTM)	Comment by Tom Van Pelt: Or are we better off deleting the whole table. It's not saying that much anymore. The service requirements could be moved into the sections for the respective services and DTM/MMTel limitations are fairly obvious.
NOTE2: 	In the context of Table 8, the term active call is used to indicate that a voice call is taking place with the user the content is shared with and that this call is not on-hold, waiting or forwarded/diverted. This limitation is not applicable for broadband access devices for the handling of a received capability request or an incoming invitation. The restrictions fully apply for outgoing requests.
Table 9 lists the feature tags and Service IDs that are used for indicating that a specific RCS service is available:
	RCS service
	Tag

	Chat

	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcse.im";+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session"
The RCS Client shall assume that Chat is available if either of the two tags mentioned is present.

	
	Service ID
	Service-id: org.openmobilealliance:IM-session	
Version: 1.0	
Contact address type: tel / SIP URI
Or
Service-id: org.openmobilealliance:ChatSession	
Version: 2.0
Contact address type: tel / SIP URI

	File Transfer

	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.fthttp"

	
	Service ID
	Service-id: org.openmobilealliance:File-Transfer-HTTP	
Version: 1.0	
Contact address type: tel / SIP URI

	File Transfer via SMS

	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.ftsms"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.ftsms
Version: 1.0
Contact address type: tel / SIP URI

	Geolocation PUSH

	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.geopush"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.geopush
Version: 1.0
Contact address type: tel/ SIP URI

	Geolocation PUSH via SMS
	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.geosms"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.geosms
Version: 1.0
Contact address type: tel / SIP URI

	Call composer via Enriched Calling session

	Tag
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.callcomposer"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-service.ims.icsi.gsma.callcomposer
Version: 1.0
Contact address type: tel / SIP URI

	Call composer via Multimedia Telephony session
	Tag
	+g.gsma.callcomposer

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-service.ims.icsi.gsma.callcomposer
Version: 2.0
Contact address type: tel / SIP URI

	Post-Call

	Tag
	+g.3gpp.icsi-ref=”urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.callunanswered”

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-service.ims.icsi.gsma.callunanswered
Version: 1.0
Contact address type: tel / SIP URI

	Shared Map
	Tag
	+g.3gpp.icsi-ref=”urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.sharedmap”

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-service.ims.icsi.gsma.sharedmap
Version: 1.0
Contact address type: tel / SIP URI

	Shared Sketch
	Tag
	+g.3gpp.icsi-ref=”urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.sharedsketch”

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-service.ims.icsi.gsma.sharedsketch
Version: 1.0
Contact address type: tel / SIP URI

	Chatbot Communication using sessions
	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.chatbot";+g.gsma.rcs.botversion="#=1,#=2"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.chatbot
Version: 1.0
Contact address type: tel / SIP URI 
And
Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.chatbot
Version: 2.0
Contact address type: tel / SIP URI

	Chatbot Communication using Standalone Messaging
	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.chatbot.sa";+g.gsma.rcs.botversion="#=1,#=2"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.chatbot.sa
Version: 1.0
Contact address type: tel / SIP URI 
And
Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.chatbot.sa
Version: 2.0
Contact address type: tel / SIP URI

	Chatbot role
	Tag
	+g.gsma.rcs.isbot

	
	Service ID
	Service-id: org.gsma.rcs.isbot
Version: 1.0
Contact address type: tel / SIP URI


[bookmark: _Ref443499364][bookmark: _Ref443499363]Table 9: Complete SIP OPTIONS tag and Presence Service ID usage for RCS
NOTE3:	Unless specified in other sections (e.g. section 2.4.4), the new tags defined in this section are defined for use in SIP OPTIONS exchanges only and the standard tags defined in the supporting PRDs and endorsement documents shall be used to identify the services in the rest of relevant SIP transactions. It should also be noted that in some cases, the tags employed in the SIP OPTIONS exchange match the standard tags. 
When used in SIP OPTIONS exchanges these capabilities relating to In-Call Services (Shared Map, Shared Sketch) shall only be sent during an active call and shall be included only if the exchange takes place between the users in the active call.
Finally, when several IARI tag values or several ICSI tag values are included in a SIP OPTIONS request, consistently with [RFC3840], IARI tag values or ICSI tag values shall be concatenated using commas as shown in the example below:
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcse.im,urn%3Aurn-7%3A3gpp-application.ims.iari.rcse.ft"


Table 10: IARI tag concatenation format example
1. [bookmark: _Ref412570126][bookmark: _Ref412558936][bookmark: _Ref412551247][bookmark: _Ref412551233][bookmark: _Ref412542784][bookmark: _Ref387062961][bookmark: _Ref316058608][bookmark: _Toc315701202][bookmark: _Ref315694259][bookmark: _Ref315694254][bookmark: _Ref315637200][bookmark: _Ref315637188][bookmark: _Ref315637003][bookmark: _Ref315460968][bookmark: _Ref314863085][bookmark: _Ref314222649][bookmark: _Ref314222634][bookmark: _Toc311582607]
1. 
7. 
0. 
0. 
0. 
0. APN and roaming considerations
General technical guidelines on how roaming is handled for the RCS services shall follow [PRD-IR.65]. 
Guidance given for RCS and access technologies as documented in section 2.8 are applicable also in the roaming scenarios. Specific roaming considerations for the different RCS device types (as specified in section 2.2):
All services on a primary device currently supporting multimedia telephony over a 5GC, shall follow the general rules as per [PRD-NG.113], APN usage as per [PRD-NG.114].
All services on a primary device currently supporting Multimedia Telephony over an EPC, shall follow the general rules as per [PRD-IR.88], APN usage as per [PRD-NG.102].
All services on a primary device enabled for VoWiFi shall follow the general rules as per [PRD-IR.61], APN usage as per [PRD-NG.102].
Other devices: no specific requirements.
The APN to be used to access the RCS services[footnoteRef:4] depends on the capacity of the device and the network to support an IMS APN as per [PRD-IR.88], on the device configuration and on the client type (see section 2.2): [4: ] 

NOTE1: 	This section only covers the APN behaviour for RCS services. These settings shall not be taken into account for the usage of other APNs by non-RCS services.
When the device is enabled for Multimedia Telephony and connected to a 5GC, an embedded client shall use the APN indicated in [PRD-NG.114].
When the device is enabled for Multimedia Telephony and not connected to a 5GC, an embedded client shall use the APN indicated in [PRD-NG.102].
For an embedded client on other devices, the behaviour shall depend on the setting of the RCS VOLTE SINGLE REGISTRATION configuration parameter (see section A.1.6):
NOTE2: 	The RCS VOLTE SINGLE REGISTRATION configuration parameter is used in this case even if there is no VoLTE registration from the device because the required behaviour is similar.
The IMS APN shall be used to access the RCS services when the device is configured through the RCS VOLTE SINGLE REGISTRATION configuration parameter defined in section A.1.6 to use a single registration approach. 
The Home Operator Services (HOS) APN shall be used to access the RCS services when the device is configured through the RCS VOLTE SINGLE REGISTRATION configuration parameter defined in section A.1.6 to use a dual registration approach.
NOTE3:	When roaming on a network where the device cannot access a local IMS APN (e.g. no VoLTE roaming agreement is in place), a client configured to use the IMS APN will, by using the IMS APN, automatically access RCS through the home network’s IMS APN with the telephony service using the Circuit Switched network. If no IMS roaming agreement is in place, the visited network would degrade any requested QoS based on local configuration, as per normal procedures in the MME for any APN as specified in [PRD-IR.88]. The operator could optionally have a QoS data roaming agreement to ensure that QCI=5 for the IMS APN is allowed in the visited network and that either QCI=8 or QCI=9 for MSRP will be allowed on the IMS APN. If the appropriate QCI bearer cannot be set up for MSRP when on LTE access, MSRP traffic will be on the default QCI=5 bearer unless prevented by the terminal or network.
To support traffic from non-RCS applications (e.g. generic internet access) in this case the device and network shall support other APNs to be active simultaneously.

For an embedded client, the APN to use for HTTP and XCAP shall be the HOS APN as defined in [PRD-IR.88]. The HOS APN can be configured to be, or by default be, the device’s generic data access APN (i.e. the internet APN[footnoteRef:5]). The network should use the HOS APN when providing the RCS client with its configuration, in order to prevent unwanted data charging for client provisioning traffic. [5: ] 

NOTE4: 	By internet APN, we understand the default APN configured by the Service Provider to provide Internet connectivity on the device.

It is out of scope of this specification how the HOS APN is configured on the device.
Downloadable clients shall use the internet APN.
1. [bookmark: _Ref19726102]
1. 
1. 
1. 
11. 
0. 
0. Access Signalling Security Profiles for RCS
As there are several considerations which access signalling security method should be used for access to RCS services, the following table defines authentication and access signalling security mechanisms as per RCS device and access type.
	Device
	Access
	Applicable Security Methods
	Applicability and Suitability

	Mobile client not configured for Multimedia Telephony 
	Cellular PS Access
	SIP Digest (with or without TLS) or IMS AKA with IPsec
	IMS AKA with IPSec may be used when supported by both device and the network. 
SIP Digest with or without TLS is used depending on (pre-)configuration

	
	access over EPC-integrated Wi-Fi
	SIP Digest (with or without TLS) or IMS AKA with IPsec
	IMS AKA with IPSec may be used when supported by both device and the network. 
SIP Digest with or without TLS is used in cases when pre-configured 

	
	Non-cellular broadband (Wi-Fi) access
	SIP Digest, SIP Digest with TLS or IMS AKA with IPsec
	SIP Digest with TLS is recommended over SIP Digest without TLS
SIP Digest with or without TLS is used in cases when pre-configured or when the mobile device does not support IMS AKA for WLAN access

	Multimedia Telephony enabled mobile client

	Cellular PS Access
	[bookmark: _Ref319507451]SIP Digest, SIP Digest with TLS or IMS AKA with IPsec[footnoteRef:6] (see NOTE1) as specified in [PRD-NG.102] and [PRD-NG.114] [6: ] 


NOTE: The configuration to any other method is not possible.	Comment by Tom Van Pelt: No idea what is meant with the note given that all possible options are mentioned and NG.102/NG.114 should cover this
	AKA credentials stored securely in a UICC such as an xSIM. The method used depends on the relation to the registration for Multimedia Telephony (see [PRD-NG.102] and [PRD-NG.114])

	
	EPC-integrated Wi-Fi
	SIP Digest, SIP Digest with TLS or IMS AKA with IPsec6 as specified in [PRD-NG.102]

NOTE: The configuration to any other method is not possible.
	AKA credentials stored securely in a UICC such as an xSIM. The method used depends on the relation to the registration for VoLTE/VoWiFi (see [PRD-NG.102])

	
	Non-cellular broadband (Wi-Fi) access
	SIP Digest, SIP Digest with TLS or IMS AKA with IPsec (see NOTE1)6.
	SIP Digest with TLS is recommended over SIP Digest without TLS

SIP Digest with or without TLS is used in cases when pre-configured or when the mobile device does not support IMS AKA for WLAN access.

	Broadband Access Enabled 
	
	SIP Digest or SIP Digest with TLS
	SIP Digest with TLS is recommended over SIP Digest without TLS 

SIP Digest is used for mobile devices which do not support IMS AKA for WLAN access.


Table 13: Access Signalling Security Profiles for RCS
NOTE1:	The use of IPsec requires UDP encapsulation of IPsec for NAT traversal.
For RCS devices which can access the IMS core from both mobile and broadband/fixed networks (e.g. Wi-Fi) a separate access signalling security method and corresponding authentication credential may be required. If the security mechanism is not pre-configured as per section 2.2.1.1.2 and 2.2.2.1.3 of [PRD-RCC.15], the RCS device negotiates the set of security mechanisms using the SIP security agreement [RFC3329] as specified for IMS in [3GPP TS 33.203] and [3GPP TS 24.229]. If the client is pre-configured with a specific access signalling security mechanism, the client uses the signalling corresponding to this security method in the initial registration procedure, and the IMS core determines (based on signalling) which mechanism is being used/requested and then determines (based on security policy) if the access signalling security method is allowed.
NOTE2: 	The RCS device shall support a configuration option for each of these profiles (where applicable).
2 [bookmark: _Toc468356203][bookmark: _Ref481846787][bookmark: _Ref500507400][bookmark: _Ref504489556][bookmark: _Ref504489703][bookmark: _Ref505101964][bookmark: _Ref507961791][bookmark: _Ref510168273][bookmark: _Ref510168279][bookmark: _Ref512002844][bookmark: _Ref512003128][bookmark: _Ref512008363][bookmark: _Ref19726305][bookmark: _Ref315285304]
2.1 
2.2 
2.2.1 
2.2.2 
2.2.3 
Overview 
At a technical level, the Chat service relies on the following concepts:
SIP procedures for the setup of sessions using MSRP for the message exchange;
In the SDP of the SIP INVITE request and response, the a=accept-types attribute shall include only message/cpim and application/im-iscomposing+xml, i.e., “a=accept-types:message/cpim application/im-iscomposing+xml”.
The SDP of the SIP INVITE request and response shall not be compressed even if SIP Content-Compression is supported by the client.
Delivery assurance information is included in SIP signalling by the network as per section 3.2.3.8.
Messages are transported in the MSRP session. Each MSRP SEND request contains a request to receive an Instant Messaging Disposition Notification (IMDN) ‘delivery’ notification, and possibly a request to receive an IMDN ‘display’ notification. A client should, therefore, always include “positive-delivery” in the value for the CPIM/IMDN Disposition-Notification header field. That means that the value of the header field is either “positive-delivery” or “positive-delivery,display” depending on whether display notifications were requested. The value of “negative-delivery” is not used in RCS for 1-to-1 Chat.
The receiving devices must generate an MSRP SEND request containing the IMDN status when the user message is delivered and if requested, another MSRP SEND request when the message is displayed.
NOTE: 	If there is not an already established MSRP session between sender and receiver, the Pager Mode (i.e. SIP MESSAGE) is used to transport IMDNs (delivery notification, display notifications) 
For the messages sent in a Chat session, as well as the notifications mentioned above, the client shall request in the Instant Message Disposition Notification (IMDN) Common Profile for Instant Messaging (CPIM) header an Interworking Disposition Notification as defined in Appendix O of [RCS-CPM-CONVFUNC-ENDORS], if during the setup of the session the terminating network has indicated support for interworking using the corresponding feature tag defined in Table 16. 
When receiving an Interworking Disposition Notification as defined in Appendix O of [RCS-CPM-CONVFUNC-ENDORS], the client shall consider the message to have been delivered and interworked. The client shall thus not assume that a Delivery and a Display notification will follow. 
In normal circumstances, between two users at most only a single session is active at a time. A client shall, therefore, not initiate a new Chat session towards a user with whom there is already an established Chat session.
If auto-accept is not used, then the devices send a SIP 180 response toward A.
When users are allowed to have multiple devices and those devices are configured to auto-accept (IM SESSION AUTO ACCEPT set to 1, as defined in section A.1.3), the Messaging Server is required to be able to fork the incoming 1-to-1 Chat session request to each of the receiving user's devices to set up an MSRP session with each of them.
Multimedia content within a Chat session is not permitted. Therefore, in the SDP of the SIP INVITE request and response, the a=accept-wrapped-types attribute shall only include text/plain and message/imdn+xml and if File Transfer using HTTP or Geolocation PUSH is supported (see sections 3.2.5 and 3.2.6.2) application/vnd.gsma.rcs-ft-http+xml and application/vnd.gsma.rcspushlocation+xml respectively, e.g., a=accept-wrapped-types:text/plain message/imdn+xml. This also applies to requests generated by the Participating Function, and to responses generated by the Participating Function even if a response from the terminating client has not yet been received. To transfer multimedia content during a chat, File Transfer is used.
When receiving a Chat session invitation (e.g. click on a pop-up to go to the Chat window) a 1-to-1 chat session is established according to the following possible criteria:	Comment by Tom Van Pelt: Should probably be replaced with a simple description to say that a 200 OK is sent back immediately. IM SESSION AUTO ACCEPT set to 1 is weirdly enough defined as just as aligned value in the UP rather than a fixed value. 
[bookmark: _Ref468211370]The respective client returns a 200 OK response upon detecting user activity, signalling the initiation of the remaining procedures to establish the chat when User B reacts to the notification by opening the chat window. This is the default criteria for RCS and, consequently, all the diagrams shown in this document reflect this behaviour.
[bookmark: _Ref468211396]The 200 OK response is sent immediately if the devices receiving the invitation are configured to auto-accept[footnoteRef:7] the session invitations (IM SESSION AUTO ACCEPT configuration parameter defined in Table 85). [7: ] 

NOTE:	to ensure a consistent user experience, the Service Provider's multidevice policy has to be consistent with Chat auto-acceptance policy.
Which behaviour to use, is configured via the IM SESSION AUTO ACCEPT configuration parameter defined in Table 85.
IMDN [RFC5438]: RCS relies on the support of IMDN as defined in [RFC5438] and [RFC5438Errata] to request and forward disposition notifications of all the exchanged messages (See also section C.2 for the errata mentioned in [RFC5438Errata]).
In MSRP requests, the client shall set both the CPIM From and CPIM To headers to sip:anonymous@anonymous.invalid to prevent revealing the user’s identity when transmitted over unprotected links. A client receiving a CPIM message in a one-to-one Chat should, therefore, ignore the identity indicated in the CPIM headers. Based on the SIP signalling at session setup the client has access to the asserted identity of the other party as described in section 2.5.
The CPIM/IMDN wrapper shall be UTF-8 encoded to avoid any potential internationalisation issues.
IMDN message identification for all messages (including those conveyed in the SIP INVITE and notifications delivered via SIP MESSAGE) as defined in [RFC5438].
The originating Messaging Server shall always set the CPIM DateTime header in the chat messages and notifications it receives by overwriting the value provided by the client. A client receiving these requests should, therefore, rely on these headers rather than on locally available time information.
Both the Originating and the Terminating function shall ensure that messages are received in correct order by the RCS client regardless if the messages are store and forwarded or not. 
The aggregation of IMDNs as specified in [RFC5438] shall not be used.
Chat inactivity timeout: When a device or the network detects that there was no activity in a chat for IM SESSION TIMER, a configurable period of time (see Table 85), it will close the established Chat session.
When reopening an older chat on the device, that contains messages for which a “display” notification should be sent, these notifications shall be sent according to the rules and procedures of [RCS-CPM-CONVFUNC-ENDORS].
The "IsComposing" notification is generated and processed according to the rules and procedures of [RCS-CPM-CONVFUNC-ENDORS]. Consequently, the ‘IsComposing’ notification is not sent with CPIM headers, and as such, a delivery and/or displayed notification cannot be requested.
The transfer of files while a Chat session is taking place shall at protocol level be performed in a separate session. From the user experience perspective, they should be able to transfer files whilst in a Chat session. All multimedia content shall be transferred using File Transfer.
3 [bookmark: _Ref5808428]
3.1 
3.2 
3.2.1 
3.2.2 
File Upload
The procedures of the originating client and the HTTP Content Server to upload a file and optionally a thumbnail file are defined as follows:
1. [bookmark: _Ref22054443]To initiate upload a file, the client shall first send a HTTP POST[footnoteRef:8] (see NOTE) request without a body to the HTTP Content Server using the value of the FT HTTP CS URI configuration parameter defined in section A.1.4. If the client supports user authentication via HTTP Embedded EAP-AKA as defined in Annex C of [PRD-RCC.14], then the client shall add to the query component of the URL the EAP_ID URI query parameter defined in section C.2 of [PRD-RCC.14]. If no query component exists, the client shall add one first, in accordance with the definitions in [RFC3986]. If the client supports authentication with an GBA bootstrapped security association as defined in [3GPP TS 33.220] it shall indicate this by addition of a GBA product token in the User-Agent header as defined in [3GPP TS 24.109]. [8: ] 

NOTE:	This specification uses the term “HTTP POST” and “HTTP GET” as a generic reference to the action of using the POST or GET methods of HTTP. However, it is strongly recommended that whenever the POST action contains sensitive information such as a user ID or password, the action should take place over a secure connection and/or via HTTPS explicitly. This is enforced by the service provider by configuring a FT HTTP CS URI with "https" schema.
2. [bookmark: _Ref22054699]The client shall continue processing depending on the received response from the HTTP Content Server:
a) HTTP 401 AUTHENTICATION REQUIRED error response carrying a WWW-Authenticate header field as defined in [RFC7235] if authentication is required.
If the client and the Service Provider's HTTP Content Server supports GBA based authentication then the HTTP Content Server returns an HTTP 401 AUTHENTICATION REQUIRED response with an WWW Authenticate header instructing the client to use HTTP digest Authentication with a bootstrapped security association. In this case, the client shall authenticate with the bootstrapped security association as defined in [3GPP TS 24.109]. If the client has no bootstrapped security association in place, the client shall invoke the bootstrapping procedure defined in [3GPP TS 24.109].
Otherwise, the client shall authenticate using the values of FT HTTP CS USER and FT HTTP CS PWD from the device configuration as defined in Table 86 in section A.1.4.
b) HTTP 204 NO CONTENT response, the client shall continue processing without authentication.
c) HTTP 503 INTERNAL ERROR with retry-after header if the server is busy and cannot handle the request, the client shall retry to upload after the time specified in the retry-after header.
d) A HTTP 302 FOUND response, the client shall change the type of the request to HTTP GET and follow the procedures for OpenID Connect based authentication as defined in section 2.12.2. The procedure results in a reconnection back to the HTTP Content Server commencing in step 2 of this procedure.
e) A HTTP 403 FORBIDDEN response, the client is not authorised to upload a file to the HTTP Content Server.
f) Any other response, the client shall retry the request.
3. The client shall generates a HTTP POST request to upload the file to the HTTP Content Server as follows:
The client shall create the following elements for the transfer of the file to the HTTP Content Server.
A File Transfer Transaction ID (TID): this TID value shall be a unique ID generated by the client according to [RFC4122] section 4.2;
The thumbnail content: The thumbnail is optional as it is only required for images and videos. The size of this thumbnail shall be smaller than 10 kByte;
For a picture, the raw binary result shall be a thumbnail of the picture itself. For a video clip, the raw binary result shall be a thumbnail either of the first I-Frame at 20% of the total length of the video clip or of another relevant frame. The procedure describing how to create the thumbnail itself, in its raw binary form, is out of scope of this specification.
The size of a thumbnail should be restricted to the minimum number of octets that provide significance.
The file content.
The client shall use the elements defined above to create a HTTP POST content body using the multipart/form-data content-type to encapsulate the following parts in the listed order:
A mandatory form element containing the transaction ID:
	Content-Disposition: form-data; name="tid”
Content-Type: text/plain

<Transaction-ID generated by the client>


Table 71: First form of the HTTP POST method request to upload the file to the HTTP Content Server (Transaction ID)
An optional form element containing the thumbnail file content:
	Content-Disposition: form-data; name="Thumbnail"; filename="<local_filename>"
Content-Type: [mime type depending on the thumbnail; e.g. image/jpeg]

<Thumbnail content>


Table 72: Second form of the HTTP POST method request to upload the file to the HTTP Content Server (Thumbnail contents)
A mandatory form element containing the file content:
	Content-Disposition: form-data; name="File"; filename="<local_filename>"
Content-Type: [mime type depending on the file; e.g. image/jpeg]

<file content>


Table 73: Third form of the HTTP POST method request to upload the file to the HTTP Content Server (file contents)
The client should include the Content-Length header to indicate the size of the HTTP request body, as described in [RFC7230]. If present, the Content-Length shall indicate the size of HTTP POST body part, i.e. the multipart/form-data entity body.

If the client was requested to authenticate the user in the previous step, then the client shall include an Authorization header as follows:
If the client was requested to authenticate the user via the values of the configuration parameters FT HTTP CS USER and FT HTTP CS PWD, then the client shall add an Authorization header to the HTTP POST request in accordance with the requested authentication scheme as per [RFC2617] using the FT HTTP CS USER and FT HTTP CS PWD configuration parameters as credentials. The client shall include the qop directive if provided by the HTTP Content Server.
If the client was requested to authenticate the user via a bootstrapped security association, then the client shall use the stored key material and the B-TID to generate keys specific to the HTTP Content Server as defined in [3GPP TS 33.220]. The client shall add an Authorization header to the HTTP POST request generated from the key material and the B-TID.

The client shall send the HTTP POST request using the HTTP Content Server URL derived from the client configuration parameter FT HTTP CS URI defined in section A.1.4.
4. The following cases apply for the result returned by the HTTP Content Server:
a) If the upload is successful, the client shall get a HTTP 200 OK response containing a HTTP Content Server response body complying with the schema defined in section 4.2.4 specifying:
i. The URL, size, content type and validity for the thumbnail, if applicable.
ii. The URLs, size, filename, content type and validity for the file.
	<?xml version="1.0" encoding="UTF-8"?>
<file xmlns="urn:gsma:params:xml:ns:rcs:rcs:fthttp" 
xmlns:x="urn:gsma:params:xml:ns:rcs:rcs:up:fthttpext">
<file-info type="thumbnail">
<file-size>[thumbnail size in bytes]</file-size>
<content-type>[MIME-type for thumbnail]</content-type>
<data url = "[HTTP URL for the thumbnail]" until = "[validity of the thumbnail]"/>
</file-info>
<file-info type="file">
<file-size>[file size in bytes]</file-size>
<file-name>[original file name]</file-name>
<content-type>[MIME-type for file]</content-type>
<data url = "[HTTP URL for the file]" until = "[validity of the file]"/>
<x:branded-url>[alternative branded HTTP URL of the file]</x:branded-url>
</file-info>
</file>


[bookmark: _Ref5807391]Table 74: HTTP Content Server response: XML contained in the body
Please note that referring to the XML body in Table 74:
The thumbnail part is only included if the sender uploaded a thumbnail to the server.
The validity of the files shall be specified by providing the date the files shall be removed on the server using the [ISO8601] format including the date and time in UTC (Coordinated Universal Time) time zone (e.g. 2007-04-05T14:30:00Z). The validity depends on the configuration the originating Service Provider has set on the HTTP Content Server.
The client usage of the elements of the HTTP Content Server response body is defined in the corresponding service definitions.
b) If the upload is not successful, then:
i. if the HTTP Content Server returns a HTTP 401 AUTHENTICATION REQUIRED and if the client has requested authentication via the values of client configuration parameters FT HTTP CS USER and FT HTTP CS PWD, then the client shall trigger a configuration request to the configuration server via the procedures defined in section 2.3.2.
ii. if the HTTP Content Server returns a HTTP 401 AUTHENTICATION REQUIRED and if the client has requested authentication via the bootstrapped security association then the client shall invoke the bootstrapping procedure defined in [3GPP TS 24.109].
iii. if he HTTP Content Server returns a HTTP 403 FORBIDDEN response, then the client is not authorised to upload a file to the HTTP Content Server.
iv. if the server is busy and cannot handle the request, a HTTP 503 INTERNAL ERROR with retry-after header. The client shall retry to upload after the time specified in the retry-after header for a maximum of three (3) times.
v. if any other error is returned, then the client shall automatically retry the upload as described in section 4.2.2.2.
An example flow of the file upload procedure is shown in Figure 16.
[image: ]
[bookmark: _Ref5808245][bookmark: _Ref5808242]Figure 16: File Upload
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