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Introduction
This document aims to summarize studies on business relationships enabled by or specific to network slicing – starting from a survey of currently identified relationships.  This document also aims to summarize studies on the evolution of service level objectives (SLOs) due to network slicing, and verification and exposure of these SLOs.
The studies is intended to provide guidance to GSMA WGs for further specifications.
[bookmark: _Toc16664093]Survey of Existing Business Relationships
3GPP identifies two business relationships for network slicing based on three players – network operator, communication service provider, and end consumer of a communication service.  In the first relationship, the CS is directly supported by the network slice offered by the NOP, and consumed by the CSC.  In the second relationship, the network slice offered by the NOP is the network or part of the network offered by a second NOP to support the CS to be offered to end consumer.  This may conceivable be extended further to more layers between the original NOP and find end consumer.
[image: ]
[bookmark: _Toc16664084]Figure 1 3GPP: Slice as NOP Internals
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[bookmark: _Toc16664085]Figure 2 3GPP:  NSaaS
Instead of looking into business relationships based on what the direct consumer of a slice is in relationship to the final CS, another business relationship is explored by GSMA, based on how much the NOP participates or contributes to the final service offering, and how the NOP interfaces with CSP.  There are 2 players in this relationship – the NOP and the CSP, and it ranges from NOP taking on the role of CSP to offer the final service to be consumed, to NOP offering network capabilities as a set of well-defined services to CSP, to tight custom integration between NOP and CSP for services to make use of network capabilities.
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[bookmark: _Toc16664086]Figure 3 GSMA View of Slicing Business Relationships
[bookmark: _Toc16664094]Components of a Network Slice
We examine the components of a network slice for different stages in the life cycle of a network slice – particularly the design/definition stage, and the instantiation/operations stage.  Then in Section 4 we aim to identify potential players involved in each component.
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[bookmark: _Toc16664087]Figure 4 Life Cycle of a Network Slice
[bookmark: _Toc16664095]Stage 1:  Design, Define
3GPP defines network slice as a logical network with specific network characteristics and capabilities.  One may extend this definition by clarifying that such network characteristics and capabilities aim to deliver services carried by a network slice.
The design of a network slice then naturally starts with identifying service requirements, and key service metrics – these form the set of SLOs, and in some cases explicit contractual agreements exist for the enforcement of these objectives, and such agreements may be between various players of a network slice, such as network operator and communication service provider.
As a network, a network slice is comprised of a number of network functions, resources to support these functions, and other resources.  3GPP defines an NSI as this collection of NFs and resources to support the deployment of network slices, and further defines the composition of an NSI as one or more subsets or NSSIs.  The definition of a subset or NSSI is flexible to support various requirements of NFs and resources, such as operations, ownership, LCM, sharing, etc.
[image: ]
[bookmark: _Toc16664088]Figure 5 NSI and NSSI with Sharing
The types and flavours, and number of instances of each NF, how NFs connected to each other, how much resources are used for each NF, are part of the definition of an NSI and NSSI.  NFs may be VNFs or PNFs, and there are data center resources to support VNF instances, as well as other physical resources e.g. in the RAN and transport.
In stage 1, the components of a network slice are
· SLOs
· NFs and resources of an NSI or NSSI
· VNFs
· PNFs
[bookmark: _Toc16664096]Stage 2:  Instantiate, Operate
Activating a network slice requires onboarding of necessary packages, and creating instances of VNFs at the appropriate data centers, and finally connecting and configuring all NFs (including PNFs) defined for the slice.  VNF instances require data center physical, virtual, and software resources for compute, storage, and network, which are abstracted.  The transport consists of the underlying network with its nodes (e.g. routers, switches) and transmission lines, and possibly an overlay network – they are configured and managed via various controllers to provide connectivity between NFs, and such transport resources may also be abstracted.
During operations, data are collected to derive metrics to determine if SLOs are met, if the network is healthy, and corrective actions are taken to repair, scale, or modify the network.
The network slicing components specific to the slice activation and deployment stages are
· Data centers
· Data center resource and abstraction managers
· Transport nodes and facilities
· Transport resource and abstraction managers
· Service (e2e) resource and NF orchestrator
· VNF managers (VNFM)
· NF (VNF and PNF) functional managers (EM)

Additional components specific to the network slice operational stage are
· Data collection & storage framework
· Data probes
· Analytics engine
[bookmark: _Toc16664097]Network Slicing Players and Roles
3GPP identifies the following high level business roles in a network slice.  Here the CSC may be the end consumer, or may be another NOP, using NSaaS to offer a network to its CSP.  Network equipment providers, which supply VNFs or PNFs, are assumed to also provide functional managers for respective network functions.
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[bookmark: _Toc16664089]Figure 6 3GPP View: Players in Network Slicing

Additional business roles or players can be identified through network slicing components in Section 3, and they are
· SLO provider – any entity that provides a service may offer or be required to support SLOs.  For example NOP provides service to CSP, NOP provides service to CSC, CSP provides service to CSC, CSP provides service to another NOP, cloud infrastructure service provider provides service to NOP.
· Transport service provider – while networking resources within a data center is supplied by a cloud infrastructure service provider, WAN transport may be provided by WAN transport service provider, offering abstraction and control of transport equipment through various controllers.
· Transport facilities supplier – vendors that supply hardware for the underlay network – routers, switches, transmission facilities.
· VNFM supplier -- in addition to cloud infrastructure and its services, and network function providers, the life cycle of VNFs is managed by VNFMs supplied by VNFM suppliers, which in some cases may also be network function supplier.
· Resource and network function orchestration provider – there may be multiple providers involved at different domains and at service-level.

A different set of providers/suppliers may contribute to data collection, storage, and analytics components of a network slice.  Both NOP and CSP may be clients of data collection and analytics services.
· Data probe supplier – in addition to data provided by network functions, transport and cloud infrastructure, there may be dedicated probes in the network slice.
· Data collection framework supplier – the data bus and data lake service provider.
· Data analytics engine supplier – 

These additional players may extend the high level business roles identified in 3GPP.  The SLO provider-client is not shown – this relationship may generically exist between any service provider and client.
[bookmark: _GoBack]
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[bookmark: _Toc16664090]Figure 7 Additional Players in Network Slicing
[bookmark: _Toc16664098]Additional Business Relationships
Instead of viewing business relationships with a single chain of providers and clients, additional relationships can be identified in a multi provider-client mix.  An example of a single provider-client chain may be a single NOP providing service towards its customer (either CSP or CSC), where every provider supplies services for this single NOP.  An example of a multi provider-client mix may involve multiple NOPs where some services are provided by one NOP while other services are provided to a different NOP.  Identifying meaningful mixes can help lead to discovering additional business relationships.
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[bookmark: _Toc16664091]Figure 8 Multiple Provider-Client Mix

[bookmark: _Toc16664099]Benefits of Slicing to Players
[bookmark: _Toc16664100]Sharing Opportunities and Implication to Business Relationships
[bookmark: _Toc16664101]Slicing Benefits and Implication on Business Relationships
(e.g. ability to quickly set up and tear down a slice may enable new business relationships, isolation may enable different tenant management models)
[bookmark: _Toc16664102]Survey of Existing Service Level Objectives Landscape
[bookmark: _Toc16664103]Need for Service Level Objectives Evolution
[bookmark: _Toc16664104]Relevant Verticals
[bookmark: _Toc16664105]Use Case Requirements from Verticals
[bookmark: _Toc16664106]Service Level Objectives Applicable to Slicing Business Relationships
[bookmark: _Toc16664107]Per Slice Verification and Exposure
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