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1. [bookmark: _Toc21522154][bookmark: OMAPPIDREG][bookmark: IR51][bookmark: _Toc24045298][bookmark: _Toc31642958]Introduction 
[bookmark: _Toc24045299][bookmark: _Toc31642959]Overview 
[bookmark: _Toc24045300][bookmark: _Toc31642960]Scope
[bookmark: _Toc24045301][bookmark: _Toc31642961]Interactions with Other GSMA Specifications
[bookmark: _Toc24045305][bookmark: _Toc31642962]Abbreviations
	Abbreviation
	Definition

	ISD-A
	Issuer Security Domain – Applet

	ISD-P
	Issuer Security Domain – Profile

	ISD-R
	Issuer Security Domain – Root


[bookmark: _Toc24045306][bookmark: _Toc31642963]Definitions
	Definition
	Meaning

	Applet
	An application running in the eUICC

	Application
	An application running in the Device

	ISD-A
	ISD-A is used for hosting third party Applets

	ISD-P
	ISD-P is a secure container (security domain) for the hosting of a Profile.

	ISD-R
	ISD-R is responsible for the creation of new ISD-Ps and the lifecycle management of all ISD-Ps.

	Profile
	TBD
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[bookmark: _Toc24045308][bookmark: _Toc31642965]Conventions
“The key words “must”, “must not”, “required”, “shall”, “shall not”, “should”, “should not”, “recommended”, “may”, and “optional” in this document are to be interpreted as described in    [6].”

[bookmark: _Toc31642966]Requirements
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	Req no.
	Description

	
	



eUICC ISD-A/SAM Requirements
	Req no.
	Description

	SAM01
	The ISD-A SHALL be located outside ECASD, ISD-R and any ISD-P
Editor’s note: we have to agree if we want one ISD-A (like ISD-R) or many ISD-As (like ISD-Ps)

	SAM02
	The ISD-A Applet(s) are active and available to the device, regardless of which profile is enabled.

	SAM03
	The ISD-A Applets belonging to different Application Providers SHALL be separated/isolated

	SAM04
	It SHALL be possible to remotely manage ISD-A Applet content

	SAM05
	Any ISD-A Applet SHALL not use an identifier (e.g. AID) used by Profile Applets

	SAM07
	A Security mechanism is required to install and manage Applets under the ISD-A (e.g. GlobalPlatform SD management standards)

	SAM08
	The mechanism in SAM07 SHOULD be based on ISD-A keyset or a keyset of an SSD under ISD-A 
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