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RCS (Rich Communication Suite) provides a framework for discoverable and interoperable advanced communication services and detailed specifications for a basic set of such advanced communication services. The functional requirements for these services and the framework components as well as their integration in the client’s User Experience (UX) are described in [PRD-RCC.71].
The services are designed to run over data networks and can stand alone (e.g. share a picture from the media gallery) or be used in combination with a voice call (e.g. see-what-I-see video).
The cornerstone mechanism that enables RCS is a service or capability discovery framework. For example, when a user scrolls through their address book, they will see their contacts with the RCS services that are available to communicate.
This mechanism will result in one of three types of response:
The contact is registered for service resulting in the contact’s current service capabilities being received and logged.
The contact is not registered (they are provisioned but not registered).
The contact is not found (they are not provisioned for service).
This discovery mechanism is important since it ensures User A can determine what services are available before communicating and allows Service Providers to roll out new agreed services based on their own deployment schedule. These same mechanisms can be used to initially discover the service capabilities of all the contacts within an address book when the user first registers for the service.
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3. Services feature tags
3. [bookmark: _Ref473913946]Service related feature tags at IMS registration as per service specifications endorsed by RCS
Based on the relevant service specifications, the client shall include the following feature tags in the SIP REGISTER request when the corresponding service has been the authorised/enabled for the used access (i.e. cellular or Wi-Fi):
	RCS service
	Tags

	Standalone Messaging (section 3.2.2)
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.msg,urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.largemsg,urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.deferred";+g.gsma.rcs.cpm.pager-large

	Chat (section 3.2.3); Group Chat (section 3.2.4)
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session"

	File Transfer (section 3.2.5)
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.fthttp"


	File Transfer via SMS (section 3.2.5.4)
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.ftsms"

	Call Composer via Enriched Calling session (section 3.3.2.1)
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.
ims.icsi.gsma.callcomposer"

	Call Composer via Multimedia Telephony session (section 3.3.2.1)
	+g.gsma.callcomposer

	Post Call (section 3.3.2.2)
	+g.3gpp.icsi-ref=”urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.callunanswered”

	Shared Map (section 3.3.1.2)
	+g.3gpp.icsi-ref=”urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.sharedmap”

	Shared Sketch (section 3.3.1.3)
	+g.3gpp.icsi-ref=”urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.sharedsketch”

	Geolocation PUSH (section 3.2.6)
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.geopush"
NOTE: This feature tag is included in the registration to support backward compatibility and to inform network elements of the support of the feature.

	Geolocation PUSH via SMS (section 3.2.6.3)
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.geosms"

	Chatbot Communication using sessions (section 3.6.2.1)
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.chatbot"

	Chatbot Communication using Standalone Message (section 3.6.2.1)
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.chatbot.sa"

	Chatbot version supported (section 3.6.2.2)
	+g.gsma.rcs.botversion="#=1,#=2"

	CPIM header extension support (section 2.14)
	+g.gsma.rcs.cpimext

	Data Off (see section 2.8.1.5)
	+g.3gpp.ps-data-off="active" or
+g.3gpp.ps-data-off="inactive"


[bookmark: _Ref474058570]Table 3: RCS Services feature tags
NOTE: 	For a device enabled for VoLTE or VoWiFi, the feature tags for the MMTEL and SMS over IP services may be included in addition, as per the procedures in [PRD-NG.102].
If several IMS Application Reference Identifier (IARI) tag values or several IMS Communication Service Identifier (ICSI) tag values are included in a SIP REGISTER request, consistently with [RFC3840] and [3GPP TS 24.229], IARI tag values or ICSI tag values shall be concatenated using commas as shown in the example below:
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.fthttp, urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.geopush"


Table 4: IARI tag concatenation format example
If the same ICSI or IARI tag value or feature tag is used by several services that are enabled, it shall be included only once in the SIP REGISTER request.
----------------------------------------------------End of Change 3-----------------------------------------------
----------------------------------------------------Start of Change 4-----------------------------------------------
2.4 [bookmark: _Toc329852146][bookmark: _Toc468355814][bookmark: _Toc22057790]
2.4.1 
Sender Identification for Device Incoming SIP Requests
[bookmark: _Ref314039333]From/P-Asserted-Identity
For device incoming SIP requests, the address(es) of the contact are, depending on the type of request, provided as a URI in the body of a request or contained in the P-Asserted-Identity and/or the From headers. The Service Provider shall always provide the P-Asserted-Identity header field(s) towards the RCS client. The only exception to this rule is when a request for Chat or Standalone Messaging includes a Referred-By header (it is initiated by Messaging Server for example in a store and forward use case as described in 3.2.3.3), thereby the Referred-By header should be used to retrieve the originating user instead.
The receiving client will try to extract the contact’s phone number out of the following types of URIs:
tel URIs (telephone URIs, for example tel:+1234578901, or tel:2345678901;phone-context=<phonecontextvalue>)
SIP URIs with a “user=phone” parameter, the contact’s phone number will be provided in the user part (for example sip:+1234578901@operator.com;user=phone or sip:1234578901;phone-context=<phonecontextvalue>@operator.com;user=phone)
Once the MSISDN is extracted, it will be matched against the phone number of the contacts stored in the address book. If the received URI is a SIP URI but does not contain the “user=phone” parameter, the incoming identity should be checked against the SIP and tel URI address of the contacts in the address book instead.
If more than one P-Asserted-Identity is received in the message, all identities shall be processed until a matched contact is found.
If a matched contact is found for which the telephone number stored in the address book is not international format, the client shall cache for that contact the MSISDN extracted from the signalling for a duration equal to the value configured for the CAPABILITY INFO EXPIRY client configuration parameter defined in section A.1.9.
[bookmark: _Ref443475810]In-call SIP requests
Caller: relating the ongoing call with in-call incoming SIP requests
The destination identity of the telephony call, that the caller dials or gets from his address book, and the originator identity of any in-call incoming request may be in various formats. The client of the caller shall, therefore, apply the following matching mechanism to determine whether an incoming request relates to the ongoing call: 
If both the destination identity of the telephony call and the originator identity of the in-call incoming request are phone numbers in international format, the client of the caller shall compare all digits of the provided numbers to determine whether they match. 
If any of the identities is not in international format, the client of the caller shall apply an enhanced matching mechanism between the destination identity from the telephony call and the originator identity of the incoming request, e.g. by comparing the 7 digits starting from the end of the number. It is left to the client implementation to apply an even more enhanced matching algorithm to decrease the probability of false matches.
The client shall consider the identities to be in international format if
For a CS or multimedia telephony outgoing call, the digits dialled or taken from the address book start with a “+”.
For an incoming request, the P-Asserted-Identity of the SIP request contains either:
a tel URI starting with a “+” without phone-context i.e. a global number, or 
a SIP URI with user part starting with a “+”, a user=phone parameter and without a phone-context parameter in the user part.
Examples:
The destination identity of the outgoing telephony call: +447123456789 (display string for an international format number).
The originator identity of the incoming request: +447123456789
 Matching result: Successful

When the applied enhanced matching algorithm is based on the 7 digits starting from the end of the number:
The destination identity of the outgoing telephony call: 07123456789 (non-international format).
The originator identity of the incoming request: +447123456789
 Matching result: Successful
Callee: relating the ongoing call with in-call incoming SIP requests
The originator identity of the telephony call and the originator identity of any in-call incoming request may be provided in various formats both in the home networks and when roaming. The client of the callee shall therefore apply the following matching mechanism to determine whether an incoming request relates to the ongoing call: 
If both the originator identity of the telephony call and the originator identity of the in-call incoming request are phone numbers in international format, the client of the callee shall compare all digits of the provided numbers to determine whether they match. 
If any of the originator identities is not in international format, the client of the callee shall apply an enhanced matching mechanism between the originator identity from the telephony call and the originator identity of the incoming request, e.g. by comparing the 7 digits starting from the end of the number. It is left to the client implementation to apply an even more enhanced matching algorithm to decrease the probability of false matches.
The client shall consider the identities to be in international format if
For a CS incoming call, the Type Of Number (TON) of the Calling Party BCD Number is set to “international” as defined in [3GPP TS 24.008].
For a multimedia telephony incoming call, the P-Asserted-Identity of the SIP INVITE request contains either:
 tel URI starting with a “+” without phone-context i.e. a global number or 
SIP URI with user part starting with a “+”, a user=phone parameter and without a phone-context parameter in the user part.
For an incoming request, the P-Asserted-Identity of the SIP request contains either:
a tel URI starting with a “+” without phone-context i.e. a global number or 
a SIP URI with user part starting with a “+”, a user=phone parameter and without a phone-context parameter in the user part.
Examples:
The originator identity of the incoming telephony call: +447123456789 (display string for an international format number).
The originator identity of the incoming request: +447123456789
 Matching result: Successful

When the applied enhanced matching algorithm is based on the 7 digits starting from the end of the number:
The originator identity of the incoming telephony call: 006447123456789 (non-international format).
The originator identity of the incoming request: +447123456789
 Matching result: Successful
[bookmark: _Toc329852147][bookmark: _Toc468355815][bookmark: _Toc22057791]Addressing of the target of Device Outgoing SIP Requests
[bookmark: _Ref328766195]Identification of the target contact
If the target contact contains a SIP or tel URI, the value shall be used by the RCS client when generating the outgoing request even if an MSISDN is also present for the contact. This applies to the SIP Request-URI and the “To” header (as defined in [3GPP TS 24.229]) for 1-to-1 communication, including the URIs used in the recipient list and Refer-To header field included in outgoing SIP requests for Group Chat.
If no SIP or tel URI is present, the RCS client shall use the MSISDN extracted from SIP signalling that was cached as specified in section 2.5.2.1 or below. If that is not available, the RCS client shall use the telephone number (in local format for example 0234578901 or international format +1234578901) set in the address book or a dial string entered by the user. 
If the target number is an international-format telephone number, the device shall be able to send it as tel URI (for example “tel:+12345678901”) as defined in [RFC3966].
If the target number is a non-international format telephone number, the RCS client shall be able to send it as tel URI with a phone-context value set as defined in [3GPP TS 24.229] for home local numbers (for example tel:0234578901;phone-context=<home-domain-name>). In this case, if the response provides in the P-Asserted-Identity header field, the MSISDN of the contact in international format, the client shall cache for that contact the MSISDN extracted from the response for a duration equal to the value configured for the CAPABILITY INFO EXPIRY client configuration parameter defined in section A.1.9.
[bookmark: _Ref443475819]In-call SIP requests
[bookmark: _Ref443477853]Caller: addressing SIP requests towards the callee
The destination identity of the telephony call that the caller dials or gets from the address book may be in various formats. The client of the caller shall, therefore, apply the following principles for addressing the callee when triggers in-call SIP requests:
If the destination identity of the telephony call is in international format, the client of the caller shall use this information for addressing in-call SIP requests towards the callee. 
If the destination identity of the telephony call is not in international format, the client of the caller shall use geo-local numbering of the destination identity of the telephony call for addressing in-call SIP requests towards the callee. If the request fails, the client of the caller shall attempt to correlate the destination identity of the telephony call with his local identity records acquired from incoming SIP requests received in a window prior to the call and/or during the call using an enhanced matching mechanism between the destination identity from the telephony call and the incoming SIP requests, e.g. by comparing the 7 digits starting from the end of the number. It is left to the client implementation to set the time length of the window and apply an even more enhanced matching algorithm to decrease the probability of false matches.
If there is successful matching, the client of the caller shall use the “matched” destination identity from his local identity records for addressing in-call SIP requests towards the callee.
If there is no successful matching, the client of the caller shall use the destination identity from the telephony call that the caller dials or gets from his address book for addressing in-call SIP requests towards the callee. The client of the caller shall continue applying the enhanced matching mechanism for any in-call incoming SIP request until it matches the destination identity from the telephony call with the originator identity from an in-call incoming SIP request. Once there is a successful matching, it shall from then on use the “matched” originator identity from the SIP request for addressing any future in-call SIP requests towards the callee.
The client shall consider the identities to be in international format if
for a CS or multimedia telephony outgoing call, the digits dialled or taken from the address book start with a “+”.
Examples:
The destination identity of the outgoing telephony call: +447123456789 (display string for an international format number).
The client of the caller uses the destination identity from the telephony call for addressing in-call SIP requests towards the callee.
The enhanced matching mechanism does not apply.

The destination identity of the outgoing telephony call: 07123456789 (non-international format).
The client of the caller shall use geo-local numbering of the destination identity of the telephony call for addressing in-call SIP requests towards the callee: tel:07123456789;phone-context=geolocal.<homedomain>, where <homedomain> needs to be replaced with the home network domain name as configured by the device (as per section 2.2.3 of [PRD-IR.92]).
If the in-call SIP request fails, the client shall apply the enhanced matching mechanism.
The originator identity of incoming SIP request: +447123456789.
 Matching result: Successful
Callee: addressing SIP requests towards the caller
The originator identity of the telephony call may be provided in various formats both in the home networks and when roaming. The client of the callee shall therefore apply the following principles for addressing the caller when triggers in-call SIP requests:
If the originator identity of the telephony call is in international format, the client of the callee shall use this information for addressing in-call SIP requests towards the caller. 
If the originator identity of the telephony call is not in international format, the client of the callee shall use geo-local numbering of the originator identity of the telephony call for addressing in-call SIP requests towards the caller. If the request fails, the client of the callee shall attempt to correlate the originator identity of the telephony call with his local identity records acquired from incoming SIP requests received in a window prior to the call and/or during the call using an enhanced matching mechanism between the originator identity from the telephony call and the incoming SIP requests, e.g. by comparing the 7 digits starting from the end of the number. It is left to the client implementation to set the time length of the window and apply an even more enhanced matching algorithm to decrease the probability of false matches.
If there is successful matching, the client of the callee shall use the “matched” originator identity from his local identity records for addressing in-call SIP requests towards the caller.
If there is no successful matching, the client of the callee shall use the originator identity from the telephony call for addressing in-call SIP requests towards the caller. The client of the callee shall continue applying the enhanced matching mechanism for any in-call incoming SIP request until it matches the originator identity from the telephony call with the originator identity from an in-call incoming SIP request. Once there is a successful matching, it shall from then on use the “matched” originator identity from the SIP request for addressing any future in-call SIP requests towards the caller.
The client shall consider the identities to be in international format if
for a CS incoming call, the Type Of Number (TON) of the Calling Party BCD Number is set to “international” as defined in [3GPP TS 24.008].
for a multimedia telephony incoming call, the P-Asserted-Identity of the SIP INVITE request contains either:
a tel URI starting with a “+” without phone-context i.e. a global number or 
a SIP URI with user part starting with a “+”, a user=phone parameter and without a phone-context parameter in the user part.
Examples:
The originator identity of the incoming telephony call: +447123456789 (display string for an international format number).
The client of the callee uses the originator identity from the telephony call for addressing in-call SIP requests towards the caller.
The enhanced matching mechanism does not apply.

When the applied enhanced matching algorithm is based on the 7 digits starting from the end of the number:
The originator identity of the incoming telephony call: 006447123456789 (non-international format).
The client of the callee shall use geo-local numbering of the originator identity of the telephony call for addressing in-call SIP requests towards the caller: tel: 006447123456789;phone-context=geolocal.<homedomain>, where <homedomain> needs to be replaced with the home network domain name as configured by the device (as per section 2.2.3 of [PRD-IR.92]).
If the in-call SIP request fails, the client shall apply the enhanced matching mechanism.
The originator identity of incoming SIP request: +447123456789.
 Matching result: Successful

----------------------------------------------------End of Change 4-----------------------------------------------
----------------------------------------------------Start of Change 5-----------------------------------------------
2.5 
2.5.1 
2.5.1.1 
2.5.1.2 
Service/capability indicators
[bookmark: _Ref316043108][bookmark: _Ref315372730][bookmark: _Ref315372725]The RCS capabilities represent the list of services that an RCS user/client can access at a certain point in time. The capabilities depend on four factors:
User Service Provider provisioning status: A Service Provider may choose to limit service to customers depending on subscription status (e.g. chat and file share, but not video).
The terminal hardware (HW): A terminal with limited HW (i.e. no capability to process video) may not be able to access all the RCS Services.
The terminal status: Even if a terminal HW supports all the services, it could be that the device status introduces a limitation (e.g. receiving files is not possible when the file storage is full).
Connectivity status: Some services may require a certain level of network Quality of Service (QoS). For example, streaming video over a 2G General Packet Radio Service (GPRS) is not possible with the used enablers.
In addition to the factors presented above and as presented in Annex A section A.1, it is possible for a Service Provider to select which services are available for a particular user. Therefore, the previous considerations shall only be taken into account assuming that the relevant RCS services are enabled via configuration and consequently, Table 8 assumes that all the user’s devices have been configured with all the RCS services enabled and the network supports all the RCS services.
	Service
	TERMINAL and STATUS REQUIREMENTS
	Data Bearer

	
	
	2G / 
EDGE
	3G / 
HSPA
	LTE
	5G NR
	Wi-Fi

	Chat (1-to-1 or group)
	None
	Y
	Y
	Y
	Y
	Y

	File Transfer via HTTP
	The relevant configuration parameters are correctly set
	Y

	Y
	Y
	Y
	Y

	File Transfer via SMS
	The relevant configuration parameters are correctly set
	Y
	Y
	Y
	Y
	Y

	Geolocation PUSH
	Minimum threshold of free space to store files
From the capability exchange point of view, there are no additional terminal requirements however on the sender the service shall be only available if the terminal (UE) provides a mean to access the location information required for the service.
	Y
	Y
	Y
	Y
	Y

	Geolocation PUSH via SMS
	The relevant configuration parameters are correctly set
	Y

	Y

	Y
	Y
	Y

	Call Composer via Enriched Calling session
	The relevant configuration parameters are correctly set

	[bookmark: _Ref474155148]Y[footnoteRef:1] [1:  Note that it is only possible if device and the cellular network support Dual-Transfer Mode (DTM)] 

	Y
	Y
	Y
	Y

	Call Composer via Multimedia Telephony session
	The relevant configuration parameters are correctly set.
	N
	N
	Y
(IR.92)
	Y
(NG.114)
	Y
(IR.51)

	Post-Call
	Support audio message profile (encoding /decoding).
	Y
	Y
	Y
	Y
	Y

	Shared Map
	[bookmark: _Ref520992355]The terminal should be on an active call[footnoteRef:2] with the user the map is willing to be shared with. It is not available in multiparty calls. [2:  In this context, the term active call is used to indicate that a voice call is taking place with the user the content is shared with and that this call is not on-hold, waiting or forwarded/diverted. This limitation is not applicable for broadband access devices for the handling of a received capability request or an incoming invitation. The restrictions fully apply for outgoing requests.] 

	Y2
	Y
	Y
	Y
	Y

	Shared Sketch
	The terminal should be on an active call3 with the user the canvas is willing to be shared with. It is not available in multiparty calls.
	Y2
	Y
	Y
	Y
	Y

	Chatbot communication
	The relevant configuration parameters are correctly set
	Y
	Y
	Y
	Y
	Y


[bookmark: _Ref474152958]Table 8: RCS services: Terminal, status and data bearer requirements
Table 9 lists the feature tags and Service IDs that are used for indicating that a specific RCS service is available:
	RCS service
	Tag

	Chat

	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcse.im";+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session"
The RCS Client shall assume that Chat is available if either of the two tags mentioned is present.

	
	Service ID
	Service-id: org.openmobilealliance:IM-session	
Version: 1.0	
Contact address type: tel / SIP URI
Or
Service-id: org.openmobilealliance:ChatSession	
Version: 2.0
Contact address type: tel / SIP URI

	File Transfer

	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.fthttp"

	
	Service ID
	Service-id: org.openmobilealliance:File-Transfer-HTTP	
Version: 1.0	
Contact address type: tel / SIP URI

	File Transfer via SMS

	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.ftsms"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.ftsms
Version: 1.0
Contact address type: tel / SIP URI

	Geolocation PUSH

	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.geopush"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.geopush
Version: 1.0
Contact address type: tel/ SIP URI

	Geolocation PUSH via SMS
	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.geosms"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.geosms
Version: 1.0
Contact address type: tel / SIP URI

	Call composer via Enriched Calling session

	Tag
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.callcomposer"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-service.ims.icsi.gsma.callcomposer
Version: 1.0
Contact address type: tel / SIP URI

	Call composer via Multimedia Telephony session
	Tag
	+g.gsma.callcomposer

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-service.ims.icsi.gsma.callcomposer
Version: 2.0
Contact address type: tel / SIP URI

	Post-Call

	Tag
	+g.3gpp.icsi-ref=”urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.callunanswered”

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-service.ims.icsi.gsma.callunanswered
Version: 1.0
Contact address type: tel / SIP URI

	Shared Map
	Tag
	+g.3gpp.icsi-ref=”urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.sharedmap”

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-service.ims.icsi.gsma.sharedmap
Version: 1.0
Contact address type: tel / SIP URI

	Shared Sketch
	Tag
	+g.3gpp.icsi-ref=”urn%3Aurn-7%3A3gpp-service.ims.icsi.gsma.sharedsketch”

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-service.ims.icsi.gsma.sharedsketch
Version: 1.0
Contact address type: tel / SIP URI

	Chatbot Communication using sessions
	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.chatbot";+g.gsma.rcs.botversion="#=1,#=2"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.chatbot
Version: 1.0
Contact address type: tel / SIP URI 
And
Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.chatbot
Version: 2.0
Contact address type: tel / SIP URI

	Chatbot Communication using Standalone Messaging
	Tag
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.chatbot.sa";+g.gsma.rcs.botversion="#=1,#=2"

	
	Service ID
	Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.chatbot.sa
Version: 1.0
Contact address type: tel / SIP URI 
And
Service-id: org.3gpp.urn:urn-7:3gpp-application.ims.iari.rcs.chatbot.sa
Version: 2.0
Contact address type: tel / SIP URI

	Chatbot role
	Tag
	+g.gsma.rcs.isbot

	
	Service ID
	Service-id: org.gsma.rcs.isbot
Version: 1.0
Contact address type: tel / SIP URI


[bookmark: _Ref443499364][bookmark: _Ref443499363]Table 9: Complete SIP OPTIONS tag and Presence Service ID usage for RCS
NOTE:	Unless specified in other sections (e.g. section 2.4.4), the new tags defined in this section are defined for use in SIP OPTIONS exchanges only and the standard tags defined in the supporting PRDs and endorsement documents shall be used to identify the services in the rest of relevant SIP transactions. It should also be noted that in some cases, the tags employed in the SIP OPTIONS exchange match the standard tags. 
When used in SIP OPTIONS exchanges these capabilities relating to In-Call Services (Shared Map, Shared Sketch) shall only be sent during an active call and shall be included only if the exchange takes place between the users in the active call.
Finally, when several IARI tag values or several ICSI tag values are included in a SIP OPTIONS request, consistently with [RFC3840], IARI tag values or ICSI tag values shall be concatenated using commas as shown in the example below:
	+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcse.im,urn%3Aurn-7%3A3gpp-application.ims.iari.rcse.ft"


Table 10: IARI tag concatenation format example
A.1. [bookmark: _Toc329852268][bookmark: _Toc315701317][bookmark: _Ref315699365][bookmark: _Toc468358334][bookmark: _Ref473835969][bookmark: _Ref473836023][bookmark: _Ref473911301][bookmark: _Ref473911314][bookmark: _Ref473911322][bookmark: _Ref473911336][bookmark: _Ref473911344][bookmark: _Ref473911350][bookmark: _Ref473911358][bookmark: _Ref474003712][bookmark: _Ref481485339][bookmark: _Ref505171637][bookmark: _Ref510165811][bookmark: _Ref510168659][bookmark: _Ref530127516][bookmark: _Ref530130885][bookmark: _Toc531876734]
A.2. 
A.2.1. 
A.2.2. 
A.2.3. 
----------------------------------------------------End of Change 5-----------------------------------------------
----------------------------------------------------Start of Change 6-----------------------------------------------
5. [bookmark: _Ref474166788][bookmark: _Toc22057795][bookmark: _Hlk43475668]Handling of Capabilities
The enablers discussed in section 2.6.1 provide indications on the following 
capability information (i.e. whether a contact supports a service) and 
service availability information (i.e. whether a contact is currently likely in conditions that allow successful establishment of the service) 
The Presence based mechanism provides this information using the presence service descriptions as described in section 2.6.1.2 which would indicate just service availability from which capability information can be derived (i.e. if a service is currently available for use with a contact, that contact is assumed to support the service). For SIP OPTIONS, a similar approach shall be followed, but there the use of the “automata” tag allows to indicate that a contact supports a service (i.e. capability information) without indicating service availability as described in section 2.6.1.1.
Capability information and service availability information obtained through the capability exchange enablers will be cached on the device. Within this cache, different expiry policies are applicable for capability information and service availability. The configuration parameters controlling this are described in section A.1.9. 
When encountering an event related to a contact that does not correspond to the cached capability information of that contact, a client shall refresh those cached capabilities by initiating a Capability Discovery and Service Availability request. This shall be done when:
A 1-to-1 SIP request to an RCS enabled contact results in a SIP 404 response or
A Geolocation Push or File Transfer via HTTP request is received from a contact for which the corresponding capability wasn’t part of the cache or
A SIP OPTIONS request carrying at least one RCS feature tag is received from a non-RCS contact.
A contact initiates an enriched calling pre-call, post-call or in-call service for which the corresponding capability wasn’t part of the cache
NOTE: 	Reception of a Chat or Standalone Message from a non-RCS contact is not included because that could be the result of interworking.

----------------------------------------------------End of Change 6-----------------------------------------------
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2. 
7. 
0. 
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0. 
0. Data Off
Users can switch cellular data usage off locally on their device. To allow the operator to offer RCS services to their customers even in these use cases, the data off switch shall have an operator configurable impact on the device connectivity. The service provider should ensure a good service experience if IP service usage is allowed although the data switch was set to off by the end user. The procedures for cellular data off are applicable for primary devices when RCS is not using the internet APN (see section 2.8.1.4).
[bookmark: _Hlk42591653]For services using IMS protocols, the implementation of cellular data off shall be based on 3GPP PS Data Off defined in [3GPP TS 24.229-rel15] with the following additional clarifications and requirements.
[bookmark: _Hlk42591933]The cellular data off exempt is configured for RCS services via the configuration parameters RCS MESSAGING DATA OFF, and FILE TRANSFER DATA OFF, CONTENT SHARE DATA OFF, PRE AND POST CALL DATA OFF as defined in section A.1.14.1,
When registering in the network, the client shall include in the contact header of any SIP REGISTER request the "data off" feature tag defined in Table 3 indicating the data-off status in accordance with section B.3.1.0 of [3GPP TS 24.229-rel15].
If cellular data off is active and if for a given SIP registration (i.e. a single registration Multimedia Telephony, SMS over IP and RCS services or a registration for RCS services only) no service is configured as a cellular data off exempt service, then the client shall not register in IMS.
If cellular data off is active and there are one or more services configured as cellular data off exempt services for a given SIP registration, then the client shall include in the Contact header of the SIP REGISTER only the service feature tags defined in Table 3 of the services being configured as cellular data off exempt services. 
If cellular data off is active and there are one or more services configured as cellular data off exempt services for which capability discovery is required, then the client 
shall advertise capability information for services, including the ones not being cellular data off exempt services, and
shall not advertise the service availability of services being not cellular data off exempt services.
For an overview of RCS services with capability information and service availability refer to section 3.3.1 of [PRD-RCC.71].
If cellular data off is active and there is no service configured as cellular data off exempt service for which capability discovery is required, then the client shall disable capability discovery. 
For services using non-IMS protocols having no data connection at the time of disabling, no additional actions are required by the client. If disabled by Data off configuration the service will not be available at the time of invocation.
For services using non-IMS protocols and having a data connection active at the time of disabling, the ongoing session or transaction shall be terminated.
The procedures for the handling of cellular data off for the configuration procedures defined in section 2.3 are defined in [PRD-RCC.14].
A.3. 
A.4. 
A.4.1. 
A.4.2. 
A.4.3. 
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2. [bookmark: _Toc22057817]
2. 
2. 
2. 
2. 
2. 
13. 
13. Procedures in the client
A client supporting CPIM header extensions shall advertise its support by means of the feature tag defined in section 2.14.1 in the Contact header of 
SIP REGISTER requests and 
SIP INVITE requests and 200 OK responses for 
Chat, 
Chatbot sessions,
Group Chat and, 
Large Message Mode sessions and 
Call Composer sessions as defined in [PRD-RCC.20].
A client supporting CPIM header extensions shall, on reception of a CPIM message, check the value of the CPIM "NS" headers contained in the message.
If 
the URI value and the associated namespace of a given CPIM "NS" header is known to the client and 
a header name containing the associated name prefix is known to the client, 
then the client shall process the CPIM header in accordance with the definitions of the extension header.
If 
the URI value and the associated namespace of a given CPIM "NS" header is known to the client and 
a header name containing the associated name prefix is not known to the client, 
then the client shall ignore the CPIM header.
If the URI value and the associated namespace of a given CPIM "NS" header is unknown to the client, then the client shall ignore all CPIM headers containing the associated name prefix.
----------------------------------------------------End of Change 8-----------------------------------------------
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3. [bookmark: _Toc329852179][bookmark: _Toc315701219][bookmark: _Toc311582616][bookmark: _Toc468356055][bookmark: _Ref19726116][bookmark: _Toc22057820]General Service Overview
RCS provides several services that fit into the framework defined in section 2. 
Section 3.2 describes messaging services and introduces services that enhance the user’s messaging experience. Section 3.2.1 describes 1-to-1 Messaging and the selection of different technologies to provide this service. Section 3.2.2 describes the standalone messaging service based on OMA CPM that is considered as an evolution of the SMS/MMS messaging services providing fewer restrictions, allowing 1-to-Many Messaging and providing the interworking capability with those services. Section 3.2.3 introduces the 1-to-1 chat service that provides a more real-time experience through “isComposing” indications in addition to the store and forward functionality, including delivery and display notifications, that allows reaching users while they are offline. Section 3.2.4 describes the Group Chat service which provides multiparty scenarios. Section 3.2.5 describes the File Transfer service allowing a user to exchange any type of file with another user. A Geolocation Push service is introduced in section 3.2.6 which allows a user to share their location (or any other desired location) with another user. Section 3.2.7 describes the Audio Messaging service allowing a user to share an audio file with another user.
Section 3.3 introduces the Content Sharing services allowing the user to share multi-media content ahead of the call to provide context to the called party when the call is set up. The content sharing services also includes the capability to exchange a map or a drawing canvas in real-time with another user during a voice call. In other circumstances, the File Transfer service or the messaging service could be used. It also allows sharing a note (reason) or a voice message after an unanswered call.
Section 3.6 describes the architecture and technical enablers supporting 1-to-1 communication with Chatbots.
All these services can be invoked either from within the address book provided that the contact has the corresponding capability (see section 2.6) and the current network connectivity allows using the service (see section 2.6.1.3) or directly from the device’s menu. Additional entry points may be the chat and call history, the media gallery and camera application depending on what is suitable for the service. 
Most of the NNI handling is done as described in section 2.11.
A.5. 
A.6. 
A.6.1. 
A.6.2. 
A.6.3. 
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3. voidContent sharing
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0. [bookmark: _Ref468279819]Void
0. [bookmark: _Ref474152599]Shared Map
The technical realisation is based on procedures covered in section 2.9.7 and 2.9.9 and 2.9.10 of [PRD-RCC.20].
0. [bookmark: _Ref474152606]Shared Sketch
The technical realisation is based on procedures covered in section 2.9.8, 2.9.9 and 2.9.10 of [PRD-RCC.20].
0. Interaction of In-Call services with voice Call
The Shared Map and Shared Sketch services during a voice call (either over CS or over IP) interacts with that voice call since the sharing is automatically terminated when the call is terminated. There is also an interaction with the supplementary services of that voice call.
NOTE: 	This interaction does not apply for the File Transfer and 1-to-1 chat service. The sharing session is independent of that voice call and progresses independently of the voice call continuity.
3. Multiparty call and In-Call sharing services
Once a voice call is established between two users, it is possible for one of them to add another party to the call, and consequently, initiate a multiparty call. From RCS services perspective, the Shared Map and Shared Sketch services are not available during a multiparty call. Therefore, the terminal should manage the following scenarios:
The users were in a voice call without using the Shared Map or Shared Sketch services: In this case, when switching to a multiparty call the client starting the process has to send a SIP OPTIONS request with a capability update (as described in section 2.6.1) indicating that the Content Sharing services during a call are no longer available. The on-screen icons/layout should be updated accordingly.
The users (User A and User B) were in an active Shared Map session: In this case, switching to a multiparty call means ending the Shared Map session. This can be initiated by either user (user A or user B) depending upon the circumstances. A capabilities exchange using SIP occurs and, consequently, the client initiating the multiparty call should report that the Content Sharing services/capabilities during a call are no longer available.
The users (User A and User B) were in an active Shared Sketch session: In this case, switching to a multiparty call means ending the Shared Sketch session. This can be initiated by either user (user A or user B) depending upon the circumstances. A capabilities exchange using SIP occurs and, consequently, the client initiating the multiparty call should report that the Content Sharing services/capabilities during a call are no longer available.
It should be also noted that from the moment the users enter in a multiparty call, it is not necessary to perform the capability exchange described in section 2.6.1. 
Finally, if the multiparty call is converted into a standard call (That is it becomes again a 1-to-1 call), this event should be treated as a new call establishment meaning that a capability exchange via OPTIONS needs to take place and, consequently, the relevant on screen icons need to be updated.
3. Call on hold and In-Call sharing services
Once a voice call is established between two users, it is possible for one of them to put the other party on hold. From RCS services perspective, the Shared Map and Shared Sketch services are not available during a call which is not active, therefore, the terminal needs to manage the following scenarios:
The users were on a voice call without using the Shared Map or Shared Sketch services: In this case, when putting the call on hold the client starting the process has to send an SIP OPTIONS request with a capability update (as described in section 2.6.1) indicating that the Content Sharing services during a call are no longer available. The on-screen icons/layout should be updated accordingly.
The users (User A and User B) were on an active Shared Map session: In this case, putting the call on hold means ending the Shared Map session. This can be initiated by either user (User A or User B) depending upon the circumstances. In both cases, a capabilities exchange using SIP OPTIONS occurs and, consequently, the client putting the call on hold should report that the Content Sharing services/capabilities during a call are no longer available.
The users (User A and User B) were on an active Shared Sketch session: In this case, putting the call on hold means ending the Shared Sketch session. This can be initiated by either user (user A or user B) depending upon the circumstances. In both cases, a capabilities exchange using SIP OPTIONS occurs and, consequently, the client putting the call on hold should report that the Content Sharing services/capabilities during a call are no longer available.
It should also be noted that from the moment the call is put on hold (that is the call is not active): 
It is not necessary to perform the capability exchange described in section 2.6.1, and,
If there is another active call, the behaviour regarding the Shared Map and Shared Sketch services (that is both for the capability exchange and the services itself) should not be affected by the fact that another call is on hold. 
Finally, if the call is made active, this event should be treated as a new call establishment meaning that a capability exchange via OPTIONS needs to occur and, consequently, the relevant on screen icons need to be updated.
3. Waiting call and In-Call sharing services
A waiting call is a non-active call; therefore, it should not be possible to access the Shared Map and Shared Sketch services between the caller and receiver.
Please note having a waiting call will not affect the behaviour for Shared Map and Shared Sketch services (that is both for the capability exchange and the services itself) on the active call.
3. Calls from private numbers
When a call is received and the caller cannot be identified (because a hidden number is used for instance), it should not be possible to access the Shared Map and Shared Sketch services between the caller and receiver.
3. Call divert/forwarding
A receiver may have call divert/forwarding active (the calls are for instance forwarded to another number or to voicemail), it is still possible to access the Video Share, Shared Map or Shared Sketch services from the caller to the receiver if, as per section 7.3.1.2 of [3GPP TS 24.279]:
The caller has received a P-Asserted-Identity value from the receiver, or 
The caller has received a Connected Number information element and implements the procedure from section 7.3.1.2 of [3GPP TS 24.279].
Otherwise, it is not possible to access the Shared Map and Shared Sketch services from the caller to the receiver.
[bookmark: _Toc468356785][bookmark: _Ref530127878][bookmark: _Toc22057831]Other Content Sharing Services
0. [bookmark: _Ref474152579]Call composer
The technical realisation for both Call Composer via Enriched Calling session and Call Composer via Multimedia Telephony session is based on procedures covered in sections 2.3 and 2.4 of [PRD-RCC.20].
0. [bookmark: _Ref474152589]Post-call service
The technical realisation is based on procedures covered in sections 2.3 and 2.5 of [PRD-RCC.20].
0. Call Composer flows
Flows related to the two services Call Composer via Enriched Calling session and Call Composer via Multimedia Telephony session are provided in Annex A of [PRD-RCC.20].
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A.7.1. 
A.7.2. 
A.7.3. 
A.7.4. 
voidContent Sharing related configuration
As there are no OMA defined parameters for content sharing, this RCS specification includes only RCS specific parameters. These are described in the following table:
	Configuration parameter
			Description
	RCS usage

	COMPOSER AUTH
	As per section 2.1.2 of [PRD-RCC.20]
	As per section 2.1.2 of [PRD-RCC.20]

	SHARED MAP AUTH
	As per section 2.1.2 of [PRD-RCC.20]
	As per section 2.1.2 of [PRD-RCC.20]

	SHARED SKETCH AUTH
	As per section 2.1.2 of [PRD-RCC.20]
	As per section 2.1.2 of [PRD-RCC.20]

	POST CALL AUTH
	As per section 2.1.2 of [PRD-RCC.20]
	As per section 2.1.2 of [PRD-RCC.20]


Table 87: RCS additional content sharing related configuration parameters
----------------------------------------------------End of Change 8-----------------------------------------------
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Data Off
[bookmark: _Ref529445047]RCS Configuration Parameters
The RCS specification includes following configuration parameters controlling the behaviour of the respective services when connected over cellular networks using a primary device that is not using the internet APN for RCS (see section 2.8.1.4) and data is switched off by the user:
	Configuration parameter
	Description
	RCS usage

	RCS MESSAGING DATA OFF
	This parameter indicates whether the 
1-to-1 and Group Chat (see section 3.2.3 and 3.2.4 respectively), 
Standalone Messaging (see section 3.2.2),
Geolocation PUSH (see section 3.2.6) and
Chatbot Communication (see section 3.6.8, including Chatbot Directory Access defined in section 3.6.3.1, Chatbot Information Retrieval defined in section 3.6.4 and the procedures to control anonymization defined in section 3.6.5.1)
services Should remain available in case the cellular data switch is switched off (either toggled manually by the user or automatically during roaming). 
When set to 0 the Chat, Standalone Messaging, Geolocation PUSH and Chatbot Communication services are not cellular data off exempt services on cellular networks when cellular data is switched off. 
When set to 1 the Chat, Standalone Messaging, Geolocation PUSH and Chatbot Communication services are cellular data off exempt services on cellular networks when cellular Data is switched off.
When set to 2 the Chat, Standalone Messaging, Geolocation PUSH and Chatbot Communication services are cellular data off exempt services on cellular networks when cellular Data is switched off and the device is attached to the HPLMN.
NOTE:	This configuration parameter when set to 0 or 2 will disable the File Transfer service. An MNO is thus not able to disable chat or standalone messaging but enable File Transfer.
	Mandatory Parameter


	FILE TRANSFER DATA OFF
	This parameter indicates whether the File Transfer service (defined in section 3.2.5, including Audio Messaging defined in section 3.2.7) Should remain available in case the cellular data switch is switched off (either toggled manually by the user or automatically during roaming). 
When set to 0 the File Transfer Service is not a cellular data off exempt service on cellular networks when cellular data is switched off. 
When set to 1 the File Transfer service is a cellular data off exempt service on cellular networks when cellular Data is switched off.
When set to 2 the File Transfer service is a cellular data off exempt service on cellular networks when cellular Data is switched off and the device is attached to the HPLMN.
When File Transfer is disabled, then the client shall behave as defined in section 3.2.5.2 for the case where File Transfer is not authorised via client configuration. 
	Optional Parameter
It becomes Mandatory if RCS MESSAGING DATA OFF is set to 1 or 2.


	MMS DATA OFF
	This parameter indicates whether MMS should remain available in case the cellular data switch is switched off (either toggled manually by the user or automatically during roaming). 
When set to 0 MMS is not a cellular data off exempt service when cellular data is switched off. 
When set to 1 (default value) MMS a cellular data off exempt service when cellular Data is switched off.
When set to 2 MMS is a cellular data off exempt service when cellular data is switched off and the device is attached to the HPLMN, otherwise MMS is disabled.
NOTE: the device’s settings to enable/disable automatic download of received MMS messages remain applicable.
	Optional Parameter

	CONTENT SHARE DATA OFF
	As per section 2.1.2 of [PRD-RCC.20]
	As per 
section 2.1.2 of [PRD-RCC.20]

	PRE AND POST CALL DATA OFF
	As per section 2.1.2 of [PRD-RCC.20]
	As per section 2.1.2 of [PRD-RCC.20]

	SYNC DATA OFF
	This parameter indicates whether the synchronization with the Common Message Store (defined in section 4.1) should remain available in case the cellular data is switched off (either toggled manually by the user or automatically during roaming). 
When set to 0 the synchronisation with the Common Message Store is not a cellular data off exempt service when cellular data is switched off. 
When set to 1 synchronisation with the Common Message Store is a cellular data off exempt service when cellular data is switched off.
When set to 2 the synchronisation with the Common Message Store is a cellular data off exempt service when cellular data is switched off and the device is attached to the HPLMN.
If the synchronisation with the Common Message Store is not a cellular data off exempt service, the client shall not invoke the synchronisation with the Common Message Store, shall not set message flags via the Message Store and the event notification framework and shall not store SMS and MMS messages. Once synchronisation is enabled again, the client shall invoke the procedures for the synchronisation with the Common Message Store for the missed events.
	Optional Parameter
It becomes mandatory if MESSAGE STORE AUTH is present (see A.1.3)


Table 92: RCS Data Off Configuration Parameters
NOTE:	These parameters only affect behaviour on cellular networks. Services that can be offered over non-cellular networks remain available over such networks irrespective of the setting of the cellular data switch. These parameters also affect services when RCS uses the HOS APN.
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