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Technical Implementation of User Stories and Service Requirements
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Requirements R5-1-1 and R5-1-2 shall be implemented locally on the device.
Requirement R5-2-1 shall be implemented locally on the device.
Requirements R5-2-2-1 and R5-2-2-2 and their sub requirements are implemented locally on the device based on the current connectivity state and the available information on the B-party as a consequence of the capability exchange (see section 3.3) and as specified in section 5.3.3.1.
Requirements R5-2-2-3, R5-2-2-4 and R5-2-2-5. shall be implemented locally on the device
Requirement R5-2-3 shall be realised based on the interworking procedures in [RCC.07] and the applicable specifications it refers to.
Requirement R5-2-3-1 shall be realised through the procedures in section 3.2.3.8.3 of [RCC.07].
Requirement R5-2-4 shall be realised through the revocation procedures defined in section 3.2.3.8 of [RCC.07].
Requirement R5-2-4-1 shall be realised based on the client configuration parameter CHAT REVOKE TIMER defined in [RCC.07] and the network indication for the support of revocation as specified in section 3.2.3.8 of [RCC.07].
Requirement R5-2-4-2 shall be implemented locally on the device.
Requirement R5-2-4-3 shall be implemented locally on the device based on the value configured for the client configuration parameter CHAT REVOKE TIMER defined in A.1.3 and A.2.4 of [RCC.07].
Requirement R5-2-4-4 and its sub requirements shall be implemented locally on the device with the default for the user setting being configured through the MESSAGING FALLBACK DEFAULT client configuration parameter defined in section 5.3.4.
Requirement R5-2-4-5 and its sub requirements shall be implemented on the device using the revocation procedures defined in section 3.2.3.8 of [RCC.07] with the timeout on regaining connectivity required in requirement R5-2-4-5-2 being controlled through the RECONNECT GUARD TIMER parameter defined in section A.1.3 and A.2.4 of [RCC.07]. For sending the SMS in parallel with the Message Revoke requests required in requirement R5-2-4-5-4, the CFS TRIGGER parameter defined in section A.1.3 and A.2.4 of [RCC.07] shall be set to zero.
Requirement R5-2-4-6 shall be implemented locally on the device.
Requirement R5-2-4-6-1 shall be implemented locally on the device. It is applicable when selected user settings resulting from RCS Service Provider configuration or user selection for both undelivered RCS chat messages and undelivered RCS files allow SMS fallback and latching (i.e. set to always resend undelivered RCS chat messages as SMS and always resend undelivered RCS Files as SMS link)
Requirement R5-2-5 and its sub requirements shall be implemented locally on the device.
Requirement R5-3-1 shall be implemented locally on the device.
For requirement R5-3-2, the client shall rely on the value of the MSG TECH DISP SWITCH parameter which needs to be set by the MNO:
· For Integrated Messaging, this parameter shall be ignored by RCS clients if it is present.
· For Seamless messaging, if this parameter is absent, or is set 0, the RCS client shall not show or indicate to the user the underlying messaging technology / service; however, if this parameter is present and is set to 1, the RCS client shall show or indicate to the user the underlying messaging technology / service.
Requirement R5-3-3 shall be implemented based on the selected 1-to-1 messaging technology. When RCS 1-to-1 Chat is selected, interworking on the network serving the recipient of the message can be performed based on procedures described in sections 3.2.3.4 and 3.2.3.8 of [RCC.07]. When RCS Standalone messaging is selected, originating or terminating fallback may be applied based on RCS Service Provider policies.
Requirements R5-3-4, R5-3-5, R5-3-6, R5-3-7, R5-3-8 and their sub requirements shall be implemented locally on the device.
Requirements R5-4-1 and R5-4-2 shall be implemented locally on the device. The client shall consider the RCS addressing model defined in section 2.5.5 of [RCC.07] to determine the address type and the corresponding 1-to-1 messaging service technology for user provided contact addresses.
Requirement R5-4-3-1 shall be realised by configuring the MESSAGING UX parameter defined in section 5.3.4.
Requirement R5-4-3-2 is realised as specified in section 18.3.
[bookmark: _Ref483228373]For the message transfer states of requirement R5-5-1 the following technical implementation applies:
· Pending: When the user presses the button to send the message until the first success response is received from the network. For RCS 1-to-1 Chat message or RCS Standalone message, it may be in this state for some time when the user is not registered with the IMS core (e.g. offline or airplane mode). For SMS, it may be in this state when the user is not available for sending SMS.
· Sent: For RCS 1-to-1 Chat message, a MSRP 200 OK is received. For RCS Standalone message pager mode, a SIP 200 OK is received from the network. For RCS Standalone message Large Message Mode, a SIP 200 OK response is received to the SIP BYE request sent by the client once the Standalone message has been successfully transferred via MSRP. For SMS, the message is successfully submitted to the network.
· [bookmark: TS23040]Delivered: For RCS 1-to-1 Chat message or RCS Standalone message, when receiving the Delivery Notification with status set to “delivered”. Requirement R5-5-1-3-1 is realised based on the procedures described in [3GPP TS 23.040] upon receiving a delivery report of the short message. Requirement R5-5-1-3-2 shall be realised based on the Interworking disposition notification as specified in section 3.2.3.1 of [RCC.07].
NOTE: 	An originating client may receive for a chat message both a delivery and an interworking disposition notification, e.g. due to support of multi device in the terminating network. Reception of the delivery disposition notification overwrites the "interworking" status of the message".
· Displayed: For RCS 1-to-1 Chat message or RCS Standalone message, when receiving the Displayed Notification with the status set to “displayed”. Requirement R5-5-1-4-1 shall be implemented locally on the device based on the setting for US18-7. Requirement R5-5-1-4-2 shall be implemented locally on the device. Requirement R5-5-1-4-3 shall be realised based on the Interworking disposition notification as specified in section 3.2.3.1 of [RCC.07]. Displayed status is not applicable if the client received an interworking notification but no delivery notification. 
· Error: For 1-to-1 RCS Chat message or RCS Standalone message, when an error is received as specified in [RCC.07] and the applicable specifications it refers to.
Notifications on delivery status information as defined in R5-5-2 shall be stored and forwarded in the Store and Forward server as specified in section 3.2.3.2 of [RCC.07]. 
Requirements R5-5-3, R5-5-4 and R5-5-5 shall be implemented locally on the device.
For the requirements in user story US5-6 the device shall support the encoding and display of the graphical elements as defined in Annexes A.2 and A.3.
The indication that the other party is typing in requirement R5-7-1 is based on the reception of the "isComposing" indication as defined in section 3.2.3.1 of [RCC.07]. The "isComposing" indication can only be transferred within an active RCS 1-to-1 Chat session. “isComposing” indication cannot be transferred when other messaging technology is selected based on the messaging technology selection rules defined in this section. The client shall send the "isComposing" indication only if a RCS 1-to-1 Chat session exists for the conversation the user is typing in. When there is no active session, session initiation is triggered when the user sends a message and consequently there is no “isComposing” indication for the first message sent. There is no “isComposing” indication for messages delivered through Store and Forward delivery procedures.
Requirement R5-8-1 is fulfilled based on sections 5.3.1 and 5.3.2 and section 3.2.3.8 of [RCC.07].
Requirement R5-8-1-1 shall be implemented as defined in sections 3.2.3.2 and 3.2.3.3 of [RCC.07]. 
Requirement R5-8-2 is fulfilled based on sections 5.3.1 to 5.3.3 and section 3.2.3.8 of [RCC.07].
Requirement R5-9-1 shall be implemented as defined in sections 5.3.1 to 5.3.3 and section 3.2.3.8 of [RCC.07]. 
For requirement R5-9-2, the client shall rely on the value of the SESSION AUTO ACCEPT parameter which needs to be set by the RCS Service Provider to 1 to enforce the client toalways accept an incoming SIP INVITE for athe session immediately as specified in section 3.2.3.1 of [RCC.07].
Requirement R5-9-3 and R5-9-4 shall be implemented locally on the device.
The requirements of user stories US5-10 and US5-11 shall be implemented locally on the device.
Requirement R5-12-1 shall be implemented locally on the device.
For the requirements R5-12-2, R5-12-3 and R5-12-4 the client shall support the following procedure:
· It is the responsibility of the Messaging Server to deliver chat messages in the correct order, so the Client can rely on it when sorting received messages. The client shall interleave the sent and received messages in the chronological order. The client shall interleave received messages based on the value of the CPIM Message-Direction header value (as referred to from section C.1.9 of [RCC.11]) as sent or received or, if absent as received message. The client shall interleave client-originated messages as sent message.
· After the client has synchronised with the Common Message Store successfully, then messages shall be sorted in accordance with the time indicated in the CPIM DateTime header value received with message from the Common Message Store. The client shall interleave messages based on the value of the Direction attribute defined in [CPM-MSGSTOR-REST].
The requirements of user story US5-13 shall be implemented locally on the device. As a clarification, the timestamp for "sent" messages received via the 1-1 chat service or the Common Message Store is taken from the CPIM DateTime header in accordance with the technical implementation of R5-12-2, R5-12-3 and R5-12-4.
The requirements of user story US5-14 shall be implemented locally on the device.
[bookmark: _Ref440899613]To satisfy the requirements of US5-15 the client shall apply the following procedure:
If the configuration parameter USER ALIAS AUTH defined in section 5.3.4 is set to 0 then the client shall:
Not offer the user to manage a user alias used for RCS communications.
Not send a user alias for mobile originated chat sessions and
Discard the user alias received in mobile terminated chat session messages, i.e. the user alias is not displayed and not stored in the local communication history.
If the configuration parameter USER ALIAS AUTH defined in section 5.3.4 is set to 1 or it is not present, then:
The client shall offer the user to manage a user alias used for RCS communications.
For mobile originated chat transactions, the client shall add a user alias if set by the user as defined in section 2.5.3.4 of [RCC.07].
If the client receives a user alias as defined in section 2.5.3.4 of [RCC.07] in a mobile terminated chat session and the originator address does not match an address book contact, the client shall display the user alias it to the user.
The client shall store the user alias in the local chat communication history.
In addition, the client implementation shall respect the requirements of the post reconfiguration actions defined for the configuration parameter USER ALIAS AUTH in section 5.3.4.
For the realization of requirements of user story US5-16 the client shall enforce the max message size for sending messages as defined by the configuration parameter MAX SIZE IM defined in section A.1.3 and A.2.4 of [RCC.07].
For requirements R5-17-1 and R5-17-2 section 7.3 applies. 
Requirement R5-17-3 shall be implemented locally on the device.
Requirement R5-18-1 shall be implemented locally on the device.
Requirement R5-19-1 and R5-20-1 is fulfilled by deploying a Common Message Store as described in [RCC.07] and [RCC.11].
Requirement R5-19-2 is fulfilled based on RCS Service Provider policies.
Requirement R5-19-3 shall be implemented locally on the device. 
For requirement R5-19-5, a dedicated Message Store client shall be implemented on the device as defined in section 4.1 of [RCC.07] and [RCC.11].
For requirement R5-20-1, the client shall delete messages and conversations in the Common Message Store after local deletion as defined in section 4.1.15.7 of [RCC.07].
The requirements of US5-21 shall be implemented locally on the device.
The requirements of the user stories US5-22 to US5-25 are implemented via the RCS Geolocation Push service defined in section 3.2.6 of [RCC.07].
Requirements R5-26-1, R5-26-2, R5-26-3, R5-26-4 and R5-26-5 shall be implemented based on the 1-to-Many Messaging service procedures defined in section 3.2.2.8 of [RCC.07].
For requirement R5-27-1, the MAX 1 TO MANY RECIPIENTS parameter defined in section A.1.3 and A.2.4 of [RCC.07] shall be configured.
For R5-27-2, the 1 TO MANY SELECTED TECHNOLOGY parameter defined in section A.1.3 and A.2.4 of [RCC.07] shall be configured.
Requirement R5-27-2-1 shall be implemented locally on the device.
The requirements of US5-28 shall be implemented locally on the device. For the requirement R5-28-5, the technical implementation of message bookmarks in the Common Message Store, as defined in section 4.1.6.10 of [RCC.07], applies.
The requirements of US5-29 shall be implemented locally on the device. There is no technical implementation for requirement R5-29-4 in this version of the Universal Profile, i.e. bookmarks for conversations can only be managed locally on the device and cannot be stored in the Common Message Store.
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Annex B 
Configuration Parameters
This Annex provides an overview of all configuration parameters that are applicable for the profile defined in this document with indications on whether client configurability is expected or whether clients can assume the parameter to always have a fixed value. Next to that, it indicates for parameters whether there is an aligned value for this profile even if for that parameter client configurability is still expected to allow for future evolution. If this is the case for a parameter configured a numeric range, a client shall, where applicable, allow both higher and lower values than what is provided.
	Parameter
	Functional Definition
	Syntax Definition for transport using [RCC.14]
	Client Configurability
	Aligned Value for this profile	Comment by Tom Van Pelt: It might be worthwhile to review other aligned values, but it seems likely that most should remain configurable to deal with error scenarios, debug a client and/or to adapt to future changes (e.g. increase message limits)

	IMS Parameters

	ConRef
	[3GPP TS 24.167]
	[RCC.15]
	Fixed dummy value: dummy.apn
	

	PDP_ContextOperPref
	[3GPP TS 24.167]
	[RCC.15]
	Fixed value: 0
	

	P-CSCF_Address
	[3GPP TS 24.167]
	[RCC.15]
	Not instantiated
	

	Timer_T1
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider configurable
	

	Timer_T2
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider configurable
	

	Timer_T4
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider configurable
	

	Private_user_identity
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider configurable
	

	Public_user_identity
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider configurable
	

	Home_network_domain_name
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider configurable Recommended to use ims.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org whereby <MNC> and <MCC> shall be replaced by the respective values of the home network in decimal format and with a 2-digit Mobile Network Code (MNC) padded out to 3 digits by inserting a 0 at the beginning (as defined in [PRD-IR.67]).
	

	ICSI_List
	[3GPP TS 24.167]
	[RCC.15]
	Tree is instantiated, but no leafs shall be provided.
	

	LBO_P-CSCF_Address
	[3GPP TS 24.167]
	[RCC.15]
	Tree is instantiated 
	

	Address (LBO_P-CSCF_Address)
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider configurable

	

	AddressType (LBO_P-CSCF_Address)
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider configurable
	

	Resource_Allocation_Mode
	[3GPP TS 24.167]
	N/A
	Not instantiated
	

	Voice_Domain_Preference_E_UTRAN
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider Configurable
	

	SMS_Over_IP_Networks_Indication
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider Configurable
	

	Keep_Alive_Enabled
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider Configurable
	1

	Voice_Domain_Preference_UTRAN
	[3GPP TS 24.167]
	N/A
	Not instantiated
	

	Mobility_Management_IMS_Voice_Termination
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider Configurable
	

	RegRetryBaseTime
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider Configurable
	

	RegRetryMaxTime
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider Configurable
	

	PhoneContext_List
	[3GPP TS 24.167]
	N/A
	Tree not instantiated
	

	SS_domain_setting
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider Configurable
	

	PS_domain_IMS_SS_control_
preference
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider Configurable
	

	Media_type_
restriction_
policy
	[3GPP TS 24.167]
	[RCC.15]
	RCS Service Provider Configurable
	

	IMS Mode Authentication Type
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
	

	Realm
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
	

	Realm User Name
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
	

	Realm User Password
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
	

	Transport Protocols: Signalling Cellular
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
Recommended Value: SIPoTCP or SIPoTLS (to avoid constant switchover to TCP)
	

	Transport Protocols: Signalling Roaming
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
Recommended Value: SIPoTCP or SIPoTLS (to avoid constant switchover to TCP)
	

	Transport Protocols: Signalling Wi-Fi
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
	Not instantiated, if authentication different from IMS AKA is used and thus IPsec is not enabled

	Transport Protocols: Real Time Media Cellular
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
Recommended Value: Not instantiated
	

	Transport Protocols: Real Time Media Roaming
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
Recommended Value: Not instantiated
	

	Transport Protocols: Real Time Media Wi-Fi
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
	Not instantiated

	Transport Protocols: Discrete Media Cellular
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
Recommended Value: Not instantiated
	

	Transport Protocols: Discrete Media Roaming
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
Recommended Value: Not instantiated
	

	Transport Protocols: Discrete Media Wi-Fi
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable 
	Not instantiated

	RCS VOLTE SINGLE REGISTRATION
	[RCC.07]
NOTE: Multimedia Telephony would register immediately on first boot up if relevant. If after autoconfiguration the device is configured to do single registration, the client should send a REGISTER request (re-registration) to add the additional feature tags for RCS.
	[RCC.07]
	RCS Service Provider Configurable 
	

	RCS State Parameters

	RCS DISABLED STATE
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	SUPPORTED RCS PROFILE VERSIONS
	[RCC.07]
	[RCC.07]
	Fixed Value: UP_2.0,UP_2.2,UP_2.3,UP_2.4,UP_2.5
	

	Presence Parameters

	CLIENT-OBJ-DATA-LIMIT
	[PRESENCE2MO]
	[RCC.07]
	524288 (i.e. 512KB) if CAPABILITY DISCOVERY MECHANISM is set to 1. Not instantiated otherwise.
	

	CONTENT-SERVER-URI
	[PRESENCE2MO]
	N/A
	Not instantiated
	

	SOURCE-THROTTLE-PUBLISH
	[PRESENCE2MO]
	[RCC.07]
	RCS Service Provider Configurable if CAPABILITY DISCOVERY MECHANISM is set to 1. Not instantiated otherwise.
	

	MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST
	[PRESENCE2MO]
	[RCC.07]
	RCS Service Provider Configurable if CAPABILITY DISCOVERY MECHANISM is set to 1. Not instantiated otherwise.
	

	SERVICE-URI-TEMPLATE
	[PRESENCE2MO]
	N/A
	Not instantiated
	

	RLS-URI
	[PRESENCE2MO]
	[RCC.07]
	RCS Service Provider Configurable if CAPABILITY DISCOVERY MECHANISM is set to 1. Not instantiated otherwise.
Recommended Value:
Not instantiated
	

	Messaging parameters

	MAX_AD-HOC_GROUP_SIZE
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	100

	CONF-FCTY-URI
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
Recommended value:
Not instantiated
	

	EXPLODER-URI
	[RCC.07]
	[RCC.07]
	Fixed dummy value: sip:foo@bar if STANDALONE MSG AUTH is set to 0, RCS Service Provider Configurable otherwise.
Recommended Value:
Not instantiated
	

	CHAT AUTH
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	GROUP CHAT AUTH
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	STANDALONE MSG AUTH
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	IM SESSION AUTO ACCEPT
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	1

	IM SESSION AUTO ACCEPT GROUP CHAT
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	IM SESSION TIMER
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	MAX SIZE IM
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	8192
(bytes as defined in [RCC.07] section A.2.5)

	MAX SIZE STANDALONE
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	1048576 (i.e. 1MB)

	MESSAGE STORE URL
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	MESSAGE STORE NOTIFICATION URL
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	MESSAGE STORE USERNAME
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	MESSAGE STORE PASSWORD
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	MESSAGE STORE AUTH
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	MESSAGE STORE EVENT REPORTING
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	MESSAGE STORE ARCHIVE AUTH
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	SMS MESSAGE STORE
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	MMS MESSAGE STORE
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	CHAT REVOKE TIMER
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	300

	MESSAGING UX
	Section 5.3.4
	Implemented in the profile defined in this document based on the definitions in section 5.3.4
	RCS Service Provider Configurable
	

	MSG TECH DISP SWITCH
	Section 5.3.4
	Implemented in the profile defined in this document based on the definitions in section 5.3.4
	RCS Service Provider Configurable
	

	USER ALIAS AUTH
	Section 5.3.4
	Implemented in the profile defined in this document based on the definitions in section 5.3.4
	RCS Service Provider Configurable
	

	MESSAGING FALLBACK DEFAULT
	Section 5.3.4
	Implemented in the profile defined in this document based on the definitions in section 5.3.4
	RCS Service Provider Configurable
	

	RECONNECT GUARD TIMER
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	CFS TRIGGER
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	MAX 1 TO MANY RECIPIENTS
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	1 TO MANY SELECTED TECHNOLOGY
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	DISPLAY NOTIFICATION SWITCH
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	SPAM NOTIFICATION TEXT
	Section 15.2.1.2
	Section 5.3.4.1
	RCS Service Provider Configurable
	

	TOKEN LINK NOTIFICATION TEXT
	Section 15.2.1.2
	Section 5.3.4.1
	RCS Service Provider Configurable
	

	UNAVAILABLE ENDPOINT TEXT
	Section 15.2.1.2
	Section 5.3.4.1
	RCS Service Provider Configurable
	

	ALLOW ENRICHED CHATBOT SEARCH DEFAULT
	Section 15.2.1.2
	Section 5.3.4.1
	RCS Service Provider Configurable
	

	CHATBOT DIRECTORY
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	BOTINFO FQDN ROOT
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	SPECIFIC CHATBOTS LIST
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	IDENTITY IN ENRICHED SEARCH
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	PRIVACY DISABLE
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	CHATBOT MSG TECH
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	File Transfer Parameters

	FT AUTH
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	FT MAX SIZE
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	102400 (i.e. 100MB)

	FT WARN SIZE
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	FT AUT ACCEPT
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	1

	FT HTTP CS URI
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
Recommended value:
Not instantiated
	

	FT HTTP DL URI
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
Recommended value:
dl.rcs.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org
whereby <MNC> and <MCC> shall be replaced by the respective values of the home network in decimal format and with a 2-digit MNC padded out to 3 digits by inserting a 0 at the beginning (as defined in [PRD-IR.67]).
	

	FT HTTP CS USER
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	FT HTTP CS PWD
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	FT HTTP FALLBACK
	[RCC.07]
	[RCC.07]
	RCS Service provider configurable
	

	FT MAX 1 TO MANY RECIPIENTS
	[RCC.07]
	[RCC.07]
	RCS Service provider configurable
	

	FT FALLBACK DEFAULT
	Section 7.3.2
	Implemented in the profile defined in this document based on the definitions in section 7.3.2
	RCS Service provider configurable
	

	Enriched Calling Related Parameters

	COMPOSER AUTH
	[RCC.20]
	Implemented in the profile defined in this document based on definitions in [RCC.20]
	RCS Service Provider Configurable
	

	SHARED MAP AUTH
	[RCC.20]
	Implemented in the profile defined in this document based on definitions in [RCC.20]
	RCS Service Provider Configurable
	

	SHARED SKETCH AUTH
	[RCC.20]
	Implemented in the profile defined in this document based on definitions in [RCC.20]
	RCS Service Provider Configurable
	

	POST CALL AUTH
	[RCC.20]
	Implemented in the profile defined in this document based on definitions in [RCC.20]
	RCS Service Provider Configurable
	

	Geolocation Parameters

	PROVIDE GEOLOC PUSH
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	1

	Capability Discovery parameters

	DISABLE INITIAL ADDRESS BOOK SCAN
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	CAPABILITY INFO EXPIRY
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	SERVICE AVAILABILITY INFO EXPIRY
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	NON RCS CAPABILITY INFO EXPIRY
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	CAPABILITY DISCOVERY MECHANISM
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	CAPABILITY DISCOVERY ALLOWED PREFIXES
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	End User Confirmation parameters

	END USER CONF REQ ID
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable
	

	Multidevice configuration parameters

	uuid_Value
	[RCC.15]
	[RCC.15]
	RCS Service Provider Configurable and device dependent
	

	CallLogUri
	[3GPP TS 24.175]
	Annex A of [RCC.14]
	RCS Service Provider Configurable
	

	IP Voice and Video Call configuration

	PROVIDE SECONDARY IP VOICE CALL
	Section 10.3.2
	Section 10.3.2
	Fixed Value: 0 for primary devices, RCS Service Provider Configurable for secondary devices
	

	PROVIDE SECONDARY IP VIDEO CALL
	Section 11.3.2
	Section 11.3.2
	RCS Service Provider Configurable
	

	VIDEO AND ENCALL UX
	Section 3.3.2.1
	Implemented in the profile defined in this document based on the definitions in Section 3.3.2.1
	RCS Service Provider Configurable
	

	IR51 SWITCH UX
	Section 10.3
	Implemented in the profile defined in this document based on the definitions in Section 10.3
	RCS Service Provider Configurable
	

	CALL LOGS BEARER DIFFERENTIATION
	Section 10.3
	Implemented in the profile defined in this document based on the definitions in Section 10.3
	RCS Service Provider Configurable
	

	DATA OFF parameters

	RCS MESSAGING DATA OFF
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	FILE TRANSFER DATA OFF
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	SMSoIP_exempt
	[PRD-IR.92] / [NG.114]
	[RCC.15]
	RCS Service Provider Configurable
	

	SMSoIP_exempt_roaming
	[PRD-IR.92] / [NG.114]
	[RCC.15]
	RCS Service Provider Configurable
	

	MMS DATA OFF
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	CONTENT SHARE DATA OFF
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	PRE AND POST CALL DATA OFF
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
	

	MMTEL_voice_exempt
	[PRD-IR.92] / [NG.114]
	Annex A of [RCC.14]
	RCS Service Provider Configurable
	

	MMTEL_voice_exempt_roaming
	[PRD-IR.92] / [NG.114]
	Annex A of [RCC.14]
	RCS Service Provider Configurable
	

	SS_XCAP_config_exempt
	[PRD-IR.92] / [NG.114]
	Annex A of [RCC.14]
	RCS Service Provider Configurable
	

	SS_XCAP_config_exempt_roaming
	[PRD-IR.92] / [NG.114]
	Annex A of [RCC.14]
	RCS Service Provider Configurable
	

	MMTEL_video_exempt
	[PRD-IR.94] / [NG.114]
	Annex A of [RCC.14]
	RCS Service Provider Configurable
	

	MMTEL_video_exempt_roaming
	[PRD-IR.94] / [NG.114]
	Annex A of [RCC.14]
	RCS Service Provider Configurable
	

	Device Management over PS data off exemption
	[3GPP TS 24.368]
	[RCC.07] and [RCC.14]
	RCS Service Provider Configurable
	

	Device Management over PS data off roaming exemption
	[3GPP TS 24.368]
	[RCC.07] and [RCC.14]
	RCS Service Provider Configurable
	

	SYNC DATA OFF
	[RCC.07]
	[RCC.07]
	RCS Service Provider Configurable
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