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Document Summary and Reason for Change
· Current specification doesn’t mention about verifying tk parameter value in response of Chatbot Chat Session request.
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[bookmark: _Ref483509392]3.6.8.3 Client: Initiating a 1-to-1 Chatbot conversation request to a Chatbot
[bookmark: _Ref526326074]3.6.8.3.1 Client: Initiating a 1-to-1 Chatbot Chat Session request to a Chatbot
When a request from a user’s client to initiate a 1-to-1 Chatbot Chat Session towards a Chatbot is to be sent, the client shall send a SIP INVITE request according to section 3.2.3.1 and to the rules and procedures of section 7.3.1.1 of [RCS-CPM-CONVFUNC-ENDORS] with the clarifications listed here.
In this SIP INVITE request, the client: 
shall in addition to values already included in the Contact header, include the Chatbot IARI and the Chatbot application version feature tag as defined in section 3.6.2, in the Contact header;
shall in addition to the Accept-Contact header already added, add another Accept-Contact header field carrying the Chatbot IARI feature tag defined in section 3.6.2.1 and the Chatbot application version feature tag defined in section 3.6.2.2, and shall include the require and explicit parameters; 
shall set the Request-URI of the Chat session request to the service-id of the Chatbot defined as per section 2.5.4.1. The Chatbot SIP URI should be used if available instead of the tel URI;
shall, in addition to values to be included as per section 3.2.3.1, include in the a=accept-wrapped-types the list of the Chatbot-related content-types defined in 3.6.10.2 that the client is willing to receive, i.e. multipart/mixed, application/vnd.gsma.botsuggestion.v1.0+json, and	 application/vnd.gsma.botmessage.v1.0+json.
[bookmark: _Ref505186839]shall, when privacy is requested for the conversation, add a privacy header as defined in [RFC3323] if not already included, and add a value “tk” to it.
shall, when initiating a session to link the user's token to their actual identity, add a privacy header as defined in [RFC3323] if not included already and add a value “tklink” to it.
Upon receipt of a SIP 200 OK response, 
the client shall verify whether the Contact header of the SIP 200 OK response contains the Chatbot role feature tag as defined in section 3.6.2.3. 
If the Chatbot role feature tag is not provided, the client shall not establish the media plane and terminate the SIP Session by sending a SIP BYE request to the Chatbot according to the rules and procedures of section 7.3.4.1 of [RCS-CPM-CONVFUNC-ENDORS]
-------------------------------------------Start of Change 1-----------------------------------------------

the client shall check the value of the ‘tk’ parameter in the Chatbot URI provided in the P-Asserted-Identity in 200 OK response:

i. When privacy is requested for the conversation and value of the ‘tk’ parameter is ‘off’,  or
ii. When privacy is not requested for the conversation and value of the ‘tk’ parameter is ‘on’

	the client shall not establish the media plane and terminate the SIP Session by sending a SIP BYE request to the Chatbot according to the rules and procedures of section 7.3.4.1 of [RCS-CPM-CONVFUNC-ENDORS]

--------------------------------------------End of Change 1-------------------------------------------------
Otherwise, section 3.2.3.1 and the rules and procedures of section 7.3.2 of [RCS-CPM-CONVFUNC-ENDORS] apply. There shall be no indication of support for delivery assurance by the Chatbot Platform in the SIP response.
If receiving a SIP final response different from SIP 200 OK, the rules and procedures of section 7.3.1.1 of [RCS-CPM-CONVFUNC-ENDORS] apply
Upon receipt of a SIP 403 Forbidden error response with a Warning header with the warning text set to “204 Token Not Found” to a Chatbot Chat Session initiation requesting to link the user's token to their actual identity, the client shall consider that it is not possible to link an existing token for the user with their MSISDN, and the client shall not automatically retry the token link request. In this case the client shall check if there is an active session with that particular Chatbot; if there is one and it is anonymised, the client shall close that session.
Non-normative example:
Contact header of a SIP INVITE request sent from the client:
[bookmark: _Toc268093867]Contact:<sip:foo.bar@domain>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cpm.session";+g.3gpp.iari-ref="urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.chatbot";+g.gsma.rcs.botversion="#=1,#=
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