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1.1 
1.2 
Document Cross-References
	Ref
	Document
Number
	Title

	1 
	[bookmark: TS24008][3GPP TS 24.008]
	3GPP TS 24.008 Release 12, 3rd Generation Partnership Project,
Mobile radio interface Layer 3 specification; Core network protocols
http://www.3gpp.org 

	2 
	[bookmark: r3GPPTS24][3GPP TS 24.229]
	3GPP TS 24.229 Release 10, 3rd Generation Partnership Project;
IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)
http://www.3gpp.org

	3 
	[3GPP TS 24.229-rel15]
	3GPP TS 24.229 Release 15, 3rd Generation Partnership Project;
IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)
http://www.3gpp.org

	4 
	[bookmark: r3GPPTS26][3GPP TS 26.141]
	3GPP TS 26.141 Release 10, 3rd Generation Partnership Project;
IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs
http://www.3gpp.org

	5 
	[bookmark: TS24279][3GPP TS 24.279]
	3GPP TS 24.279 Release 8, 3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals; Combining Circuit Switched (CS) and IP Multimedia Subsystem (IMS) services; Stage 3
http://www.3gpp.org

	6 
	[bookmark: IR51][PRD-IR.51]
	GSMA PRD IR.51 - IMS Profile for Voice, Video and SMS over untrusted Wi-Fi access
http://www.gsma.com/

	7 
	[bookmark: IR92][PRD-IR.92]
	GSMA PRD IR.92 - IMS Profile for Voice and SMS
http://www.gsma.com/

	8 
	[bookmark: IR94][PRD-IR.94]
	GSMA PRD IR.94 - “IMS Profile for Conversational Video Service” 
http://www.gsma.com/ 

	9 
	[bookmark: NG110][PRD-NG.110]
	GSMA PRD NG.110 - “Multi Device” 
http://www.gsma.com/

	10 
	[bookmark: NG114][PRD-NG.114]
	GSMA PRD NG.114 - “IMS Profile for Voice, Video and Messaging over 5GS”
http://www.gsma.com/

	11 
	[bookmark: RCC_07][PRD-RCC.07]
	GSMA PRD RCC.07 - “Rich Communication Suite - Advanced Communications Services and Client Specification”
http://www.gsma.com/

	12 
	[PRD-RCC.11]
	GSMA PRC RCC.11 – “Rich Communication Suite 7.0 Endorsement of OMA CPM 2.2 Conversation Functions”
http://www.gsma.com/

	13 
	[bookmark: RCC_14][PRD-RCC.14]
	GSMA PRD RCC.14 – " Service Provider Device Configuration"
http://www.gsma.com/

	14 
	[bookmark: RCC_15][PRD-RCC.15]
	GSMA PRD RCC.15 – "IMS Device Configuration and Supporting Services"
http://www.gsma.com/

	15 
	[bookmark: RFC3261][RFC3261]
	SIP (Session Initiation Protocol) IETF RFC
http://tools.ietf.org/html/rfc3261

	16 
	[bookmark: RFC3264][RFC3264]
	An Offer/Answer Model Session Description Protocol IETF RFC
http://tools.ietf.org/html/rfc3264

	17 
	[bookmark: RFC3326][RFC3326]
	The Reason Header Field for the Session Initiation Protocol (SIP) IETF RFC
http://tools.ietf.org/html/rfc3326

	18 
	[bookmark: RFC3863][RFC3863]
	Presence Information Data Format (PIDF) IETF RFC
http://tools.ietf.org/html/rfc3863

	19 
	[bookmark: RFC4028][RFC4028]
	The Session Timers in the Session Initiation Protocol (SIP) IETF RFC
http://tools.ietf.org/html/rfc4028

	20 
	[bookmark: RFC4119][RFC4119]
	A Presence-based GEOPRIV Location Object Format IETF RFC
http://tools.ietf.org/html/rfc4119

	21 
	[bookmark: RFC4122][RFC4122]
	The Universally Unique IDentifier (UUID) URN Namespace IETF RFC
http://tools.ietf.org/html/rfc4122

	22 
	[bookmark: RFC4479][RFC4479]
	A Data Model for Presence IETF RFC
http://tools.ietf.org/html/rfc4479

	23 
	[bookmark: RFC4867][RFC4867]
	RTP Payload Format and File Storage Format for the Adaptive Multi-Rate (AMR) and Adaptive Multi-Rate Wideband (AMR-WB) Audio Codecs IETF RFC
http://tools.ietf.org/html/rfc4867

	24 
	[bookmark: RFC4975][RFC4975]
	The Message Session Relay Protocol (MSRP) IETF RFC
http://tools.ietf.org/html/rfc4975

	25 
	[bookmark: RFC5491][RFC5491]
	GEOPRIV Presence Information Data Format Location Object (PIDF-LO) Usage Clarification, Considerations, and Recommendations IETF RFC
http://tools.ietf.org/html/rfc5491

	26 
	[bookmark: RFC6442][RFC6442]
	Location Conveyance for the Session Initiation Protocol IETF RFC
http://tools.ietf.org/html/rfc6442

	27 
	[bookmark: GML][GML]
	OpenGIS® Geography Markup Language (GML) Implementation Specification, Version 3.1.1, OGC 03-105r1
http://www.opengeospatial.org/ 

	28 
	[bookmark: OMA_Pres_MO][OMA-PRESENCE-MO]
	OMA Management Object for Presence SIMPLE, Approved Version 2.0, 10 July 2012
http://www.openmobilealliance.org

	29 
	[bookmark: POSIX][POSIX]
	IEEE Standard for Information Technology—Portable Operating System Interface
IEEE Std 1003.1, 2013 Edition
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2.1 
Capability discovery
The client shall apply for Enriched Calling services the procedures for capability and service availability discovery service as per section 2.6 of [PRD-RCC.07].
The client shall invoke the procedures for capability and service availability discovery based on the client configuration defined in section 2.1 and [PRD-RCC.07] as follows.
If the value of the configuration parameter CAPABILITY DISCOVERY MECHANISM defined in Table 1 is set to "0" or "1", then the client shall perform the procedures for capability and service availability discovery defined in [PRD-RCC.07]. The client shall apply the procedures based on the configuration parameters defined in section 2.1. If the value of the configuration parameter CAPABILITY DISCOVERY MECHANISM defined in Table 1 is set to "1", the client shall apply the presence service based on the configuration parameters defined in section 2.1. The client shall invoke the procedures for capability and service availability discovery via the IMS registration determined by the value of the configuration parameter TO-APPREF as defined in Table 2. The client shall discover and advertise the capability and service availability only for the Enriched Calling services defined in section 2.3, 2.4, 2.5, 2.9.7 and 2.9.8, together with potential other real-time services using the capability and service availability discovery configuration defined in section 2.1.
If the value of the configuration parameter CAPABILITY DISCOVERY MECHANISM defined in Table 1 is set to "3", then the combined capability and service availability discovery for Enriched Calling and other RCS services shall be applied. The client shall apply for capability and service availability discovery and for presence the configuration parameters defined in [PRD-RCC.07]. The client shall use for capability and service availability discovery the IMS registrations as defined in [PRD-RCC.07]. The client shall discover and advertise capabilities and service availability of Enriched Calling and all other RCS services as per configuration in [PRD-RCC.07]. 
For the discovery of Enriched Calling services, the ICSI, media feature tags and service tuples associated to each of the Enriched Calling services as described in sections 2.3, 2.4, 2.5, 2.9.7 and 2.9.8 shall be used. 
The implementation of the following Enriched Calling services is based on RCS services defined in [PRD-RCC.07]: described in section 2.9.1 – 2.9.6 do not use Enriched Call ICSI tags or service tuples:
Live Video
Share any file (file transfer via http)
Exchanging MessagesShare text during a call (1 to 1 chat)
Location push share (Geolocation PUSH during a call)
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To support the Enriched Calling services discovery functionality presented in this document, it is necessary to extend the tag mechanism by adding ICSI tag and service tuple for each Enriched Calling Service.
It should be noted that the following services described in sections 2.9. to 2.9.6 of this document do not use the Enriched Calling service definition, but instead use the service definition as defined in RCS: 
· 	Live Video –as defined in section 2.9.12
	Share any file – using Ffile Ttransfer via http as defined in RCS
	Exchanging messages – using 1- to- 1 Cchat as defined in RCS
	Location push – using Geolocation PUSH during a call as defined in RCS
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Handling at Initiating Nodes
The RCS Client shall send an initial SIP INVITE request according to the rules and procedures of [3GPP TS 24.229]. In this SIP INVITE request, the RCS Client:
Shall include the address of the target RCS contact in the Request-URI;
Shall include an Accept-Contact header field with the ICSI for the Enriched Calling service this session is related to (for Enriched Calling ICSI tag definition, see sections 2.3, 2.4, 2.5, 2.9.7 and 2.9.8 of this document) percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag with the require and explicit parameters;
Shall set the P-Preferred-Service header field with the value of the Enriched Calling ICSI tags (for Enriched Calling ICSI tag definition, see sections 2.3, 2.4, 2.5, 2.9.7 and 2.9.8 of this document);
Shall include a Contact header field with the ICSI for the Enriched Calling specific service this session is related to percent encoded as per [3GPP TS24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
Shall include the address of the originating RCS Client that has been authenticated as per section 2.5.3.2 of [PRD-RCC.07]and [3GPP TS 24.229];
Shall include a User-Agent header field as specified in [RFC3261];
Should include a Session-Expires header field with the refresher parameter set to ''uac'' according to the rules and procedures of [RFC4028];
Shall include a MIME SDP body as an SDP offer as described in section 2.3.4 of this document.
Shall send the SIP INVITE request according to the rules and procedures of [3GPP TS 24.229]
On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the RCS Client shall handle the response according to the rules and procedures of [3GPP TS 24.229], with the following clarifications:
The RCS Client shall start a SIP session timer using the value received in the Session- Expires header field according to the rules and procedures of [RFC4028].
The RCS Client shall generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261].
The RCS Client shall establish the Media Plane as per [3GPP TS 24.229].
On receipt of a SIP error response to the initial SIP INVITE request the RCS Client shall handle the response according to the rules and procedures of [3GPP TS 24.229], with the following clarifications:
The RCS Client may indicate to the user that the session could not be established;
The RCS Client shall generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261].
Handling at Intermediate Nodes
Intermediate nodes (e.g. access gateways, application servers) may stay in the media path depending on Service Provider policy.
Handling at Terminating Nodes
On receipt of the SIP INVITE request the RCS Client shall check if the Enriched Calling services as indicated by the ICSI in the Accept-Contact header are running on the device:
If Enriched Calling services are not running on the device, the RCS Client shall respond with a SIP 403 Forbidden error with a Warning header set to “Unsupported Service”.
If Enriched Calling services are running on the device, the RCS Client:
Shall respond with a SIP 200 OK, with a valid SDP offer (as per section 2.3.4 of this document) if the session is accepted and shall start a SIP session timer and take on the role of ''uas'' according to the rules and procedure of [RFC4028], and establish the Media Plane as per [3GPP TS 24.229], or 
Shall respond with a SIP 603 Decline if the session is not accepted by the user.
If the RCS Client is already involved in an Enriched Calling session with the same contact and the same service tag (i.e. same ICSI), it shall terminate the ongoing session as per section 2.3.2 of this document before accepting the new one.
The Multi-device scenario is left open to the MNO implementation decision.
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To close an Enriched Calling session due to an explicit closing request, the RCS Client:
Shall generate a SIP BYE request according to the rules and procedures of [3GPP TS 24.229], with the Reason Header field as defined in [RFC3326] with the protocol-value set to SIP, the protocol-cause set to 200 (e.g., SIP;cause=200);
Shall send the SIP BYE request according to the rules and procedures of [3GPP TS24.229];
Shall release all Media Plane resources corresponding to the Enriched Calling Session being closed. 
For the Call Composer (for the realisation based on an Enriched Calling session) and Post-Call sessions a client shall close an Enriched Calling session when it has been idle for longer than 180 seconds. In this case, the RCS Client:
Shall generate a SIP BYE request according to the rules and procedures of [3GPP TS 24.229], with the Reason Header field as defined in [RFC3326] has a protocol-value set to SIP and a protocol-cause set to 200;
Shall send the SIP BYE request according to the rules and procedures of [3GPP TS24.229];
Shall release all Media Plane resources corresponding to the Enriched Calling session being closed when a final response to that BYE request is received.
When receiving a SIP BYE request, the client shall
Shall generate a SIP 200 OK response according to the rules and procedures of [3GPP TS 24.229];
Shall send the SIP 200 OK response according to the rules and procedures of [3GPP TS24.229];
Shall release all Media Plane resources corresponding to the Enriched Calling session being closed.
NOTE: 	When the Enriched Calling session wants to send further traffic to the other client after the session has been closed, a new session shall be started as described in section 2.3.2 of this document.
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SDP Contents when Initiating a Session
An initiating entity (e.g. an RCS Client) shall populate the SDP of an Enriched Calling session invitation request to match the media streams that are requested by the pertaining Enriched Calling service. Therefore, the initiating entity shall include in the SIP INVITE request a MIME SDP body as an SDP offer according to the rules and procedures of [3GPP TS 24.229] and [PRD-RCC.11]. 	Comment by Steffen Habermann R01: Maybe RCC.11 can be the only reference, since it includes references to 24.229 and the MSRP RFCs
The SDP offer shall contain media descriptions matching the requested Media Streams according to the following clarifications:
When including an offer for a Media Stream using MSRP, the initiating entity shall include a media description according to the rules and procedures of [RFC4975], with the following constraints: 
The a=accept-types shall only include:
for Call Composer the application/vnd.gsma.encall+xml and message/cpim MIME types 
for a Post Call Note or Post Call Audio message, the application/vnd.gsma.encall+xml and application/vnd.gsma.rcs-ft-http+xml MIME types.
for Call Composer, the a=accept-wrapped-types attribute shall only include the message/imdn+xml and application/vnd.gsma.rcs-ft-http+xml MIME types.
for a Post Call Note or Post Call Audio Message, no a=accept-wrapped-types attribute shall be set
For Shared Sketch and Shared Map refer to section 2.9.9.4.
SDP Handling at Intermediate Nodes
Intermediate nodes shall include the contents of the SDP they received in the SDP they send out, in accordance with the rules and procedures of [3GPP TS 24.229], [PRD-RCC.11] and [RFC3264]. Specific attributes in the SDP may be modified for the following reason: 
To modify IP-address and port information to insert the intermediate entity in the media path of the session.
All modifications shall be done according to the rules and procedures of [RFC3264] and the respective Media Stream standards (i.e. [RFC4975] for MSRP-based media description and [RFC3264].
SDP Handling at Terminating Nodes
A terminating entity (e.g. an RCS Client) shall process an incoming SDP and accept, modify or reject the Media Streams requested in the incoming SDP as defined by [3GPP TS 24.229], [PRD-RCC.11] and [RFC3264]. The terminating entity shall handle the media descriptions according to the following clarifications:
Media descriptions for a Media Stream for messages, using MSRP, shall be handled and responded to according to the rules and procedures of [RFC4975], with the following constraints: 
The a=accept-types shall only include:
for Call Composer the application/vnd.gsma.encall+xml and message/cpim MIME types 
for a Post Call Note or Post Call Audio message, the application/vnd.gsma.encall+xml and application/vnd.gsma.rcs-ft-http+xml MIME types. 
For Call Composer, the a=accept-wrapped-types attribute shall only include message/imdn+xml and application/vnd.gsma.rcs-ft-http+xml MIME types.
For a Post Call Note or Post Call Audio Message, no a=accept-wrapped-types attribute shall be set.
For Shared Sketch and Shared Map refer to section 2.9.9.4.
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Clients and intermediate nodes shall handle the MSRP session as defined in [PRD-RCC.11].
A client sending a MSRP SEND request SHALL request MSRP Failure Reports and SHALL NOT request MSRP Success Reports.
When no response is received to an MSRP SEND, the rules and procedures of [RFC4975] are followed with the following clarification:
The client not receiving an MSRP SEND response should set the cause=503 along with an optional protocol-text (e.g. SIP;cause=503;text="Service Unavailable") in the SIP BYE request it generates. The client should indicate to the user that an error occurred when sending the message in the MSRP SEND.

----------------------------------------------------End of Change 2-----------------------------------------------
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2.1.1 [bookmark: _Ref501470775][bookmark: _Toc22057815]
2.1.2 
2.1.3 
2.1.4 
2.1.5 
CPIM header extension support
To allow extensibility of services using the Enriched Calling Session, clients and intermediate nodes shall support the procedures for CPIM header extension support as defined in section 2.14 of [PRD-RCC.07].
----------------------------------------------------End of Change 3-----------------------------------------------
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2.3 
2.4 
2.5 
2.6 
In- call sharing
This section defines procedures for communication services that can be invoked during an ongoing telephony call allowing the sending and the receiving client to share information in addition to the real time media.
In call sharing consists of independent features which will their own respective tags to identify the feature. 
The following in- call sharing features based on RCS services defined in [PRD-RCC.07] are definedpossible:
Live Video –as defined in section 2.9.12
Share any file during a call(file transfer via http)
Exchanging messages during a call(1 to 1 chat)
Location push (Geolocation PUSH during a call)
In addition, this document defines the following in-call sharing services for exclusive use during an ongoing call.
Shared Map
Shared Sketch
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· the sender of the in-call service to determine the target address from the ongoing call, and
· the receiver of the in-call service to correlate the in-call service with the ongoing call.
This section defines the rules for sender and receiver for the correlation of in-call services and an ongoing call based on the address of the other party in a call.
If the address of the other party in the call is not available, e.g. if identification restriction is applied, then in- call services shall not available.
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Caller: addressing SIP requests towards the callee
The destination identity of the telephony call that the caller dials or gets from the address book may be in various formats. The client of the caller shall, therefore, apply the following principles for addressing the callee when triggers in-call SIP requests:
If the destination identity of the telephony call is in international format, the client of the caller shall use this information for addressing in-call SIP requests towards the callee. 
If the destination identity of the telephony call is not in international format, the client of the caller shall use geo-local numbering of the destination identity of the telephony call for addressing in-call SIP requests towards the callee. If the request fails, the client of the caller shall attempt to correlate the destination identity of the telephony call with his local identity records acquired from incoming SIP requests received in a window prior to the call and/or during the call using an enhanced matching mechanism between the destination identity from the telephony call and the incoming SIP requests, e.g. by comparing the 7 digits starting from the end of the number. It is left to the client implementation to set the time length of the window and apply an even more enhanced matching algorithm to decrease the probability of false matches.
If there is successful matching, the client of the caller shall use the “matched” destination identity from his local identity records for addressing in-call SIP requests towards the callee.
If there is no successful matching, the client of the caller shall use the destination identity from the telephony call that the caller dials or gets from his address book for addressing in-call SIP requests towards the callee. The client of the caller shall continue applying the enhanced matching mechanism for any in-call incoming SIP request until it matches the destination identity from the telephony call with the originator identity from an in-call incoming SIP request. Once there is a successful matching, it shall from then on use the “matched” originator identity from the SIP request for addressing any future in-call SIP requests towards the callee.
The client shall consider the identities to be in international format if
for a CS or multimedia telephony outgoing call, the digits dialled or taken from the address book start with a “+”.
Examples:
The destination identity of the outgoing telephony call: +447123456789 (display string for an international format number).
The client of the caller uses the destination identity from the telephony call for addressing in-call SIP requests towards the callee.
The enhanced matching mechanism does not apply.

The destination identity of the outgoing telephony call: 07123456789 (non-international format).
The client of the caller shall use geo-local numbering of the destination identity of the telephony call for addressing in-call SIP requests towards the callee: tel:07123456789;phone-context=geolocal.<homedomain>, where <homedomain> needs to be replaced with the home network domain name as configured by the device (as per section 2.2.3 of [PRD-IR.92]).
If the in-call SIP request fails, the client shall apply the enhanced matching mechanism.
The originator identity of incoming SIP request: +447123456789.
 Matching result: Successful
Callee: addressing SIP requests towards the caller
The originator identity of the telephony call may be provided in various formats both in the home networks and when roaming. The client of the callee shall therefore apply the following principles for addressing the caller when triggers in-call SIP requests:
1. If the originator identity of the telephony call is in international format, the client of the callee shall use this information for addressing in-call SIP requests towards the caller. 
2. If the originator identity of the telephony call is not in international format, the client of the callee shall use geo-local numbering of the originator identity of the telephony call for addressing in-call SIP requests towards the caller. If the request fails, the client of the callee shall attempt to correlate the originator identity of the telephony call with his local identity records acquired from incoming SIP requests received in a window prior to the call and/or during the call using an enhanced matching mechanism between the originator identity from the telephony call and the incoming SIP requests, e.g. by comparing the 7 digits starting from the end of the number. It is left to the client implementation to set the time length of the window and apply an even more enhanced matching algorithm to decrease the probability of false matches.
a) If there is successful matching, the client of the callee shall use the “matched” originator identity from his local identity records for addressing in-call SIP requests towards the caller.
b) If there is no successful matching, the client of the callee shall use the originator identity from the telephony call for addressing in-call SIP requests towards the caller. The client of the callee shall continue applying the enhanced matching mechanism for any in-call incoming SIP request until it matches the originator identity from the telephony call with the originator identity from an in-call incoming SIP request. Once there is a successful matching, it shall from then on use the “matched” originator identity from the SIP request for addressing any future in-call SIP requests towards the caller.
The client shall consider the identities to be in international format if
for a CS incoming call, the Type Of Number (TON) of the Calling Party BCD Number is set to “international” as defined in [3GPP TS 24.008].
for a multimedia telephony incoming call, the P-Asserted-Identity of the SIP INVITE request contains either:
a tel URI starting with a “+” without phone-context i.e. a global number or 
a SIP URI with user part starting with a “+”, a user=phone parameter and without a phone-context parameter in the user part.
Examples:
The originator identity of the incoming telephony call: +447123456789 (display string for an international format number).
The client of the callee uses the originator identity from the telephony call for addressing in-call SIP requests towards the caller.
The enhanced matching mechanism does not apply.

When the applied enhanced matching algorithm is based on the 7 digits starting from the end of the number:
The originator identity of the incoming telephony call: 006447123456789 (non-international format).
The client of the callee shall use geo-local numbering of the originator identity of the telephony call for addressing in-call SIP requests towards the caller: tel: 006447123456789;phone-context=geolocal.<homedomain>, where <homedomain> needs to be replaced with the home network domain name as configured by the device (as per section 2.2.3 of [PRD-IR.92]).
If the in-call SIP request fails, the client shall apply the enhanced matching mechanism.
The originator identity of incoming SIP request: +447123456789.
 Matching result: Successful
In-call service correlation with the call
Caller: relating the ongoing call with in-call incoming SIP requests
The destination identity of the telephony call, that the caller dials or gets from his address book, and the originator identity of any in-call incoming request may be in various formats. The client of the caller shall, therefore, apply the following matching mechanism to determine whether an incoming request relates to the ongoing call: 
1. If both the destination identity of the telephony call and the originator identity of the in-call incoming request are phone numbers in international format, the client of the caller shall compare all digits of the provided numbers to determine whether they match. 
2. If any of the identities is not in international format, the client of the caller shall apply an enhanced matching mechanism between the destination identity from the telephony call and the originator identity of the incoming request, e.g. by comparing the 7 digits starting from the end of the number. It is left to the client implementation to apply an even more enhanced matching algorithm to decrease the probability of false matches.
The client shall consider the identities to be in international format if
For a CS or multimedia telephony outgoing call, the digits dialled or taken from the address book start with a “+”.
For an incoming request, the P-Asserted-Identity of the SIP request contains either:
a tel URI starting with a “+” without phone-context i.e. a global number, or 
a SIP URI with user part starting with a “+”, a user=phone parameter and without a phone-context parameter in the user part.
Examples:
The destination identity of the outgoing telephony call: +447123456789 (display string for an international format number).
The originator identity of the incoming request: +447123456789
 Matching result: Successful

When the applied enhanced matching algorithm is based on the 7 digits starting from the end of the number:
The destination identity of the outgoing telephony call: 07123456789 (non-international format).
The originator identity of the incoming request: +447123456789
 Matching result: Successful
Callee: relating the ongoing call with in-call incoming SIP requests
The originator identity of the telephony call and the originator identity of any in-call incoming request may be provided in various formats both in the home networks and when roaming. The client of the callee shall therefore apply the following matching mechanism to determine whether an incoming request relates to the ongoing call: 
1. If both the originator identity of the telephony call and the originator identity of the in-call incoming request are phone numbers in international format, the client of the callee shall compare all digits of the provided numbers to determine whether they match. 
2. If any of the originator identities is not in international format, the client of the callee shall apply an enhanced matching mechanism between the originator identity from the telephony call and the originator identity of the incoming request, e.g. by comparing the 7 digits starting from the end of the number. It is left to the client implementation to apply an even more enhanced matching algorithm to decrease the probability of false matches.
The client shall consider the identities to be in international format if
For a CS incoming call, the Type Of Number (TON) of the Calling Party BCD Number is set to “international” as defined in [3GPP TS 24.008].
For a multimedia telephony incoming call, the P-Asserted-Identity of the SIP INVITE request contains either:
 tel URI starting with a “+” without phone-context i.e. a global number or 
SIP URI with user part starting with a “+”, a user=phone parameter and without a phone-context parameter in the user part.
For an incoming request, the P-Asserted-Identity of the SIP request contains either:
a tel URI starting with a “+” without phone-context i.e. a global number or 
a SIP URI with user part starting with a “+”, a user=phone parameter and without a phone-context parameter in the user part.
Examples:
The originator identity of the incoming telephony call: +447123456789 (display string for an international format number).
The originator identity of the incoming request: +447123456789
 Matching result: Successful

When the applied enhanced matching algorithm is based on the 7 digits starting from the end of the number:
The originator identity of the incoming telephony call: 006447123456789 (non-international format).
The originator identity of the incoming request: +447123456789
 Matching result: Successful
Share any file during a call
The feature to share a file during a call will be technically implemented by using the File Transfer service as described in [PRD-RCC.07].
In order to be compliant with the Image Share service, Image Share shall be supported by the client on the receiving side. 
The Enriched Calling feature “share any file” will have a dedicated entry point during a call. The difference compared to the image share feature is:
If a file is to be shared during the call, the sending client determines the target address as per definitions in section 2.9.1.1 and invokes the File Transfer service as described in section 3.2.5 of [PRD-RCC.07].
Share any file behaviour is similar than FT via http and continues even after the ongoing call has ended. 
[bookmark: _Toc398571684][bookmark: _Toc398572075][bookmark: _Toc398626660][bookmark: _Toc398629419][bookmark: _Toc398641468][bookmark: _Toc398642570][bookmark: _Toc398825000][bookmark: _Toc398836278][bookmark: _Toc398843552]Share any file will use the File Transfer service that is described in section 3.2.5 of [PRD-RCC.07]. This method will be used, even if file transfer takes place during a call. 
If a client receives a File Transfer request during an ongoing call and the request matches with the call, as per definitions in section 2.9.1.1, then the client invokes the "share any file" service, otherwise it is treated as defined for the File Transfer service as defined in [PRD-RCC.07].If an incoming file transfer arrives from a user who is not in the call, the notification will not be displayed in the call screen.
Files exchanged during a call between the parties currently in a call shall be included in the messaging thread and shall also be included in the call logs for the corresponding contact. 
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The feature to exchange messages during a call will be technically implemented by using the 1- to-1 Messaging chat feature service as described in [PRD-RCC.07]. 
The Enriched Calling feature “exchanging messages” will have a dedicated entry point during a call. 
If a text message is to be shared during the call, the sending client determines the target address as per definitions in section 2.9.1.1 and invokes the 1-to-1 Messaging service as described in [PRD-RCC.07]. 
If a client receives a 1-to-1 messaging request as defined in [PRD-RCC.07] during an ongoing call and the request matches with the call, as per definitions in section 2.9.1.1, then the client invokes the "exchanging messages" service, otherwise it is treated as defined for the 1-to-1 Messaging service in [PRD-RCC.07].
If an incoming chat message arrives from a user who is not in the call, the notification will not be displayed in the call screen.
Messages exchanged during a call between the parties currently in a call shall be included in the messaging thread and shall also be included in the call logs for the corresponding contact. 
[bookmark: _Toc402629682][bookmark: _Toc402868436][bookmark: _Toc22111806]Location push during a call
The feature to share the location during a call will be technically implemented by using the Geolocation push feature as described in chapter 3.2.6 of [PRD-RCC.07]. 
The Enriched Calling feature "location push" will have a dedicated entry point during a call.
If geolocation information is to be shared during the call, the sending client determines the target address as per definitions in section 2.9.1.1 and invokes the Geolocation push service as described in [PRD-RCC.07].
If a client receives a RCS geolocation push request as defined in [PRD-RCC.07] during an ongoing call and the request matches with the call, as per definitions in section 2.9.1.1, then the client invokes the "location push" service, otherwise it is treated as defined for the RCS Geolocation push service in [PRD-RCC.07].Tag to identify Geolocation services as defined in [PRD-RCC.07]:
	Element	
	Value / Description

	Service extension tag (IARI)
	+g.3gpp.iari-ref=”urn%3Aurn-7%3A3gpp-application.ims.iari.rcs.geopush”


: SIP OPTIONS tag for Geolocation push service 
Location information shared during a call between the parties currently in a call shall also be included in the call logs for the corresponding contact. 
Required network parameters:
The network parameter to enable share location during a call is
<parm name=”geolocPushAuth” value=”1” />
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6. Interaction of In-Call services with voice Call
The Shared Map and Shared Sketch services during a voice call (either over CS or over IP) interact with that voice call since the sharing is automatically terminated when the call is terminated. There is also an interaction with the supplementary services of that voice call.
NOTE: 	This interaction does not apply for the File Transfer and 1-to-1 chat service. The sharing session is independent of that voice call and progresses independently of the voice call continuity.
11. Multiparty call and In-Call sharing services
Once a voice call is established between two users, it is possible for one of them to add another party to the call, and consequently, initiate a multiparty call. From RCS services perspective, the Shared Map and Shared Sketch services are not available during a multiparty call. Therefore, the terminal should manage the following scenarios:
The users were in a voice call without using the Shared Map or Shared Sketch services: In this case, when switching to a multiparty call the client starting the process has to send a SIP OPTIONS request with a capability update indicating that the Content Sharing services during a call are no longer available. The on-screen icons/layout should be updated accordingly.
The users (User A and User B) were in an active Shared Map session: In this case, switching to a multiparty call means ending the Shared Map session. This can be initiated by either user (user A or user B) depending upon the circumstances. A capabilities exchange using SIP OPTIONS occurs and, consequently, the client initiating the multiparty call should report that the Content Sharing services/capabilities during a call are no longer available.
The users (User A and User B) were in an active Shared Sketch session: In this case, switching to a multiparty call means ending the Shared Sketch session. This can be initiated by either user (user A or user B) depending upon the circumstances. A capabilities exchange using SIP OPTIONS occurs and, consequently, the client initiating the multiparty call should report that the Content Sharing services/capabilities during a call are no longer available.
It should be also noted that from the moment the users enter in a multiparty call, it is not necessary to perform the capability exchange. 
Finally, if the multiparty call is converted into a standard call (That is it becomes again a 1‑to‑1 call), this event should be treated as a new call establishment meaning that a capability exchange via OPTIONS needs to take place and, consequently, the relevant on screen icons need to be updated.
11. Call on hold and In-Call sharing services
Once a voice call is established between two users, it is possible for one of them to put the other party on hold. From RCS services perspective, the Shared Map and Shared Sketch services are not available during a call which is not active, therefore, the terminal needs to manage the following scenarios:
The users were on a voice call without using the Shared Map or Shared Sketch services: In this case, when putting the call on hold the client starting the process has to send an SIP OPTIONS request with a capability update (as described in section 2.6.1) indicating that the Content Sharing services during a call are no longer available. The on-screen icons/layout should be updated accordingly.
The users (User A and User B) were on an active Shared Map session: In this case, putting the call on hold means ending the Shared Map session. This can be initiated by either user (User A or User B) depending upon the circumstances. In both cases, a capabilities exchange using SIP OPTIONS occurs and, consequently, the client putting the call on hold should report that the Content Sharing services/capabilities during a call are no longer available.
The users (User A and User B) were on an active Shared Sketch session: In this case, putting the call on hold means ending the Shared Sketch session. This can be initiated by either user (user A or user B) depending upon the circumstances. In both cases, a capabilities exchange using SIP OPTIONS occurs and, consequently, the client putting the call on hold should report that the Content Sharing services/capabilities during a call are no longer available.
It should also be noted that from the moment the call is put on hold (that is the call is not active): 
It is not necessary to perform the capability exchange, and,
If there is another active call, the behaviour regarding the Shared Map and Shared Sketch services (that is both for the capability exchange and the services itself) should not be affected by the fact that another call is on hold. 
Finally, if the call is made active, this event should be treated as a new call establishment meaning that a capability exchange via OPTIONS needs to occur and, consequently, the relevant on-screen icons need to be updated.
11. Waiting call and In-Call sharing services
A waiting call is a non-active call; therefore, it should not be possible to access the Shared Map and Shared Sketch services between the caller and receiver.
Please note having a waiting call will not affect the behaviour for Shared Map and Shared Sketch services (that is both for the capability exchange and the services itself) on the active call.
11. Calls from private numbers
When a call is received and the caller cannot be identified (because a hidden number is used for instance), it should not be possible to access the Shared Map and Shared Sketch services between the caller and receiver.
11. Call divert/forwarding
A receiver may have call divert/forwarding active (the calls are for instance forwarded to another number or to voicemail), it is still possible to access Shared Map or Shared Sketch services from the caller to the receiver if, as per section 7.3.1.2 of [3GPP TS 24.279]:
The caller has received a P-Asserted-Identity value from the receiver, or 
The caller has received a Connected Number information element and implements the procedure from section 7.3.1.2 of [3GPP TS 24.279].
Otherwise, it is not possible to access the Shared Map and Shared Sketch services from the caller to the receiver.
Live Video
Live Video is an application that allows users during a voice call to add uni- or bi-directional video streaming.
Service realisation information
The Live Video service is realised via uni-directional or bi-directional Conversational Video over an Multimedia Telephony session setup as defined in [PRD-IR.94], [PRD-IR.51], [PRD-NG.110] and [PRD-NG.114] provided that:
both users are using the IMS Multimedia Telephony service and
both users are using a Conversational Video capable phone and
both users are authorized to use Conversational Video and
end-to-end availability of Conversational Video is indicated by capability exchange during call set-up or during the call.
	RCS Service	
	Tag

	Feature Tag value in Contact Header for
IMS Multimedia Telephony Service
	+g.3gpp.icsi-ref=”urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel”
see [PRD-IR.92] and [PRD-NG.114]

	Feature Tag value in Contact Header for
support of video as streaming media
	video
see [PRD-IR.94] and [PRD-NG.114]


: Live Video Service identification summary
[bookmark: _Toc402629707][bookmark: _Toc402868448]Service logic
The procedures described in the relevant specifications ([PRD-RCC.07], [PRD-NG.110], [PRD-NG.114], [PRD-IR.51] and [PRD-IR.94]) apply.
Data Off
For Enriched Calling services the implementation of cellular data off shall be based on 3GPP PS Data Off defined in [3GPP TS 24.229-rel15] with the following additional clarifications and requirements.
The cellular data off exempt is configured for Enriched Calling services via the configuration parameters CONTENT SHARE DATA OFF and PRE AND POST CALL DATA OFF as defined in section 2.1.2.
When registering in the network, the client shall include in the contact header of any SIP REGISTER request the "data off" feature tag defined in section 7.9.8 of [3GPP TS 24.229-rel15] indicating the data-off status in accordance with the definitions in section B.3.1.0 of [3GPP TS 24.229-rel15].
If cellular data off is active and there are one or more Enriched Calling services configured as cellular data off exempt services for which capability discovery is required, then the client 
shall advertise capability information for services, including the ones not being cellular data off exempt services, and
shall not advertise the service availability of services being not cellular data off exempt services.
If cellular data off is active and there is no service configured as cellular data off exempt service for which capability discovery is required, then the client shall disable capability discovery. 
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[bookmark: _Toc394588139][bookmark: _Toc398571695][bookmark: _Toc398572086][bookmark: _Toc398626671][bookmark: _Toc398629430][bookmark: _Toc398571696][bookmark: _Toc398572087][bookmark: _Toc398626672][bookmark: _Toc398629431][bookmark: _Toc387945906][bookmark: _Toc387946300]Legacy and offline support for iIn- call sharing for files, location and messages will be offered using as part of the standard messagingRCS services defined in [PRD-RCC.07]functionality. When the initiating party invokes an in-call share, then the procedures for technology selection and fall-back for the RCS services apply. Likewise All content which is shared during a call with a legacy or offline user will be sent as a normal message. Tthe other party B-Party will receive the service as per technology selection and fall-back rulesit via operator messaging.
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