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For allowing the user clients to enjoy edge service outside of their operator network, service continuity availability on visited networks shall be considered. This condition not only includes international situations but also inter-operator handovers, for instance when connecting to the home WiFi network that may belong to a different operator to the mobile provider.
With no federation service availability interaction, edge service would be delivered from home network resources, with the inherent latency and service degradation.
Requirements
a. When a user client first attaches to a visited OP, there shall be messaging between the user client, home OP and visited OP. The purpose of the messaging is that the Home OP authenticates and authorises that the user client can use the edge computing service on the visited OP
I. EDITOR’S NOTE: The details of the messaging are to be discussed during definition of later Sections of this document. 
II. EDITOR’S NOTE: To be discussed whether the authorisation is for any application or whether there are a few broad classes of applications (some of which may be authorised and some not). The latter would require agreement amongst the federation members about those classes, and the application providers would have to find them of value.    
III. The messaging shall not be repeated for each application session or each application. 
IV. The authorisation shall not be valid for an indefinite period.
V. The home OP and visited OP shall have a separate process to agree about charging /settlement for the use of cloudlets by user clients of the Home OP. It is not intended to define a mechanism for granular charging /settlement (granular meaning, for example, per user client per application instance). EDITOR’S NOTE: Requirements for this process to be discussed separately.
1. Home OP shall be in charge of the relation with the user client via UNI, since discovery, authentication and user management is only possible from home network.	Comment by JORGE GARCIA HOSPITAL: TO BE disccused
1. Together with location information, user client shall provide roaming identifier to home OP for selecting the needed federated service.
1. User plane local breakout shall be available for the user client in the visited network.
4. In case no local breakout is available or there is no federation service availability agreement among operators, user client will receive service from home resources and home OP with no visited OP interaction.
1. The visited OP may be able to obtain the application image (and any associated policies) directly from the application provider (typically if it has a NBI with it), otherwise it shall request it from the Home OP shall provide the necessary information to visited OP for service request via EWBI:
5. 
5. Application image, data and requirements, in case it was not available on visited OP.
5. User information, including location, authentication and connection data and any specific policy from the Home operator (e.g. data usage limitation).
5. 
1. Visited OP, based on the information received from Home OP and the internal policies, shall instantiate the application server on a cloudlet and ensure the service is available forfor use by the user client.
1. EWBI shall carry the management and control plane information of the selected edge node to the home OP and the user client.
1. Visited OP shall get be in charge of which cloudlet within the visited OP is best placed to host the application server (including as the user device moves within the visited OP) the mobility management, using home OP for the relay of the management and control plane information towards and from the user client via UNI.
8. NOTE: User client mobility management will continue to be handled with existing mobility management mechanisms.  
8. EDITOR’S NOTE: There could be a cross-reference to the sub-section about mobility requirements.
8. EDITOR’S NOTE: We should do some further analysis of the interaction of UE & application server mobility in the visited OP scenario.
1. 
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