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[bookmark: _Toc268093867][bookmark: _26ecxx67qrew]Roles and functional definitions
[bookmark: _24npuvug5vse]Editor’s Note: This section shall contain the mapping between generic modules and the roles, specifying the particular functionalities that ach role is going to handle
The OP functionality is realized via multiple roles. These roles together enable an OP instance to interact with and to execute scenarios from/towards other actors in the OP ecosystem viz. Developers, other OP instances, the Cloud Resources and the Network Resources.
 The functionalities of each of these roles would be implemented via modules, which would be discussed in the following sections. The modules can be inside or outside the OP instance.
 This section lists these roles along with their key functionalities.
[bookmark: _4q2g82z2qhhh]Capabilities Exposure Role
The Capabilities Exposure Role in the OP is responsible for exposing the capabilities of the OP towards the Developers via the NBI interface.

Typical scenarios enabled by the Capabilities Exposure role are:
· Application Onboarding
· Application Metadata/Manifest Submission
· Application Lifecycle Management
· Application Resource Consumption Monitoring
· Edge Cloud Resource Catalog exposure
· The geographical footprint reachable via the OP (either via own resources or partner OP resources)

Editor’s Notes: the following text is added based on CR content discussion and can be used as guidance for later sections.
· Application Resource Consumption: Resource Consumption by the application in terms of CPU, RAM, and optionally other resources like storage or other specialized accelerators (e.g. GPUs)
· Application LCM: OP may provide LCM capabilities via two interfaces
· NBI: App Provider may explicitly have option to Start/Stop Apps
· UNI: UNI can provider APIs so UCs can control LifeCycle of the Edge App
· Resource Catalog Exposure: Should Partner MNOs be exposed to App Providers?
· May be needed since App Provider may need to target a specific partner MNO’s customers

[bookmark: _2l46enyvlre4]Service Resource Manager role
[bookmark: _oy5f3fm0u01q]The Service Resource Manager role in the OP is responsible for Management of Cloud and Network resources from the Edge Cloud(s) via the SBI interfaces.
Typical scenarios enabled by the Resource Manager role are:
· Inventory, Allocation and Monitoring of Compute resources from Edge Cloud Infrastructure via the SBI-CR interface
· Orchestration of Application workloads on the Edge Cloud Infrastructure via the SBI-CR interface
· Interacting with the Mobile Network via the SBI-NR for
· Determining Cloudlet locations with respect to the mobile network footprint to assist application placement decisions
· UE Mobility notifications to assist application mobility in relation to UE mobility
· Configure traffic steering in the Mobile Network towards MEC applications orchestrated in Edge Clouds
· Receive statistics/analytics via NWDAF/NEF e.g. to influence Application placement or mobility decisions
· Application LifeCycle Management e.g. based on triggers from UNI
· Application Endpoint exposure towards User Clients via the UNI
· Application Placement decisions e.g. based on measurements/triggers from UNI
Editor’s Note: the following text is added based on CR content discussion and can be used as guidance for later sections.
· interactions with the Mobile Network and Application Placement are already described in detail by 3GPP and ETSI ISG MEC and can be implemented by consuming these functions
· SRM would need Cloudlet location (Geographical footprint and/or Network based location e.g. the Tracking Area) information so it can use Edge Cloud location and UE Location during application placement decision. the SRM would need to know the User Plane breakout location mapping to Edge Cloud resources 


[bookmark: _dhaoffapscvi]Federation Broker/Manager Role
The Federation Broker and Manager roles in the OP are responsible for interfacing with other OPs via the  East-West Bound Interface. 

Typical scenarios enabled by the Federation Manager role are:
· Federation Interconnection Management
· Edge Cloud Resource Exposure and Monitoring towards partner OPs
· Application Images and Application metadata transfer towards partner OPs
· Application LifeCycle Management towards partner OPs
· Application Monitoring towards partner OPs
· Service Availability in visited networks

The Federation Broker is an optional role. It acts as a broker to simplify interconnection between multiple OPs.
[bookmark: _ucqpjkt2lzya][bookmark: _t81c45prtv3a]Editor’s Note:  the following text is added based on CR content discussion and can be used as guidance for later sections.
· Does the Federation Broker provide publish-subscribe capabilities to relay EWBI info?
· [bookmark: _GoBack]Does the Federation Broker maintain a manifest of Federation Agreements between multiple OPs, so it can allow/restrict relay of EWBI traffic to certain OPs connected to it?
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