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Network Resources Integration
General
SBI-NR connects the OP with the specific operator infrastructure that will deliver the network services and capabilities to the user.
When a end user accessing edge service from a  network, OP shall be able to reach some basic network capabilities through SBI-NR interfaces from operator.

OP integration to network resources shall allow:
[bookmark: _GoBack]
· The OP to authenticate and authorise the end users to access the services in the home network scenario and in the visited network scenario. 
· The OP to access location information of the end users in the network.
· The OP to access policy control capability exposed by the network e.g. for charing or quality of service handling.
· The OP shall be made aware of the data connection status (e.g if a user has a data session or not).
· The home network OP shall be the only entity able to access home network resources.
[bookmark: _Hlk44113690]OP integration to 5G Core/4G Core via exposure functions 
Introduction
The NEF/SCEF APIs are a set of APIs defining the related procedures and resources for the interaction between NEF/SCEF and AF/SCS. The APIs specify RESTful APIs that allow the AF/SCS to access the services and capabilities provided by 3GPP network entities and securely exposed by the NEF/SCEF. Some APIs are applicable for both 5G Core and 4G Core.
Figure 3.4.2.1.2.1-1 shows a functional mapping which describes how an OP accesses features and services that are exposed by the NEF/SCEF.


Figure 3.4.2.1.2.1-1 Functional mapping between OP and NEF/SCEF

General Requirements
a. OP SBI-NR shall be able to interact with 3GPP Network via the NEF or SCEF in order to access network capabilities.
b. OP SBI-NR shall support the exposure interface for interacting to 5G Core/4G Core.
c. Network capabilities can be accessed through OP by application providers and by the applications deployed on edge sites, as long as it is authorized for each capability and consumer interaction.
d. If the NEF/SCEF returns an error response to an OP SBI-NR (e.g. requested information is not exposed or not supported by the NEF/SCEF), the OP SBI-NR shall perform error handling actions such as retrying the request with different parameters or notifying application providers of the error information via NBI.
e. OP SBI-NR may be able to configure the user traffic to be routed to the applications in the local Data network. 
f. OP SBI-NR may be able to collect the information of network congestion or access concentration on a specific area.
g. OP SBI-NR may be able to retrieve UC location information.
h. OP SBI-NR may be able to control transfer of data in the background for UCs by using a time window information together with associated maximum bit rate and charging condition.
i. OP SBI-NR may be able to configure QoS session parameters in order to communicate with an UC with a guaranteed level of QoS (e.g. low latency, priority, maximum bandwidth).
j. OP SBI-NR may be able to configure service specific parameters for UCs (e.g. network slice).
k. OP SBI-NR may be able to initiate a device trigger to an UC for performing application specific actions (e.g. initiating communication with the OP SBI-NR).
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