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Federation Management

The Federation Management functionality within the OP enables it to interact with other OP instances, often in different geographies, thereby providing access to a larger footprint of Edge Clouds and Operator’s capabilities for the Developers.
To enable the federation model, there are the following pre-requisites:
· Operators need to have an agreement to share Edge Cloud resources 
· Operators would need to agree on a resource sharing policy
· Operators would need to enable connectivity between the OP instances
When sharing resources via federation, operators may have upfront reservation of their resources that they would share with a  partner. Or they may follow a model where resources are reserved only when requested (best effort). Details of these would be a part of the federation agreement between Operators.
The Federation Management functionality is realised via the multiple functional blocks within an OP instance as listed below.
Federation Interconnect Management
The Federation Interconnect management functional block in the OP deals with establishment and sustenance of the Federation Interconnect between the OP instances. The Federation Interconnect provides secure transport for the EWBI interface messaging between OP instances.
During Federation Interconnect establishment, the Federation Managers of the participating OPs needs to verify the identities of each other.
Federation interconnect management functionality also ensures that the partner OP is authorized to establish and maintain the interconnect depending on the validity of the federation agreement between the partnering OPs/Operators.

Federated Resource Catalogue Management
To provide application deployment capability in partner OPs, an OP instance must have information about the resource catalogue of the partner OP. 
This catalogue doesn’t need to provide granular details of all Edge Cloud resources that a partner may be having, which can be included on the common data model of each OP. Through federation, just informative data shall be exchanged for any OP to know which kind of resources are available on the federated partners. The most important information elements this resource catalogue must provide are:
· Zone/Region information to indicate the geographical coverage provided by the partner OPs Edge Cloud instances
· Specialized resource (e.g. GPUs or other Accelerators) availability information in each Zone/Region offered by a partner OP
This information is used to facilitate the visibility of the geographical footprint offered by an OP/Operator to the ISVs/Developers.
This catalogue is dynamic and can be updated via the EWBI interface whenever the Zone/Region or resource availability offered to an OP by a partner changes due to Operational or Administrative events (e.g. due to scheduled maintenance).

Application Management
In the Federated model, one OP can coordinate with partner OPs to assist application onboarding, deployment and monitoring in the partner OP Edge Clouds. The EWBI interface must provide capabilities to assist application onboarding, deployment and monitoring with respect to partner OP Edge Clouds.
The ISV/Developer interacts with one OP instance to submit their applications via the NBI. The ISV has the option to target the application deployments towards each of the federated partner OPs. For partner footprint deployments, an OP instance translates the NBI interactions to the EWBI and submits application and app provider criteria to the partner OP(s). 
The final decision of which Edge Cloud(s) to deploy the applications is decided by the partner/target OP based on the Zone/Region preferences indicated by the application provider. In doing so, the application provider criteria is used by the partner OP as provided to it via the EWBI.

Service Availability on Visited Networks Management
When a UC of one OP roams into an area managed via a partner OP, the federation model facilitates service availability for this UC. The service could be (preferably) provided via local Edge Cloud resources of the visited OP if local breakout is available for roaming UEs. If local breakout is not possible, the UC may be served via the home OP.
To facilitate service availability in a visited OP, the EWBI shall provide procedures to notify the visited OP about the visiting UC and related information to authenticate the UC. 
To support the Edge service discovery procedure for the UC in the visited OP, the home OP shall also provide the UC with the discovery URL of the visited OP. The home OP shall be aware of the discovery URL of the visited OP either via O&M configuration for partner management or it may receive this information on EWBI. 
When the UC tries to access a service when on visited networks, the visited OP authenticates the UC using the authentication information received via the EWBI from the home OP of the UC.
Application Sharing 
For some use cases operators may decide to share applications with the federated partners in a way that a user may consume an edge application placed on a federated cloudlet when the requirements can not be accomplished on the home operator’s cloudlets.
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OP shall be able to provide application instances information based on a federated request, which includes application information and location to cover. If the consulted OP is willing and able to share the requested application instance covering the area, a service availability procedure could be triggered for UC to be handled by the second OP.
O&M
An OP shall provide various O&M procedures to establish and manage the Federation Interconnect.
Partner OP provisioning
An OP shall allow mechanisms to provision partner OP information that would be used for Federation Interconnect establishment and management. This information would include:
· Partner Name
· Partner’s geographical area (e.g. Country of operation)
· Partner identifiers, like MCC/MNC
· Partner’s federation interconnect endpoint
· Federation agreement validity duration
Authentication & Authorization
When an OP connects to a partner OP via the federation interconnect, it needs to authenticate itself to the partner OP. This requires that authentication information (e.g. digital certificate or passphrase) to be provisioned in the OP.
An OP may authorize a partner OP for a limited duration (based on federation agreement) or for specific zone(s) or region(s) where it has Edge Cloud resources. This information would need to be provisioned via O&M during partner provisioning.
Resource sharing policies
An OP would need to provide controls to the Operator to define what Zones/Regions must be made available to a certain partner OP. This would be dependent upon the Federation agreement between the OPs. OP must provide controls so that the Operator may select specific zones to be shared with specific partners based on the federation agreement.
Site management actions
There may be Administrative actions on Edge Cloud sites, for example during scheduled maintenance. An OPs O&M must provide the provision to define maintenance schedules and administrative states of the Edge Cloud sites. The events related to maintenance schedule updates or administrative state changes must be shared by an OP with partner OPs via the EWBI.

Infrastructure usage monitoring
An OP monitors the Edge cloud resource consumption by the edge applications. These applications would also include applications from the partner OPs. OP informs the resource consumption statistics of the partner OP applications to the partner OPs via the EWBI.
This information would be use by an OP as an input for billing, audit and settlement purposes.
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