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[bookmark: _Toc54104679][bookmark: _Toc54267791]External fora conclusions and collaboration model
In order to realize Operator Platform (OP) services supporting federation among operators, a consistent set of standards is required. These standards must be well-supported by Standards Development Organizations (SDOs), and cover the requirements identified and documented in the OPG Phase 1 White Paper [2] and Phase 2 PRD (i.e. this current document).
To this end, the OPG have met with numerous SDOs to explain the OP architecture, and to jointly evaluate the “goodness of fit” of the various SDO products with the OP. In this process, each SDO was invited to propose (at a high level) a mapping of their respective standards to the OP architecture.
The OPG also evaluated the expected working relationship with the respective SDOs through which OP requirements would be incorporated into their standards. This evaluation also addressed collaborations and interworking between the candidate SDOs.
The OPG recognizes that there is no single SDO that provides a comprehensive end-to-end covering of standards to the OP architecture; and that there may be more than one SDO that can respond to OP requirements in a meaningful way.
The OPG also recognizes that there are Open Source communities (OSCs) with API specifications and software blueprints that can approach the OP requirements. The OPG believes that, in order for operators to develop a federated edge computing platform such as the OP, requirements must be enforceable in contracts by a published set of standards.
To this end, the OPG proposes selecting ETSI ISG MEC and 3GPP to provide a standard reference for an edge service end to end definition.
We note that EDGEAPP architecture and ETSI ISG MEC architecture could complement each other in a way that is acceptable to OPG:
[image: ]
1. : Relationship between ETSI-MEC and 3GPP EDGEAPP architectures (Source: Informative Annex C in 3GPP TS 23.558)
Both EAS and MEC Application are application servers and can provide similar application specific functionalities. EAS utilizes the services of the EES whereas MEC Application utilizes the services provided by the MEC platform as specified in ETSI GS MEC 003. The EAS and MEC Application can be collocated in an implementation.
ETSI ISG MEC specifies the handling of application specific management for MEC Apps, while, 3GPP SA5 provides application specific management aspects in relation to the 3GPP EDGEAPP architecture. OPG encourages a collaboration between 3GPP and ETSI for harmonising the application management.
Applied to the OP interfaces, by selecting ETSI ISG MEC and 3GPP, the following mappings and gaps exist. Additional OSC implementation could be adopted as and where needed and contributed based on gaps and needs of OPG requirements.
UNI: Device communication interface needs to be part of the 3GPP architecture, and related to how devices connect to the network.
SBI-NR: Relationship from the edge platform to the core network, as defined by 3GPP. 
SBI-CHF: Currently only standardized for charging engine/function/system on 3GPP, and related interfaces to connect to other elements. 
SBI-CR: Although it shall remain open to multiple architectures (as indicated in section 3.5.2.1.2) and considering the current industry solutions, the ETSI ISG NFV architecture is used as a reference for cloudlet functionality, because of its current alignment with 3GPP, but also because of its similarity of Edge Computing and Network Function Virtualisation.
EWBI: Already in scope of ETSI ISG MEC with a close relationship with applications deployment and developers. 3GPP SA6 provides some details on this aspect but will need to provide the network related detailed use cases, such as roaming.
NBI: No single SDO covers a complete interface NBI as required by OPG to handle the application provider relationship. Since this is an area in which application developers and OSCs are very active, we propose a parallel task to align them with the selected SDOs and provide convergence. ETSI ISG MEC and 3GPP both handle the application side interactions required to host NBI and shall align the capabilities exposure. OPG proposes ETSI ISG MEC to host the NBI standard.
To implement this selection, the OPG will reach out to the appropriate working groups and conclude agreements to work together with each other and with OPG to achieve the goal of a standards-supported OPG. Governance model of the collaboration needs to be defined, with GSMA OPG providing the governance structure.
Note: 	Management plane and functionalities will be covered and aligned with proper standard and industry groups in a later phase.

1. Mapping of Requirements to External Fora
0. ETSI
0. [bookmark: _Toc54104680][bookmark: _Toc54267792]ETSI ISG MEC
ETSI ISG MEC supports aspects of the OP architecture and some interacting blocks. In this section, the intention is to highlight where ETSI ISG MEC plays a role in OP and areas of interest. All the documents are available for the public at ETSI site https://www.etsi.org/committee/1425-mec.
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1. : OP to ETSI MEC mapping
0. [bookmark: _Toc54104681][bookmark: _Toc54267793]ETSI ISG MEC specifications relevant to the NBI and the SBI
ETSI ISG MEC 003: The framework and reference architecture describing application placement on an edge compute resource cover certain aspects included in the NBI requirements. 
ETSI ISG MEC 011: Edge Platform Application Enablement provides details of services that applications deployed in the MEC Platform could derive out of the network side. It has technical specifications for requirements in the SBI-NR
ETSI ISG MEC 012: Radio network information API provides specifications related to radio network events and fetching them.
ETSI ISG MEC 013: Specification describes the location API
ETSI ISG MEC 021: Specification provides application mobility service APIs 
ETSI ISG MEC 029: Specification provides fixed access information API
0. [bookmark: _Toc54104682][bookmark: _Toc54267794]ETSI ISG MEC specification relevant to the UNI 
ETSI MEC 016: UE Application Interface
0. [bookmark: _Toc54104683][bookmark: _Toc54267795]ETSI ISG MEC specifications relevant to OP optional capabilities
ETSI ISG MEC 014: UE Identity API
ETSI ISG MEC 009: General principles for MEC service APIs
ETSI ISG MEC 015: Bandwidth management API
0. [bookmark: _Toc54104684][bookmark: _Toc54267796]ETSI ISG MEC activities relevant to the E/WBI interface
Inter MEC communication work is planned in ETSI ISG MEC under the Inter-MEC communication work item. It is believed that this work will be relevant to the area of the E/WBI.
0. 3GPP 
1. 3GPP SA6 EDGEAPP
3GPP defines a core network compatible architecture for the edge, including the relationship with UEs and the configuration of the edge network.
Edge Enabler Server (EES) and Edge Configuration Server (ECS) are introduced as key elements for communicating with the device Edge Enabler Clients (EEC) and the core network elements, including provisioning the edge service and enabling application management (instantiation, session mobility). Discovery of the Edge Application Server (EAS) may be performed through an interaction between EEC and EES, extended with the UE location. The interaction with the network includes policy requests to Policy Control Function (PCF)/Policy and Charging Rules Function (PCRF), application traffic configuration APIs, and service APIs as exposed by SCEF/NEF.
NOTE:	The EEC(s) may be provisioned with the ECS address(es) information also by the Session Management Function (SMF) at Protocol Data Unit (PDU) Session establishment or modification via Non-Access Stratum (NAS) signalling. The SMF may derive the ECS address(es) Information based on local configuration, the UE's location, and/or UE subscription information.
EES (and ECS) map to the Capability Exposure, Service Resource Manager and Federation Manager as defined on OP, except for cloud resource management.
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1. : OP to 3GPP EDGEAPP mapping
Note:	EDGE-3 is shown as NBI-3GPP because it is covering the OP NBI Network Event Support, but does not cover the complete OP NBI scope.
1. 3GPP EDGEAPP Interfaces
3GPP SA6 defines the interfaces EDGE-1 and EDGE-4 for the device clients to communicate with the edge platform, as defined for the UNI.
3GPP SA6 defines the interfaces EDGE-2 and EDGE-8 for the interactions from the edge platform to the network, with functionalities related to SBI-NR. 3GPP SA5 also defines more details on the cloudlet management aspects corresponding to SBI-CR.
3GPP SA6 defines the EDGE-3 interface for the cloudlets to communicate with the edge platform, as defined for the NBI Network Event Support.
3GPP SA6 defines the EDGE-9 interface for the Operator Platforms to communicate with the each other, as defined for EWBI.
3GPP SA5 defines Nchf interface for charging, related to SBI-CHF.
3GPP SA3 defines the security details of all the EDGEAPP interfaces.
1. 

To this end, the OPG have met with numerous SDOs to explain the OP architecture, and to jointly evaluate the “goodness of fit” of the various SDO products with the OP. In this process, each SDO was invited to propose (at a high level) a mapping of their respective standards to the OP architecture.
The OPG also evaluated the expected working relationship with the respective SDOs through which OP requirements would be incorporated into their standards. This evaluation also addressed collaborations and interworking between the candidate SDOs.
The OPG recognizes that there is no single SDO that provides a comprehensive end-to-end covering of standards to the OP architecture; and that there may be more than one SDO that can respond to OP requirements in a meaningful way.
The OPG also recognizes that there are Open Source communities (OSCs) with API specifications and software blueprints that can approach the OP requirements. The OPG believes that, in order for operators to develop a federated edge computing platform such as the OP, requirements must be enforceable in contracts by a published set of standards.
To this end, the OPG proposes selecting ETSI ISG MEC and 3GPP to provide a standard reference for an edge service end to end definition.
We note that EDGEAPP architecture and ETSI ISG MEC architecture could complement each other in a way that is acceptable to OPG:
[image: ]
1. : Relationship between ETSI-MEC and 3GPP EDGEAPP architectures (Source: Informative Annex C in 3GPP TS 23.558)
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ETSI ISG MEC specifies the handling of application specific management for MEC Apps, while, 3GPP SA5 provides application specific management aspects in relation to the 3GPP EDGEAPP architecture. OPG encourages a collaboration between 3GPP and ETSI for harmonising the application management.
Applied to the OP interfaces, by selecting ETSI ISG MEC and 3GPP, the following mappings and gaps exist. Additional OSC implementation could be adopted as and where needed and contributed based on gaps and needs of OPG requirements.
UNI: Device communication interface needs to be part of the 3GPP architecture, and related to how devices connect to the network.
SBI-NR: Relationship from the edge platform to the core network, as defined by 3GPP. 
SBI-CHF: Currently only standardized for charging engine/function/system on 3GPP, and related interfaces to connect to other elements. 
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