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The Service Resource Manager role in the OP is responsible for Management of Cloud and Network resources from the Edge Cloud(s) via the SBI and UNI interfaces.
Typical scenarios enabled by the Service Resource Manager role towards the different interfaces are:
SBI:
Inventory, Allocation and Monitoring of Compute resources from Edge Cloud Infrastructure via the Southbound Interface – Cloud Resources (SBI-CR);
Orchestration of Application workloads on the Edge Cloud Infrastructure via the SBI-CR interface;
Exposure of usage and monitoring information to operator’s charging engine via Southbound Interface – Charging functions (SBI-CHF) for enabling operators to charge for the services that OP offers. 
Interacting with the Mobile Network via the Southbound Interface – Network Resources (SBI-NR) for:
· Fetching Cloudlet locations based on the mobile network data-plane breakout location;
· UE Mobility notifications to assist application mobility on UE mobility.
· Configuring traffic steering in the Mobile Network towards MEC applications orchestrated in Edge Clouds;
· Receiving statistics/analytics via Network Data Analytics Function (NWDAF)/ Network Exposure Function (NEF), e.g. to influence Application placement or mobility decisions.
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