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NEW WORK ITEM PROPOSAL

This form allows organisations to put forward a proposal for a new Work Item for consideration by TSG group. 


1. Originating Organisation (Mandatory)
China Telecom, Shuzhen Chen, chenshuz@chinatelecom.cn

2. Supporting individual companies (Optional)
In Alphabetical Order: 
AT&T, China Mobile, China Unicom, Huawei, KDDI, Spreadtrum Communications, Telecom Italia, Telefónica, Vodafone, ZTE, (Qualcomm TBC)

3. Work Item Title (Mandatory)
UE Requirements related to network slicing using URSP

4. Problem or Opportunity (Mandatory)
This work item proposed to define the requirement of UE network slicing based on URSP.

4.1 Problem

As an important key feature in 5G, the network slicing based on URSP has been introduced in 3GPP specifications. URSP (UE Route Selection Policy) is used by the UE to determine how to route applications traffic to the network slicing via a new or an established PDU Session. The UE associates the applications traffic by the TD (traffic descriptor) parameters in the URSP, which include APP ID/DNN/IP/FQDN/Connection Capability parameters. Network slicing based URSP makes the UE enable the operator to provide customize, dedication and isolation of network resources for different industries and users, and to realize end-to-end network slicing.

However, the UE URSP is not supported by industry now, due to some key issues still existing and need to be resolved: 
a) The existing 3GPP specification does not specify the process of TD parameters in UE, which include how the UE gets and delivers these traffic descriptor parameters of applications and how to make the OS/chip work cooperatively to match the TD with URSP rules. For example, how the DNN TD requested by application or how the APP ID TD was obtained by OS? 
b) The content of unique APP ID TD in URSP is out of scope 3GPP, which makes the industry is lacking a consensus about which information is used for APP ID in URSP; 
c) The industry is concerned about the APP ID and DNN TD security, e.g. how to correctly use the APP ID or how to enhance the security of APP ID for per application etc..., but it is also out of 3GPP scope now. 

As a result, the OS fails to get the TD parameters of applications, the OS/chip fails to match the URSP based on traffic descriptor with a corresponding network slicing, the UE fails to support network slicing based on URSP, and the operator can’t provide it for users. It would require to specify the requirements for transferring TD parameters from application to the URSP rule processing logic within the UE and to take into account the privacy and security requirements.

Therefore, it is urgently needed to specify the requirements of these key issues, in order to resolve these key issues, to give a more precise implementation, and to promote industry support, especially the OS. 

4.2 Related work in other organizations

NGMN White Paper and LS to TSG
NGMN has published the 5G Smart Devices Supporting Network Slicing White Paper, which only describes the current situation and the existing solutions, has not yet worked out and solved the problems that the whole industry is concerned about. And NGMN sent a LS to GSMA, in which “NGMN asks GSMA to consider the “5G Smart Devices Supporting Network Slicing White Paper” when setting up new Work Items on Network Slicing.”

3GPP TSG-RAN5 LS R5-211301 sent to TSGNS and TSG 19th March 2021.
3GPP RAN5 sent an LS to GSMA, which informed the GSMA one WI and SI about network slicing was approved. The WI of UE Conformance Test Aspects for Enhancement of Network Slicing (eNS R16) is to define the Conformance Test specification of enhanced network slicing R16 in RAN5. The SI of 5G NR UE full stack testing for Network Slicing will try to define the test procedures that will allow the full protocol stack testing of a 5G NR UE supporting network slicing, and to define the test procedures for performance testing of the network slicing service, including throughput and latency. They will define test specification, will not define the requirement specification of UE URSP traffic descriptor parameters or related mapping mechanism.
    
[bookmark: OLE_LINK2][bookmark: OLE_LINK1]Therefore, the current GSMA TSGNS work does not duplicate the work already covered in NGMN & 3GPP RAN, and maybe the input for these related work of NGMN and 3GPP.

Other Working Groups that TSGNS group will need to lease with:

NG 5GJA
FSAG/DSG
   
4.3 Objective

[bookmark: OLE_LINK3][bookmark: OLE_LINK4]The work item scope includes the following:
· Requirements on the security of URSP traffic descriptor.
· Requirements on protecting data privacy and security pertaining to URSP traffic descriptor
· Requirements for transferring TD parameters from application to the URSP rule processing logic within the UE

The work item scope does not cover the following:
· Format and content of APP ID in URSP traffic descriptor
· UE internal processing of URSP traffic descriptor, including API


5. Example Use Cases 
Provide a description of the use cases that may be covered by this Work Item. Please note that this list of use cases does not need to be exhaustive
Several use cases drive the need to define the UE network slicing based on URSP requirement specifications.

An application using Network slicing function by APP ID TD parameter:

The APP ID TD applies to application-level network slicing. The application wants to use network slicing function, negotiating with operators about the traffic descriptor parameter of the application. And the URSP rules have been transferred to UE from PCF. The following steps are a potential use case for application to use Network slicing scenario:
· The value of URSP APP ID TD parameters should be negotiated by MNO and APP Owner and acknowledged by OS Vendors;
· The application running on UE initiates network traffic.
· UE acquires the traffic descriptor of the application.
· UE supports a mechanism to ensure the APP ID is correctly used and can be authenticated and authorized for per application. 
· UE matches the URSP rules based on traffic descriptor parameters, and then routes the application traffic to the network slicing.
· The application can now use the specific network slicing.

An application requests Network slicing function by DNN TD parameter:

The DNN TD parameter applies to special industry with special DNN. The following steps are a potential use case for application request DNN TD parameters to use Network slicing scenario:
· DNN requested by the application string can be any string that is only known by the application developer and the relevant MNOs who will configure that string in the URSP Traffic Descriptors.
· DNN TD is used just as a string to match in the URSP TD list, as far as the OS and Modem/Chipset is concerned.
· OS defines APIs/SDKs related to how an application can request a DNN.
· The application running on UE initiates network traffic by requesting a DNN via the APIs/SDKs from OS.
· UE acquires the DNN TD of the application.
· UE and network support a mechanism to ensure DNN security.
· UE matches the URSP rules based on DNN TD, and then routes the application traffic to the network slicing.
· The application can now use the specific network slicing.

6. Output

The work item will produce a requirements specification of UE network slicing based on URSP 
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