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2.1.1 Functionality offered to Application Providers
The OP and its architecture shall fulfil the following requirements related to the functionality offered to Application Providers:
The OP architecture shall allow an Application Provider to use a common interface to manage edge applications deployed towards the subscribers of multiple operators subject to an agreement with the operators involved.
Note: 	such an agreement could result in the federation of OPs between involved operators.
The interfaces that an OP provides to Application Providers for the development and deployment of edge applications shall allow for easy deployment of applications developed for public clouds.

Note: 	Aan OP can only manage applications or resources on the infrastructure under direct control., Ffederation with other OPs is used when applications or resources need to be managed on other infrastructure.

The OP shall allow an Application Provider to reserve resources for future application deployments, ensuring the availability of the booked capacity.
The OP shall hide the complexity of the OP architecture, the involved operator networks and client access to those networks from Application Providers.
There is a "separation of concerns" of the OP and Application Providers, meaning that the Application Providers and OP do not require knowledge of each other's internal workings and implementation details, for instance:
the OP does not expose its internal topology and configuration, Cloudlets' physical locations (see note), internal IP addressing, and real-time knowledge about detailed resource availability (Resources are provided as a virtualised service to an Application Provider); 
the OP does not know how the application works (for instance, it does not know about the application's identifiers and credentials). 
Note: 	The OP provides information on the geographical Region(s) where the edge cloud service is available. The Application Provider provides information sufficient for the OP to process the request and (if accepted) fulfil it. 
The OP architecture shall allow an Application Provider deploying an application using the OP to monitor the application's usage across the networks on which it is deployed.
The OP architecture shall allow an application deployed within an operator network to interface securely with the application's back-end infrastructure outside of the operator network.
The OP architecture shall allow an application deployed within an operator network to store data in a manner that is secure and compliant with applicable local regulations.
The OP shall enable the utilisation of Cloud Resources that support deploying applications as VMs or Containers. 
The OP shall support applications packaged as VMs and Containers.
Note:	These are requirements on what the OP architecture shall enable. It is up to the individual parties providing an OP to decide whether they offer these capabilities in their deployment.
The OP shall expose network capabilities to Application Providers, including longer-term managed network services (such as for QoS, i.e. Quality of Service) and shorter-term or transactional style services (such as SIM-derived services, such as location verification).
==== END FIRST CHANGE =====

==== SECOND CHANGE =====

2.1.5 Functionality offered to other OPs
The OP and its architecture shall fulfil the following requirements related to the functionality offered to other OPs:
The OP architecture shall allow an OP to deploy deploy, operate and manage applications provided by Application Providers on another with another OP (when there is a federation agreement between the OPs).
Both containerised applications and applications relying on VMs shall be supported.
A federation of independently owned and operated Operator Platforms enables additional capabilities, such as: 
the User Equipment (UE) can continue to use the Edge Cloud service when moving into a "visited network" and in an area where Edge Node Sharing takes effect. 
The OP architecture shall allow a "home" OP to receive applications from "foreign" OPs to serve subscribers, whether they are home OP subscribers or visiting OP subscribers.
The OP architecture shall allow such an OP to monitor and track resource usage of an application in the OP on which it has been deployed.

==== END SECOND CHANGE =====

==== THIRD CHANGE =====
3.3.5 [bookmark: _Toc54104648][bookmark: _Toc54267760][bookmark: _Ref64457965][bookmark: _Toc100853682]Edge Node Sharing
Two operators may decide to share edge nodes to maximise their edge presence. Using the figure below as an example, the mobile network of both operators covers the whole country. However, Partner A deploys edge sites in the country's North Region and operator B in the South Region. In this case, Operator B might deploy an application on Partner A's edge node while providing connectivity to the end-user over their own radio network.
The CER enables an Application Provider whose Leading OP is OP B to perform lifecycle management for their application instances without regard to whether the resources are on managed by OP B or OP A.
The CER enables an Application Provider whose Leading OP is OP B to inventory resources available to their application instances, without regard to whether the resources are on managed by OP B or OP A, for resources on managed by OP A that are shared with OP B and to the Application Provider.
[image: Diagram
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Figure 1 [bookmark: _Ref51600770]: Edge Node Sharing
Figure 3 above shows an end-user who is a subscriber of Operator B's OP services and is currently connected to Operator B's network in the country's north. Edge node sharing enables this end-user to access the Edge Cloud service, even though Operator B does not have their own edge resources in this Region; the Operator B Edge Cloud service is hosted on Partner A's edge node. The connectivity between the two OPs is over the E/WBI interface.
The East/Westbound interface enables Operator B's OP to retrieve the application instance access information and provide it to the user. This approach allows performing service discovery and delivery in the same way as when the application was delivered from a Cloudlet in Operator B's own network.
A subscriber of Operator B accesses its home network/operator platform and asks for the required Edge-Enhanced or Edge-Native Application. When Operator B's OP identifies that the most suitable edge node is in Partner A, Operator B's OP requests the Edge Cloud service through the E/WBI to Partner A's OP. In this example, since the OPs have a long-running partnership, they have pre-established commercial agreements, security relationships and policy decisions (for instance, QoS-related). Thus (assuming enough edge resource is available), Partner A can reply with the application endpoint (e.g. FQDN) on the Cloudlet at which the subscriber can connect to the application.
Note that network resources remain managed by Operator B, the operator providing the actual mobile network connection to the user, and IP connectivity between Partner A's edge node and Operator B is managed to ensure end-to-end QoS delivery for the subscriber.  Responsibility for the management of the edge cloud resources depends on the agreement between the partners. Most likely, Operator B has a long-term allocation of resources in Partner A's cloudlets and manages them amongst its subscribers wanting access to the edge service.
As a consequence of the CER, the information shared between OPs and the information visible to the Application Provider via its Leading OP NBI is subject to federation agreements between the Operators.

==== END THIRD CHANGE =====
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