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Introduction
[bookmark: _Toc106028627][bookmark: _Toc110462576]Overview
This document specifies REST APIs that enable a User Client (UC) on which an application client is running application client interacts with an Operator Platform in order to find an application server, react to instances of relocation of the application server.
[bookmark: _Toc106028628][bookmark: _Toc110462577]Scope
The present specification describes the APIs, sequence flows and the representation of the API and parameters in REST for the User Network Interface between a subscriber’s User Client (UC) and its Home Operator Platform.The UNI related stage 1 functional requirements are defined in the OP requirements PRD [1].
The UNI specification is expected to align with requirements stated in the OP requirements. This includes requirements appearing in the PRD, expectations of alignment with affiliated SDOs, including ETSI MEC and 3GPP SA6.

[bookmark: _Toc327447333][bookmark: _Toc327548001][bookmark: _Toc327548201][bookmark: _Toc106028629][bookmark: _Toc110462578]Definitions
	Term 
	Description

	API Initiator
	API Initiator is the entity that originates the first message in the API sequences

	Application Client
	

	Federation
	Federation refers to relationship among member OPs who agrees to offer OP PRD defined services and capabilities to the application providers and end users of member OPs  

	Directed Federation
	A Federation between two OP instances A and B, in which edge compute resources are shared by B to A, but not from A to B.

	Federation Creation
	Refers to the process for the establishment of the federation relationship between originating OP and partner OP on request by originating OP over the E/WBI

	Discovery Service
	OP service identified by a well-defined FQDN or IP:Port and protocol pair to assist UCs over UNI to discover adequate edge cloud in the current location of the end users  

	Home OP
	The Operator Platform instance belonging to the subscriber's Operator; that is, whose PLMN identity (MCC and MNC) matches with the MCC and MNC of the subscriber's IMSI, as defined in 3GPP TS 23.122. [REF#OP PRD]  

	LCM Service
	Lifecycle Management (LCM) Service to enable UCs for requesting dynamic application instantiation or termination

	Leading OP
	The Operator Platform instance connected to the Application Provider and receiving the onboarding requests, sharing them to the selected federated platforms/operators. [REF#OP PRD]  

	Operator Platform Profile
	A specification of constraints on the EDGEAPP architecture that matches the semantics of Operator Platform. An example of an element of the Operator Platform Profile is the mapping of ECS Provider identifier onto a Home OP identifier.

	Originating OP
	The Operator Platform instance initiating the federation creation request to selected federated platforms/operators. Both leading OP and Home OP will be acting as Originating OP while creating the federation with Partner OP.

	OP Id
	Operator id is a uniquely identifier assigned to each OP instance of the federation to identify the member OP

	Mobility Strategy
	It refers to defining an application mobility strategy that includes QoE, geographical store and privacy policies intent

	User Client
	

	Zone
	Zone refers to an availability zone as defined in OP PRD


[bookmark: _Toc327447334][bookmark: _Toc327548002][bookmark: _Toc327548202][bookmark: _Toc106028630][bookmark: _Toc110462579]Abbreviations
	Term 
	Description

	AC
	Application Client

	ACR
	Application Context Relocation

	E/WBI
	East/West Bound Interface

	LBO
	Local Break Out  (also defined in PRD as Local BreakOut)

	LCM
	LifeCycle Management

	OP
	Operator Platform

	NBI
	North Bound Interface

	OPG
	Operator Platform Group

	OPP
	Operator Platform Profile

	PRD
	Permanent Reference Document

	UC
	User Client

	UNI
	User Network Interface


[bookmark: _Toc327447332][bookmark: _Toc327547999][bookmark: _Toc327548199][bookmark: _Toc106028631][bookmark: _Toc327548004][bookmark: _Toc327548204][bookmark: _Toc110462580]References 
	Ref
	Doc Number
	Title

	[bookmark: _Ref325119390]
	OPG.02 
	Operator Platform Telco Edge Requirements", Version 2.0 14 April 2022

	[bookmark: _Ref327455043]
	RFC 2119
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997. Available at http://www.ietf.org/rfc/rfc2119.txt 

	
	Telco Edge Cloud
	Telco Edge Cloud: Edge Service Description & Commercial Principles Whitepaper, version 1.0, 27 October 2020
https://www.gsma.com/futurenetworks/resources/telco-edge-cloud-october-2020-download/


	
	TS 23.222
	“Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2 (Release 17)”, 3GPP TS 23.222, V17.6.0 (2022-06)

	
	TS 23.501
	“System archtiecture for the 5G System (5GS); Stage 2 (Release 17)”, 3GPP TS 23.501 V17.5.0 (2022-06)

	
	TS 23.558
	Architecture for enabling Edge Applications; (Release 17)”, 3GPP TS 23.558 V17.3.0 (2022-03)

	
	TS 24.558
	“Enabling Edge Applications; Protocol specification; (Release 17)”, 3GPP TS 24.558 V1.3.0 (2022-04)

	
	TS 29.500
	“5G System; Technical Realization of Service Based Archtiecture; Stage 3 (Release 17)”, 3GPP TS 29.500 V17.7.0 (2022-06)

	
	29.558
	“Application Programming Interface (API) specification; stage 3”, 3GPP TS 29.558 version 17.0.0 Release 17 (2022-07)

	
	29.571
	“Common Data Types for Service Based Interfaces; Stage 3”, 3GPP TS 29..571 V17.6.0 (2022-06).

	
	TS 33.210
	“Network Domain Security (NDS); IP network layer security (Release 17)”, 3GPP TS 33.210 V17.0.0 (2021-12)

	
	TS 33.535
	“Authentication and Key Management for Applications (AKMA) based on 3GPP credentials in the 5G System (5GS) (Release 17)”, 3GPP TS 33.535 V17.5.0 (2022-03)

	
	TS 33.558
	“Security aspects of enhancement of support for enabling edge applications; stage 2 (Release 17)”, 3GPP TS 33.558 V17.0.0 (2022-03)

	
	MEC 0165
	“UE Application Interface”, ETSI ISG MEC 016.

	
	MEC 014
	“UE Identity API”, “ETSI ISG MEC 009.

	
	MEC 015
	“Bandwidth Management API”, “ETSI ISG MEC 015.


[bookmark: _Toc106028632][bookmark: _Toc110462581]Conventions
[bookmark: _Toc106028633]“The key words “must”, “must not”, “required”, “shall”, “shall not”, “should”, “should not”, “recommended”, “may”, and “optional” in this document are to be interpreted as described in RFC2119 ‎[2].”

[bookmark: _Toc110462582]The OP API Work Program
It is a goal of Operator Platform to not create yet another standard for federated edge computing, but to work with existing standards development organizations (SDOs) and trade associations active in this domain, in order to mutually align SDO standards and Operator Platform requirements and APIs. 
After a lengthy review process, 3GPP Study Area 6 (SA6), the EDGEAPP Architecture, and ETSI Multi-access Edge Computing (MEC) were selected as having the most affinity to the Operator Platform program. Figure 1 depicts these two archtiectures and the relationship between them. This figure depicts the principal architectural components and reference points of EDGEAPP and MEC. Their respective standards specify, among other things, behavioral requirements for each of the reference points appearing in the standard. Both EDGEAPP and ETSI MEC have also defined APIs for (some of) their respective reference points.




[bookmark: _Ref110263349]Figure 1 - Relationship between ETSI ISG-MEC and 3GPP EdgeAPP Architectures (from [1], Figure 14)
For the purpose of the Operator Platform API work program, mutual alignment means:
· Mapping EDGEAPP/MEC reference points onto Operator Platform reference points;
· Evaluating the fit of their corresponding APIs to Operator Platform requirements;
· Publishing initial OP API specifications;
· Working with the SDOs to align requirements and APIs as much as possible.
This document follows the mutual alignment process for the Operator Platform UNI (User Network Interface) reference point. In the current release, the mapping of reference points, and the initial API specification for the UNI reference point are created.
The plan for the remainder of this document is:

· Summary of Operator Platform requirements that relate to the UNI reference point;
· Map of EDGEAPP reference points onto UNI, and summary of the EDGEAPP APIs in the map.
· Map of ETSI MEC reference points onto UNI, and summary of the ETSI MEC APIs in the map.
· Specification of an Operator Platform UNI API, drawing on the previous work.

[bookmark: _Toc110462583]Operator Platform Requirements pertaining to the UNI reference point
The contents of this section could be learned with a sufficiently close reading of [1[.  They are described here for the convenience of the reader.

[bookmark: _Toc110462584]General Requirements

UNI general requirements are described in [1] section 3.5.3.1. Annotations to these requirements are provided [in square brackets and in boldface font].
The primary function of the User to Network interface is to enable a User Client to interact with the OP, to enable the matching of an Application Client with an Application Instance on a Cloudlet.
The UNI shall allow the communication between the User Client on the user equipment and the Operator Platform.
The User Client should be implemented on User Equipment software, e.g. through an SDK or OS add-on. [This is described in more detail in [1], section 3.5.5, and in [1], Figure 6.]
The UNI shall allow the User Client to discover the existence of an Edge Cloud service. [The functional elements in the UE are the User Client (UC) and the Application Client (AC). EDGEAPP allows edge cloud discovery (i.e., the retrieval of edge cloud information) to reach the AC, as it allows the AC to be involved in relocation decisions. [1] is taking the position that the UC, a system component, should be in charge of edge cloud information.]
The OP's UNI shall allow the user client registration process with the Operator Platform's SRM [Service Resource Manager], which entails the following: 
It enables the end-user device [end-user device implies UE, but edge client is used in [1] specifically to refer to the client-side endpoint of the UNI]  to establish an encrypted communication channel with the Operator Platform SRM. 
Authentication and authorisation. In this document [the requirements document], we assume that the UE attaches to the 4/5G network so that the OP can rely on AAA done by the operator. [The EDGEAPP standards provide procedures for authentication and authorization, so the API described here will attempt to elaborate this requirement. [1] Section 3.5.3.2 requires that a chain of trust be established from the AC to the cloudlet.]
It enables the User Client’s usage tracking. For example, to support integration with the network operator’s billing infrastructure. [Usage tracking is not fully described yet. Elsewhere in [1], the requirement to block usage tracking for privacy is described. The appearance of usage tracking behavior in the UNI API is for further study.]
The OP's UNI shall allow the user client to trigger the selection of a Cloudlet by the OP. [This implies that a subset of the possible EDGEAPP functionality is to be supported by UNI, described in a profile.]
The OP's UNI shall allow the user client to trigger the instantiation of an application instance on the selected Cloudlet.
The OP shall measure network performance metrics for tracking the average latency characteristics of the edge network. 
Based on metrics and location information, the User Client may request through the UNI that the OP considers a change of Cloudlet.




[bookmark: _Toc110462585]Service Flows
In the service flows described here, we refer to the Home Network (to which a UE is a subscriber) and a Visited Network (when a UE is roaming), and a Home OP (an OP owned by the Home Network) and a Visited OP (an OP owned by a network to which a UE is attached while roaming).

Service flows are the message sequences between functional elements of an OP system.
The service flows described in the current edition of [1] are the most important, but they do not represent a complete list. The service flows are described in the following subsections, but their names do not exactly match the names that appear in [1] (the annotations point the reader to the corresponding requirements sections). The names appearing here provide a more symmetric taxonomy of the flows.
The UNI-related service flows identified by [1] include:
· UC Registration – Home Network Attachment, Home OP Registration [[1], Section 4.1]
· UC Registration – Visited Network Attachment, Home/Visited OP Registration [[1], Section 4.2]
· Edge Discovery – Home OP Registration, Home OP Cloudlet [[1], Section 4.3]
· Edge Discovery – Home OP Registration, (Edge-Sharing) Partner OP Cloudlet [[1], Section 4.4]
· Edge Discovery – Visited Partner OP, Home/Visited OP Cloudlet [[1], Section 4.5]
· Application Deployment in Home Operator Domain [[1], Section 4.6]
· Application Deployment in Federated Operator Domain [[1], Section 4.7]
Of these flows, high-level sequence diagrams are provided for UC Registration – Home Operator Platform, and Edge Discovery – Edge-Sharing Partner Network.
The service flows are not defined in detail. API specifications that support the required behavior, and which are not in conflict in OP requirements, are candidates for use as a UNI API.

[bookmark: _Ref110342042][bookmark: _Toc110462586]UC Registration – Home Network Attachment, Home OP Registration
This service flow is depicted in Figure 2. The UE is assumed to be connected to the Home Network (i.e., the network that hosts the Home OP).
In comparison to Section ‎3.2.2, in which alternatives of Home or Local Breakout routing are presented as sub-cases, This case implicitly assumes that a UE attached to its Home Network would never choose to register to other than the corresponding Home OP. This is the base case of the Registration service flows.
The Home OP is permitted to accept the authentication credentials of the Home Network.Detailed requirements for authentication and authorization are left for further study.
Registration is triggered from the UE, possibly from the AC or UC, but the UNI message travels from UC to the Home OP. The requirements imply that the Home OP endpoint is pre-configured in the UC, and that the MNC and MCC of the OP are part of its identity. 
The registration message presumably provides identifying information information for the UC, because authentication and authorization takes place in this step. The functional element Subscriber Profile Repository (SPR) participates in authentication and authorization, but the UC does not need to know its identity. The sequence diagram provided combines authentication and authorization into a single request/response pair, although this is not a requirement (i.e., separation of authentication and authorization into separate request/response pairs is not forbidden).
Other service flows involving redirection to a different entity for registration purposes are not precluded, but not specified.


[image: ]
[bookmark: _Ref110327895]Figure 2 - Edge Registration - Home Operator Platform (from [1] Figure 9)
After UC Registration has completed, the UC is able to proceed to an Edge Discovery service flow.

[bookmark: _Ref110341507][bookmark: _Toc110462587]UC Registration – Visited Network Attachment, Home/Visited OP Registration

This case assumes that a UE has previously connected to a Visited Network. The logical choices for Registration are either the UE’s Home Network/Home OP (Home Routing, HR, sub-case),or the Visited OP corresponding to the Visited Network (Local Breakout, LBO, sub-case). The HR sub-case is applicable when the Visited OP is not federated with the Home OP (or when there is no Visited OP). The LBO sub-case is applicable when the Home and Visited OP are federated with each other and support sharing of authentication and authorization information.
As in the case described in Section ‎3.2.1, the UC registers on its Home OP (the Visited and Home Networks provide message forwarding as a lower-level service, not visible to the UC).
For Home Routing, all interaction to/from the UC take place with the Home OP, identical with the case of UC Registration – Home OP, except for the extra forwarding step through the Visited Network. Any edge cloud resources used by the AC are on its Home OP.

[image: ]
Figure 3 – UC Registration on Visited OP - Home Routing (from [1], Figure 10)

For Local Breakout, the UC registration flow is redirected from the Home OP to the OP on the Visited Network. The UC interacts with the Visited OP as if it were the Home OP [which implies that a UC Registration service flow must provide a response or a notification event reporting the redirection; the redirection remains in effect during the OP session.]

The Home and Visited OPs exchange any information required to allow authentication and authorization to take place on the Visited OP. This exchange may take place over the E/WBI reference point, or may be implemented in some other manner; it is not visible to the UNI.
[image: ]
Figure 4 - UC Registration on Visited OP - Local Breakout (from [1], Figure 11)

[bookmark: _Toc110462588]Edge Discovery – Home OP Registration, Home OP Cloudlet

Edge Discovery is the process of finding a “suitable” cloudlet on which to run an application that interacts with the UE (or actually its AC). “Suitable” means “meets the QoE requirements of the AC, and is acceptable to the owners of the OP that supplies it”. The AC, and its owner, at a minimum specify the QoE requirements; the UE interacts with the OP to which it is registered to discover the suitable cloudlet.
In this section, the UC is assumed to be registered to its Home OP, and the suitable cloudlet is assumed to be owned by the Home OP.
This use case could be considered to be a subset of the case where the Home OP chooses a suitable cloudlet from itself and all Partner OPs to which it is federated. The next section considers this case.

[bookmark: _Toc110462589]Edge Discovery – Home OP Registration, (Edge-Sharing) Partner OP Cloudlet
In this service flow, the UC is assumed to be attached to its Home Network, and registered to its Home Operator. The flow (shown in Figure 5) assumes that the suitable cloudlet is to be found in a federated Partner OP. The term “Edge-Sharing” in OP refers to a federated relationship between the Home and Partner OPs that allow Home OP customers to use cloudlets on the Visitied OP.
The decision making procedure in which all possible cloudlets, Home or Partner are obtained and compared, is omitted. 
In any case, the flows to/from the UC are from/to the Home OP to which it is registered, hence the UNI APIs that derive from this service flow are invariant in terms of messages. The important differences will be in the data elements that describe the cloudlet.
[image: ]
[bookmark: _Ref110333260]Figure 5 - Edge Discovery - Home OP, Edge-Sharing Partner Network Cloudlet (from [1], Figure 12)

[bookmark: _Toc110462590]Edge Discovery – Visited Network Registration, Visited OP Cloudlet

This service flow is meant to be parallel to the Registration cases of Section ‎3.2.2. In other words, the UE is attached to the Visited Network, and has registered via either Home Routing or Local Breakout. It then uses the OP to which it has registered to find a suitable cloudlet in the Visited OP. 
[bookmark: _Toc110462591]Application Deployment – Home/Partner Operator Domain
Before an AC can interact with an application on a cloudlet, the cloudlet-resident part of the application must be deployed on a cloudlet somewhere. Applications may be deployed in a variety of ways, pre-eminently by the application developer using the Northbound Interface (NBI). However, OP envisions the ability to deploy an application in response to a discovery request made by an AC.
These service flows are not specified in the current edition of [1]. However, elsewhere in [1], e.g., Section 5.1.1.2.2, the criteria required by an application are described. The UNI can support dynamic application deployment by providing a method for sharing these criteria with a UC/AC, and for the UC/AC to use the criteria to select a cloudlet. 
The selection logic shown in the above selection diagrams could execute in the OP, or in the UC/AC, as long as the information elements are able to be exchanged between the UC and the OP.

The functionality available to the OP for application deployment include [ [1], Section 3.2.3]:
· Application Instantiation/Termination, e.g. based on triggers from the UNI;
· Application Endpoint exposure towards User Clients via the UNI;
· Application Placement decisions, e.g. based on measurements/triggers from the UNI.

[bookmark: _Toc110462592]UNI Security/Privacy
According to [1], Section 5.1.6.1, the UNI expects to connect to a trusted network. Additional security requirements that should be supported by the UNI are described in [1], Section 5.1.6.3.
Prior to any of the service flows described above, authentication and authorization is expected to have taken place, and the default expectation is that the operator network is a 4/5 G network. Thus, the UNI can reasonably expect the authentication/authorization services of a 4/5 G network to be available.
The information elements shared over the UNI may have security and privacy implications. [1], Section 3.5.5.1, discuss information elements, such as MSISDN, GPSI, or SIM credentials, that an AC/UC may request when performing edge discovery. The UNI may be required to provide extra access rights to constrain the ability to request such information.
According to [1], Section 5.1.1.3, it should not be possible for an application developer to obtain the exact location of an individual cloudlet, or to request a specific cloudlet. Since an application can be designed to share information with its developer, this constraint applies also to the UNI.

[bookmark: _Toc110462593] Mobility Management
OP requirements refer to UE mobility, application mobility, and session mobility.
[bookmark: _Toc110462594]UE Mobility
UE mobility refers to the relocation of a UE within a mobile network. This may happen because the UE itself moves geographically, or because the mobile network moves the UE for reasons of network load, QoS, or other reasons. UE mobility is largely a feature of the underlying mobile network, not OP, except that both an OP and a UC must be able to send and receive UE mobility events. A UE may issue a UE mobility event if the AC/UC decide that its UE has left a geographic area and needs to inform the OP of the change of state. [1], Section 5.2.2.3.1, has references to UE mobility.
[bookmark: _Toc110462595]Application Mobility
Application mobility refers to the ability of OP to select a “new” edge node on which to move an application.It is distinct from provisioning in that application instances are already available on other cloudlets, and the new instance is in support of a session with a UC in order to satisfy, e.g., QoS requirements. [1], Section 5.2.2.3.4 provides brief requirements for application mobility.
[bookmark: _Toc110462596]Session Mobility

Session mobility refers to the ability of a session (between an AC and an application on a cloudlet) to maintain continuity when an application moves between cloudlets (which is referred to as Application Context Relocation in EDGEAPP). Session mobility implies procedures that send mobility events to a UC. [1], Section 5.2.2.3.5 provides brief requirements for session mobility.

[bookmark: _Toc110462597]Information Elements

Security information elements that are expected to be maintained and aligned with the EWBI and NBI are

[bookmark: _Ref110451051]Table 1 - Common Data Model - Security (from [1], Table 2)
	Data type
	Description
	Interface Applicability

	Authorisation information
	Authorisation information of the Application Provider
	UNI/East/West/North

	Certificate 
	The certificate of the Application Provider
	UNI/East/West/North

	Encryption information
	To encrypt data transmission and data streams, or cryptographic credentials (e.g., TLS certificates) used for information exchange among trust domains
	UNI/East/West/North

	Authentication information
	Certified identities of other trusted domains
	UNI/East/West/North

	Access List
	For information elements that an API may request between trust domains, the list of identities authorised to make a request
	UNI/East/West/North



[1] Section 3.4.4 refers to the Edge Client (which is an inconsistency, the application client and user client are defined, not the edge client).
The (no doubt abbreviated) data model that must be aligned between UNI and EWBI includes:
Table 2 - Common Data Model – Edge Client (from [1], Table 8)

	Data type
	Description
	Interface Applicability

	Edge Client ID
	A unique value that defines the client ID accessing the OP
	UNI/East/West

	Edge Client IP address 
	The IP address of the Edge client
	UNI/East/West

	Edge Client Profile
	Reflects the profile of the edge client and the level of authorisation to access the edge nodes.
	UNI/East/West




[1] table 9 describes resources and descriptions, and states that they are only relevant for EWBI and UNI, but the 3GPP specs to which we are supposed to align require sharing of this kind of information.
[1] table 10 talks about availability zone information that describes compute resources. This overlaps with 3GPP requirements.
Information model of the UE includes:
Table 3 - Common Data Model - UE (from [1], Table 11)

	Data type
	Description
	Interface Applicability

	UE ID
	The terminal ID. For mobile networks, the ID shall be based on International Mobile Subscriber Identity (IMSI) and Mobile Subscriber Integrated Services Digital Network Number (MSISDN) (in case of 3G-4G access) and General Public Subscription Identifier (GPSI) and Subscription Permanent Identifier (SUPI) in case of 5G access as defined by 3GPP. When presented out of the trusted domain (e.g. NBI exposure), the UE ID may take a different format (e.g. a token) bound by the OP to ensure user privacy.
	UNI/North/East/West/South

	UE location
	UE location indicates where the UE connects to the network. For a UE in a mobile network, this is expected to be tied to a relatively static element, such as a data session anchor or mapped Availability Zone, rather than a granular location identifier. When presented out of the trusted domain (e.g. NBI exposure), the UE location may take a different format (e.g. a token) bound by the OP to ensure user privacy. 
	UNI/North/East/West/

	UE Home OP
	The ID of the Home OP of the UE
	UNI/East/West/




The data model (such as it is) for the OP is
Table 4 - Common Data Model – Operator Platform (from [1], Table 12)

	Data type
	Description
	Interface Applicability

	OP ID
	The ID of the Operator Platform. This ID shall be unique per OP domain
	UNI/North/East/West/South



If we map the SRM to 3GPP components, then this ID has to map unambiguously to the SRM/ECS..




[bookmark: _Ref110431954][bookmark: _Toc110462598]Requirements Derived from EGPP EDGEAPP Specifications

[bookmark: _Toc110462599]EdgeApp Architecture
(Discussion of EEC EES, ECS, EAS)
[image: ]
Figure 6 - OP to 3GPP EDGEAPP Mapping (from [1], Figure 16)

[bookmark: _Toc110462600]EdgeApp Functional Element Mapping


Operator Platform
EDGE-1/UNI
EDGE-4/UNI
EAS
Capabilities Exposure
ECS
Federation Broker
EDGE-4/UNI
Federation Manager
EES
ECS
EDGE-6
CAPIF
EDGE-5
EEC
AC
EDGE-5
User Client
EWBI
· TS 23.558 allows EAS to also be the Cloud/Network resources
Cloud Resources
SBI-CR
Service Resource Manager

Figure 7 - EDGEAPP Functional Element Mapping to Operator Platform

(fix this later)

[bookmark: _Toc110462601]EDGEAPP Service Flows

[bookmark: _Toc110462602]Registration
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Figure 8 - EEC Registration (from [23.558])


[bookmark: _Toc110462603]Discovery
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Figure 9 - EAS Discovery Request/Response (from [23.558])
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Figure 10 - EAS Discovery Subscription/Notification (from [23.558])

[bookmark: _Toc110462604]End-to-End Flow (non-relocation)
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[bookmark: _Toc110462605]Application Client Relocation
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Figure 11 - Application Client Relocation (from [23.558])


[bookmark: _Toc110462606]End-to-End Flow (Detection/Provisioning/Registration/Discovery)
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Figure 12 - EDGEAPP End-to-End Flow (initialization)

[bookmark: _Toc110462607]End-to-End Flow (relocation)
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Figure 13 - Application Client Relocation (End-to-End)


[bookmark: _Toc110462608]EdgeApp Services Pertinent to UNI

APIs that map onto Edge-1 and Edge-4, hence on to UNI, are taken from [24.558].
Table 5 - EDGEAPP Edge-1 and Edge-4 APIs (from [24.558])
	API
	Exposed by
	Used by
	definition

	Eecs_ServiceProvisioning{Subscriptions}
	ECS
	EEC
	

	Eecs_ServiceProvisioningNotification
	EEC (via callback)
	ECS
	

	Eees_EECRegistration{Request, Update, Deregister}
	EES
	EEC
	

	Eees_EASDiscovery{Request, Subscribe, Notify, UpdateSubscription, Unsubscribe}
	EES
	EEC
	Obtain EAS discovery info, by request or by notification.
(Is there a callback, as for ACR notification?)

	Eees_EASDiscovery{Notification}
	EEC(by callback)
	EES
	

	Eees_AppContextRelocation
	EES
	EEC, EAS
	

	Eees_ACREvents_Notify(24.558 5.4.2.3) {Subscribe, Notify, UpdateSubscription, Unsubscribe}
	EEC(via callback)
	EES
	To notify the event, EES sends an HTTP POST message using Notification Destination URI received in subscription request, as specified in 6.4.4.
The actual endpoint is given in the callback API provided during subscription.

	Eees_ACREvents_Subscribe
(24.558 5.4.2.2.2)
	EES
	EEC
	EEC gets ACR information subscription response



According to 24.558 and 29.558, the above table are the only APIs that are used by the EEC.This is not enough.
APIs that are exposed by EES, not used by EEC, but refers to EEC (from 29.558):
	API
	Exposed by
	used by

	Eees_EECContextRelocation
	EES
	EES

	
	
	



APIs that are used to send notifications to the EEC
	API
	exposed by
	used by
	definition

	Eees_EASDiscovery_Notify
	EEC?
	EES
	The EES notifies the EEC with EAS discovery info when an event occurs at the EES that satisfies trigger conditions for updating EAS discovery information of a subscribed EEC. The EES may obtain the UE’s location as specified in clause 5.3 of 3GPP TS 29.122.
This clause refers to the Eees_UELocation API defined in 23.558, which allows a UE to be found.
There is an EAS discovery notification, with a callback URI






[bookmark: _Toc110462609]OP UNI APIs
This section specifies a collection of service APIs for the UNI. They are primarily derived from the EDGEAPP APIs presented in Section ‎4. 

The APIs and their information elements maintain their EDGEAPP nomenclature as far as possible. However, even if the APIs maintain the names that imply that they are exposed by EDGEAPP functional elements (e.g., EAS, ECS, EES), in UNI they are exposed by OS or by UC (in the case of EEC).

[bookmark: _Toc110462610]Preconditions and Assumptions:

The EDGEAPP APIs have a variety of preconditions and assumptions:
1. Authentication and Authorization of the UC happens prior to any other interaction, including UC Registration
2. UC Registration in OP (see the service flows in Sections ‎3.2.1 and ‎3.2.2) corresponds to EEC Service Provisioning in [23.558]. In the service APIs, the name of the endpoint is currently Eecs_ServiceProvisioning.
3. UC Registration assumes that a UC, whether in its Home Network or a Visited Network, will register with its Home OP, and thereafter may be redirected to a Partner OP for further interaction.
4. The UC context (derived from EEC context) has been received by the UC from the OP. This allows the UC to discover the OP. This can be done by preconfiguration or by discovery.
5. [1] specifies that an OP may use CAPIF, in which case UC Registration and OP discovery could function analogously to ECS discovery via CAPIF. An OP need not implement CAPIF, in which case UC Registration and OP Discovery will either be provided through some other discovery mechanism, or by preprovisioning. Since UC Registration assumes “first contact” to a Home OP, preprovisioning may be a convenient alternative.
6. OP discovery corresponds to EAS discovery in [23.558]. The Service API is currently spelled “Eees_EASDiscovery”.
7. An EDGEAPP network may contain multiple EES and ECS elements, and there may be multiple rationales for selecting a particular ECS. OP does not wish to expose EDGEAPP functional elements in its reference points, so the UC will only see individual OPs, including its Home OP. An OP implemented via EDGEAPP may contain multiple EES and ECS functional elements; selection at this level takes place on the other side of the UNI service endpoint.
8. An EDGEAPP AC is permitted to indicate its preferred ECS providers (in general, there can be multiple). This is based on a model where multiple ECSs, EESs, EASs can interact with each other. The OP model simplifies this scheme, firstly by aggregating functional elements into a Service Resource Manager, and secondly by defining a homogeneous network of OPs. Because the ECS maps approximately onto the ECS, we conjecture that the ECS ID can map onto the Operator Platform ID. This needs to be part of an Operator Platform Profile (OPP) for EDGEAPP.
[bookmark: _Toc110462611]UNI Services

Table 6 contains the set of UNI services derived from [23.558], [24.558]. Each service exposed by the OP in this table represents a set of functionality provided by an OP.
[bookmark: _Ref110435158]Table 6 - UNI Services (derived from [23.558, 24.558]
	UNI Services
	Exposed By
	Used By
	Description

	Eecs_ServiceProvisioning
	OP
	UC
	UC obtains service provisioning info via request/response or subscribe/notify

	Eecs_ServiceProvisioning_Notify
	UC
	OP
	OP sends service provisioning events to UC via destination endpoint provided by UC to OP

	Eees_EECRegistration
	OP
	UC
	UC registers to an OP via request, update, deregister.This is where OP redirection could occur (maybe?)

	
	
	
	

	Capability Exposure (?)
	
	
	

	Eees_EASDiscovery
	OP
	UC
	UC obtains cloudlet info via request/response or subscribe/notify

	Eees_EASDiscoveryNotification
	UC
	OP
	OP sends cloudlet discovery notifications to UC via destination endpoint provided by UC to OP

	Eees_AppContextRelocation
	OP
	UC
	UC selects a different cloudlet (launches application context relocation)

	Eees_AppContextNotification
	UC
	OP
	OP sends application/session mobility events (ACR Relocation) to UC via destination endpoint provided by UC to OP

	Eees_ACREvents (see 23.558 8.8.3.5)
	
	
	UC arranges to get application/session mobility events (ACR events in EDGEAPP) via subscribe/notify

	Eees_ACRNotification
	UC
	OP
	OP sends application/session mobility events (ACR events in EDGEAPP)



These are REST APIs, compatible with the OneAPI standard and with CAPIF. They each define multiple HTTP methods, which are documented in subsequent subsections. They currently retain the spelling found in [23.558] and [24.558].
The services in Table 6 that are exposed by the UC are notification interfaces. Their analogs in EDGEAPP are “NotificationDestination” endpoints that are supplied to EAS/ECS/EES by a Subscribe API. In the UNI services described here, they are supplied to OP in the same manner, but for clarity are given their own proper names in the table and documentation.
Figure 14 is a sequence diagram depicting how Provisioning, Registration, and Discovery are used in a basic flow. This flow does not yet show authentication, OP redirection or Application/Session Mobility.

[image: ]
[bookmark: _Ref110438441]Figure 14 - Registration, Service Provisioning, Discovery [derived from [23.558])

[bookmark: _Toc110462612]Eecs_Service Provisioning and Notification - API
The interface management APIs provides the capabilities to perform the handshake between the two operator platforms and share the availability zone(s) and resource information with the Partner OPs.
The following subclauses specify the resource methods supported by the resource as described in below section.
Introduction
Following table describe the HTTP Methods for the Eecs_Servicec_Provisioning service, as (possibly) modified for OP.
Table 7 - Service Provisioning Request/Subscribe/Notify (derived from [24.558])
	Operation
	HTTP Methods
	Definition
	Exposed by

	Eecs_ServiceProvisioning_Request
	POST {apiRoot}/eecs-serviceprovisioning/<apiVersion>/request
	Request one-time service provisioning information for UC.
	OP

	Eecs_ServiceProvisioning_Subscribe
	POST {apiRoot}/eecs-serviceprovisioning/<apiVersion>/subscriptions
	Subscribe to notifications of service provisioning information
	OP

	Eecs_ServiceProvisioning_UpdateSubscription
	PATCH, PUT {apiRoot}/eecs-serviceprovisioning/<apiVersion>/subscriptions/{subscriptionId}
	UC updates its subscription for provisioning information.
	OP

	Eecs_ServiceProvisioning_Unsubscribe
	DELETE {apiRoot}/eecs-serviceprovisioning/<apiVersion>/subscriptions/{subscriptionId}
	UC removes its subscription for provisioning information
	OP

	Eecs_ServiceProvisioning_Notify
	POST
	OP sends service provisioning notifications via endpoint provided by UC
	UC




Eecs_ServiceProvisioning_Request : POST Method 

The request contains the following parameters (the structured data types appear further on):

Table 8 - Eecs_ServiceProvisioning_Request parameters
	Parameter Name
	P
	Cardinality
	Description

	ECSServProvReq
	M
	1
	[24.558] 8.1.5.2.2

	authenticaton/authorization credentials? (in ECSServProvReq)
	
	
	



The OP operates on this request according to [24.558] section 7.2.2.2.2
The tables below describe the data structures supported by the POST Response Body on this resource for 200 OK Response.
Table 9 - Eecs_ServiceProvisioning_Request 200 OK response
	Parameter Name
	P
	Cardinality
	Description

	ECSServProvResp
	M
	1
	Operators in federation shall be governing the namespace and operator identifier assigned to it. 



The tables below describe the data structures supported by the POST Response Body on this resource for non-200 response codes.

Table 10 - Eecs_ServiceProvisioning_Request Non-200 responses

	Parameter Name
	P
	Cardinality
	Response
codes
	Description

	problemDetails
	C
	1
	204
	No Content


: Failure Responses for Create Federation Request

Eecs_ServicecProvisioning_Request Data Model
Request and Response Bodies
This subclause specifies the Request and Response bodies of EECS_ServiceProvisioning_Request.
.
Table 11 - ECSServProvReq Data Model (from [24.558], Table 8.1.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OOP comments

	eecId
	string
	M
	0..1
	Represents a unique identifier of the UC.
	

	ueId
	Gpsi
	O
	0..1
	Represents the identifier of the UE.
	

	acProfs
	array(ACProfile)
	O
	1..N
	Information about services the UC wants to connect to. 
	

	eecSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the UC for service continuity. If this attribute is not present, then the UC does not support service continuity.
	

	connInfo
	array(ConnectivityInfo)
	O
	0..N
	List of connectivity information for the UE.
	

	locInf
	LocationInfo
	O
	0..1
	Represents location information of the UE.
	



Table 12 - ECSServProvResp Data Model (from [24.558], Table 8.1.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OOP comments

	ednCnfgInfo
	array(EDNConfigInfo)
	M
	1..N
	List of EDN configuration information. 
	This information is returned in the Response body. In EDGEAPP, it returns the EDN that the UE uses to talk to an ECS, and indicates the geographical and topological areas that the ECS serves. For OP, this effectively tells the UC what network it can use to talk to an OP, and the availability zones.

The nomenclature for availability zones should be aligned with the LocationArea5G data type in an OP Profile.






Eecs_ServiceProvisioning_Subscribe : POST Method  TODO

The request contains the following parameters (the structured data types appear further on):

Table 13 - Eecs_ServiceProvisioning_Subscribe  parameters
	Parameter Name
	P
	Cardinality
	Description

	ECSServProvReq
	M
	1
	[24.558] 8.1.5.2.2

	authenticaton/authorization credentials? (in ECSServProvReq)
	
	
	



The OP operates on this request according to [24.558] section 7.2.2.2.2
The tables below describe the data structures supported by the POST Response Body on this resource for 200 OK Response.
Table 14 - Eecs_ServiceProvisioning_Request 200 OK response
	Parameter Name
	P
	Cardinality
	Description

	ECSServProvResp
	M
	1
	Operators in federation shall be governing the namespace and operator identifier assigned to it. 



The tables below describe the data structures supported by the POST Response Body on this resource for non-200 response codes.

Table 15 - Eecs_ServiceProvisioning_Request Non-200 responses

	Parameter Name
	P
	Cardinality
	Response
codes
	Description

	problemDetails
	C
	1
	204
	No Content


: Failure Responses for Create Federation Request

Eecs_ServicecProvisioning_Request Data Model
Request and Response Bodies
This subclause specifies the Request and Response bodies of EECS_ServiceProvisioning_Request.
.
Table 16 - ECSServProvReq Data Model (from [24.558], Table 8.1.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OOP comments

	eecId
	string
	M
	0..1
	Represents a unique identifier of the UC.
	

	ueId
	Gpsi
	O
	0..1
	Represents the identifier of the UE.
	

	acProfs
	array(ACProfile)
	O
	1..N
	Information about services the UC wants to connect to. 
	

	eecSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the UC for service continuity. If this attribute is not present, then the UC does not support service continuity.
	

	connInfo
	array(ConnectivityInfo)
	O
	0..N
	List of connectivity information for the UE.
	

	locInf
	LocationInfo
	O
	0..1
	Represents location information of the UE.
	



Table 17 - ECSServProvResp Data Model (from [24.558], Table 8.1.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OOP comments

	ednCnfgInfo
	array(EDNConfigInfo)
	M
	1..N
	List of EDN configuration information. 
	This information is returned in the Response body. In EDGEAPP, it returns the EDN that the UE uses to talk to an ECS, and indicates the geographical and topological areas that the ECS serves. For OP, this effectively tells the UC what network it can use to talk to an OP, and the availability zones.

The nomenclature for availability zones should be aligned with the LocationArea5G data type in an OP Profile.





Eecs_ServiceProvisioning_Request : POST Method 

The request contains the following parameters (the structured data types appear further on):

Table 18 - Eecs_ServiceProvisioning_Request parameters
	Parameter Name
	P
	Cardinality
	Description

	ECSServProvReq
	M
	1
	[24.558] 8.1.5.2.2

	authenticaton/authorization credentials? (in ECSServProvReq)
	
	
	



The OP operates on this request according to [24.558] section 7.2.2.2.2
The tables below describe the data structures supported by the POST Response Body on this resource for 200 OK Response.
Table 19 - Eecs_ServiceProvisioning_Request 200 OK response
	Parameter Name
	P
	Cardinality
	Description

	ECSServProvResp
	M
	1
	Operators in federation shall be governing the namespace and operator identifier assigned to it. 



The tables below describe the data structures supported by the POST Response Body on this resource for non-200 response codes.

Table 20 - Eecs_ServiceProvisioning_Request Non-200 responses

	Parameter Name
	P
	Cardinality
	Response
codes
	Description

	problemDetails
	C
	1
	204
	No Content


: Failure Responses for Create Federation Request

Eecs_ServicecProvisioning_Update Data Model (TODO)
Request and Response Bodies
This subclause specifies the Request and Response bodies of EECS_ServiceProvisioning_Request.
.
Table 21 - ECSServProvReq Data Model (from [24.558], Table 8.1.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OOP comments

	eecId
	string
	M
	0..1
	Represents a unique identifier of the UC.
	

	ueId
	Gpsi
	O
	0..1
	Represents the identifier of the UE.
	

	acProfs
	array(ACProfile)
	O
	1..N
	Information about services the UC wants to connect to. 
	

	eecSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the UC for service continuity. If this attribute is not present, then the UC does not support service continuity.
	

	connInfo
	array(ConnectivityInfo)
	O
	0..N
	List of connectivity information for the UE.
	

	locInf
	LocationInfo
	O
	0..1
	Represents location information of the UE.
	



Table 22 - ECSServProvResp Data Model (from [24.558], Table 8.1.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OOP comments

	ednCnfgInfo
	array(EDNConfigInfo)
	M
	1..N
	List of EDN configuration information. 
	This information is returned in the Response body. In EDGEAPP, it returns the EDN that the UE uses to talk to an ECS, and indicates the geographical and topological areas that the ECS serves. For OP, this effectively tells the UC what network it can use to talk to an OP, and the availability zones.

The nomenclature for availability zones should be aligned with the LocationArea5G data type in an OP Profile.





Eecs_ServiceProvisioning_Request : POST Method 

The request contains the following parameters (the structured data types appear further on):

Table 23 - Eecs_ServiceProvisioning_Request parameters
	Parameter Name
	P
	Cardinality
	Description

	ECSServProvReq
	M
	1
	[24.558] 8.1.5.2.2

	authenticaton/authorization credentials? (in ECSServProvReq)
	
	
	



The OP operates on this request according to [24.558] section 7.2.2.2.2
The tables below describe the data structures supported by the POST Response Body on this resource for 200 OK Response.
Table 24 - Eecs_ServiceProvisioning_Request 200 OK response
	Parameter Name
	P
	Cardinality
	Description

	ECSServProvResp
	M
	1
	Operators in federation shall be governing the namespace and operator identifier assigned to it. 



The tables below describe the data structures supported by the POST Response Body on this resource for non-200 response codes.

Table 25 - Eecs_ServiceProvisioning_Request Non-200 responses

	Parameter Name
	P
	Cardinality
	Response
codes
	Description

	problemDetails
	C
	1
	204
	No Content


: Failure Responses for Create Federation Request

Eecs_ServicecProvisioning_Unsubscribe Data Model (TODO)
Request and Response Bodies
This subclause specifies the Request and Response bodies of EECS_ServiceProvisioning_Request.
.
Table 26 - ECSServProvReq Data Model (from [24.558], Table 8.1.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OOP comments

	eecId
	string
	M
	0..1
	Represents a unique identifier of the UC.
	

	ueId
	Gpsi
	O
	0..1
	Represents the identifier of the UE.
	

	acProfs
	array(ACProfile)
	O
	1..N
	Information about services the UC wants to connect to. 
	

	eecSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the UC for service continuity. If this attribute is not present, then the UC does not support service continuity.
	

	connInfo
	array(ConnectivityInfo)
	O
	0..N
	List of connectivity information for the UE.
	

	locInf
	LocationInfo
	O
	0..1
	Represents location information of the UE.
	



Table 27 - ECSServProvResp Data Model (from [24.558], Table 8.1.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OOP comments

	ednCnfgInfo
	array(EDNConfigInfo)
	M
	1..N
	List of EDN configuration information. 
	This information is returned in the Response body. In EDGEAPP, it returns the EDN that the UE uses to talk to an ECS, and indicates the geographical and topological areas that the ECS serves. For OP, this effectively tells the UC what network it can use to talk to an OP, and the availability zones.

The nomenclature for availability zones should be aligned with the LocationArea5G data type in an OP Profile.





Eecs_ServiceProvisioning_Request : POST Method 

The request contains the following parameters (the structured data types appear further on):

Table 28 - Eecs_ServiceProvisioning_Request parameters
	Parameter Name
	P
	Cardinality
	Description

	ECSServProvReq
	M
	1
	[24.558] 8.1.5.2.2

	authenticaton/authorization credentials? (in ECSServProvReq)
	
	
	



The OP operates on this request according to [24.558] section 7.2.2.2.2
The tables below describe the data structures supported by the POST Response Body on this resource for 200 OK Response.
Table 29 - Eecs_ServiceProvisioning_Request 200 OK response
	Parameter Name
	P
	Cardinality
	Description

	ECSServProvResp
	M
	1
	Operators in federation shall be governing the namespace and operator identifier assigned to it. 



The tables below describe the data structures supported by the POST Response Body on this resource for non-200 response codes.

Table 30 - Eecs_ServiceProvisioning_Request Non-200 responses

	Parameter Name
	P
	Cardinality
	Response
codes
	Description

	problemDetails
	C
	1
	204
	No Content


: Failure Responses for Create Federation Request

Eecs_ServiceProvisioning_Notify Data Model (TODO)
Request and Response Bodies
This subclause specifies the Request and Response bodies of EECS_ServiceProvisioning_Request.
.
Table 31 - ECSServProvReq Data Model (from [24.558], Table 8.1.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OOP comments

	eecId
	string
	M
	0..1
	Represents a unique identifier of the UC.
	

	ueId
	Gpsi
	O
	0..1
	Represents the identifier of the UE.
	

	acProfs
	array(ACProfile)
	O
	1..N
	Information about services the UC wants to connect to. 
	

	eecSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the UC for service continuity. If this attribute is not present, then the UC does not support service continuity.
	

	connInfo
	array(ConnectivityInfo)
	O
	0..N
	List of connectivity information for the UE.
	

	locInf
	LocationInfo
	O
	0..1
	Represents location information of the UE.
	



Table 32 - ECSServProvResp Data Model (from [24.558], Table 8.1.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OOP comments

	ednCnfgInfo
	array(EDNConfigInfo)
	M
	1..N
	List of EDN configuration information. 
	This information is returned in the Response body. In EDGEAPP, it returns the EDN that the UE uses to talk to an ECS, and indicates the geographical and topological areas that the ECS serves. For OP, this effectively tells the UC what network it can use to talk to an OP, and the availability zones.

The nomenclature for availability zones should be aligned with the LocationArea5G data type in an OP Profile.




[bookmark: _Toc110462613]EDGEAPP Information Elements

The information elements described in this section appear in the UNI APIs. They should be aligned, and often constrained, by an OP Profile.
The data types defined here, and appearing in ECS_ServiceProvisioning_Request, are defined in various of [24.558], [29.122],  [29.558], [29.571].

[bookmark: _Toc110462614]GPSI (Generic Public Subscription Identifier)

This type appears in the OP requirements. 

Table 33 - GPSI data type (from [29571])
	Attribute Name
	Type
	Description
	OP comments

	Gpsi (Generic Public Subscription Identifier)
	string
	String identifying a Gpsi shall contain either an External Id or an MSISDN. It shall be formatted as follows:
-External Identifier: "extid-<extid>, where <extid> shall be formatted according to clause 19.7.2 of 3GPP TS 23.003 [7] that describes an External Identifier.
-MSISDN: "msisdn-<msisdn>, where <msisdn> shall be formatted according to clause 3.3 of 3GPP TS 23.003 [7] that describes an MSISDN.
Pattern: '^(msisdn-[0-9]{5,15}|extid-.+@.+|.+)$'
	This is probably aligned in OP and EDGEAPP.




[bookmark: _Toc110462615]ACProfile (Application Client Profile)

Table 34 describes the ACProfile type, which describes the profile of the application client (and hence the User Client) for use in selecting a cloudlet. In EDGEAPP, this profile actually indicates which ECS providers are preferred, which in turn allows EESs and eventually EASs to be selected.
[bookmark: _Ref110451108]Table 34 - Definition of ACProfile data type (from [24.558] Table 6.2.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OPP comments

	acId
	string
	M
	1
	Identity of the AC.
	

	acType
	string
	O
	0..1
	The category or type of AC. 
	

	prefEcsps
	array(string)
	O
	1..N
	Indicates to the ECS which ECSPs are preferred for the AC. The ECS may use this information in the selection of EESs. 
	For an OP profile, this should either be optional, or should point to the Home OP. This implies aligning the ID scheme of OPs with ECSs.

	acSchedule
	ScheduledCommunicationTime
	O
	0..1
	Indicates the expected operation schedule of the AC (e.g. time windows)
	Not mentioned in [1].

	expAcGeoServArea
	LocationArea5G
	O
	0..1
	Indicates the expected location(s) (e.g. route) of the hosting UE during the AC's operation schedule.
	See Table 35

	acSvcContSupp
	array(ACRScenario)
	O
	0..1
	Indicates if service continuity support is required or not for the application.
The ACR scenarios supported by the AC for service continuity. If this attribute is not present, then the AC does not support service continuity.
	

	eass
	Array(EasDetail)
	O
	1..N
	Provides the list of EAS that serve the AC along with the service KPIs required by the AC
	



[bookmark: _Toc110462616]EasDetail Type

The EasDetail type describes the characteristics that an EAS (i.e., cloudlet) requires of an application client in order to work properly with the AC.

[bookmark: _Ref110452470]Table 35 - EasDetail data type (from [24558], table 6.2.5.2.2-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	OPP comments

	easId
	string
	M
	1
	Identifier of the EAS
	This data type needs to be aligned with data types specified in the NBI and E/WBI, or else treated as optional.

	expectedSvcKPIs
	ACServiceKPIs
	O
	0..1
	Describes the KPIs expected in order for ACs to receive currently required services from the EAS
	

	minimumReqSvcKPIs
	ACServiceKPIs
	O
	0..1
	Describes the minimum KPIs required in order for ACs to receive meaningful services from the EAS
	




[bookmark: _Toc110462617]LocationArea5G type

Table 36 - LocationArea5G data type (from [29.122] Table 5.2.1.2.17-1)
	Attribute name
	Data type
	Cardinality
	Description
	OPP Comments

	geographicAreas
	array(GeographicArea)
	0..N
	Identifies a list of geographic area of the user where the UE is located.
	These need to map onto availability zones

	civicAddresses
	array(CivicAddress)
	0..N
	Identifies a list of civic addresses of the user where the UE is located.
	

	nwAreaInfo
	NetworkAreaInfo
	0..1
	This IE represents the network area information of the user where the UE is located.
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The ACRScenario enumeration, which appears in the ACProfile data type, indicates what service continuity models the AC (or UC) support
Table 37 - ACRScenario Enumeration (from [29558], table 9.1.5.3.3-1)
	Enumeration value
	Description
	OOP comments

	EEC_INITIATED
	Represents the EEC initiated ACR scenario.
	This should be mapped onto OP session continuity data types. OP may only support a subset of these.

	EEC_EXECUTED_VIA_SOURCE_EES
	Represents the EEC ACR scenario executed via the S-EES.
	S-EES, T-EES, S-EAS, T-EAS identifiers should map onto OP identifiers.

	EEC_EXECUTED_VIA_TARGET_EES
	Represents the EEC ACR scenario executed via the T-EES.
	

	SOURCE_EAS_DECIDED
	Represents the EEC ACR scenario where the S-EAS decides to perform ACR.
	

	SOURCE_EES_EXECUTED
	Represents the EEC ACR scenario where S-EES executes the ACR.
	

	EEL_MANAGED_ACR
	Represents the EEC ACR scenario where the ACR is managed by the Edge Enabler Layer.
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The ConnectivityInfo type Identifies the PLMN by which a UE is connected to OP, and indicates if it is mediated by a trusted WLAN network.

Table 38 - ConnectivityInfo (from [24558], table 8.1.5.2.5-1)
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	plmnId
	PlmnId
	O
	0..1
	Represents PLMN identity
	

	ssId
	string
	O
	0..1
	This IE shall be present if the UE is accessing the 5GC via a trusted WLAN access network.
When present, it shall contain the SSID of the access point to which the UE is attached.
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The LocationInfo type provides detailed information about the UC’s location and trajectory. It ultimately comes from information delivered from the SCEF to the SCS/AS in the mobile network, and is provided by the UC to OP. A sufficiently sophisticated mobility algorithm can use this information to manage application mobility.

	Attribute name
	Data type
	Cardinality
	Description
	OOP comments

	ageOfLocationInfo
	DurationMin
	0..1
	Indicates the elapsed time since the last network contact of the UE.
Refer to the Age-Of-Location-Information AVP as defined in clause 7.3.126 of 3GPP TS 29.272 [33].
	

	cellId
	string
	0..1
	Indicates the Cell Global Identification of the user which identifies the cell the UE is registered.
Refer to the Cell-Global-Identity AVP or E-UTRAN-Cell-Global-Identity AVP as defined in clause 7.3.119 or clause 7.3.117 of 3GPP TS 29.272 [33]. (NOTE 2)
	

	enodeBId
	string
	0..1
	Indicates the eNodeB in which the UE is currently located.
Refer to the eNodeB-ID AVP or Extended-eNodeB-ID AVP as defined in clause 7.3.198 or clause 7.3.218 of 3GPP TS 29.272 [33].
	

	routingAreaId
	string
	0..1
	Identifies the Routing Area Identity of the user where the UE is located.
Refer to the Routing-Area-Identity AVP as defined in clause 7.3.120 of 3GPP TS 29.272 [33].
	

	trackingAreaId
	string
	0..1
	Identifies the Tracking Area Identity of the user where the UE is located.
Refer to the Tracking-Area-Identity AVP as defined in clause 7.3.118 of 3GPP TS 29.272 [33]. (NOTE 3)
	

	plmnId
	string
	0..1
	Identifies the PLMN Identity of the user where the UE is located.
Refer to the Visited-PLMN-Id AVP as defined in clause 7.3.9 of 3GPP TS 29.272 [33].
	

	twanId
	string
	0..1
	Identifies the TWAN Identity of the user where the UE is located.
	

	geographicArea
	GeographicArea
	0..1
	Identifies a geographic area of the user where the UE is located.
	

	civicAddress
	CivicAddress
	0..1
	The civic address of the target UE.
	eLCS

	positionMethod
	PositioningMethod
	0..1
	Identifies the positioning method used to obtain the location estimate of the UE, if it is available at the LCS server and if needed.
	eLCS

	qosFulfilInd
	AccuracyFulfilmentIndicator
	0..1
	Represents whether the requested accuracy is fulfilled or not.
(NOTE 1)
	eLCS

	ueVelocity
	VelocityEstimate
	0..1
	UE velocity, if requested and available
	eLCS

	ldrType
	LdrType
	0..1
	The IE may be included to indicate the type of event that triggers event notification.
	eLCS

	achievedQos
	MinorLocationQoS
	0..1
	When present, this IE shall contain the achieved Location QoS Accuracy of the estimated location.

This IE shall be present if received.
	MULTIQOS

	NOTE 1:	For the eLCS feature, if "reportingLocEstInd" attribute is set to false or omitted during the monitoring event request, the location estimation information shall not be included. Otherwise, if the "reportingLocEstInd" attribute is set to true, and 
-	if the "qosFulfilInd" attribute is set to "REQUESTED_ACCURACY_FULFILLED", the location estimate information may be included if the "lcsQosClass" attribute within the "locQoS" attribute is set to "BEST_EFFORT"; or 
-	if the "qosFulfilInd" attribute is set to "REQUESTED_ACCURACY_NOT_FULFILLED", the location estimate shall not be included if the "lcsQosClass" attribute within "locQoS" attribute is set to "ASSURED". 
NOTE 2:	For NEF, the context of the property shall refer to the Ecgi or Ncgi data type as defined in clause 5.4.4.5 or clause 5.4.4.6 of 3GPP TS 29.571 [45].
NOTE 3:	For NEF, the context of the property shall refer to the Tai data type as defined in clause 5.4.4 of 3GPP TS 29.571 [45]].
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The PlmnIdNid type describes the Mobile Country Code, Mobile Network Code, and Network Identity of the network to which a UE is attached. The data elements themselves are used in OP, but the data types in which they appear are not necessarily aligned at thie time.
Table 39 - PlmnIdNid type (from [29571], table 5.4.4.35-1)
	Attribute name
	Data type
	P
	Cardinality
	Description

	mcc
	Mcc
	M
	1
	Mobile Country Code

	mnc
	Mnc
	M
	1
	Mobile Network Code

	nid
	Nid
	C
	0..1
	Network Identity; Shall be present if PlmnIdNid identifies an SNPN (see clauses 5.30.2.3, 5.30.2.9, 6.3.4, and 6.3.8 in 3GPP TS 23.501 [2]). Otherwise, this attribute shall be absent.
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