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Background 	Comment by Oliver, Neal: Add, as background text, the following concepts:
EDGEAPP is not focused on ownership of functional entities; OP takes it as a primary focus.
EDGEAPP focus is on enabling all possible behavior that can benefit edge computing and 5G; OP is focused more on providing the most important functionality without too much complexity.
EDGEAPP describes its architecture as functional entities; OP describes its architecture in terms of roles; they don't map together conveniently, which can cause confusion.
"Sharing" in the OP sense is a little confusing to EDGEAPP, because everything is visible, and in principle any entity can be shared with anything else, as long as authorizations are provided (all of the functional entities can see all the others).
OP simplifes the EDGEAPP model in terms of cardinality of functional entities.

GSMA OPG thanks 3GPP SA6 for the LS on edge node sharing considering the mapping of GSMA OP and 3GPP EDGEAPP architecture.…. 
The OP is a conceptual model specifying the behaviour of edge computing systems that share resources among their subscribers.general concept which includes amongst others, the functions of an Operator's edge computing system. Therefore, Aan OP is described in terms of roles, such as Service Resource Management, Federation Management, and Capabilities Exposure, but specific functional entities are not mandated. An OP manages Cloud and Network Resources, on which applications can be deployed for subscribers, and which can be shared with partner OPs. may include multiple entities, such as the ECS, EES, and MANO systems. Different requirements defined in the GSMA should be implemented by different entities in the OP. 
The focus of the OP model is sharing resources between edge computing systems owned by different Operators who do not share a trust domain, and to provide an edge computing model to applications without excessive complexity.
The following Figure 1 shows this architecture, depicting two partner OPs in a federation. Each OP manages Cloud Resources, labelled “EAS” in the figure. The EAS boxes can be assumed to model multiple EASs in each case. The EASs are shown in Edge Nodes, which can be thought of as server clusters, with a physical presence and hence physical locations. An OP attempts to allocate server resources in an Edge Node that is appropriate in location to its user.In the PRD document, the edge node sharing is more generally described as shown below:
[image: ]
Figure 1: Federation architecture for two partner OPs
In Figure 1, each OP manages the edge nodes and the resources/services deployed in the edge nodes. Operator B’s Edge Node is assumed to be in the South Region, and Operator A’s Edge Node in the South North Region, and the subscriber (the User Client/Application Client, or UC/AC), who is a customer of Operator B, is located in the North Region.
Additionally, Operator A shares its edge node with Operator B in the North Region, so that Operator B’s customer users can consume applications and services from Cloud Resources that are close-by. Sharing an Edge Node means that Operator A deploys applications on cloud resources in its Edge Node as requested by Operator B, and provides an application endpoint to Operator AB’s subscriber. In this process, Operator A does not relinquish control or MANOmanagement of its Edge Node to Operator B.
In the course of sharing, location information is provisioned on Operator A in terms of Availability Zones as per clause 3.3.2 in GSMA OPG.02, in order to allow Operator A to select appropriate cloud resources.	Comment by namogh@huawei.com: As per PRD, the availability zone information is provisioned during partner provisioning process.
1. The labels on the arrows in the above figure depict the steps of this process. It makes requests of Operator B, and receives responses from Operator A, via the EWBI.
2. UC of Operator B discovers the edge data network and load/service information by interacting with OP B supporting the North Region.
3. AC connects to the EAS deployed in shared edge node to consume application services in the North Region. 
In the context of mapping relationship of GSMA OP and 3GPP EDGEAPP entities, step 1 is about application deployment as per inter-ECSP interactions (e.g. MANO related interactions), step 2 is the UNI interaction of UC with OP, and step 3 is about application service consumption by the AC, serviced by the UC. 

The EDGEAPP and OP conceptual models are different. The Figure 2 illustrates the two models superimposed, with EDGEAPP functional entities depicted in an OP.


[image: ]	Comment by Gao Chen: Yes, I agree that. ECS itself is belonging to an Operator. At this momnent, ECS doesn`t own any information, especially the Edge Nodes of any other Operators, from another Operator.	Comment by namogh@huawei.com: ECS mapping to Federation Broker is not clear. ECS does not participate in the federation relationship management between the Operators.

The OPs belong to different operator. Suitable label can be provided to the OP.
Figure 2: EDGEAPP and OP conceptual model
There are notable differences between the EDGEAPP and OP conceptual models:
· Granularity of functional entities: In EDGEAPP, the functional entities ECS, EES, EAS, EEC have different functionalities and are exposed to each other as per the architecture in TS 23.558; whether they are authorized to work with each other, they all have identifiers and can be dereferenced. 
In OP, the functional entities that are defined are officially the Operator Platform, Cloud Resources, and Network Resources. The requirements describe the Service Resource Manager (SRM), Capabilities Exposure (CE), and Federation Broker (FB) roles, but an effort is made to define these roles abstractly, not as functional entities. The requirements do not formally describe behaviours amongst these roles within an OP, and different OPs do not have the ability to address each others’ roles.
· Visibility: In EDGEAPP, functional entities in general can interact with each other based on the business relationships between ASP, ESCP, PLMN Operator and End User as described in TS 23.558.ee one another. Although the initial Service Provisioning procedures are not fully specified within the standards, lists of ECS, EES, EAS profiles with accompanying identifiers are distributed rather freely via the procedures, and in particularExample: In the procedures for Application Context Relocation allow Source and Target EAESs are allowed to interact with each other if there is a business relationship between their controlling ECSPs.to see each other.
 In OP, the corresponding interaction between internal functional entitiesroles of functional entities isare not specified. Internally, functional entitiesroles presumably interact, but it is not defined by OP. Externally, functional entitiesroles do not see each other, except in a constrained way for cloud and network resources.
· Ownership: In EDGEAPP, the business relationship specified in TS 23.558 governs the ownership of entity. ECSP can own ECS, EES and EAS while the ASP can only own the EAS. The ECSP can additionally own the Edge Management System (e.g. MANO/OAM) specified by SA5. The ECSP can be a PLMN operator or a 3rd party (e.g. Hyperscaler). The usage of the edge resources by users of ECSP/ASP are governed as per the business relationship. the concept of a functional entity provider (e.g., EAS Provider, EES Provider) is understood architecturally, and providers for not only EAS, EES, ECS, but also for APIs, are described in [23.558], and the APIs provide for Provider Identifiers for each of these. There appear to be no constraints for entities owned by different Providers to interoperate, other than authorization (which is not completely specified. The overall effect is a network of functional entities, all of which are in principle visible to one another, and all of which might be expected to interoperate regardless of Service Provider ownership.
 In OP, an Operator Platform, and the cloud, network, and charging resources attached to it, has a single Operator owner. OP goes to some length to prevent unconstrained use of Operator-owned resources by each others’ subscribers.


· Edge Definition: In EDGEAPP, the location of functional entities is an important consideration major concern. Location may be expressed geographically via point or area locations, or in terms of network attachment points. For an EEC, the operating times and movement trajectories can be specified. Location information appears in numerous flows, and in principle all of the functional entities can participate in the fine-grained tuning of EAS selection for an EEC.
 In OP, location is not shared with ACs or with app developers. Although location information needs to be shared from a UE to the Operator Platform, only the OP itself is able to use this information to provision cloud resources. There are some unavoidable cases where some location information must be shared, but it is done by means of an Availability Zone, which is an (unspecified) geographical entity in which edge computing user experience can be provisioned.

	Comment by Oliver, Neal: This paragraph was moved earlier in the document.
The following figure depicts a possible implementation of the OP model via ECS and EES functional entities., assuming that an EAS in Operator A’s Edge Node is shared with Operator B. There are two cases to be considered, which differ by which operator deploys an EES:With focus on step 2 and step 3, the following mapping relationships for edge node sharing can be considered for OP entity instances deployed at the shared edge node serving the user:	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Maybe it is better to remove all the text/figures from here. It will be better to discuss them in OPG and add them into PRD. Once these scenarios are agreed within OPG, we can send LS to 3GPP SA6.	Comment by namogh@huawei.com: We need to discuss a method on how to handle changes to PRD and also be able to include in the LS, as needed.
A. Case 1: Operator B deploys EES (part of OP B) in the shared edge node
[image: ]	Comment by Bart van Kaathoven: This picture is not longer correct with the answer on Q6
Figure 3: Case 1: Operator B deploys EES (part of OP B) in the shared edge node
ECS-B and EES-B(s) are part of OP B. EES-B#2 of OP B is deployed on Partner A’s shared edge node via Inter-ECSP MANO mechanism.
1. UC (EEC) obtains information about the edge data network (EES-B#2 of OP B, local network information) from ECS-B. This UNI interaction of UC is with OP B entity.
2. Further UC (EEC) connects to EES-B#2 (OP B) in the shared edge node and discovers the application (EAS) information. This UNI interaction of UC is with OP B entity.
In this case, all UNI interactions can be limited within the Operator B.
B. Case 2: Operator A shares its EES (part of OP A) as part of the shared edge node with Operator B
[image: ]	Comment by Bart van Kaathoven: This picture is no longer correct with the answer on Q6
Figure 4: Case 2: Operator A shares its EES (part of OP A) as part of the shared edge node with Operator B
ECS-B is part of OP B. EES-A can be considered as part of OP B as Partner A provides the EES-A services to Operator B as part of the shared edge node. Hence, EES-A can register with ECS-B.	Comment by Oliver, Neal: Sharing EES-A, from EDGEAPP point of view, means authorizing ECS-B to use EES-A.	Comment by namogh@huawei.com: It is about EES-A being able to register with ECS-B. Due to this, Operator B's users when availing service provisioning from ECS-B can be provisioned with EES-A information. From EDGEAPP architecture, EES consumes services provided by ECS.
1. UC (EEC) obtains information about the edge data network (EES-A shared by OP A, local network information) from ECS-B. The UNI interaction of UC is with OP B entity.
2. Further UC (EEC) connects to EES-A (shared by OP A) in the shared edge node and discovers the application (EAS) information. This UNI interaction of UC is with the OP A’s shared entity.	Comment by Magnus Olsson M: If OP B outsources “EES-A” to operator A. It is still acting on behalf of OP B and could as such be considered to be logically a part of OP B 	Comment by Gao Chen: Yes, I agree with that. In this case, OP B own this "EES-A" rather than share it with OP A even if the resouces EES-A is coming from OP A.	Comment by namogh@huawei.com: Yes Magnus, I have modified the description accordingly
In this case, the UNI interactions can be envisioned to occur with OP B entity.
Based on the above GSMA OP and 3GPP EDGEAPP mapping relationship cases, the response to SA6 questions have been formulated.
Response to 3GPP SA6 questions
Q1: Would GSMA OPG confirm the SA6 understanding that when the UE is located in the North Region, it is served by operator B’s PLMN when consuming an application on Partner A's edge node deployed in the North region?
GSMA OPG: 
Correct. For the sake of clarity north area is served by Operator B´s PLMN but physical radio access may be operated by another partner with who Operator B is executing network sharing. Figure below illustrates the scenario.
For the sake of clarity, Nnorth Regionarea is served by Operator B´s PLMN with physical radio access while another partner (Operator A) with whom Operator B is executing edge resource sharingnetwork sharing i.e., OP-A is offering the edge resources (See Q2)services. Figure 3 below illustrates the scenario in the North Region scenario specified by SA6.
	Comment by namogh@huawei.com: This figure should be aligned with the use case in 3.3.5 Edge Node Sharing. North region has Operator B PLMN network, but Operator B itself does not host the edge resources in the North region. Is it correct?
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Figure 3: Edge Node Sharing (Figure 3 from OPG.02)
Q2: Would GSMA OPG please provide the definition of and explain the relationship between edge node, edge sites and edge resources?	Comment by Gao Chen: My quesiton is not directly related to SA6 LS, but I do think it will help us to clarify how to use these similar words as "Edge Node", such as "Cloudlet\Edge Server\ECP PoP\ECP site". So, the question is that should we be unified to use one word (Edge Node) or clarify the difference among these words mentioned above in the upcoming PRD. 
In GSMA PRD OPG 02, all of "Edge Node\Cloudlet\Edge Server\ECP PoP\ECP site" have been adopted. For example, in Page 90, both Cloudlet and Edge Node are used in one sentence, that is "This access shall allow the OP to fulfil request/response transactions regarding an application's lifecycle, catalogue the resources/capabilities and get feedback about the status of the different Cloudlets or edge nodes". In figure 19, Cloudlet is different from Edge Node as the former only include EAS.
In my understanding, I do think that Cloudlet has the same meaning as Edge Node.	Comment by namogh@huawei.com: I agree, it is better to clarify the various terminologies and if some terminologies refers to the same functionality, then it should be unified and only terminology should be used to refer to such functionality.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Cloudlet is defined in OPG.02 as 
A point of presence for the Edge Cloud. It is the point where Edge Applications are deployed. A Cloudlet offers a set of resources at a particular location (either geographically or within a network) that would provide a similar set of network performance.	Comment by Gao Chen: After checking the statements in ETSI MEC 003, I do think that the corresponding terminology of Edge Node used in ETSI MEC is "MEC host". For example, in MEC host selection illustrated in ETSI MEC Annex A.1, the MEO will select one or several MEC hosts within MEC system, and requests the selected host(s) to instantiate the application.
  Besides, MEC host include MEC platform (MEP), MEC applications, Virtualisation infrastructure. Virtualisation infrastructure provides compute, storage, and network resources for the purpose of running MEC applications.
  So, if EES equal to MEP, then EES cann`t map to GSMA OP as Edge Node is not a kind of element belonging to Management system (or Control system).	Comment by namogh@huawei.com: MEC host should be logical collection of compute, storage, network and service resources in the edge data network. So, from that perspective it should be Edge node when mapped to GSMA concept. MEP is one functionality of the MEC host/Edge node. 
GSMA OP defines requirements which related to provisioning/management/OAM aspect as well as some runtime aspects like control.
yes, logically EES is equivalent to MEP and if EES is mapped to OP it only handles the runtime aspects and not the management aspects. 
GSMA OPG:
There are no clear definitions in the GSMA PRD OPG.02 between these concepts, and the GSMA OPG will take the action point to bring the corresponding CRs in following the future PRD versions including figure 19 in the existing GSMA PRD OPG.02. Though the following can be considered for clarification:


Edge site. A physical location where an edge node is deployed.
Edge Node: A physical data centre in which edge resources are deployed.  It maps roughly onto an EES. It manages edge resources, and allows edge resources to be shared with a partner OP. Edge node provides the edge services like EES services and application services like EAS services.	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): OPG.04 say:The term Edge Node used in context with the Edge Node Sharing refers to the compute resources offered by the Partner OP to the Leading OP. The Leading OP may use such resources to serve its own end users in scenarios such as not having the edge clouds footprint in locations where the end users requesting access to edge services but a Partner OP is offering edge cloud resources in those locations.

we need to align the definitions
Edge Node: In the context of edge node sharing, Edge node refers to the partner OP controlled edge resources offered between partners who are operating the mobile network(s).

Edge resources. Sum of compute, network, and storage capabilities made available for load deployment and processing in edge nodes. .

. Element controlling and allowing connectivity to a  set of edge resources made available for load deployments. We understand that this covers 	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): Mark Cornall: Does an Edge Node include Edge Resources? Is it a 1:1 relationship with many ECS and EES?	Comment by Bart van Kaathoven: Should this be EAS?	Comment by namogh@huawei.com: 3GPP architecture includes SA6 defined EDGEAPP (i.e. ECS and EES) and should also include SA5 defined Edge Management System corresponding to SA6 defined EDGEAPP. As per my understanding the Edge Mgmt system can be part of OP which controls the edge node. Primarily Edge nodes are deployed for EAS. The EES (which is part of OP), can also be deployed at the Edge node as per 3GPP EDGEAPP architecture. Also ECS (which is also part of OP) is not deployed on Edge node.

	Comment by namogh@huawei.com: The edge resources should be available for deployment of both EAS and EES, isn't it?


Q3: When UE further moves into the South Region, SA6 assumes that if the application is also deployed on Operator B’s edge node in the South Region, the UE can be served by the local application in Operator B’s edge node in the South Region. Would GSMA OPG please confirm the SA6 assumption?
GSMA OPG:
Correct. Operator B through the edge discovery  willprocess will assign to the UC the edge discovery to the services provided by edge node closest to the end user in the edge discovery process. This could be an Operator B edge node in Ssouth R region or a partner AX edge node in Ssouth Rregion.	Comment by Bart van Kaathoven: Edge-application?
In edge node sharing case, it is possible that in South Region, where Operator B has edge deployments may have edge node sharing agreements with multiple Partners (e.g. Partner X) who also have edge deployments.


Q4: When UE is served by Operator B’s mobile network in North region and its User Client (UC) is trying to discover edge application, is the UC aware of the Partner OP?	Comment by Oliver, Neal: From the point of view of EDGEAPP, they accomplish this by impersonating the identity of Operator B via the UNI.
GSMA OPG:
No. No.In the current GSMAOP PRD OPG.02 version A UCE served by operator B sees the shared network edge node as a single  solean only operator B network node or service offered by Operator B even though the shared node and service is located in Operator A’s edge infrastructure.and should not bethe they are not aware of partner OP AB.	Comment by namogh@huawei.com: Need to rephrase this response considering the cases of IaaS model and PaaS model.	Comment by Bart van Kaathoven: OP?	Comment by Oliver, Neal: This is a difference from EDGEAPP. OP wants to provide only a data plane endpoint to the UC, while EDGEAPP makes the EES and EAS visible. At least in theory, although so many of the information elements are optional that it is hard to tell without inspecting real-world implementations.



Further, is there a requirement that the User Client be provided information (other than Application Endpoint exposure towards UC(s) via the UNI) about OP A by OP B? And if so, for what purpose?
GSMA OPG:
Not in edge sharing scenario. However, such requirement could happen in roaming scenario.

Q5: Figure 3 shows that the UNI request is towards OP B, however, can a UNI request for availing OP services be sent directly towards OP A of Partner A in edge node sharing case?
GSMA OPG:
No, for edge sharing case the UNI request always goes to the OP B. .  	Comment by namogh@huawei.com: Here the mapping between OP and 3GPP EDGEAPP is important consideration. When in north region, the UC (EEC) of Operator B connects to ECS (part of OP B) to determine the EES (either or OP B or OP A) responsible for the services for edge node sharing case in north region. Further the EES in north region provides the FQDN to UC for application client to access the load/service.	Comment by namogh@huawei.com: The response is to be considered also from the context of OP deployed at the edge considered by 3GPP EDGEAPP architecture (i.e. EES and ECS). 
If OP is always centrally deployed (i.e. ECS) and not on edge, then it is better to clarify the scenario here.

Q6: Is GSMA considering an EES deployed in OP A (as depicted in figure 19 of GSMA OP.02) as also part of a shared edge node offered by Partner A (to Operator B) in clause 3.3.5 edge node sharing case?
GSMA OPG:
No, GSMA OPG has not yet considered EES in the context of edge node sharing. Figure 19 shows possible mapping between OP and EDGEAPP, and edge node sharing is not considered in this case. GSMA OPG needs to study edge node sharing and its relationship with EDGEAPP. 
Then it is understood that an EES and ECS should be required on OP A to allow such control. However, based on the current PRD definition, the relationship with UE should be managed by OP B, the, relationship between OP A and OPB should be managed communicated by EWBI. This means that Edge 1 interface will take place only between OP B and end user. OPB would return FQDN for application client to access the load/service.Do we still need the below description?	Comment by Oliver, Neal: I vote to remove the following description, i.e., starting with "The figure below describes the procedure..."	Comment by Sandra Ondrusova (CKHH - IODUK - Technology Manager): removed
------------------------------
The figure below d
4	Comment by namogh@huawei.com: The figure should align with edge node sharing case. UC belongs to Operator B and access the Edge Node shared by Partner A. UC does not access Partner A's shared edge node via MNO A's access. Also the region should be North Region.

OP A is shown separately from ECS and EES. What is the purpose?

Is it not possible that OP A has provisioned to OP B the information related to the shared edge node (e.g. application information) to the OP B during application deployment process? So, when UC of Operator B accesses OP B in North Region, OP B is able to provide the Edge Node information (edge service and application information) directly from OP B instead of querying the OP A again? 
4
sfrom GSMA   as describe below	Comment by namogh@huawei.com: There is no double registration in 3GPP procedure. Once EES in the shared edge node is provisioned, the registration may be performed with the provisioned EES.
Step 1 is service provisioning request to ECS from UC (EEC) and step 4 is registration/discovery request to EES deployed in shared edge node.
	Comment by namogh@huawei.com: For Edge node sharing case, do we need ECS to ECS interaction as shown in the figure? What may be the purpose of this interaction between ECSs?

Based on Figure 19 and Figure 3, for edge node sharing case, we should align the understanding of SA6 procedure. Can the information captured in the background be used for such purpose?

It is confusing to understand this picture with South and North Regions shown to illustrate the Edge Node Sharing scenario. Will the OP entities deployed for South Region be required for consuming edge services from North Region?
 snr

------------------------------

Q7: Regarding the GSMA OPG figure 3, please clarify in which region OP B is deployed. If OP B is deployed in the North region, which entities (EES, ECS or both) does GSMA OPG think should be deployed in OP B? If OP B is deployed in the South region, which entities (EES, ECS or both) does GSMA OPG think should be deployed in OP B?
GSMA OPG:
The platform OP B is deployed at national level and should support EES and ECS capabilities. Operator B may have edge node in north region only or in south and north regions.OP B is serving the end users of Operators B regardless of the region where they are.	Comment by Bart van Kaathoven: This sentence only adds confusion. Suggest to remove
The GSMA OPG and OPAG need to study the support of EES and ECS for edge node sharing.
GSMA OPGthe PRD,  consisting of ECS and EES
(part of OP)
	Comment by namogh@huawei.com: As per 3GPP EDGEAPP, EES is deployed in the edge. The response should be provided in the context of 3GPP EDGEAPP entities.
In addition, reading the following text from clause 3.5.4.3.3 in GSMA OPG requirement:

"Edge node sharing is a scenario wherein an OP, when serving the UNI requests originating from (its own) UCs, decides to provide the application from the Edge nodes of a partner OP (where the application is available). Like the scenario discussed in section 3.3.5, this decision may be due to the Operator's policy controls, specific Application Provider restrictions, due to constraints originating from the federation agreement between the Operators and others. An E/WBI service is required to support the publishing of application and Availability Zone information to enable specific applications to be served from a Leading OP’s Edge Cloud in the following scenarios:
 · In a roaming scenario where local breakout (i.e. data plane access to Edge Cloud resources in visited network) is not available, the applications need to be served from the Home OP for consumption by roaming UCs;
 · In a non-roaming scenario where an OP needs to allow its own UCs, the consumption of applications published by a Partner OP served from that partner’s Edge Cloud."
GSMA OPG:  	Comment by namogh@huawei.com: Is this required, given that we will have a background description in the document.

Edge Enabler Server and connectivityestablishment of application endpointbetween the User Equipment(s) is directly established until further scenario emerges

Q8: It is SA6 understanding that the Application Client in the UE consumes application services on the network and that the UC does not consume application services on the network. Is this understanding aligned with GSMA understanding? If not, would GSMA please clarify in which use cases the UC would consume application services?
GSMA OPG: 
Yes, the Application Client in the UE consumes application services on the network and the UC does not consume application services on the network.  	Comment by Oliver, Neal: This answer doesn't indicate that the UC might well consume application services, although a) the question asks about that, and b) it seems reasonable that it might do so on behalf of the AC, in order to offload complexity.	Comment by namogh@huawei.com: As per your understanding of GSMA OPG.02, it allows the UC to consume application services on behalf of AC? I was thinking it is an error in the PRD document. Can you please explain more about offload complexity? 

Q9: Clarification is required on the following service consumption for edge node sharing scenarios:
Is it possible that OP B will set certain limitation to allow only application clients serviced by its own UC(s) to consume the application deployed in its partner OP A?
GSMA OPG: 
Yes , this is possible. Only application clients serviced by UC(s) authorised by OP B can consume the application deployed on shared edge node of the Partner OP A. 

Can the application deployed by OP B in the partner OP A be consumed by application clients serviced by UCs from OP A? 
GSMA OPG: ,
No, is not allowed by edge node sharing scenario. 
The UCs from OP A should access another instance of the service where OP A assumes fully the hosting cost	Comment by Bart van Kaathoven: Should we include a deployment scenario example?
Can application clients serviced by UCs of OP B consume only application deployed by OP B in OP A? 
GSMA OPG: 
Yes,  this is the case in an edge node sharing scenario. provider by OPoperator B and OPs against which OPB has e.g. OP A

Can application clients serviced by UCs of OP B consume application services from OP A?
GSMA OPG: 
No, not in the edge node sharing scenario. , Application client serviced by UCs of OP B consume application service from the edge resources provided by OOPperator A from the moment that these services have been deployed and are managed by OP B.

In SA6 context, Edge Computing Service Provider (which can be mapped to Operator Platform provider) can be a PLMN operator or a 3rd party (e.g. Hyper-scaler).

Q10: Taking into account GSMA OPG.02, Annex C.2, does GSMA have any position on whether it is possible that the OP is a 3rd party in figure 3 in clause 3.3.5 of GSMA OPG.02 for the Edge Node Sharing case?
GSMA OPG:
Yes, OP A can be any actor supporting the standards like a MNO or a hyperscaler.

In Release 17, the SA6 perspective is that EDGE-9 maps to E/WBI, and SA6 is also studying in Release 18 a new EDGE-10 interface between ECSs which may fulfil OP requirement. To understand the realization of this mapping, the following questions require GSMA OPG feedback:
GSMA OPG:
· 
· Q11: Is the publishing of application information part of the application onboarding management service or is it a subsequent triggered event upon instantiation of the application?
GSMA OPG:
This is part of the onboarding management service. Further onboarding management is already defined at API level as shared from GSMA OPAG.

Q12: Are all the information specified in clause 3.5.4.3.3 part of Application onboarding management service? If not, what operations are related to the information not associated with the application onboarding management service?
GSMA OPG:
This is part of the onboarding management service. Further onboarding management is already defined at API level as shared from GSMA OPAG.


Questions for 3GPP SA6
Figure4 below escribes the procedure currently defined by the GSMA PRD OPG.02.
[image: ]	Comment by namogh@huawei.com: The figure should align with edge node sharing case. UC belongs to Operator B and access the Edge Node shared by Partner A. UC does not access Partner A's shared edge node via MNO A's access. Also the region should be North Region.

OP A is shown separately from ECS and EES. What is the purpose?

Is it not possible that OP A has provisioned to OP B the information related to the shared edge node (e.g. application information) to the OP B during application deployment process? So, when UC of Operator B accesses OP B in North Region, OP B is able to provide the Edge Node information (edge service and application information) directly from OP B instead of querying the OP A again? 
Figure 5: Procedure defined in OPG.02

The above procedure in Figure 5 allows the FQDN of the load to be shared from platform A to the UC through platform B. It seems to have a mis alignment between 3GPP and the GSMA  in the UNI handling for edge node sharing.	Comment by namogh@huawei.com: Is this perspective of double registrations still true considering the background information provided in this document?
Which is a lighter procedure to 3GPP SA6 where a double registration is expected compared to procedure defined in OPG.02. GSMA OPG understanding of 3GPP procedure is depicted in Figure 5.	Comment by namogh@huawei.com: There is no double registration in 3GPP procedure. Once EES in the shared edge node is provisioned, the registration may be performed with the provisioned EES.
Step 1 is service provisioning request to ECS from UC (EEC) and step 4 is registration/discovery request to EES deployed in shared edge node.
[image: ]	Comment by namogh@huawei.com: For Edge node sharing case, do we need ECS to ECS interaction as shown in the figure? What may be the purpose of this interaction between ECSs?

Based on Figure 19 and Figure 3, for edge node sharing case, we should align the understanding of SA6 procedure. Can the information captured in the background be used for such purpose?

It is confusing to understand this picture with South and North Regions shown to illustrate the Edge Node Sharing scenario. Will the OP entities deployed for South Region be required for consuming edge services from North Region?
Figure 5: GSMA OPG understanding of 3GPP SA6 procedure 

The reason to simplify the procedure for this scenario is that the PGW/UPF would be the one of OP B in South and North Region which means that only UC of operator B will access the OP A platform through this connectivity.	Comment by namogh@huawei.com: Why do we need to utilize deployments in South Region for accessing edge services in North Region?
However, double registration may have security benefits. GSMA OPG is looking forward to receiving 3GPP SA6 feed back, if the simplified procedure is acceptable and resilient enough or if a double registration based on redirection should be endorsed.
Whilst GSMA performs only one registration procedure between the UC and its home platform in order to access the FQDN of a load deployed in the shared edge, 3GPP would perform a second registration between the UC and the partner platform.
GSMA would like to validate with 3GPP if the simplified procedure defined for edge sharing could be endorsed or if a 2-registration procedure should be adopted.
Actions to 3GPP SA6
GSMA OPG kindly requests 3GPP SA6 to take the above into account and
3GPP provide guidelines on the UNI procedure for edge sharing scenario.

NEXT MEETINGS: 
OPG calls – every week
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