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Wednesday 20th October 2022

	

TSGNS14 Review 
TSGNS14 Doc 003_Rev0_TS-62 v0-7-2 UE Requirements related to network slicing using URSP Specification-mark_v0-5.docx
TSGNS14 Doc 005_Rev0_TS-62 v0-7-2 CR1013 v06 Adding new TD security requirement-Verizonand China Telecom_v0-3.docx
 TSGNS14 Doc 007_Rev0_Ts-62 v0-7-2 CR1018 v03 remaining REQs from CR1015 v02-china telecom_v0-3.docx
TSGNS14 Doc 008_Rev0_TS-62 v0-7-2 CR1012 v06 All 3-2 and 3-3 Sections China Telecom and Verizon_v0-2.docx
TSGNS14 Doc 009_Rev0_TS-62 v0-7-2 CR1011 v04 Adding TD clarification and new requirements-China Mobile_v0-2.docx
TSGNS14 Doc 011_Rev0_TS-62 v0-7-2 CR1013 v07 Adding new TD security requirement-Verizonand China Telecom_v0-2.docx
TSGNS14 Doc 012_Rev0_S2-2209329 was S2-2209036r03_LSOUT_Traffic_categories_v0-2.docx
TSGNS14 Doc 013_Rev0_TSGNS14_013 Orange proposal on API requirements_v3_v0-2.pdf

	
The meeting documents can be found on the GSMA Website here:
https://www.gsma.com/aboutus/workinggroups/resources/tsgns14-meeting-documents
Note: All document for this meeting have been uploaded to the GSMA Website so that we comply with the US Entity List requirements, as the documents are made publicly available.
 



· GSMA welcomed the group and reminded about everyone that the meeting would be held in full compliance with the GSMA Anti-trust and IPRs policies.
· GSMA presented the TSGNS14 Agenda (TSGNS14_002), which was approved.
DP14_001 TSGNS14_002 TSGNS14 Agenda approved

· GSMA presented the Minutes from the TSGNS13 (TSGNS14_001), which were approved. 
DP14_002 TSGNS14_001 TSGNS13 Meeting Minutes approved.

· China Telecom presented the LS on Traffic Categories from 3GPP SA2.
Google thought it’s better to what for the network group’s response.
China Telecom suggest NS group to focus on how to support traffic category, maybe have a co-meeting with NG in future.
Qualcomm agreed with Google and China Telecom it’s better to wait for NG’s response. 


· Verizon presented TSGNS#14 Doc 011 TS.62 v0.7.2 CR1013 v07 Adding new TD security requirement.
There was a lot of discussion on REQ_001 in section 3.1.3 Requirements on security.
Verizon explained the REQ_001 was about the authorisation of the APP to use certain Traffic Category. The OS was the right place to check the authorisation process as the gate keeper. It was not possible for MNO to know which Traffic Category the APPs should use. The APP could declare the Traffic Category, even if the APP abused the Traffic Category even if was posted on the APP store. The MNO control of the data rate or data consumption would affect all the APPs.

Apple stated that the OS can know Traffic Category the APP was asking for, but for the term ensure, the OS could not recognize weather it was qualified to use the specific Traffic Category or not.  One APP may cover several different Traffic Category types. If the APP only generate one kind of Traffic Category, OS did not need the input from APP. This requirement was contradicted inside.
Apple stated it was preconfigured in OS, why the APP ask for specific Traffic Category, there was no need for APP to give this input. Traffic Information could be any thing from APP.

Google stated the APP would generate different Traffic Category, this requirement was very hard to realize for millions of APPs. The Traffic Category was not only based on network requirement but only other factors. Google suggested to use SHOULD other than SHALL. And this Traffic Category haven’t been defined by 3GPP, developer would not know how to use it.

Vodafone explained the network slice was different from the Traffic Category. OS could aware the APP’s Traffic Category, so OS know how to deal with this.

China Telecom supported Verizon explained the MNO did not know the different specific Traffic Category used by APP, maybe it would make sense one APP mapped to one Traffic Category at one time.

Nokia and AT&T supported the general idea of Verizon and had concern about the overuse of network resource. OS or UE needed to check the Traffic Category.

China Mobile was fine with this requirement had concern about the detail implement.

· There were a lot of discussion on REQ_002 in section 3.1.3 Requirements on security.
Verizon explained the REQ_002 was on user level control the OS/UE SHALL request user permission per application. User could be flexible to permit priority Traffic Category for specific APP.
Verizon thought three things: qualification, user permission, user subscription should be in line.

Apple and Google thought this was too detail implement. Apple and Google did not want end user to take much action.
Google had concern about the use case, if user had many gaming APPs and many video APPs, then the user choose the specific APP to use.

AT&T agreed with Google, that the end user may not know what the slice is.

Qualcomm had concern why the end user should deny the permission.

Orange explained the user permission use case, end user needed some control on the  Traffic Category, If the Traffic Category was high price, maybe the end user would only permit some specific APP, not allow all APPs to use it.

· Orange presented TSGNS14 Doc 013_Rev0_TSGNS14_013 proposal on API requirements. This document introduced two concepts: endogenous and exogenous.
The aim of this document was helpful to solve this controversial and to get consensus.

Vodafone thought Orange’s proposal was a good way forward.

Verizon explained the understanding about the concepts of endogenous and exogenous.

Apple, Google and China Mobile stated they will need more time to digest this and will have offline discussion.

GSMA suggested two weeks for delegates to propose a new text for REQ_001 and REQ_002. If no consensus agreed, NS group will VOTE on the current two requirement in this version.

DP14_003 If no consensus agreed offline, NS group will VOTE on REQ_001 and REQ_002 in section 3.1.3 Requirements on security. 


Decision Points:
DP14_001 TSGNS14_002 TSGNS14 Agenda approved

DP14_002 TSGNS14_001 TSGNS13 Meeting Minutes approved.

DP14_003 If no consensus agreed offline, NS group will VOTE on the current REQ_001 and REQ_002 in section 3.1.3 Requirements on security.  
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