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1 [bookmark: _Toc121267406][bookmark: _Toc157761733][bookmark: _Toc626603177]Introduction
1.1 [bookmark: _Toc121267407][bookmark: _Toc1950973033][bookmark: _Toc190631123]Overview
GSMA OPG has released Operator Platform Telco Edge Requirements [1], wherein significance of the operator platform in the industry is elaborated. Released document covers in detail requirements, architectural considerations, interfaces, targets and functionality of the operator platform. This Permanent Reference Document (PRD) is developed with reference to the OP requirements[1] document and is purposed to cover very specific technical guidelines and checklist for the operator platform engineers and edge application developers.
 This document provides definition and requirements for creating the Minimum Viable Product (MVP) of the Operator Platform. This document also provides all the mandatory and /minimum requirements for the application onboarding and deployment on the operator platform and cloudlets
 This document is targeted towards product owner, architects and engineers working for the followings:
1. Application vendors - Organisations developing the applications which will be hosted on the OP. This document gives guidelines for the various features, interfaces that application developers shall take care to make application compatible and best suitable to leverage OP and edge services.
2. OP developers - For the engineering team that is developing and hosting OP, this document provides guidelines and checklist of the features that should be exposed to assist application lifecycle on the OP. Also, this document gives technical guidelines to manage OPs own lifecycle.

This document will be referring to Operator Platform Telco Edge Requirements Version 3.0[1] and targeting the application deployment in the year 2023.
1.2 [bookmark: _Toc121267408][bookmark: _Toc1991387033][bookmark: _Toc1590576020]Scope
This document intends to guide the operators, vendors and service providers to define an MVP for the OP where the application provider will be able to deploy their application. It will start with the simple use cases where vendors aim to deploy the application and in following versions the document will cover other capabilities to be supported on the OP.
Note: This version of the document covers simple use cases where application vendors aim to deploy the application on OP. OP provides various interfaces, APIs and lifecycle management to assist application. 
Following versions of the document will cover advanced and complex lifecycle aspects other capabilities to be supported on the OP.
This document covers the following areas:
· Operator Platform requirements
· Focus on deployment of an application on the operator platform and edge cloud. Requirements on the application interfaces NBI, SBI, E/WBI
· Architecture, workflows, use cases 
· <Simple use case to start with.>
This version of the document will not cover following areas:
1. Use case with roaming across different operator
2. Network Slice as a Service
3. EIN Interface
4. Mobility
5. UNI 	Comment by Amit Wankhede: scope to be clarified

1.3 [bookmark: _Toc1105325923][bookmark: _Toc721915778]Objective
This document is focused towards creating MVP for the OP, with reference to an edge application as a use case to elaborate various scenarios.
Objective of this document is to create a reference checklist, guidelines and compliance marks that engineers can refer to for creating an OP. Also, a similar list for the application developers to make edge applications compatible with the OP.
This version of the document will be referred for a first MVP creation of OP, and further updates, feedbacks and enhancements from the MVP will be updated to this document.


	Comment by Amit Wankhede: Put the reference to OPG 
1.4 Definitions
For the purposes of the present document, the terms given in GSMA PRD OPG.02 [1] and the following apply. If the same term is defined in both GSMA PRD OPG.02 [1] and in the present document, the definition in the present document takes precedence.
1.5 [bookmark: _Toc1757696909][bookmark: _Toc1578515804]Abbreviations	Comment by Amit Wankhede: Put the reference to OPG document
For the purposes of the present document, the terms given in GSMA PRD OPG.02 [1] and the following apply. If the same term is defined in both GSMA PRD OPG.02 [1] and in the present document, the definition in the present document takes precedence.
1.6 [bookmark: _Toc1182303433][bookmark: _Toc498252903]References 
	Ref
	Doc Number
	Title

	[bookmark: _heading=h.1t3h5sf][bookmark: Bookmark1][1]
	OPG.023	Comment by vikram.barate: @sandra. Why not version 3?
	Operator Platform Telco Edge Requirements – Version 3.0, 03 October 2022

GSMA | GSMA Operator Platform Telco Edge Requirements – October 22 - Future Networks
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1.7 [bookmark: _Toc1769252692][bookmark: _Toc2235219]Conventions
<If the document includes binding material this section shall contain the following statement, and RFC 2119 shall be included as a reference:
“The key words “must”, “must not”, “required”, “shall”, “shall not”, “should”, “should not”, “recommended”, “may”, and “optional” in this document are to be interpreted as described in RFC2119 [2].”
For non-binding documents, this section may be deleted.>
2 [bookmark: _Toc1555538848][bookmark: _Toc1457180236]Application Provider Requirements

[bookmark: _Int_61jiZdeT]This section takes an Application provider’s point of view where the application provider expects to onboard their applications (use case) on OP and/or EC instances and expects from OP to support the application’s lifecycle management.
2.1 [bookmark: _Toc1622306563][bookmark: _Toc107192135]High level use case description
Following is description of the sample use case to be deployed on OP.
The use case is to provide a high-resolution media streaming service to consumers. Next-generation broadcasting services (e.g., ATSC 3.0) plans to deliver media streams over the 5G/4G network. With the added edge-based environments, low-latency, high-resolution media transfer can be guaranteed without loading the central CDN. Next to that, personalised services can be added based on the user's location or subscription options.
2.2 [bookmark: _Toc1466316479][bookmark: _Toc385298655]Application Provider Requirements
2.2.1 [bookmark: _Toc1974241720][bookmark: _Toc1383793400]Easy Onboarding
Requirement is to have application onboarding process simple and consistent across the applications. Onboarding shall have provision to let applications specify their deployment provisioning requirements to OP. 
2.2.1.1 [bookmark: _Toc234076009][bookmark: _Toc1538972684]Resource Requirement
[bookmark: _Int_biBdjkNz]Application provider shall be able to specify the minimum resource requirements like how much CPU, storage & RAM it requires to run the application.

2.2.1.2 [bookmark: _Toc675127799][bookmark: _Toc247963628]Deployment options
[bookmark: _Int_zG6UNPUj]Application is expected to be packaged as docker containers including all the dependencies so, that it can run consistently.
2.2.1.3 [bookmark: _Toc1569563133][bookmark: _Toc428156866]Edge Selection
Application provider shall be presented with the options where it’s application can get deployed e.g., list of edge locations where the application can be deployed and choose the location for the application deployment will likely want to see the options where it’s application will be deployed so that application provider can choose where he wants to deploy his application
2.2.1.4 [bookmark: _Toc1022687948][bookmark: _Toc1966876848]Other requirements
[bookmark: _Int_0kNCjNSC]          Need a way to specify the other requirement e.g., QoS, service SLA etc. 
[bookmark: _Int_JbE1H6fx]      Note: For the selected use case there is no special requirement other than the latency. 
2.2.2 [bookmark: _Toc1677454107][bookmark: _Toc1741131814]Application Lifecycle Management
[bookmark: _Int_JTvPNp2v][bookmark: _Int_1TmtAcsZ] Application provider needs an ability to control the lifecycle of the application onboarded. Application providers should be able to start, stop and upgrade the application.
2.2.3 [bookmark: _Toc1404692268][bookmark: _Toc420093091]Cloud Capability Exposure
 Requirement is that OP should expose the capabilities of the underlying infrastructure in a controlled manner, so that the application provider can pick and choose the services and accordingly modify the application in the most optimised manner.
2.2.4 [bookmark: _Toc1267535484][bookmark: _Toc107967720]OSS Integration
[bookmark: _Int_uNrORSVf]Requirement is the application provider should be able to listen to events for application e.g., in case of failure events it should be able to take any action. Application providers should be able to monitor the application
2.2.5 [bookmark: _Toc1847249898][bookmark: _Toc614672183]Security
    Security is the most important aspect. Application providers expect the OP should be secure and it should run the application in a secured environment and provide the application security as well
2.2.6 [bookmark: _Toc899093780][bookmark: _Toc1504262136]Scalability
Application providers expect the platform should handle the application scalability if the application supports it
2.2.7 Charging
[bookmark: _Int_oMgO5xAS][bookmark: _Int_TDgiWyDS]Application provider expects the platform to take care of the application charging and provide the API which can provide the application usage
2.2.8 [bookmark: _Toc1486633710][bookmark: _Toc1478997724]High Availability and Redundancy
Application should support HA and redundancy 
[bookmark: _heading=h.ue7n0lq12qs5]

[bookmark: _heading=h.fyuge6gt3z5p]
[bookmark: _heading=h.19ndhh3w0n5b]

3 [bookmark: _Toc853772108][bookmark: _Toc560411622]OP MVP Requirements
3.1 [bookmark: _Toc422166174][bookmark: _Toc600146939]High level requirements
3.1.1 [bookmark: _Toc1253770601][bookmark: _Toc1675071226]General	Comment by Mohamed Eldakroury: I guess we need to remove the subtitle "General" same as previous section. 
These sections describe the Minimum Viable Product (MVP) for OP. This definition identifies the interfaces and capabilities that must be implemented or supported by the OP as MVP. 	Comment by Mohamed Eldakroury: It is supposed to be "this section" as a single
3.2 [bookmark: _Toc660578641][bookmark: _Toc1906563292]Security
OP shall provide a secure environment for running services for the following actors: the user, the network operator, the third-party application provider, the application developer, the content provider, and the platform vendor. 
OP shall only provide an application with the information for which the application is authorised for.
For security details refer section [] in <OP-3.0>	Comment by 魚島　淳平(uoshima junpei): Add "2.3"
3.3 [bookmark: _Toc931861883][bookmark: _Toc1617712689]Interfaces
3.3.1 [bookmark: _Toc1715773551][bookmark: _Toc163136186]NBI
Click here to enter text.
The NBI is the interface between the Application Providers and an OP.
3.3.1.1 [bookmark: _Toc181500558][bookmark: _Toc467483380]Application Onboarding 	Comment by 魚島　淳平(uoshima junpei): Add the following sentences
"The Application Provider uses the NBI to provide application images and metadata to the OP Federation Broker/Manager Role."
The Application Provider uses the NBI to provide application images and metadata to the OP Federation Broker/Manager Role
3.3.1.2 [bookmark: _Toc715234113][bookmark: _Toc772503800]Resource Requirement Specification
The OP shall enable Application Providers to express the resource (e.g., compute, networking, storage, acceleration) requirements of an application running on a Cloudlet. 
3.3.1.3 [bookmark: _Toc473066711][bookmark: _Toc1872172333]Application Resource Catalogue
The NBI shall allow applications providers to access the resource catalogue.
3.3.1.4 [bookmark: _Toc463354679][bookmark: _Toc2012241080]Application Manifest	Comment by 魚島　淳平(uoshima junpei): Add the following sentences
"The application manifest is created and should be owned by the Application Provider. Therefore, an OP that instantiates an application from the application manifest should request the manifest from the Application Provider."	Comment by Amit Wankhede: Done
The application manifest is created and should be owned by the Application Provider. Therefore, an OP that instantiates an application from the application manifest should request the manifest from the Application Provider
3.3.1.5 [bookmark: _Toc2093780421][bookmark: _Toc1194390610]Application Instances Management
The NBINorthbound interface shall support the management of application instances, CRUD operation	Comment by 魚島　淳平(uoshima junpei): Modify "The Northbound interface"to "The NBI"	Comment by Amit Wankhede: Done
3.3.1.6 [bookmark: _Toc1259718115][bookmark: _Toc633648262]Image Management
An Application Provider deploys the application by providing an image for containers or VMs. They upload the image to an image repository and use its URL to deploy as containers or VMs.
3.3.1.7 [bookmark: _Toc331052032][bookmark: _Toc533772363]Network Capability Exposure Support
The NBI shall expose network capabilities towards Application Providers and Application Instances, allowing them to use them alongside the provided edge service.
OSS Integration possible.	Comment by 魚島　淳平(uoshima junpei): if it is necessary, add the following section.
5.4.1.8           CI/CD functionalities
An OP shall allow Application Providers to integrate the edge environment in their existing development pipelines.
5.4.1.9           Resource Reservation
The OP shall ensure that the Application Provider can deploy any application within the limits of their reserved resources in a particular availability zone.
3.3.2 [bookmark: _Toc237747038][bookmark: _Toc1600753299]Southbound Interfaces
3.3.2.1 [bookmark: _Toc417516677][bookmark: _Toc1812074709]SBI-CR
The integration with cloud resources APIs on SBI allows OP to support the needed functionalities for application and resources management.
The OP shall be able to request instantiation over the edge resources considering the Application Provider requirements and policies and the operator restrictions and preferences over the application instantiation.

3.3.2.2 [bookmark: _Toc1694783031][bookmark: _Toc1682737436]SBI-NR
OP shall support this interface to get the network resources capabilities.
3.3.2.3 [bookmark: _Toc382909035][bookmark: _Toc322542211]SBI-CHF
OP shall support this charging interface.	Comment by 魚島　淳平(uoshima junpei): if it is necessary, add the following section.
5.3.2.4           SBI-EIN
OP shall enable EIN establishment between ECs. 	Comment by Amit Wankhede: SBI-EIN is out of scope for this phase 

3.3.3 [bookmark: _Toc1882971856][bookmark: _Toc1982668283]East/Westbound Interface
The E/WBI connects partner OP instances with the primary goal of allowing Application Providers of an OP to utilise the Edge Cloud of another OP.	Comment by 魚島　淳平(uoshima junpei): if it is necessary, add the following section.
5.3.3.1           East/West Bound Interface Management Service
The East/West Bound Interface Management Service shall be used for setting up and
maintaining the East/West Bound interface between OPs.
5.3.3.2          Availability Zone Information Synchronisation Service
The Availability Zone Information Synchronisation Service shall be used to share and update specific information on the Availability Zone corresponding to one OP's Edge Cloud resources provided to another. 
5.3.3.3           Application and Resources Management
An OP shall use the Application Onboarding Management Service over E/WBI to onboard applications towards another OP.
5.3.3.4           Events and Notifications Service
The Events and Notifications Service shall be used to set up, send and receive Events and Notifications from one OP to another over the E/WBI.
5.3.3.5           Service Availability in Visited Network Management Service
This service shall be used to support information exchange between the OPs to enable
service availability for UCs in the visited network.

[bookmark: _heading=h.lnxbz9]

Annex A Use case detailing
<This section details out the use case workflows, sample requests, application manifests, APIs used etc>
3.4 [bookmark: _Toc1658322872]Generic
3.5 [bookmark: _Toc291925136]High level workflow
3.6 [bookmark: _Toc1561507270]Onboarding API
3.7 [bookmark: _Toc1559157606]Application lifecycle 
3.8 [bookmark: _Toc1654961616]OSS Integration

Annex B [bookmark: _heading=h.ay6mq9cbsy8k]Document Management
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