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Clarity on Edge Node Sharing (Application Deployment)

	GSMA OP(Telco Edge Requirements)
	3GPP EDGEAPP

	3.3.5 Edge Node Sharing
	3GPP 23.700 identifies key issue#23: EAS discovery in Edge Node sharing scenario

	Two operators may decide to share edge nodes to maximise their edge presence. Using the figure below as an example, the mobile network of both operators covers the whole country. However, Partner A deploys edge sites in the country's North Region and operator B in the South Region. In this case, Operator B might deploy an application on Partner A's edge node while providing connectivity to the end-user over their own radio network. 
The CER enables an Application Provider whose Leading OP is OP B to perform lifecycle management for their application instances without regard to whether the resources are controlled by OP B or OP A.
The CER enables an Application Provider whose Leading OP is OP B to inventory resources available to their application instances, without regard to whether the resources are controlled by OP B or OP A, for resources controlled by OP A that are shared with OP B and to the Application Provider.

[image: ]Figure 3 above shows an end-user who is a subscriber of Operator B's OP services and is currently connected to Operator B's network in the country's north. Edge node sharing enables this end-user to access the Edge Cloud service, even though Operator B does not have their own edge resources in this Region; the Operator B Edge Cloud service is hosted on Partner A's edge node. The connectivity between the two OPs is over the E/WBI interface.
The East/Westbound interface enables Operator B's OP to retrieve the application instance access information and provide it to the user. This approach allows performing service discovery and delivery in the same way as when the application was delivered from a Cloudlet in Operator B's own network.	Comment by Samsung_1.1: application instance: This is clear mapping for EDGEAPP EAS 	Comment by Samsung_1.1: Solution 43, 44 caters the service discover and delivery when the UC requests for an application to its Home OP.
A subscriber of Operator B accesses its home network/operator platform and asks for the required Edge-Enhanced or Edge-Native Application. When Operator B's OP identifies that the most suitable edge node is in Partner A, Operator B's OP requests the Edge Cloud service through the E/WBI to Partner A's OP. In this example, since the OPs have a long running partnership, they have pre-established commercial agreements, security relationships and policy decisions (for instance, QoS-related). Thus (assuming enough edge resource is available), Partner A can reply with the application endpoint (e.g. FQDN) on the Cloudlet at which the subscriber can connect to the application.
Note that network resources remain managed by Operator B, the operator providing the actual mobile network connection to the user, and IP connectivity between Partner A's edge node and Operator B is managed to ensure end-to-end QoS delivery for the subscriber.
Responsibility for the management of the edge cloud resources depends on the agreement between the partners. Most likely, Operator B has a long-term allocation of resources in Partner A's cloudlets and manages them amongst its subscribers wanting access to the edge service.
As a consequence of the CER, the information shared between OPs and the information visible to the Application Provider via its Leading OP NBI is subject to federation agreements between the Operators.

	Based on GSMA OPG.02 [4] Operator Platform Telco Edge Requirements, Edge Node sharing scenario has been identified in GSMA OPG.02 [4] clause 3.3.5.
The deployment case is as follows:
1. OP B deploys application in the OP A (partner OP). OP B wants to scale its services for the region covered by OP A by using OP A's edge infrastructure.
2. User belongs to the OP B. 
3. If OP B finds that the most suitable application that can serve the user is available in OP A (partner OP), then OP B requests the edge computing service from OP A (partner OP).
NOTE 1: The user is referred to the subscribers who have edge service authorizations.
Based on the deployment case, it is not clear how to discover and determine the EAS(s) deployed in OP A for OP B users.
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The following study is needed:
1. How can EES discover and determine a EAS which allows (subscribers of OP B) to avail its services?
2. Whether EES and EAS of OP A can use OP B's network functions.
NOTE 2:	The key issue assumes OP A and OP B has the same Edge Computing Architecture (i.e. EDGEAPP).






























Procedure to discover Application on shared Edge Node 

	GSMA OP(East-Westbound Interface APIs)
	3GPP EDGEAPP 23.700 Solution#43

	2.3.1.5 Procedures for sharing edge resources between federated OP partners
	7.43	Solution #43: EAS discovery for Edge node sharing

	As defined in the section 3.3.5 of the GSMA PRD OPG.02 [1], Edge node sharing is the concept for two operators to share edge nodes (should be read as compute resources in the Partner OP Availability Zones) between their coverage area for example from a geographical point of view (south and north).













































Edge node discovery procedure with partner OP
A subscriber of Operator A accesses its home network/operator platform and requests for the required Edge-Enhanced or Edge-Native Application instantiation. When Operator A's OP identifies that the most suitable edge resources are in Partner B, Operator A's OP requests by an HTTP POST message over the E/WBI to Partner B's OP (see Figure below, steps 3, 3a and 3b) to provide the suitable Availability Zone(s) where application can be hosted in partner OP edge clouds. Alternatively, a partner OP can also provide the communication endpoints of existing application instances to home OP.
In this example, since the two OPs have a federation agreement, they may have pre-established commercial agreements, security relationships and policy decisions (for instance, QoS-related). Operator B’s OP sends the response for the HTTP POST request to OP-A (assuming enough edge resources are available at OP-B). The OP-B response contains the application endpoint (e.g., FQDN) on the Cloudlet of OP-B at which the subscriber can connect to the application. 
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Based on the OP-B response to edge node (compute resources in partner OP Availability Zones) discovery request, the OP A sends an Edge discovery response to the UE, which includes information about the discovered application endpoint (e.g., FQDN) from OP B.
If the OP-A includes the Edge node discovery filters in Edge discovery request, the OP-B response may include additional information regarding matched capabilities, e.g., service permissions levels, Key Performance Indicators (KPIs), Edge application locations(s) that the Edge node can support.
The Edge discovery response from OP-B may contain a list of Edge Node endpoints. This list may be based on Edge discovery filters containing a Geographical or Topological Service Area, e.g., Latitude/Longitude of the UCs, application Identifier etc. In case of failure, OP B should send an appropriate failure response including the cause to leading OP.
	It is assumed that EAS deployed in OP-A is shared with OP-B (i.e. ECS-ER of OP-A can share EAS information and associated EES information with ECS-ER of OP-B) in this clause.
Since the application instance is deployed in the partner’s data network, when the leading OP (OP-B) receives a request from the UC, the leading OP (OP-B) needs to contact the partner OP (OP-A) to discover the application instance. In EDGEAPP architecture, the EES, ECS and ECS-ER are entities within the OP. This clause provides ways for the leading OP to discover adequate EES(s) of the partner OP for subsequent communication with the partner OP’s EES.

7.43.2.2	Publish/unpublish and fetch application
[image: ]

In step 1, the EES of OP-A is registered in ECS of OP-A over EDGE-6 reference point. Based on the information sharing policy in the ECS of OP-A, the ECS of OP-A sends Application info publish request with a list of EAS IDs and optionally EES information of OP-A in step 2. The EES information of OP-A includes EES endpoint and may include EES provider ID, EES service area and/or EES Service continuity support. Then ECS of OP-B stores the received information and responds with Application info publish response in step 3. Step 2 and 3 are sent via corresponding ECS-ERs (ECS-ER (OP-A) and ECS-ER (OP-B)).
The ECS of OP-A may receive EES registration update from the EES of OP-A in step 4, then the ECS of OP-A updates the previously published information (EAS ID list and/or EES info of OP-A) towards the ECS of OP-B in step 5. The ECS of OP-B updates the previously stored information and responds with Application info publish update response in step 6. Step 5 and 6 are sent via corresponding ECS-ERs (ECS-ER (OP-A) and ECS-ER (OP-B)).
The ECS of OP-A may receive EES de-registration from the EES of OP-A in step 7, then the ECS of OP-A requests to remove all previously published information towards the ECS of OP-B in step 8. The ECS of OP-B removes all previously stored information and responds with Application info unpublish response in step 9. Step 8 and 9 are sent via corresponding ECS-ERs (ECS-ER (OP-A) and ECS-ER (OP-B)).
NOTE 1:	The application information published/shared to OP-B can also be done in a notification message under subscribe-notify communication model. 
[bookmark: _Toc120310187]7.43.2.4	EAS discovery with published application info
It is assumed that EAS deployed in OP-A is shared with OP-B (i.e. EES of OP-A can share EAS information with EES of OP-B) in this clause.
This procedure is applicable for EAS discovery with published application information between ECSs as described in clause 7.43.2.
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In step 0, the EAS may be registered in EES of OP-A over EDGE-3 reference point.
NOTE 1:	The EES (OP-A) also registers into the ECS (OP-A) via EDGE-6 reference point, which is not shown for simplicity.
In step 1, the service provisioning request happens over EDGE-4 reference point.
In step 2, the ECS (OP-B) cannot find any desired EAS ID in the EES profile being registered so it determines to use edge node sharing service from its partner OP-A based on its partner’s published application information.
NOTE 2:	Step 1 to 3 are optional since EEC may cache the result from the initial service provisioning as described in Rel-17.
In step 3, the service provisioning response includes the ECS (OP-B) determined EES (OP-B) endpoint. The endpoint of EES (OP-B) is determined based on SLA with OP-A so that any EES (OP-B) can be authorized by the EES (OP-A).
In step 4, the EEC sends EAS discovery request to EES (OP-B) over EDGE-1 reference point.
In step 5, since step 4 EAS discovery request doesn’t include any additional information about the determination of using edge node sharing in step 2, the EES (OP-B) executes the Rel-17 handling for EAS discovery but cannot find any EAS profile being registered so it determines to use edge node sharing service based on edge service SLA.
In step 6, the EES (OP-B) sends Retrieve EES request over EDGE-6 reference point to the ECS (OP-B). The request may include an edge node sharing flag indicating edge node sharing is requested so that the ECS (OP-B) can skip checking T-EES(s) registered in the ECS (OP-B).
For the received EAS ID, since the ECS (OP-B) has EES information that was published by partner OP, the ECS (OP-B) discovers T-EES (i.e. EES(s) from partner) in step 7 and returns discovered EES(s) of OP-A in the Retrieve EES response to the ECS (OP-B) in step 8.
NOTE 3:	The published information shared by the OP partner can be provisioned by OAM of the leading OP. 
In step 9 and 10, the EAS discovery procedure happens over EDGE-9 reference point, which is triggered by the EES (OP-B) and the EES (OP-B) receives the discovered candidate EAS(s).
NOTE 4:	The OP-B can have SLA with other multiple OPs so that step 9 can be executed with more than one partner OP in order to discover candidate EAS(s).
Finally, the EEC receives the EAS discovery response sent by the EES (OP-B) in step 11. The EEC may select an EAS for the AC.

7.43.2.3	EAS discovery without published application info

[image: ]




[bookmark: _Toc120310186]7.43.2.4	EAS discovery without published application info
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In step 0, the EAS may be registered in EES of OP-A over EDGE-3 reference point.
NOTE 1:	The EES (OP-A) also registers into the ECS (OP-A) via EDGE-6 reference point, which is not shown for simplicity.
In step 1, the service provisioning request happens over EDGE-4 reference point.
In step 2, the ECS (OP-B) cannot find any desired EAS ID in the EES profile being registered so it determines to use edge node sharing service from its partner OP-A based on its partner’s published application information.
NOTE 2:	Step 1 to 3 are optional since EEC may cache the result from the initial service provisioning as described in Rel-17.
In step 3, the service provisioning response includes the ECS (OP-B) determined EES (OP-B) endpoint. The endpoint of EES (OP-B) is determined based on SLA with OP-A so that any EES (OP-B) can be authorized by the EES (OP-A).
In step 4, the EEC sends EAS discovery request to EES (OP-B) over EDGE-1 reference point.
In step 5, since step 4 EAS discovery request doesn’t include any additional information about the determination of using edge node sharing in step 2, the EES (OP-B) executes the Rel-17 handling for EAS discovery but cannot find any EAS profile being registered so it determines to use edge node sharing service based on edge service SLA.
In step 6, the EES (OP-B) sends Retrieve EES request over EDGE-6 reference point to the ECS (OP-B). The request may include an edge node sharing flag indicating edge node sharing is requested so that the ECS (OP-B) can skip checking T-EES(s) registered in the ECS (OP-B).
[bookmark: _GoBack]For the received EAS ID, since the ECS (OP-B) has EES information that was published by partner OP, the ECS (OP-B) discovers T-EES (i.e. EES(s) from partner) in step 7 and returns discovered EES(s) of OP-A in the Retrieve EES response to the ECS (OP-B) in step 8.
NOTE 3:	The published information shared by the OP partner can be provisioned by OAM of the leading OP. 
In step 9 and 10, the EAS discovery procedure happens over EDGE-9 reference point, which is triggered by the EES (OP-B) and the EES (OP-B) receives the discovered candidate EAS(s).
NOTE 4:	The OP-B can have SLA with other multiple OPs so that step 9 can be executed with more than one partner OP in order to discover candidate EAS(s).
Finally, the EEC receives the EAS discovery response sent by the EES (OP-B) in step 11. The EEC may select an EAS for the AC.
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