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4.1 3GPP Standard Compliance Requirement
As specified in NG.134[x1], the IMS Data Channel capable UE with implemented DCMTSI client SHOULD fulfil 3GPP Release 16 defined baseline requirements: 
1. Support including the application feature tag “+sip.app-subtype” specified in 3GPP TS 24.229[x2] with a value of “webrtc-datachannel” in the Contact header in the SIP Register request as specified in 3GPP TS 26.114 [x3];
2. Support UE’s data channel capability discovery using the IMS REGISTER procedure defined in clause 5.1.1 of 3GPP TS 24.229 [x2]
3. Support data channel SDP media description rules and data channel establishment, termination, and failure handling procedures including SDP offer/answer mechanism and interaction based on SCTP/DTLS as specified in 3GPP TS 26.114 [x3] and IETF RFC 8864 [x4];
4. Support data channel application retrieval by the DCMTSI client in terminal through a bootstrap data channel, as specified in 3GPP TS 26.114 [x3];
5. According to section 6.2.10.1 of 3GPP TS 26.114 [x3], support the data channel application  consisting of Hyper Text Markup Language (HTML) web pages including JavaScript(s) and MAY include image(s) and Cascading Style Sheet(s) (CSS) transferred through the bootstrap data channels at the User-Network Interface (UNI);
6. DCMTSI client in UE SHALL support the origination and termination of the encrypted bootstrap data channels with traffic of which is defined in  3GPP TS 23.002 [x5];
7. As specified in section 6.2.7.4.1 of 3GPP TS 26.114 [x3], if a data media GBR bearer that was set up with 3gpp-qos-hint information is dropped by the network due to insufficient resources, an attempt to re-establish the bearer should be made by the DCMTSI client in terminal through a re-offer in an Re-INVITE with less demanding QoS values included in the 3gpp-qos-hint and/or bandwidth attributes;
8. As described in section 6.2.7.2 of 3GPP TS 26.114 [1], once the DCMTSI client in terminal detects that the negotiated downlink QoS Maximum Bit Rate (MBR) value differs from the b=AS bandwidth modifier value in the sent SDP, no matter whether at session setup or at session re-negotiation, DCMTSI client in terminal should try to align to the downlink MBR(s) allocated for the bearer(s) in a subsequent SDP offer-answer.

NOTE : 3GPP does not specify  data channel  Application Programming Interface (API) 
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