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1st changes: Wording for clarification on which network slice(s) can be exposed by OP architecture. 
2nd changes: Based on the description of Concept Note “Topic M: NSaaS”, adding text so as that the optimal slice for the application/service can be selected among multiple network slices.
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=====(Start of 1st changes)==========================
2.5	Network Slice as a Service (NSaaS) Enabling Requirements
1.	The OP architecture shall allow the Operator to expose network slice resources. 
2.	The OP architecture should be able to expose the existence of the network slice(s) to the Application Provider.
Note:	In the NSaaS case, the Application Provider always knows of the existence of a network slicenetwork slices.
3.	The OP architecture should be able to access network slice lifecycle management capabilities exposed by the Operator and expose them to the Application Provider.
Note: 	This capability is dependent on the agreement between the Operator and the Application Provider.
4.	The OP should be able to expose KPIs to the Application Provider. Network performance attributes such as throughput, latency and reliability could be used to assure that the Application Provider’s requirements are met.
5.	The OP shall allow an Application Provider to request authorisation for the end user to access the network slice and its services.
6.	The OP architecture shall allow the Application Provider to manage the end user’s profile data related to the network slice and its services.
Note:	This applies to the end users managed by the given Application Provider.
=====(End of 1st changes)==========================

=====(Start of 2nd changes)==========================
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Network Slice lifecycle and end user profile
The OP shall be able to support the following requirements:
The OP shall allow the Application Provider to observe and change the operational state of the Network Slice Instance (NSI).  
The OP shall allow the Application Provider to request a NSI lifecycle status change.
The OP shall support the notification for the NSI lifecycle status change. 
The Application Provider should be able to assign and switch a network slice for the end user to access the application.
Note: 	For this action, the Application Provider is expected to know related information such as DNN, S-NSSAI.
The OP shall notify the Application Provider if end user’s profile data changes.
The OP shall enable the Application Provider to request end user’s profile information.
=====(End of 2nd changes)==========================
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