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Non-Confidential  Project Team or Group  X 

 

© GSMA, 2023. The GSM Association (“Association”) makes no representation, 
warranty or undertaking (express or implied) with respect to and does not accept any 
responsibility for, and disclaims liability for the accuracy or completeness or timeliness 
of the information contained in this document. The information contained in this 
document may be subject to change without prior notice. This document has been 
classified according to the GSMA Document Confidentiality Policy.  
 

1. GSMA Antitrust Policy and Agenda 
 

GSMA Anti-trust and US entity list statement were noted. 

The agenda for the meeting was approved with a small change. 

Item 5 on Advanced charging was moved up the agenda to become Item 2 as there 

was not expected to be presented by Elizabeth. 

 
2. OPG#131 Meeting minutes 
 

No comments were made. 

Minutes of OPG#131 were approved.  

 

3. Action Points 
Action points were reviewed.  

 

 

4. OPG MWC Las Vegas Release planning 
Mark presented the planning for the OP MWC Las Vegas 23 release highlighting that 

the CN deadline at the start of May was here. 

 

5. Enhanced Charging 
Elizabeth presented OPG_131_Doc_06_CR0007R1, on enhanced charging. She has 

started to pull out the information that was made last week. Modified sections will be 

the ones from Slide 50 in last week’s charging presentation. Following comments 

were made: 

- We may also require further review as the east/west interface is changing at 
the same time as the work on charging. Additional consideration may be 
needed. 

OPG 
126.01 

Tom to support Vijay and Niranth to 
ensure that the EDGEAPP to OP 
mapping allows for functionality that 
cannot be mapped. 

Closed Tom presented in the 
meeting and will bring a 
CR to simplify Edgeapp 
in OP.02 

OPG 
127.01 

Sandra to check with FSAG on what to 
refer to for the security controls related 
to edge computing and whether they 
can check the security maintenance CR 
when done. 

Closed Sandra sent CR to FSAG 

https://infocentre.gsm.org/cgi-bin/prddets.cgi?274175
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- The open question if OAM APIs could be used to expose billing information 
directly from OP in the northbound interface may be covered in phase 2 as 
this is already a large subject and the requirements for billing in that interface 
are not particularly mature. 

 

6. Maintenance: CR0005 - Common Data Model CR0001R4 
Sandra presented OPG_132_Doc_03, CR0005 on the common data model. 

Following comments were raised: 

- Tom - No southbound interface is mentioned in the Interface applicability. The 
tables need a review to add southbound interface where that is needed. 
Elizabeth volunteered to review and add the southbound charging interface 
when needed.   

- In the contents of some tables there are static references to table numbers. 
These will need converting to cross references as needed. Sandra will review.  

- Discussion was held on simplifying Edge Client vs Edge Application.  Edge 
Client is not defined in the OP definitions. Further clarification is needed. 

- General request to all was made to review the CR and the tables to see 
where the SBI is missing and is actually required. 

- Proposal was made to remove cost from Availability Zone in Table 7 as we 
generally don’t talk about costs.  

- Query if the application provider is always needed for NSaaS – Conclusion 
was that, Yes, it should be a mandatory field 

 

7. Maintenance: CR0006 – Network Slice as a service 
Massa presented OPG_132_Doc_04, CR0006 on Network Slicing as a service. The 

following comments were made: 

- Deepak - First change proposed does not lead to the OP being able to do 
anything so may not be needed. Conclusion of the discussion was that the 
note is valid to explain why the application provider should know about the 
available slices.  

  

- CR to go for approval in the next call CR0006.  
  

- Reminder was made to the meeting that there is a CR folder in SharePoint 
and you should complete the excel workbook and choose the next available 
number. That will inform the change number and avoid duplication. 
 
 

8. EdgeApp and OP Mapping 
Tom presented OPG_132_Doc_07_OP_EDGEAPP_Mapping. Some diagrams that 

map out the present functionality of OP and EdgeApp. This showed that EdgeApp 

maps to a limited scope of what is included in OP. It also does not map in the same 

way as OP does. Conclusion of analysis and presentation was that we have two 

complicated architectures that do not map very well. There is some commonality, but 

we should avoid detailed mapping as the scopes are different and this will not 

provide much value. Preferred approach is to acknowledge the architectures and 

keep to a high-level understanding and remove areas that are no longer accurate.  

The following comments were made: 

- Vijay thanked Tom for detailed mapping. New figure looks good and accurate 
in what is shown. 

- Vijay sees EES and ECS being used in federation. This is being worked on in 
Release 18. 
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- Tom - A figure will be complicated and not add much value as so much is 
outside scope of what is included in OP.  

- UNI has detailed documentation.  
- Tom - Proposal to simplify what is in OPG02. It is better not to have a detailed 

mapping figure included. Rather to simplify what we have.  
-  CR should be done to simplify what is present in OPG.02 
-   
- Meeting agreed a way forward, Tom will prepare a CR to simplify and remove 

figure 20 from OPG.02.  
 

9. AOB 
 

OPG#133 will take place on 9th May as a virtual meeting. An invite has been sent 

using Member Gateway.  

2nd Half 2023 F2F meetings planned: 

- for the MWC Barcelona 24 release: 
- Dates 16 to 19 October 
- Hosts are invited to make their interest known. 

 

#132 Call closed at 15:00 GMT. 

 

Action points log 
 

Open action points 

 

Closed action points 

 

Action 
number 

Description Status Notes 

OPG 
130.01 

Sandra and Tom to include the name 
change of OPG.02 in the LS to SDOs to 
inform on the publication of the MWC 
Las Vegas 23 release. 

On 
hold 

on hold until the LS can 
be prepared at the end of 
the release 

    

Action 
number 

Description Status Notes 

OPG 
126.01 

Tom to support Vijay and Niranth to 
ensure that the EDGEAPP to OP 
mapping allows for functionality that 
cannot be mapped. 

Closed Tom presented in the 
meeting and will bring a 
CR to simplify EdgeApp in 
OP.02 

OPG 
127.01 

Sandra to check with FSAG on what to 
refer to for the security controls related 
to edge computing and whether they 
can check the security maintenance 
CR when done. 

Closed Sandra sent to FSAG 
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Decisions 

  

  

  

  

  

 


